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Introduction 
When we first tackled this assignment, our goal was to fill the gap between Running 
Microsoft Windows 2000 Professional (our book for novice and intermediate end users 
of Windows 2000 Professional) and the Microsoft Windows 2000 Professional Resource 
Kit (a book for IT administrators). We were a little skeptical at first about whether 
this "reader space" would allow us enough material to fill a book. 

What we envisi ed as a narrow niche however turned out to be a a in or e. 
The more we used Microsoft Windows 2000-in everyday computing as well as 
research for this book-the more complexity we discovered. 

In retrospect, we shouldn't have been so surprised. The paradox of software 
progress-for Microsoft software, at any rate!-is that simplicity and convenience 
for end users are achieved only through feature elaboration and internal complex­
ity. As Microsoft's operating systems become easier for novices, they also become 
more replete with features to interest and challenge expert users. And for whatever 
reasons (fill in the blank here with your own guess or theory), the mysteries of 
Windows-those little things that confound and astound-will apparently always 
be with us, no matter how friendly and solid the operating system becomes. 

In the end, we had to be quite selective about the information we included, and we 
pared our outline down to those topics we thought would be of most interest to you, 
the expert user. In doing so, we assumed that you already knew a lot about Windows, 
although not necessarily about the NT platform. Because this is a book about Win­
dows 2000 Professional, not one of the server editions of Windows 2000, we also 
-;ssumed that you were interested as much in end-user issues as in administrative 
matters-although you might well be in charge of a small business network, includ­
ing one or more machines running Windows 2000 Server. We imagined that you 
might be the Windows guru for a department or a company. Above all, we pictured 
you as a person of intelligence and curiosity, eager to learn as much as possible about 
the operating system with which you live and work. 

,We arrived at a book in ten parts1Part 1 ~ddresses setup issues. art 2 's an over­
view of the management tools included with Windows 2000 Professional Parts 3 and 

GJdeal with the management of software and hardware, respectively. Part 5 covers 
system administration-setting up groups and users, establishing policy, and so on. 
Part 6 . s a guide to the higher levels of network plumbing under Windows 2000. Part 
7 ddresses the Internet,@rt81discusses security matters,®rt]details ways to auto­
mate tasks in Windows 2000, andtart lStltakes up maintenance and optimization. 

The numbering of parts and chapters implies a linear organization, but we intended 
this to be a random-access book. If you're just setting up Windows 2000 or have only 
recently done so, you might want to begin with the setup chapters in Part 1. Beyond 

xv 



that, however, we hope you'll let your own needs and curiosity (with the help of our 
index and table of contents) be your guide. 

On the CD-ROM that accompanies the book, you'll find programs (or links to pro­
grams) from Microsoft and third parties that we regard as valuable additions to your 
Windows 2000 toolkit. The CD also offers supplemental information of interest, 
including all the articles from Microsoft's Knowledge Base that are mentioned in 
this book. 

This book is finished-at least for now! But we continue to discover new things about 
Windows 2000. If you have discoveries of your own to share or questions to ask, we 
invite you to contact us at craigstinson@free-market.net and carl@swdocs.com. 
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Chapter 1 

Installing Microsoft 
Windows 2000 

In This Chapter 
Preparing for Installation ................................................. 4 

Installing on a Single Computer ........................................... 12 

Automating the Installation Process ........................................ 14 

Installing Other Programs as Part of Setup .................................. 26 

The basic setup process for Microsoft Windows 2000 Professional has been consid­
erably streamlined from the process used for earlier versions of Windows and Win­
dows NT. With just a little bit of luck, you can successfully employ the typical 
"expert" approach: without reading a thing, tear off the shrink wrap, insert the CD 
into the drive, and click OK a few times. In fact, dyed-in-the-wool experts will be 
disappointed to see that the program provides no choice for Typical or Custom setup. 
(No real expert ever settles for Typical.) 

Although setting up Windows 2000 Professional on a single computer has been 
reduced to an easy and (usually) trouble-free experience, the setup process offers a 
number of options that aren't readily apparent. These include options to automate 
installation. Microsoft has produced reams of information about "deploying" Win­
dows 2000 throughout large enterprises, including all the necessary preparation and 
procedures. In this chapter, we distill that voluminous information to the essentials 
you need to know to automate installation in a small office. Along with a list of items 
to check before you begin installation, the automated installation options are the 
subject of this chapter. 
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Preparing for Installation 
Before you install Windows 2000, you'll want to be sure that you have all the req­
uisite information and that your computer is properly configured. You should 

• Confirm that your computer meets the hardware requirements 

• Check hardware and software compatibility 

• Back up your files and configuration information 

• Prepare the computer by uncompressing drives and disabling incompatible 
services 

• Create a computer account on the domain controller 

• Choose between upgrade and clean installation 

Checking Hardware Requirements 
Windows 2000 Professional requires processor speed, memory, and disk space in 
amounts that were unheard of only a few years ago. Your computer needs to meet 
the following minimum hardware requirements: 

• A Pentium or higher processor (or equivalent), 133 megahertz (MHz) or faster. 
(The Setup program doesn't actually enforce the processor speed requirement, 
but you aren't likely to be satisfied running Windows 2000 on a slower system.) 
Windows 2000 Professional supports up to two processors on a single computer. 

• 32 megabytes (MB) of random access memory (RAM). You probably won't be 
happy with less than 64 MB of RAM; more is better. Windows 2000 supports 
up to 4 gigabytes (GB). 

• A hard disk with at least 650 MB of free space. (If you're installing from a shared 
network folder, you'll need approximately 300 MB of additional free space for 
temporary files.) 

• A VGA or higher-resolution monitor. 

• A keyboard. 

• A Microsoft Mouse or compatible pointing device. 

To install from the Windows 2000 Professional CD, you'll also need 

• A CD-ROM or DVD drive 

• A high-density 3.5-inch floppy disk drive (unless your computer's BIOS allows 
it to start from a bootable CD) 
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To install from a shared network folder, you'll also need 

• A network adapter card compatible with Windows 2000 

• Access to the network share that contains the setup files 

Checking for Hardware and Software Compatibility 
Windows 2000 Setup checks your hardware and software for compatibility and 
reports any problems. Before you begin, however, you might want to do your own 
review, particularly if you're planning to upgrade computers running Windows 9x. 
(If your computer is already running Windows NT, its hardware and most of its 
software are almost certainly compatible with Windows 2000.) 

Checking Hardware Compatibility 
Windows 2000 provides support for a wide variety of hardware-a much wider 
variety than its predecessor, Windows NT. Nonetheless, checking the Hardware 
Compatibility List (HCL) to see whether all your devices are supported is a good 
idea. You can find a text version in the \Support folder of the Windows 2000 Pro­
fessional CD; an updated version is available at www.microsoft.com/hcl. In addition 
to its frequent updates, the Web version has other advantages: it's searchable, and 
when you find the item you're interested in, you can click its logo for more detailed 
support information and, in some cases, updated drivers. 

An item's appearance on the HCL is no guarantee that it'll work properly in your 
configuration, and its absence doesn't mean that it absolutely won't work. But being. 
on the HCL is a good indicator, and the list can help you identify problem devices. 

Troubleshooting 
If you encounter problems during setup-especially during hardware detection-try 
removing any devices that are not on the HCL. (One other possible solution to hard­
ware-detection problems: use the BIOS setup program to change the BIOS setting to 
"non-Plug and Play operating system." Although Windows 2000 is, in fact, a Plug and . 
Play operating system, the implementation of this option on some computers assigns 
resources in a way that precludes their use and control by Windows 2000.) 

You can also avoid some problems by updating your computer's BIOS to the latest 
version. To find out whether an update is available, check with the manufacturer of 
your computer, its motherboard, or its BIOS. Identifying the BIOS and tracking down 
the appropriate source for updates can sometimes be daunting; you'll find good 
advice at www.sysopt.com/bios.html and www.ping.be/bios (information-rich sites that 
are not affiliated with manufacturer). 
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Checking Software Compatibility 
For security and stability reasons, not all software that runs in earlier versions of 
Windows runs in Windows 2000. In particular, the following types of programs are 
more than likely incompatible: 

• Disk utilities (such as defragmenters) and antivirus programs written for Win­
dows 9x or Windows NT. 

• Programs that use virtual device drivers (VxDs) and .386 drivers (Windows 9x 
only). To see whether your system is loading any such drivers, check the 
[386Enh] section of the System.ini file. 

• Third-party Control Panel applications and custom property pages. 

• Custom power-management solutions written for Windows NT, which didn't 
offer much in the way of power management. 

• Custom Plug and Play solutions written. for Windows NT, which is not a Plug 
and Play operating system. 

~ . 
You should remove any such programs before you upgrade to Windows 2000. 

In addition, some programs install differently on Windows 9x than on Windows 
2000-that is, they use different program files or use different registry locations for 
storing data when installed under Windows 9x. Many publishers of programs for 
Windows 9x have created a migration dynamic-link library (DLL) for each of their 
programs that require one. A migration DLL can replace or upgrade files for earlier 
versions of Windows with Windows 2000-compatible versions, move application 
and user settings to the appropriate place in the Windows 2000 registry, and map 
other registry keys to the appropriate locations. The migration DLLs typically are 
called Migrate.dll, but they're more commonly known as upgrade packs. The Setup 
program asks whether you have any upgrade packs, so you should obtain any that 
you need before you begin installation. (Upgrade packs for some programs are on 
the Windows 2000 Professional CD-in the \1386 \ Win9xmig folder-but you can 
obtain others from the publishers' Web sites.) To find out which ones you need, use 
Setup's compatibility checker, described in the following section. Its report includes 
a list of programs for which you'll need upgrade packs. 

Running Setup's Compatibility Checker 
If your computer has Windows 9x or Windows NT installed, you can use the Setup 
program to check the system for compatibility with Windows 2000 and produce a 
report-without actually installing Windows 2000. The report lists installed hard­
ware and software that might not be compatible with Windows 2000 and provides 
notes about using these items. To run the compatibility check, run Winnt32.exe (the 
Windows 2000 Setup program) with the ICheckupgradeonly switch. To do this from 
the Windows 2000 Professional CD, for example, use the Start menu's Run command 
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to enter d:\i386\winnt32 Jcheckupgradeonly. Modify the path if you're running from 
a shared network folder or if your CD-ROM drive uses a different drive letter. 

Setup displays its results on the screen (as shown in Figure 1-1) and saves the results 
in a text file. On systems running Windows 9x, the process usually takes several min­
utes, and it stores the resulting report in a file named Upgrade.txt in the Windows 
folder. On systems running Windows NT, the report is called Winnt32.log, and it's 
saved in the Winnt folder. 

:itiHi,n.iii't&rMl,imlilffli§ili.il$if4§Pi. 
Upgrade Report 

The Upgrade Report summarizes potential hardware and software upgrade issues. 

This report describes known problems }'OU might encounter altel }'OU upglade to , ... 
Windows 2000. Read this report to determine the hardware files and upgrade 
packs you need. then vis~ Microtolt on the Internet, 01 contactyoul hardware or 
software manufacturer. 

Cfick on a topic fOI more information: 

~ 
Software Incomoatible with Windows 2000 
ProQlam Notes 
Genefallnformation 

( Bock Hext > I; Cancel 'I 

Figure 1-1 
Running the compatibility check in Windows 9x usually produces a lengthy report. 

If you have to check a number of machines running Windows 9x, you can easily 
automate this process, as follows: 

1. Use Notepad to create a short answer file with the following text, and save it 
as Check. txt: 

[Unattended] 
Win9xUpgrade=Yes 

[Win9xUpg] 
ReportOnly=Yes 
SaveReportTo=a:\%computername%.txt 

2. Use Notepad to create a batch file with the following text, and save it as 
Check.bat: 

d:\i386\winnt32 lunattend:a:\check.txt Icheckupgradeonly 

3. Copy these two files to a floppy disk. 
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4. Go to each computer, insert the floppy disk and the Windows 2000 Professional 
CD, and run the Check batch file by opening it in Windows Explorer. The 
resulting report is saved in a file on the floppy disk; the computer name is used 
for the file name. 

Backing Up Your Data 
Unless you choose to format the partition onto which you're installing Windows 2000 
(an option that you'll see during a clean install), the Setup program shouldn't 
destroy any data on your computer. But if your experience matches ours, the one 
way you can ensure that data will be lost is to fail to back it up before proceeding! 

Backing Up Your Files 
Most important: Use your existing backup program to back up all the files currently 
on the hard disk where you plan to install Windows 2000. The version of Microsoft 
Backup included with Windows NT allows you to back up your files to tape. The 
version included with Windows 9x can back up files to tape, a hard disk, a network 
drive, or removable disks. (If it's not on your Start menu, go to Add/Remove Pro­
grams and install it.) If you don't have a backup program or backup media, copy your 
important files to another computer on your network. 

Exporting E-Mail and Web Browser Data 
When you upgrade to Windows 2000, compatible programs continue to use their 
current data files. But if you perform a clean install, or if you're planning to change 
to different programs, the data is not readily available. If you have data such as mail 
or news account settings, e-mail messages, Web browser bookmarks, and cookies 
that you want to reuse, use your old program to export the data to a file that you 
can subsequently import into the equivalent Windows 2000-based program. 

You might be tempted to export registry keys that contain the settings for your key 
applications-especially if you're planning a clean install. The settings for an appli­
cation are typically saved in HKCU\Software\application, where application is the 
name of the program. Although you can use the registry editor to export this branch 
of the regist~y, it'll be of marginal value. If you simply perform a clean install of 
Windows and then import this registry branch, you'll be successful with only the 
simplest applications; others won't work or, at best, you'll bring along a lot of excess 
baggage. The exported registry might prove to be a useful reference as you recon­
figure your system, however. 

Printing Configuration Information 
Hardware detection in Windows 2000 is much better than in any previous version 
of Windows. Nevertheless, the Setup program is occasionally stumped by certain 
hardware combinations and legacy (non-Plug and Play) devices. If your system is 
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running an earlier version of Windows and all its devices are working well, a con­
figuration report can help you identify and manually configure any devices that 
cause problems during setup. 

To print a configuration report from Windows NT 4: 

1. Open the Start menu and choose Programs I Administrative Tools (Common) 
I Windows NT Diagnostics. 

2. Click Print. 

3. In the Create Report dialog box, make the settings shown here and then click 
OK. 

Create Report 613 

To print a configuration report from Windows 9x: 

1. Right-click My Computer and choose Properties. 

2. On the Device Manager tab, click Print. 

3. In the Print dialog box, select System Summary and click OK. 

Preparing the Computer 
Before you install Windows 2000, you must first undo or disable features and pro­
grams from earlier versions of Window that can interfere with setup. 

Uncompressing Compressed Drives 
Windows 2000 is incompatible with DriveSpace and DoubleSpace-disk-compres­
sion programs that came with Windows 9x and MS-DOS 6-as well as with third­
party disk-compression programs. If you have any compressed drives, you must 
uncompress them. (Doing so often creates a challenge because you must have enough 
room on the drive for all the files on the drive-after they're uncompressed. You 
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might need to delete some files or move them to another drive before you can 
uncompress the drive.) 

To uncompress a drive using Windows 9x: 

1. Open the Start menu and choose Programs I Accessories I System Tools I 
DriveSpace. 

2. In the DriveSpace dialog box, select the compressed drive. 

3. Open the Drive menu and choose Uncompress. 

To uncompress a drive using MS-DOS: 

1. At the command prompt, type drvspace (if you have MS-DOS 6.22) or dblspace 
(if you have an earlier version). 

2. Select the drive you want to uncompress. 

3. Open the Tools menu and choose Uncompress. 

Disabling I ncompatible Services 
Naturally, before you run Setup you should close all other applications. But you also 
need to stop any background services and applications that might cause problems. 
In particular, be sure to disable your antivirus program (because it prevents neces­
sary changes to the boot sector and other critical files) and any third-party network 
clients and services (such as backup agents). 

In Windows 9x or Windows NT, you can press Ctrl+Alt+Delete to display a task 
manager that shows which programs are currently running and lets you close them. 

Creating a Computer Account 
Computers on a network can be part of a domain (computers that share a security 
database on domain controllers running Microsoft Windows 2000 Server or 
Microsoft Windows NT Server) or a workgroup. To join a workgroup, all you need 
to know is the name of the wor~group. To join a domain, you need to know the name 
of the domain, and the computer needs to be connected to a working domain con­
troller and DNS (Domain Name System) server. 

In addition, if the computer you're setting up is going to be part of a Windows 2000 
Server (or Windows NT Server) domain, it must have a computer account set up on 
the domain controller. You can do this before, during, or after installation: 

• Before you set up the new computer, an administrator can create the computer 
account on the domain controller. In Windows 2000 Server, you use the Active 
Directory Users And Computers console to add a computer account; in Win-
dows NT Server, you use Server Manager. -
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• During installation (near the end), the Network Identification Wizar9. runs. 
With it, you can create a computer account (if you haven't already set one up), 
provided that you can furnish the name and password of a domain admin­
istrative account that has authority to add domain computer accounts (typi­
cally, an account that's a member of the Domain Admins group). You can 
provide this information whether you run Setup in an interactive or unat­
tended fashion. 

• After installation, you can join a domain from the Network Identificati.on tab 
of the System Properties dialog box. Again, if you haven't already set up a 
computer account on the domain controller, you can set one up from here­
as long as you provide the name and password of a domain administrator 
account. 

Choosing Between Upgrade and Clean Installation 
If your computer has one of the following operating systems installed, you can 
upgrade your computer to Windows 2000 Professional: 

• Windows 95 (all versions) 

• Windows 98 (all versions) 

• Windows NT Workstation 3.51 

• Windows NT Workstation 4 

• Windows 2000 Professional (evaluation version) 

• Windows 2000 Professional beta Release Candidate 1 (build 2072) or later 

Note To determine the build number of a Windows 2000 Professional beta ver­
sion (as well as the expiration date of an evaluation version), open the 
Start menu, choose Run, and type winver. 

With any of these operating systems, you have a choice: you can upgrade to Windows 
2000 Professional, or you can perform a clean install of Windows 2000 Professional. (If 
you have a different operating system-including Windows NT Server, Windows 
NT Workstation versions earlier than 3.51, or Windows 3.1-or if you're install­
ing onto a new, blank hard disk, your only choice is clean install.) 

Note To perform an upgrade, you must start your existing operating system 
and then run Winnt32.exe, as described in the following section. Don't 
start Setup by booting from the Setup Boot Disk or the Windows 2000 
Professional CD. 
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If you choose to upgrade, Setup replaces your existing Windows files, but it preserves 
user settings, such as desktop appearance, color schemes, network connections, and 
so on. More important, it retains the programs you have installed and all their set­
tings. (Some programs that work in earlier versions of Windows do not work with 
Windows 2000, however. The upgrade report described earlier in this chapter iden­
tifies many such programs.) Therefore, after you complete the upgrade installation, 
you're ready to pick up right where you left off before installing-with the added 
features of Windows 2000. 

In a clean installation, Setup installs Windows 2000 in a new folder. All Windows 
preferences and options will be set to their default settings, and you'll need to install 
the programs you use-even if you had already installed them under an earlier 
version of Windows. Although the programs' files might still be on your hard disk, 
the shortcuts, registry entries, and shared components that each program requires 
to run will not be. Be sure that you have available the original installation media for 
all your applications before you pursue this course. 

Even on systel'!ls that meet the requirements for upgrading, a clean install has a sig­
nificant benefit: it doesn't retain the detritus that accumulates on a computer over 
time as you install and uninstall programs, surf the Web (acquiring assorted applets 
along the way), and simply use the computer. Unused (or worse, maleficent) regis­
try entries, multiple DLL file versions, .ini files, temporary files, and file fragmentation 
act like grains of sand in the gears of your well-oiled machine. A clean install­
particularly if you go all the way and start by formatting the disk-can restore your 
computer's inner workings like no ordinary oil additive can. (During a clean install, 
you'll have the option of formatting the disk or leaving the current information 
intact.) If you're not afraid to get your fingers dirty, performing a clean install can 
be worthwhile. 

Installing on a Single Computer 
A good strategy for setting up a small workgroup is to start by setting up one com­
puter using the basic installation method. You can then use that computer-and the 
experience you acquire during its setup-as the model for implementing the auto­
mated methods described later in this chapter. 

Before you set up your first computer, print the files in the \Setuptxt folder of the 
Windows 2000 Professional CD. (They're ordinary text files that you can open and 
print using any text editor or print from an MS-DOS prompt.) For the most part, 
you'll find that the on-screen instructions adequately explain your options along the 
way, particularly if you've installed other versions of Windows before. But if you're 
stumped by any of the options presented, these files provide additional information 
that should help you. 

12 Part 1: Setting Up and Starting Up 



Note If you plan to set up your system so that you can choose which of two or 
more operating systems to use whenever you start your computer (com­
monly called dual boot), you need to install Windows 2000 on its own 
partition. For more information, see "Installing Each Operating System on a 
Separate Partition," page 51. 

Installing from the Windows 2000 Professional CD 
To start an installation-upgrade or clean install-from a 32-bit version of Windows 
(Windows 9x, Windows NT, or an evaluation version of Windows 2000): 

1. After Windows starts, insert the Windows 2000 Professional CD. 

2. If a message appears that asks whether you want to upgrade your computer 
to Windows 2000 Professional, click Yes-even if you plan to perform a 
clean install. -

If no such message appears (because you've disabled AutoPlay), run \1386 
\ Winnt32.exe from the Windows 2000 Professional CD. 

3. On the first page of the Windows 2000 Setup Wizard, select the appropriate 
option: Upgrade To Windows 2000 or Install A New Copy Of Windows 2000 
(Clean Install). 

ou don't have a 32-bit version of Windows installed, ou cann rade; ou 
must per orm a clean install. To begin the process, with your computer turned off, 
insert the Windows 2000 Professional CD (if your computer's BIOS allows it to start 
from a bootable CD) or Windows 2000 Setup Boot Disk 1. Then simply turn on the 
computer and follow the on-screen instructions. 

Note For a bootable CD to work properly, set the boot order in BIOS so that 
CD is the first boot device, followed by the hard disk and floppy disk. 
(Each BIOS setup program is different. During bootup, watch for a mes­
sage that tells you which key to press for setup. In the setup program, boot 
order is often an option on the page called Advanced CMOS Settings or 
something similar.) 

Note If you don't have the four setup floppy disks, you can make a new set 
from the Windows 2000 Professional CD. To do that, run \Bootdisk 
\Makeboot.exe. 
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Installing from a Shared Network Folder 
Even if you don't use the options for automation described later in this chapter, you 
might find it more convenient to install from a shared network folder instead of 
schlepping the CD around to each workstation. Installing from a network folder . 
works perfectly well because, even though the computer must restart a few times 
during the setup process, the Setup program copies all the files it needs to a tempo­
rary location on the local hard disk before rebooting. 

Setting Up the Distribution Folder 
To set up the distribution folder-the shared network folder that contains the Win­
dows 2000 files-follow these steps: 

1. Create a folder on a server. 

2. Copy the contents of the \1386 folder on the Windows 2000 Professional CD 
to the new folder. 

3. In Windows Explorer, right-click the new folder's icon and choose Sharing. 

4. Share the folder and set the permissions so that all users (the Everyone group 
if you're using Windows NT or Windows 2000) have read-only access. The 
settings you make on the Sharing tab vary depending on which version of 
Windows the server is running and on how your network is configured-but 
after you've made it this far, the correct choices should be self-evident. 

Starting the Installation 
To start a network installation-upgrade or clean install-from a 32-bit version of 
Windows (Windows 9x, Windows NT, or an evaluation version of Windows 2000), 
simply navigate to the distribution folder and run Winnt32.exe. 

If you're installing from MS-DOS or Windows 3.x, you start the installation by con­
necting to the distribution folder and running Winnt.exe (not Winnt32.exe). But 
before you do that, be sure you're running SMARTDrive, a disk-caching program 
included with MS-DOS. This program makes a huge difference in the setup time; it 
can literally take hours longer without SMARTDrive. To run SMARTDrive, from the 
MS-DOS prompt (before you start Windows), run Smartdrv.exe, which is normally 
found in the \DOS directory. (You'll likely find a line that starts SMARTDrive in your 
Autoexec.bat file.) 

Automating the Installation Process 
As easy as the installation process is, it's not something you want to sit through more 
than once or twice. If you plan to install Windows 2000 Professional on more than a 
handful of computers, you'll want to use one of the automated installation methods: 

• Answer files (automated installation scripts) 
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.\ Disk imaging (cloning) 

• Remote installation 

• Microsoft Systems Management Server (SMS) 

The latter two methods, which are dependent on Windows 2000 Server, are most 
appropriate for deployment in large enterprises and therefore are not covered in this 
book. Remote installation allows a system with remote-boot capabilities to automati­
cally install Windows 2000 from a Windows 2000 Server with Remote Installation 
Services (RIS) installed. You can find more information about RIS at the Windows 
2000 Server Web site (www.microsoft.com/windows/server). SMS allows an administra­
tor to manage and monitor installations from a central location. For information 
about SMS, visit www.microsoft.com/smsmgmt. In addition, you can find information 
about RIS and SMS in the Deployment Planning Guide, which is installed with 
Support Tools. (To install Support Tools, run \Support\ Tools\Setup.exe on the 
Windows 2000 Professional CD.) 

Installing the Deployment Tools 
The Windows 2000 Professional CD includes some programs and documentation 
that enable you to use the automated installation processes described in this chap­
ter. These tools-Setup Manager and System Preparation Tool-are located in a .cab 
file (a compressed archive similar to a .zip file), so you must first extract them to your 
hard disk. To install the deployment tools: 

1. Using Windows Explorer, open the \Support\Tools folder on the Windows 
2000 Professional CD. 

2. Open Deploy.cab. 

3. Copy all the files in Deploy.cab to a folder on your hard disk. 

The files include the following: 

• Setupmgr.exe. Setup Manager, which is used for creating answer files. 

• Setupmgx.dll. A DLL required by Setup Manager. 

• Sysprep.exe. System Preparation Tool, which is used for creating and deploy­
ing disk images. 

• Setupc1.exe. A tool that works with Sysprep.exe to generate new security iden­
tifiers (SIDs). 

• Deptool.chm. A help file that describes the deployment tools. 

• Unattend.doc. A Microsoft Word document with detailed reference informa­
tion about all possible parameters for answer files and Sysprep.inf files. 
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Using Answer Files for Automated Installation 
Windows 2000 Setup can accept answers to its user prompts from an answer file, 
which allows for unattended installation. An answer file can also contain answers 
to a number of questions that aren't posed by the interactive Setup program, which 
means that you actually have much greater control over installations. You can use 
an answer file whether you install from the Windows 2000 Professional CD or from 
a shared network folder. . 

Automated Installation Without a Script 
You don't have to create an answer file to perform an automated installation. If you 
want the bare-bones, simplest method of upgrading a system, use the Start menu's 
Run command to enter this command: 

d:\i386\winnt32 lunattend 

(Replace d:\i386 with the correct path to Winnt32.exe if your CD-ROM drive letter 
is not D or if you've copied the Windows 2000 files to a hard disk or a shared net­
work folder.) 

Using this method bypasses all the user prompts (with only a few exceptions, such 
as requesting the CD key) and performs an upgrade installation, preserving the 
existing file system, computer name, and user preferences. If the system had mul­
tiple user profiles (Windows 9x) or local user accounts (Windows NT), those user 
settings are migrated to local user accounts and profiles. For information about user 
accounts, see Chapter 17, "Managing Users and Groups." 

Creating an Answer File 
An answer file is an ASCII text file that you can create and edit with any text editor, 
such as Notepad. An easier method-at least for preparing the initial framework­
is to use Setup Manager, one of the tools in \Support\ Tools\Deploy.cab on the 
Windows 2000 Professional CD. Setup Manager is a wizard that can do 
t~e following: 

• Create answer files for automating the installation of Windows 2000 

• Extract the information from a properly configured system to create an answer 
file that can be used to replicate the configuration on other machines 

• Create a distribution folder for network installations, which can include (in 
addition to the Windows 2000 source files) additional applications and driv­
ers that you want to install 
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Note Setup Manager runs only on Windows 2000. 

To start Setup Manager, run Setupmgr.exe. After a few wizard pages with obvious 
answers, you'll reach the User Interaction Level page, shown in Figure 1-2. On this 
page, you specify how much you want the user to see during installation (for example, 
you can hide Setup Wizard pages for which you've provided the answers) and 
whether you want the user to be able to override the answers you provide in the 
answer file. A description of how each option works appears in the Description box 
when you select the option. 

11~_use_r l_nle_ra_c_l_io_n_le_Y_e_1 _____ .•• ______ ._. __ • _____ _ Do you want users to provide information during Windows Setup? 

Select the level of user interaction during Windows Setup: 

10' Provide defaults 

r Fully automated 

r Hidepages 

r Re<ldon!Y 

r GUI attended 

--...,..---

r
T~:C~~~~,~;S you supply in the answer file a. re the. default answers and Windows 
Setup prompts the user to review them. The user may change any answers that 
you supply, 

• __ . __ •.•.. ~~_..J 

<Back Next> Cancel 

Figure 1-2 
Your choice here determines whether Setup allows the answers to be 
viewed or modified during installation. 

From this point, the Setup Manager Wizard leads you through a series of questions that 
correlate to the questions that appear during interactive setup. Any questions that you 
leave unanswered can be answered during installation. For example, you might want 
to omit the user name from the answer file so that you can supply a different answer 
on each computer during installation. (For a more elegant solution, see "Using a Dif­
ferences File," page 22.) 

The Computer Names page, shown in Figure 1-3, offers two ways to provide a list 
of names for the computers you want to set up: you can type the names individually, 
or you can import a text file that contains the names. If you specify more than one 
computer name here (that is, if you want to use this answer file to automate instal­
lation of Windows 2000 on multiple computers), Setup Manager creates a differences 
file for you. Alternatively, select the check box if you want Setup to generate names; 
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these somewhat cryptic names append seemingly random letters and numbers to 
the first few letters of your organization name. 

ii ' ; Computer name: 
, I~E~AU 

. Computers tei be installed: 
ACADIA 
BADLANDS 

. CANYONLANDS 

Figure 1-3 
By specifying the names of multiple computers, you can use the same answer 
file to set up all your computers. 

After you answer the Setup Manager .Wizard's questions, it creates an answer file and 
stores it using the name and location you specify. By default, it names the file 
Unattend.txt-but you can use any name you like. 

Customizing an Answer File 
The easiest way to customize an answer file-if you simply need to modify some 
settings you made with Setup Manager-is to restart Setup Manager. On the wizard's 
second page, select Modify An Existing Answer File and specify the file name. 

But there's much more you can do with an answer file; the Setup Manager Wizard 
guides you through only the most commonly used settings. If you want to get more 
creative with your automated installations, take a look at Unattend.doc, which is 
stored on the Windows 2000 Professional CD within \ Support \ Tools\Deploy.cab. 
This Word document provides a complete reference to all the answer file parameters .. 
Although the document is well over 100 pages, the information is well organized and 
clearly presented, so don't let its bulk intimidate you. You might consider some of 
these additions or modifications: 

• Use the [Components] section to specify which accessory programs get installed. 
You might not want your users distracted by Pinball, for example; this is the 
most effective way to prevent its use. 

• Consider adding NtUpgrade= Yes and Win9xUpgrade= Yes to the [Unattended] 
section if you're upgrading computers with existing operating systems. Without 
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these keys (which Setup Manager does not put in), Setup installs Windows 2000 
on the same partition as the existing operating system, but in a separate folder. 
This produces an unsupported dual boot system that's likely to cause problems 
and confusion. (Alternatively, you can use other settings to specify the parti­
tion or folder.) 

• Use the [Win9xUpg] section to control how user accounts and passwords on 
Windows 9x computers are migrated to Windows 2000. 

• Use ProductID in the [UserData] section to specify the CD key. (Although using 
the same CD key on all installations allows you to avoid entering it each time, 
there is a drawback: Microsoft Product Support Services uses parts of the CD 
key to identify customers who call for support and to determine eligibility for 
various support services.) 

• Use the [Fax] section to configure the fax service. 

As an ASCII text file, an answer file resembles the .ini files that were common in the 
Windows 3.x era. It consists of section headers-a section header is a word enclosed 
in square brackets ([ ]) on a line by itself-followed by keys and values. Each key 
begins on a new line, and it's usually followed by an equal sign (=) and a value for 
the key. If a value contains any spaces, it must be enclosed in quotation marks (" "). 
You can include comments in an answer file by putting a semicolon (;) at the begin­
ning of each comment line. The listing that follows shows the first few sections of a 
typical answer file: 

;SetupMgrTag 
;Modified by Carl 3/20/2000 to add new Favorites entries 

[Data] 
AutoPartition=l 
MsDosInitiated="0" 
UnattendedInstall="Yes" 

[Unattended] 
UnattendMode=DefaultHide 
OemPreinstall=Yes 
TargetPath=\WINNT 

[GuiUnattended] 
AdminPassword=* 
OEMSkipRegional=l 
TimeZone=4 

[UserData] 
OrgName="Siechert & Wood, Inc." 
ComputerName=* 
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[Display] 
Xresolution=800 
YResolution=600 

Warning Passwords in an answer file are stored as ordinary text. This includes the 
Administrator password for the target computer and the password for 
the administrative account that can create a computer account, if you 
specify it. Depending on security issues at your location, you might prefer 
to omit these parameters, requiring their entry during installation instead. 

Using an Answer File During Setup 
Using an answer file simply requires including the /Unattend switch (along with 
the file specification for the answer file) on the command line for Winnt32.exe, the 
Windows 2000 Setup program. For example, if you are installing from the Windows 
2000 Professional CD and you want to use an answer file named Unattend.txt that's 
stored on a floppy disk, enter this command line: 

d:\i386\winnt32 /unattend:a:\unattend.txt 

You can enter this command using the Start menu's Run command or in a Command 
Prompt window. Setup begins and, depending on the level of user interaction that 
you specified (using the UnattendMode key in the [Unattended] section), proceeds 
on its merry way. If the answer file doesn't include some required information, Setup 
stops to prompt you, as shown in Figure 1-4. 

Figure 1-4 
Setup stops to request required information that's not included in the answer file. 
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Similarly, to install from a distribution folder, navigate to the distribution folder and 
then enter winnt32 /unattend:unattend.txt. (This assumes that you stored the answer 
file in the distribution folder-the same folder that contains Winnt32.exe and the rest 
of the Windows 2000 files.) 

Troubleshooting 
Even simple errors in answer files can cause Setup to stop before it ever gets started­
and you won't get any hints about where the problem lies. If you receive a message 
saying that your Setup script file is "inaccessible or invalid," check each line to see that 
it follows the proper format. Be sure that all values with spaces are enclosed in quo­
tation marks. We were once stumped for quite some time because the basic answer 
file that Setup Manager produced wouldn't run. It seems that, because of a bug in Setup 
Manager, it sometimes omits the quotation marks if a string contains a comma! 

If you used Setup Manager to create the answer file, the process of using the file is 
even simpler. Setup Manager creates a batch file using the same file name (but ~ith 
a .bat extension) and location that you specify for the answer file. Simply navigate 
to the folder where you saved the answer file (usually the distribution folder, if you 
set one up, or a floppy disk) and launch the batch file. If you copy the batch file, the 
answer file, or both from the location where Setup Manager originally stored them, 
you might need to edit the batch file to update the path information. 

Of course, you can also use an answer file to automate the installation on a new 
computer-and you don't have to enter any command lines at all. If your computer 
can boot from the Windows 2000 Professional CD, save the answer file on a floppy 
disk and name it Winnt.sif. Insert the CD and the floppy disk and turn on the com­
puter. Setup runs from the CD and uses Winnt.sif as its answer file. 

Using Automated Installations: The Simplest Way 
If you have a small office-a few dozen computers or less-you don't need to pore 
through the stacks of deployment documentation that Microsoft has produced for 
large enterprise rollouts of Windows 2000. Instead, you can follow this simple, 
straightforward method for automating your installations: 

1. Install Windows 2000 on one computer. 

2. Install Setup Manager on the same computer. 

3. Use Setup Manager to create an answer file. If you already have a network set 
up, use Setup Manager to create a distribution folder. Otherwise, tell Setup 
Manager that you'll install from the CD. 

4. Using the information in Unattend.doc, edit the answer.file you created to 
include any additional customizations you want. 

(continued) 
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. Using Automated Installations: The Simplest Way (continued) 

5. If the computers you're targeting for installation don't have a working network 
connection, copy the answer file, the batch file, and the .udf file (if any) created 
by Setup Manager to a floppy disk. 

6. At each computer, ensure that the computer is ready for Windows 2000 by 
going through all the preliminary steps described earlier in this chapter. (See 
"Preparing for Installation," page 4.) 

7. At each computer, 'connect to the distribution folder (if you already'have a 
working network) and run the batch file, or run it from the floppy disk. (If you 
specified more than one computer name, you'll need to append the computer 
na.me to the command line when you run the batch file.) 

You'll find details about each of these steps in this chapter. 

, Enterprise IT managers must study the many alternatives to and variants of this 
simple procedure. Installing to thousands of computers demands that these man­
agers invest the time and resources to find the absolute fastest method-and ensure 

· that it's perfect from the first logon by a "real" user. Our goals for a small office 
installation needn't be so lofty; walking around to a handful of computers isn't that 
burdensome, and minor problems can be solved case by case. 

Using a Differences File 
A differences file (sometimes called a uniqueness database file, or Udf) provides vari­
able information to supplement the information in an answer file. This allows you to 
create a single answer file that you can use for all your computers; information that 
changes for each computer (such as user name, computer name, and so on) is stored 
in a differences file. Like an answer file, a differences file is an ordinary text file that 
contains sections, keys, and values. The file name extension for a differences file is .udf. 

If you use Setup Manager to create an answer file, it also creates a differences file if 
you specify more than one computer name on the Computer Names page (shown 
earlier in Figure 1-3, page 18). This is the simplest method for creating a basic dif­
ferences file, which you can then enhance by editing it in Notepad. For example, we 
used Setup Manager to create this differences file for setting up four computers: 

:SetupMgrTag 
[Uniquelds] 

BADLANDS=UserData 
ACADIA=UserData 
CANYONLANDS=UserData 
DENALI=UserData 

[BADLANDS:UserData] 
ComputerName=BADLANDS 
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[ACADIA:UserData] 
ComputerName=ACADIA 

[CANYONLANDS:UserData] 
ComputerName=CANYONLANDS 

[DENALI:UserData] 
ComputerName=DENALI 

We edited the file to include additional specific information for each computer, like 
this information for the computer named Denali: 

[DENALI:UserData] 
ComputerName=DENALI 
FullName="Carl Siechert" 

You can include any valid answer file sections and keys in the differences file, allow­
ing you to use this capability to uniquely customize each of your installations with 
this one file. You might want some users but not others to have Pinball installed, for 
example. If a setting appears in both the answer file and the differences file, the 
setting in the differences file prevails. 

To use the differences file, you must include the jUdf switch on the Winnt32 
command line. You include the identifier (one of the keys listed in the [UniqueIds] 
section) and the name of the differences file. In our example, the differences file is 
named Diff.udf. Here is the complete command line for setting up the computer named 
Denali: 

winnt32 lunattend:diff.txt ludf:DENALI,diff.udf 

If you specify multiple computer names in Setup Manager, the batch file it creates 
simplifies entry of this command line. It uses the computer name as a command-line 
parameter so that, in this example (where the batch file is named Diff.bat), you simply 
type diff denali at the command prompt to set up the computer named Denali. 

Using Disk Imaging 
Windows 2000 includes Sysprep.exe, a program that allows you to install a system 
with Windows 2000-based applications and then duplicate it to other sys~ems. (This 
has traditionally been a problem with Windows NT. Because each computer running 
Windows NT or Windows 2000 on a network must have a unique security identi­
fier, or SID, it's not a simple matter of cloning a disk. Doing that would produce 
duplicate SIDs. Sysprep solves this problem by generating a unique SID the first time 
the computer is rebooted.) After the system has been duplicated, an abbreviated 
setup program runs. This "mini-Setup" requires only about five minutes to run. 
Because Sysprep duplicates an entire hard disk partition, you can use it to copy 
complete systems that have additional customizations and installed applications. 
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However, Sysprep might not be for you. Although Sysprep makes it easy to dupli­
cate fully configured systems, it has some restrictions and requirements that limit 
its use: 

• Most important, the master and target computers must have identical hard 
drive controllers, identical hardware abstraction layers (HALs), and identical 
BIOS versions. Although other components-such as modems, sound cards, 
network cards, and so on-need not be identical, this limitation effectively lim­
its the use of Sysprep to fleets of identical computers. If you have a varied 
collection of computers of different ages and manufacturers, chances are good 
that Sysprep won't work for all of them. 

• You'll need third-party software (or a hardware device) for disk duplication. 
Sysprep merely prepares the image for copying and then runs a version of Setup 
after the image has been copied to a new computer. But to actually make the 
copy, you'll need a program such as Norton Ghost (from Symantec) or Drive 
Image (from PowerQuest) or a disk-duplicating device. 

• The hard disk on the target computer must be at least as big as the one on the 
master computer. 

If these restrictions aren't a problem for you, you can follow these steps to use 
Sysprep: 

1. Install Windows 2000 on a master computer. (Because you might go through 
this process several times before you get everything set up just the way you 
want, you should create an answer file and use it for setting up the master 
computer. See the preceding section, "Using Answer Files for Automated Installation.") 

Note Do not join a domain-even if you intend to later-because running 
Sysprep removes the SID that allows the computer to connect to the 
domain. Set up the master computer in a workgroup. During setup on 
the target computers, you can join a domain. 

2. Log on t~ the computer as Administrator. 

3. Customize the computer as desired, and install applications that you want to 
be included on all target computers. 

4. Create a folder named \Sysprep on the system partition and extract Sysprep.exe 
and Setupcl.exe from the \Support\Tools\Deploy.cab file on the Windows 
2000 Professional CD to this folder. 

5. Run Sysprep.exe. In a few moments, the system will shut down by itself (if it's ACPI 
compliant) or display a message stating that it's safe to tum off the computer. 

6. Duplicate the hard disk. Depending on the duplication method, you might need 
to remove the hard disk from the system, or you might need to boot from a 
floppy disk that launches the third-party disk-duplication software. 
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When you start a computer that contains a duplicated disk (or, for that matter, when 
you turn on the master computer, if it still contains the master disk), Sysprep auto­
matically does the following: 

1. Detects Plug and Play devices 

2. Runs a mini-Setup Wizard that lets you specify the user name, join a domain 
or workgroup, and make other basic setup choices 

3. Deletes the \Sysprep folder and its contents 

4. Reboots the computer 

This entire process takes only about one-tenth the time that running Setup normally 
takes. 

You can automate the mini-Setup Wizard by creating an answer file to provide some 
(or all) of the requested information. Use Setup Manager to create the answer file, 
being sure to select Sysprep Install on the Product To Install page. The file uses the 
same format, sections, keys, and values as an ordinary answer file. Settings that are 
unnecessary or inappropriate in the disk-imaging process are ignored. You must 
name the answer file Sysprep.inf, and you must place it in the \Sysprep folder be­
fore you run Sysprep.exe. Table 1-J shows the information that the mini-Setup 
Wizard requests, along with the answer file sections and keys that you can use to 
automate the process. 

Table 1-1. Answer File Keys for Automating MiniSetup 

Mini-~e~u p~eq~~"st~,T~!s" I,Qfgfmati,on,_ 
Your agreement to the terms of the 
End User License Agreement (EULA) 

Regional settings 

Name and organization 

Product key 

Computer name 

Administrator password 

Modem dialing information 

Date, time, and time zone 

Network identification 

~nle~~y()u~s~T~~s~ K~Ys, 
[Unattended] OemSkipEula 

[GuiUnattended] OemSkipRegional 
(Provide settings in the 
[RegionalSettings] section.) 

[UserData] FullName, OrgName 

[UserData] ProductID 

[UserData] ComputerName 

[GuiUnattended] AdminPassword 

[TapiLocation] AreaCode, CountryCode, 
Dialing, LongDistanceAccess 

[GuiUnattended] TimeZone 

[Identification] DomainAdmin, 
DomainAdminPassword, J oinDomain, 
Join Workgroup 
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Installing Other Programs as Part of Setup 
Automating installation of Windows 2000 with an answer file is terrific-but why 
stop there? You can also use answer files to initiate the installation of other programs 
as part of the installation process. When Setup finishes, you'll have a computer that's 
ready to use, with all your favorite applications already in place. 

If you use disk imaging for installing Windows 2000, installing programs is automatic: 
you install the programs you want before you run Sysprep, and those programs­
like everything else on the drive-become part of the disk image that gets duplicated. 

Using answer files, two different methods support the installation of programs: 

• Cmdlines.txt contains commands that run at the end of unattended setup. 

• The [GuiRunOnce] section of the answer file contains commands that run the 
first time a user logs on. 

The Cmdlines.txt method has the advantage of finalizing the setup process before 
your user ever logs on. It does have some drawbacks and limitations (as explained 
in the following section), so it's not appropriate in every case. Both methods are well 
suited to using custom installation packages that you create with IExpress or 
WinINSTALL LE, programs included on the Windows 2000 Professional CD that 
help you create installation packages for your programs. For information about 
WinINSTALL LE, see "Creating MSI files for Legacy Applications," page 151. 

Setup Manager can create all the necessary entries and files for using either of 
these methods. To get to the necessary pages in the Setup Manager Wizard, you must 
select Yes, Edit The Additional Settings when you reach the Additional Settings page. 

Using Cmdlines.txt 
Cmdlines.txt is a text file that contains a list of commands to run immediately after 
Setup coinpletes. These can include commands to set up applications. To use 
Cmdlines.txt, you need to create a distribution folder for Windows 2000 files; 
this method won't work for installing from a CD. (Let's qualify that: You can't use this 
method to install from the Windows 2000 Professional CD. But you could create a 
distribution folder and the necessary subfolders and then copy that folder structure 
to a CD-R if you have a CD burner.) You must create a subfolder of the distribution 
folder called $OEM$, which will contain Cmdlines.txt plus the files you're planning. 
to install. Fortunately, Setup Manager takes care of these details for you. 

Note When the commands in Cmdlines. txt run, no user is logged on. Therefore, 
user-specific information is written to the default user profile. Because no 
user is logged on, the computer might not have access to network files­
including the distribution folder. You must put all files that are needed for 
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application setup on the local hard disk. (This happens automatically when 
you use the $OEM$ folder structure and OemPreinstall-in the [Unat­
tended] section of the answer file-is set to Yes.) 

Say, for example, you want to install WinZip (a program that manages .zip archives) 
onto every computer. To do that, make the following settings in Setup Manager: 

1. When you get to the Additional Settings page, select Yes, Edit The Additional 
Settings. 

2. On the Distribution Folder page, select Yes, Create Or Modify A Distribution 
Folder. 

3. On the Additional Commands page, type the command that runs the 
application's setup program and then click Add. Setup for WinZip runs from 
an executable called Winzip70.exe. Repeat this step for additional commands 
you want to run. . 

III 

Additional Commands 
You can add commands that will automatically run at the end of unattended Setup. 

You Can run ilny command that doe$oot lequire you to be logged on. 
, command in the bOl< below. and then cfick Add. 

Command to fUn: 

4. On the Additional Files Or Folders page, select Temporary Files. This repre­
sents the $OEM$ folder within the distribution folder. During Setup, the contents 
of this folder are copied to a temporary folder on the target computer. The 
temporary folder is deleted after Setup finishes. (The other folders in this dialog 
box represent additional folders in the $OEM$ structure. In addition to directing 
files to a temporary folder, youcan direct files to any permanent folder on the 
target computer. See the Description text as you select each folder for more 
information.) 
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5. Click Add Files, and then navigate to the file or folder you want to copy to 
the $OEM$ folder (and ultimately to the target computer). (For WinZip, you 
need just a single file-Winzip70.exe. For other programs, you need to copy an 
entire folder.) 

Using the [GuiRunOnce] Section 
The [GuiRunOnce] section of the answer file contains a list of commands that run 
the first time a user logs on to the computer after Setup runs. This method works well 
with most application setup programs and also with Windows Installer packages 
that you create with WinINSTALL LE. Because these commands run when a user 
is logged on, they can refer to executables stored on a network server (assuming, of 
course, that the user has appropriate permissions for accessing the network resource). 
Alternatively, they can refer to local files that you copy using the $OEM$ subfolder 
within a distribution folder. 

Note You shouldn't use this method for installation programs that require a 
reboot, because other commands in the [GuiRunOnce] section won't run 
following the reboot. 

You can control the order in which setup programs run and-perhaps more imp or­
tant-ensure that only one runs at a time by putting the commands in a batch file. Then 
place the batch file name in the [GuiRunOnce] section. In the batch file, precede each 
setup command with "Start /Wait." This command causes the batch file execution to 
wait until the command (that is, the setup program) completes before it runs the next 
command. For example, you could create a batch file that looks like this: 
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start /wait \\server\app~\setup.exe 
start /wait \\server\app2\setup.exe 
start /wait \\server\app3\setup.exe 
exit 

Use the Additional Files Or Folders page in Setup Manager to copy the batch file (or 
the setup programs, if you choose to go that route) to the target computer during 
setup. (Be sure, however, that you don't copy files or folders to the Temporary Fold­
ers section; those files are deleted before [GuiRunOnce] commands get executed.) 
Alternatively, store the batch file (or whatever commands you're going to run 
using [GuiRunOnce]) on a network server. When you add the commands to the 
[GuiRunOnce] section, be sure to include the full network path to the commands. 

To add one or more commands to the [GuiRunOnce] section, make the following 
settings in Setup Manager: 

1. When you get to the Additional Settings page, select Yes, Edit The Additional 
Settings. 

2. On the Run Once page, type the name of the batch file or command that runs 
the application's setup program; then click Add. Repeat this step for additional 
commands you want to run. 
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Chapter 2 

Setting Startup Options 
In This Chapter 

Setting Pre-Logon Options ............................................... 31 

Setting Logon Options .................................................. 37 

Setting Up Recovery Console ............................................. 42 

Booting from Floppy Disks ............................................... 42 

As you'll learn in this chapter, a lot goes on before the Windows 2000 desktop 
appears. On the way to the desktop, Microsoft Windows 2000 Professional presents 
a boot menu, a couple of progress bars and startup screens, a Welcome To Windows 
dialog box, and a Log On To Windows dialog box. Behind the scenes, Windows is 
detecting hardware and loading device drivers, services, and programs. For infor­
mation about what happens after Windows 2000 starts, see "Controlling Programs and 
Services that Start at Logon," page 135. 

This chapter shows how you can customize this startup process by changing the 
appearance of some screens, bypassing some screens altogether, and controlling 
security during startup. Learning about the startup options here also introduces you 
to some of the troubleshooting features you can use if your computer doesn't start 
up normally. For details about using those features, see "What to Do If Your System Won't 
Start," page 706. 

Setting Pre-Logon Options 
If you're in the habit of turning on your computer, stepping out to get a cup of cof­
fee, and returning to find a graphical screen with a Welcome To Windows dialog box, 
you've missed out on a few things. Your computer might display a boot menu, which 
we explain how to customize in this section. During the initialization, Windows also 
offers an Advanced Options menu, which we introduce here. 
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Setting Default Startup Options 
If you have more than one operating system installed on your computer, a boot menu 
appears after you turn on or restart the computer. The boot menu lets you choose 
which operating system you want to run. (For infonnation about setting up multiple operat­
ing systems, see Chapter 3, "Working with Multiple Operating Systems.") Ordinarily, 
following an installation of Windows 2000 Professional, the boot menu is set up to 
display the choices for 30 seconds. If you don't make a selection in that timeframe, 
Windows 2000 Professional starts up. When the boot menu appears, a 30-second 
countdown timer appears; pressing the Up Arrow key or Down Arrow key to high­
light a different operating system disables the timer. Your highlighted choice is 
enacted when you press Enter. 

From within Windows 2000, you can change the menu display time and specify 
which operating system starts by default. To make these settings, open the System 
Properties dialog box (right-click My Computer and choose Properties, or open 
System in Control Panel) and click the Advanced tab. Click Startup And Recovery 
to display the dialog box shown in Figure 2-1. 

Figure 2-1 
In the Startup And Recovery dialog box, you control how the boot menu works. 

In the Default Operating System list, select the operating system that you want to 
be initially highlighted on the boot menu. Select the Display List check box if you 
want the default operating system to start automatically after the time you specify 
in the Seconds box. If you select the check box, the countdown timer appears on the 
boot menu and the default operating system starts up when the timer reaches o. 
Clearing the check box is effectively the same as setting the time to 0 seconds: the 
default operating system starts up immediately. 
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Note You can't rename the operating systems in the Default Operating System 
list from this dialog box; to do that, you must edit Boot.ini, as described 
in the following section, "Modifying Boot.ini." 

Overview of the Startup Process 
When you turn on your computer, it goes through an elaborate startup process. The 
process begins when your computer performs its power-on self test (POST), which 
is followed by the POST for each adapter card that has a basic input/ output system 
(BIOS) (SCSI adapters, for example). The system BIOS then reads the master boot 
record (MBR)-the first sector on the first hard disk-and transfers control to the 
code in the MBR, which is created by Windows 2000 Setup. Here's where Windows 
2000 takes over the startup process. 

The MBR reads the boot sector-the first sector of the active partition-which con­
tains code that starts the operating system. (We're far from finished; in this context, 
"operating system" really refers to Ntldr, the bootstrap loader for Windows 2000.) 
Ntldr must be located in the root folder of the active partition, along with 
Ntdetect.com, Boot.ini, Bootsect.dos (if you're going to dual boot), and Ntbootdd.sys 
(if you're using certain SCSI adapters for the drive with the boot partition). (For more 
information about sectors, partitions, and drives, see Chapter 12, "Managing Disks.") The 
initial role of Ntldr is to switch the system to protected mode with paging enabled 
(to allow full memory addressing), start the file system, read the Boot.ini file, and 
display the boot menu. 

If you select Windows 2000 from the boot menu, Ntldr runs Ntdetect.com to gather 
information about the currently installed hardware. Ntldr then uses the Advanced 
RISC Computing (ARC) pathname specified in Boot.ini to find the boot partition­
the one where Windows 2000 is installed-and loads the two files that comprise the 
Windows 2000 core: Ntoskrnl.exe and Hal.dll. Both files must be located in the 
%SystemRoot% \System32 folder. Ntldr continues by reading the files that make up 
the registry, selecting a hardware profile and control set, and loading device driv­
ers. At this point, Ntoskrnl.exe takes over and launches Winlogon.exe, which in turn 
starts Lsass.exe (Local Security Administration), the program that displays the Wel­
come To Windows dialog box. 

Understanding the boot process can help you to pinpoint problems that occur during 
startup. For more information, see "What to Do If Your System Won't Start," page 706. 

Modifying Boot. ini 
Although these aren't essential tweaks-they're more appropriately categorized as 
Stupid Boot Tricks-you might want to open Boot.ini and make a few changes. The 
first trick is finding it; because it has hidden and system attributes, it doesn't appear 
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in Windows Explorer even if you have Folder Options set to show hidden files. (To 
make these "super-hidden" files appear, you must also clear the Hide Protected 
Operating System Files check box on the View tab of Folder Options.) Fortunately, 
there is a simple trick, and you don't need to use Windows Explorer at all: simply 
use Start I Run and type c:\boot.ini. Doing so opens up the file in Notepad. A typi­
cal Boot.ini file might look like this: - [boot loader] 
timeout=30 
default=multi(0)diskC0)rdiskC0)partitionC2)\WINNT 
[operating systems] 
multi(0)disk(0)rdiskC0)partitionC2)\WINNT="Microsoft'Windows 2000 

Professional" Ifastdetect 
C:\="Microsoft Windows 98" 

With one exception, the [boot loader] section contains items that are more easily 
changed through the Startup And Recovery dialog box, as explained in the previ­
ous section. The exception is if you want the boot menu to be qisplayed until you 
press Enter, regardless of how much time elapses. To configure your boot menu to 
work that way, set the timeout value to -1. (You can't set that value in the Startup 
And Recovery dialog box.) 

The main place that's ripe for editing is the [operating systems] section, in which each 
line represents a boot menu item. The line includes the ARC pathname (see the 
sidebar) of the operating system's boot partition, the text that appears on the boot 
menu (enclosed in quotation marks), and optional parameters. You might want to 
do the following: 

• Change the text description for each operating system-particularly if you 
have multiple copies of the same operating system installed (for test purposes, 
for example). 

• Append a parameter to the Windows 2000 line (following /Fastdetect, a 
parameter that disables serial mouse detection). Most are for development and 
debugging purposes only. (The Microsoft Windows 2000 Professional Resource Kit 
contains a more complete list.) Here are two you might want to try: 

• /Noguiboot eliminates the Windows splash screen during startup. Instead 
you get to continue ,aaring at the horizontal bar at the bottom.of the screen. 

• ~displays the name of each driver as it loads and provides addi­
tional text descriptions of what's occurring during startup. It also 
shows the Windows 2000 build number, service pack level, number of 
processors, and amount of installed memory, providing a quick confir­
mation that Windows 20QO is installed properly and that it's properly 
recognizing your computer's configuration. 
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• Remove an item from the menu. Doing so won't free the space used by the op­
erating system whose line you remove; it simply removes the item from the 
menu. However, you can subsequently remove that operating system's files 
after you boot into one of the remaining operating systems in the list. For more 
information, see "Removing an Operating System," page 60. 

Warning Don't remove the line that matches the default setting in the [boot loader] 
section. 

ARC Pathnames in Boot.ini 
In the [operating systems] section of the Boot.ini file, you'll find a somewhat cryp­
tic line for each installed copy of Windows 2000 or Windows NT. This line uses 
Advanced RISC Computing (ARC) pathnames to specify the location of the boot 
partition. The ARC path in Boot.ini looks like one of the following examples: 

• multi(O)disk(O)rdisk(O)partition(2) \ WINNT This form is used for IDE, EIDE, 
ESDI, and some SCSI disks. With this form, Ntldr uses interrupt (INT) 13 BIOS < 

calls to locate Ntoskrnl.exe and other files that it loads at startup. 

• signature(8b467c12)disk(1)rdisk(O)partition(2)\ WINNT This form, new: 
with Windows 2000, supports the Plug and Play architecture. By relying on 
a disk signature rather than a SCSI controller number, it continues to work 
if the controller number changes from one startup to another-something . 
that's likely to occur if you install an additional SCSI controller, for example. < 

It's used for boot partitions that are larger than 7.8 GB or have an ending cyl­
inder number greater than 1024; it's also used for boot partitions on disks con- . 
nected to SCSI controllers whose BIOS is disabled (and therefore can't use INT 
13 BIOS calls). 

• scsi(O)disk(O)rdisk(O)partition(l)\ WINNT This formis used for SCSI disks. 
It's a relic of Windows NT, but Windows 2000 setup leaves this form in place 
if the Boot.ini file contains multiple scsiO entries. 

The first parameter identifies the disk controller. In the multiO form, it should 
always be O. In the signatureO form, the number is the disk signature; Ntldr looks < 

for the partition with that signature, without regard to which SCSI controller the < 

drive is connected to. In the scsiO form, it's the ordinal number (starting with 0) of 
the disk controller. 

The disk parameter is not used in the multiO form and should always be O.ln the < 

signatureO and scsiO forms, it's the SCSI ID of the disk. 

The rdisk parameter in the multiO form specifies the ordinal number on the controller 
(starting with 0) of the disk that contains the boot partition. In the signatureO and 
scsiO forms, it's the SCSIlogical unit number (LUN) of the disk. 

(continued) 
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ARC Path names in Boot.ini (continued) 

The partition parameter identifies the partition number of the boot partition. Parti­
tions on a disk are numbered starting with 1. 

The last part of the ARC pathname (usually \ WINNT) identifies the path to the folder 
where Windows 2000 is installed. 

It's rare that you'd ever need (or want) to edit any of the ARC pathnames in Boot.ini. 
But if you need to revive a system that's lost its Boot.ini and other key startup files, 

need this information. 

Using the Advanced Options Menu 
For a few seconds before the Windows splash screen appears (and while the boot 
menu appears, if you have more than one operating system installed), a message is 
displayed at the bottom of the screen: "For troubleshooting and advanced startup 
options for Windows 2000, press FB." In case you've never had the guts or the quick 
finger to press FB, Figure 2-2 shows what you've missed. 

\lindm"s 2000 Advanced Options It:nu 
Please select an option: 

~ 
Safe Mode I"itll Hetuol'ldng 
Safe Mode I"ith CO(llf1k1nd Pl'Ql1Ipt 

mabIe Boot wggin9 
maMe Utll Mode 

- Last KnolKIGoodConf i9lu'ation 
Directory Services Restol"e Mode (\'Iindo~r.; 2000 donain controllers only) 
~k!gging tbde 

Boot HOI'nally 
RetUl'fl to 00 Choices Menu 

Use t and ~ to Illove the highlight to yOll!' c1JOice. 
Pl'ess Fitter to choose. 

Figure 2-2 
The Advanced Options menu provides troubleshooting options. 

None of these options are "advanced" in the sense that they provide some additional 
useful capabilities for power users. (If you're a diehard power user who thinks 
graphical user interfaces are for wimps, you might be tempted to try Safe Mode With 
Command Prompt in the hope that it gives you a command-line interface without 
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the overhead of the GUI. But because it's safe mode, many essential services-in­
cluding networking-are disabled, leaving you as an emasculated power user.) 
Rather, all of these options (with the exception of Boot Normally, of course) are for 
troubleshooting and correcting systems that don't run properly. For information about 
these options, see "What to Do If Your System Won't Start," page 706. 

Setting Logon Options 
After Windows 2000 finishes its initial startup tasks, you might see a Welcome To 
Windows dialog box and a Log On To Windows dialog box before you're allowed 
to see the Windows desktop-or you might not. If your computer is in a secure lo­
cation and you're not concerned that others might use it to access your data, you can 
bypass those dialog boxes. 

Warning Consider the risks before you decide to bypass either of these dialog 
boxes. 

Pressing Ctrl+Alt+Delete as required by the Welcome To Windows dia­
log box ensures that the Log On To Windows dialog box that follows is 
really the one that's part of Windows 2000 Professional-and not an 
imposter designed to capture your password. Only Windows itself can 
respond to the Ctrl+Alt+Delete key combination. 

Bypassing the Log On To Windows dialog box means that the system 
effectively enters your user name and password when you turn on the 
power. Anyone who has physical access to your computer can then 
log on as "you" and have access to all computer resources that you 
normally have. 

To bypass the Welcome To Windows dialog box (the one that asks you to press 
Ctrl+Alt+Delete): 

1. In Control Panel, open Users And Passwords. 

2. On the Advanced tab of the Users And Passwords dialog box, ~ the Require 
Users To Press Ctrl-Alt-Delete Before Logging On check box. 

To bypass the Log On To Windows dialog box (the one that asks for your user name 
and password): 

1. In Control Panel, open Users And Passwords. 
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2. On the Users tab, clear the Users Must Enter A User Name And Password To 
Use This Computer check box and click OK. 

Note This check box does not appear if your computer is part of a domain. Only 
computers that are not connected to a network or are part of a workgroup 
can bypass this dialog box. Domain users must enter a user name and 
password, even to log on locally. 
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The Automatically Log On dialog box appears. 

(~ •.. yOU can set up your computer so that users dOfl~t have to type a 
~~ .. user name and password toiog on. To do thiS, specify a user that 
" ........ wiD beautomatlcalty logge.don ~elow:: ..•...•.. / • . • ....• 

3. Type the user name and password for the account that you want to be logged 
on each time you start your computer. 
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Note Bypassing the Log On To Windows dialog box obviates the need to press 
Ctrl+Alt+Delete, so Windows automatically skips the WelCome To Win­
dows dialog box when you choose this option. 

Customizing the Logon Screen 
The logon screen-the one that appears while the Welcome To Windows and Log 
On To Windows dialog boxes are displayed-is rather mundane. You're free to 
change the colors, wallpaper, and screen saver that appear at this time. However, 
Windows provides no easy or intuitive way to change these elements; you must 
edit the registry. For information about editing the registry, see Chapter 39, nWorking with 
the Registry." 

• To set the colors of the desktop, title bars, buttons, and so on, set values in the 
HKU\.Default\Control Panel\Colors key. To set fonts, border sizes, and so on, 
set values in HKU\. Default \ Control Panel \ Desktop \ WindowMetrics. 

• To specify the wallpaper, set the Wallpaper and TileWallpaper values in 
HKU\ .Default \ Control Panel \ Desktop. 

• To enable a screen saver, in the HKU\.Default\Control Panel\Desktop key, set 
ScreenSaveActive to I, set ScreenSaveTimeout to the number of seconds before 
the screen saver kicks in, and set the Scrnsave.exe value to the file name of the 
screen saver you want. (The screen savers included with Windows 2000, which 
have an .scr file name extension, are stored in %SystemRoot% \System32. You 
don't need to include the path if your screen saver is in this folder.) To set its 
parameters, set values in the HKU\.Default\Control Panel \Screen Saver.name 
key, where name is the name of the screen saver. 

Note In addition to defining parameters for the logon screen, the HKU 
\.Default key provides the initial parameters for all new user accounts that 
you create. 

Some of these settings are rather mysterious. In particular, the color settings, which 
are string values comprising decimal representations of the red, green, and blue 
component values, are difficult to visualize using a registry editor alone .. Fortunately, 
you can use an easier way: 

1. Using the Display Properties dialog box (right-click the desktop and choose Prop­
erties, or open Display in Control Panel), configure your own desktop the way you 
want the logon screen to appear. Use the Appearance tab to set colors, the Back­
ground tab to set wallpaper, and the Screen Saver tab to configure a screen saver. 
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2. Open Regedit.exe (not Regedt32.exe). Navigate to \HKCU\Control Panel-the 
repository for your own Control Panel settings. Then select the key that con­
tains the information you modified in the Display Properties dialog box­
Colors for color settings, or Desktop for font, wallpaper, and screen saver 
settings. (If you made changes to Colors and Desktop, you'll need to repeat this 
and the following steps; working with these two keys separately is easier and 
safer than also copying their containing folder, which also contains numerous 
other settings that you might not want copied to the default profile.) 

3. Choose Registry I Export Registry File and provide a file name. Be sure that 
Selected Branch is selected and that it shows either HKEY_CURRENT_USER 
\ Control Panel\Colors or HKEY_CURRENT_USER\Control Panel\Desktop. 
Click Save to save the registry branch as a text file with a .reg extension. 

4. In a Windows Explorer window, right-click the new .reg file and choose Edit, 
which opens the file in Notepad. 

5. In Notepad, change each occurrence of the key name HKEY_CURRENT_USER 
to HKEY _USERS \ .Default. (If you exported the Desktop branch, you might also 
want to remove all values except those associated with your desired font, 
wallpaper, and screen saver settings.) Save the file. 

6. Back in Explorer, double-click the revised .reg file. Doing so merges the entries 
into the registry. 

7. Log off to see the effects of your changes. 

Troubleshooting 
If the logon screen doesn't appear the way you expect it to, be sure you're using a 
bitmap image for wallpaper; JPEG images require Active Desktop, which is not 
covered by this procedure. If that doesn't solvethe problem, check permissions. The 
built-in SYSTEM user must have (at least) Read permission for any files accessed by 
the logon screen/such as a wallpaper bitmap, font, or screen saver. 

Setting Logon Security Options 
A number of local security policies affect the appearance and capabilities of the logon 
screen. These local security policies are part of the local Group Policy object, and you 
can set them using either L,ocal Security Policy (Secpol.msc) or Group Policy 
(Gpedit.msc). (In the steps that follow, we chose Local Security Policy simply because 
it provides a shorter path to the settings we want to change.) To make any of these 
changes-in fact, even to launch either console application-you must be logged on 
as a member of the local Administrators group. For more information about policies, 
see Chapter 18, nUsing Group Policy." 
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~ Don't use a registry editor to make these changes, even though these 
. policy settings are stored in the registry. Whenever Windows provides 
a method for making changes through consoles, Control Panel, or other 
programs, use that method instead of editing the registry directly; it's 
much safer (and usually easier). 

You might want to change one or more of the following policies: 

• Do Not Display Last User Name In Logon Screen. Ordinarily, when the logon 
screen appears, it shows the name of the last user who successfully logged on. 
This is the best setup for computers that are normally used by only one per­
son, for it means that person doesn't have to type his or her user name at 
every logon. For security reasons, you might want to enable this policy, thereby 
leaving a blank User Name field in the Log On To Windows dialog box. 

• Allow System To Be Shut Down Without Having To Log On. By default, the 
Log On To Windows dialog box includes a Shutdown button. (It appears only 
when you click Options » to expand the dialog box.) Clicking the button shuts 
down the computer. I(you enable this policy, the button is dimmed, which 

. allows only a user who successfully logs on to shut down the computer. (And 
through another policy-the Shut Down The System policy in Security 
Settings\Local Policies\User Rights Assignment-you can specify which 
logged-on users are allowed to shut down the computer.) 

• Disable CTRL+ALT +DEL Requirement For Logon. When enabled, this policy 
bypasses the Welcome To Windows dialog box-the one that asks you to press 
Ctrl+Alt+Delete to log on~and displays the Log On To Windows dialog box 
on the logon screen. Your setting here, if any, overrides the setting you make 
in Users And Passwords. 

• Message Text For Users Attempting To Log On and Message Title For Users 
Attempting To Log On. These policies set the body text and title bar text for a 
message box that appears before the Log On To Windows dialog box is dis­
played. This feature is intended for legal notices-such as a warning to users 
about the consequences of misusing company information or to inform them 
that their actions may be monitored-but you might find a more innocuous 
reason to use it. Note that you must provide both message text and message 
title, or the message box doesn't appear. 

To modify any of these policies: 

1. In Control Panel, choose Administrative Tools I Local Security Policy to open 
the Local Security Settings console. (Alternatively, use the Start I Run com­
mand to launch Secpol.msc.) 

2. In the console tree, go to Security Settings\Local Policies \ Security Options. 
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3. Double-click the policy you want to change. See Figure 2-3. 
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You can reach the same set of local security policies 
through Local Security Policy (shown here) or Group Policy. 

Setting Up Recovery Console. 
Recovery Console is a command-line console that can help you restore your system 
to working order if it doesn't start up properly. With Recovery Console, you (assum­
ing that you're a member of the Administrators group) can access files and folders on 
your hard drives, format drives, start and stop services, replace corrupt files, and so 
on. We take up the topic of using Recovery Console in greater depth in Chapter 42, "Trouble­
shooting." Before you need to use Recovery Console, however, setting it up on your 
system so that it's an option on your boot menu is a good idea. Then when trouble 
comes knocking, you'll be prepared. To set up Recovery Console, you'll need to run the 
Windows 2000 Professional Setup program,Winnt32.exe (on the Windows 2000 Pro­
fessional CD in the \1386 folder), with the ICmdcons switch. The easiest way: go to Start 
I Run and type d: \I386\winnt32 .exe /cmdcons (modifying the path as necessary for your 
purposes). The next time you start your computer, you'll have a new entry on the boot 
menu. Try it; type help at the command prompt to see what commands are available. 

Booting from Floppy Disks 
In earlier versions of Windows (not Windows NT) and MS-DOS, you could create 
a bootable floppy disk. This allowed you to start your computer and get to an 
MS-DOS prompt-without invoking Windows or any of the other drivers or pro­
grams that normally start when you boot from your hard drive. One use, in fact, 
was to boot your computer when files on your hard disk were corrupt; you could 
use MS-DOS-based utilities to try to recover data from the hard disk and restore it 
to working condition. 
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The Recovery Console provides similar capabilities for restoring corrupted files. 
Certain conditions, however, render even the Recovery Console impotent, and your 
best recovery tool is a startup floppy disk. If your computer can't even begin the boot 
process (that is, you never get to the boot menu or the progress bar at the bottom of 
the screen), you might have one of the following problems, which can often be solved 
with the help of a startup floppy disk: 

• Corrupted MBR 

• Corrupted boot sector 

• Certain virus infections 

• Missing or corrupt Ntldr or Ntdetect.com 

• Incorrect, missing, or corrupt Ntbootdd.sys (which is a renamed copy of the 
device driver for your computer's SCSI controller) 

A startup floppy disk uses the files on the floppy disk to initiate the startup process, 
but the process still ultimately goes to the Windows 2000 files on your hard disk. 
Fitting a working version of Windows 2000 on a floppy disk-or even a stack of 
floppy disks!-is not possible. 

Troubleshooting 
A startup floppy disk won't help with corrupted device drivers that prevent startup 
or with startup problems that occur after Ntldr starts. To work around these prob­
lems, press F8 during startup to display the Advanced Options menu and choose 
Last Known Good Configuration. 

Creating a Startup Floppy Disk 
A startup floppy disk needs only three (or, in some cases, four) files: 

• Ntldr 

• Ntdetect.com 

• Boot.ini 

• Ntbootdd.sys (necessary only if the signatureO or scsiO forms are used in 
Boot.ini, which occurs when Windows 2000 is installed on a SCSI drive and the 
SCSI BIOS is disabled) 

If your system is set up for dual booting with MS-DOS or Windows 9x, 
you can retain that capability on your startup floppy disk by also includ­
ing these files: Autoexec.bat, Bootsect.dos, Command.com, Config.sys, 
Io.sys, and Msdos.sys. 
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If you're smart, you'll create a startup floppy disk while your computer is working 
properly. In that case, you can simply copy the files from the root folder of your 
computer's system drive to a formatted floppy disk. (You'll need to set Folder Op­
tions to display protected operating system files in order to see these files in Win­
dows Explorer.) Be sure that the floppy disk is formatted by Windows 2000 or 
Windows NT so that it has the correct partition boot sector. 

If you're like most of us-the idea of creating a startup disk occurs after you have a 
problem that requires it-you can still create a startup floppy disk. It's just a little 
more difficult. You can copy Ntldr and Ntdetect.com from the \1386 folder of the 
Windows 2000 Professional CD. You can copy Boot.ini from another system that 
works-you might need to edit it to match your computer's disk configuration-or 
you can create it from scratch, using Notepad or another text editor. This chapter 
explains the format of Boot.ini and ARC pathnames, but you still need to know how 
your disk is configured. Getting Ntbootdd.sys is also problematic: you need to know 
the name of the driver file for your SCSI controller. (Some are intuitive, like 
AHA154X.sys for Adaptec AHA-1542 controllers, but many are not. The easiest way 
to find the correct driver file name is while your system still works: you can find it 
in Device Manager by displaying the properties dialog box for the controller, click­
ing the Driver tab, and clicking Driver Details.) After you know the file name, you 
can expand the file from the \1386 folder on the CD (assuming that it's a driver that 
ships with Windows 2000) to the floppy disk and then rename it to Ntbootdd.sys. 
Use the Expand command, which is also in the \1386 folder. In a Command Prompt 
window, navigate to that folder and enter these commands, substituting the name 
of your driver file for aha154x: 

expand -r aha154x.sy_ a:\ 
ren a:\aha154x.sys ntbootdd.sys 

Now wouldn't it have been easier to make a startup floppy disk while your system 
was working?! 

USing an MS-DOS Startup Floppy Disk 
You can always start your computer using a startup disk that you create from MS­
DOS or Windows 9x. This will get you to the timeworn A: \> prompt. What you can 
do from that point, however, depends on the format of your hard drives, the con­
tent of your startup disk, and the configuration of your computer. 

If your hard drives are formatted as FAT or F AT32, you can read and modify their 
contents just as you could in Windows 9x. (It wouldn't be accurate to state without 
qualification that you can read and modify any FAT-formatted partition, because 
it depends on which version of MS-DOS you're using and the level of BIOS support 
for your hard drive. If you're trying to read a huge hard drive that you've installed 
in an old computer, it probably won't work. Also, you can't access dynamic disks­
regardless of their format-with any operating system other than Windows 2000.) 
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If your hard drives are formatted using the NTFS file system-the recommended 
format for Windows 2000 use-you won't be able to read them using MS-DOS 
alone. Third-party solutions are available that let you read and write to NTFS 
partitions from MS-DOS. Systems Internals (www.sysinternals.com) offers several 
versions of a program called NTFSDOS, including a freeware version that can read 
(but not write to) NTFS partitions. 

Warning Tools such as NTFSDOS can be lifesavers when you're trying to recover 
files from a corrupted disk, or even when you just want the convenience 
of accessing your NTFS partitions from Windows 9x. However, they also 
present a potential security risk. With these tools, no password is required 
to access any file. Therefore, if you're concerned about a snoop examin­
ing (or stealing) your files and your computer is not in a secure location, 
you should take the following precautions: 

• Remove all operating systems except Windows 2000 or Windows 
NT from your hard drive. 

• In your system BIOS, set the boot order so that the hard disk is first 
in the boot sequence. 

• In your system BIOS, set a password that prevents unauthorized 
users from changing BIOS settings. 

• Use encryption for your most sensitive files; NTFSDOS and simi­
lar tools can't read encrypted files. For information, see Chapter 33, 
"Using Encryption." 

An MS-DOS startup floppy disk is likely to have other limitations as well: 

• Without proper drivers, you might not be able to access your CD drive. 

• Without proper drivers, you might not be able to access your SCSI drives. 

• Without proper drivers, you won't be able to access your network. 

• Even programs such as NTFSDOS can't access fault-tolerant or multivolume 
drives, including volume sets, mirrors, and stripe sets. For information about these 
features, see Chapter 12, "Managing Disks." 

The bottom line: whether you're using a Windows 2000 startup floppy disk or an 
"MS-DOS startup floppy disk, it's important to create it and test it before you need it 
to repair an ailing system. 
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Chapter 3 

Working with Multiple 
Operating Systems 

In This Chapter . 
Understanding How Dual Booting Works ' .................................... 48 

Understanding the Limitations of Dual Boot Setups ............................ 49 

Adding an Operating System ............................................. 53 

Removing an Operating System .......................................... ,. 60 

Using Third-Party Alternatives ............................................ 62 

Microsoft Windows 2000 Professional includes dual boot capability, which allows 
you to install two or more operating systems on your computer and then select which 
one you want to use when you start the computer. (In fact, because it allows you to 
install more than two operating systems, this capability is sometimes called multiboot 
or multiple booting.) Why would you want to do this? 

• You might want to use an application that doesn't run properly in Windows 
2000. For example, many games-particularly older ones-run better in Win­
dows 98 or even MS-DOS. 

• You might need to support or test applications in different environments. If you 
develop applications, for example, you'll want to test them in each environment 
that your customers will use. 

• You're afraid to take the plunge into a new operating system, and you want to 
keep the old one around as a security blanket. 

In this chapter, we explain what you need in order to use dual booting and how to 
set up your computer to work with multiple operating systems. We also show you 
how to remove an ,operating system if you find that you no longer need it. Finally, 
we look at some alternatives to the Windows 2000 boot manager. 
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Understanding How Dual Booting Works 
The boot manager in Windows 2000 Professional supports booting from the follow­
ing operating systems: 

• MS-DOS 

• Windows 95 or Windows 98 (but not both) 

• Windows NT (multiple copies) 

• Windows 2000 (multiple copies) 

In Chapter 2, we explained the startup process and the role of Ntldr in displaying 
the boot menu. (See "Overview of the Startup Process," page 33.) The boot menu, shown 
in Figure 3-1, derives its choices from data in Boot.ini. When you choose Windows 
2000 (or Windows NT, which relies on the same startup process) from the boot menu, 
Ntldr executes Ntdetect.com, which eventually launches Windows 2000 (or Win­
dows NT) from the partition pointed to by the Boot.ini entry you chose. (Boot.ini 
specifies the partition by its disk signature and partition number, which allows you 
to have multiple installations of Windows 2000 and Windows NT.) 

Figure 3-1 
The boot menu lets you choose which operating system to use when you start your computer. 

When you choose MS-DOS, Windows 95, or Windows 98, the boot manager does 
something completely different. Instead of executing Ntdetect.com, Ntldr reads the 
contents of Bootsect.dos into memory and performs a warm reboot. The computer 
then executes the code in Bootsect.dos as if it were contained in the master boot 
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record. That code continues the normal MS-DOS boot process, which loads Msdos.sys \ 
and Io.sys. This process is used by Windows 9x as well as by MS-DOS. Because the 
Windows 2000 boot manager looks for Bootsect.dos only in the root folder of the 
system partition (the first partition on the first hard disk, more commonly known 
as drive C), it supports only one insta.nce of MS-DOS, Windows 3.x, or Windows 9x. 
However, because Windows 9x has its own dual boot capabilities, you can choose 
Windows 9x from the Windows 2000 boot menu, and then choose Previous Version 
Of MS-DOS from the Windows 9x boot menu. For more information, see "Dual Boot­
ing with MS-DOS (and Windows 3.x)," page 53. 

System Partitions and Boot Partitions 
Contrary to what common sense would tell you, the system partition has boot files, 
and the boot partition has system files. Don't ask why. 

The system partition is the active partition, which is normally the first primary par­
tition on the first hard disk. It contains the files necessary to boot Windows 2000 or 
another operating system. 

The boot partition is the partition. that contains Windows 2000 and its support files 
(in other words, the partition with the %SystemRoot% folder, which is normally 
called \ Winnt). The boot partition can be the same as the system partition, but it 
doesn't need to be. 

For more information about partitions, see Chapter 12, "Managing Disks." 

Understanding the Limitations of Dual Boot Setups 
Making it possible for different generations of operating systems to coexist on a 
computer was not an easy task for Microsoft. Over the years, hardware has changed 
significantly (remember when the first hard disks came out, with a capacity of 10 
MB?!), and operating systems have evolved to keep pace. This evolution has resulted 
in some incompatibilities between systems, which you must consider when you set 
up a dual boot system. 

Using Compatible File Systems 
Although Windows 2000 can read and write disks that are formatted in the NTFS, 
FATI6, and FAT32 file systems, other operating systems cannot. Table 3-1 shows file 
system compatibility for each of the dual boot operating systems. For more informa­
tion about file systems, see "Selecting a File System," page 539. 
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Table 3-1. File System Compatibility 
~ ~»"'~W~' ~ ~,,....~ ..,."' ~ »« w "'0'<-"'" <~ 

Operating System FAT16 
MS-DOS, Windows 3.x Yes No No* 

Windows 95 (versions 4.00.9~0 Yes No No* 
and 4.00.950A; the latter is also 
known as SPl, OEM Service 
Release I, or OSR 1) 

Windows 95 (all later versions) Yes Yes No* 

Windows 98 Yes Yes No* 

Windows NT Yes No* Yes 

Windows 2000 Yes Yes Yes 

*This operating system doesn't include native support for this file system, but you can obtain third­

party software that lets you read (and, in some cases, write to) drives with this format. Systems 
Internals (www.sysinternals.com) offers several programs that let you use otherwise inaccessible 

drives, including NTFSDOS, NTFS for Windows 98, and FAT32 for Windows NT 4.0. 

The limitations created by the file compatibility issue have two ramifications: 

• Each operating system must be installed on a partition that's formatted with 
one of the file systems compatible with that operating system. 

• When you boot into an operating system, it can read only the partitions that 
are formatted with a compatible file system. 

Both of these restrictions seem obvious enough, but they mean that setting up dual 
boot requires some advance planning. Of course, you must place all files that you 
need to use while you're booted into a particular operating system on a partition with 
a compatible format. But you also need to be aware of how each operating system 
assigns drive letters to partitions as it starts up. (For infonnation about how Windows 2000 

. enumerates drives, see 1/ Assigning a Drive Letter or Drive Path," page 215.) Windows 9x, for 
example, does not reserve a drive letter for an NTFS-formatted partition; it's as if the 
drive doesn't exist. If you have CD-ROM drives or other partitions after the NTFS­
formatted partition, those drives will have different drive letters when you boot into ' 
Windows 9x than when you boot into Windows 2000. This might not have any adverse 
affects. But if you have a document containing links to other files, and those links 
contain drive letters in their path information, the links will be broken except when 
you use the same operating system in which you created the linked document. Older 
programs that rely on private .ini files are also heavily dependent on consistent appli­
cation of drive letters. (Registry entries that contain drive letters, while much more 
common,are actually less problematic because each operating system must main­
tain its own separate registry.) 
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Installing Each Operating System on a Separate Partition 
The setup programs for all versions of Windows (including Windows NT and Windows 
2000) let you install a new operating system on any partition, including one that already 
contains an operating system. We implore you: install each operating system on a sepa­
rate partition! Doing otherwise is not worth the hassles that are bound to crop up later. 

The biggest problem with installing multiple operating systems on a single partition 
arises with applications, many of which reside in the \Program Files folder on the boot 
partition (the partition where the operating system is installed, typically in the 
\ Winnt or \ Windows folder). Setup routines for some programs allow you to choose 
an alternative installation folder; many do not. You'll need to install each applica­
tion separately from each operating system. (In other words, if you have Windows 
9x and Windows 2000 on the same partition, you need to install each application two 
times: once from Windows 9x and once from Windows 2000.) This is also true if you 
install on different partitions, but in that case, you aren't installing each copy to the 
same location, which can cause problems such as these: 

• Programs that have different versions for Windows 9x and Windows 2000 (or 
Windows NT) might not work because the installation from one operating 
system overwrites files that are needed to run the program in the other oper­
ating system. 

• Preferences, options, and settings you've chosen in one operating system don't 
show up when you use the other operating system because each stores its own 
registry entries. 

• If you uninstall an application, its entries still show up on the Start menu, on" 
the Add/Remove Programs list, and throughout the registry of the other operat­
ing system-yet the program files are g"one. 

You might encounter still other problems with multiple operating systemspn a single 
.rartitio,&If you're thinking about calling Microsoft Product Support Services for help 
with such problems, don't get your hopes up. Microsoft does not support such instal­
lations. That alone should be a clear indication that it's not a good idea! 

One final argument in favor of separate partitions: if you decide to delete an operating 
system from your dual boot system-whether it's Windows 2000 or another oper­
ating system-you'll find that it's much easier if each one is on a separate partition. 

Although we recommend that you use separate partitions for each operating system, 
there's no reason you can't share data on a common drive that's available to all operat­
ing systems. In fact, you might want to change the target folder location of your My 
Documents folder in each operating system so that it points to the same folder. 

Warning If you plan to share your Outlook Express data among multiple operat­
ing systems, be sure to use the same version of Outlook Express on each 
operating system. 
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Working Around the Limitations 
If you're trying to adapt a system that already has one or more operating systems 
installed, it might not be feasible to change its partition layout or file systems. But 
if it's at all possible, here's the best way to set up a system for dual booting: 

1. Set up enough drives (or partitions) so that you have one for each operating 
system you want to be able to boot. From MS-DOS (or from a Windows 9x 
startup floppy disk), you can use the Fdisk program to partition your drives. 
(Note, however, that Fdisk's capabilities are limited to destructive deletion of 
existing partitions and creation of new, blank partitioris. If you need to resize 
a partition that holds existing data, you must back up all the data, delete the 
partition, create a new partition and format it, and then restore the data. Alter­
natively, you can use a third-party partition manager, such as PartitionMagic 
from PowerQuest.) From Windows NT or Windows 2000,. you can use Disk 
Management to partition your drives. Its limitations and workarounds are simi­
lar to those for Fdisk. For details, see Chapter 12, "Managing Disks." 

2. Format the system partition (drive C) using a format that can be read and writ-:­
ten by all operating systems you plan to install. (Refer to Table 3-1, page 50.) If 
you're going to use any operating systems other than Windows NT and Win­
dows 2000, this means that the system partition should use FAT format. 

Note The Fdisk program included with versions of Windows that support 
FAT32 asks whether you want to enable large disk support: 

Your COMputer h~s a disk larger than 512 HD. This yerslon of WindoHs 
includes iMproved support for l~rge disks, resulting in More efficient 
use of disk space on ldrye drives, ~nd ~llowing disks over 2 DB to be 
forMdtted a5 ~ slnyle drive. 

IHPDRTAHT: If you enable large disk support and cre~te ~ny new drives on this 
dish, you Hill not be able to access the new drive(sl using other operating 
systeMS, including SOMe versions of Windows 9S ~nd WindoHs HT, ~s Hell ~s 
e~rlier versions of WindoHs lUlll HS-UOS. III ~dlUtioll, lhsk utilities that 
Here not designed explicitly for the FAT32 file systeM will not be ~ble 
to work HUh this disk. If you need ·to ~ccess this disk Hith other opsnrting 
systeMS or older disk utilities. do not enable larye drive support. 

Do you His. to ell~ble l~rge disk support (Y/H), •.•.••• , •. 7 [~] 
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Answer No if you plan to install an operating system that doesn't sup­
port FAT32 (MS-DOS, early versions of Windows 95, or Windows 
NT). Your choice here determines whether the Format command 
applies the FAT16 format (if you answer No) or the FA T32 format (if 
you answer Yes). 

3. Format each additional partition using a format that's compatible with the 
operating system you plan to install there and with any other operating sys­
tems that must access the partition. (Note that you can format a partition as part 
of the Windows 2000 or Windows NT setup process. For Windows 9x instal­
lations, you should format before you run Setup.) To minimize the effect of 
shuffling drive letters, consider using FAT for the lowest numbered partitions 
and NTFS only for the highest numbered partitions. You might want to con­
sider using FAT for all partitions on a dual boot system, which means that all 
operating systems can access all drives and that the drive letters will be the same 
in each operating system. However, this approach sacrifices the benefits of 
NTFS. For more information, see "Selecting a File System," page 539. 

Adding an Operating System 
It's possible to install operating systems in any order, and we explain how to do that 
in this section. Ideally, however, you should install the operating systems you want 
in the following order. It's much easier and less trouble prone. 

1. MS-DOS 

2. Windows 95 or Windows 98 

3. Windows NT 

4. Windows 2000 

Dual Booting with MS-DOS (and Windows 3.x) 
If you already have MS-DOS installed, it's a simple matter to install Windows 2000 
for dual booting. From the MS-DOS prompt (or from Windows 3.x), run \1386 
\ Winnt.exe (not Winnt32.exe) to start the Setup program. That's it. 

Note Because Windows 3.x is, in effect, a program that runs under MS-DOS, 
we don't treat it separately. 

Because MS-DOS (and even Windows 3.x, as long as you don't install Windows 2000 
to the \ Windows folder) doesn't share any' folders with Windows 2000, the two op­
erating systems can safely coexist on the same partition. This is the one exception 
to the limitations described earlier. Even in this case, however, you might want to 
consider separate partitions for MS-DOS and Windows 2000. Why? If you plan to 
upgrade your MS-DOS or Windows 3.x to Windows 9x, it will then need to be on a 
separate partition. 
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Installing MS~DOS After Windows 2000 Is Installed 
Adding MS-DOS to a system that's already running Windows 2000 is much trickier­
and generally not worth the effort. You'll need to install MS-DOS (by using its setup 
program) or use the Sys command from an MS-DOS boot floppy disk. Either way, 
you'll wipe out the Windows 2000 boot sector-and, possibly, the master boot 
record-which you'll then need to restore. (For details, see "Recovering the Windows 
2000 Boot Loader," page 56.) Then you'll also need to edit Boot.ini to add this line to 
the [operating systems] section: 

C:\="MS-DOS" 

Using Other Ways to Boot to MS-DOS 
If you have installed Windows 9x to dual boot with Windows 2000, you can use the 
Windows 9x dual boot capability to launch MS-DOS. When the Windows 2000 boot 
menu appears, select Windows 95 or Windows 98 and press Enter. Then press F4 
to boot into MS-DOS. (As an alternative to F4, you can press F8 to display the Win­
dows 9x startup menu. Then select Previous Version Of MS-DOS.) 

Note To enable booting to MS-DOS from Windows 9x, the [Options] section 
of Msdos.sys (a hidden, read-only file in the root folder of drive C) must 
contain this line: 

BootMulti=l 

If you often switch among Windows 2000, Windows 9x, and MS-DOS, you can set 
up a true triple boot system that has all three choices on the initial Windows 2000 
boot menu. The details of that setup are documented in Microsoft Knowledge Base 
article Q157992, which you can find on the companion CD. 

If you need.to boot into MS-DOS only rarely, the simplest and most effective way 
might be to avoid installing MS-DOS on your hard drive altogether. Instead, use an 
MS-DOS boot floppy disk whenever you want to boot into MS-DOS. (Of course, 
you'll still need to use FAT16 for any hard disk partitions that you want to be able 
to use while you're running MS-DOS.) 

Dual Booting with Windows 9x 
The ideal setup for dual booting Windows 9x and Windows 2000 is to install Windows 
9x on drive C and then install Windows 2000 on drive D (or any other partition). If 
you do it in that order and in those locations, life is easy. For information about install­
ing Windows 2000 in this fashion, see "Installing Windows 2000 on a Computer with 
Another Operating System," page 59. 

If, on the other hand, you feel compelled to install Windows 9x after you have installed 
Windows 2000, you've got your work cut out for you. Installing Windows 95 overwrites 
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the Windows 2000 boot sector with its own boot sector, which prevents you from 
booting into Windows 2000 (or anything else managed by the Windows 2000 boot 
manager). The Setup program for Windows 98 is supposed to recognize the Win­
dows 2000 (or Windows NT) boot sector, leaving it in place, and politely add itself 
to the Windows 2000 boot menu. However, while testing various scenarios for this 
book, we had some Windows 98-over-Windows 2000 installations go without a hitch 
and had others end up with a system that would boot only to Windows 98. So 
whether you're installing Windows 95 or Windows 98, you should be prepared to 
repair the boot sector, as explained in the accompanying sidebar, "Recovering the 
Windows 2000 Boot Loader." This is the procedure for installing Windows 9x: 

1. Be sure that you have an up-to-date Emergency Repair Disk for your Windows 
2000 installation. Better yet, make a new one right now. (Go to Start I Programs 
I Accessories I System Tools I Backup I Emergency Repair Disk.) 

2. Be sure that drive C is formatted with a compatible FAT file system (FAT16 for 
early versions of Windows 95; FA T16 or FAT32 for all others). And if Windows 
2000 is installed on drive C, be sure to have another drive that's formatted with 
a compatible FAT file system; this is. where you'll install Windows 9x. 

3. Install Windows 9x. Note that you can't run the Setup program for Windows 
9x from Windows 2000. If you have a setup boot floppy disk (provided with 
some OEM versions of Windows 9x), you can use it to boot the computer and 
launch Setup from the CD-ROM. Alternatively, you can boot toMS-DOS (or a 
previous version of Windows) and launch Setup from there. . , 

4. When Setup displays the Select Directory page, select Other Directory and specify 
the appropriate drive letter if Windows 2000 is alreac:ly installed on drive C. 

Windows 98 Setup Wilard 

Select Directory 

Select the directory whele ,you want to i'm~ W'ndot.'1$ sa. 

o C:\WINDOWS 

@. iQili!i~:[~9!y' 

hS 
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5. After Setup finishes, reboot your computer. If the Windows 2000 boot menu 
appears, you're done! (This will happen only if you're installing Window 98 
and you're a little bit lucky.) If your computer immediately boots into Windows 
9x, you'll need to repair the boot sector, as explained in the sidebar. 

Recovering the Windows 2000 Boot Loader 
Installing Windows 9x on a computer that already has Windows 2000 (or Windows 
NT) installed is rife with danger; the most common hazard is that the installation 
overwrites the boot sector, which prevents the Windows 2000 boot loader from 
working. Fortunately, it's fairly easy to fix: 

1. Boot from the Windows 2000 Professional CD if your computer supports 
bootable CDs. Otherwise, boot from the Windows 2000 setup floppy disks. (To 
make a set, boot to another operating system-or use another computer-and 
run \ Bootdisk \Makeboot.exe.) 

2. When you reach this screen, press R to repair the installation: 

3. The screen that follows offers a choice of using recovery console (press C) or 
using the emergency repair process (press R). Either method should work. 

To use the recovery console, you must provide the password for the Admin­
istrator account.o At the prompt, type fixboot to replace the boot sector, and then 
type exit to restart your computer.· . 

(continued) 
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Recovering the Windows 2000 Boot Loader (continued) 

To use the emergency repair process, press M (manual repair) and then clear 
all selections except Inspect Boot Sedor, as shown here: 

Windous 20~O Profes~iondl Setup 

Rs p~~t of the ~epair p~ocess. getup uill perform each optional task 
selected helou. 

To have Setup perform tbe selected tinks. pre:;s ENTER. 
[0 chan~e the selection:, use the UP or DOWN A~ROU keys to 
select An it en. and then press ENTEI. 

[ ] Inspect startup enuironnent 
[ ] ~ iF U' d 2BOB t f'l 

Continue (perfDrm selected ta~~:) 

Follow the on-screen instructions to complete the repair. 

This process copies the current boot sector to Bootsect.dos and then replaces it with 
the Windows 2000 boot sector. (Therefore, you can also use this procedure to replace 
a lost or corrupted Bootsect.dos file, Before you begin the steps just outlined, boot from 
an MS-DOS floppy disk and type sys c: to overwrite the Windows 2000 boot sector with 
the MS-DOS I Windows 9x boot sector. Then follow the steps we described to reverse 
the damage you've just inflicted, creating a new Bootsect.dos in the process.) 

Regardless of the order in which you install the operating systems, you'll need to 
boot into each operating system and then install all the applications you want to use 
with that system. Unless you never plan to uninstall a particular application, don't 
point the separate installations to the same folder. Even though it wastes disk space 
with duplicate files, you're much better off installing each copy separately. For the 
simplest setup, install each application to a subfolder of the \Program Files folder 
on the same partition as the operating system from which you'r: installing. 

Sharing a Paging File 
One way you can save disk space in a dual boot system is to use the same virtual 
memory paging file (sometimes called a swap file) for each operating system. Because 

(continued) 
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Sharing a Paging File (continued) 

each operating system uses its paging file only when it's running (and the file doesn't 
need to be saved between sessions), you can direct Windows 9x to use the Windows, 
2000 paging file (as long as the file is on a FAT partition). To do that, follow these steps: 

1. Open the System.ini file in the Windows 9x folder (normally C: \ Windows). 

2. In the [386Enh] section, add a new line (changing the d shown here to the let­
terofthe drive where your Windows 2000 paging file resides): 

pagingfile=d:\pagefile.sys 

Now you can delete the \ Windows \ Win386.swp file. (You can't do this from Win­
dows 9x.) The next time you start Wiridows 9x, it'll use the Windows 2000 paging , 
file. For more information about virtual memory, see Chapter 43. 

Dual Booting with Windows NT 
Windows 2000 and Windows NT 4 coexist nicely, and you can have multiple installa­
tions of each (as long as each is on a separate partition) if you're so inclined. But before 
you add Windows 2000 to your Windows NT system, you must be aware of tWo gotchas: 

• If you're using NTFS with Windows NT, you must install Service Pack 4 (SP4) 
or later before you install Windows 2000. Windows 2000 uses a new version 
of NTFS (sometimes called NTFS 5) that adds features such as disk quotas and 
encryption. The original release of Windows NT can't read or write this new 
version, but SP4 contains an updated Ntfs.sys driver that enables Windows NT 

. 4 to read and write to NTFS 5 volumes. (The new features are unavailable from 
Windows NT, however.) When you install Windows 2000, it converts all 
mounted NTFS volumes to the new format. 

• If your computer is a member of a domain, each installation of Windows NT 
and Windows 2000 must use a different computer name. The computer account 
on the domain controller associates the computer name with each installation's 
unique security identifier (SID). As a security measure, the domain controller 
refuses entry when a logon request comes from a SID that's different from the 
one associated with that computer name in its security database. You simply 
need to create a computer account-with a different computer name-on the 
domain controller for each Windows NT /2000 installation that will participate 
in the domain. 

Importing Complex Disk Configurations 
If you install Windows 2000 on a system that already has Windows NT installed and 
if the system has existing volume sets, stripe sets, stripe sets with parity, or mirror 
sets, you must import the disk configuration so that Windows 2000 can access those 
volumes. To do so, follow ~hese steps: 
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1. In Windows NT, use Disk Administrator to save the disk configuration to a 
floppy disk. (In Disk Administrator, choose Partition I Configuration I Save.) 

2. After you install Windows 2000, use Disk Management to import the configu­
ration. (In Disk Management, choose Action I Restore Basic Disk Configuration.) 

Installing Windows NT After Windows 2000 Is Installed 
Because of the lack of NTFS 5 support in the original version of Windows NT, adding 
Windows NT to a system that already has Windows 2000 installed is a little trickier. The 
system partition must be formatted as FAT16, and you must install to a FAT16 parti­
tion; as shipped, Windows NT doesn't support FAT32 or NTFS 5. To install Windows 
NT, run Winnt32.exe from the SP4 (or later) CD-not from the Windows NT CD. After 
installing Windows NT and applying the service pack, you can also convert any or all 
of the FAT16 partitions to NTFS by using the Convert command. (At a command 
prompt, type convert d: ffs:ntfs, where d is the letter of the drive you want to convert.) 

Installing Windows 2000 on a Computer with Another 
Operating System 
You've made the wise choice: you installed your other operating system(s) before 
installing Windows 2000. Now choosing to install Windows 2000 as an additional 
operating system (instead of upgrading your current one) is a simple matter of 
making a few selections in the Windows 2000 Setup Wizard. 

Start Setup from your existing operating system. Then, on the Welcome page (see 
Figure 3-2), select Install A New Copy Of Windows 2000 (Clean Install). On the Select 
Special Options page, click Advanced Options (see Figure 3-3), and then select I Want 
To Choose The Installation Partition During Setup. After that, it should be clear sailing. 

i 

Figure 3-2 

fI11 Jt~il J. J 

Welcome to the Windows 2000 
Setup Wizard 

What do you want to do? 

o !!pgrade to Windows 2000 (Recommended) 

If you upgrade, your current operating system is 
replaced, but your existing settings and installed 
programs are not changed. 

(!! [~:~.f~!L~:.·~:i.~:.~.?ei:.?'(Y.{!·~~~~~j9:9.9.J~!'~.~.~J~.ii.~jjj 
If you install a new copy, you must specify new 
settings and reinstall your existing software. You can 
use multiple operating systems on your computer. 

To continue, click Next. 

To set up Windows 2000 for dual booting, you must select Clean Install. 
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Figure 3-3 
Selecting the second check box in the Advanced Options dialog box ensures that you retain control 
over where Windows 2000 is installed. 

Removing an Operating System 
So you no longer play the game that required Windows 98. (Or maybe the game now 
offers Windows 2000 support.) Or the folks you support have all migrated to Windows 
2000, so you no longer need to test in other environments. Or, after a fastidious 
evaluation of different operating systems, you've decided on one (we hope it's Win­
dows 20000, and you want to jettison the other. No problem. 

The easiest way to remove any operating system from a dual boot system is to delete 
its entry from Boot.ini. Then boot into a remaining operating system and delete the 
files related to the operating system you want to remove. Or, for a more aggressive 
approach, you can format the partition of the operating system you removed from 
Boot.ini. 

Removing Windows 9x or MS-DOS 
Depending on how Windows 9x or MS-DOS was installed on your computer, you 
might have an uninstall option, which is intended to restore your computer's pre­
vious operating system, whatever that was. Forget about it. The uninstall option is 
unlikely to work properly, and it is likely to mess up your Windows 2000 configu­
ra tion. (If you ignore our ad vice and proceed with the uninstall option, be sure to 
have an Emergency Repair Disk on handO If you're trying to remove Windows 9x 
or MS-DOS and you want to leave Windows 2000 in place, follow these steps: 

1. Boot into Windows 2000. 
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2. Edit Boot.ini to delete the C:\="Microsoft Windows" entry in the [operating 
systems] section. (The easiest way to open Boot.ini for editing is with the Start 
I Run command: simply type c:\boot.ini and click OK.) 

3. Remove the files that are used only with the operating system you're deleting. 
This would include everything in the \ Windows, \Program Files, and \ DOS 
folders. Be sure that you're deleting the folders from the Windows 9x parti­
tion-not from the partition for an operating system you plan to keep. And 
before you deep-six them, be sure to move any documents or other files you 
want to keep. In particular, be sure that you locate the My Documents folder 
(which is sometimes located in a subfolder of \ Windows\Profiles). 

If you're certain that you don't need any files from the Windows 9x partition 
(or if you've already moved them to another drive), you can take the scorched 
earth approach and format the partition instead of deleting individual folders 
and files. (Don't format if Windows 9x or MS-DOS was installed on the system 
partition, however.) 

4. Delete the Windows 9x boot files-Autoexec.bat, Config.sys, Io.sys, Msdos.sys, 
and Command. com-from the root folder of drive C. If you don't plan to rein­
stall any version of Windows 9x or MS-DOS, you can safely delete Bootsect.dos. 

Removing Windows 2000 or Windows NT 
If you have multiple installations of Windows 2000 or Windows NT, you can delete 
anyone of them using the same procedure as detailed in the first three steps of the 
previous section. (The My Documents folder and other data files that you might want 
to keep reside under \Documents And Settings or \ Winnt \ Profiles; be sure to check 
those locations before you begin nuking files and folders.) 

If you want to remove all Windows 2000 and Windows NT installations and revert 
to Windows 9x or MS-DOS only, the process is actually quite simple: 

1. If you want to keep any files that are on an NTFS volume, move them to a FAT 
volume or other media (such as a Zip disk). Once you carry out the next steps, 
you won't be able to access your NTFS volumes. 

2. Boot from an MS-DOS or a Windows 9x startup floppy disk. ( n 0 -t \) i ~1 lvj r) 
3. TYEe sys c: to overwrite the Windows 2000 boot sector. 

4. If the operating system you're removing is on a FAT volume and you don't 
want to format the partition, you can remove the \ Winnt, \Program Files, and 
\Documents And Settings folders after you move any data files you want to 
keep. In addition, you can delete the Windows 2000 boot files-Ntldr, 
Ntdetect.com, Boot.ini, Ntbootdd.sys, and Bootsect.dos-from the root folder 
of drive C. 

5. Use Fdisk to delete any NTFS-formatted partitions, and then create new par­
titions in their place. Then format the partitions. 
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Using Third-Party Alternatives 
The Windows 2000 boot manager does a serviceable job in most situations. The following 
tools, which are available from other vendors, offer some additional flexibility, con­
venience, and capabilities. For more information about these programs and links to 
the vendors, see the companion CD. 

Partition Managers 
These alternatives to Fdisk let you resize a partition without destroying the data it 
contains, and they offer other features (such as converting NTFS to FA T32) as well: 

• PartitionMagic, from PowerQuest Corporation (www.powerquest.com) 

• Partition Commander, from V Communications (www.v-com.com) 

Boot Managers 
These alternatives to the Windows 2000 boot manager let you install more than one 
copy of Windows 9x and provide better support for additional operating systems: 

• BootMagic, from PowerQuest Corporation 

• BootPart, from Gilles Vollant Software (www.winimage.com/bootpart.htm) 

• System Commander Deluxe, from V Communications 

Something Completely Different 
A company called VMware (www.vmware.com) has created acompletely different 
alternative that allows you to use multiple operating sy~tems. Their product, also 
called VMware, sets up multiple virtual machines within your Windows 2000 host 
machine. (See Figure 3-4.) The virtual machine runs in a window (or you can run it 
full screen), and it looks and acts just like the real thing-starting with the BIOS 
routine that runs when you click the Power On button. It can give you access to all 
your computer's hardware resources, including network cards and CD-ROM drives. 
You can even set up an entire "network" of virtual machines on a single computer. 
It's a truly remarkable program, and it seems to work much better than earlier 
emulation programs. 

The main drawback to this approach is that it's much slower than running a single 
operating system. For that reason alone, it's not an appropriate way to play your 
Windows 98 shoot-' em-up games. But it's a great test platform. For example, with 
VMware you can install new applications and test them on a virtual machine­
without any concern that they'll harm your "real" computer or be impossible to 
uninstall if you decide you don't like them. You can set up a virtual machine so that 
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it reverts to its original configuration at the end of each session, which allows you 
to test applications on a known configuration. And it's a nifty tool for book authors: 
we used it to obtain seemingly impossible screen captures, such as the boot menu, 
the logon screen, blue screens, and so on. 

Figure 3-4 

.........................•.................................•... 

Welcome 
Welcome to thl exciting new world of Windowl 
98,whera your computer desklop meets tha 
Internell r',~~ 

Maintain Your Computer SIt back and relax ,a you ,taka I brief tout of 
Ihaoplionsavailab~onlhis6creen. I 

! ,,/ I 
If you want to exp10rv an opl,lon., just click it. 

!.'~~L2.!:,:.;.1 

VMware runs a virtual machine-which can run any operating system­
within a Windows 2000 host. 

Hardware Solutions 
Yet another way to boot from multiple operating systems is to install each one on a 
separate hard drive-and then have a way to select which hard drive you want to 
boot from. This is easy to do with removable hard drives; you simply install the hard 
drive with the operating system and files you want before you turn on your com­
puter. A number. of vendors make removable drive assemblies. With these devices, 
you install a drawer with a connector in your computer case. You then install an 
ordinary hard drive into a carrier that slides into the drawer. 

UniPress Software (www.unipress.com/winux) offers a product called Winux. Winux 
is a hard drive selector switch that lets you switch among three bootable drives in­
stalled in a computer. It effectively works like a removable hard drive system; you 
select which drive you want before you start your computer, and your other drives 
are unavailable. The difference is the convenience of selecting a drive by pressing a 
button instead of removing one and sliding in another. 
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Chapter 4· 

Using and Customizing 
Microsoft Management 
Console 

In This Chapter 
Running MMC Consoles ................................................. 69 

Using MMC Consoles ................................................... 71 

Creating Your Own MMC Consoles ......................................... 73 

Microsoft Management Console (MMC) is an application that hosts administrative 
tools. If you've explored your system a bit, you've probably already encountered 
MMC in various contexts. If you've right-clicked My Computer and chosen the 
Manage command, for example, you've seen MMC in action hosting a set of tools 
known as Computer Management. If you've opened Administrative Tools in Con­
trol Panel and checked out some of the options there, you've seen some other ex­
amples of MMC . 

. B"y itself, MMC performs no administrative services. Rather, it acts as host for one 
or more snap-ins. The snap-ins do the administrative work. MMC's job is to provide 
a certain degree of user-interface consistency so that you or the users you support 
see more or less the same style of application each time you need to carry out some 
kind of management task. 

The combination of MMC with one or more snap-ins is called an MMC console. A 
large number of MMC consoles come with Microsoft Windows 2000 Professional. 
Because Microsoft is encouraging independent hardware and software vendors to 
use MMC for their own administrative tools, you quite possibly have some third-

. party MMC consoles on your system in addition to those that come with the oper­
ating system. Table 4-1 lists the MMC consoles supplied with Windows 2000 
Professional. You'll find most of these in your %SystemRoot% \System32 folder. 
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Table 4-1. MMC Consoles Included with Windows 2000 . 
: File Name 

Adsiedit.msc* 

Certmgr.msc 

Ciadv.msc 

Comexp.msc 

Compmgmt.msc 

Devmgmt.msc 

Dfrg.msc 

Diskmgmt.msc 

Eventvwr .msc 

Faxserv.msc 

Fsmgmt.msc 

Gpedit.msc 

las.msc 

Iis.msc** 

Lusrmgr .msc 

Msinfo32.msc 

Ntmsmgr.msc 

Ntmsoprq.msc 

Perfmon.msc 

Secpol.msc 

Services.msc 

Sidwalk.msc* 

Wmimgmt.msc 

frie,~dly. Name, 
ADSI Edit 

Certificates 

Indexing Service 

Component Services 

Computer Management 

Device Manager 

Disk Defragmenter 

Disk Management 

Event Viewer 

Fax Service Management 

Shared Folders 

Group Policy 

Internet Authentication Service 

Internet Information Services 

Local Users And Groups 

System Information 

Removable Storage 

Removable Storage Operator Requests 

Performance 

Local Security Settings 

Services 

SIDWalker Security Manager 

Windows Management Infrastructure 

*Installed as part of Windows 2000 Support Tools. 

**Installed as part of Internet Information Services. 

The creation of snap-ins requires programming expertise and knowledge about 
ActiveX (because snap-ins are ActiveX controls). That topic lies beyond the scope 
of this book. (You can learn more about programming snap-ins by typing mmc on a 
command line, choosing Microsoft On The Web from MMC's Help menu, and 
then choosing either Snap-In Gallery or Product News from the submenu. These 
choices take you to Web sites where you can find useful information about snap-in 
development.) 

You don't have to bea programmer, however, to make your own custom MMC 
consoles. All you need to do is run MMC and add one or more of the snap-ins avail­
able on your system. (You'll find a list of these in one of MMC's dialog boxes.) 
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Alternatively, you can customize some of the MMC consoles supplied by Microsoft 
or others, simply by adding or removing snap-ins. 

Why might you want to do this? Because neither Microsoft nor any other vendor can 
anticipate your every need and desire. Perhaps you'd like to take some of the func­
tionality from two or more existing MMC consoles and combine them into a single 
console. (You might, for example, want to combine the Fax Management console 
with the Event Viewer console, the latter filtered to show only those events gener­
ated by the Fax Service.) Or perhaps you would like to simplify some of the exist­
ing consoles by removing snap-ins that you seldom use. 

You also might find MMC customization worthwhile if you support others in your 
organization who occasionally need to perform administrative tasks. You can set up 
consoles that supply only the functionality that your colleagues need, removing or 
disabling components that might distract or confuse. Certain of the snap-ins avail­
able on your system, for example, are designed to administer remote as well as lo­
cal computers. If the user you're supporting needs to be able to administer only his 
or her own machine, you might want to create a custom console for that person that 
has remote-administrative capabilities disabled. 

In this chapter, we explore MMC's user interface and the steps required to create 
custom MMC consoles. 

Running MMC Consoles 
Many of the MMC tools provided with the operating system are stored in the Ad­
ministrative Tools folder. To get there, choose Start I Programs I Administrative 
Tools, or Start I Control Panel I Administrative Tools. 

Troubleshooting 
Each time you open an MMC instance, Windows 2000 creates a 16-MB temporary 
file in your %Temp% folder. If the disk on which that folder resides is full, or if you 
don't have permission to create a file there, you will receive an error message and 
MMC will not start. If this happens, free some disk space or make sure that you have 
the appropriate permissions. 

By default, MMC corisoles have the extension .msc, and .msc files are associated by 
default with MMC. Thus you can run any MMC console by double-clicking its file 
name in a Windows Explorer window or by specifying the file name on a command 
line-using the Start menu's Run command, a Command Prompt window, a short­
cut, a batch file, or a script. 

MMC consoles can be run in author mode or in three varieties of user mode. Author 
mode gives you full access to MMC's menus and options. In its user modes, elements 
ofMMC's functionality are removed. (To learn about the different user modes, see "Choos­
ing Among MMC's Three User Modes," page 80.) 
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When you run an MMC console, the console by default runs in the mode in which 
it was last saved. But you can always run any console in any mode. 

Running a User-Mode Console in Author Mode 
To run a console in author mode, right-click its entry in a Windows Explorer 
window and choose Author from the shortcut menu. Alternatively, you can run a 
console in author mode using the following command-line syntax: 

fi7ename.msc fa 

where filename is the name of the console file. (You might need to include a path speci­
fication if Windows 2000 can't find your console file. But most of the consoles 
supplied with the operating system are in %SystemRoot% \System32, and you don't 
need to specify a path to execute those.) So, for example, to open Computer Man­
agement in author mode, you could type 

compmgmt.msc fa 

Running a Console and Specifying a Target Computer 
Many of the consoles supplied by Microsoft are set up to operate on the local com­
puter by default, but-provided you have the appropriate permissions-they can 
also be used to manage remote computers. To open such a console and specify a 
target computer, use this command-line syntax: 

fi7ename.msc fcomputer=computername 

For example, to run Computer Management on your local computer and manage 
the computer whose network name is Fafner, you could type 

compmgmt.msc fcomputer=fafner 

Be aware that if you use the /Computer switch with a console that has not been set 
up to allow remote-~omputer management, you do not get an error message. Instead, 
you simply get the console applied to the default (typically, the local) computer. In 
the console tree, you can look at the top-level entry for a snap-in to confirm that 
you're working with the right target computer. 

Note also that some of the Windows 2000-supplied consoles that are designed to 
work with remote as well as local computers include a menu command for connect­
ing to a different computer. The Computer Management console (Compmgmt.msc), 
for example, lets you switch from one computer to another while the console is 
running. Others, such as Shared Folders (Fsmgmt.msC>, can be used with remote 
computers, but these consoles manage the local computer unless you specify a dif-
ferent target computer on the command line. . 
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Using MMC Consoles 
Notwithstanding the fact that MMC is intended to provide user-interface consistency 
across administrative applications, actual MMC consoles can take on quite a vari­
ety of appearances. Figures 4-1 and 4-2 show rather different-looking examples of 
MMC consoles provided with Windows 2000 Professional. Figure 4-1, the System 
Information console, includes a window divided into two vertical panes. The 
console's menu includes three commands-Action, View, and Tools-and the 
toolbar includes 13 icons. Figure 4-2, the Disk Management console, has a window 
divided horizontally, a top-level menu without Tools, and a much smaller toolbar. 
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Most of the MMC consoles that come with Windows 2000 include a console tree and a details pane. 

Figure 4-2 
Some MMC consoles, like this one, bear only minimal resemblance to the one shown in Figure 4-1. 
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In short, beyond the presence of an Action menu and a View menu, the consoles 
shown in Figures 4-1 and 4-2 bear little resemblance to each other. That's because 
MMC is designed to be extremely flexible. Snap-ins can add elements to the MMC 
user interface (the Tools menu in Figure 4-1, for example), and console designers 
(including you, of course, if you decide to create custom consoles) can hide or dis­
play UI elements as needs dictate. 

Nevertheless, most of the consoles that come with your operating system look some­
what like Figure 4-1, and we can make a few generalizations about their use. 

• Using the console tree and the details pane. If the console is divided into panes 
vertically, the one on the left is called the console tree and the one on the right 
is called the details pane. The _console tree functions pretty much the way the 
Folders bar in Windows Explorer does. It shows the organization of the con­
sole and allows easy navigation between snap-ins. Outline controls in the con­
sole tree function just the way they do in Windows Explorer. The vertical split 
bar between the console tree and the details pane can be dragged to the left or 
right, like its counterpart in Windows Explorer. 

The details pane shows information related to the item currently selected in the 
console tree. In Figure 4-1, for example, Components \Network \Adapter is se­
lected in the console tree, and the details pane shows the properties of the lo­
cal system's network adapter. 

• Using the action and view menus. The Action menu, if present, provides 
com • mands specific to the current snap-in. In other words, this is the menu you 
use to carry out administrative tasks. The View menu, if present, lets you choose 
among alternative ways of presenting information. In many MMC consoles, for 
example, the View menu offers Large Icons, Small Icons, List, and Details com­
mands, just like the View menu in Windows Explorer. The View menu might 
also include a Customize command. This command presents the dialog box 
shown in Figure 4-3, which allows you, among other things, to hide or display 
the console tree. If you're working in relatively low resolution and want more 
screen space for the details pane, you might find it useful to suppress the con­
sole tree temporarily. 

• Using shortcut menus. Whether or not an Action menu is present, you'll prob­
ably find that the easiest way to carry out an administrative task is to right-click 
the relevant item in the console tree and choose an action from the item's short­
cut menu. That's because the shortcut menu always includes all the actions avail­
able for the selected item. (If you don't immediately find the command you 
need, look for an All Tasks command; the action you want is probably on the 
All Tasks submenu.) The shortcut menu also always includes a Help command. 
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You can use the Customize View dialog box to control various elements of the MMC display. 

• Working with content in the details pane. If the details pane provides a tabular 
presentation, like the one shown in Figure 4-1, you can manipulate content 
using the same techniques you use in Windows Explorer. You can sort by click­
ing column headings, control column width by dragging the borders between 
column headings (double-click a border to make a column just wide enough 
for the widest entry), and rearrange columns by dragging headings. 

To hide or display particular columns, look for a Choose Columns command 
on the View menu. Here you can specify which columns you want to see, as 
well as the order in which you want to see them. 

• Exporting data to text or .csv files. Many of the MMC consoles that come wHh 
Windows 2000 include commands for saving data in their own native formats. 
You can save Event Viewer event logs to .evt files, for example, or a system sum­
mary from System Information to an .nfo file. In most consoles that produce 
tabular displays, however, you can also use an Export List command to generate 
a tab-delimited or cpmma-delimited text file, suitable for viewing in a word pro­
cessor, spreadsheet, or database program. If this command is available, you'll 
find it on the Action menu or any shortcut menu. 

Creating Your Own MMC Consoles 
Creating your own MMC console or modifying an existing one involves the follow­
ing steps (not necessarily in this order): 

• Run MMC with no snap-in, or open an existing MMC console in author mode. 

• Display the console tree if it's not already visible. 
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• Add folders to the console tree if appropriate for your needs. 

• Add or remove snap-ins and, if appropriate, extensions (modules that extend 
the functionality of snap-ins). 

• Add or remove ActiveX controls and Internet links if appropriate. 

• Add taskpad views (customized pages that appear within the details pane of 
a snap-in) if appropriate. 

• Manipulate windows and other display elements to suit your taste. 

• Add items to the Favorites menu if appropriate. 

• Name the console and choose an icon for it. 

• Choose author mode or one of the three user modes. 

• Further restrict user options if appropriate. 

• Use the Console menu to save your .msc file. 

Running MMC with No Snap-In 
To run MMC with no snap-in, simply type mmc on a command line. An empty, 
author-mode MMC console appears, looking like Figure 4-4. Note the following: 

• In author mode, MMC includes an additional menu bar (Console, Window, 
Help). 

You'll use this menu bar to build your custom console. If you save the console 
in user mode, this top-level menu bar disappears. 

• The Console Root window that appears by default is a child window. 

MMC is a multiple-document interface (MDI) application, although most of the con­
soles supplied with Windows 2000 do their best to disguise this fact. You can cre­
ate consoles with multiple child windows, and those windows can be maximized, 
minimized, restored, resized, moved, cascaded, and tiled. 

Displaying the Console Tree 
If the console tree is not visible in the appli,cation you're creating or modifying, 
choose Customize View from the View menu. In the Customize View dialog box (see 
Figure 4-3, page 73), select the Console Tree check box. You can also use this dialog 
box to control other elements of the MMC display. 
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Figure 4-4 
An empty, author-mode MMC console looks like this. 

Adding Folders to the Console Tree 
If the console you're designing will include several snap-ins, you might want to 
consider using folders to create logical subdivisions within your console tree. To see 
how folders can be helpful, check out the Computer Management console (right-click 
My Computer and choose Manage, or run Compmgmt.msc) included with Windows 
2000. Computer Management uses three folders-System Tools, Storage, and Ser­
vices And Applications. These folders allow the user to control the amount of detail 
shown in the console tree and simplify navigation from one point in the application 
to another. . 

To add one or more folders to an MMC console: 

1. From the Console menu, choose Add/Remove Snap-In (or press Ctrl+M). 

2. In the Snap-Ins Added To field of the Add/Remove Snap-In dialog box, choose 
the parent of the new folder. (In a brand-new MMC application, this folder must 
be Console Root.) 

3. Click Add. 

4. In the Add Standalone Snap-In dialog box, select Folder and then click Add. 
Repeat if you want more folders; then click Close. 

5. In the Add/Remove Snap-In dialog box, click OK. 

6. In the console tree, right-click the new folder, choose Rename, and supply a 
meaningful name. 
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Adding Snap-Ins and Extensions 
To add a snap-in to your console: 

1. From the Console menu, choose Add/Remove Snap-In (or press Ctrl+M). 

2. In the Snap-Ins Added To field of the Add/Remove Snap-In dialog box, choose 
the parent of the new snap-in. This folder can be Console Root or a folder that 
you've already added. 

3. Click Add. 

4. In the Add Standalone Snap-In dialog box, select the snap-in you want and then 
click Add. 

If the selected snap-in supports remote management, you might see a dialog 
box similar to the one shown in Figure 4-5. Supply the name of the computer 
you want to manage. Also select the check box if you want the user of your cus­
tom console to be able to specify the target computer by means of a command­
line switch. (This option is not available for all remote-management snap-ins.) 
Then click Finish. 

5. When you have finished adding snap-ins, click Close. 

6. Some snap-ins come with optional extensions. You can think of these as snap­
ins for snap-ins-modules that provide additional functionality to the selected 
snap-in. To add an extension to a snap-in, select it in the Add/Remove Snap­
In dialog box and then click the Extensions tab. There you can select the exten­
sions that you want to use. 

7. When you have finished adding snap-ins and extensions, click OK. 

Adding ActiveX Controls and Internet Links 
The Add Standalone Snap-In dialog box includes the entries ActiveX Control and Link 
To Web Address, as well as snap-ins. If you choose ActiveX Control, a new wizard 
appears, allowing you to choose and configure the control you want to add. The con­
trol itself arrives in the details pane when you select its name in the console tree. 

If you choose Link To Web Address, a dialog box appears that lets you specify a 
hyperlink or browse to an Internet resource. The hyperlink you enter does not have 
to be a Web URL. It can be another kind of Internet URL (a mailto, for example) or 
a link to a local or network folder. If you do specify a Web link, MMC displays the 
Web content in the details pane when you select the link in the console tree. If the 
item must be downloaded from the Internet, you must already be online; MMC does 
not activate a dial-up connection for you. If you specify a local or remote folder, 
selecting that folder in the console tree causes MMC to display the folder's contents 
in the details pane. 
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Figure 4-5 
If your snap-in can manage a remote computer, you will see a dialog box similar to this. 

Adding Taskpad Views 
A taskpad is a customized page that appears within the details pane of a snap-in. 
The main value of a taskpad is that it lets you create icons that encapsulate menu 
commands, command strings, scripts, URLs, and shortcuts to Favorites items. Fig­
ure 4-6 shows a taskpad view with four such task shortcuts . 
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Figure 4-6 
Task shortcuts in this taskpad view simplify life for the end user. 
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Notice the navigational tabs at the bottom of the taskpad view in Figure 4-6. 
These make it easy for your user to switch between the taskpad view and a nor­
mal view of the same data. You can suppress these tabs (by means of the Cus­
tomize View dialog box shown in Figure 4-3, page 73) if you don't want to give 
your console's user this freedom. 

To create a taskpad view, start by selecting an item in the console tree to which 
you want to apply the view. As you'll see in a moment, when you create your 
taskpad view, you have the option of applying it only to the selected console­
tree item. 

Next, right-click that console-tree entry and choose New Taskpad View from the 
shortcut menu. (If you don't see the New Taskpad View command, try again. You 
need to select the console-tree item and then right-click it-in two separate steps.) 
A wizard appears. After you acknowledge the wizard's welcome screen, you'll come 
to the following page of display options. 

T askpad Display 
You can choose the way this taskpad displays the details pane of the tree' 
selected. 

Style for the details pane: 

r ~erticalli$t 

r. l8.~.~I;;.~~~.~~r~.?~~ 
r ~l.Qli~t 

Style for task descriptions 

r TeJ::t 

r. Info TiiIl (displays desc:riptiorlin 

List lize: I Larg~ 8' 

The sample table at the right side of this page makes the options pretty self-explana­
tory. The default choices-a large, horizontal list with InfoTips-work well in most 
situations. Clicking Next takes you to the following page. 
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The default selections apply the new taskpad view to all comparable console-tree 
items and make the taskpad the default view for those items. Moving on from this 
screen, you have the opportunity to assign a name and some descriptive text to the 
ne\:\, view. You can see in Figure 4-6 that we chose to forego the latter option but 
assigned the unimaginative name Event Viewer to the view itself. 

On the wizard's final page, select the Start New Task Wizard check box if you want 
to create one or more task shortcuts. This selection summons a new wizard that walks 
you through the process of creating your first shortcut. On the final page of this wiz­
ard, select Run This Wizard Again if you have additional shortcuts to create. 

Manipulating Windows 
The Action menu's New Window From Here command lets you create a new child 
window rooted on the current console-tree selection. You might want to use this com­
mand to create multiple-window applications-for example, a console consisting of 
the Indexing Service in one window and a filtered list of Indexing Service events in 
a second. After you have your windows, you can use Window menu commands to 
tile or cascade them. 

You can also use the New Window From Here command to get rid of that pesky and 
irrelevant Console Root item that appears atop your default console tree: 

1. Select the first item below Console Root. 

2. ~hoose New Window From Here from the Action menu (or right-click and. 
choose it from the .shortcut menu). 

3. Close the original window (the one with Console Root). 
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Controlling Other Visual Elements 
The Customize View command (see Figure 4-3, page 73) lets you hide or display vari­
ous elements of the MMCvisual scene, including taskbars, menus, and the naviga­
tional tabs that appear below taskpad views. You'll find this command on the View 
menu. Note that selections in the Customize View dialog box take effect immedi­
ah~ly. You don't need to hit an Apply button or leave the dialog box, so you can easily 
try each option and see whether you like it. . 

Using the Favorites Menu 
The Favorites menu, on the menu bar of an MMC console's child window, allows 
you to store pointers to places within your console tree. If you create a particularly 
complex MMC console, you might want to consider using Favorites to simplify 
navigation. To add a console-tree item to your list of favorites, select that item and 
then choose Add To Favorites from the Favorites menu. 

If you .create favorites, the user of your console will be able to navigate to a favorite 
in either of two ways: by choosing its name from the Favorites menu or by clicking 
the Favorites tab (to the right of the Tree tab; see Figure 4-4, page 75). If you save a 
console in user mode without having created any favorites, the Favorites menu and 
Favorites tab disappear. 

Naming Your Console 
To assign a name to your console, choose Options from the Console menu. (See Fig­
ure 4-7.) Your entry in the field at the top of the Options dialog box will appear on 
the title bar of your console, regardless of the file name you apply to its .msc file. If 
you do not make an entry here, MMC will replace Consolel with the console's even­
tual file name. 

If you don't like the default MMC icon, you can use the Change Icon button to 
replace it. 

Choosing Among MMC's Three User Modes 
In the Console Mode field of the Options dialog box, you can choose among MMC's 
three user modes: 

• User Mode Full Access 

• User Mode Limited Access, Multiple Window 

• User Mode Limited Access, Single Window 
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Figure 4-7 
Use the Options dialog box to name your console and specify a console mode. 

In full-access mode, the top-level menu (Console, Window, and Help) is present, but 
the Console menu has a single command-Exit-and Microsoft On The Web is removed 
from the Help menu. 

In both limited-access modes, the top-level menu disappears,leaving users to work 
with only the two snap-in menus, Action and View (provided you haven't sup­
pressed those menus via the Customize View command). In the single-window lim­
ited-access mode, the current child (snap-in) window is maximized, and MMC 
essentially loses its MDI character. If you have two or more child windows open at 
the time you save an MMC console in single-window mode, a confirmation prompt 
warns you that the user will see only the current child window. 

In multiple-window limited-access mode, MMC retains its MDI character (whether 
or not you've created multiple child windows), allowing child windows to be mini­
mized, maximized, restored, resized, and repositioned. 

Imposing Further Restrictions 
If you choose one of the three user modes,· the three check boxes at the bottom of the 
Options dialog box become available. Your choices here are as follows: 

• Enable Context Menus On Taskpads In This Console. If you set up an applica­
tion to restrict the user to a taskpad view (by using Customize View to remove 
the taskpad navigation tabs), you might want to clear this check box. Shortcut 
menus (referred to here as context menus) offered by line items in the taskpad 
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view will become unavailable, and your user will be restricted to using the task 
icons you've set up. 

• Do Not Save Changes To This Console. With this check box cleared (its default), 
MMC saves the state of your application automatically when a user closes it. 
The user's selection in the console tree, for example, is preserved from one use 
to the next. If you want your user to always see the same thing each time he or 
she runs the console, select this check box. 

• Allow The User To Customiz.e Views. This check box, selected by default, 
keeps the Customize View command available, allowing your user, for example, 
to hide or display the console tree. Clear the check box if you want to deny the 
user this freedom. 
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In Microsoft Windows 2000, an event is any occurrence that is potentially noteworthy­
to you, to other users, to the operating system, or to an application. Events are recorded 
by the Event Log service, and their history is preserved in these three log files: 
Security (SecEvent.evt), Application (AppEvent.evt), and System (SysEvent.evt). 
Event Viewer, a Microsoft Management Console snap-in supplied with Windows 
2000, allows you to review and archive these three event logs. 
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Why would you want to do this? The most likely reasons are to troubleshoot prob­
lems that have occurred, to keep an eye on your system in order to forestall problems, 
and to watch out for security breaches. If a device has failed, a disk has filled close 
to capacity, a program has crashed repeatedly, or some other critical difficulty has 
arisen, the information recorded in the event logs can help you, or a technical sup­
port specialist, figure out what's wrong and what corrective steps are required. 
Watching the event logs can also help you spot serious problems before they occur. 
If trouble is brewing but hasn't yet erupted, an eye on the event logs may tip you 
off before it's too late. For example, if a network adapter is failing intermittently or 
a network cable is improperly connected, you might begin to see items in the event 
log showing frequent disconnections from and reconnections to the network. Finally, 
you can use one of the event logs to track such things as unsuccessful logon attempts 
or attempts by users to read files for which they lack access privileges. Such occur­
rences might alert you to actual or potential security problems in your organization. 

Security events are recorded in the Security log, SecEvent.evt. Monitoring these 
events is called auditing and is the subject of Chapter 34, "Auditing Security." In 
the remainder of this chapter, we focus on the other two event logs, AppEvent.evt 
and SysEvent.evt. AppEvent.evt and SysEvent.evt record application events and 
system events, respectively. 

Application events are generated by applications, including programs that you install, 
programs that come with Windows 2000, and operating-system services. For example, 
events relating to Microsoft Office, the Dr. Watson diagnostic utility that comes with 
Windows 2000, and the Windows 2000 Fax service are all recorded in AppEvent.evt. 

System events are generated by Windows 2000 itself and by installed components, 
such as device drivers. If a driver fails.to load when you start a Windows 2000 ses­
sion, for example, that event is recorded in the System log. 

(If you're curious about what elements of your system generate events and where 
those events are recorded, use one of the registry editors to inspect the following 
registry keys: HKLM\System \ CurrentControlSet \ Services \ Eventlog \ Application, 
HKLM\System \ CurrentControlSet\ Services \ Eventlog\Security, and HKLM\ 
System \ CurrentControlSet\ Services \ Eventlog\System. Each entity capable of gen­
erating an event has a sub key under one of those three keys. For information about 
using the registry editors, see Chapter 39, "Working with the Registry.") 

The System and Application logs recognize three types of events: 

• Errors are events that represent possible loss of data or functionality. Examples 
of errors include events related to network contention or to a malfunctioning 
network adapter and loss of functionality caused by a device or service that 
doesn't load at startup. 

• Warnings are events that represent less significant or less immediate problems 
than errors. Examples of warning events include a nearly full disk, a timeout 
by the network redirector, and data errors on a backup tape. 
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• Information events are other events that Windows 2000 logs. Examples of infor­
mation events include someone using a printer connected to your computer and 

. a successful dial-up connection to your ISP. 

As you'll see momentarily, when you're using Event Viewer to scan your event logs, 
you can filter the display to show only the event types in which you're most 
interested. 

Running Event Viewer 
To start Event Viewer, do one of the following: 

• Open Administrative Tools in Control Panel and choose Event Viewer. 

• From the Start menu, choose Programs I Administrative Tools I Event Viewer. 

• In your %SystemRoot% \System32 folder, double-click Eventvwr.msc. 

• On any command line, type eventvwr.msc. 

You can also run Event Viewer by right-clicking My Computer and choosing Man­
age. The Computer Management console that appears includes the Event Viewer 
snap-in, along with a number of other administrative tools. 

Figure 5-1 shows an example of what you might see when you open Event Viewer. 
The console tree displays the names of the three event logs, allowing you to move from 
one log to another. The details pane presents a columnar view of the current log. 

Time S""rce Cate or Even! 
12;17:12 PM Dhcp None 1007 

12/28/1999 12;16:08 PM Tcpip None 4201 
12/28/1999 12;15:23 PM Browser None 8033 
12128/1999 12:15:23 PM Tcpip None 4202 
12/2711999 2:02:21 PM Dhcp None 1007 
12/2711999 2:01:18PM Tcpip None 4201 N/A FAFNER 
12127/1999 1:59:13 PM Browsel None 8033 N/A FAFNER 
12127/1999 1:59:13 PM Tcpip None 4202 N/A FAFNER 
12126/1999 10:15:25 PM Tcpip None 4201 N/A FAFNER 
12123/1999 7:07:52 PM Dhcp None 1007 N/A FAFNER 
12/23/1999 7:06:47 PM Tcpip None 4201 N/A FAFNER 
12/23/1999 7:06:13 PM Browser None 8033 N/A FAFNER 
12/23/1999 7:06:12 PM Tcpip None 4202 N/A FAFNER 
12/19/1999 11:41:31 PM Dhcp None 1007 N/A FAFNER 
12/19/1999 11:40:29PM Tcpip None 4201 N/A FAFNER 
12119/1999 10:59:15PM Tcpip None 4202 N/A FAFNER 
12/19/1999 5:52;46 PM Print None 20 SYST... FAFNER 
12118/1999 03:17PM Dhcp None 1007 N/A FAFNER 
12/18/1999 02;13 PM Tcpip None A201 N/A FAFNER 
12/18/1999 02:08PM Tcpip None 4202 N/A FAFNER 
12/15/1999 1 0:03: 03 AM Dhcp None 1007 N/A FAFNER 
12/15/1999 1002:01 AM Tcpip None 4201 N/A FAFNER 
12/15/1999 10:00:21 AM Browser None 8033 N/A FAFNER 
12115/1999 10:00:21 AM Tcpip None 4202 N/A FAFNER 
12/13/1999 10:11:52 PM Dhcp 

, , 

Figure 5-1 
Event Viewer's details pane presents a columnar view of the log selected in the console tree. 
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Figure 5-1 shows all eight of Event Viewer's columns. You can use the View menu's 
Choose Columns command to hide columns you don't need or to change the order 
in which columns appear. By default, events are sorted chronologically, with the 
most recent at the top. You can change the sort order by clicking.column headings. 

Note that, while the details pane includes some useful information, it doesn't pro­
vide many details about what events portend or why they occurred. You can get 
more of that information by inspecting the details for individual events. (See 
the following section, "Examining Event Details.") Here is a column-by-column run­
down of what the details pane does display: 

• Type. As mentioned, events in the System and Application logs are of three 
types: Information, Warning, and Error. The icon at the left side of the Type 
column helps you spot the event types in which you're interested. (The Error 
type, not shown in Figure 5-1, is marked by an unmistakable red X.) 

• Date and Time. The Event Log service records the date and time of each 
event's occurrence in Greenwich mean time, and Event Viewer translates 
those Greenwich mean time values into dates and times appropriate for your 
own time zone. 

Daylight Saving Time, Remote Computers, and Changes to the System Clock 
When you move from standard time into daylight saving time or vice versa, Event 
Viewer changes the displayed Time (and possibly Date) values for events that have 
already occurred. For example, if an event occurred at 6 P.M. in standard time, af­
ter you move into daylight saving time that event will appear as if it had occurred 
at 7 P.M. That's because Event Viewer applies a single offset from Greenwich mean 

: time to all events in its logs and decrements that offset by one hour when you pass 
from standardinto"daylight saving time. 

. If you monitor events on remote computers in other time zones, be aware that Event 
Viewer always displays those events' dates and times in your (local) time zone. It 
records occurrences in Greenwich mean time but applies your time zone's Green­
wich mean time offset for display purposes. Thus, for example, an event occurring 
at noonin New York will be reported in Los Angeles as having occurred at 9 A.M. 

If you change the clock on your system, the times reported in event logs do not 
change,. because your offset from Greenwich mean time has not changed. If you 
change your time zone, however, Event Viewer applies the new offset and changes 
the times for all events in the . 

• Source. The source column reports the application or system component that 
generated each event. 

• Cat~gory. Some event sources use categories to distinguish different types 
of events they may report. Many sources do not. As you can see, none of the 
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four sources exemplified in Figure 5-1 (Dhcp, Tcpip, Browser, and Print) use 
categories. 

• Event. All events are identified by a numerical value. This number is associ­
ated with a text description that appears when you view an event's properties. 
There's no system-wide code in use here-each event source's designer sim­
ply decides what numbers to use and records those numbers in the registry­
and there's no requirement that each event source use a unique set of numbers. 
After spending some time in your event logs, however, you might begin to 
recognize particular events by their arbitrary numbers. For example, events 
6006 and 6009, generated by the Event Log service itself (eventlog, in the Source 
column) occur respectively when the Event Log service is stopped and started. 
Because the Event Log service is ord~narily never stopped while your computer 
is running, these events represent system shutdown and restart. 

• User. The User column records the user account associated with each event. Not 
all events are associated with a particular user account. Many events, particu­
larly system events, are not generated by a particular user. These events show 
up as N/A. 

• Computer. The Computer column records the computer on which the event 
occurred. 

Examining Event Details 
To learn more about an event than Event Viewer's details pane tells you, you need 
to display individual information for the event. Select the event you're interested in 
and do one of the following: 

• Double-click the event. 

• Press Enter. 

• Choose Properties from Event Viewer's Action menu. 

Figure 5-2 shows the properties dialog box for an event in the System log. 

The summary information in the top third of the properties dialog box is identical 
to the information that appears in Event Viewer's columnar details pane. The 
description in the middle third of the window is the plain-language description of 
what has occurred. For localization purposes, this information is kept separate from 
the log (.evt) file. Each event type listed in the registry is mapped to descriptive text 
that lives elsewhere, in whatever file the application's or component's designer chooses 
to use. (The event message file is recorded in the EventMessageFile registry value in 
HKLM\System \ CurrentControlSet \Services \ Eventlog \logname \eventsource, where 
logname is the name of the log-System, for example-and eventsdurce is the name of 
the application or component that generates the event in question.) 
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Some events generate binary data that can be useful to programmers or support 
technicians who are familiar with the product that generated the event. If binary data 
is available, it appears in the bottom third of the properties dialog box. 

If you want to view details for other events, you can do so without first returning 
to the details pane: click the arrow buttons in the upper right corner of the proper­
ties dialog box to move to the previous or next event. 

Figure 5-2 

Move to 
previous 
or next event 

Copy current 
event to the 
clipboard 

The properties dialog box for an event can provide useful diagnostic information. 

Directly below the Next Event button, near the upper right corner of the window, 
is a handy Copy button. A click here sends the entire contents of the properties dialog 
box to the clipboard, allowing you, for example, to paste the information into an 
e-mail message and send it to a support technician. (You can also copy some or all 
of the description text by selecting it in the middle third of the window and press­
ing Ctrl+C.) 

Filtering the Log Display 
As you can see from a cursory look at your System log, events can pile up quickly, 
obscuring those of a particular type (such as print jobs) or those that occurred at a 
particular date and time. To filter a log so that Event Viewer displays only the items 
you currently care about, select the log's name in the console tree and choose Filter 
from the View menu. Then fill out the Filter tab of the log's properties dialog box 
(see Figure 5-3) and click OK. To restore the unfiltered list, return to this dialog 
box and click Restore Defaults. 
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Figure 5-3 
You can use this dialog box to filter a log's display on any of Event Viewer's eight columns. 

Using Multiple Views of the Same Log 
With the help of the Action menu's New Log View command, you can switch quickly 
between filtered and unfiltered views of a log-or between one filtered view and a 
different filtered view. Simply select the log in which you're interested, right-click, 
and choose New Log View. Event Viewer adds the new view to the console tree. 
Select the new view and filter to taste. Now you can move between views by navi­
gating the console tree. 

Searching for an Event 
The Find command on Event Viewer's View menu allows you to locate particular 
items in the current log. The Find dialog box looks a lot like the one shown in Fig­
ure 5-3 but includes a Description box in which you can specify all or a portion of 
an event's descriptive text. To locate the most recent event that involved any kind 
of failure, therefore, you could select the first event in the log (assuming you've kept 
the default chronological sort order), choose Find, type fail on the description line, 
and click Find Next. 
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Setting Log-File Siz~ and Longevity 
Log files don't continue to pile up new events forever. If they did, they'd eventu­
ally consume an unmanageable amount of disk space. By default, each log file has 
a maximum size of 512 KB. You can adjust that downward or upward in 64-KB 
increments. 

Also by default, events in each log file have a minimum longevity of seven days. That 
means that if a file reaches its maximum size, new events overwrite the oldest ones­
but only if the oldest ones are at least seven days old. That too is an adjustable 
parameter. 

To change either a log file's maximum size or its events' minimum longevity, select 
the log in question in the console tree. Then choose Properties from the Action menu. 
Figure 5-4 shows a log file's properties dialog box. (You must have administrative 
privileges to use this dialog box; otherwise, the controls all appear dimmed.) 

,!lisplilY name: 

!,ogname: 

Size: 

;., Created: 

" Modified: 
i:': Accessed: 

I~ '" -':-:~:~Z;":;~~~~,~"~~~;"J; 
ID:\WINNT\tystem32\c()nfig~p~Y:~L§vt'i 
64,0 KB (65,536 bytes) " ". 

Tuesday, November 23. 19393;39:11PM 

Monday, December 13,19998:47:24 PM 

,. r~~:.,.,., f"iCB K8 

l
When maximum log size is reached 

r Overwrite events as needed 

, r. O-'Lerwllte eve~ls older than F tB day*, 
. r Do not overwrite events . "., ' :~':l : L;. (clear log manuallY) Bes!Qte De/evils ". 

:V;~, _~_=-~ ___ ~h~d_hhhh"""""" --~ .... ---.~.-~~ ••• , ,., , 

i i :Efje~tL~;';:I'" 

Figure 5-4 
The properties dialog box lets you control the size and lifespan of your event logs. 

If the Event Log service is unable to add new events to a log, either because you J:tave 
told it never to overwrite or because it has reached capacity before the oldest events 
have reached their minimum age, you'll rec~ive a warning message. Then you can 
remedy the situation, either by simply clearing the log or by archiving and then 
clearing it. ' 
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Troubleshooting 
If you run out of space on the disk where your log files reside, the Event Log ser­
vice will be unable to record new events and you will receive an error message to 
that effect. If you cannot create free space on the full disk, you can work around the 
problem by changing the default location of the log files. Doing so requires three 
modifications to your registry. Proceed as follows: 

1. Run Regedit or Regedt32. 

2. Navigate to the key HKLM\System\CurrentControISet\Services\Eventlog 
\ Application. 

3. Double-click the File value. 

4. Change the File value's data to specify a path to a disk that isn't full. For example, 
if the current data is %SystemRoot% \System32 \ Config \ AppEvent.evt and you 
have room to put the AppEvent.evt file in E: \SomeFolder, change the File 
value's data to E:\SomeFolder\AppEvent.evt. 

5. Repeat these steps for the File value in HKLM\System \CurrentControlSet 
\ Services \ Eventlog\Security and HKLM \ System \CurrentControISet\Services 
\ Eventlog \System. 

6. Close Regedit or Regedt32. 

For additional information about modifying the registry, see Chapter 39, "Working with the 
Registry." 

Archiving and Clearing Log Files 
To archive a log, select it in the console tree and choose Save Log File As from the 
Action menu. In the dialog box that appears, be sure to choose the default file type, 
Event Log (*.evt). The resulting file includes all events (ignoring the current filter, 
if any) and all the recorded information (including the binary details). 

To clear a log, either click the Clear Log button in the log's properties dialog box (see 
Figure 5-4) or select the log in the console tree and choose Clear All Events from the 
Action menu. You must have administrative privileges to clear a log. 

Displaying an Archived Log File 
After you have saved a log file in the .evt format, you can redisplay its contents at 
any time by using the Open Log file command on the Action menu. You need to tell 
the system what kind of log file-Application, Security, or System-you're reopen­
ing when you specify the file's name. 
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A reopened archive appears as a new entry in the console tree. You can view it, 
filter it, and search it, just as you would any other log file. You can also delete it­
something you can't do to the default Application, Security, and System logs. 

Exporting Log-File Information 
Saving a log in its native (.evt) format creates a complete replica of the log, but you 
can view that replica only in Event Viewer (or a third-party application capable of 
reading native event logs). Event Viewer can also export log data to tab-delimited 
and comma-delimited text files, however, and you can easily import these into 
database, spreadsheet, or even word processing programs. When you save a log in 
one of these formats, you get everything in the log except the binary data associated 
with certain events. 

To save an entire log file in a text format, select the log in the console tree, choose 
Save Log File As from the Action menu, and select either Text (Tab Delimited) or 
CSV (Comma Delimited) from the Save As Type list. 

The Save Log File As command always exports all of the current log, regardless of 
how the log might be filtered for display purposes. If you want to generate a text report 
showing only particular kinds of events, first filter the log to display those events 
and then use the Action menu's Export List command. Like Save Log File As, 
Export List provides tab-delimited and comma-delimited options. It also offers the 
option to save in Unicode-something that could prove handy if your local language 
includes non-Latin characters. Do not, however, select the Save Only Selected Rows 
check box in the Export List dialog box unless you want a report that includes only 
column headers and a single event. 

Backing Up Log Files 
Because the Event Log service is ordinarily running at all times, the three log files­
AppEvent.evt, SecEvent.evt, and SysEvent.evt-are, under ordinary circumstances, 
open at all times. Do not try to back up these log files using Windows Explorer or the com­
mand line! Windows Explorer and the Copy command will copy your open log files 
without complaint, but if you copy them back to your %SystemRoot% \System32 \ 
Config folder (the default log-file location), Event Viewer will find them corrupted 
and will be unable to display their contents. 

If for some reason you must back up your logs with Windows Explorer or the Copy 
command (a circumstance difficult to imagine), first disable the Event Log service 
and then restart Windows 2000. Those actions will close the log files and prevent 
them from being opened when Windows 2000 starts. After you've made your cop­
ies, reenable the service and restart Windows 2000. (For information about disabling/ 
reenabling services, see "Starting and Stopping Services," page 332. 
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Fortunately, the Windows 2000 Backup program (Ntbackup.exe) can back up and 
restore log files without corrupting them in the process and without your having to 
disable the log service. You can use Windows 2000 Backup to schedule regular back­
ups of your log files. 

Troubleshooting 
If Event Viewer reports on startup that one or more of your log files is corrupt, you 
can remedy the situation as follows: 

1. Disable the Event Log service. (For information about disabling a service, see "Start­
ing and Stopping Services," page 332) 

2. Restart Windows 2000. 

3. Delete the corrupt log(s)-AppEvent.evt, SecEvent.evt, and/ or SysEvent.evt­
from %SystemRoot% \System32\Config (or wherever they may be). 

4. Reenable the Event Log service. 

5. Restart Windows 2000. 

Note that you cannot delete or rename the log files while the Event Log service is 
running. 

Monitoring Events on Remote Computers 
You can use Event Viewer to monitor events on computers other than your own. To 
monitor a remote computer, start Event Viewer with the following command line: 

eventvwr.msc /computer=computername 

where computername is the network name of the remote computer. 

You can also use Event Viewer's Open Log File command to read log (.evt) files that 
have been saved from a remote system. Be aware, however, that when you open a 
log file saved from a remote system, your local copy of Event Viewer will read that 
log file using your local registry settings, not those of the remote computer. If you 
try to examine the details for an event whose source is registered on the remote 
computer but not on your own, you'll see an error message indicating that the 
description for this particular event can't be found. You can work around this prob­
lem by adding the remote event source to your own registry. 
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For example, suppose the remote system generates events from an application called 
MyApp, which is not registered on your local system. To modify your system so that 
you can read these events in a log saved from the remote system: 

1. On the remote computer, run Regedit (not Regedt32). 

2. Navigate to the key HKLM \ System \CurrentControISet\Services \ Eventlog 
\ Application \MyApp. 

(If the remote events in question appear in the System log, not the Applica­
tion log, substitute System for Application in this key.) 

3. In Regedit's right pane, look for the value EventMessageFile. The data for this 
value specifies the remote system's event message file, and you will need to 
copy this file to an identical path on your own system. For example, if the data 
reads %SystemRoot% \System32\Myapp.ocx, you need to copy the file to 
%SystemRoot% \System32 on your own system. 

4. With the MyApp key selected in the left pane, choose Export Registry File 
from Regedit's Registry menu. Supply a file name with the extension .reg. 

5. Close Regedit. 

6. On your own system, double-click the .reg file you just saved from the remote 
system to merge it into your registry. 

7. Copy the remote system's event message file to your own system. 

8. Close and restart Event Viewer. You should now be able to read the log file 
saved from the remote system and have the information translated correctly. 
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Chapter 6 

Finding Files with the 
Indexing Service 

In This Chapter 
Security and the Indexing Service ......................................... 96 

Limitations of the Indexing Service ........................................ 97 

Activating the Indexing Service ............................................ 98 

Submitting Queries ..................................................... 99 

Administering the Indexing Service ....................................... 110 

Created for and first delivered with Microsoft Internet Information Server (IIS), the 
Indexing Service is a feature originally designed to facilitate fast and flexible searches 
for information stored on Web sites. Because its query technology can be applied to 
ordinary disk stores as well as to Web sites, the Indexing Service has become a core 
component of Microsoft Windows 2000 and is integrated with the Search Assistant, 
the searching tool that appears when you choose Search from the Start menu or 
display the Search Explorer bar in Windows Explorer. With the Indexing Service thus 
married to the operating system, you can now use the same powerful query language 
to locate files on your local and remote hard disks as Webmasters use to set up search 
forms on Internet or intra net sites. 

The Indexing Service extends the power of the Search Assistant in several ways. First, 
it speeds up searching dramatically. How much performance gain you'll see depends 
on many circumstances. But in tests for this chapter, we found that content searches 
consistently ran on the order of a hundred times faster with the Indexing Service than 
without it. 

Second, the Indexing Service's query language lets you find files on the basis of many 
different properties in addition to the size, date, and file-type properties that the native 
Search Assistant understands. With the Indexing Service, you can locate a file on the 
basis of word count, most recent editor, most recent printing time, and many other 
attributes. (For a list of the most useful properties available to Indexing Service queries, see 
Table 6-1, page 104].) 
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In addition, the query language offers Boolean and proximity operators as well as 
the ability to find inflected forms of search strings. The Boolean operators allow you 
to specify more than one criterion in a search (all files written by Bill containing the 
words "Windows 2000," for example). The proximity operator lets you search for 
files in which one word or string appears close to another (although it did not work 
reliably in our tests). And the ability to find inflected word forms means that, for 
example, a search for "swim" will turn up "swimming," "swam," and "swum" as 
well as "swim." . 

Because the Indexing Service is integrated with the Search Assistant, you can enter 
your queries, simple or complex, directly on the Search Assistant's Containing Text 
line. You don't need a special query form. (As you'll see, a query form is included 
in Ciadv.msc, the MMC console used for managing the Indexing Service. But you 
don't need to use this form-and, in fact, you can't unless you're logged on as an 
administrator.) You do need to ensure that the service is running and that it has had 
time to build a catalog of your disks' contents. Provided that the disks and folders 
you're searching have been indexed and the service is running, the Search Assistant 
lets the Indexing Service do the searching. 

Security and the Indexing Service 
The Indexing Service obeys the rules of NTFS file security. If a catalog (the collection 
of files used by the Indexing Service to record the contents and properties of your 
files) resides on a local NTFS volume, the access privileges of the user executing a 
search determine the results of that search. The service will not return the names of 
files for which the user does not have at least Read access permission. If the catalog 
is stored on a network share accessed via a UNC path, the user might see the names 
of files for which he or she lacks Read permission but will not be able to open any 
such files. 

By default, the Indexing Service creates its catalogs in folders to which only the 
System account has access. This precaution prevents accidental deletion. More impor­
tant, it helps maintain security. As long as the default access permissions for the 
catalog folder are not changed by an administrator, you can be assured that the 

. catalog files themselves are not subject to unauthorized inspection. 

The Indexing Service never indexes encrypted documents. If a file is encrypted after 
being indexed, the service removes it from the catalog. Because such files won't appear 
in searches performed by the Indexing Service, even if those searches are carried out 
by the owner of the files, it's best to exclude folders containing encrypted files from 
the catalog. (See" Changing the Folders Included in a Catalog," ·page 113.) Folders excluded 
from the catalog can be searched in the normal way by the Search Assistant. 
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Limitations of the Indexing Service 
Does using the Indexing Service have drawbacks? Not many. But here are some 
things you should know: 

• The Indexing Service requires disk space. Because the Indexing Service cata­
logs your disks in the background, during periods when your computer is idle, 
you don't pay a performance penalty for having the service running. You do, 
hpwever, sacrifice some disk space. Microsoft estimates that the catalog will 
consume from 15 to 30 percent of the size of the indexed files. Prudence sug­
gests assuming that the higher figure is more accurate. 

• The Indexing Service catalogs the content of only certain kinds of files. By 
default, the Indexing Service catalogs the content 'of the following document 
types: 

• HTML files (their textual contents) 

• Text files, including files with the extensions .ini, .reg, .inf., .bat, and .txt 

• Documents created by Microsoft Office (version 95 and later) 

• Internet mail and news files (if IIS is installed) 

• Any other document type for which a suitable filter is installed 

A filter tells the Indexing Service how to separate meaningful text from file head­
ers, formatting information, and all other nontextual elements. Microsoft pro­
vides filters for HTML, text, Office, and mail and news documents. Third parties 
might provide filters for their own documents. (For example, Adobe Systems 
provides a filter for its popular .pdf format. You can download that filter from 
www.adobe.com.) If you use a non-Microsoft office suite, you might want to check 
with that product's vendor to see whether an Indexing Service filter (an ifilter, 
to use the programmer's jargon) is available. 

With an optional setting available via the Indexing Service MMC console, you 
can set the service to index files with unknown extensions. (To learn how to do 
this, see "Indexing Files with Unknown Extensions," page 112.) If you index files 
with unknown extensions, the service tries to extract meaningful content from 
file types other than the ones it catalogs by default. For more reliable content 
searching of unfiltered file types, however, we recommend the command-line 
utility Findstr. You can open a Command Prompt session and type findstr /? 
to obtain information about this command. (See Chapter II, "Using the Command 
Prompt.") 

• The Indexing Service ignores J/noise" words. The list of words ignored by the 
Indexing Service appears in the file %SystemRoot% \System32\Noise.xxx, 
where xxx is a three-letter abbreviation for the language you use. The file is plain 
text, and you can edit it with Notepad or another plain-text editor. The noise 
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file for the English language, Noise.eng, includes common prepositions and 
conjunctions, articles, relative pronouns, various forms of the verb to be and 
other common verbs, individual numerals (1,2, 3, and so on), individual let­
ters (a,b, c), and a handful of other words that occur so frequently in text that 
they're generally not useful in search strings. 

If you include a noise word in a search string, the service treats that word as a 
placeholder. For example, in the search string "'age hefore beauty," "before" is 
a noise word. The Indexing Service will treat this string as equivalent to "'age 
after beauty," "age with beauty," and so on. 

• The Indexing Service ignores case. In the native Search Assistant, searches are 
case insensitive by default, but you can override that default. Indexing Service ' 
searches, on the other hand, are always case insensitive. If you need a case­
sensitive search, simply click Advanced Options in the Search Options section 
of the Search Explorer bar, and select the Case Sensitive check box. The Search 
Assistant will then ignore the Indexing Service catalog. 

Activating the Indexing Service 
Before you can use the Indexing Service, the service must be running. It must also 
have some time to generate a catalog. To learn the current status of the service, open 
the Search Assistant (Start I Search I For Files And Folders) and check the text that 
appears at the bottom of the Search Options section. (If the Search Options section 
is collapsed, click Search Options to expand it.) 

earcHOption~(~~ 

o Date 

o Type 

o Size 

o Advanced Options 

I nde~ing Service has finished building an 
index of all the files on your local hard 
disks and is monitoring changes. 

If the Indexing Service is not currently running, the text will indicate that the service 
is disabled. To enable it, you must be logged on as a member of the Administrators 
group. If you click Indexing Service without being logged on as an administrator, 
you'll be taken to the Help documents for the Indexing Service, where you can read 
all the many reasons you should find an administrator to start the service! If you are 
logged on as an administrator, the Indexing Service Settings dialog box, shown in 
Figure 6-1, appears. Here you can turn on the service by selecting Yes, Enable Index­
ing Service And Run When My Computer Is Idle. 
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I' When Indexing Service is enabled, the files on your computer are indexed 

and maintained so you can perform faster searches, Indexing Service also 
provides greater search capabilities. For more in/ormation, click Help. 

Status: Indexing Service is currently disabled. 

Do you want to enable Indexing Service?-------, 

(' :tes, enable Indexing Service and run when my computer is idle, 
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Figure 6-1 

OK 

Cancel 

8dvanced 

Help 

Click Yes to turn on the Indexing Service. You must be logged on 
as an administrator to reach this dialog box. 

The Advanced button in the Indexing Service Settings dialog box provides one route 
to the Indexing Service MMC console, where (if you have administrative privileges) 
you can tailor the service to your needs. The options available there are described later 
in this chapter. (See "Administering the Indexing Service," page 110.) By default, the 
service creates a catalog called System that incorporates all of your local hard disk 
storage except for % HomeDrive % \ Documents And Settings \ Default User\ Application 
Data and %HomeDrive% \Documents And Settings \ Default User\Local Settings 
(and the subfolders of these two folders).The first time you activate the Indexing 
Service, it has quite a bit of work to do to create this catalog. You will probably need 
to leave your machine on and idle overnight before the catalog is complete. After 
the initial work is finished, however, the Indexing Service is a low-maintenance 
feature. Changes that you make to your files are quickly incorporated into the catalog. 
For more details about how the Indexing Service maintains its catalog(s), see" Administer­
ing the Indexing Service," page 110. 

Submitting Queries 
To submit a query, simply open a Search Assistant window (choose Start I Search 
I For Files And Folders, or click Search in Windows Explorer) and type on the Con­
taining Text line. Your query can be up to 256 characters in length. As Figure 6-2 
shows, the results appear in the Search Results window, which is an ordinary Win­
dows Explorer window. You can manipulate files there exactly as you would in any 
other Windows Explorer context. 

Note that you can still use all the other fields in the Search Assistant to restrict your 
query. For example, typing #docauthor Craig* on the Containing Text line generates 
a search for all documents whose author's name begins with Craig. To restrict the 
search to Microsoft Excel documents, you could type *.xls on the Search For Files Or 
Folders Named line. To limit the search to documents last modified within the most 
recent month, you could click Date, choose Files Modified, and so on. You could add 
these restrictions to your query by using Boolean operators on the Containing Text 
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line, but why bother? If the Search Assistant provides the parameters you need, you 
might as well take advantage of them-and save your Boolean prowess for more 
complex queries that require it. 

Figure 6-2 

S elect ~n ftem to view as 
description. 

C:\ 
C:\ 
O:\SiegOoe.\W.iting\PCMag\Solutions 
D:\SiegDoes\W.iting\PCM.g\Solution. 
D:\SiegDoe.\W.iting\PCMag\Solution. 
D:\SiegOoe.\W.iting\PCMag\Solution. 
D:\SiegOoe.\W.iting\PCMag\Solutions 
D:\SiegDoe.\W.iting\PCMag\Solution.'Z'Zm •• ek 
D:\SiegDoes\W.iting\PCMag\Solution.'Z'Zma.ek 
D:\SiegOoes\W.iting\PCMag\Solution.\x\xiong 
D:\SiegOoe.\W.iting\PCMag\Solution.\w\Wiliiam. 
D:\SiegDoes\W.iting\PCMag\Solution.\w\Wiliiam. 

To submit a query, simply type on the Containing Text line. 

The Short Form and the Long Form 
You can express queries in either of two "dialects," known as the short form and the 
long form. Figure 6-2 shows an example of a short-form query. 

The short form is compatible with earlier versions of the query language; the long 
form is the basis for all future versions. In other words, if training and preparation 
for the future are important to you, you should learn and use the long form. For the 
sake of maintainability, it would also be wise to focus on the long form if you're 
developing applications that use the Indexing Service APIs. On the other hand, the 
long form requires a lot more typing. 

If extra typing is not an insurmountable burden for you, however, you might come to 
prefer the long form, simply because it is more internally consistent and easier to learn. 
The short form relies on mode symbols that don't always work in an intuitive way. 

In the current version of the Indexing Service, you can do everything with the short 
form that you can do with the long. 

The Syntax of the Short Form 
Short-form queries look like this: 

@1$I#property-name query-expression 
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That is, they begin with a property name, prefixed by one of the following mode 
symbols: 

, Mode Symbol 
@ 

$ 

Query Type 
Phrase query 

Free-text query 

# UNIX-style regular-expression query 

If you're searching for file content (as opposed to, say, looking for files by a particular 
author or files created within a particular date range), the property in question is 
Contents. Thus a short-form content query might look like this: 

@contents query-expression 

or 

$contents query-expression 

In short-form queries that involve multiple properties, each property name must be 
preceded by one of the three mode symbols. For an explanation of the difference between 
free-text and phrase queries, see "Phrase and Free-Text Query Expressions," below . 

. The Syntax of the Long Form 
The long-form syntax resembles that of Hypertext Markup Language (HTML): 

{query-tag attributel=valuel, attribute2=value2, ... } query-expression {closing-tag} 

For example, a long-form query for documents whose subject is "taxes" might look 
like this: 

{prop name=docsubject} taxes {/prop} 

A space character following the query tag's closing brace is optional, as are space 
characters surrounding an operator name (such as AND). Examples in this chapter 
include space characters for readability and typographical convenience. 

Closing tags are sometimes optional. Because they are required in many queries, 
however, you might want to acquire the habit of using them. (The Indexing Service 
displays an error message if you omit a required closing tag.) 

Phrase and Free-Text Query Expressions 
Query expressions involving text can take either of two forms, called phrase and free­
text. In a phrase expression, the service looks for exact matches. For example, given 
the query 

{phrase} John's debugger eats bugs {/phrase} 

the service returns only those files that include exactly that four-word string. 
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In a free-text expression, the service treats the text as though each word were sepa­
rated from the next by a Boolean OR-that is, it returns files that match any of the 
words. It also looks .for inflected forms of verbs. So the query 

{freetext} John's debugger eats bugs {/freetext} 

would cause the service to look for files that contain any of following words: 
"John's," "debugger," "eats," "bugs," "ate," "eating," "eaten." 

When you perform a free-text query, the Relevance column in the Search Results 
window becomes relevant. The numbers there reflect the Indexing Service's estimate 
of the relative utility of the files returned. Files,in which all the words in the search 
string are found in immediate proximity to one another and in the order submitted 
receive the highest rankings. Note, however, that Indexing Service does not perform 
any natural-language processing when it carries out a free-text search. It simply looks 
for word matches. 

Query expressions in the current version of Indexing Service are free-text by default. 
This is a change from earlier versions. 

Submitting Content Queries 
When you look for files containing particular words or sequences of words, you're 
asking the Indexing Service to look at your documents' Contents property. Because 
Contents is the service's default property and free-text is its default text mode, you 
can perform a free-text content search simply by typing on the Search Assistant's 
Containing Text line-that is, without using either the short form or the long form 
of the query language. You can also submit a phrase query direct.ly on the Contain­
ing Text line by enclosing your phrase in quotation marks. 

It's not a particularly good idea to submit your content queries in this manner, how­
ever. If your catalog is not completely up to date, the Search Assistant might begin 
a laboriously slow file-by-file, bit-by-bit search of your hard disk, rather than con­
sulting the catalog. Worse, if it launches into a phrase search in this manner, it will 
look for the quotation marks right along with the words they contain. 

To avoid misunderstandings, it's better to do a little extra typing. For a free-text 
query, type 

$contents text 

or 

{freetext} text {/freetext} 

For a phrase query, type 

@contents text 

or 

{phrase} text {/phrase} 
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If the catalog is not current when you do this, the following message appears: 

Search Warning < >", < EJ 

ICD Windows has not finished indexing one or more of 
the selected volumes. 

i YOIJI search results may be incomplete. 

OK 

To bail out, click the X in the upper right corner of the dialog box to close it. (Some­
one neglected to put a Cancel button in this dialog box.) Unless you've had the In­
dexing Service turned off for a long time, though, the chances are good that your 
catalog is nearly complete and that going ahead with the search will produce the file 
names you're looking for. 

Note the following about query expressions that include text: 

• Free-text and phrase expressions cannot be mixed in a single query. That is, you 
cannot use a Boolean or proximity operator to connect a free-text expression 
to a phrase expression. 

• Enclose your text in quotation marks if it contains any of the following char­
acters: % I A # @ $ 

• Enclose your text in quotation marks if you're using the long form and if query­
expression contains anyof the following words: "and," "or," "not," "near," 
"equals," "contains." 

• The Indexing Service always ignores case. 

• You can't use relational operators in content queries. Therefore, do not put an· 
equal sign in short-form queries for text. Results (for queries of the form 
@contents=text are erratic. Sometimes the service displays an error message; 
sometimes it returns nothing. 

Working with Properties 
Technically, all queries are property queries. When you look for files that contain 
particular words, you're searching on the basis of the Contents property. Contents 
is the Indexing Service's default property. Table 6-1 lists the most important additional 
properties that you can use in your queries. Note that not all of these properties are 
available for every document type. 
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Table 6-1. Useful Document Properties Available for Indexing Service Queries 
PropertyName 
Access 

All 

AllocSize 

Created 

Directory 

DocAppName. 

DocAuthor 

DocByteCount 

DocCategory 

DocCharCount 

DocComments 

DocCompany 
DocCreatedTm 

DocEditTime 

DocHiddenCount 

DocKeywords 

DocLastAuthor 

DocLastPrinted 

DocLastSavedTm 

DocManager 

DocNoteCount 

DocPageCount 

DocParaCount 

DocPartTitles 

DocRevNumber 

DocSlideCount 

DocTemplate 

DocTitle 

De~~ription 
The last time the document was accessed 

All properties, including Contents; works only for text queries, 
not numeric queries 

The amount of disk space allocated to the document 

The time the document was created 

The physical path to the document, not iIi.c1uding the document 
name 

The name of the application that created the document 

The author of the document 

The number of bytes in the document 

The document type 

The number of characters in the document 

Comments about the document 

The name of the company for which the document was written 
The time the document was created 

The total time spent editing the document 

The number of hidden slides in a Microsoft PowerPoint 
document 

Key words associated with the document 

The user who most recently edited the document 

The time the document was last printed 

The time the document was last saved 

The name of the manager of the document's author 

The number of pages with notes in a Power Point document 

The number of pages in the document 

The number of paragraphs in the document 

The names of document parts, such as worksheet names in a 
Microsoft Excel document or slide titles in a PowerPoint 
document 

The current version number of the document 

The number of slides in a Power Point document DocSubject 
The subject of the document 

The name of the template used by the document 

The title of the document 

(continued) 
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Table 6-1. Useful Document Properties Available for Indexing Service Queries (cont.) 

Property Name 
DocWordCount 

Filename 

Path 

ShortFileN arne 

Size 

Write 

Description 
The number of words in the document 

The name of the document 

The physical path to the document, including the document 
name 

The 8.3-format name of the document 

The size of the document, in bytes 

The date and time the document was last modified 

In addition to the properties listed in Table 6-1, the Indexing Service can catalog 
custom properties associated with a document. 

Specifying Property Names 
To specify a property name using the short form, simply prefix the property name 
with @ or #. Use # for pattern-matching queries (for details, see "Pattern-Matching 
Queries," page 108), such as 

#directory *\PressReleases\* 

Otherwise, use @. 

To specify a property via the long form, use the {prop} tag, like this: 

{prop name=directory} MyDocs\LPCO\PressReleases\00 {Jprop} 

If your query expression includes wildcard characters, you must also use the {regexl 
tag. The long-form equivalent of the short-form query #directory *\PressReleases \ * 
would be 

{prop name=directory} {regex} *\PressReleases\* {Jregex} {Jprop} 

If your property name includes spaces, use quotation marks: . 

{prop name="Number of exasperating revisions requested"} )10 {/prop} 

The EQUALS and CONTAINS Operators 
In query expressions involving text, use the EQUALS operator when you require an 
exact match. The short form of the EQUALS operator is = (an equal sign). For example, 
the following queries 

@doctitle Queen's Gambit Declined 

{prop name=docTitle} equals Queen's Gambit Declined {Jprop} 

locate all files whose DocTitle property value is exactly "Queen's Gambit Declined." 
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When you care only whether a particular word appears in a property value (no matter 
what else may be there), use the CONTAINS operator (or no operator; CONTAINS 
is the default). For example, to find documents in which the words "Queen's Gam­
bit Declined" appear somewhere within any property (including the contents), you 
could write any of the following: 

@all Queen's Gambit Declined 

{prop name=all} contains {phrase} Queen's Gambit Declined {/phrase} {/prop} 

{prop name=all} {phrase} Queen's Gambit Declined {/phrase} {/prop} 

Note that the short form does not include a CONTAINS operator. 

To find documents in which any of those words (or any of the inflected forms of 
"declined") appear, express the text in free-text mode: 

$all Queen's Gambit Declined 

{prop name=all} contains {freetext} Queen's Gambit Declined {/freetext} {/prop} 

{prop name=all} {freetext} Queen's Gambit Declined {/freetext} {/prop} 

The Relational Operators 
The Indexing Service offers the following relational operators: 

Operator 

!= 

< 

<= 

> 

>= 

Descriptign 
Equal to 

Not equal to 

Less than 

Less than or equal to 

Greater than 

Equal to or greater than 

Both the long form and the short form use the same set of relational operators. 

Date and Time ExpreSSions 
Dates and times should be expressed in one of the following formats: 

yyyy/mm/dd hh:mm:ss 

yyyy-mm-dd hh:mm:ss 

The first two year digits are optional. If you omit them, the Indexing Service regards 
all years as falling between 1930 and 2029. You can add an optional three-digit mil­
lisecond value to the time value (for example, 2000/04/12 14:54:23.456). All times 
are recorded in coordinated universal time format (UTC, or Universal Time Coor­
dinate), which is essentially the same as Greenwich mean time. 
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In conjunction with relational operators, you can express times as offsets relative to 
the current time, using the following abbreviations: 

Abbreviation Meaning 
y Year 

q Quarter (three months) 

m Month 

w Week 

d Day 

h Hour 

n Minute 

s Second 

For example, the query 

@Write )-1d12h 

returns files last saved within the most recent 36 hours. 

The Boolean Operators 
The Indexing Service offers the following Boolean operators: 

Operator. 
AND 

OR 

Binary NOT 

Unary NOT 

Short Form 
& 

I 

&! .. 

Long form .. 
AND 

OR 

AND NOT 

NOT 

The binary NOT operator is used between two properties. For example, in the query 

@DocAuthor Carl &1 @DocSubject Windows 

the binary NOT operator returns documents that match @DocAuthor Carl but not 
@DocSubject Windows. 

The unary NOT operator is used to negate a single query expression. For example, 
the query 

{prop name=size} not) 1000 

returns documents whose size is not greater than 1000 bytes. The only reason the dis­
tinction matters is that the unary NOT is permitted only in queries in which the query 
expression is a numeric value. 

Note that it's okay to use the short-form operator symbols in long-form queries­
that is, you can substitute & for AND, I for OR, and so on. More important, be aware 
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that the Indexing Service Help text (as well as some documents posted at Microsoft's 
MSDN Web site) erroneously indicates that the unary NOT operator should go 
before the property name in the short form, like this: 

!@Size > 1000 

Unfortunately, the Indexing Service will not reject this query. Instead it will ignore 
the NOT operator, returning results that are the opposite of what you intend. 

The Proximity Operator 
The proximity operator allegedly lets you look for files in which two text expressions 
fall within 50 words of each other. In numerous tests for this chapter, however, the 
service returned files in which the two expressions appeared only at significantly 
larger separations. (In one file, the two expressions were more than 1000 words 
apart.) Even assuming that noise words are disregarded in the calculation, we have 
to conclude that the proximity operator might better be described as a Boolean AND. 

In fact, we compared the effects of the AND operator and the proximity operator, 
and in every test the Indexing Service returned the same set of documents with each 
operator. The operators differed in terms of the relevance rankings given to the files 
returned, but we found no consistent pattern to the differences in these rankings. 
We suggest that you regard the proximity operator with a degree of skepticism! 

The long form of the proximity operator is NEAR; you can use either NEAR or ,.., in 
the short form. 

The Order of Operator Precedence 
The Boolean and proximity operators are evaluated in the following order: 

1. NOT 

2. AND and NEAR 

3. OR 

Operators at the same precedence level are evaluated in left-to-right order. You can 
use parentheses to override the default precedence. 

Pattern-Matching Queries 
The Indexing Service supports three types of pattern-matching queries: 

• Queries that use MS-DOS-style wildcard characters (* and ?) 

• UNIX-style regular-expression queries 

• Queries that look for alternative word forms 
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Queries That Use MS-OOS-Style Wildcard Characters 
The Indexing Service recognizes both of the standard MS-DOS wildcard characters, 
* and ? The asterisk represents any number of characters, and the question mark rep­
resents any single character. 

In the short form, you can express this kind of query using either the @ or the # mode 
symbol. For example, both 

I/filename=*.do? 

and 

@filename=*.do? 

will deliver file names whose extensions start with the characters do and end with 
at most one additional character. 

Do not, however, omit the equal sign in short-form queries of this type. If you do, 
the Indexing Service assumes a CONTAINS operator instead of an EQUALS opera­
tor. The query 

I/filename *.do? 

returns file names that include the characters do anywhere-before or after the period. 

To find file names with the pattern *.do? using the long form, write this query: 

{prop name=filename} {regex} *.do? {/regex} {/prop} 

Do not omit the {regex} tag. If you do, the Indexing Service returns only those files 
with the characters do? before the extension! 

Queries That Use UNiX-Style Regular Expressions 
The Indexing Service supports the UNIX regular-expression syntax. A full treatment 
of the possibilities this affords is beyond the scope of this chapter. (You can read 
details in the Indexing Service Help text, or at msdn.microsoft.com/library/psdk/ 
indexsrv/ixqlang_lnlv.htm.) Here, however, is one potentially useful example. 
The query 

{prop name=fil enamel {regex} *.1 (do? 1 ,xl? 1 ,mdb I) {/regex} {/prop} 

returns all files with any of the following extensions: .do?, .xl?, or .mdb. 

Here is the equivalent short-form query: 

I/filename *.1 (do?1 ,xl?1 ,mdbl) 

Notice that in this case, as distinguished from the simple MS-DOS-style query, you 
must use the # mode symbol, and you must omit the equal sign. 
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Queries That Look for Alternative Word Forms 
If you want to use the short form to find words that begin with particular letters, use 
the @ mode symbol, no equal sign, and a single asterisk. For example, the query 

@contents dog* 

returns documents with "dog," "doghouse," "doggerel," "dogmatic," "doggone," 
and so forth. Note that if you mistakenly use the # mode symbol, you get nothing! 

To perform the same query using the long form, write either of the following: 

{prop name=contents} dog* {/prop} 

{prop name=contents} {generate method=prefix} dog {/gen~rate}{/prop} 

The {generate} tag provides finger exercise, but no more .. Its method attribute cur­
rently supports only two values-prefix and inflect. As you'll see, the inflect value is 
also superfluous in the current version. (Future versions of the query language pre­
sumably will support additional kinds of alternative word forms.) 

To find inflected forms of verbs, use the double-asterisk wildcard. For example, 

@contents swim** 

locates files containing "swim," "swam," and "swum" -but not "swimmer." Short­
form users, nota bene: Use @, not #, and do not write an equal sign. 

In the long form, the equivalent query is either of the following: 

{prop name=contents} {generate method=inflect} swim {/generate} {/prop} 

{prop name=contents} swim** {/prop} 

Administering the Indexing Service 
The MMC console for administering the Indexing Service is Ciadv.msc, shown in 
Figure 6-3. You can get there by any of the following routes: 

• Type ciadv.msc at a command prompt. 

• Right-click My Computer and choose Manage. In Computer Management, open 
Services And Applications. Under Services And Applications, select Indexing 
Service. 

• In the Search Assistant (or the Search Explorer bar), click the Indexing Service 
link. (Click Search Options first if you don't see the Indexing Service link.) 
In the Indexing Service Settings dialog box (see Figure 6-1, page 99), click 
Advanced. 

You must be logged on as an administrator to use the Indexing Service console. You 
can get there without administrative privileges (if you use one of the first two meth­
ods just described), but you can't do anything useful-or even see the status of 
the service. 
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Figure 6-3 
If you log on as an administrator, you can use this MMC console to administer 
the Indexing Service. . 

If the Indexing Service console does not display the console tree (the left pane), you 
might want to do the following to display it: 

1. Choose View I Customize. 

2. Select the Console Tree check box and click OK. 

If the Console Tree check box is already selected but the console tree is not visible, 
clear the check box, click OK, choose View I Customize again, and then select the 
check box and click OK. (This is a bug in MMC.) 

The console tree displays an entry for each catalog created by the Indexing Service. 
By default, that includes a System catalog and, if IIS is installed, a Web catalog. You can 
also create additional catalogs or delete existing ones in the Indexing Service console. 

Opening the entry for a catalog reveals the three subentries shown iJi Figure 6-3: 
Directories, Properties, and Query The Catalog. Directories shows which folders are 
indexed by the selected catalog (and lets you make changes to that list). Properties 
shows which properties are being indexed, and Query The Catalog provides a query 
form that you can use as an alternative to the Search Assistant. Queries submitted 
with this query form generate the same list of files as queries submitted via the Search 

- Assistant, but the files arrive as hyperlinks rather than as Windows Explorer entries. 

When you select a catalog name in the console tree, the details pane of the Index­
ing Service provides status information about the selected catalog. 

An Overview of the Indexing Process 
The Indexing Service creates and maintains its catalogs through the following· 
processes: 

1. Scanning. The service scans the disks and folders to be indexed to determine 
which files have changed and thus need to be reindexed. A full scan takes place 
the first time you turn on the service, whenever you add a folder to a catalog, 
and whenever a serious error occurs. Incremental scans take place whenever 
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the service is restarted (for example, when you restart your computer) and at 
least once a day. 

2. The creation of word lists. A word list is a small temporary index maintained 
in memory. Documents in a word list are automatically reindexed whenever 
the service is restarted. 

3. The creation of saved indexes. A saved index is a highly compressed tempo­
rary disk file optimized for fast response to searches. The service combines 
word list data into saved indexes whenever a large enough number of word 
lists have accumulated. 

4. Merging. Merging is the combining of data from multiple word lists and saved 
indexes into a permanent master index. 

Indexing Files with Unknown Extensions 
To include files with unknown extensions in all your catalogs, right-click Indexing 
Service On Local Machine, at the top of the console tree, and choose Properties from 
the shortcut menu. The dialog box shown in Figure 6-4 appears. 

Figure 6-4 
Use this properties dialog box to add unknown file types to your catalog. 

On the Generation tab, select the Index Files With Unknown Extensions check box. 
The Indexing Service will then do its best to extract meaningful content from file 
types for which it lacks a filter. After you've made this change, you need to stop and 
restart the Indexing Service to haveyour change take effect. 
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To index unknown file types only in a particular catalog, right-click that catalog's 
name in the console tree and then choose Properties. On the Tracking tab, clear the 
Inherit Above Settings From Service check box. Then go to the Generation tab and 
select Index Files With Known Extensions. (If you don't first clear Inherit Above 
Settings From Service, your catalog uses whatever setting you've applied to the 
service as a whole.) After making this change, stop and restart the catalog to have 
your change take effect. 

Supplying an Alias for a Folder Name 
By default, the Indexing Service identifies remote folders by their share names and 
their full UNC paths. The UNC paths appear in the Alias column in the details pane 
of the Indexing Service console. If this default alias is not to your liking, right-click 
Indexing Service On Local Machine, choose Properties from the shortcut menu, go 
to the Tracking tab, and clear the Add Network Share Alias Automatically check box. 
You can then supply your own alias (if you want) by expanding the catalog entry 
in the console tree, selecting Directories in the console tree, double-clicking the 
directory (folder) name in the details pane, and filling out the ensuing dialog box. 

You can also clear the alias default at the catalog level rather than the service level. 
To do so, right-click the catalog name, choose Properties, go to the Tracking tab, clear 
the Inherit Above Settings From Service check box, and then clear Add Network 
Share Alias Automatically. 

Stopping, Pausing, and Restarting 
To stop the service, right-click Indexing Service On Local Machine and choose Stop 
from the shortcut menu. To stop a particular catalog, right-click that catalog's name, 
choose All Tasks from the shortcut menu, and then choose Stop. 

To pause the service or a catalog, follow the same steps, but choose Pause instead 
of Stop. While the service or a catalog is paused, you can still execute queries, but 
no further catalog processing occurs. To restart after a pause or a stop, retrace your 
steps and choose Start. 

Changing the Folders Included in a Catalog 
To see which folders are included in a catalog, open the catalog'S entry in the con­
sole tree and select Directories. Figure 6-5 shows a sample of what you might see. 

Folders with a Yes in the Include In Catalog column are part of that catalog-as are 
all their subfolders, with the exception of subfolders explicitly excluded by entries 
that have a No in the Include In Catalog column. 
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Figure 6-5 
The Directories list shows which folders a catalog includes. 

To add a folder to the catalog, right-click Directories in the console tree, choose Add, 
and then choose Directory. In the ensuing dialog box, supply the path and alias of 
the folder you want to add. To delete a folder, right-click it in the details pane and 
choose Delete from the shortcut menu. To change a folder's status-from included 
to excluded, or vice versa-double-click the folder in the details pane. In the ensu-
ing dialog box, select Yes or No as appropriate. ' 

Excluding Specific NTFS Files 
To explicitly include or exclude an NTFS file from your catalog(s), right-click the file 
in a Windows Explorer window and choose Properties from the shortcut menu. On 
the General tab of the properties dialog box, click the Advanced button to display 
the Advanced Attributes dialog box, shown in Figure 6-6. Clear the For Fast Search­
ing, Allow Indexing Service To Index This File check box to exclude this file from 
all catalogs. 

Figure 6-6 
You can use this Advanced Attributes dialog box to explicitly exclude 
a file from your catalog(s). 
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Manually Rescanning a Folder 
You can manually initiate an incremental or full scan of any folder by right-click­
ing the folder name in the details pane, choosing All Tasks, and then choosing Rescan 
(Full) or Rescan (Incremental). Microsoft recommends that you do a full rescan if you 
install a new filter, start or stop the indexing of unknown file types, or edit the noise 
word file. 

Creating and Deleting Catalogs 
To create a new catalog, right-click Indexing Service On Local Machine (in the con­
sole tree), choose New from the shortcut menu, and then choose Catalog. You'll be 
asked to supply a name and storage location for the new catalog. 

To delete a catalog, first stop the Indexing Service. Then right-click the catalog's name 
in the console tree, choose Delete from the shortcut menu, and answer the confir­
mation prompt. 

Adjusting the Indexing Service's Performance Parameters 
To adjust the Indexing Service's performance parameters, first stop the service. Right­
click Indexing Service On Local Machine in the console tree, choose All Tasks, and 
then choose Tune Performance. These steps take you to the Indexing Service Usage 
dialog box, shown in Figure 6-7. 

How often is Indexing Service used on this selver? 

Indexing Service Usage------:--:-------, 

r Dedicated Server 

r Used often, but not dedicated to this service 

r· Never used 

C Customize .. 

Figure 6-7 
The Indexing Service Usage dialog box lets you choose a broad performance category. 

If none of the first four options listed in this dialog box quite describes your situation, 
choose Customize, and then click the Customize button. The Desired Performance 
dialog box, shown in Figure 6-8, appears. 
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Figure 6-8 
The Desired Performance dialog box allows further fine-tuning. 

The sliders here control the processing priority that Windows 2000 will give to the 
service's catalog building (Indexing) and query processing (Querying). Moving 
either slider to the right makes the service mo~e responsive while reducing the per­
formance of whatever applications you might be running concurrently with the 
Indexing Service. 
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Chapter 7 

The Windows 2000 Shell: 
Beyond the Basics 

I n This Chapter 
Removing Impediments ................................................ 117 

Using Cascading Folder Names .......................................... 123 
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Relocating Shell folders ................................................ 126 

Adding or Changing Shortcut Menu Commands ............................. 128 

Using Third-Party Shell Tools ............................................ 130 

Getting Windows Explorer and the other components of the Microsoft Windows 
2000 shell to look and work in a manner congruent with your level of expertise is 
critical to your satisfaction with Windows 2000. Fortunately, Microsoft made the shell 
highly customizable, so with a modicum of effort you can tailor it to your comfort. 
Unfortunately, the system's default behavior is designed to serve a user whose 
preferences probably differ considerably from your own. Therefore you'll almost cer­
tainly need to mold the shell in a variety of ways to get it working the way you want. 

To assist you in that effort, this chapter provides a brief power user's tour of Win­
dows Explorer and other elements of the Windows 2000 shell. 

Removing Impediments 
The default design of Windows Explorer promotes simplicity at the expense of expert 
users' convenience. Ordinarily, the shell opens without the invaluable Folders bar, 
providing an elementary display but making navigation among folders more diffi­
cult than it needs to be. System files and files with the hidden attribute are not nor­
mally displayed, paths are suppressed from folder address and ti~le bars, file name 
extensions are excluded, and a potentially obnoxious HTML template discourages 
exploration of particular folders, such as %SystemRoot% and System32. One of the 
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first things you might want to do to streamline your work in Windows 
Explorer is to make the shell a little less protectively simple. 

Including the Folders Bar by Default 
Windows Explorer can open in either of two modes, with or without the Folders bar. 
If you right-click any folder name, you'll see these two modes identified on the 
shortcut menu as Open and Explore. Open, the factory default, provides a single-pane 

. display, without the Folders bar. Explore generates a two-pane display, including 
the Folders bar. I 

If you like using the Folders bar for navigation or for moving and copying items 
between folders, you'll probably want to make explore mode the default action for 
folders: 

1. In any Windows Explorer window, choose Folder Options from the Tools menu. 

2. On the File Types tab of the Folder Options dialog box, scroll down and select 
Folder (not File Folder!). Because the Folder entry has an N / A extension, the 
easiest way to find it is to click the File Types heading first. Doing so sorts the 
list by type rather than by extension. 

3. Click the Advanced button. 

4. In the Actions list, select Explore. 

5. Click Set Default; then click OK and CI~se to get out of the dialog box. 

Now, any time you open a Windows Explorer window, you'll get the Folders bar. On 
those occasions when you want to see folder contents without the namespace outline, 
you can simply click Folders on the Windows Explorer toolbar. Or, if you want to 
navigate by history (returning to a folder or a Web site you've recently visited), you 
can click the History button to replace the Folders bar with the History bar. 

"De-Personalizing" the Start Menu 
Like the Office Assistant-that cute little animated figure that periodically descends 
upon your Microsoft Word or Microsoft Excel document-the "personalized" Start 
menu introduced with Windows 2000 is more apt to provoke love or hate than feel­
ings of neutrality. Those who love it are relieved not to have to scroll their Programs 
and Favorites menus. Those who feel the opposite chafe at the erratic positioning 
of menu items and the disappearance of items they happen not to have used in a 
week or two. 

If the little double-headed arrows at the bottoms of menus annoy you, don't despair. 
Simply "de-personalize": 

1. Choose Start I Settings I Taskbar & Start Menu. 

2. On the General tab, clear the Use Personalized Menus check box. 
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Adding Good Stuff to Your Start Menu 
While you're in the Taskbar And Start Menu Properties dialog box, click over to the 
Advanced tab. The list at the bottom of this dialog box includes eight check boxes, 
the first seven of which you'll almost certainly want to select. These add valuable 
items to your Start menu-a cascading Control Panel submenu, for example, that saves 
you the trouble of opening the entire Control Panel when all you need is one item. 
(See Figure 7-1.) 

<;lJ S ... ch 

~ Help 

~ Run .. 
«« .......................... . 

Figure 7-1 
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Tw~UI 
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A cascading Control Panel menu is a great time-saver. 

The last option in this dialog box, Scroll The Programs Menu, doesn't add anything 
to the Start menu, but it does change the menu's behavior. If your Programs menu 
becomes too tall for your screen, Windows 2000 by default displays the spillover in 
one or more adjacent columns. If you'd rather scroll to get the whole Programs menu, 
select this check box. 

Revealing Hidden and System Items 
By default, Windows Explorer hides files and folders that have either the hidden 
attribute or the system attribute set. Such files not only don't show up in folder 
windows; they're also invisible to the Search command. The operating system keeps 
these things out of sight, on the assumption that what you can't see you can't delete, 
rename, or corrupt. 

To make hidden files and folders visible, choose Tools I Folder Options in Windows 
Explorer, click the View tab, and select Show Hidden Files And Folders. To make 
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visible files and folders with system and hidden attributes (the so-called "super­
hidden" items), clear Hide Protected Operating System Files (Recommended). 

If you want hidden and system files and folders to stay invisible most of the time, 
but you occasionally need to search for such items, you can open a Search window, 
use the Tools menu to reveal the hidden stuff, perform your search, and then use 
the, Tools menu again to put things back in their original state. Alternatively, if you 
know the folder in which a hidden item resides, you can open a Command Prompt 
window, navigate to that folder, and then use the Dir command with the IAswitch. 
Typing the command dir lash, for example, generates a list of items with the system 
and hidden attributes. 

Displaying or Hiding Extensions 
Windows Explorer normally displays file name extensions only for file types unknown 
to the registry, leaving you to discern the type of most files by their icons or their 
entries in the Type column (if you're using Details view). If you find this level of 
feedback inadequate-if you long for the full filename. extension presentation of an 
MS-DOS directory listing, for example-you can go to the View tab of the Folder 
Options dialog box and clear Hide File Extensions For Known File Types. 

If you need to see extensions only for certain registered file types, however, there's 
a better solution: 

1. Choose Tools I Folder Options, and click the File Types tab. 

2. Select the file type whose extension you want to see. 

3. Click Advanced. 

4. Select Always Show Extension. 

These steps add the string value AlwaysShowExt to the class definition registry 
sub key for the selected file type. You could achieve the same result by opening a 
registry editor and adding this sub key by hand, but we recommend that you make 
direct changes to the registry only when the Windows user interface doesn't pro­
vide an indirect method. 

You do need to modify the registry directly if you want to make extensions visible 
for a file type that doesn't appear in the Windows Explorer File Types list. Here's 
the procedure: 

1. Run Regedit or Regedt32. 

2. Look for the subkey HKCR\.ext, where ext is the extension of your file type. 

3. If that subkey doesn't exist, create it. 

4. To the subkey HKCR\.ext, add the string value AlwaysShowExt. Do not add 
any data to the value AlwaysShowExt. 
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5. Log off and then log back on to have this change take effect. (This is necessary 
only for file types that don't appear in the File Types list.) 

For information about using Regedit and Regedt32, see Chapter 39, "Working with the 
Registry. " 

Note that if you want to know a file name's extension on an ad hoc basis, you can't 
simply right-click the file and look at its properties dialog box. You could do this in 
earlier versions of Windows, but Windows 2000 doesn't do you the courtesy of 
showing the extension in the properties dialog box. What you can do is right-click 
the file and choose Open With. The full file name, including extension, appears at 
the top of the Open With dialog box. It's kludgy, but it works. 

It's possible to achieve the opposite effect of AlwaysShowExt-to suppress the exten­
sion for a particular file type, even if you've cleared Hide File Extensions For Known 
File Types in the Windows Explorer Folder Options dialog box. Presumably because 
the designers of Windows considered this an unlikely request, they did not provide 
a VI switch for this purpose. So here's another case in which a direct registry edit is 
required. 

To hide a file type's extension when all other extensions are displayed: 

1. Run Regedit or Regedt32. 

2. Navigate to the key HKCR\.ext, where ext is the extension of the file type in 
question. 

In most cases, the subkey for the extension you're interested in will have, as its 
default data, a plain-English program identifier. For example, if you go to 
HKCR\.bmp in Regedit, you will see 

(Default) PaintPicture 

in the right pane. In Regedt32, you will see 

<NoName>:REG_SZ:PaintPicture 

3. Navigate to HKCR\programidentifier, where programidentifier is this plain­
English descrip~or. 

4. To the subkey HKCR\programidentifier, add the string value NeverShowExt. 
Do not add any data to the value NeverShowExt. 

5. Log off and then log back on to make this change effective. 

Removing the "Nag" Screens 
If you've selected Enable Web Content In Folders in the Windows Explorer Folder 
Options dialog box, it's possible you've encountered a screen similar to the one 
shown in Figure 7-2. It's equally possible that you've felt vexed by the operating 
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system's presumption that you ought not to be looking at the contents of certain 
folders, such as Program Files, %SystemRoot%, and System32. 

,t'~!im:<F~~Y"lM; , <. 
L!',,:;::'<:,." ': ~j ,'l'l$~~ fGS~~di~.GHi~~,:,!, .t0~.~; .. ?< .. "7' I. Ii.l:,. 

AJ!H" .::.Jp""" .. n.. 

Figure 7-2 
It's easy to get rid of "nag" screens like the one shown here. 

In reality, the requirement that you click the Show Files link to see the contents of 
such folders is not that onerous, because you don't have to do this every time you 
visit the affected folder. After you've done it once, Windows Explorer remembers, 
and for the duration of your session in Windows 2000 the nag screen stays out of 
your way. 

But if you hate being nagged even once, you can easily do away with the thing, 
without giving up your preference to show Web content in folders: 

1. Open the file Desktop.ini in the folder where you want to remove the nag screen. 

2. Put an apostrophe at the beginning of the line that starts 

WebviewTemplate.NT5= 

3. Save the Desktop.ini file. 

Commenting out the line that specifies the HTML template for this folder is the least 
destructive and most easily reversible solution to the problem. If you change your 
mind, you can simply go back into the .ini file and take out the apostrophe. 
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Using Cascading Folder Menus 
Earlier in this chapter, we mentioned the so-called "advanced" options available via 
Start I Settings I Taskbar & Start Menu. Along with offering other valuable options, 
the Advanced tab of the Taskbar And Start Menu Properties dialog box lets you add 
a cascading Control Panel submenu to your Start menu. 

Windows 2000 also lets you add other cascading folders to the Start menu~ For 
example, to create a cascading My Computer item at the top of the menu, simply 
right-drag My Computer to the Start button, wait until the menu opens, drag to the 
top of the menu, release the mouse button, and choose Create Shortcut(s) Here. You 
can then rename the item to get rid of the "Shortcut to" verbiage. As Figure 7-3 
shows, such a menu makes it easy to open just about any folder on your system. (For 
amusement, you can even cascade that menu around in circles, since Start Menu is 
itself a folder subordinate to My Computer.) 
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Figure 7-3 
Adding My Computer to the Start menu lets you navigate easily to distant realms. 

Any system folder or ordinary file folder can be added to the Start menu in this 
fashion. If you regularly visit subfolders nested within My Network Places, for 
example, you might find it helpful to put My Network Folders on the Start menu. 
If the project you're currently working on takes you repeatedly to a particular docu­
ment folder on your server, adding that folder to the Start menu could be a step-saver 
for you. When you complete the project, you can simply delete the folder shortcut 
from the menu. 
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As an alternative to piling onto your Start menu, consider adding a folder to your 
taskbar as a toolbar. Drag the folder to an unoccupied spot on the taskbar. Windows 
2000 creates a new toolbar for your folder. Then drag the toolbar as far to the right 
as possible (if your taskbar is at the top or bottom of the screen) so that only the name 
shows. Now you can click the chevron at the right side of the toolbar (folder) name 
to create a cascading pop-up menu. 

USing Windows Explorer's Command-Line Syntax 
Cascading folder menus, whether on the Start menu or in the form of a toolbar, make 
it easy to open Windows Explorer with a particular folder in view. But this might 
not be the ideal way. Compare the two views of D: \ Winnt shown in Figure 7-4. The 
one on the left was generated by a Start menu item, subordinate to My Computer. 
The one on the right was produced by a command-line string. 

Figure 7-4 
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The view on the right, generated by a command-line string, restricts the Folders 
bar to a particular namespace node. 

The difference between the two views is all in the left pane, the Folders bar. The 
command-line string in this case puts the selected folder (Winnt) at the top of the 
namespace hierarchy, eliminating all of Winnt's ancestry and letting you focus your 
attention on Winnt's subfolders. 

This is one example of the potential utility of the Windows Explorer command-line 
syntax. You can probabJy find others in your own work. You can use Windows 
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Explorer command strings in shortcuts, with the Start menu's Run command, at the 
command prompt, or in batch files. The syntax is as follows: 

explorer [/nl/e][,/root,object][[,/select],subobject] 

IN 
IE 
I Root,object 

Opens without displaying the Folders bar. 

Opens with the Folders bar displayed. 

Restricts Windows Explorer to object and all folders contained 
within object. 

ISelect,subobject Gives the initial focus to the parent folder of subobject and 
selects subobject. If I select is omitted, subobject specifies the 
folder" that gets the initial focus. 

Let's look at some examples. To begin, 

explorer le,/root,d:\winnt 

opens Windows Explorer and displays the Folders bar, restricting the namespace to 
D: \ Winnt and its subfolders. (This is the syntax used to generate the window on the 
right side of Figure 7-4.) 

To open D: \ Winnt\Cursors in Windows Explorer, with the Folders bar displayed 
and the file Appstart.ani selected, you must include the file name and extension in 
the command string, as shown here: 

explorer Ie, Iselect,d:\winnt\cursors\appstart.ani 

Typing the following opens D: \ Winnt without the Folders bar: 

explorer d:\winnt 

The folder is loaded as the subobject focus, not as the root folder. 

This simple string opens My Documents, with the Folders bar displayed: 

explorer 

The string 

explorer In 

opens the drive on which Windows 2000 is installed without displaying the Fold­
ers bar, while' 

explorer Ie,. 

opens the current folder in Windows Explorer. This is particularly handy if you've 
used the CD command in a Command Prompt window to navigate to a folder and 
you then want to use Windows Explorer to manipulate files in that folder. 

You're probably wondering why typing explorer, by itself, opens My Documents, 
whereas typing explorer In opens the drive on which Windows 2000 is installed. We 
wonder, too. Microsoft changed the default behavior of Windows Explorer in Win­
dows 2000. Formerly, the shell opened My Computer by default; now it opens My 
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Documents. But typing the command string explorer In opens neither My Computer 
nor My Documents. Go figure. 

Using GUIDs to Open Shell Folders in Windows Explorer 
A GUID, or globally unique identifier, is a string of 32 hexadecimal digits enclosed 
within braces, with hyphens separating the digits into groups of eight, four, four, 
four, and twelve-like this: 

{nnnnnnnn-nnnn-nnnn-nnnn-nnnnnnnnnnnn} 

Windows 2000 uses GUIDs to identify all kinds of objects, including certain system 
folders. You can 'open the following GUIDs in Windows Explorer: 

{208D2C60-3AEA -1 069-A2D7 -08002B30309D} 

{20D04FEO-3AEA -1069-A2D8-08002B30309D} 

{2227 A280-3AEA -1069-A2DE-08002B30309D} 

{645FF040-5081-1 01 B-9F08-00AA002F954E} 

{7007 ACC7 -3202-11 D1-AAD2-00805FC1270E} 

{D6277990-4C6A -11 CF-8D87 -00AA0060F5BF} 

My Network Places 

My Computer 

Printers 

Recycle Bin 

Network And Dial-Up Connections 

Scheduled Tasks 

When you include a GUID in a command string, precede it with two colons, like this: 

explorer ::{208D2C60-3AEA-1069-A2D7-08002B30309D} 

If typing all 38 characters of the GUID, including the braces and hyphens, isn't your 
idea of fun, you can copy the string out of the registry: 

1. Run Regedit. 

2. Select HKCR. 

3. Press Ctrl+F and search for the riame of the folder you want. 

4. When Regedit finds your folder, make sure that the key name displayed on the 
Status bar ends with the GUID listed in this book. (Use the View menu to make 
the Status bar visible if it isn't already.) If the GUID doesn't match, press F3 to 
find the next occurrence of your search string. 

5. In Regedit's left pane, right-click the subkey marked by the open folder (which 
should be near the bottom of the pane) and choose Copy Key Name. 

6. Paste the key name into your command string, and then delete everything up 
to the opening brace. 

Relocating Shell Folders 
Certain shell folders-for example, My Network Places and Printers-are constructs 
of Windows 2000 that do not correspond to traditional disk directories. You can 
display them as folders in Windows Explorer, but you can't display them with a Dir 
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command at the command prompt. You also can't change their locations, because 
they're not located anywhere! 

Others, such as your Start Menu folder, are ordinary disk folders. These you can 
relocate if the need arises. Both you and a colleague, for example, might want to move 
your Favorites folder to a network share so that you can enjoy each other's latest Web 
discoveries. Or you might want to move one or more such folders to a different 
partition if the one where they're currently located is running out of space. 

To change the location of a shell folder, you need to edit the registry key HKCU 
\Software\Microsoft\ Windows \ CurrentVersion \Explorer\Shell Folders. Figure 
7-5 shows what this key looks like on a typical system. To make the change, simply 
double-click the appropriate value in the right pane of Regedit or Regedt32 and 
supply the new path and folder name. 
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Figure 7-5 
You can move any of these shell folders to a new location by modifying 
this and one other registry key. 

After changing HKCU\Software\Microsoft\ Windows\CurrentVersion\Explorer 
\Shell Folders, move on down to HKCU \ Software \Microsoft\ Windows \ Current 
Version \ Explorer \ User Shell Folders. If the shell folder you're relocating also appears 
in this key, make the same change here as well. 

You'll notice that your My Documents folder appears in both registry keys under 
the name Personal. You can relocate My Documents by changing these keys, but it's 
not necessary or advisable. Rather, to store your documents somewhere new-on 
a network share, for example-right-click My Documents on the desktop and choose 
Properties from the shortcut menu. Then fill out a new path on the Target line. (The 
advantages of changing My Documents this way are that you don't have to open the 
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registry-something you should avoid doing when safer methods are available- , 
and that Windows 2000 will give you the option of moving your current documents 
to the new location.) 

When moving shell folders, be careful that you don't assign two folders to the same 
disk location. 

Adding or Changing Shortcut Menu Commands 

128 

When you right-click a file or folder in Windows Explorer, you get the familiar short­
cut menu of commands available for that object. The commands that appear on this 
menu are derived !rom the following registry locations: 

• HKCR \ class \ Shell (where class is a class definition for a file type) 

• HKCR \ *\Shell 

• HKCR\Unknown\Shell 

• HKCR \ class \Shellex \ ContextMenuHandlers 

• HKCR \ *\Shellex \ ContextMenuHandlers 

• Shell32.dll 

Those that appear under HKCR \ class \ shell are file-type specific. You can easily add 
new commands here or delete or edit existing ones. Those that appear under 
HKCR \ *\Shell and HKCR \ Unknown \Shell work just like the ones under 
HKCR \ class \ Shell except that they apply to all file types (*) or to unregistered file 
types (Unknown). You can change these, too. 

Those that appear under HKCR \ class \Shellex \ ContextMenuHandlers or HKCR \ * 
\ContextMenu Handlers are shell extensions provided by .exe or .dll files. Don't 
mess with these. 

The ones that come from Shell32.dll are the so-called canonical verbs-Cut, Copy, 
Paste, Delete, Rename, and Properties. A few class definitions include ShellFolder 
subkeys with Attributes values that disable particular canonical verbs. The Attributes 
value is an eight-digit hexadecimal number that, when converted to binary, produces 
a bit field that specifies which canonical verbs should appear, according to the fol­
lowing scheme: 

, ""0 " .. " ,~. ,~." ....., , 

Bit Num~er(RigHtmo~t is bit 0) Canonical Verb 
16 Paste 

24 Copy 

25 Cut 

28 Rename 

29 Delete 

30 Properties 
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You can disable a command by changing its bit from 1 to 0 or reenable it by chang­
ing it back to 1. It's probably not worth the bother. 

An example of how the HKCR\ class \ Shell commands work is shown in Figure 7-
6. Batfile is the class definition for files with the extension .bat. Three commands are 
defined under HKCR \ Batfile \ Shell: Edit, Open, and Print. Each has its own subkey, 
and each subkey has a subkey called Command. The default value of Command pro­
vides the string that executes the command. The % 1 at the end of the command string 
is a placeholder for the name of the file that you right-click. 
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Figure 7-6 
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This registry subkey defines the Edit command that appears on the shortcut menu for .bat files. 

To create your own shell command: 

1. Run Regedit or Regedt32. 

2. Navigate to the key HKCR\.ext, where ext is the extension of the file type in 
question. 

3. Navigate to HKCR \programidentifier\shell, where programidentifier is the plain-
English descriptor that appears as the default value for HKCR\.ext. 

4. Create a subkey for the command you want to create. 

5. Under this subkey, create the subkey Command. 

6. As the default value for Command, type the command string you want to 
execute. 
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It's a good idea to enclose the % 1 placeholder in quotation marks. Doing this ensures 
that if the file name to which you apply your command includes spaces, the com­
mand string won't mistake the file name for two or more separate arguments. 

Using Third-Party Shell Tools 
The following tools, which are available from other vendors, offer some additional 
flexibility, convenience, and capabilities. For more information about these programs 
and links to the vendors, see the companion CD. 

TweakUI 
TweakUI is not exactly a third-party item, becaus, it comes from Microsoft. But it's 
not part of Windows 2000 and is no longer inclu ed with the Windovls Resource 
Kits. When added to Control Panel, TweakUI l~ts (OU modify your environment in 
a large number of ways. You can change the behavior of your mouse, modify the 
appearance of shortcut icons, change the animation assnciated with menus anJ dia­
log boxes, and do a great deal more. As this book went co press, the download site 
for the Windows 2000 version o~· TweakUI had not yet been determiiled. Search for 
it within www.micrcsoft.com. and be sure to get the Windows 2COO T.?ersion. 

Tweaki for Power Users 
JerMar Software's Tweaki for Power Users proviJes a busy dialog box full of cus­
tomizing options, includi.ng items for Wlt:\dows 2000, V\ inuows 9x, and Wiicrosoft 
Office. Tweaki is shareware. You can download it from www.jermar.com. 
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Probably nothing in Microsoft Windows is more self-evident than running pro­
grams. Thanks to the Start menu, most recently used (MRU) lists, file-type associations, 
the Documents menu, and the Favorites menu, even the greenest beginner is unlikely 
to have difficulty getting his or her favorite application or document aloft. But a few 
fine points need to be considered, and this chapter considers them. In particular, we 
discuss scheduled (and startup) program execution, ways to run a program under 
a different user account, and applications that present compatibility issues with 
Microsoft Windows 2000. We also take a brief look at command-line execution of 
Windows-based programs (saving non-GUI programs for Chapter 10). 

Using Command Lines, Paths, and MRUs 
You can execute command strings in a variety of places: on the Run command line 
(the command line that appears when you choose Run from the Start menu), on the 
Target line of a shortcut's properties dialog box, in a Command Prompt window, 
on the Address toolbar, on the Address bar in Internet Explorer, and even on the 
Address bar in Windows Explorer. Several of these venues maintain lists of your 
most recently executed command strings. 

Command strings can specify the name of an .exe file, a .Ink file (a shortcut), a batch 
file or script, or a document whose file type is associated with a program (for example, 
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a .bmp file). If any file name in the string includes spaces, you should enclose that 
file name within quotation marks. 

Like MS-DOS, Windows 2000 uses the Path environment variable to find executables. 
To inspect your Path variable, choose Run from the Start menu and type msinfo32. That 
launches the System Information console in MMC. Expand Software Environment in 
the console tree, click Environment Variables in the console tree, click Path in the details 
pane, and then rest your mouse on the part of the variable text that appears to the right 
of the variable name. The full text then becomes visible as a ScreenTip. 

To edit the Path variable, choose Settings I Control Panel I System. On the Advanced 
tab, click Environment Variables. Under System Variables, select Path and click Edit. 
You must be logged on as an administrator to edit any system variable. (You can also 
use the System Properties dialog box to simply inspect the Path variable, of course, 
but the dialog box is severely scrunched, and you can't read the entire contents of 
the variable unl~ss you scroll horizontally.) 

Some executables that don't reside along the path can nevertheless be executed from 
command strings without a full path specification. That's because their registry 
data includes path information. The simplest way to find out whether the program 
you're interested in can be run that way is to try invoking it without the path and see 
what happens . 

. Windows facilitates command reexecution by maintaining separate MRU lists for 
command strings entered via the Run command, the Address toolbar, and the Address 
bar in Internet Explorer. The MS-DOS subsystem also records an MRU list, good only 
for the life of a Command Prompt session. (To reexecute a command in a Command 
Prompt window, press F7 and select from the menu.) 

In addition to these MRU lists, Windows helps you reenter commands in a variety of 
other ways. The History bar in Windows Explorer and Internet Explorer, for example, 
keeps a record of your activities that covers the most recent three weeks. The Documents 
menu maintains a list of your 15 most recently used documents (shortcuts to many more 
than 15 are kept in your Recent folder), and the common dialog boxes (the File Open 
dialog box in Microsoft Word, for example) have their own built-in historians. 

All this convenience might occasionally prove inconvenient-particularly if you're 
reluctant to have your colleagues know about every Web site you happen to visit. 
You can hide your tracks from casual onlookers by locking your workstation when­
ever you leave your desk. (Press Ctrl+Alt+Delete and choose Lock Computer.) Under 
ordinary circumstances you can make your history invisible to other user accounts 
by putting the sensitive data on an NTFS volume and using file and folder permis­
sions settings to ward off intruders. For good measure, you can also apply NTFS file 
encryption to folders you're concerned about. Encrypting and restricting access to 
your %UserProfile% folder and all its subfolders will keep casual snoopers out of 
your History, Temporary Internet Files, and Recent folders-provided, of course, 
that you haven't moved those folders from their default locations. 
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Note If you choose Start I Settings I Taskbar & Start Menu and then click the 
Advanced tab, you Will find a Clear button that promises to "remove records 
of recently accessed documents, programs, and Web sites." Although 
clicking this button erases your Documents menu and three MRU lists­
those of the Start menu, the Address toolbar, and Internet Explorer-it 
does not affect the contents of the History bar. 

You should be aware, however, that it is possible for someone with administrative 
privileges for your computer to run a background process on your system that can 
monitor every keystroke and mouse click you make. Make it invisible to Windows 
2000 Task Manager, so the target user has no way to know that he or she is being 
watched. It is also possible for an administrator to take ownership of your NTFS files 
and even-with a bit of effort-to decrypt them. All of Windows 2000' s security fea­
tures notwithstanding, a user with administrative privileges for your system is po­
tentially omniscient! For more about the NTFS file system and file encryption, see Chapter 
32, "Using the NTFS File System," and Chapter 33, "Using Encryption." 

Controlling Programs and Services that Start at Logon 
After Windows 2000 starts, it can automatically launch any number of programs and 
services. You can find-and add or delete, if desired-the programs that start in any 
of the following places: 

• Startup folder on the Start menu (current user). To remove any of these pro­
grams, you can edit the Start menu directly, or you can use Windows Explorer 
to navigate to %UserProfile% \Start Menu\Programs\Startup. 

• Startup folder on the Start menu (all users). Unlike the situation in Windows 
NT, the content of the Start menu for all users is merged with the one for a 
particular user, so it's not possible to tell by looking at the Start menu which 
profile a particular entry belongs to. You can modify these entries in Windows 
Explorer by navigating to %AllUsersProfile% \Start Menu \ Programs \Startup. 

• Run key in the registry (current user). The HKCU\Software \Microsoft 
\ Windows \CurrentVersion \Run key contains a value for each program to be 
run whenever you log on. The name of each REG_SZ value in the Run key 
represents the "friendly" name of the program, and the data specifies the name 
of the executable and any command-line options. 

• Run key in the registry (all users). The HKLM \ Software \Microsoft 
\ Windows\CurrentVersion \Run key contains a value for each program to be 
run whenever anyone logs on. The format of the values is the same as for the 
comparable HKCU key. 
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• RunOnce key (all users). The HKLM \ Software \Microsoft\ Windows\ 
CurrentVersion \ RunOnce key contains the names of programs that will run 
at startup the next time anyone logs on. When the programs run, their values 
are automatically deleted from the RunOnce key so that they don't run again. 
The format of the values is the same as for the Run key. 

• RunOnce key (current user). The HKCU\ Software \Microsoft \ Windows \ 
CurrentVersion \ RunOnce key is structured just like its counterpart under 
HKLM, and it works the same way except that it affects only the current user. 

• Your Scheduled Tasks folder. You can use Scheduled Tasks to specify per-user 
startup tasks (as well as tasks that occur on other kinds of schedules). 

• An administrator's Scheduled Tasks folder. A user who has administrative 
privileges for your computer can use Scheduled Tasks to set up a startup task 
for your user account. By default, that task will not be listed in your own Sched­
uled Tasks folder. 

• Another user's Scheduled Tasks folder. Strange as it might seem, users who 
do not have administrative privileges for your computer can still schedule tasks 
that will run when you log on. Such tasks run as background processes only. 

• Group Policy. Group Policy contains two policies (both called Run These Pro­
grams At User Logon) that contain a list of programs to be run whenever any­
one logs on. You can find these lists in the Group Policy console (Gpedit.msc) 
by navigating to Computer Configuration \ Administrative Templates \System 
or User Configuration \ Administrative Templates \System \Logon/Logoff. To 
review or edit either list, select Enabled and click Show. See Figure 8-1. 
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Figure 8-1 
You can use Group Policy to specify the names of programs or documents that 
should be run. You must include the path if the file is not stored in %SystemRoot%. 
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A program that launches at startup can be located in any of these places. If you're 
trying to determine why a particular program starts, you'll need to check each place 
until you find it. Note that the Scheduled Tasks folder displays only those tasks that 
your own user account has established. If an administrator uses Scheduled Tasks to 
create a startup task for your account, you will not see that task listed in your own 
Scheduled Tasks folder. 

If you want to add a program to the startup routine, the place where you choose to 
add it depends on whether you want the program to run only when you log on or 
when anyone logs on; how familiar you are with registry editing; whether you're 
concerned about hiding menu items from users; and whether you're concerned about 
forcing users to run certain programs. As with so many tasks in Windows, you'll find 
many ways to achieve the same result. 

Note You're probably familiar with the trick of holding down a Shift key while 
Windows starts (that is, beginning when you press Enter or click OK in 
the Log On To Windows dialog box) to prevent startup programs from 
running. That trick works in Windows 2000, but it affects only the pro­
grams in the Startup folders. Programs in the registry's Run keys run 
regardless. 

To review and change the services that start during startup, you can use the Services 
console. For more information, see Chapter 20, "Managing Services." 

Scheduling Tasks 
Windows 2000 includes a flexible, easy-to-use scheduling tool that allows you to 
automate chores that need to be performed at regular intervals. To set up a sched­
uled task on your own system, choose Start I Settings I Control Panel I Scheduled 
Tasks I Add Scheduled Task. If you have appropriate privileges, you can schedule 
tasks for a remote system by opening that system's ADMIN$ share and navigating 
to its %SystemRoot% \ Tasks folder. 

The Scheduled Tasks Wizard that appears when you choose Add Scheduled Task 
is mostly, but not entirely, self-evident. Here are some points to note: 

• You can schedule any application, script, batch file, shortcut, or linked document­
anything that you could execute on a command line. You can also specify com­
mand-line arguments, but doing so requires a visit to the task's properties 
dialog box after you have created the task. 

• If you schedule a task to run "when my computer starts," that task will run as 
a noninteractive process when the computer starts and will continue to run, 
regardless of who is logged on, until the system is shut down or you terminate 

Running Programs 137 



the task. (Because you are the task's owner, only you can terminate it. To ter­
minate a noninteractive process, press Ctrl+Alt+Delete, choose Task Manager, 
click the Processes tab, select the process, and then click End Process.) 

• If you schedule a task to run "when I log on," the task will actually run when 
anyone logs on. If you log on, the task runs interactively (provided, of course, 
that it was designed to run that way). If someone else logs on, the task runs as 
a noninteractive process. Note the following peculiarity: if you set up a logon 
task for your own use, expecting it to run interactively, and someone else logs 
on before you, that task will run noninteractively when you log on. Windows 
2000 leaves the task running when the other user logs off (because you own it) 
and declines to start a second, interactive, instance when you log on. 

• The screen shown in Figure 8-2 prompts you for a user account name and a 
password. If you're logg~d on as a member of the Administrators group, you 
can specify a user account and password other than your own here, thereby 
creating an interactive task for another user. Even if you're merely scheduling 
a task for your own account, however, you must supply your account name and 
password (the latter twice) in this dialog box-notwithstanding the fact that 
you've already given your password at logon. . 

• If you schedule a recurring task or one that will run at some distant point in 
the future, be aware that the password you specify must be valid at the time 
the task runs. If you change your password periodically, or if you set up a task 
for a user account that changes its password periodically, you might need to 
reenter the password down the line. You can do that by right-clicking the task 
in the Scheduled Tasks folder and choosing Properties from the shortcut menu. 

• The wizard's last page includes a check box that gives you the opportunity to 
open the new task's Advanced Properties dialog box when you click Finish. 
This dialog box provides some important additional scheduling options, but 
you can always come back to it later by right-clicking the task in the Scheduled 
Tasks folder and choosing Properties from the shortcut menu. 

A Note About Security 
The behavior of the Windows 2000 Scheduled Tasks facility points up a fact that 
you should always keep in mind when working on a network or sharing your own 
machine with other user accounts: it's possible for someone else to start a process 
that runs invisibly while you're logged on to your own account. Even though a . 
process started by someone else is limited by the privileges available to that other 
user, it's possible for such a process to monitor your activities. If you work with data 
you don't want others to see, keep that data on an NTF~volume and use NTFS file 
security to restrict others' access. 
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Figure 8-2 

Enter the name and password of a user. The task will 
run as if it were started by that user. 

Enter the user n,ilme: 1131@@II~I.Wt-l1!1!ifi 

Enter the Qassword: 

konfirm password: 

< Rack Hext> Cancel 

If you're an administrator, you can use this screen to schedule interactive 
tasks for other accounts. 

Working with' Scheduled Task Objects 
A scheduled task becomes a task object (a .job file). In the Scheduled Tasks folder, 
such an object is denote9- by an icon with a little clock in its lower left corner. You 
can copy and move task objects, as you can any other kind of file objects. So, for 
example, you can copy a task object to another system or even e-mail one to another 
user. Outside someone's Scheduled Tasks folder, you can modify the object's prop­
erties (including its schedule), but the task will not run unless the object is returned 
to a Scheduled Tasks folder. 

Be aware that the user credentials associated with a task object do not travel with 
the object. If you relocate a task object to another system, you will need to reenter 
the user credentials (account name and password) on that system. 

Monitoring Scheduled Tasks 
You can get useful information about the status of a scheduled task by displaying 
the Scheduled Tasks folder in Details view. Among other things, you can learn when 
the task last ran (or was scheduled to run), when it's scheduled to run again, and 
who created the task. 

If a task fails to run, Details view will tell you so but won't tell you why. To get diag­
nostic information, choose View Log from the Scheduled Tasks folder's Advanced 
menu. The log appears as a plain-text file in Notepad. 

Tasks that fail to run because the computer is off at the appointed hour, or because 
the computer is on battery power and you've stipulated that the task shouldn't run 
in that condition, are recorded as missed tasks. You can get notification of missed 
tasks by choosing Notify Me Of Missed Tasks from the Scheduled Tasks folder's 
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Advanced menu. If you miss a task because your computer is off, a message to that 
effect appears at your next logon. 

Advanced Scheduling Options 
Visiting the properties dialog box for a task lets you modify the task's schedule, 
change the password or user name associated with the task, add command-line 
arguments for the task, or even change the application that is scheduled to run. The 
properties dialog box also provides some useful advanced scheduling options. 

The Show Multiple Schedules check box, on the Schedule tab, lets you assign more 
than one schedule to the same task. You could, for example, arrange to have your 
task run every Friday at 5 P.M. and also at 5 P.M. on the 30th day of every month. 
When you select this check box, a New button appears. Click New to enter a second 
or subsequent schedule. 

Figur~ 8-3 shows the dialog box that is displayed when you click Advanced on the 
Schedule tab. Here you can specify an end date for a recurrent task or specify a repeat 
interval for a recurrent task. If you select Repeat Task, you can use the Time or Duration 
option to tell the system when to quit repeating. To repeat every two hours until 11 P.M., 
for example, you could select Repeat Task, set the Every fields to 2 and Hours, select 
Time, and specify 11 P.M. To run at 30-minute intervals for four hours, you could set the 
Every fields to 30 and Minutes, select Duration, and then specify 4 hours and 0 minutes. 

~tartOate: IWednesd~y"FebruarY.16, 20~>O ,9\ 

Figure 8-3 
Click Advanced on the Schedule tab to produce this dialog box, where 
you can set up end dates and recurrence parameters. 

On the Settings tab, shown in Figure 8-4, you can provide a termination order for a 
task that has run too long, stipulate that a task not run if the computer is in use at 
the scheduled time (or stop running if someone begins using the computer), and tell 
the system not to run a task if the computer is running on battery power. You can 
also select a check box that will remove the task object from the Scheduled Tasks 
folder if, on the current schedule, it's never going to run again. 
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Task I Schedule Settings I Security I 
Scheduled Task Completed .........•.............• . ..................................... . 

r lQ~!~~~16E~~~Jn~:)~:ii£(~~b~_~~!~~::t.9.~i~6::~~:~~·j 
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r Stop the task if the computer £eases to be idle. 

P Don't start the task it the computer is running on batteries. 

P Stop the task if batt,,!r.\! mode begins. 

OK Cancel 

Figure 8-4 
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The Settings tab of a task's properties dialog box provides power-management 
control and other useful options. 

On the Security tab, you can control who's allowed to do what with your scheduled 
tasks. Task objects use standard NTFS file-system security descriptors: Full Control, 
Modify, Read & Execute, Read, and Write. Note that the security descriptors that 
appear in the task object's properties dialog box apply only to the task object. The 
programs and documents specified by the task object have their own separate se­
curity descriptors. You can use Windows Explorer to modify those. For information 
about using NTFS security descriptors, see "Securing Folders and Files," page 544. 

Scheduling Tasks with the At Command 
The Scheduled Tasks facility is a friendly and versatile extension of the At command 
that was included with previous versions of the Windows NT platform. You can 
continue to enter At commands at the command prompt or in batch files; tasks that 
you set up this way appear in the Scheduled Tasks folder, identified as Atn, where 
n is a task ID supplied by the system. If you edit an At task in Scheduled Tasks, 
however, the task is upgraded to a "normal" scheduled task. At that point, you can 
no longer delete the task from the command prompt, and you must supply user 
credentials (account name and password) before the task can run. 

The At command has two alternative syntaxes: 

at [\ \computername] time [Ii nteracti ve] [levery: date[, ... ] I /next: date[, ... ]] 
"command" 

and 
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at [\\computername] [id] [/delete] I Idelete [/yes]] 

Use the first to create a task or the second to delete a task you've already created. 
When you create a task, the system responds with the task number. You can use that 
number as the ID argument to delete the task. 

Note that At tasks run as background tasks by default; to run an interactive appli­
cation, use the linteractive switch. 

Here are some examples of using the At command. For instance, 

at 15:45 "myapp.exe" 

. runs Myapp as a background task on the local computer, at 3:45 P.M., either on the 
current day or the next day (if it's already past 3:45 P.M.). 

You could use this command to run Yourapp interactively on the local computer at 
8:00 A.M. next Tuesday: 

at 8:00 linteractive Inext:tuesday "yourapp.exe" 

To run Thisapp in the background on Fafner at 5:00 P.M. every Monday, Wednes­
day, and Friday, use the following: 

at \\fafner 17:00 levery:monday,wednesday,friday "thisapp.exe" 

Enter the command 

at 1234 Idelete Iyes 

to delete At task number 1234 without requiring user confirmation. (Omitting Iyes 
would generate a confirmation prompt.) 

Tasks scheduled via the At command run under the System account by default. 
To make them run under a different user account, choose AT Service Account from 
the Advanced menu in the Scheduled Tasks folder. Then supply an account name 
and password. You must be logged on as a member of the Administrators group 
to do this. 

Running a Program Under a Different User Account 
There may be times when a program you want to run is not accessible to the account 
under which you're currently logged on. If your program is accessible to another 
accol1nt and you're able to log on to that account, you could log off the current account, 
log back on to the other account, and then run the program. But Windows 2000 offers 
a simpler solution: the Run As command. 

The Run As command is particularly valuable for administrators who want to do 
their nonadministrative work on nonadministrative accounts. Microsoft strongly rec­
ommends that you avoid logging on as an administrator, because a system running 
with full administrative permissions is vulnerable to Trojan horses and other forms 
of mischief. To be safe, log on as a member of the Power Users group and use Run 
As to perform administrative chores. 
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To run a program under a different account, hold down the Shift key while you right­
click the item or a shortcut to it (on the Start menu, for example) and then choose 
Run As from the shortcut menu. (MMC applications and Control Panel items-files 
with the extension .msc or .cpl-have Run As on their normal shortcut menus. But 
you can always make Run As appear by holding down Shift while you right-click.) 
In the dialog box that appears, specify a user account and password. 

You can create a shortcut that always runs a program or opens a document via Run 
As. Simply create a normal shortcut and then open the shortcut's properties dialog 
box. On the Shortcut tab, select the Run As Different User check box. 

Using RunAs at the Command Prompt 
You can use the RunAs command in a Command Prompt window or in a batch file. 
The syntax is as follows: 

runas [lprofi7e][/env][/netonly] luser:useraccountname program 

in which /profile specifies the name of the user's profile, if it needs to be loaded; 
/Env stipulates that the current network environment rather than the user's local 
environment should be used; /Netonly indicates that the user information specified 
is for remote access only; and /User:useraccountname supplies the name of a user ac­
count, in the format user@domain. 

Downloading Compatibility Updates 
From time to time, Microsoft publishes updates to Windows 2000 that provide 
compatibility with additional applications. You can download these updates 
from the Windows Update site. Choose Start I Windows Update, or navigate to 
windowsupdate.microsoft.com. After you click Product Updates, you'll find the com­
patibility updates patch listed under Recommended Updates. 

The first compatibility update appeared in February 2000, at the time the operat­
ing system itself was shipped. This update addressed minor issues affecting 48 
game programs. 

If a program you need doesn't run under Windows 2000, be sure to check this Web 
site to see whether a compatibility patch is available. If no patch is available, try using 
Apcompat, described next. 

Using Apcompat to Solve Compatibility Problems 
Apcompat, shown in Figure 8-5, is a tool designed to overcome certain compatibil­
ity issues that might prevent some older programs from running under Windows 
2000. Apcompat works either by persuading an older application that it's about to 
run under an earlier version of Windows or by circumventing some aspect of Win­
dows 2000 that might prevent the older program from running. The utility is one of 
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several support tools included on your Windows 2000 Professional CD. To install 
it (and the other support tools), navigate to d: \Support\ Tools (where d is your CD­
ROM drive) and run Setup. You must run it with an administrative account. If you're 
not logged on as a member of the Administrators group, right-click Setup, choose 
RunAs, and provide the name and password of an administrative account. 

,S.toit the !ollowing program:' 

Ic~":,,",:,,C":'CCC":":'7;;' 
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Figure 8-5 
Apcompat can solve some compatibility problems by convincing older 
applications that they're not really running under Windows 2000. 

On the line at the top of the dialog box, name the program you're trying to run---':'" 
or click Browse and find it. In the Operating System section, try selecting the earlier 
operating system under which the program ran successfully. If that doesn't solve the 
problem, one of the following options might: 

• Disable Heap Manager On Windows 2000. Some older programs use memory 
in ways that conflict with Windows 2000. Disabling the Windows 2000 heap 
manager might enable the older program to run, although it will use memory 
less efficiently. 

• Use Pre-Windows 2000 Temp Path. If the path specified by the Windows 2000 
%Temp% or %Tmp% variable exceeds a length limit imposed by the older 
application, selecting this check box might solve the problem. The program will 
then use \ Temp as its temporary file folder. 

• Correct Disk Space Detection For 2-GB+ Drives. Some older applications do 
not use the same data type as Windows 2000 for determining the amount of free 
space available on hard disks. If your program reports inadequate disk space 
(when enough space is actually available), try selecting this check box. 

If you get your program running successfully with Apcompat, return to this dialog 
box and select Make The Above Check Box Settings Permanent. Thereafter, you'll 
be able to run your program without going through Apcompat. 
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Chapter 9 

Installing and Removing 
Programs and System 
Components 

In This Chapter 
The Benefits of the Windows Installer ..................................... 145 

Windows File Protection ................................................ 147 

Using Add/Remove Programs ............................................ 147 

Installing Programs Under a Different User Account .......................... 151 

Creating MSI Files for Legacy Applications ................................. 151 

The process of installing and removing programs and system components is both 
simpler and safer in Microsoft Windows 2000 than in any previous version of the 
operating system. Three factors account for these improvements: the Windows 
Installer, Windows file protection, and the improved functionality of Add/Remove 
Programs in Control Panel. 

The Benefits of the Windows Installer 
If you've installed Microsoft Office 2000 or the Windows 2000 Support Tools that 
come with Windows 2000 Professional, you've already encountered the Windows 
Installer. (If you haven't installed the Support Tools, run \Support\ Tools \Setup on 
your Windows 2000 Professional distribution media.) One component of the Win­
dows Installer is the new Setup application shown in Figure 9-1. This Setup appli­
cation lets you specify which program features you want installed on your hard disk, 
which you want installed at first use (installed "on demand"), which you want to 
run from the CD, and which you never want to be bothered with. New versions of 
major applications from Microsoft will all use this Setup tool, as ·will many future 
third-party programs. 
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Figure 9-1 
With the new Windows Installer Setup tool, you can stipulate that 
program features be installed "on demand." 

Another aspect of the Windows Installer makes applications that use it "self-repairz.. 
ing." The Installer maintains a record of all DLLs and other critical components used 
by an application. If a required DLL becomes damaged, is overwritten by an unau­
thorized alternative version, or is deleted, the Installer detects the change and repairs 
the component when you try to run the application-prompting you for installation 
media if necessary. 

A third aspect of the Installer assists administrators in Active Directory environments 
in deploying applications and maintaining corporate use policies. Using the Group 
Policy console on a server version of Windows 2000, an administrator can publish or 
assign applications to users or computers. 

An application published to a user is made available to that user via Add/Remove 
Programs in Control Panel. If the administrator chooses an auto-install option, docu­
ments associated with the published application are recorded in the registry in 
advance; then, if the user opens an associated document, the published software is 
automatically installed from the network server. 

An application assigned to a user appears on the user's Start menu or as a shortcut 
on the user's desktop, and the application's documents are pre-associated. As soon 
as the user chooses the menu item, activates the shortcut, or opens an associated 
document, the application is installed. An application assigned to a specific user is 
available to that user wherever he or she might log on. An application can also be 
assigned to a computer, in which case the application is automatically installed when 
anyone logs on to that computer. (And if someone uninstalls the assigned applica­
tion, it is automatically reinstalled at the next logon.) 

The Windows Installer is implemented as an operating-system service in Windows 2000 
and is available via service pack for Windows 95, Windows 98, and Windows NT 4. 
To use the Windows Installer, an application must describe itself in an .msi file. On 
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the .msi file's shortcut menu, you'll find Install, Repair, and Uninstall options. Thus 
you can use the shortcut menu to go directly to an aspect of the program's setup 
functionality, if you prefer not to use Control Panel's Add/Remove Programs. 

The Windows Installer also has a command-line executable, Msiexec.exe. Msiexec's 
elaborate syntax is beyond the scope of this book. You can read about it by choos­
ing Help from the Start menu, clicking the Search tab, and searching for msiexec. 

Windows File Protection 
As mentioned, one of the benefits of the Windows Installer is run-time resiliency­
the ability to repair damaged applications on the fly. Windows file protection provides 
comparable resiliency to the operating system itself. Copies of critical DLLs are 
maintained in the super-hidden folder %SystemRoot% \System32\Dllcache. If any 
of these protected DLLs is deleted or changed by an unauthorized agent, a change 
notification event occurs. If the DLL was deleted, Windows 2000 supplies a fresh copy 
from the cache. If the DLL was overwritten, Windows 2000 checks to see whether the 
new copy has a valid digital signatu!e. If it doesn't, the new copy is overwritten from 
the cache. 

Windows file protection prevents applications (including Microsoft's) from changing 
system DLLs. Only service packs and new versions of the operating system can 
change critical files. 

The System File Checker application (Sfc.exe) that was included with Windows 98 
is still present (for compatibility purposes) in Windows 2000, but you don't need to 
use it, because the operating system looks after the health of your system files auto­
matically. Nevertheless, if you're curious-or mistrustful of the system's automatic 
checking-you can run System File Checker by typing sfc in a Command Prompt 
window. Sfc will respond with a list of available command-line arguments. 

Using Add/Remove Programs 
Control Panel's Add/Remove Programs was once widely regarded as a tool for 
novices. Many expert users didn't bother with it, preferring to execute Setup or 
Uninstall programs directly from CDs or other media. But Add/Remove Programs 
is so improved that you might want to consider creating a shortcut to it on your 
Quick Launch toolbar. Figure 9-2 shows the refurbished Add/Remove Programs. 

As the button bar on the left makes clear, Add/Remove Programs divides its function­
ality into a maintenance section (Change Or Remove Programs) and an installation 
section (Add New Programs), with a third section devoted to the installation and 
removal of Windows components. This arrangement is not quite as logical as it might 
first appear, because, as you'll see, the installation section includes a link to the 
Windows Update Web site, which is an important maintenance resource. 
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Figure 9-2 
Add/Remove Programs is considerably more useful now than it was in earlier versions. 

Changing or Removing Programs 
Figure 9-2 shows the Change Or Remove Programs section, with installed programs 
sorted by name. The displayed list provides information about disk space and usage 
for the selected program. Usage is characterized as "frequently," "occasionally," or 
"rarely" and reflects your activity over the most recent 30 days. For example, if you 
use a program every day, but you've been on safari the last two months, Add/Remove 
Programs reports your use of that program as "rarely" until you reestablish your 
normal work habits. 

Below the usage characterization, you'll find the date on which you last opened the 
selected program. If you want to uninstall the programs you use least, you might find 
this data point more relevant than the usage category. You can use the Sort By list in 
the upper right corner to sort your programs by date of most recent use (with the oldest 
date at the top). Alternatively, if you want to unload the item that's consuming most 
of your disk space, you can sort by size, with hogs on top and piglets below. 

In addition to Change and Remove buttons, some applications display a Support 
Information link when you select them. When you click this link, you might see an 
additional link to the vendor's Web site and the name and location of a readme file. 
Some Microsoft applications also display a Repair button when you click the sup­
port link. (See Figure 9-3.) The Repair button allows you to reinstall an application 
that has stopped working correctly (although the Windows Installer's run-time resil-
iency makes that less likely). . 
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Figure 9-3 
Clicking Support Information provides a Web link, directions to a readme file, 
and a Repair button that the Windows Installer promises you'll never need. 

Installing New Programs 
When you click Add New Programs in the button bar, Add/Remove Programs dis­
plays two or three additional buttons, depending on your circumstances. The first 
of these lets you install a program from local media-CD or floppy. The second takes 
you to the Windows Update site. The third, if present, displays a list of applications 
published by your network administrator. 

The options for installing from local or network media are self-explanatory. For 
information about the Windows Update option, which relates to system maintenance, see 
"Using Windows Update to Maintain Driver and System, Files," page 676. 

Adding and Removing Windows Components 
Clicking Add/Remove Windows Components on the button bar lets you install 
pieces of Windows that you neglected to install earlier or unload ones that you don't 
need. You need to be logged on as a member of the Administrators group to use this 
part of Add/Remove Programs. 

If you've used earlier versions of Windows, you'll almost certainly notice on your 
first visit to Add/Remove Windows Components that the list of items that can be 
.installed and/ or uninstalled (shown in Figure 9-4) is considerably shorter than it 
used to be. For reasons quite unclear, Microsoft has made it difficult to uninstall the 
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accessory programs, games, and multimedia clips that come with Windows. Fortu­
nately, there's a way around the difficulty. 

Windows Components 
You can add or remove components of Windows 2000. 

To add or remove a component, click the checkboK A shaded box meam that only 
part of the component will be instaDed •. T 0 see what's included in .a component, click 
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The initial list of removable Windows components no longer includes accessories 
or games, although you can remedy that difficulty. 

To add items to the list of removable Windows components: 

1. Make a backup copy of the hidden file %SystemRoot% \ Inf\Sysoc.inf. 

2. Open the original copy of the file for editing in Notepad or WordPad, as shown 
here. 

[components] 

~~~~~~~~d~; ~ ~~~ ~~ D~~ ~ i ~~~;:i ~~~~ ~~: : ~ 
~~~~:~~~~~~~~ i ~~~~~~;~i~~~~g~: ~~~~~~~~f ~ ~~, hi de, 7 
11 s-11 s. dll, oCEntry,11 s. inf, ,7 
com-comsetup.dll,ocEntry,comnt5.1nf,h1de.7 : temp fix for 64-b1ts 
dtc-comsetup.dll,ocEntry,dtcnt5.1nf,h1de,7 : temp fix for 64-b1ts 
Indexsrv_system = setupqry. dll, Indexsrv, setupqry. inf, ,7 
msmq=msmqocm. dll,Msmqocm,msmqocm.1nf" 6 : temp fix for 64-b1ts 
1ms-1ms1nsnt. dll,ocEntry, ims. inf" 7 
fp_extens;ons-f~40ext.dll,FrontPage4Extens1ons,fP40ext.inf" 7 : temp fix for 64-bits 

~~~~~8~!~~~~gd~k ~ d~n~~~~~~~~g~~~~~~ma~evue.1 nf, hi de, ~ ~e~~m~i~i ~ofo~46~~~~ts 

ba~!~-~~~~n~~~~~g~~~iry, games. i nf, HIDE, 7 
ACCessutll-ocgen. dll,ocEntry, accessor. i nf, HIDE, 7 
commApps-ocgen. dll,ocEntry, communi c. i nf, HIDE, 7 

~~~~tM:~~g~~~~~~~O~~~t~~~~~lr1~~~~~ ~~ ~~I ~~~~' 7 

~f~g~m~~~~~:~i ~l ~cg~~~~~~1 ~~i ~ ~~t ~f ~ ~i D~~ ~E, 7 
Mswordpad=ocgen. dil ,ocEntry,wordpad.1nf, HIDE, 7 
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3. Remove the word HIDE from each line below the "~_old base components" 
comment. (For each item you edit, be sure to remove both the word HIDE and 
the comma that follows it.) 

4. Save the file and reopen Add/Remove Programs. The edited items now appear 
on the list. 

5. If anything goes awry (though it won't, unless you've made a mistake in your 
editing), restore your backup of Sysoc.inf. 

Installing Programs Under a Different User Account 
If installing the application you need requires administrative privileges and you're 
not currently logged on as an administrator, the simplest approach is to skip Add/ 
Remove Programs and go straight to the application's Setup.exe, using RunAs: 

1. Hold down the Shift key while you right-click Setup.exe. 

2. Choose RunAs from the shortcut menu, and supply the necessary credentials. 

For more information about the RunAs command, see "Running a Program Under a Dif­
ferent User Account," page 142. 

Creating MSI Files for Legacy Applications 
As mentioned at the beginning of this chapter, applications must describe their setup 
functionality in an .msi file to take advantage of the Windows Installer. On the Win­
dows 2000 Professional CD, in the folder \ Valueadd\3rdParty\Mgmt\ Winstle, 
you'll find a product called WinINSTALL LE, which you can use to create .msi files 
for legacy applications. If you're an administrator who needs to create consistent and 
robust setup procedures for all your applications, you might find WinINSTALL LE 
invaluable. WinINSTALL LE (the LE stands for Limited Edition) is supplied by 
Veritas Software and is based on the same vendor's Win INSTALL product. You can 
read about both WinINSTALL and WinINSTALL LE at www.veritas.com/products/wile. 

To install WinINSTALL LE, right-click the file Swiadmle.msi in your Windows 2000 
CD's Winstle folder, and choose Install. WinINSTALL LE consists of two components: 
a Discover program and a Software Console program. You use the first to 
create an .msi file and the second to edit or customize one. You'll find shortcuts for 
both programs under Start I Programs I VERIT AS Software. You should read the 
extensive Help files that come with each of these components before diving in to cre­
ate your first .msi file. 
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Chapter -j 0 

Using Programs Written for 
. Other Operating Systems 

In This Chapter 
Running Windows 3.x-8ased Programs ................................... 154 

Running MS-OOS-8ased Applications ..................................... 157 

Running POSIX-8ased Applications ....................................... 169 

With Microsoft Windows 2000, you can run programs written for certain other operat­
ing systems as easily as you can run programs written for Windows 2000. Because 
Windows 2000 runs these programs seamlessly, you generally don't need to know a 
program's origin or type to run it. Specifically, you can run applications written for: 

• Windows 9x. Except for programs that can violate Windows 2000 security (by 
directly accessing the disk, for example), programs written for Windows 95 or 
Windows 98 work exactly the same in Windows 2000. Therefore, they are not 
discussed in any detail in this chapter. 

• Windows 3.x. On the surface, programs written for Windows 3.x act much like 
Windows 2000-based programs, but you'll find a few differences under the 
hood. This chapter explains those differences. 

• MS-DOS. You can run most MS-DOS-based programs inside windows that 
make them look and behave much like Windows-based applications. This 
chapter explains how to do that, and more, with MS-DOS-based programs. 

• OS/2. In a tip of the hat to Microsoft's role in the development of early versions 
of OS/2, Windows 2000 runs 16-bit character-based programs written for OS/2 
versions l.x and 2.x. 

• POSIX. Windows 2000 supports character-based POSIX applications, which are 
typically UNIX-based applications that are recompiled to the POSIX standard 
using Windows NT or Windows 2000. 
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In this chapter, we survey the ins and outs of running programs written for these 
other operating systems, with particular emphasis on the two most widely used 
classes: programs for Windows 3.x and programs for MS-DOS. 

Running Windows 3.x-Based Programs 
Because Windows 3.x is a 16-bit operating system and Windows 2000 is a 32-bit operating 
system, programs for the two systems are written and compiled differently. To bridge 
the gap, Windows 2000 includes a subsystem for running Windows 3.x-based appli­
cations. The environment presented by this Win16 subsystem to applications written 
for Windows 3.x is comparable to "enhanced mode" in Windows 3.x. 

Although Windows 2000 allows you to run older Windo~s 3.x-based programs, 
using these 16-bit applications under Windows 2000 has some drawbacks: 

• Most 16-bit programs do not support long file names. (Windows 2000 does pro­
vide long file name information to all applications that understand it, however, 
allowing these particular 16-bit applications to use the names.) 

• In general, 16-bit applications do not run as fast as comparable 32-bit applica­
tions. The 16-bit programs are' restricted to using a single thread, even on a 
multithreaded operating system such as Windows 2000. And calls made by a 
16-bit application must be translated for the 32-bit operating system. This trans­
lation process, called thunking, adds to execution time. 

• Some 16-bit applications require 16-bit device drivers, which are not supported 
in Windows 2000. Applications that directly access hardware must supply a 
Windows 2000 virtual device driver and a Windows 2000 32-bit device driver, 
or they won't run. 

• DLLs written for 16-bit applications cannot be used by 32-bit applications, and 
vice versa. Because the setup program for most applications installs all the DLLs 
needed by the application, you won't be aware of this distinction most of the 
time. But if, for example, you have a macro written for Microsoft Word 6 (a 16-
bit application) that accesses one or more DLLs, it won't work with Word 2000 
(a 32-bit application). 

How Can You Tell? 
Because Windows 3.x-based applications run effortlessly under Windows 2000, it's 
sometimes difficult to know whether you're using a 16-bit or a 32-bit application. 
All programs that bear the "Designed for Windows 98" or "Designed for Windows 
2000" logo on their packaging are supposed to be 32-bit. A better indicator, though, 
is to look at the application itself. In Windows Explorer, right-click a shortcut to the 

. program in question and choose Properties. (If there's no shortcut, create one.) Click 
the Shortcut tab. If the Run In Separate Memory Space check box is available, the 
application is a 16-bit, Windows 3.x-based program. 
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Compatibility with Win.ini and System.ini 
Windows 3.x uses two text files, Win.ini and System.ini, to store configuration informa­
tion for Windows itself and for applications you run. In later versions of the operating 
system, this configuration information is stored in the registry (some programs use 
their own private .ini files, in addition to the registry), and Win.ini and System.ini 
are no longer required. Some Windows 3.x-based applications depend on the exist­
ence of those files, however, so Windows 2000 retains copies of Win.ini and 
System.ini. You'll find them in your %SystemRoot% folder. Don't delete them! 

Avoiding Crashes 
By default, Windows 2000 treats each running 16-bit application as a thread within 
Ntvdm.exe, a process that establishes a virtual DOS machine (an environment that 
mimics in every detail a 640-KB computer that has access to extended memory). After 
you've started one or more 16-bit applications, if you open Windows Task Manager 
(press Ctrl+Shift+Esc) and click the Processes tab, you'll find an entry there for 
Ntvdm.exe, with indented subentries for your 16-bit programs. (See Figure 10-1.) 
You'll also find a subentry for Wowexec.exe, the Windows 2000 16-bit subsystem. 
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ntvdm,exe 756 00 0:00:00 7,380 K 
blue's ...... l.exe 99 0:01:09 
prooman.exe 00 0:00:00 
shipper,exe 00 0:00:01 

.jowexec,exe 00 0:00:00 I ~ 
gt;d Process I 

Figure 10-1 
By default, each running 16-bit program appears as a subentry (a thread) under Ntvdm.exe. 

In this default scheme of things, all 16-bit applications share a common memory 
space. Sharing memory is efficient and works fine for most 16-bit applications. 
However, if one Windows 3.x-based program in a shared memory space hangs or 
crashes, it's likely to bring down all the others with it-and you'll lose any unsaved 
information in all the applications. 
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If you have an application that occasionally hangs or crashes, you should run it in a 
separate memory space. To set up a Windows 3.x-based application to run in a separate 
memory space: 

1. On the Start menu, right-click the application and choose Properties. 

2. Click the Shortcut tab. 

3. Select the Run In Separate Memory Space check box. (See Figure 10-2.) 

Figure 10-2 
Select Run In Separate Memory Space if your Windows 3.x-based program is 

. prone to hanging or crashing. 

If you launch your program from a shortcut outside the Start menu, make this change 
in that shortcut. If you launch it directly from its .exe file and don't have a shortcut, 
you need to create one. Select Run In Separate Memory Space, and then launch from 
the new shortcut. 

Alternatively, you can start a 16-bit application in a separate memory space from the 
command prompt, using the syntax 

start /separate filespec· 

From the Start menu's Run command line, the equivalent syntax would be 

cmd /k start /separate filespec 

In addition to preventing an application from disrupting others, running Windows 
3.x-based programs in separate memory spaces confers other benefits: 
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• You get preemptive multitasking of Windows 3.x-based programs. When two 
or more programs share a virtual DOS machine, they multitask cooperatively 
(which means that programs are dependent on each other's good behavior for 
equitable time-sharing). When they run in separate spaces, they multitask 
preemptively, as native Windows 2000-based programs do. 

• Applications in separate memory spaces are more responsive, because each appli­
cation has its own input queue. 

• You can run multiple instances of applications that normally do not allow you 
to do so. 

• If you have an SMP (symmetric multiprocessor) computer, Windows 2000 can 
allocate processes in separate memory spaces among multiple processors. 

The only apparent downside to running 16-bit applications in separate memory 
spaces is that this approach uses additional memory. If you have plenty of memory, 
you might consider running all your 16-bit programs in separate spaces. 

Running MS-DOS-Based Applications 
You can run any character-based program written for MS-DOS either in full-screen 
mode or in a window. (Graphics-based programs run only in full-screen mode.) If 
you run a program in full-screen mode, it looks exactly like it does when you run it 
under MS-DOS. If you run it in a window, it has a title bar, a Control menu, and all 
the other standard window paraphernalia. 

One advantage of running in full-screen mode is that the program gets the maximum 
amount of screen real estate-the same amount of display space it would have if you 
were running it in MS-DOS. If you run the application in a window, you can maxi­
mize the window, but the presence of the window title bar means that you'll still have 
something less than the full screen to work with. A second advantage of full-screen 
mode is that it gives you faster video performance. 

You might find that some programs' features work only in full-screen mode. For 
example, WordPerfect for DOS has a graphics display mode that provides a WYSIWYG 
view of your document. If you choose that view while WordPerfect is running in a 
window, the application is frozen until you switch to full-screen mode. 

Provided your MS-DOS-based program is not one of the few that run only in full­
screen display, and provided you have not disabled the Alt+Enter shortcut key, you 
can switch from full-screen display to windowed display by pressing Alt+Enter. 

If you want to switch from full-screen to windowed display, but you've disabled the 
Alt+Enter shortcut key (because it's used for another purpose by your application), 
press Alt+ Tab or Ctrl+Esc to switch to another program. Then right-click the taskbar 
button for the program you switched away from. Choose Properties from the shortcut 
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menu, click the Options tab in the properties dialog box, and then select the Win­
dow option button. 

Mouse Options 
If your MS-DOS-based program supports a mouse, and you run the program in full­
screen mode, the MS-DOS-based program "owns" the mouse. That is, you can choose 
commands, make selections, or do anything else with the mouse that you could do 
if you were running the program in MS-DOS. 

If you run the program in a window, you have a choice about mouse ownership. You 
can let the MS-DOS-based program own the mouse as in full-screen mode, or you 
can let Windows own it. If the program owns the mouse, you need to use the Mark 
command on the Control menu to copy anything to the clipboard. If you let Win­
dows own your mouse, you can use the mouse to select information and copy it to 
the clipboard, exactly as you can in a Windows-based program. But you won't be 
able to use the mouse for choosing commands in the MS-DOS-based program. 

Whichever mouse mode you choose, you can use the mouse to change the window's 
size or position or to choose commands from the Control menu. In other words, the 
issue of who owns the mouse arises only when the mouse pointer lies within the 
client area of the program's window. On the borders or the title bar, Windows always 
retains control of the mouse. 

Two settings control mouse ownership-and neither one is available through an 
application's properties dialog box (as they are in Windows 9x). The QuickEdit set­
ting determines whether the mouse performs its usual program functions (such as 
selecting commands) or selects text for copying to the clipboard. The Hide Mouse 
Pointer command resolves a conflict that causes certain applications to display two' 
mouse pointers-one for Windows and one for the application itself. 

QuickEdit Mode 
QuickEdit mode, when selected, causes Windows to take ownership of the mouse 
so that you can use it to easily select, copy, and paste text. Because it prevents the 
MS-DOS-based program from using the mouse for any other purpose, it's most 
useful in programs that don't use a mouse. To select QuickEdit mode: 

1. Run your MS-DOS-based program. 

2. Press Alt+Spacebar or click the program's Control menu icon to open the 
Control menu, and then choose Properties. 

3. Click the Options tab. 

4. Select QuickEdit Mode and click OK. 

5. Select whether you want your change to affect only the current session or the 
current session and all future sessions of this program. 
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Hide Mouse Pointer Command 
With most MS-DOS-based applications that support a mouse, the mouse functions 
the same way in both full-screen and windowed display mode. The only difference 
is the shape of the mouse pointer: in full-screen mode it's a rectangular block, and 
in a window it's an arrow. 

However, some applications-WordPerfect for DOS is an example-display two 
mouse pointers when you run the application in a window. Moving the mouse 
moves the arrow-shaped Windows mouse pointer, but clicking and dragging has 

. no effect on your application. Meanwhile, the application's block-shaped mouse 
pointer sits motionless, anxious but unable to help. The solution for such applica­
tions is to open the Control menu and choose Hide Mouse Pointer. When you do so, 
the Windows arrow pointer disappears, and the block pointer leaps around the 
window at your every mouse movement, enjoying its newfound freedom. 

Freedom has its limits, of course, an~ you'll quickly find that your mouse pointer 
is constrained to its application window, unable to cross the window border to select 
another application-or even to open the active application's Control menu. When 
you're ready to escape this mousetrap,do one of the following: 

• Press Alt+ Tab to switch to another application. 

• Press Ctrl+Esc to open the Start menu. 

• Press Alt+Spacebar to open your application's Control menu, and then 
choose Display Mouse Pointer. 

• Quit your application. 

Using Copy and Paste 
Windows 2000 provides basic copy-and-paste services for MS-DOS-based applica­
tions, just as it does for Windows-based programs. The procedures for copying and 
pasting are nearly the same in both kinds of applications. 

Copying from an MS-OOS-8ased Application 
To copy a block of data from a windowed MS-DOS-based application: 

1. Right-click the title bar, choose Edit from the Control menu, and then choose 
Mark on the submenu that appears. 

2. Drag the mouse to select the data you want to copy. 

3. Press Enter or right-click anywhere in the window. 

Once you've copied your data to the clipboard, you can paste in the normal way. 

If you've turned on the QuickEdit option for your M$-DOS-based application, you 
can omit step 1. How do you know whether the QuickEdit option is on? Simply drag 
with the mouse and see what happens. If QuickEdit is on, the word Select appears 
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· in the program's title bar as soon as you start dragging. If the word doesn't appear, 
you are not in QuickEdit mode, and you need to choose the Mark command before 
making your selection. 

Note one important difference between selecting text in an MS-DOS-based applica­
tion and selecting text in a Windows-based application: in an MS-DOS-based pro­
gram, your selection is always rectangular, even if that means that lines of text are 
truncated on the left, the right, or both. Figure 10-3 shows an example of a text se­
lection in an MS-DOS window. In contrast, when you select text in a Windows-based 
application, your selection follows the flow of your text, whether or not that produces 
a rectangular block. 

Figure 10-3 
When you select text in an MS-OOS-based application, your selection is rectangular, 
even if that means that lines are truncated. 

Selecting Text with the Keyboard 
You can also select data in an MS-DOS-based application using the keyboard. Open 
the Control menu by pressing Alt+Spacebar. Press the E key to open the Edit sub­
menu, and then press K to choose the Mark command. A rectangular cursor appears 
in the upper left corner of the application's window. This is your (unexpanded) selec­
tion. Use the Up, Down, Left, and Right Arrow keys to position this cursor in one 
corner of the area you want to select. Then hold down the Shift key while you use 
arrow keys to expand the selection. When you have made your selection, press Enter 
to copy it to the clipboard. 

Pasting into an MS-OOS-8ased Application 
To paste data into an MS-DOS-based application, simply position the cursor where 
you want the pasted data to appear. Then open the Control menu, choose Edit, and 
choose Paste. If you have QuickEdit turned on, you can right-click anywhere in the 
window to paste at the cursor location. 

Note that the Paste command in an MS-DOS-based application is always active, even 
if the clipboard is empty or contains data in a format that's not appropriate for your 
application. If you try to paste graphics data into a text-based application, you get 
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an error message when you paste. A different error message appears if the clipboard 
is empty when you try to paste. 

Also be aware that when you paste text into an MS-DOS-based application, Windows 
feeds characters to the application exactly as if you had typ~d them yourself at the 
keyboard. That is, the program itself cannot tell that the characters aren't coming 
directly from the keyboard. If you paste into a program that performs some kind of 
validation-for example, a spreadsheet that checks cell entries for correct formula­
tion, or a program editor that verifies correct programming code-your paste might 
be interrupted by error messages from the application. 

If you experience other kinds of problems with pasting into an MS-DOS-based pro­
gram, try disabling the Fast Pasting option. With this option on (as it normally is), 
Windows feeds character data to your program as fast as it can. Most, but not all, 
programs can accept this fast transfer. If yours cannot, open the Misc tab of your 
program's properties dialog box and clear the Fast Pasting check box. 

Setting the MS-DOS Configuration 
The files Autoexec.nt and Config.nt set the configuration used by MS-DOS-based 

. programs. These two files serve a purpose similar to that of Autoexec.bat and 
Config.sys in MS-DOS, but they also have important differences: 

• Autoexec.bat and Config.sys must be located in the root directory of your boot 
drive. Autoexec.nt and Config.nt must be located in the %SystemRoot% \ 
System32 folder . 

•. Autoexec.bat and Config.sys are the only configuration files needed or avail­
able under MS-DOS. In Windows 2000, Autoexec.nt and Config.nt are the default 
configuration files, but you also have the option of specifying different files with 
settings tailored for the application you're planning to run. In other words, you 
can have default Config.nt and Autoexec.nt files that are applied to all your 
normal MS-DOS-based programs and different versions for certain programs 
with special requirements. 

Don't confuse MS-DOS configuration files with command prompt initialization or 
logon initialization files. Autoexec.nt and Config.nt affect only MS-DOS-based pro­
grams. The command interpreter, Cmd.exe, is a Windows 2000-based program and 
is not affected by anything in these configuration files. 

To specify custom Config and Autoexec files to be used by a particular application, 
click the Advanced button on the Program tab of the application's properties dia­
log box. In the resulting dialog box, like the one shown here, you can specify the 
custom files. 
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Note that this dialog box includes a Compatible Timer Hardware Emulation check 
box. This option imposes a performance penalty, so you should select it only if your 
application won't run with the box cleared. 

If you create custom Config and Autoexec files, you should base them on the default 
Config.nt and Autoexec.nt files. That way, you'll be sure to include the basic infor­
mation required to configure an MS-DOS session. 

Using Config 
In MS-DOS, the Config.sys file contains commands to load device drivers and set 
configuration parameters. In order to be compatible with all versions of MS-DOS, 
Windows 2000 does not validate commands in Config.nt. It executes the commands 
that it recognizes in Config.nt and ignores anything it doesn't understand. 

You probably won't need to modify Config.nt unless you acquire new programs for 
MS-DOS. If the manual for your MS-DOS-based program recommends a particular 
setting for Config.sys, put it in Config.nt. The setting might not be used by Windows 
2000, but usually it won't do any harm. 

Device drivers are the exception. If your Config.sys loads a device driver with a 
Device= or DeviceHigh= statement, you might not be able to load the same driver 
in Config.nt. Table 10-1 suggests how you should handle device drivers commonly 
used with MS-DOS. 

You can usually experiment safely with Config.nt settings. Windows 2000 protects 
the rest of the operating system from your MS-DOS-based programs, so failures 
won't harm the system. Naturally, you don't want to do much experimenting with 
valuable data in your MS-DOS-based programs, but usually the questionable device 
drivers you test will fail when loading-before the program even starts. 

To see output from device drivers in Config.nt and from programs in Autoexec.nt, 
put the EchoConfig statement at the start of Config.nt. Use the Rem statement to add 
comments or to comment out statements during testing. Comment out the EchoConfig 
statement when you finish testing. 
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Table 10-1. MS-DOS Device Drivers 
Device Driver 
Himem.sys 

AnsLsys 

Country.sys and Setver.exe 

Emm386.exe 

Smartdrv.sys 

Ramdrive.sys 

Dblspace.sys and Drvspace.sys 

Network drivers 

Drivers for hardware devices 

Using Autoexec 

Comments 
Use the Windows 2000 version if you have 
programs that require it or if you use it in MS-DOS. 
Windows 2000 installs this in Config.nt by default. 

Use the Windows 2000 version if you have 
MS-DOS-based programs that require it. The 
Windows 2000 command interpreter is not an MS­
DOS-based program and does not recognize ANSI 
escape sequences. Therefore, you can't use them 
with the Prompt or Echo commands. 

Use the Windows 2000 versions as you would the 
MS-DOS versions if you have MS-DOS-based 
programs that need them. . 

Don't use it. Windows 2000 automatically provides 
equivalent functionality and more. 

Don't use it. Windows 2000 has built-in disk 
caching .. 

Don't use it. Windows 2000 doesn't support (and 
generally doesn't need) RAM drives. 

Don't use them. Windows 2000 can't recognize or 
set up DoubleSpace or DriveSpace drives on a local 
hard drive, although it can use compressed drives 
shared from a networked MS-DOS computer. 

Don't use them. Windows 2000 has built-in 
networking. 

You generally won't be able to use·the MS-DOS 
versions. Some vendors might provide Windows 
2000 versions of device drives. 

In your Autoexec file, you should load any programs that your MS:-DOS-based 
applications need. The default Autoexec.nt file loads Mscdexnt.exe, Redir.exe, and 
Dosx.exe. These programs enable CD-ROM extensions, network services, and extended 
MS-DOS services needed by some MS-DOS-based programs. 

Your Autoexec.bat file, if you have one, is used by Windows 2000 for only one pur­
pose: when you start your system, Windows 2000 scans Autoexec.bat for any 
environment variables set by Set or Path commands and·adds them to the system 
environment variables. All other statements in Autoexec.bat are ignored. For more 
information, see "Using Environment Variables," page 185. 

Don't use the standard Autoexec.nt to start a memory-resident program. If you do, 
another instance of the program gets launched with each MS-DOS-based program, 
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which wastes memory. If you must use a memory-resident program with a certain 
application, create a custom Autoexec file and specify that Autoexec in the application's 
properties dialog box. 

Working with Your Programs' Properties 
Each of your MS-DOS-based programs has a properties dialog box that spells out 
everything Windows 2000 needs to know to run the program. Windows 2000 records 
the property settings in a Program Information File, or PIP. (If you never modify the 
properties for an MS-DOS-based program, Windows 2000 uses the settings recorded 
in %SystemRoot% \_default.pif. As soon as you make any property changes for a 
program, Windows 2000 creates a PIF for that program. The PIF that's created becomes 
a shortcut for the application.) You can use the properties dialog box to adjust the 
amount of memory allocated to a program, the program's initial display mode (full­
screen or windowed), the icon associated with the program, and so on. To make 
changes to Windows 2000's defaults, modify _default.pif. 

To get to a program's properties dialog box, right-click its entry in Windows 
Explorer. Then choose Properties from the shortcut menu. As you'll see, some 
of the settings in your programs' PIFs are present only for the sake of compat­
ibility with Windows 9x. 

When you choose Properties from a running application's Control menu, you see 
the program's console properties dialog box. Console properties dialog boxes provide 
a similar group of settings, but changes you make there are not saved as part of the 
program's PIF. For information about console properties, see "Customizing Command 
Prompt Windows," page 174. 

The General tab of the properties dialog box includes information about the size of 
the program, its creation and most-recent-access dates, and so on. The Security tab, 
which appears only for PIFs stored on NTFS volumes, lets you view and set permis­
sions and monitor use of the PIF. 

Options on the Program Tab 
The Program tab of an MS-DOS-based program's properties dialog box, shown in 
Figure 10-4, includes basic information about a program. Most of this tab is self­
explanatory, but here are a few points to note: 

• The top line on the tab specifies the text that appears on the program's title bar 
when the program runs in a window. The default is the program's file name. 

• You can add command-line parameters in the Cmd Line field. If you specify 
a question mark as a command-line parameter, Windows 2000 prompts for 
parameters at run time. 
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• The Working field lets you specify a default data folder for your program. If 
you leave this blank, Windows 2000 uses the folder in which the program resides. 

• The Batch File and Run fields are provided for compatibility with Windows 9x. 
They have no effect in Windows 2000. 

• In the Shortcut Key field, you can specify a keyboard shortcut for switching to 
this program. The shortcut key you assign must include the Ctrl key and/ or 
the Alt key plus one character key (a letter, number, or symbol). If the short­
cut key you assign is one that's used by a Windows-based application, it won't 
work in that application while the MS-DOS-based application is running. Note 
that this shortcut does not launch the program; it's useful only for switching 
from another program to this program. 
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Figure 10-4 
Use the Program tab to specify your program's title, working directory, 
keyboard shortcut, and other parameters. 

The Program tab includ~s an Advanced button, which lets you select Config and 
Autoexec files that set up your MS-DOS configuration before the program runs. For 
information about using the Advanced button, see "Setting the MS-DOS Configuration," 
page 161. 

Options on the Font Tab 
The Font tab looks as though it allows you to choose alternative display fonts to be 
used when an MS-DOS-based program is running in a window. Unfortunately,- it 
doe's not. Selecting a font here is effective only when you run the program under 
Windows 9x, not while you're running Windows 2000. 

To select a different font for use with Windows 2000, visit the console properties 
dialog box instead. For details, see "Selecting a Font," page 176. 
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Options on the Memory Tab 
The Memory tab, shown in Figure 10-5, allows you to allocate memory to your applica­
tions in particular amounts and in various categories. Those categories are as follows: 

Conventional Memory in the range 0-640 KB 

Expanded (EMS) 

Extended (XMS) 

Figure 10-5 

Physical memory above 1024 KB that is mapped into ranges 
between 640 KB and 1024 KB 

Memory above 1024 KB 

Use the Memory tab to allocate memory, in various categories, to your MS-OOS-based application. 

In all three cases, the default setting, Auto, should work for most programs. For 
conventional memory, Auto means that Windows supplies your application with 
as much memory as it can. Unless you're running a particularly small-scale MS-DOS­
based application and you need to conserve memory for other programs, you probably 
won't find a good reason to change the Auto setting. 

Auto also means" as much as possible" in the EMS and XMS drop-down lists. In rare 
cases, an MS-DOS-based program might have trouble handling an unlimited amount 
of EMS or XMS memory. If your program is one of the exceptional few, use these 
drop-down lists to reduce the available EMS or XMS memory. 

The Initial Environment and MS-DOS Protected-Mode (DPMI) Memory settings on 
this tab have no effect in Windows 2000. They are effective only when you run the 
PIF under Windows 9x. 

Options on the Screen Tab 
The Screen tab of an MS-DOS-based program's properties dialog box, shown in 
Figure 10-6, lets you choose between full-screen and windowed display mode and 
also allows you to override two performance defaults found in Windows. The Initial 
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Size, Display Toolbar, and Restore Settings At Startup settings are present for com­
patibility purposes and have no effect in Windows 2000. 
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Figure 10-6 
Use the Screen tab to specify windowed or full-screen display. 

To achieve faster screen performance, Windows normally uses volatile memory 
(RAM) to emulate video routines that are stored in read-only memory (ROM). If you 
experience any abnormal screen behavior in an MS-DOS-based program, try turn­
ing off this emulation by clearing the Fast ROM Emulation check box on the Screen 
tab. 

Programs use considerably less video memory when displaying text than when display­
ing graphics. When an M5-DOS-based program switches from a graphics display to a 
text display, Windows normally takes advantage of the "memory dividend" so that 
more memory is available for other programs. When an MS-DOS-based program 
switches back to a graphics display, Windows reallocates memory to the MS-DOS 
session. If you experience any problems switching from text mode to graphics mode 
in an MS-DOS-based program, try turning off this "dynamic memory allocation" by 
clearing the Dynamic Memory Allocation check box on the Screen tab. 

For fastest video performance, it's best to select Full-Screen in the Usage section of 
this tab. While your program is running, you can press Alt+Enter to toggle between 
full-screen and windowed display. 

Options on the Mise Tab 
Options on the Misc tab of an MS-DOS-based program's properties dialog box, 
shown in Figure 10-7, provide control over shortcut keys and other matters. Settings 
in the Foreground, Mouse, Background, and Termination boxes have no effect in 
Windows 2000; they appear here for compatibility with Windows 9x. 
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Figure 10-7 
Use the Misc tab to make Windows keystroke combinations, such as Alt+ Tab, 
available to your MS-OOS-based program. 

When an MS-DOS-based program running in the foreground sits idle-for example, 
while it's waiting for your next keystroke-Windows makes some of the resources 
it normally allocates to that program available to other running programs. The Idle 
Sensitivity slider on the Misc tab gives you some control over how much idle time 
Windows tolerates before reallocating resources. If your program seems less respon­
sive than you want it to be, or if it appears to pause periodically, move the slider to 
the left. If you want other programs to run more quickly while your MS-DOS-based 
program has the focus, move the slider to the right. 

If Windows doesn't correctly paste data from the clipboard into an MS-DOS-based 
program, try clearing the Fast Pasting check box on the Misc tab. This slows the rate 
at which Windows feeds clipboard data to the program. 

Windows normally reserves certain keystroke combinations for itself, even while an 
MS-DOS-based program has the focus. For example, if you press A1t+Enter while 
working in an MS-DOS-based program, Windows assumes that the keystroke com~ 
bination is intended for it rather than for the MS-DOS-based program. The normal 
effects of the reserved keystroke combinations that appear on this tab are listed here: 

A1t+ Tab Lets you switch to a different program 

Ctrl+Esc Displays the Start menu 

A1t+PrtSc Copies the current window to the clipboard as a bitmap 

A1t+Space 

A1t+Esc 

PrtSc 

A1t+Enter 

Displays the current program's Control menu 

Switches the focus to another program 

Copies the desktop to the clipboard as a bitmap 

Switches between full-screen and windowed display 
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To make any of these keyboard shortcuts available to an MS-DOS-based application, 
clear the appropriate check box in the Windows Shortcut Keys section of the Misc tab. 

Printing from an MS-DOS-8ased Application 
If you plan to print from your MS-DOS-based application, it's best to configure it 
to print to LPTn (where n is the number of your parallel printer port) rather than to 
PRN. When you print to LPTn, your application most likely uses calls to Interrupt 
17. If you configure it to print to PRN, it prints directly to the printer port. The lat­
ter approach is considerably slower in Windows 2000. 

Running POSIX-Based Applications 
For full compliance with the POSIX standard, you should save any files created by 
POSIX-based applications on an NTFS volume. NTFS supports POSIX with the fol­
lowing features: 

• Case-sensitive file names. NTFS preserves the case with which file names are 
saved, so that POSIX-based applications can distinguish between, say, Myfile.doc 
and MyFile.doc. 

• Hard links. A POSIX file can be given more than one name, allowing two dif­
ferent file names (in different folders, for example) to point to the same data. 

• Additional time stamps. POSIX-based applications can recognize such time 
stamps as time of last access or modification. 

Note that even if you don't use POSIX-based applications yourself, if you upload 
files to a UNIX-based Web server, you need to be aware of case distinctions. Your 
server will treat variants such as Calendar.htm and calendar.htm as distinct files. 
Because NTFS preserves case, even though Windows 2000-based applications are 
case insensitive, you should store files that are to be uploaded to a UNIX-based Web 
server on NTFS volumes. 
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Using the Command Prompt 
In This Chapter 
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Microsoft Windows 2000 allows you to enter commands, run batch programs, and 
run applications by typing commands at the command prompt. If you're accus­
tomed to performing file management and disk management operations at the com­
mand line, you don't need to change your ways in Windows 2000. In Windows 2000, 
you can open multiple command prompts, each in its own separate session, pro­
tected from any failures that might occur in other sessions. 

You can run any supported command or application at the command prompt, regard­
less of which operating system it was designed for-Windows 2000, Windows 9x, 
Windows 3.x, MS-DOS, OS/2 1.x, or POSIX. In addition to starting programs, you 
can use the command prompt to 

• Issue Windows 2000 commands, which include almost all commands from 
MS-DOS 5 plus many new commands 
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• Copy and paste information between applications 

• Administer or use network resources 

• Communicate on a TCP lIP-based network, such as the Internet 

• Pipe or redirect data between subsystems 

You can customize your Command Prompt sessions in various ways, and Windows 
2000 includes tools such as Doskey and batch programs that make using Command 
Prompt sessions easier. For information about using Doskey, see Chapter 36, nUsing 
Doskey Macros." For information about automating tasks with batch files, see Chapter 37, 
"Using Batch Programs." 

Starting and Ending a Command Prompt Session 
To get to the command prompt, do any of the following: 

• Choose Start I Programs I Accessories I Command Prompt. 

• Choose Start I Run and type cmd, with or without any optional command-line 
arguments. (For more about Command Prompt's command-line syntax, see "Using 
Cmd's Command-Line Syntax," page 190.) 

• Double-click the Cmd icon in your %SystemRoot% \ System32 folder. 

• Double-click any shortcut for Cmd.exe. 

You can open as many Command Prompt windows as you like. With each additional 
window, you start another Command Prompt session. For example, you might want 
to open two Command Prompt windows to see two directories in side-by-side win­
dows. To open another Command Prompt window, type start or start cmd at the 
command prompt. (These commands produce the same result. If you don't type a 
program name after start, Windows 2000 assumes that you want to start Cmd.exe.) 

When the Command Prompt window is active, you can end a Command Prompt 
session in any of the following ways: 

• Type exit at the command prompt. 

• Click the Close button. 

• Click the Control-menu icon and choose Close from the Control menu. 

• Double-click the Control-menu icon. 

If you are running a character-based program in the Command Prompt window, you 
should use the program's normal exit command to terminate the program before 
attempting to close the window and end the Command Prompt session. However, 
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if you are sure that the program doesn't have any unsaved files, you can safely and 
quickly close it using one of the last three methods in the preceding list. A dialog 
box appears asking whether you really want to terminate the program. 

Starting Command Prompt at a Particular Folder 
You can add a nifty shortcut-menu command to the folder file type that will allow 
you to right-click any folder in Windows Explorer and start a Command Prompt 
session with that folder as the current folder: 

1. In Notepad or another plain-text editor, create a file with the following data: 

Windows Registry Editor Version 5.00 
[HKEY_CLASSES_ROOT\Folder\shell\Cmd Here] 
@="Command &Prompt Here" 
[HKEY_CLASSES_ROOT\Folder\shell\Cmd Here\command] 
@="cmd.exe Ik pushd %L" 

2. Save the file as Cmdhere.reg. 

3. Double-click Cmdhere.reg and answer the confirmation prompt. 

These steps create the new registry values shown in Figure 11-1. For more informa­
tion about editing the registry, see Chapter 39, "Working with the Registry." 
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Figure 11-1 
These new subkeys of HKCR\Folder\Shell create a shortcut-menu command that 
starts Command Prompt at the current folder. 
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Cmd.exe vs. Command. com 
Cmd.exe is Windows 2000's command processor. Command.com, the 16-bit command 
processor of MS-DOS days, is still supported, but unless you have a legacy applica- < 

tion that requires it, you should stick with Cmd.exe. You can run external MS-DOS 
commands, batch files, and other executables with either processor, but Cmd includes 
a few internal commands not available in Command. com, and some of the internal 
commands common to both have additional options in Cmd. Moreover, most of the 
command-line syntax described later in this chapter is available only with Cmd. 

Customizing Command Prompt Windows 
You can customize the appearance of a Command Prompt window in several ways: 
you can change its size, select a font, and even use eye-pleasing colors. And you can 
save these settings independently for each shortcut that launches a Command 
Prompt session, so you can make appropriate settings for different tasks. 

To customize a Command Prompt window, you make settings in a properties dia­
log box that you can reach in any of three ways: 

• Right-click a shortcut that opens a Command Prompt window and choose 
Properties from the shortcut menu. Changes you make here affect all future 
Command Prompt sessions launched from this shortcut. 

• Click the Control-menu icon on a Command Prompt window and choose Prop­
erties from the Control menu. (If Command Prompt is running in full-screen 
mode, press Alt+Enter to switch to windowed display.) Changes you make here 
affect the current session. When you leave the properties dialog box, you'll be 
given the option of propagating your changes to the shortcut from which this 
session was launched. If you accept, all future sessions launched from that 
shortcut will have the new properties. 

• Click the Control-menu icon on a Command Prompt window and choose 
Defaults from the Control menu. (If Command Prompt is running in full-screen 
mode, press Alt+Enter to switch to windowed display.) Changes here do not 
affect the current session. They affect all future Command Prompt sessions 
except those launched from a shortcut whose properties you have modified. 
They also affect future sessions in character-mode, MS-DOS-based applications 
that do not have a PIF and that do not store their own settings. (For more infor­
mation about running MS-DOS-based applications, see Chapter 10, nUsing Programs 
Written for Other Operating Systems.") 
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Setting the Window Size and Position 
To change the screen position where a newly launched Command Prompt window 
appears, open the window',s properties dialog box (using any of the methods 
described previously) and click the Layout tab (see Figure 11-2). 

Option. I Font layout I Cola" I 

Figure 11-2 
Settings on the Layout tab control the number of lines and characters 
per line that a Command Prompt window can display. 

The dialog box maintains two different sizes-the screen buffer size and the win­
dow size. The width for both sizes is specified in columns (characters); the height 
is specified in rows (text lines). 

The screen buffer settings control the size of the "virtual screen," which is the maxi­
mum extent of the screen. Standard screen sizes are 80x25, 80x43, or 80x50, but you 
can set your Command Prompt screen to any size you want. (Some programs that 
you launch from a Command Prompt session, however, might work correctly only 
with standard screen sizes. In such cases, Windows 2000 automatically adjusts the 
screen buffer size to the closest size that the program understands.) 

The window size settings control the size of the Command Prompt window on your 
screen. In most cases, you'll want it the same size as the screen buffer. But if your 
screen is crowded, you can reduce the window size. If you do, scroll bars are added 
so that you can scroll to different parts of the virtual screen. The window size set­
tings can never be larger than the screen buffer size settings. 

Because you specify a window size as a number of columns and rows of characters, 
the size of those characters also affects the amount of space a console occupies on 
your display. For information about changing the character size, see "Selecting a Font," 
page 176. 
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Setting the Window Size and Position Visually 
Rather than guess at the settings for window size and window position, you can use 
the following procedure: 

1. Open a Command Prompt window. 

2. Drag the window's borders to adjust its size and drag its title bar to adjust its 
position. 

3. Click the Control-menu icon and choose Properties from its menu. 

4. Click the Layout tab and you'll see the settings that reflect the window's cur­
rent condition. 

5. Click OK to apply the settings. 

6. Select Save Properties For Future Windows With Same Title to retain the set­
tings for future sessions. 

Selecting a Font 
Unlike most Windows-based applications, applications in a Command Prompt window 
can display only one font at a time. Compared to what's available in most Windows­
based applications, your choice of fonts is limited, as you'll see if you click the Font 
tab in the Command Prompt window's properties dialog box (see Figure 11-3). 
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Figure 11-3 
The small window at the bottom of this dialog box shows an actual-size sample of the selected font; 
the window at the top shows the relative size and shape of the Command Prompt window if you use 
the selected font. 
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You should make a selection in the Font list first because your choice here deter­
mines the contents of the Size list. If you select Lucida Console, you'll find point sizes 
to choose from in the Size list. If you select Raster Fonts, you'll find character widths 
and heights (in pixels, or screen dots) in the Size list, as shown in Figure 11-3. 

Setting Colors 
You can set the color of the text and the background of the Command Prompt win­
dow. You can also set the color of the text and the background of pop-up windows 
that originate from the command prompt, such as the command history. 

To set colors, click the Colors tab in the Command Prompt window's properties dia­
log box. The dialog box is shown in Figure 11-4. 
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Figure 11-4 
You can set separate foreground and background colors for the Command Prompt window and 
pop-up windows, such as the command history that appears when you press F7. 

Setting Other Options 
The Options tab in the Command Prompt window's properties dialog box, shown 
in Figure 11-5, offers a grab bag of options that affect how your Command Prompt 
window operates. 

• The Cursor Size option buttons control the size of the blinking cursor in a Com­
mand Prompt window. 

• The Display Options setting determines whether your Command Prompt ses­
sion appears in a window or occupies the entire screen. 

• The Command History options control the buffer used by Doskey. 

• Buffer Size specifies the number of commands to save in each command history. 
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Figure 11-5 
You can set cursor size, the size of your command-history buffer, and 
other specifications on the Options tab. 

• Number Of Buffers specifies the number of command history buffers to use. 
(Certain character-based programs other than Cmd.exe use Doskey's com­
mand history. Doskey maintains a separate history for each such program 
that you start.) 

• Selecting Discard Old Duplicates uses the history buffers more efficiently 
by not saving duplicate commands. 

• QuickEdit Mode provides a fast, easy way to copy text from (and paste text into) 
Command Prompt windows with a mouse. (If you don't select QuickEdit 
Mode, you can use commands on the Control menu for copying and pasting 
text.) For details, see "Using Copy and Paste," page 159. 

Starting Programs 
You can start all kinds of programs at the command prompt-programs for Win­
dows 2000, Windows 9x, Windows NT, Windows 3.x, MS-DOS, OS/2 l.x, or 
POSIX-so you don't need to know a program's origin or type to run it. If it's on your 
disk, simply type its name (and path, if needed) followed by any parameters. It 
should run with no questions asked. 

If you're starting a character-based program, it runs in the Command Prompt win­
dow. When you terminate the application, the command prompt returns. If you start 
a Windows-based program, it appears in its own window. 

In early versions of Windows NT, if you ran a Windows-based program from Command 
Prompt, the Command Prompt session remained inaccessible until the Windows-based 
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program ended. To continue using Command Prompt after launching a Windows-based 
program, you had to launch that program with the Start command. That behavior 
has changed in Windows 2000; the Command Prompt session now remains acces­
sible by default. If you want the old behavior, launch your program with the Start 
command, using the /Wait switch, like this: 

start Iwait myprog.exe 

The /Wait switch is probably not useful unless you need the old behavior for some 
reason. The Start command has other options that are useful, however. For Windows­
based programs, you can use /Min or /Max to make the program open in a minimized 
or maximized window. For character-based programs, you can enter (in quotation 
marks) the title that you want to appear on the program window. Place any parameters 
or switches that you use with the Start command before the name of the program or 
command you want to start. Anything after the program name is passed to the pro­
gram as a command-line parameter and is ignored by Start. 

For more information about the Start command, type start /? at the command prompt. 

Using Commands 
In most respects, entering commands or running programs at the Windows 2000 
command prompt is the same as using the command prompt of any other operat­
ing system. MS-DOS, OS/2, UNIX-if you've used one command prompt, you've 
used them all. Every operating system has a command to delete files, another to 
display lists of files, another to copy files, and so on. The names and details may be 
different, but it's the same cast of characters. 

The commands and features available at the Windows 2000 command prompt most 
closely resemble those of MS-DOS 5-with some important enhancements and 
additions. . 

Getting Help 
The first thing you need to know about using the command prompt is how to get 
help. You can get help on any command-line program or internal command supplied 
with Windows 2000 in two ways. You can 

• Type the name of the command followed by /? For example, 
dir 17 

• Type help followed by the name of the command. For example, 
help dir 

For help with network-related commands, precede your help request with net. For 
example, type net view /? or net help view for information about the Net View com­
mand. (With the Net commands, "net help command" provides more detailed help 
than "net command /?") 
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You can also type help with no arguments to get a list of the internal commands and 
system utilities provided with Windows 2000. 

Editing the Command Line 
When working at a command prompt, you often enter the same command several 
times, or enter several similar commands. If you make a mistake when typing a 
command line, you don't want to retype the whole thing-you just need to fix the 
part that was wrong. Windows 2000 includes a feature that recalls previous com­
mands and lets you edit them on the current command line. Table 11-1 shows the 
editing keys and what they do. 

Table 11-1. Command-Line Editing Keys 

~~Y 
UpArrow 

Down Arrow 

PgUp 

PgDn 

Left Arrow 

Right Arrow 

Ctrl+Left Arrow 

Ctrl+Right Arrow 

Home 

End 

Esc 

F7 

F8 

Alt+F7 

Function 
Recalls the previous command in the command history 

Recalls the next command in the command history 

Recalls the earliest command used in this session 

Recalls the most recent command used 

Moves left one character 

Moves right one character 

Moves left one word 

Moves right one word 

Moves to the beginning of the line 

Moves to the end of the line 

Clears the current command 

Displays the command history in a scrollable pop-up box 

Displays commands that start with characters currently on the 
command line 

Clears the command history 

The command-line recall feature works by keeping a history of the commands 
entered during the Command Prompt session. To display this history, press the F7 
key. A window pops up that shows the commands you have recently entered. Scroll 
through the history with the arrow keys to select the command you want. Then press 
~nter to reuse the selected command, or press the Left Arrow key to place the se­
lected text on the command line without executing the command. (This lets you edit 
the command before executing it.) . 

Displaying the pop-up window is not necessary to use the command history. You 
can scroll through the history with the Up Arrow and Down Arrow keys. 
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The F8 key provides a useful alternative to the Up Arrow key. The Up Arrow key 
moves you through the commands to the top of the command buffer and then stops. 
The F8 key does the same, except that when you get to the top of the buffer, it cycles 
back to the bottom. Furthermore, F8 displays only commands in the buffer that begin 
with whatever you type before you press F8. Type d at the command prompt (do~'t 
press Enter) and then press F8 a few times. You'll cycle through recently entered com­
mands that start with d, such as Dir and Del. Now type e (after the d) and press F8 
a few more times. You'll cycle through Del commands along with any others that 
start with de. You can save a lot of keystrokes with F8 if you know the first letters 
of the command you're looking for. 

Using Wildcards 
Windows 2000, like MS-DOS, recognizes two wildcard characters: ? and *. The ques­
tion mark represents any single character in a file name. The asterisk matches any 
number of characters. 

In MS-DOS, the asterisk works only at the end of the file name or extension. Win­
dows 2000 handles the asterisk much more flexibly, allowing multiple asterisks in 
a command string and allowing you to use the asterisk character wherever you want. 

Using Command Symbols 
Old-fashioned programs that take all their input from a command line and then run 
unaided can be useful in a multitasking system because you can turn them loose to 
do complicated processing in the background while you continue to work with other 
programs in the foreground. Windows 2000 includes features that make command­
line programs easier to run and more powerful and that let you chain programs 
together so that later ones use the output of their predecessors a~ input. 

To work together better, many command-line programs follow a set of conventions 
that control their interaction. 

• By default, programs take all their input as lines of text typed at the keyboard. 
But input in the same format also can be redirected from a file or any device 
capable of sending lines of text. 

• By default, programs send all their output to the screen as lines of text. But out­
put in the same format also can be redirected to a file or another line-oriented 
device such as a printer. 

• Programs are written to set a number called a return value when they termi-
nate, to indicate the results of the program. 

When programs are written according to these rules, you can use the symbols in 
Table 11-2 to control a program's input and output and to connect or chain programs 
together. . 
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Table 11-2. Command Symbols 

i .. Sym~oJ 
< 

> 
» 

& 
&& 

II 
A 

(and) 

P.~rpos.~ 
Redirects input 

Redirects output 

Appends redirected output to existing data 

Pipes output 

Separates multiple commands in a command line 

Runs the command after && only if the command before && is 
successful 

Runs the command after I I only if the command before I I fails 

Treats the next symbol as a character 

Groups commands 

The Redirection Symbols 
As in MS-DOS and UNIX, Command Prompt sessions in Windows 2000 allow you 
to override the default source for input (the keyboard) or the default destination for 
output (the screen). 

Redirecting Input 
To redirect input from a file, type the command followed by a less-than sign «) and 
the name of the file. The Sort and More commands are examples of commands that 
can accept input from a file. The following example uses Sort to filter the file created 
with the Dir command shown previously: 

sort < batch.1st 

The input file, Batch.lst, contains a list of .bat files followed by a list of .cmd files (assum­
ing that you have some of each in the current folder). The output to the screen has 
the same list of files sorted alphabetically by file name. 

Redirecting Output 
To redirect output to a file, type the command followed by a greater-than sign (» 
and the name of the file. For example, to send the output of the Dir command to a 
file rather than the screen, type the following: 

dir /b *.bat > batch.1st 

This command line creates a file called Batch.lst that contains the names of all the 
.bat files in the current folder. 

Using two greater-than signs (») redirects the output and appends it to an exist­
ing file. For example: 

dir /b *.cmd » batch.1st 
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This command line appends a list of .cmd files to the previously c!eated file contain­
ing .bat files. (If you use » to append to a file that doesn't exist, Windows 2000 
creates the file.) 

Redirecting Input and Output 
You can redirect both input and output in a command line. For example, to use 
Batch.lst as input to the Sort command and send its output to a file named Sorted.lst, 
you can type the following: 

sort < batch.lst > sort~d.lst 

Standard Output and Standard Error 
Programs can be written to send their output to either the standard output device 
or the standard error device. Sometimes programs are written to send different types 
of output to each device. You can't always tell which is which because, by default, 
both devices are the screen. 

The Windows 2000 Type command illustrates the difference. When used with wildcards 
(something you can't do with the Type command in MS-DOS or Windows 9x), Type 
sends the name of each matching file to standard error and sends the contents of the 
file to standard output. Because they both go to the screen, you see a nice display 
with each file name followed by its contents. 

However, if you try to redirect output to a file like this: 

type *.bat > std.out 

the file names still appear on your screen because standard error is still directed to 
the screen. Only the file contents are redirected to Std.out. 

Windows 2000 allows you to qualify the redir~ction symbol by preceding it with a 
number. Use 1> (or simply» for standard output and 2> for standard error. For 
example: 

type *.bat 2> err.out 

This time the file contents go to the screen and the names are redirected to Err.out. 
You can redirect both to separate files with this command line: 

type *.bat 2> err.out 1> std.out 

The Pipe Symbol 
The pipe symbol (I) is used to send, or pipe, the output of one program to a second 
program as the second program's input. Piping is commonly used with the More 
utility, which displays multiple screens of output one screenful at a time. For example: 

help dir I more 

This command line uses the output of Help as the input for More. The More com­
mand filters out the first screenful of Help output, sends it to the screen as its own 
output, and then waits for a keypress before sending more filtered output. 

Using the Command Prompt 183 



The Command Combination Symbols 
Unlike MS-DOS, Windows 2000 allows you to enter multiple commands on a single 
command line. Furthermore, you can make later commands depend on the results 
of earlier commands. This feature can be particularly useful in batch programs and 
Doskey macros, but you might also find it convenient at the command prompt. 

For information about batch programs, see Chapter 37, "Using Batch Programs." For infor­
mation about Doskey macros, see Chapter 36, "Using <Doskey Macros." 

To simply combine commands without regard to their results, use the & symbol, 
like this: 

copy a:file.dat & edit file.dat 

But what if there is no File.dat on drive A? Then it can't be copied to the current drive, 
and the Edit command will fail when it can't find the file. Your screen will be littered 
with error messages. Windows 2000 provides two command symbols for better con­
trol over situations like this: 

• The && symbol causes the second command to run only if the first command 
succeeds. 

• The I I symbol causes the second command to run only if the first command 
fails. 

Consider this modified version of the earlier example: 

copy a:file.dat && edit file.dat 

With this command line, if the Copy command fails, the Edit command is ignored. 

Sometimes you want the opposite effect: execute the second command only if the 
first fails. You can do this with the I I symbol: 

copy a:file.dat I I copy b:file.dat 

This command line tries to copy the file from drive A. If that doesn't work, it tries 
to copy the file from drive B. 

The Escape Symbol 
Some command symbols are legal characters in file names. This leads to ambiguities. 
You can resolve such ambiguities by using the caret (1\) as an escape to indicate that 
whatever follows it is a character rather than a command symbol. 

Consider the following command line: 

copy f:\cartoons\Tom&Jerry 

This copies the file F: \Cartoons \ Tom to the current folder and then executes the Jerry 
command-probably not what you wanted. You might think that because no space 
comes before or after the & symbol, the system will know that you are referring to 
the file name Tom&Jerry. Not true. When a command symbol (such as the amper­
sand) appears on the command line, whatever follows it is assumed to be a command, 
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space or no space. Use the caret as follows to indicate that you are referring to a 
file name: 

copy f:\cartoons\TomA&Jerry 

Alternatively, rather than using the A symbol, you can enclose a file specification that 
includes command symbols (or other troublesome characters, such as spaces) within 
quotation marks to achieve the same effect. F~r example: 

copy "f:\cartoons\Tom&Jerry" 

Pausing or Canceling Commands 
You can pause or cancel a command that you enter at the command prompt. (Keep 
this in mind if you accidentally request a directory of all the files-or worse, enter 
a command to delete all the files-on a huge network server drive!) 

To pause the output of a command, press Ctrl+S or the Pause key. To resume out­
put, press any alphanumeric key. 

If you have QuickEdit mode enabled for your Command Prompt window, simply 
click in the window to pause command output. To resume output, right-click in the 
window. For information about QuickEdit, see "'QuickEdit Mode," page 158. 

To cancel a command, press Ctrl+C or Ctrl+Break. With either key, your command 
is canceled and the command prompt returns. Be aware, though, that any action 
(such as deleting files) that occurs before you cancel the command is done-and 
cannot be undone. 

Using Environment Variables 
Command-prompt operating systems traditionally use environment variables as a 
means for programs to share information and read global settings. (Windows 2000-
and applications written for Windows 2000-uses the registry for the same purpose.) 

Viewing Environment Variables 
The Set command allows you to examine as well as set environment variables. To 
examine the current environment variables, open a Command Prompt window and 
type set (without any arguments). Windows 2000 displays a listing of all the current 
environment variables and their values, as the following typical example shows: 

ALLUSERSPROFILE=D:\Documents and Settings\All Users 
APPDATA=D:\Documents and Settings\Craig\Application Data 
CommonProgramFiles=D:\Program Files\Common Files 
COMPUTERNAME=FAFNER 
ComSpec=D:\WINNT\system32\cmd.exe 
HOMEDRIVE=D: 
HOMEPATH=\ 
LOGONSERVER=\\FAFNER 
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NUMBER_OF_PROCESSORS=l 
OS=Windows_NT 
Os2LibPath=D:\WINNT\system32\os2\dll; 
Path=D:\WINNT\system32;D:\WINNT;D:\WINNT\System32\Wbem;D:\Program Files\ 
Support Tools\;;C:\PROGRA-l\NETWOR-l\MCAFEE-l 
PATHEXT=.COM~.EXE;.BAT;.CMD;.VBS;.VBE;.JS;.JSE;.WSF;.WSH 

PROCESSOR_ARCHITECTURE=x86 
PROCESSOR-IDENTIFIER=x86 Family 6 Model 6 Stepping Ie, Genuinelntel 
PROCESSOR_LEVEL=6 
PROCESSOR_REVISION=e6ea 
ProgramFiles=D:\Program Files 
PROMPT=$P$G 
SystemDrive=D: 
SystemRoot=D:\WINNT 
TEMP=D:\OOCUME-l\Craig\LOCALS-l\Temp 
TMP=D:\DOCUME-l\Craig\LOCALS-l\Temp 
USERDOMAIN=FAFNER 
USERNAME=Craig 
USERPROFILE=D:\Documents and Settings\Craig 
windir=D:\WINNT 

Predefined Environment Variables 
. Many of the environment variables in the preceding example are ones that Windows 

2000 automatically sets with information about your system. You can use these 
values in batch programs, Doskey macros, and command lines-and, if you're a pro­
grammer, in the programs you write. The system-defined environment variables 
include 

• Information about your place in the network. COMPUTERNAME contains 
the name of your computer, USERDOMAIN contains the name of the domain 
you logged on to, and USERNAME contains your logon name. 

• Information about your computer. PROCESSOR_ARCHITECTURE contains 
the type of processor (such as "x86"), and PROCESSOR_IDENTIFIER, PRO­
CESSOR_LEVEL, and PROCESSOR_REVISION provide specific information 
about the processor version. 

• Information about Windows 2000. SystemRoot contains the drive and folder 
in which Windows 2000 is installed; SystemDrive contains only the drive 
letter. 

• Information about your programs. When you type a program name (to start 
the program) without typing its path, Windows 2000 looks first in the current : 
folder. If the program isn't located in the current folder, Windows 2000 looks 
in each folder listed in the Path variable. 

• Information about the command prompt. PROMPT contains codes that de­
fine the appearance of the command prompt itself. (For details, type prompt /? 
at the command prompt.) 

186 Part 3: Managing Programs 



Modifying Environment Variables 
Command Prompt gets its environment variables from three sources: 

• Any variables set in your Autoexec.bat file 

• System variables, as recorded in HKLM \CurrentControISet\Control\Session 
Manager \ Environment 

• User variables, as recorded in HKCU\Environment 

Whenyou log on, Windows 2000 scans the Autoexec.bat file in the root folder of your 
boot drive. At logon, the system does not actually execute Autoexec.bat; it merely 
scans it for environment variables initialized with Set statements. If you don't want 
Windows 2000 to scan your Autoexec.bat file for Set statements, open a registry 
editor and navigate to HKCU\Software\Microsoft\ Windows NT\CurrentVersion \ 
Winlogon. Then change the data associated with the ParseAutoexec value from 1 to O. 

System and user variables are both stored in the registry, but you don't need to 
launch a registry editor to change them. Open Control Panel I System instead. Click 
the Advanced tab and then the Environment button. To change system variables, you 
must be logged on as a memb~r of the Administrators group. 

Environment changes made via Control Panel affect your next and subsequent 
Command Prompt sessions (not the current ones, of course). Changes made via 
Autoexec.bat are not effective until your next logon. In case of conflicting assign­
ments, user variables take precedence over system variables, which take precedence 
over variables declared in Autoexec.bat. The Path and OS2LibPath variables, how­
ever, are cumulative. That is, changes made in any venue are appended to any· 
changes made in other venues. (But changes made via Autoexec.bat or HKCU\ 
Environment are not effective until your next logon.) 

Within a given Command Prompt session, you can change environment variables 
by means of Set statements. Such statements affect only the current session and any 
applications (including additional Command Prompt sessions) spawned from the 
current session. 

Note that the Autoexec.nt file has no effect on the Command Prompt environment. 
Autoexec.nt affects MS-DOS-based applications only. Command Prompt, although 
it is the MS-DOS command interpreter, is itself a Windows 2000-based application. 

Starting Command Prompt and Running a Command 
The I C and IK command -line arguments allow you to start a Command Prompt ses­
sion and run a command-an MS-DOS command or a batch file, for example. The 
difference between the two is that Cmd IC commandstring terminates the Command 
Prompt session as soon as commandstring has finished executing, whereas Cmd 
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IK commandstring keeps the Command Prompt session going after comniandstring 
has finished. Note the following: 

• You must include either I C or IK if you want to specify a command string as 
an argument to Cmd. If you type cmd commandstring, the command processor 
simply ignores commandstring. 

• While commandstring is executing, you can't interact with the command pro­
cessor. To run a command and keep the Command Prompt window interac­
tive, use the Start command. For example, to run Mybatch.bat and continue 
issuing MS-DOS commands while the batch file is running, type cmd jk start 
mybatch.bat. 

• If you include other command-line arguments along with IC or IK, the IC or 
IK must be the last argument before commandstring. 

For more information about using Command Prompt's command-line syntax, see "Using 
Cmd's Command-Line Syntax," page 190. 

Cmd.exe and Other Command Prompts 
Cmd.exe, the application whose name is Command Prompt, is only one of several 
forms of command prompt available in Windows 2000. Others include the Start 
menu's Run command, the Address toolbar, the Address bar in Windows Explorer, 
and the Address bar in Microsoft Internet Explorer. In many ways, these various 
command prompts function alike. You can start a Windows-based application from 
any of them, for example. (If you do it from Internet Explorer, you need to include 
anexplicit path specification, or else Internet Explorer will try to find a URL that 
matches your command string.) What's exceptional about Cmd.exe is that it lets you 
execute internal MS-DOS commands (commands that are not stored in discrete .exe 
files). To execute an internal MS-DOS command from any of the other command 
prompts, you need to launch Cmd.exe itself (with /K or IC) and specify your inter-
naIMS-DOS c()mmand as an to Cmd. 

Using AutoRun to Execute 
Commands When Command Prompt Starts 

Command Prompt's equivalent to the old MS-DOS Autoexec batch mechanism is a 
feature called AutoRun. By default, Command Prompt executes on startup what­
ever it finds in the following two registry values: 

• The AutoRun value in HKLM\Software\Microsoft\Command Processor 

• The AutoRun value in HKCU\Software\Microsoft\Command Processor 
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The AutoRun value in HKLM affects all user accounts at the current machine. The 
AutoRun value in HKCU affects only the current user account. If both values are 
present, both are executed-HKLM before HKCU. 

Both AutoRun values are of data type REG_5Z, which means they can contain a 
single string. (You can enter a REG_MULTI_5Z value, but Windows 2000 ignores 
all but the first string.) To execute a sequence of separate Command Prompt state­
ments, therefore, you must use command symbols or store the sequence as a batch 
program and then use AutoRun to call the batch program. (For informa,tion about com­
mand symbols, see "Using Command Symbols," page 181. For information about batch pro­
grams, see Chapter 37, "Using Batch Programs.") 

To specify an AutoRun value, open a registry editor and navigate to the Command 
Processor key in either HKLM or HKCU. Create a new REG_5Z value there and 
name it AutoRun. Then specify your command string as the data for AutoRun, 
exactly as you would type it at the command prompt. 

To disable AutoRun commands for a particular Command Prompt session, start 
Command Prompt with /D. (For more about Command Prompt's command-line syntax, 
see "Using Cmd's Command-Line Syntax," page 190.) 

Using File and Folder Name Completion 
Command Prompt offers an invaluable file and folder name completion feature that, 
remarkably, is not enabled by default. If you enable this feature, you can save your­
self the trouble of typing long paths or file names. If you start a command string and 
then press the completion character, Command Prompt proposes the next file or 
folder name that's consistent with what you've typed so far. For example, 
to switch to a folder that starts with the letter Q, you can type cd q and press the 
folder-name completion character as many times as necessary until the folder you 
want appears. 

You can turn on file and folder name completion for a particular Command Prompt 
session by starting Command Prompt with /F:on. (For more about Command Prompt's 
command-line syntax, see "Using Cmd's Command-Line Syntax," page 190.) If you do that, 
Command Prompt uses Ctrl+D for folder-name completion and Ctrl+F for file­
name completion. 

Alternatively, you can turn this feature on permanently-for either the current user 
account or all accounts at the current computer-by editing the registry. The 
REG_DWORD values CompletionChar and PathCompletionChar in HKLM\Software 
\Microsoft\Command Processor specify the file and folder completion characters, 
respectively, for all user accounts at the current computer. The corresponding 
values in HKCU\5oftware\Microsoft\Command Processor do the same for the 
current account. In all cases, the character should be specified as a hexadecimal 
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value-for example, Ox4 for Ctrl+D, Ox6 for Ctrl+F, Ox9 for Tab, OxC for Ctrl+L, and 
so on. To disable a completion character, specify a value of Ox20 (the space character) 
or OxO. 

If completion characters are specified in both HKLM and HKCU, the HKCU settings 
take precedence. If you start Cmd with IF:on, Command Prompt uses Ctrl+D and 
Ctr1+F as completion characters, regardless of your registry settings. If you start Cmd 
with IF:off, completion characters are disabled, regardless of your registry settings. 

Using Wildcards for File and Folder Name Completion 
Command Prompt recognizes wildcards in file and path specifications. Typing cd 
pro*, for example, might take you to your Program Files folder (depending, of course, 
on where you are when you type it). Because you can include multiple wildcards 
in a string, you can even create formulations such as cd pro*\com*\mic* to get to 
Program Files \ Common Files \Microsoft Shared. 

Using Command Extensions 
Command extensions are changes or additions to the following internal commands: 
Del, Erase, Color, Cd, Chdir, Md, Mkdir, Prompt, Pushd, Popd, Set, Setlocal, 
Endlocal, If, For, Call, Shift, Goto, Start, Assoc, and Ftype. For example, with com­
mand extensions enabled, you can use Cd or Chdir to switch to a folder whose name 
includes space characters, without enclosing the path specification in quotation 
marks. For details about a particular command's extensions, type the command 
name followed by I? (Alternatively, type help, followed by the command name. For 
a complete reference to all MS-DOS commands, choose Start I Help. On the Con­
tents tab, select Reference\MS-DOS Commands.) 

Command extensions are available only in Cmd.exe, not in Command. com, and are 
enabled by default. Set the REG_DWORD value EnableExtensions in HKLM 
\ Software \ Microsoft \ Command Processqr to 0 to disable them for all user accounts 
at the current machine. Set EnableExtensions in HKCU\Software \Microsoft\ 
Command Processor to 0 to disable them for the current user account. Start Com­
mand Prompt with IE:off or IE:on to disable or enable them for the current session, 
regardless of the registry settings. 

Using Cmd's Command-Line Syntax 
The complete command-line syntax for Cmd.exe is 

cmd [/al/u] [/q] [/d] [/e:onl/e:off] [/f:onl/f:off] [/v:onl/v:off] [[Is] 
[/cl/k] commandstring] 

All arguments are optional. 
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I A I IV. This argument lets you specify the encoding system used for text that's piped 
to a file or other device. Use / A for ANSI or /U for Unicode. The default is ANSI. 

IQ. The /Q argument starts Command Prompt with echo off. (With echo off, you 
don't need to include an @echo off line to suppress screen output in a batch program. 
To turn echo back on after starting Command Prompt with /Q, enter echo on at the 
command prompt.) 

10. The /D argument disables execution of any AutoRun commands specified in the 
registry. (See "Using AutoRun to Execute Commands When Command Prompt Starts," 
page 188.) 

IE:on I IE:off. The /E argument lets you override the current registry settings 
regarding command extensions. (See "Using Command Extensions," page 190.) 

IF:on I IF:off. The /F argument lets you override the current registry settings regard­
ing file and folder name completion. (See "Using File and Folder Name Completion," 
page 189.) 

N:on I IV:off. The /V argument lets you enable or disable delayed variable expan­
sion. With /V:on, for example, the variable !var! is expanded only when executed. 
The default is /V:off. To turn on delayed variable expansion as a default, add the 
REG_DWORD value DelayedExpansion to HKLM \ Software \Microsoft\Command 
Processor (for all users at the current machine) or HKCU\Software \Microsoft 
\Command Processjor (for the current user account only) and set DelayedExpansion 
to 1. (Delayed variable expansion is useful in conditional statements and loop con­
structs in batch programs. For more information, type help set at the command prompt.) 

IS Ie I IK commandstring. As discussed earlier in this chapter (see "Starting Command 
Prompt and Running a Command," page 187), the alternative /C and /K arguments al­
low you to run a command when Command Prompt starts-with / C terminating 
the session at the command's completion and /K keeping it open. Including /5 before 
/C or /K affects the processing of quotation marks in commandstring. 

If you do not include /5, and there are exactly two quotation marks in commandstring, 
and there are no "special" characters (&, <, >, (, ), @, ", or I) in commandstring, and 
there are one or more white-space characters (spaces, tabs, or linefeeds) between the 
two quotation marks, and commandstring is the name of an executable file, then 
Command Prompt preserves the two quotation characters. 

If the foregoing conditions are not met and if the first character in commandstring is 
a quotation mark, Command Prompt strips the first and last quotation marks from 
commandstring. 

Using Network Commands 
This section describes some of the common commands for working with a network 
via the command prompt. Using the command prompt for these network functions 
is completely optional; most operations described here can also be done through 
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Windows Explorer. You'll find, however, that using the command prompt is some-
times easier and faster. . 

You might simply be working in a Command Prompt window and not want to go 
to the trouble of switching to another window. But a more compelling reason to learn 
and use network commands is that you can execute a series of network commands 
in a batch program and thus automate repetitive network tasks in a way that can't 
be done through the graphical interface. 

Connecting to Shared Resources 
You can connect to a shared resource by specifying a device name and a network 
name as part of the Net Use command,like this: 

net use x: \\zion\document 

This command maps a shared folder called \ \Zion \Document as drive X. If the com­
mand succeeds, you can use drive X exactly as you would any drive on your local 
computer-subject to any restrictions imposed by the owner. For example, the owner 
might allow anyone to read files but allow only selected users to write, modify, or 
delete them. 

The Chdir and Cd commands do not accept UNC path specifications. However, you 
can supply a UNC path as an argument for Pushd, the command that switches 
folders and saves the current folder on a stack (allowing you to return to the cur­
rent folder with Popd). When you connect to (and switch to) a network share in this 
manner, Command Prompt assigns the share the first available drive letter, starting 
at the end of the alphabet and moving toward the beginning. 

So, for example, the command 

pushd \\Zion\Document 

if entered at D: \ would connect with and switch to \ \Zion \Document, assigning 
that share the drive letter Z (if Z were not already in use), and save D:\ on a stack. 
You could subsequently use Popd to return to D: \. 

You can use Net Use to connect to network printers the same way you can use it to 
connect to other shares. For example, after you issue the command 

net use lptl \\yellowstone\laserjet4 

anything you print to LPTI will go to this shared printer. 

If you map a network folder to a drive letter using Windows Explorer, you can use 
that drive letter at the command prompt. Similarly, if you connect to a shared folder 
with the Net Use command, you can use that drive letter in your Windows-based 
applications. 
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You can access a shared resource directly without first mapping it to a drive letter. 
Simply use the network name in place of the drive name. For example, to copy 
Work.bat from the \Bat folder of \ \Zion \Public to your C drive, use the network 
name rather than a drive letter, as follows: 

copy \\zion\public\bat\work.bat c: 

Connecting to Password-Protected Resources 
Some operating systems, such as Windows 9x (using share-level access control), 
control access to shared resources by requiring you to enter a password for the 
resource. (Windows 2000, by contrast, maintains a list of users and groups that are 
permitted to access each shared resource. Passwords are assigned to users, not shared 
resources.) If you are connecting to a password-protected resource, you can append 
an asterisk to the Net Use command,like this: 

net use x: \\acadia\optrarx * 

The asterisk tells Windows 2000 to prompt you for the password. This way, the 
password is not displayed as you type it. You can type the password on the com­
mand line rather than use an asterisk, but anyone looking at your screen can see the 
password. In batch programs, you can use the asterisk or include the password with 
the batch command line, as needs dictate. 

When you are finished using a resource, you can disconnect from it with the Net Use 
command's /Delete switch (usually abbreviated as /D), like this: 

net use x: /d 

Browsing Network Resources 
The Net View command browses the network for the servers and shared resources 
you might be interested in. First you browse domains or workgroups to see which 
servers are available; then you browse the servers to see which shared resources 
are available. (For purposes of this discussion, workgroups function exactly like 
domains.) 

You can browse the servers in your domain by typing net view, which displays a list 
of servers similar to the following: 

Server Name Remark 

\\ACADIA CD server 
\\BADLANDS Chris' Pentium 
\\DENALI Tommy Boy 
\\KATMAI Fax server 
\\VOYAGEURS Blake Whittington 
\\YELLOWSTONE Paula Berg 
The command completed successfully. 
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The following command checks to see which other domains are available for browsing: 

net view Idomain 

To view the servers in a domain other than your own, specify the domain name, 
like this: 

net view Idomain:boston 

After you've found the name of a server, you can browse its shared resources. For 
example, typing net view \ \acadia might display information similar to this: 

Shared resources at \\acadia 

CD server 
Share name 

CD-ROM 1 
CD-ROM 2 
CD-ROM 3 
CD-ROM 4 
CD-ROM 5 
CD-ROM 6 
OPTRARX 
ROOT 

The command 

Type 

Disk 
Disk 
Disk 
Di sk 
Disk 
Disk 
Disk 
Disk 

completed 

Used as Comment 

Windows 98 
Bookshelf '97 

W: 
Corel DRAW! 

T: Microsoft TechNet 
Microsoft drivers 
Drivers for Lexmark 
Root directory 

successfully. 

When you find a resource you're interested in, you can use the Dir or Tree command 
to examine its contents (as long as you have been granted appropriate permissions), 
like this: 

tree If \\acadia\root I more 

Browsing through lists of computers and shared resources should raise some 
concerns about how you want your own computer to appear. Remember that every­
one on the network can see your computer name and the shared resources you 
have. Be sure to keep sensitive data in folders that are not shared, or set the permis­
sions appropriately. If you do want to share a resource, be sure to add comments 
so that browsers will know what you are offering. Comments are optional when you 
set up your own shares, but they can save a lot of frustration for people searching 
for information. 
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Managing Disks 
In This Chapter 
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Understanding Disk Terminology ......................................... 201 
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Working with Dynamic Disks ............................................ 211 

Performing Other Tasks ................................................ 213 

Without disks, you have no way to save, recall, or archive your work. Disks, 
especially hard disks, are as essential to computer use as paper is to a library or book­
store. This chapter has little to do with savIng data but everything to do with giv­
ing that data a congenial and well-designed home. It is about Disk Management, a 
tool that allows you to manage the space on your hard disks. 

Using Disk Management 
Disk Management is a Microsoft Management Console (MMC) snap-in that 
replaces the Disk Administrator program from Windows NT and the antediluvian 
Fdisk program from MS-DOS and Windows 9x. For more information about MMC, see 
Chapter 4, "Using and Customizing Microsoft Management Console." The purpose of Disk 
Management is to manage your hard disks, removable disks, and, to a lesser extent, 
your CD-ROM drives. You can use Disk Management to 

• Create partitions, logical drives, and volumes 

• Create spanned volumes and striped volumes-volumes that comprise disk 
regions from two or more disks 

• Extend volumes to increase their size 

• Format volumes 
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• Delete partitions, logical drives, and volumes 

• Convert basic disks to dynamic disks, and vice versa 

o Assign drive letters to hard disk volumes, removable disk drives, and 
CD-ROM drives 

• Create mounted drives 

• Check the size, format, status, and other properties of disks and volumes 

One major improvement of Disk Management over its predecessors is that you no 
longer need to restart your computer after you make disk configuration changes. 
(And you don't need to fastidiously save your disk configuration, as you did with 
Windows NT; Disk Management does this automatically.) Of course, Disk Manage­
ment still warns you if you ask it to do something destructive such as delete a 
partition or format a drive. But after you give your assent, Disk Management makes 
the changes immediately. 

To use Disk Management, you must be logged on as a member of the Administra­
tors group. 

Starting Disk Management 
The Disk Management snap-in is included in the Computer Management console, 
which you open by right-clicking My Computer and choosing Manage. (Alterna­
tively, choose Start I Settings I Control Panel I Administrative Tools I Computer 
Management.) In Computer Management, navigate to Storage \ Disk Management. 
Figure 12-1 shows an example. 

• Computer Management (Local) 

a··ft System Tools 
! ffJ {i]J EventViewer 
~ r±J'''~ System Information 
i $ ··til Performance Logs and Alerts 

! It .~. Shared Folders 
~ [ ••••• 1 Device Manager 

I Efl Local Users and Groups 
[7.1. til Storage 
i ,.E.:l :O~kl;j;;;;;,jeme;,r; 
: '~Disk Defragmenter 

. i "018) Logical Drives 
~ ffi ~ Removable Storage 

f:B ~ Services and Applications 

Figure 12-1 

Basic 
Basic 

NTFS 
CDFS 

The Disk Management snap-in is included in the Computer Management console. 

198 Part 4: Managing Hardware 



Note Wondering about the other items under Storage in Computer Manage­
ment? You'll find information elsewhere in this book. For information about 
Disk Defragmenter, see Chapter 40, "Performing Routine Maintenance." For in­
formation about Removable Storage, see Chapter 14, "Using Removable Storage." 
Logical Drives merely shows your drive mappings-information that can 
just as easily be gleaned from Windows Explorer or Disk Management. 

If you prefer to see Disk Management without the distractions imposed by the Com­
puter Management console, you can open it in its own window. Choose Start I Run, 
type diskmgmt.msc, and click OK. Throughout the rest of this chapter, we show this 
more focused form of the Disk Management console. 

Using Disk Management to Manage Remote Computers 
Starting Disk Management by using either of the preceding methods opens a win­
dow on your local computer's disk drives. You can also use Disk Management to 
view or modify the disks on any other computer on your network, as long as you 
log on as a member of that computer's Administrators group. You can open a Disk 
Management console on another computer in any of the following ways: 

• In Computer Management, right-click Computer Management (Local)-the top 
item in the console tree-and choose Connect To Another Computer. 

• Open Disk Management in author mode (choose Start I Run and type 
diskmgmt.msc fa) and click the Show/Hide Console Tree/Favorites toolbar 
button to display the console tree. Choose the Console I Add/Remove Snap­
In command, click Add, select Disk Management, click Add, and select Another 
Computer. Specify the name of the computer you want. Using this method, you 
can add all your computers to a single console if you like. 

Customizing the Display 
You can modify the Disk Management display to suit your needs. First, decide what 
information you want to display. You can choose among three different display pan­
els to include in the top portion and bottom portion of the details pane: 

• Disk List. A detailed view of each physical disk drive in a computer, as shown 
at the top of Figure. 12-2. 

• Volume List. A detailed view of each volume (generally the same as lettered 
drives; see "Volumes," page 203, for a more precise definition) in a computer, as 
shown at the top of Figure 12-1. 
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• Graphical View. A view that shows each disk on one row, with the disk's 
volumes and unallocated space displayed graphically, as shown at the bottom 
of Figures 12-1 and 12-2. 

6) Disk 0 
iQJ Disk 1 Basic 4.03 GB 0 MB 
ii/CDRomO CDRom(G:) OMB OMB 
~CDRoml CDRom(H:) OMB OMB 
&1 CDRom 2 CORom (I:) 648 MB 0 MB 

Figure 12-2 

Online SCSI 
On~ne SCSI 
Online SCSI 
Online SCSI 

This console displays Disk List view at the top and Graphical View at the bottom. 

To select one of these views, open the View menu and choose Top or Bottom; then 
choose the view name. The Bottom submenu also includes a Hidden command, 
which allows the top view to fill the entire details pane. Drag the border between 
the top and bottom if you want to reallocate the space allotted to each. 

You can further customize the appearance of the Graphical View by choosing the 
View I Settings command. On the Appearance tab of the View Settings dialog box, 
for each type of disk region you specify a color and a pattern for the band across the 
top of its display. 

On the Scaling tab of the View Settings dialog box, you specify the size of the boxes 
that represent disk regions. Your choice in the Disks box determines the relative 
overall display widths of each physical disk. Your choice in the Disk Regions box 
determines the relative display width of partitions, volumes, and other regions 
within the display space occupied by the disk. For each of these settings, you can 
opt to make all items equal in width, scale the items proportionally to their actual 
relative size (linear scaling), or use logarithmic scaling. The scaling that's most read­
able for you depends on the variance in disk and volume sizes on your computer. 
Figure 12-3 shows the effects of scaling settings on a system that has two disks: an 
8.5-GB disk and an ancient 234-MB disk. As you can see, with this much size dispar­
ity, linear scaling is nearly useless. 
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,m'mmm"m'm"i~iiiiiiiiiiii~iiii~~~~~ 
<5J Disk 0 " 
Basic II (C:) III (0') I 8,50 GS 2.83 GB FAT32 5.66'GB NTFS 
Onlin. Healthy (System) Healthy (Boot) 

;oJ Disk 1 
S.,,, I (E:) 
234 MS 234 MB FAT 
Onl.... Healthy (Acllve) 

" 

Logarithmic scaling 

<5J Disk 0 
ea"" (C:) 
3.50 CiB 2.83 GS FAT32 
Onlln' Healthy (System) 

Linear scaling 

Same size 

Figure 12-3 
In each of these views, the Disks and Disks Regions scaling are set the same. 

Understanding Disk Terminology 
What appears in My Computer to be a hard disk drive might or might not correlate 
to a single physical device. A single physical device can be subdivided into parti­
tions, volumes, or logical drives-each appearing in My Computer as a separate 
drive letter. Conversely, several physical devices (or portions thereof) can be com­
bined to appear as a single drive letter. These configurations are described by the 
terms explained in this section. With support for dynamic disks, Windows 2000 adds 
some new terms to the lexicon and redefines others. 

Let's start at the beginning: disk (or hard disk) refers to the physical hard disk drive 
installed in your computer. Your computer's first hard disk drive is identified in Disk 
Management as Disk O. If you have additional hard disk drives installed, they're 
identified as Disk 1, Disk 2, and so on. 

Basic Disks and Dynamic Disks 
Windows 2000 now supports two types of disk structures, called basic disks and 
dynamic disks. 

A basic disk is a physical disk that contains one or more partitions. The basic disk 
structure has been used by all versions of MS-DOS, Windows, and Windows NT; it 
is, therefore, the only disk type that is compatible with all these operating systems 
and with Windows 2000. 

Similarly, a dynamic disk is a physical disk that contains one or more dynamic 
volumes. Dynamic disks are a new feature of Windows 2000, and they can't be 
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accessed by earlier Microsoft operating systems. The advantage to dynamic disks 
is their flexibility: 

• You can create an unlimited number of volumes on a disk. (With an extended 
partition on a basic disk, you can create an unlimited number of logical drives, 
but logical drives have limited capability. For example, you can't use a logical 
drive as a boot partition or system partition and you can't extend a logical drive.) 

• Disk Management can modify the disk configuration in ways that it can't do 
with basic disks. 

• Dynamic disks allow you to make disk configuration changes without rebooting 
your computer. 

• Disk configuration information for dynamic disks is stored i~ a disk manage­
ment database in a reserved area on the disk-not in the registry. This can make 
moving disks between computers and recovering data from corrupted disks 
easier. 

Although these advantages-particularly the ability to make configuration changes 
without rebooting-are useful in servers for large enterprises, you must decide 
whether the benefits outweigh the need for compatibility with other operating sys­
tems. (By the way, just as Windows 9x computers on a network can access a shared 
NTFS volume, any type of computer can access across a network shared volumes 
on adynamic disk.) 

Your computer can have both types of disk, and the volumes on each disk can be 
formatted with any combination of NTFS and FAT file systems. Determining which 
kind you have is easy: in Disk Management, the Disk List view shows either Basic 
or Dynamic in the Type column, and the Graphical View shows the disk type just 
below the disk name. 

Partitions and Logical Drives 
A basic disk can be divided into one or more partitions. A section of the disk with 
its own starting and ending sector numbers, a partition is essentially a drive within 
a drive. Depending on the function it performs, a partition can be primary or extended; 
and it can be an active, system, or boot partition. 

You can have up to four partitions per hard disk: four primary partitions, or three 
primary partitions and one extended partition. 

A primary. partition is one that can be used for starting Windows 2000 (and other 
operating systems). A primary partition cannot be further subdivided. 

An extended partition can be further divided into one or more logical drives. This 
allows you to have more than four volumes on a basic disk. (From an end user's per-
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spective, a logical drive is the same as a partition. At the Disk Management level, 
however, there is a difference: a logical drive can't span multiple disks.) You can· 
create an extended partition on a disk that doesn't have any primary partitions, but 
you can't start Windows 2000 from such a disk. 

Whereas primary and extended partitions refer to partition structure, active parti­
tion, system partition, and boot partition refer to content and functionality. 

The active partition is the partition from which the computer starts up; to run Windows 
2000 or other Microsoft operating systems, the active partition must be a system par­
tition. A disk can have multiple system partitions, but only one can be marked active 
at any time. For more information, see "Marking the Active Partition," page 208. 

The system partition contains the files needed to load Windows 2000 or another 
operating system. It must always be a primary partition, and it must be marked active 
if you want to start Windows 2000 or another operating system on the Windows 2000 
boot menu. For information about dual booting, see Chapter 3, "Working with Multiple 
Operating Systems." . 

The boot partition, which sounds as though it ought to be the one you boot from, is 
actually the partition that contains the Windows 2000 system and support files-the 
files in the %SystemRoot% folder. If you run Windows 2000 from a single partition, 
the boot partition is, indeed, the same as the system partition. But you can install 
Windows 2000 ~o a partition other than the system partition. 

Volumes 
When a partition or logical drive is formatted for a particular file system (FAT or 
NTFS) and assigned a drive letter, it's called a volume. A volume appears in My Com­
puter as a local disk. 

A basic volume is a volume on a basic disk. Basic volumes include formatted primary 
partitions and formatted logical drives on extended partitions. (If you upgraded from 
Windows NT, you might also have volume sets or stripe sets-now called spanned 
volumes and striped volumes, respectively-on a basic disk. You can't create these 
types of volumes with Windows 2000, but you can continue to use them.) 

A dynamic volume is a volume on a dynamic disk. On a computer running Windows 
2000 Professional, Disk Management works with three types of dynamic volumes: 
simple volumes, spanned volumes, and striped volumes. 

A simple volume is made up of space on a single disk. It can be a single region on a 
disk or several regions on the same disk that are linked together by a process called 
extending a volume. 

A spanned volume is made up of space on two or more disks, which are linked together 
to appear as a single volume. A spanned volume is the dynamic-disk equivalent of 
a Windows NT volume set. 

Managing Disks 203 



Similarly, a striped volume is made up of ~pace on two or more disks (32 disks maxi­
mum). The difference is that data in a striped volume is allocated alternately to the 
equally sized regions on each disk in the striped volume. Striped volumes offer 
improved system performance by spreading the job of disk access across multiple 
read/write heads. Striped volumes are not quite as flexible as spanned volumes: the 
regions on each disk must be approximately the same size (therefore, the size of a 
striped volume is limited to the size of the unallocated space on the disk with the 
least unallocated space times the number of disks), and they can't be extended. 

: Fault-Tolerant Disk Storage with Windows 2000 Server 
Microsoft Windows 2000 Server supports two additional volume types that allow 
the server to recover from disk failure or data loss: mirrored volume (formerly 
known as mirror set) and RAID-5 volume (formerly known as stripe set with par­
ity). A mirrored volume, as its name implies, protects data by duplicating it on two 
disks so that if one of the disks fails, data can still be recovered from the "mirror· 
image" on the other disk. A RAID-5 volume protects data by adding parity informa­
tion and striping across three or more disks; the parity information can be used to 
recover the data if part of a stripe is lost when a disk fails. 

Windows 2000 Professional doesn't support the use of fault-tolerant volumes on 
local disks. However, you can use Disk Management running on Windows 2000 
'Professional to create fault-tolerant volumes on a remote computer running Win­
dows 2000 Server. 

Mounted Drives 
A mounted drive is a volume that is linked to a folder on an NTFS volume. In Win­
dows Explorer and elsewhere, you navigate to it via the drive and folder to which 

. it's linked instead of addressing it by a drive letter. (A mounted drive can also have 
a drive letter and can be mounted to more than one folder.) 

With mounted drives, which are a new feature of Windows 2000, you're no longer 
limited to 26 drive letters. ' 

You might see other terms in a discussion of mounted drives: mount point, reparse 
point, and junction point are all used to describe the file system object that links to 
another volume. In this book, we stick to mounted drive. 

204 Part 4: Managing' Hardware 



Adding a New Disk to Your Computer 
You'll use Disk Management when you add a new disk to your computer-whether 
it's an additional disk for data or a disk you've moved from another computer. After 
you install the disk, you should open Disk Management and choose Rescan Disks 
from the Action menu. 

New disks are added as basic disks. If you're adding a new disk for storage of data 
files (that is, it won't be used for an operating system), you should consider convert­
ing it to a dynamic disk before you create any partitions or volumes. By doing so, 
you can extend it later when you need even more storage space. 

If you're installing a dynamic disk that you've moved from another computer, check 
the disk's status (in Disk List view or Graphical View); it should be Foreign. Right­
click the disk and choose Import Foreign Disks. Windows 2000 then incorporates the 
disk's configuration information (which is stored at the end of each dynamic disk) , 
into your computer's disk management database, thereby making the disk's exist­
ing volumes visible and accessible. 

Working with Basic Disks 
On basic disks, you can perform the following disk management tasks: 

• Create primary and extended partitions 

• Create logical drives in an extended partition 

• Mark a partition as active 

• Convert to a dynamic disk 

• Other tasks that are described later in this chapter, including formatting a par­
tition or logical drive; deleting a partition or logical drive, or volume sets and 
striped sets created with Windows NT; and assigning a drive letter or drive path 
(jor details, see "Performing Other Tasks," page 213.) 

Creating a Partition 
To create a new partition, you need free-that is, unallocated-space on your hard 
disk. This space can belong to a portion of a new hard disk that you have not assigned 
to either a primary or an extended partition, or it can be space you make available 
by deleting an existing partition. 
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To create a primary partition (one that cannot be divided into multiple logical drives): 

1 . .In Graphical View, right-click an unallocated portion of a disk and choose 
Create Partition. 

2. In the Create Partition Wizard that appears, click Next. 

3. On the Select Partition Type page, select Primary Partition and click Next. 

4. On the Specify Partition Size page, specify how much of the unallocated space 
you want to use. 

5. On the Assign Drive Letter Or Path page, you have three choices: 

• You can specify a drive letter for the partition. The list includes only drive 
letters that are not currently being used for local disks or for mapped 
network drives. 

• You can create a mounted drive, which appears as a subfolder of another 
drive. For more information, see" Assigning a Drive Letter or Drive Path," 
page 215. 

• You can choose not to specify a drive letter or path. If you choose this 
option, you won't be able to access the partition except in Disk Manage­
ment. Before you can actually use the partition for storing and retrieving 
data, you need to assign a drive letter or create a mounted drive. 

6. On the Format Partition page, make the following settings: 

• Choose a file system: NTFS, FAT, or FAT32. For more information, see 
"Selecting a File System," page 539. 

• Choose an allocation unit size, or cluster size. The allocation unit size is 
the smallest space that can be allocated to a file. Smaller sizes result in less 
wasted disk space (because on average, every file has slack space equal 
to half a cluster) but can result in more fragmentation. Unless the parti-

i tion is dedicated to a special purpose (such as storage of a large database), 
using the Default selection, in which Windows 2000 selects a cluster size 
based on volume size, is best. 

• Specify a volume label. The volume label appears in Windows Explorer, 
and the novelty of the default label, New Volume, quickly wears off. 

• Select Perform A Quick Format if you merely want Disk Management to 
set up the volume structure but not scan the data area of the volume. 

• Select Enable File And Folder Compression if you want to squeeze more 
data on a volume (available only if you select the NTFS file system). 
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Format Partition 
You can customize the formatting of the partition. 

Specify whether you want to format this partition. 

r Do not format this partition 

r. Format this partition with the follo\Ning settings: 

. File system to ute: INTFS 

Allocation unit size: ID:fault 

Volume label: I~ewyolume 

r· Perform a Quick Format r Enable file and folder compression 

< Back 

x 

Cancel· I 

7. Click Next, confirm your settings, and click Finish. 

Note Many of the settings you make in the Create Partition Wizard can be 
changed at any time later, as described elsewhere in this book. Specifi­
cally, you can 

• Assign a different drive letter or create a mounted drive 

• Convert a FAT-or FAT32-formatted volume toNTFS 

• Change the volume label 

• Enable file and folder compression 

If your hard disk contains no more than three primary partitions, you can create an 
extended partition in the remaining space. The main benefit of an extended parti­
tion is its ability to support more than one logical drive. 

To create an extended partition: 

1. In Graphical View, right-click an unallocated portion of a disk and choose 
Create Partition. 

2. In the Create Partition Wizard that appears, click Next. 

3. On the Select Partition Type page, select Extended Partition and click Next. 
(This option is available only if the disk doesn't already have an extended 
partition.) 

4. On the Specify Partition Size page, specify how much of the unallocated space 
you want to use. 

5. Click Next, confirm your settings, and click Finish. 
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After you create an extended partition, you must define one or more logical drives 
within it, as explained in the following section. 

Creating a Logical Drive 
A logical drive is a part of an extended partition that you "wall off" and format so 
that you can use it as if it were a truly separate disk drive. Creating a logical drive 
is very similar to creating a new partition. 

To create a logical drive: 

1. In Graphical View, right-click the free space within an extended partition and 
choose Create Logical Drive. . 

2. In the Create Partition Wizard that appears, click Next two times. (Why the 
wizard doesn't skip the Select Partition Type page, nobody knows.) 

3. On the remaining wizard pages,' specify the size, drive letter or path, and 
format-just as you would for a primary partition, as described in the previ­
ous section. 

Marking the Active Partition 
The active partition on a basic disk is the one from which an x86-based computer 
boots. On these machines, one primary partition-the one containing the files needed 
for startup-must be marked active for the computer to start itself and an operat­
ing system. The active partition must always be on the first hard disk attached to the 
system (Disk 0). 

If you use Windows 2000 exclusively, or if you use Windows 2000 and Windows NT, 
Windows 9x, or MS-DOS, you do not have to change the active partition. In fact, Disk 
Management won't let you. However, if you use another operating system, such as 
OS/2, you must mark its system partition as active and reboot in order to use the 
alternate operating system. 

To mark the active partition and start a different operating system: 

1. In the Volume List view or Graphical View, right-click the partition you want 
to mark active and choose Mark Partition Active. 

2. Reboot the computer. 

Converting a Basic Disk to a Dynamic Disk 
On a basic disk, the partition table-information about the partitions on the disk­
is located in a 64-byte section of the MBR (master boot record), the first sector on the 
disk. A dynamic disk keeps additional information about the disk's layout in a disk 
management database that is stored in the last 1 MB of the disk. You might have 
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noticed (if you created one or more partitions during setup) that the Windows 2000 
setup program refuses to use the entire unallocated space on the disk. Instead, it 
reserves space for the disk management database, which is needed if you convert 
the basic disk to a dynamic disk. 

Disk Management makes converting a basic disk to a dynamic disk easy. You should 
do that if you run only Windows 2000, you have more than one disk, and one or more 
of the following is true: 

• You want to use more than four volumes on a disk. 

• You want to extend a volume onto unused space on the same disk or another 
disk. 

• You want to create a striped volume. 

Note Although Windows 2000 supports the continued use of volume sets and 
stripe sets that were created with Windows NT, you can't create them. 
If you want this functionality in Windows 2000 (and your basic disk isn't 
already configured that way), you must use spanned volumes or striped 
volumes, which can be created only on dynamic disks. 

On the other hand, you should use basic disks if your computer also runs another 
operating system. Only, Windows 2000 can access dynamic volumes. 

Before you convert, you should be aware of these additional limitations of dynamic 
volumes: 

• You can't use dynamic disks on a por:table computer. (For more information, see 
Microsoft Knowledge Base [KB] article Q232463. KB articles are available at 
support.microsoft.com.) 

• If you create a dynamic volume from unallocated space on a dynamic disk, you 
can't install Windows 2000 to that volume. (Of course, to get this far, you must 
already have Windows 2000 installed, so this limitation comes into play only 
if you're reinstalling Windows 2000 or moving the disk to another computer.) 

• You can't extend a dynamic volume that was a basic volume before the dynamic 
disk upgrade. 

Taken together, these last two limitations mean that you can't extend the system 
volume or boot volume. For that reason-and for compatibility purposes-we rec­
ommend the following: 

• Install Windows 2000 on your first hard disk and leave it as a basic disk. If you 
plan to dual boot with another operating system, partition the first disk so that 
each operating system is on a separate partition. (For more explanation, see Chap­
ter 3, "Working with Multiple Operating Systems.") 
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• Use additional disks for data. But before you partition them or store anything 
on them, convert them to dynamic disks. That way, you can easily extend your 
data volumes, which might come in handy when your collection of MP3 files 
(or whatever) fills your first data disk. 

To convert a basic disk to a dynamic disk: 

1. Close any programs (other than Disk Management) that are using the disk 
you're converting. 

2. In Disk List view or Graphical View, right-click the disk you want to convert 
and choose Upgrade To Dynamic Disk. 

3. If you have more than one disk, select which one(s) you want to upgrade,and 
click OK. 

: IJp~iade ihese~J~' ~ii~J: 
DDiskO 
~(i5"iskT"'''''''''''''''''''''''''''''''''''''''''''''''''''''''' .............................................................. . 

4. In the Disks To Upgrade dialog box, click Upgrade. 
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Troubleshooting 
You can't convert a basic disk to a dynamic disk unless at least 1 MB of unallocated 
space exists at the end of the disk. If you use Windows 2000 to create partitions (ei­
ther during setup or with Disk Management), it automatically reserves that space. 
But if you're using a disk that was partitioned with an earlier operating system, you 
might see an error message like the one shown in the following illustration: 

Thi,lict indlcat •• which ~k. win b. ypgroded. 
86MB 

Nome Di,k Corlerlo 
DISk. 1 Active Partition. No tree space in .. 

.!.I 

• Primar9 Partllion C E>dendedPartition IIlogicolDriva 

If you want to upgrade to dynamic disks, you must delete the last partition, which 
will destroy all the data it contains. (You can re-create the partition with Disk Man­
agement before or after you convert to dynamic disk, btit you can't recover any 
destroyed data.) Alternatively, you might be able to resize the last partition with 
third-party software such as PartitionMagic or System Commander. 

Working with Dynamic Disks 
On dynamic disks, you can perform the following disk management tasks: 

• Create a simple volume, spanned volume, or striped volume 

• Extend a simple volume or spanned volum~ 

• Convert to a basic disk 

• Other tasks that are described later in this chapter, including formatting a vol­
ume, deleting a volume, and assigning a drive letter or drive path for a volume 
(For deta'ils, see "Performing Other Tasks," page 213.) 
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Creating a Volume 
The process of creating a volume on a dynamic disk is quite similar to that of creat­
ing a partition on a basic disk. As in that procedure, a wizard guides you through 
the process. . 

To create a volume: 

1. In Graphical View, right-click an unallocated portion of a disk and choose 
Create Volume. 

2. In the Create Volume Wizard that appears, click Next. 

3. On the Select Volume Type page, select a type: Simple Volume, Spanned 
Volume, or Striped Volume. (If you have only one dynamic disk, Simple Vol­
ume is your only choice.) For information about these types, see "Volumes," 
page 203. Consider your needs: simple and spanned volumes can be extended 
(onto the same disk or other disks) in the future; striped volumes offer better 
performance. . 

4. On the Select Disks page, select which disks you want to use by placing them in the 
Selected Dynamic Disks list. (If you're creating a simple volume, you can select only 
one disk.) Then specify how much of the unallocated space you want to use. 

Select Disks 
You can select the disks and set the disk size for this volume. 

5. On the remaining wizard pages, specify the drive letter or path and format-just 
as you would for a primary partition. For details, see "Creating a Partition," page 205. 

Extending a Volume 
If you have additional unallocated space on a dynamic disk-either the same disk 
or another disk-you can extend an existing volume to increase its size. You can do 
so, that is, subject to the following limitations: 
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• You can extend only simple volumes and spanned volumes on dynamic disks; 
you can't extend striped volumes or volumes on basic disks. 

• You can extend a volume only if it's formatted with NTFS or it's unformatted; 
you can't extend FAT or FAT32 volumes. 

• You can extend a volume only if it was originally created on a dynamic disk; 
you can't extend volumes that have been upgraded from basic to dynamic. 

• You can't extend a system volume or boot volume. 

Still with us? To extend a volume: 

1. In Volume List view or Graphical View,'right-click the volume you want to 
extend and choose Extend Volume. 

2. In the Extend Volume Wizard that appears, click' Next. 

3. On the Select Disks page, select which disks you want to use by placing them 
in the Selected Dynamic Disks list. You can extend a simple volume to use 
unallocated space on the same disk or on another disk. (In the latter case, it 
becomes a spanned volume.) Then specify how much of the unallocated space 
you want to use. 

4. Click Next and then click Finish. 

After a volume is extended, you can't reduce its size-except by deleting the entire 
volume. 

Converting a Dynamic Disk to ,a Basic Disk 
Remember how easy it was to convert a basic disk to a dynamic disk? Disk Manage­
ment left all your existing data in place. Unfortunately, the conversion back to 
basic is not so pleasant. To convert a dynamic disk to basic, you must first delete all 
volumes on the dynamic disk, destroying all your data in the process. For details, see 
"Deleting a Partition, Logical Drive, or Volume," page 214. 

After you've deleted the volumes (presumably after backing up your data to another 
medium or copying it to a drive available through a network), the conversion pro­
cess is simple. In Disk List view or Graphical View, right-click the disk you want to 
convert and choose Revert To Basic Disk. 

Performing Other Tasks 
This section describes tasks that you can perform on basic disks and dynamic disks: 

• Formatting a partition, logical drive, or volume 

• Deleting a partition, logical drive, or volume 

• Assigning or changing a volume label 
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• Assigning a drive letter or drive path 

• Checking properties and status for a disk or volume 

Some of these disk management tasks also apply to removable disks (such as Zip disks 
and CDs). For example, you can use Disk Management to format a Zip disk (although 
there's no particular reason to, because you can also format from other programs that 
you're more likely to have open: Windows Explorer or a command prompt). More 
important, you use Disk Management to assign drive letters (or drive paths for 
mounted drives, if you prefer) for all types of drives-and you can't do that elsewhere. 

Formatting a Partition, Logical Drive, or Volume 
Formatting a partition, logical drive, or volume deletes any existing files and pre­
pares the volume for use. You can let the Create Partition Wizard or Create Volume 
Wizard format a partition, logical drive, or volume when you create it, or you can 
format it any time later by right-clicking the volume and choosing Format. You'll see 
a dialog box that offers the same choices as the wizard, as shown in Figure 12-4. 

Figure 12-4 
Formatting without the wizard offers the same choices. 

Note Windows 2000 will not let you format the system volume or boot volume. 

Of course, you don't need to visit Disk Management to format an existing volume. 
You can do that from Windows Explorer, where you'll see yet another dialog box 
that offers the same options and performs the same task. Or if you're a command­
prompt fan, use the Format command. 

Deleting a Partition, Logical Drive, or Volume 
The most important thing to know about deleting a partition, logical drive, or vol­
ume is this: All information in the partition, drive, or volume will be irrevocably lost. The 
only time you should consider deleting a partition, drive, or volume is when you 
want to reorganize a disk and are certain that all important prog~amsand data have 
been backed up to another medium. Deleting means starting over. 
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Deleting a spanned volume (known as a volume set in Windows NT) or striped 
volume (stripe set) deletes the entire volume. That is, all disk regions on all disks'that 
ar~ part of the volume become unallocated space. 

Windows 2000 will not allow you to delete the system partition, the boot partition, 
or an extended partition that contains logical drives. (You must delete the logical 
drives first and then delete the partition.) 

To delete a partition, logical drive, or volume: 

1. Verify that all needed files have been backed up. 

2. In Graphical View, right-click the item you want to delete and choose Delete 
Partition, Delete Logical Drive, or Delete Volume. 

3. After reassuring yourself that the item you selected contains no data you'll need 
again, click Yes in the confirmation dialog box. 

Not,e Don't delete a volume if all you want to do is change its file system. If you 
want to change from FAT to NTFS, you can use the Convert command 
at a command prompt. This command converts the volume without 
destroying its contents. For details, see "Converting a Volume to NTFS, " page 542. 

If you want to change from NTFS to FAT, you must use a third-party 
program such as Partition Magic (www.powerquest.com) or System Com­
mander (www.v-com.com). 

Assigning or Changing a Volume Label 
If you choose not to assign a volume label when you create or format a volume, or 
if you later decide to change a volume label to a more descriptive one, you can do 
so by right-clicking a volume and choosing Properties. (You can also do this in 
Windows Explorer.) Use the Label box on the General tab. 

The volume label on a FAT (or FAT32) volume can be up to 11 characters long and 
. can include spaces. Whether you type uppercase or lowercase letters, the volume la­
bel is stored in uppercase letters only. A FAT volume label cannot include the fol­
lowing characters: 

*?/\ I.,;:+=[]<>" 

Only one restriction applies when you assign a volume label for an NTFS volume: 
the maximum length is 32 characters. You can use any symbols you want, and upper­
case and lowercase letters are retained (and displayed) exactly as you type them. 

Assigning a Drive Letter or Drive Path 
Drive letter assignments in Windows 2000 arepersistent, which means that, once 
assigned, the assignments remain the same every time you start Windows 2000. But 
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how does Windows 2000 initially parcel out the letters? The algorithm is rather 
complex, and it depends on how you initially installed Windows 2000 (upgrade or 
clean install; if upgrade, from which operating system; and so on), the types of disks, 
partitions, and volumes you have; and other factors. (For details, see KB article 
Q234048.) 

You can change the assigned drive letters, which you might want to do if, for 
example, a system-assigned drive "letter interferes with a mapped network drive. 

A volume can have only one drive letter (or no drive letter at all), but you can also 
assign one or more drive paths to create one or more mounted drives. A mounted 
drive appears as a folder within another volume, which allows you to access a vol­
ume without reserving a drive letter for it-thereby getting past the limit of 26 drive 
letters. For example, you might remove the drive letter assignment for your CD-ROM 
drive and instead mount it to a folder on drive C called CD. You would then find a 
CD's contents in C:\CD rather than in D:\ (or whatever the previous drive letter 
assignment was). 

To assign a drive letter: 

1. In Volume List view or Graphical View, right-click the volume you want to 
" change and choose Change Drive Letter And Path. 

2. To change an existing drive letter, select it and click Edit. To assign a drive letter 
if one isn't currently assigned, click Add. 

3. Select a drive letter, click OK, and click Close. 
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Note You can't change the drive letter of the system volume with Disk Man­
agement. If you really need to do this-which is unlikely-KB article 
Q223188 explains the procedure. 

To create a mounted drive: 

1. In Volume List view or Graphical View, right-click the volume you want to 
change and choose Change Drive Letter And Path. 

2. Click Add. (You can't edit an existing drive path. If you want to change one, 
you must delete it-select it and click Remove-and then create a new one.) 

3. Select Mount In This NTFS Folder and then type the path to an empty folder 
on an NTFS volume. Easier yet, click Browse. (Browsing is not available on 
remote volumes.) The Browse For Drive Path dialog box that appears shows 
only your NTFS volumes, and the OK button is enabled only if you select an 
empty folder. Select an empty folder or click New Folder to create one. 

1:11.\ n'ffljutmilfij.I""I:litv*Qft'~'l:i;'<': ,,;;., ?IXI 
Listed below are volumes which support drive paths. To Create a 
new drive path. choose an empty folder or click on New Folder 10 
create a folder. 

a,·8 • 
fflHO ADOBEAPP 
: .. ·,0 Beatnik Player Download Data 
[~}O Documents and Settings 
i .. O Dynamic 
ffiO Program Files 
[B'O RECYCLER 
j .... O System Volume Information ' .... 1 

mJIWINNT ;..;.J 

New Folder I 
OK "" 

Cancel, , 

The folder you specify appears in Windows Explorer as a drive icon, not a folder icon. 
Opening that icon displays the root folder of the mounted drive. 

Note Although the folder in which you mount a drive must be an empty folder 
on an NTFS volume, the volume you're mounting can be formatted with 
any file system. 

Note Be careful to avoid creating a loop in the namespace (for example, by 
mounting a volume to a folder on a second volume and then mounting 
the second volume to a folder on the first volume). Windows lets you do 
this, but it's usually a bad idea because an application that opens 
sub folders (such as a search) will go into an endless loop. 

To see a list of all the mounted drives on your system, open the View menu and 
choose All Drive Paths. A dialog box like the one shown in Figure 12-5 appears. 
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it Drive PathS:Volumes 

:1 8 (0:) \Rhythms Simple Volume 183 MB 
'i 8 (0:) \Music Eaton Canyon 

8 (0:) \Archives CHRYSALIS (C:) 

Figure 12-5 
This dialog box lists all the mounted drives on a system and shows the volume label, 
if any, of the mounted drive. 

Checking Properties and Status 
Like most objects in Windows 2000, disks and volumes have a properties dialog box 
that provides details about the object. To view it, right-click the object and choose 
Properties. The properties dialog box for a volume is the same as the one you would 
see by viewing the same volume's properties dialog box in Windows Explorer. 

But you needn't visit the properties dialog box to learn a 'tot about your disks and 
volumes. Most of the key information-disk type, volume type, file system, capac­
ity, and status-is visible in both the list and graphical views. Of particular interest 
is the status, which is helpful if you have problems with a disk or volume. Figure 
12-6 shows where you can find status' information. Table 12-1 describes the possible 
status conditions for disks, and Table 12-2 describes volume status conditions! 

i VohJtn& Ui t T e FM tern StatUS C ad FleeS a .. lFff 
SIC) Partition Basic FAT32 Healthy (Sy ... 2.B3 GB 1.14GB 40% 

jell);) Partition Basic NTFS Healthy (Bo ... 5.66GB 3.14GB 55% 
i '3 OLD STUFF (E,) Simple D,Ynamic FAT32 Heanhy(At ... 99MB 99MB 100: 

Disk status Volume status 

Figure 12-6 
Volume List view (shown here) and Disk List view both include a Status 
column, and Graphical View also indicates status. 
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Table 12-1. Disk Status 
Status Description Action Required 
Online This is the normal status, None 

and it means that the disk has 
no known problems. 

Online (Errors) This status, which can appear Right-click the disk and 
only on dynamic disks, indicates choose Reactivate Disk. 
that I/O errors have occurred. 

Offline This status, which can appear only Check to see that the 
on dynamic disks, indicates that the disk is not powered 

disk was once available 
but is not down or disconnected. 

currently accessible. The disk might 
be corrupt. 

Foreign This status, which can appear Right-click the disk and 
only on dynamic disks, indicates choose Import Foreign 
that the disk has been moved to Disks. 
your computer from another 
computer and it hasn't yet been set 
up for use on your computer. 

Unreadable The disk is inaccessible and might Right-click the disk and 
be corrupt or have I/O errors. The choose Rescan Disks, 
disk management database may be or reboot the computer. 
corrupt. If the status is still 

unreadable, the disk is 
probably unrecoverable. 

Unrecognized The disk has a signature that Nothing you can do. 
prevents Disk Management from 
using the disk; disks from UNIX 
systems display this status. 

No Media This status, whic~ appears only Insert a disk in the drive. 
for CD-ROM drives or removable 
media drives (for example, Zip drives), 
indicates that no disk is in the drive. 
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Table 12-2. Volume Status 
;*"§tat~s'0" 

Healthy 

Healthy (At Risk) 

Initializing 

Failed 

, p~~,cripJion" 
This is the normal status 
and means that the volume 
has no known problems. 

This status, which can appear 
only on dynamic volumes, 
indicates that I/O errors have 
occurred on the underlying disk. 
If an I/O error occurs anywhere 
on the disk, all the disk's volumes 
are marked Healthy (At Risk). 

This status, which can appear 
only on dynamic volumes, 
indicates that the disk is 
initializing. 

This status indicates that the 
volume can't be initialized. 

None. 

Right-click the disk 
and choose Reactivate 
Disk. 

Relax! Wait a few 
seconds. 

To repair a failed 
dynamic volume, 
checkto see 
whether the disk 
is Online. (If not, 
right-click the disk 
and choose 
Reactivate Disk.) 
Then right-click the 
volume and choose 
Reactivate Volume. 

If the failed volume 
is on a basic disk, be 
sure that the disk is 
properly connected. 

Note Other volume status conditions-Resynching, Regenerating, Failed 
Redundancy, and Failed Redundancy (At Risk)-can appear only on 
fault-tolerant volumes, which are not supported in Windows 2000 Pro­
fessional (and are therefore not described in this book). If you're manag­
ing mirrored volumes or RAID-5 volumes on a remote computer running 
Windows 2000 Server, check the online help for more information. 
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Chapter ~i 3 

Managing a Print·Server 
In This Chapter 
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Setting Up a Printer That's Connected Directly to the Network .................. 228 

Setting Up a Printer for Non-Windows 2000 Clients .......................... 229 

Setting Server Properties ............................................... 232 

With Plug and Play, an improved and more powerful Print dialog box, and better 
printer drivers, Microsoft Windows 2000 has greatly simplified the tasks of install­
ing, configuring, and using a local printer. So much so, in fact, that we don't cover 
those topics in this book at all. You'll find information on those topics in our other 
book, Running Microsoft Windows 2000 Professional (Microsoft Press, 2000). 

Instead, this chapter focuses on setting up a print server-a computer that manages 
the printers on a network. In the same way that you can share folders on a computer 
running Windows 2000 Professional to create a· file server, you can share printers 
to create a print server. You don't need Windows 2000 Server to share and manage 
printers so that everyone on the network has access to them. This chapter discusses 
the printer configuration options that you're more likely to use with shared printers. 

Sharing a Printer 
You configure all options for a printer-whether you plan to share it or not-using 
the printer's properties dialog box. To display it, open the Printers folder (Start I Set­
tings I Printers), right-click the printer you're interested in, and choose Properties. 
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To make a printer available to other network users, simply click the Sharing tab, 
select Shared As, and provide a share name. Windows 2000 permits spaces and other 
characters in printer names, but if you're going to share with users of other operat­
ing systems, you should observe the following restrictions: 

• Use only letters and numbers; don't use spaces, punctuation, or special characters. 

• The entire universal naming convention (UNC) name, including the requisite 
backslashes and your computer name, should be 31 or fewer characters. For 
example, assume that your computer name is YELLOWSTONE (11 characters). 
When you add slashes, the length becomes 14 characters, meaning that the 
share name should be 17 characters or less. This results in a UNC name some­
thing like \ \ YELLOWSTONE\HPLASERJET4000. 

• If any MS-DOS users will connect to the printer;"the share name must be no 
longer than 8 characters. 

If your computer is part of a Windows 2000 domain that uses Active Directory, select 
List In The Directory (see Figure 13-1) to publish the printer in the directory, which 
makes finding your pfinter easier for others. 

Figure 13-1 " 
On the Sharing tab, specify a share name and, if you're on a Windows 2000 
Server domain, decide whether you want the printer included in the Active Directory. 

Troubleshooting 
. If other network users can't find your shared printer, ch~ck to be sure that you've 

enabled printer sharing. In the Network And Dial-Up Connections folder, right-click 
the Local Area Connectiori icon and choose Properties. On the General tab, select File 
And Printer Sharing For Microsoft Networks. 
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Troubleshooting 
If you have problems installing a driver for a shared printer that's connected to a 
different print server (this sometimes happens with Windows NT-based print serv­
ers), install the printer as a local printer rather than as a network printer. "Connect" 
it to an unused port on your system, such as LPT3. Then, at a command prompt, type 
net use Ipt3 \ \server\share /persistent:yes (replace server with the computer name of 
the print server and replace share with the name of the shared printer) to redirect 
output to the network printer. It's messy, but it works. 

Setting Printer Permissions 
When you set up a printer, initially all users in the Everyone group have Print per­
mission for documents they create, which provides access to the printer and the 
ability to manage their own documents in the print queue. And by default, mem­
bers of the Administrators and Power Users groups also have Manage Printers and 
Manage Documents permission. Table 13-1 shows the basic permissions and their 
associated privileges that Windows 2000 provides for printers. 

Table 13-1. Basic Printer Permissions and Privileges 
Permission 
Print 

Manage Printers 

Manage Documents 

h'" 

,,"'" "e~I~U~g,~,~", ,M,' -"'" """'" ''"' 

Print documents 

Control properties of owned documents 

Pause, restart, and remove owned documents 

Share printer 

Change printer properties 

Remove printer 

Change printer permissions 

Pause and restart the printer 

Pause, restart, move, and remove all queued documents 

A user account that doesn't have any of these permissions can't connect to the printer, 
print to it locally, or view its queue. 

If you have Manage Printers permission for a printer, you can change other users' 
permissions for that printer. To do so, click the Security tab of the printer's proper­
ties dialog box. To add another user or group to the list, click Add. After you select 
the users or groups you want in the Select Users, Computers, Or Groups dialog box, 
return to the printer's properties dialog box. Then select each new user or group and 
assign permissions by clicking Allow, Deny, or neither. (If you select neither, per­
missions are determined by the user's group membership.) 
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Permissions on the Security tab apply to users who log on locally as well as those 
who connect via network to a shared printer. 

Clicking Advanced on the Security tab leads to an access control settings dialog box 
(the center dialog box shown in Figure 13-2). From there, you can select an entry and 
click View/Edit to display the permission entry dialog box shown in the foreground. 
As you can see, this dialog box gives you granular control over printer permissions: 
for a particular user or group, you can apply permissions to the printer, to docu­
ments, or to both; and you can set a few individual permissions that are encompassed 
in the basic permissions. Although this might be fun for tweaking, you'll seldom 
have any reason to visit these dialog boxes; we present them here so that you'll 
never have to go there. 

Figure 13-2 
Advanced security settings give you granular control 
over permissions-something you'll probably never need. 

Setting Advanced Printer Properties 
The Advanced tab of the printer's properties dialog box, shown in Figure 13-3, 
includes a number of options that are both intriguing and confusing. Making changes 
to these options requires Manage Printers permission. 
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Priority. r-:B 
Driver: IHPLaserJet4000Series~S . iJ New Driver... I 
r. Spool print documents so progr<lm finishes printing faster 

r Start printing after last page is spooled 

r. Start printing immediately 

r Print directly to the printer 

n' H old mismatched documents 

17 . Print spooled documents first 

n Keep printed documents 

17 Enable advanced printing features 

Printing Defaults... I' Print Processor... .. Sep~r~torPa~ ... · '1 

OK ,.' Ca~cel'I' Apply 

Figure 13-3 
The Advanced tab offers a collection of unrelated options. 

• Always Available and Available From. To restrict the availability of the printer 
to certain times of day, select Available From and specify the range of times. 
Print jobs that are sent outside of these hours are held in the queue until the 
appointed time. One possible use: you might want to create a printer (remem­
ber that you can create multiple logical printers for a single print device) that 
you use only for low-priority, long print jobs, which could be queued to run 
at night instead of tying up the printer during working hours. 

• Priority. The Priority setting has a similar purpose: if you create multiple print­
ers for a single print device, documents sent to the printer with the higher 
Priority setting print ahead of those sent to the other printer. You might want 
to create a high-priority printer that certain users have permission to use when 
they need to cut in line to get a document printed quickly. Or you might want 
to assign Print permission to the high-priority printer to one group of users, and 
permission to the lower-priority printer to another group of users with differ­
ent (less urgent) needs. 

• Driver. This list includes all the printer drivers currently installed on your sys­
tem; use it to select the correct driver for the print device. If the correct driver 
isn't in the list, click New Driver to launch the Add Printer Driver Wizard. 
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• Spool settings. The four option buttons in the center of the dialog box deter­
mine whether a document should be spooled to a hard disk before sending it 
to the printer. For information about specifying the location of spool files, see "Set­
ting Server Properties," page 232. Spooled documents are then sent to the print 
device in the background. Ordinarily, you should select the first and third 
options, which cause fastest return of control to your application and fastest 
printing completion. But if you have trouble with complex print jobs being 
interrupted by pages from another document, select Start Printing After Last 
Page Is Spooled. . 

• Hold Mismatched Documents. Selecting this option tells the spooler to check 
a document's properties against the printer properties and to hold the docu­
ment in the queue if the properties don't match. A mismatched document typi­
cally occurs when an application specifies a form that's not currently assigned 
to a printer tray, for example. Correctly matched documents continue to print 
normally, bypassing any mismatched documents in the queue. 

• Print Spooled Documents First. Selecting this option directs the spooler to print 
documents that have completed spooling ahead of documents that are still 
spooling, even if the latter documents have a higher priority. When this option 
is cleared, the spooler selects the next document to print based only on its prior­
ity. Selecting this option maximizes printer efficiency because the print device 
doesn't have to wait for an incomplete, high-priority document to finish spool­
ing before it can begin printing a complete, lower-priority document. 

• Keep Printed Documents. When this option is selected, the spooler doesn't 
delete documents from the queue after they print. You can then reprint a docu­
ment from the queue rather than from the program that created it, or you can 
delete the document manually. 

• Enable Advanced Printing Features. Selecting this option turns on metafile 
spooling for print jobs from Windows 2000 clients using Windows-based applica­
tions. Of more interest to most users, selecting this option enables new options 
in the common Print dialog box for some printers and some applications, such 
as Booklet Printing and Pages Per Sheet. The only reason to clear this option 
is if you have problems printing. 

• Printing Defaults. Clicking this button displays the printing defaults dialog 
box-the same one that appears if you right-click a printer and choose Print­
ing Preferences. In this dialog box, you specify default document settings for 
options such as orientation, two-sided printing, paper tray selection, and so on. 
Your settings here become the default settings for all users of the printer. (Another 
reason to create multiple logical printers for a single device: you might want 
to create printers with different default settings for different types of documents 
or for users with different needs.) 
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• Print Processor. Clicking this button opens the Print Processor dialog box, a place 
you'll probably never need to venture. In a nutshell, it displays the available print 
processors (a print processor tells the spooler how to alter a print job depending on 
the document data type) and the default datatype for the selected print proces­
sor. The Microsoft Windows 2000 Server Resource Kit provides detailed information 
about print processors and datatypes. 

• Separator Page. Click this button to specify a separator page. For more informa­
tion, see the next section. 

Using Separator Pages 
A separator page prints before each document (much like a fax cover page) and 
identifies the name of the user who printed the job, the date and time it was sent, 
and other details. Using separator pages makes finding your document among a 
stack of others in the printer's output bin easier. In addition, two of the separator 
pages furnished with Windows 2000 switch between PostScript and PCL (the Printer 
Control Language used by most Hewlett-Packard printers), which is useful for print­
ers that don't automatically switch languages. 

Windows 2000 includes four separator page files, which you can use ready-made 
or you can customize. The supplied files, which are stored in the %SystemRoot% \ 
System32 folder, are described in Table 13-2. 

Table 13-2. Separator Page Files 
File Name 
Sysprint.sep 

Pcl.sep 

Pscript.sep 

Sysprtj.sep 

Description 
Switches the printer to PostScript arid then prints a separator 
page that includes account name, job number, date, and time 
Switches the printer to peL and then prints a separator page 
that i~cludes account name, job number, date, and time 

Switches the printer to PostScript but does not print a separator 
page 

A variant of Sysprint.sep that uses Japanese fonts, if available 

Separator page files are plain text files with the extension .sep. You can create your 
own separator pages either by modifying the files supplied with Windows 2000 or 
by typing codes into a new plain-text document and saving that document in your 
%SystemRoot% \System32 folder. Be sure to save the document as a plain-text file. 

The codes you can use for your separator pages are listed in Table 13-3. Each sepa­
rator file must start with a single character on a line by itself; that character becomes 
the command delimiter, which identifies commands elsewhere in the file. You can use 
any character as a command delimiter. In Table 13-3, the @ character is used as the 
command delimiter. For these commands to work, the first line of your file must 
contain only a single @ character. 
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Table 13-3. Separator Page Codes 
\.Code 

@N 

@I 

@D 

@T 

@L 

@Fpathname 

@Hnn 

@Wnnn 

@B@S 

@B@M 

@U 
@n 

@E 

.",.,... .. ,. '«<' '''" 

[)e~~~ip~io~ .. ~. 
Prints the user name of the person who submitted the print job. 

Prints the job number. 

Prints the date, in the date format specified by Regional Options 
in Control Panel. 

Prints the time, in the time format specified by Regional Options 
in Control Panel. 

Prints all characters following @L up to the next @ code or until 
the page width specified by @W is reached. 

Prints the contents of the file specified by pathname. 

Sends a printer-specific control code, where nn is a hexadecimal 
value. For example, use @HIB to send an escape code, which has 
a hexadecimal value of OxIB (27 decimal)~ 

Sets the maximum width of the separator page to the decimal 
value specified by nnn. Any characters beyond this width are 
truncated. (The default width is 80; the maximum is 256.) 

Prints in single-width block characters. 

Prints in double-width block characters. 

Turns off block-character printing. 

Skips n lines. (n can be a through 9.) 

Ejects the current page from the printer. 

Setting Up a Printer That's 
Connected Directly to the Network 

Your print device doesn't necessarily have to be connected directly to the computer 
that's acting as the print server. That is, it needn't be connected to one of the computer's 
local ports, such as a parallel port (LPTx), a serial port (COMx), an infrared (lrDA) 
port, a universal serial bus (USB) port, or a 1394 port. If your print device has a 
built-in Ethernet adapter (or it's connected to a network interface device such as a 
Hewlett-Packard JetDirect), all you need to do is set up a standard TCP lIP port­
a simple procedure in Windows 2000: 

1. Be sure that the print device is connected to the network and powered on. 

2. In the printer's properties dialog box, click the Ports tab. Click Add Port. 

3. In the Printer Ports dialog box that appears, select Standard TCP lIP Port and 
then click New Port. 

4. On the first page of the Add Standard TCP lIP Printer Port Wizard, click Next. 
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5. On the Add Port page, type the IP address of the printer. (You can get that by 
printing a configuration report from the print device or network interface de­
vice. See the device's manual for instruction's.) You can accept the Port Name 
that the wizard proposes or create your own. Click Next. 

lNfi t!ffl!!rtU'HkJlamlfi@1t'lFW!l'it"" ' :=® 

L:dd::'·:h.,,_~ .. to~~ ____ G 
Enter the Printer Name or IP address, and a port name for the desired device. 

Printer Name or IPAddres$.: 1'0,O.~,23Q 

Port Name: I r.:1p:-::-,-=-0: 0:'":,0:"':':: 23-:-='O ------

6. The wizard's final page shows your settings and also shows information (such 
as the adapter type) that confirms successful communication with the print 
device. Click Finish. 

The Standard TCP lIP Print Monitor (SPM) is a new feature of Windows 2000, and 
it supplants the LPRMON protocol that was used in Windows NT for printing to net­
work interface print devices. SPM is much easier to configure, and because LPRMON 
uses double spooling, SPM (which spools only once) is 50 percent faster. 

Setting Up a Printer·for Non-Windows 2000 Clients 
Your network probably includes computers that are not running Windows 2000. By 
configuring your print server properly, you can make it easy for users of the other 
computers to use your printers. A Windows 2000-based print server includes sup­
port for the following types of clients: 

• Windows 2000, Windows NT, and Windows 9x. To provide access for these 
types of clients, click the Sharing tab in the printer's properties dialog box. Click 
Additional Drivers and then select each of the client types you want to support. 
When one of these clients connects to the printer for the first time, Windows 
2000 automatically sets up the printer on the client system. 

• Windows 3.x and MS-DOS. These clients must install a 16-bit printer driver 
on their systems and must redirect a local port to the network share. For example, 
you'd configure a printer driver on such a machine to print to LPTl, and then 
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issue this command to the network redirector: net use Ipt1: \ \server\share. (Re­
place server with the computer name of your print server and replace share with 
the share name of the printer.) 

• UNIX. On the print server, install Print Services For UNIX. (Go to Control Panel 
I Add/Remove Programs I Add/Remove Windows Components I Other Network 
File And Print Services I Details I Print Services For UNIX.) You also need to 
set the TCP /IP Print Server service (the name of Print Services for UNIX as it 
appears in the Services snap-in) to start automatically. For information about con­
trolling services, see Chapter 20, ilManaging Services." Set up an LPR port by open­
ing the printer's properties dialog box and clicking Ports I Add Port I LPR Port 
I New Port. UNIX clients then connect to the printer using the Line Printer 
Daemon (LPD) service. 

• Internet. Clients that support Internet Printing Protocol (IPP) can print to a 
Windows 2000 print server using HTTP. (Currently, only Windows 2000 and 
Windows 9x clients support IPP.) To provide access for Internet (or intranet) 
clients, you must install Internet Information Services (lIS) For details about lIS, 
see Chapter 27, "Managing a Web Server." To connect to a shared printer using 
IPP; at the client computer, type http://server/printers/ (replace server with the 
URL or the computer name of the server) in the Address bar of Microsoft 
Internet Explorer. Figure 13-4 shows an example of what a Web browser might 
see. Clicking the name of a printer displays a screen similar to the one shown 
in Figure 13-5, where a user (with the requisite permissions) can view the queue, 
manage the printer, and manage documents. Clicking Connect (under Printer 
Action in the left frame) automatically installs the printer on the client computer 
if it's not already installed. 

e/printels/ 

U All Printers on biscayne 

... ....:~ 

d<*Go BUnko»l 
i.!. 

. Apple LaserWriter 16/600 PS Ready Prints to a file on Blake's computer 0 Apple LaserWriter 16/600 PS I only SE 

Figure 13-4 
With Internet printing, you can use a Web browser to view the Printers folder. 
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Figure 13·5 
The Web interface allows a user with appropriate 
permissions to manage printers and documents. 

/ 

Installing Windows 2QOO Drivers on a Windows NT Print Server 
Windows NT has a similar capability of storing and installing appropriate printer 
drivers for various versions of Windows. If you're print server is a computer run­
ning Windows NT, you'll want to add Windows 2000 drivers to it so that when 'com­
puters running Windows 2000 connect to that server, they can automatically find and 
install the correct drivers. Doing this is easy: 

1. Using a computer that is running Windows 2000, log on using an account that's 
a member of the Administrators (or Domain Admins) group on the Windows 
NT system. 

2. Open the Printers folder on the computer running Windows NT .. (In an address 
bar or in Start I Run, type \ \NTserver, where NTserver is the computer name 
of the print server. Then open the Printers folder.) 

3. In the Printers folder, choose File I Server Properties I Drivers I Add. 

4. On the Environment And Operating Systems page of the Add Printer Driver 
Wizard, select Windows 2000. 
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Printing on a Network with Apple Macintosh Computers 
With Microsoft Windows 2000 Server, Macintosh clients can connect to shared print­
ers on a Windows 2000 network. Alas, this capability is not included with Windows 
2000 Professional, so it's beyond the scope of this book to describe Print Server for 
Macintosh. Briefly, what you need to do on the computer running Windows 2000 

. Server is to install Print Server for Macintosh. (Go to Control Panel I Add/Remove Pro­
grams I Add/Remove Windows Components I Other Network File And Print Services 
I Details I Print Server For Macintosh.) Doingso also installs the requisite AppleTalk 
protocol. 

Another solution for setting up a mixed network (Macintosh and computers running 
Windows) is to use a program called DA VE, which runs on the Macintosh comput­
ers. DAVE is a product of Thursby Software Systems, Inc. (www.thursby.com). 

Setting Server Properties 
In addition to setting properties for individual printers by using their properties 
dialog box, you can set other properties by visiting the Print Server Properties dia­
log box. To get there, open the File menu or right-click a blank area of the Printers 
folder and then choose Server Properties. . 

The first three tabs control the list of items you see in the properties dialog box for 
a printer: 

• The Forms tab controls the list of forms that you can assign to trays using the 
Device Settings tab in a printer's properties dialog box. You can create new form 
definitions and delete any that you create, but you can't delete any of the pre-
defined forms. . 

• The Ports tab offers the same capabilities as the Ports tab in a printer's prop­
erties dialog box. 

• The Drivers tab offers a list of all the installed printer drivers and provides a 
centralized location where you can add, remove, or update drivers. 

The Advanced tab, shown in Figure 13-6, offers a potpourri of options: 

• You can specify the location of spool files. You might want to change to a folder 
on a different drive if, for example, you frequently run out of space on the 
current drive when you attempt to print large documents. 

y 
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Note Your Spool folder setting on the Advanced tab gets stored in the 
DefaultSpoolDirectory value in the HKLM\Software\Microsoft 
\ Windows NT\CurrentVersion \ Print \ Printers registry key, and it deter­
mines the spool folder for all your local printers. If you want to use a 
different folder for a particular printer, you must edit the registry directly. 
Go to the HKLM\Software\Microsoft\Windows NT\CurrentVersion 
\Print\Printers\printer key (where printer is the name of the printer you 
want to modify) and set the SpoolDirectory value to the path you want to use. 

• The first three check boxes on the Advanced tab determine which types of 
events merit entries in the Windows 2000 System log, which you can view with 
the Event Viewer snap-in. For more information, see Chapter 5, "Monitoring Sys­
tem and Application Activities with Event Viewer." 

Forms I Ports. I Drivers, Advanced I 
q 

v.J~ GLACIER 

P' Log spooler error events 

P' Log spooler warning events 

r Log spooler information events 

r Beep 01) errors of remole documents 

P'. Notify when remote documents are printed 

r· Notify computer. not user. when remote documents are printed 

OK Cancel 'I ... .<"ppiy 

Figure 13-6 
Settings you make here affect options available in all printer properties dialog boxes. 

• The last two check boxes control notification of completed print jobs. Windows 
2000 can cause a message to pop up to let you know when you can fetch your 
printout. (See Figure 13-7.) If you don't select the last check box, the message 
goes to the first workstation at which the user who' printed the job is logged on. 
If that user account is logged on to more than one workstation, then the mes­
sage might not go to the one that generated the print job. To ensure that it does, 
select the last check box also, which causes the message to be delivered to the 
computer that generated the print job. 
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Figure 13-7 
The print server can notify users with a message like this. 

Windows 2000 uses the Alerter service on a print server to send notification to 
users when network printing jobs are complete. By default, the Alerter service does not 
run automatically in Windows 2000 Professional. If you plan to use this feature, you'll 
need to start the Alerter service using the Services snap-in in Computer Management. 

To receive such a message, a computer must be running the Messenger service. Users 
right next to the printer might want to stop this service (and not be bothered by the 
pop-ups), whereas users down the hall can leave it running. 

Troubleshooting 
If a document gets stuck in the print queue and you can't delete it, open the Services 
snap-in in the Computer Management console and stop the Print Spooler service. 
Then restart the service. 
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Chapter -) 4 

Using Removable Storage 
In This Chapter 

Getting Started with Removable Storage ................................... 236 

Setting Up and Using Media Pools ........................................ 237 

Using Hardware Devices . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .. 241 

Securing Devipes and Media ............................................. 251 

Using Backup with Removable Storage .................................... 252 

Removable Storage is a new feature of Microsoft Windows 2000 that tracks your 
removable storage media, such as tapes, CDs, and optical discs. It also manages the 
hardware devices, such as changers and jukeboxes, that contain the r.emovable stor­
age media. Removable Storage keeps track of device status, media requests from 
programs, and media usage. By providing a common media management service, 
application developers no longer need to create specific programs and drivers for 
each device type. And with Removable Storage in control, it's easier to share media 
and devices among programs and among users. 

Not everyone agrees that Removable Storage is a feature, however. It's best suited 
to robotic libraries, tape autoloaders, and other hardware that's more likely to be 
found in large corporate networks than in the networks operated by most small 
businesses and home networks. Whether you consider Removable Storage to be a 
boon or a bane depends on the type of removable storage hardware you have, your 
backup procedures, and your desire to manage your collection of removable media. 

One word of encouragement to those who come down on the "bane" side: as more 
applications become Removable Storage-aware, its value will increase and its 
inconvenience will diminish. Such applications will call on the Removable Stor­
age service directly and transparently so that you won't need to be bothered with 
it. In the meantime, you have the opportunity to explore the Inner workings of this 
new service! 
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Getting Started with Removable Storage 
Removable Storage is a snap-in in the Computer Management console. You find it 
by opening Computer Management and navigating to Computer Management 
\Storage \ Removable Storage. Alternatively, you can open the snap-in in its own 
window by opening Ntmsmgr.msc. Figure 14-1 shows an example. 

8:J CJ Physical Locations 
: ... ® Work Queue 

r ···m Operator Requests 

Figure 14-1 
Opening Ntmsmgr.msc eliminates the clutter of other Computer Management snap-ins. 

Removable Storage has four top-level folders: 

• Media Pools contains, in a hierarchical structure, a record for each piece of man­
aged media, be it tape, CD, Zip disk, optical disc, or some other type of 
removable storage media. For more information, see the next section, "Setting Up 
and Using Media Pools." 

• Physical Locations contains a folder for each device. Each device's folder includes 
both a folder for the media currently installed in the device and a folder for 
the drives in the device. In addition, Physical Locations contains an Off-Line 
Media folder-a repository for records of media that you have inventoried but 
that an~ no longer in any physical device. For more information, see "Using Hard­
ware Devices," page 241. 

• Work Queue displays a list of all pending and completed tasks, such as requests 
to mount a CD or inventory the media in a device. These requests can come 
from an application or from Removable Storage itself. You can right-click a task 
to delete it from the queue or, in the case of pending mount requests, to change 
the order. 

• Operator Requests displays a list of the tasks that Removable Storage asks you 
to perform. It makes these requests by displaying a message similar to the one 
shown here. 
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Message from REDWOOD to REDWOOD on 2125/2000 3:29:35 PM 

From: Removable Storage on REDWOOD 
User: Administrator 
Subr. ·'ADMINISTRATOR ALERT"' 

A door access command for Library Elms DVL is now being processed. You may open the door on 
thisubrary. 

Setting Up and Using Media Pools 
Removable Storage organizes all media into logical groups called media pools. A 
media pool is a collection of related records-one for each tape, disc, or cartridge. In 
Removable Storage, each media pool is represented by a fold~r icon; media pools 
and media are analogous to folders and files in Windows Explorer. You'll find one 
difference from file folders, however: each media pool can contain only one type 
of media. 

Initially,' Removable Storage includes three system media pools: Free, Import, and 
Unrecognized. (Actually, each of these folders is a container for other media pools. 
The Free, Import, and Unrecognized folders contain a folder for each type of media 
used on your system. For example, the system shown in Figure 14-2 contains fold­
ers for CDs, 4-mm DDS tapes, and unknown media types.) 

Removable Slorag.ILocal) 
I? a M edio Pool. 
I ttl a Fre. 
I sa Imporl 
~ , Ig CD-ROM 
! i.. 4mmDDS 

i.... Unknown 
! [~J·a Unrecognized 

ill !::I Backup 

t:lu:mml 
B 0 Archiv. CD. 
, !r:l1995 

!· .. !::I1996 
.. !::I 1997 

: [···!::I1998 
I i1:1 1999 

;.·!::I2000 

Elm.DVL 
BackDlfic. Small Bu ... Elm.DVL 

Elm.DVL 
Elm.DVL 
Elm.DVL 

Window. 2000 Prof •... Elm.DVL 
Window. 2000 S eIV ... Elm.DVL 
Seminar 0 nline CD 1 ... Elm.DVL 
Seminar Onlin. CD 2 ... Elm.DVL 
Seminar Online CD 3 ... Elm.DVL Idld 
Seminar Online CD 4 ... Elm.DVL Idld 
Seminar Online CD 5 ... Elm.DVL Idle. I 
T echNel T echnicel ... Elm.DVL Idl •• 1 
T echNel Technical ... Em. DVL Idl •• 1 
T echN el Technical ... Elm.DVL Idle. I 
T echnicallnformatio ... Oil-lin. Media Idle. I 
T echnicallnformatio ... Oll·lineMedia Idl •• 1 
T echnicallnformatio ... Elm.DVL Load, 

} ~~~nicallnfo.~~ati~ ... Oll-lin~. ~~d;a Id~ 
-- ~ ~, 

Figure 14-2 
Media pools help you to organize your media into logical groups. 

• The Free media pools contain media that are not currently in use by any applica­
tion and can therefore be used by an application that makes a request. 
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• The Import media pools contain media that have just been added to the sys­
tem and that can be identified by Removable Storage. This includes media that 
have been formatted but have not been used before by a Removable Storage­
aware application. If you inject a tape that you've used with a previous version 
of NT Backup, a CD, or a Zip disk, for example, it initially appears in the Import 

. media pool for the appropriate media type. The Import media pools are simply 
a temporary holding place for media; you'll want to move the media to an 
appropriate application media pool. 

• The Unrecognized media pools are another temporary holding place for recently 
added media. Unformatted media (or media with an unrecognized format) 
arrive in the Unrecognized pool for the appropriate media type. If you want 
to make such media available to applications, you should move them to the 
corresponding Free media pool. 

In addition to the system media pools, Removable Storage can contain application 
media pools. Application media pools can be created by an application (Backup is 
the one application included with Windows 2000 that creates its own media poo!), 
or you can create them. Figure 14-2 shows several application media pools: Backup 
(the one created by Backup), TechNet, Archive CDs (which is actually a container 
for several media pools), and Programs. 

Creating a Media Pool 
You can use media pools to organize your media into logical groups. For example, 
on our Elms DVL (a CD-ROM jukebox that holds 100 CDs, now sold as the Cygnet 
idl00), we have the entire collection of Microsoft TechNet CDs, which now numbers 
over 30. (By the way, TechNet is an excellent resource for Windows 2000 experts. 
For more information, visit www.microsoft.com/technet.) To make it easier to find the 
TechNet CDs, we created a TechNet media pool to contain them. 

To create a media pool, right-click Media Pools and choose Create Media Pool. A 
dialog box similar to the one shown in Figure 14-3 appears. Provide a name and, 
optionally, a description. In the Media Information box, you can specify whether the 
media pool will contain only one type of media or whether it can contain other media 
pools. The options in the Allocation/Deallocation Policy box are applicable only to 
rewritable media (such as tapes); you can set up a media pool so that an application 
automatically fetches and returns its media to the Free media pool as needed. On 
the Security tab of this dialog box, you can set permissions for access to the media 
pool. For more information, see "Securing Devices and Media," page 251. 
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Figure 14-3 
You can create your own application media pools. 

Troubleshooting 
If you receive a message that reads "The media pool identifier does not represent a 
valid media pool" when you click OK in the Create A New Media Pool Properties 
dialog box, it's because you selected a media pool before you chose the Create Media 
Pool command. (The command, of course, shouldn't be available in that context­
but it is.) Simply select the folder in which you want to create a new application 
media pool-either the top-level Media Pools folder or an existing folder that is set 
to contain other media pools-before you choose Create Media Pool. 

Managing Media in Media Pools 
To view or modify the properties for a tape, CD, or disc, simply double-click its 
record in the details pane (or right-click and choose Properties). You'll see a dialog 
box similar to the one shown in Figures 14-4 and 14-5. The description you specify 
on the Side tab appears in the details pane. You can also change the name that 
Removable Storage assigns to media. It initially uses the volume name or the name 
provided by the application, but you can change it to something more meaningful 
and Removable Storage can still correctly identify and track the media. 
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Figure 14-4 
The Media tab shows the volume name (which you can change) and the current location. 

Figure 14-5 
The Side tab provides a Description box as well as statistics about media usage. 
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Applications can move media from the Import or Unrecognized pools into the Free 
pool or into their own application pool. Applications that use rewritable media also 
move media between the Free pool and their own application pool as needed or as 
the media become available. If you create a set of application pools to organize your 
media collection (as we did in the system shown earlier in Figure 14-2), you can move 
media from one pool to another by dragging or by using Cut and Paste commands­
just as you can with files in Windows Explorer. 

Note The menus and toolbar also include a Copy command, but it actually 
works like Cut. You can't have records for the same media in more than 
one media pool. 

Using Hardware Devices 
Removable Storage manages a variety of removable storage devices, ranging from 
stand-alone drives to robotic libraries. Stand-alone drives hold a single tape or disc, 
which you manually insert in the drive. Robotic libraries hold multiple tapes or 
discs, and they have a mechanism for moving media from the storage slots to the 
drives. Some robotic libraries include other components that are controlled by Remov­
able Storage, such as doors, inject/ eject ports, cleaner cartridges, and bar-code readers. 

Using Removable Storage with Stand-Alone Drives 
If your computer has a CD-ROM drive, a Zip drive, or other drive that holds a single 
removable disk or cartridge (other than a tape drive), you'll find that you can use it 
as you always have. It shows up as a drive letter in My Computer and in Disk Manage­
ment, and its files are accessible through Windows Explorer and other applications 
as soon as you insert media. 

You might not realize it, but even with stand-alone drives, Removable Storage keeps 
track of the media. You can demonstrate this by opening Removable Storage, right­
clicking your drive (under Removable Storage \ Physical Locations), and choosing 
Inventory. This causes Removable Storage to identify the media, ensuring that it 
accurately shows information about the current media. If you navigate down to 
Media or Drives, you'll see an identifier (by default, the volume name) for the media. 
And you'll also find the media in the Import media pool, the place where new, 
unidentified media first arrive. 

Fascinating as that may be, you'll generally have no reason to bother with Removable 
Storage to manage a stand-alone drive. If you want to keep statistics about particu­
lar media (such as how often you mount one) or save some descriptive information 
about each one (such as the CD key), you can do that with Removable Storage. The 
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trick is that you must move the piece of media from the Import media pool into 
another media pool. (Media in the Import and Unrecognized pools are automatically 
deleted when you remove the media from the device.) Then, when you eject the 
media, Removable Storage moves it to the Off-Line Media folder (and also leaves a 
record in the media pool to which you moved it). When you reinsert the media, 
Removable Storage recognizes the previously used media and uses its record instead 
of creating a new one and placing it in the Import media pool. 

For example, we have a computer that we use as a test platform for various projects, 
and software gets installed and removed repeatedly. We created a new media pool 
called Program CDs, and when we insert the CD for a new program, we move it from 
the Import pool to the Program CDs pool. We then open the properties dialog box 
for the CD and type the CD key in the Description box. The next time we have to 
reinstall the program-by then, the jewel case bearing the CD key on a yellow sticker 
is long lost-we simply insert the CD, and the CD key appears in the Description 
column in the Media folder. You might find much better and easier ways to man­
age such information (not losing the jewel case, for example), but this turns out to 
be a convenient tool for us. You might also discover other uses for Removable Stor­
age, even with a stand-alone drive. 

Using a CD Changer 
Owners of ATAPI CD-ROM changers, such as the popular series of CD-ROM chang­
ers from NEC, are among those who complain loudest about Removable Storage. 
These changers typically fit in a single drive bay and allow you to insert as many 
as seven CDs. Under Windows 9x and Windows NT, such devices appear in Win­
dows Explorer as a separate CD-ROM drive for each slot, each with its own drive 
letter. To use a CD-in Windows Explorer or another application-you simply 
address it by its drive letter. When you specify a drive letter, the CD-ROM changer 
loads the correct CD. 

But in fact, although these devices contain a number of slots for CDs, they contain 
only a single CD-ROM drive-and Windows 2000 treats it exactly so. In Windows 
Explorer and in Disk Management, for example, you'll see only a single CD-ROM 
drive. Worse, the drive appears to be empty (that is, it doesn't contain a CD) even 
if you have filled all the slots. A CD becomes available in Windows Explorer and 
other applications only when you use Removable Storage to mount it. Removable 
Storage then allows access to a mounted CD by using the drive's letter or a mount 
point for the drive. For information about mount points, see" Assigning a Drive Letter or 
Drive Path," page 215. 
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Note Some CD changers (not the ones included on the Hardware Compatibility 
List) are not detected as changers. These changers act like a single CD­
ROM drive; in Removable Storage only one CD appears, and you can't 
mount any other CDs that are installed in the changer. 

There's no getting around it: for users of CD changers, the discipline imposed by 
Removable Storage is a step backward. The extra step of mounting a CD (as well as 
the inability of Removable Storage to notice when you insert a CD in the changer 
or remove one from it) is an annoyance. But we've found two workaround solutions 
that make the use of CD changers practical: 

• A custom MMC console 

• A batch program 

Creating a Custom MMC Console 
With MMC, you can easily create a console that focuses just on the tasks you need 
to perform. For detailed information about MMC, see Chapter 4, "Usingand Customiz­
ing Microsoft Management Console." 

For one of our NEC changers, we set up the console shown in Figure 14-6. As you 
can see, it has only two tasks-Mount and Inventory-which you use as follows: 

• To use a CD, simply select it and click Mount. 

• When you insert CDs or remove them from the changer,click Inventory to 
update the list of CDs. (Removable Storage automatically inventories the con­
tents when you start your computer.) 

i CD Changer 
i NEC 4·CD changer 

Name I I Description 

rfiJ COREL_38 
rfiJ MOtlTYP'I'TH ... 
rfiJ TOPO_ YOS 
rfiJVOODOO 

Mount 

Figure 14-6 

I Location 

SIot3 
Slot 4 
Slot 2 
Slot 1 

-I- Media Pool I StJ.lte 

\lmport\CD ·RO M Idle, New 
\lmport\CD·RO M Idle, New 
\lmport\CD·RO M Idle, New 
\lmport\CD·ROM Idle, New 

This MMC taskpad view allows simple management of a CD changer. 
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You can find this console, CD changer.msc, on the companion CD. If you have exactly 
the same type of changer (identified as NEC CD-ROM DRIVE:251), you can use it 
unmodified. If you have a different type, the console still works, but you'll have to 
double-click your drive name and then double-click Media to get to the list of CDs. 
That extra effort defeats the purpose of this one-click solution-but you can easily 
create a custom console that works with your changer by following these steps: 

1. Start MMC. (Choose Start I Run and type mmc.) 

2. Add the Removable Storage Management snap-in by choosing Console I Add 
/Remove Snap-In I Add I Removable Storage Management I Add. 

3. In the console tree, navigate to Console Root \Removable Storage \ Physical 
Locations \drivename \Media. 

4. Right-click Media and choose New Taskpad View. 

5. The default settings in the New Taskpad View Wizard are generally appropri­
ate. On the Taskpad Display page, you might want to consider changing List 
Size to Medium. 

6. In the New Task Wizard, create two new tasks. Both are menu commands: 

• Using List In Details Pane as the command source, select Mount in the Avail­
able Commands list. 

• Using Tree Item Task as the command source, select the drive name in the 
Console Tree list and select Inventory in the Available Commands list. 

7. Clean up the clutter. Choose View I Customize and clear all options except 
Status Bar. 

8. Choose Console I Options. Give the console a name, and change the icon if you 
like. Set the console mode to User Mode-Limited Access, Single Window. 

9. Choose Console I Save . 

. Like other MMC consoles you create, this one appears in the Administrative Tools 
folder of your Start menu, which provides an easy way to open it. But if you use it fre­
quently, you'll want to add a shortcut to your desktop or to your Quick Launch toolbar. 

This simple console performs all the tasks that are necessary on most CD changers. 
You might want to customize it in any of the following ways: 

• You could add task buttons for Dismount and Eject if those tasks work with 
your changer. (Rather than adding task buttons to test these commands, you 
can find out whether they work by right-clicking a CD and choosing a command.) 
With most CD changers, the Eject command doesn't work. (For the reasons 
why, see Microsoft Knowledge Base [KB] article Q231814.) And there's no rea­
son to use Dismount with most changers, since you don't need to dismount one 
CD before you can mount another. You can eject a CD by using the Eject command 
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in Windows Explorer or by using the changer's front-panel controls. Either way, 
Removable Storage is unaware of the change, and you'll need to click Inventory 
if. you want the CD list to accurately reflect the changer contents. 

• You could clean up the display by removing the Description and Media Poql 
columns from the details pane and making the window smaller. 

• If you want to use Removable Storage to manage your CD collection, you could 
add tasks or views that let you move CDs from the \Import\CD-ROM media 
pool (the place where new CDs show up) to the appropriate pool. The main 
advantage of doing so is that you could then add a description to each CD, and 
the description would appear each time you inserted the CD. This might be 
useful, for example, if the information provided by the CD volume name is 
inadequate. (With only a handful of CDs in the changer, however, this usually 
isn't a problem. And if you're using audio CDs, CD Player Deluxe-or what­
ever playback software you use-likely stores much more useful information 
about each CD in your collection.) 

Troubleshooting 
If Removable Storage appears not to work-for example, it won't update the Media 
folder when you use the Inventory command, or the Work Queue folder shows a 
number of Failed operations~try stopping and restarting the service. Using the 
Services snap-in in Computer Management, right-click Removable Storage and 
choose Restart. If you prefer to use the command prompt, type net stop ntmssvc and 
then, after the service has stopped,type net start ntmssvc. 

Using a Batch Program 
If you're a command-line junkie, you'll be pleased to know that Windows 2000 
includes something for you: the ability to control Removable Storage from a com­
mand prompt. With Rsm.exe, you can do anything you can do with the Removable 
Storage snap-in, which makes it an ideal tool for creating batch programs to control 
your removable storage device. 

Note For detailed information about the command-line syntax for Rsm.exe, 
open Help in Removable Storage and, on the Contents tab, navigate to 
Removable Storage \Advanced Topics \ Using The Command Line For 
Removable Storage. You can get some help at the command prompt, but 
you must first know the name of the command for which you need help. 
To get help, type rsm command /help, replacing command with one of the 
following commands: allocate, createpool, deallocate, deletepool, dis­
mount, eject, ejectatapi, mount, refresh, or view. 
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The following batch program, called Mount.bat,lets you mount a CD from a par­
ticular slot by typing mount followed by the slot number at the command prompt. 
And for changers that support the eject method used by Removable Storage, you can 
eject the currently mounted CD by typing mount e. You can find this batch program, 
which is adapted from the one included in KB article Q227425, on the companion 
CD. Save it to %SystemRoot% \System32 or another folder on your search path. 

@echo off 

rem - Extract the friendly name of your changer using: rsm view Itchanger 
rem - then replace the string following Icf with the string returned. 

rem Example: 

rem rsm view Itchanger 

rem CHANGER 

rem NEC CD-ROM DRIVE:253 

rem The command completed successfully. 

if "%1"=="" goto usage 
if "%I"=="I?" goto usage 
if "%1"=="1" goto slotl 
if "%1"=="2" goto slot2 
if "%1"=="3" goto slot3 
if "%1"=="4" goto slot4 
if "%I"=="e" goto eject 
if "%I"=="E" goto eject 

goto usage 

:SLOTI 
rsm mount Isf"Slot 1" Icf"NEC CD-ROM DRIVE:253" loread 
if %errorlevel% equ 536870916 goto mounted 
@echo %errorlevel% 
goto end 

: SLOT2 
rsm mount Isf"Slot 2" Icf"NEC CD-ROM DRIVE:253" loread 
if %errorlevel% equ 536870916 goto mounted 
@echo %errorlevel% 
goto end 

:SLOT3 
rsm mount Isf"Slot 3" Icf"NEC CD-ROM DRIVE:253" loread 
if %errorlevel% equ 536870916 goto mounted 
@echo %errorlevel% 
goto end 
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:SLOT4 
rsm.exe mount Isf"Slot 4" Icf"NEC CD-ROM DRIVE:253" loread 
if %errorlevel% equ 536870916 goto mounted 
@echo %errorlevel% 
goto end 

:MOUNTED 
@echo . 
@echo Reason: Media already mounted, or no media in slot 
goto end 

:USAGE 
@echo 
@echo To mount media enter slot number between 1 and 4 
@echo e.g. Mount 1 
@echo . 
@echo To eject current slot enter Mount E 
goto end 

:EJECT 
net stop ntmssvc 
start Iwait rsm ejectatapi In0 
@echo %errorlevel% 
net start ntmssvc 

:END 
rem @echo . 
rem @echo DONE!!! 

You'll need to modify this batch program to work properly with your changer. First, 
as the remarks at the beginning of the file state, you can enter rsm view /tchanger to 
determine the name of your changer. Use the text that is returned to replace all in­
stances of NEC CD-ROM DRIVE:253 in the batch program. To be sure that the batch 
program includes handlers for the requisite number of slots-and that they're named 
correctly in the batch program-enter rsm view /tstorageslot. The responses here 
should replace the text following each occurrence of / sf in the batch program. Note 
that the so-called friendly names are case sensitive; you must enter them in the batch 
program exactly as the Rsm View command returns them. 

If your computer has more than one changer with the same friendly name, you'll 
need to use each changer's globally unique identifier (GUID) rather than the friendly 
name. To find the GUIDs, enter rsm view /tchanger /guiddisplay. Then, in the batch pro­
gram, replace all occurrences of 

'/cf"NEC CD-ROM DRIVE:253" 
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with 

/cgguid 

where guid is the actual GUID. To make a single batch program handle all your 
changers, you might want to modify it to include a section for each slot in each 
changer and set up the initial branching to use a two-digit number to identify the 
changer and slot. For example, typing mount 23 would mount the CD in changer 2, 
slot 3. 

Using a Jukebox 
This chapter explains that Removable Storage is unnecessary with stand-alone remov­
able disk drives. And Removable Storage is an annoyance with CD changers. So 
where does Removable Storage become useful? Jukeboxes! A CD-ROM jukebox is 
an overgrown changer. Typically, jukeboxes hold 100 or more CDs, they might have 
several CD-ROM drives, and they have a robotic transport mechanism that moves 
CDs from the storage area to a CD-ROM drive. Although they're not inexpensive, 
they provide convenient access to a large collection of CDs. And you can easily share 
their drives so that everyone on the network has access to the CDs. 

Applications that are compatible with Removable Storage can send the commands 
to mount any CD the application needs. At this writing, however, such applications 
are few and far between. That means that you (and any network users who want to 
use CDs in the jukebox) need to run Removable Storage to mount and dismount CDs 
as needed. 

Our own network includes a CD jukebox, and every network user has a desktop 
shortcut to a custom MMC console that includes the Removable Storage snap-in for 
the network computer. Mounting a CD merely puts it in a drive, ready to use. For a 
network user to be able to use a mounted CD, the drive must be shared, and the user 
must have permission to use the share. When one of our users needs a CD, he or she 
opens the MMC console, dismounts a CD if all the drives are full (preferably not one 
that someone else is using!), and then mounts the needed CD. That CD is then avail­
able through the shared network drive; all users have shortcuts to these drives in 
their My Network Places folder. 

With the assistance of wizards, adding CDs to the library is fairly simple. The pro­
cedure varies somewhat, depending on the hardware; here, we use our Elms DVL 
to demonstrate the process. We mentioned earlier that our CD jukebox contains all 
the TechNet CDs, among others. Many of those CDs are updated monthly, so each 
month someone must remove all the old CDs and then add the new ones. Here's how 
we do it: 
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1. In the TechNet media pool, we select all the CDs that need to be replaced (hold 
down Ctrl and click to select multiple CDs), right-click, and choose Eject. 
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2. The Media Eject Wizard shows a list of the selected CDs and their locations, and 
Removable Storage then generates an operator request to open the door. (Some 
jukeboxes have an inject/ eject port; the Elms DVL has a door that must be opened 
to get to the CDs, which are stored in 20-CD magazines.) Noting the locations 
of the CDs, we remove them from the library and complete the wizard. 

AcceSling the library 
Follow the instructions below. 

The media can now be removed hom lhelibrary. Take the 
following pieces of media out of libral}' ''Elms DVL" 

PTe;sUNext"to-

Y2K0002 
,.hliht1 

BPiiJ,·;EUP; 
Message from REDWOOD to REDWOOD on 2/25/2000 3:29:35 PM 

From: Removable Storage on REDWOOD 
User: Admini,tratOf 
Sub~ "ADMINISTRATORAlERT~ 

A doOf access command lor librlllY Elms DVL i. now being .,oce"ed You may open the doOf on 
thi.librarv· 

3. Removable Storage, having determined that these CDs are no longer in the 
jukebox, moves them from the Physical Locations \Elms DVL \Media folder to 
the Physical Locations \ Off-Line Media folder. The removed CDs remain in the 
TechNet media pool (unless we go to that pool and explicitly delete them), and 
they're automatically recognized if we should reinsert them in the Elms DVL 
or any other CD library attached to this computer. 
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4. We then right-click Elms DVL and choose Inject to begin the process of add­
ing the new CDs. Doing so launches the Media Inject Wizard. 

S. After loading the CDs in the jukebox, Removable Storage inventories the juke­
box and identifies the new media. Because it hasn't seen these new CDs before, 
it places them in the Import media pool. 

6. We add a description to each CD. 

7. We move all the new CDs from the Import\CD-ROM media pool to the 
TechNet media pool, where users can easily find the ones they need. 

: Disabling AutoPlay 
Many CDs hqve a file named Autorun.inf, which causes a program to run when the 
CD is inserted in a drive (or, in the case of changers and jukeboxes, mounted). This 
feature, called AutoPlay, can be quite handy-but it can also be an annoyance, espe­
cially on a shared drive. When you mount a CD on a shared drive that's attached to 
another computer, for example, the Autorun program starts on the other computer­
not on your computer. If you provide network access to a changer or a jukebox-or 
if you simply don't want programs to run automatically-you can disable AutoPlay. 

(continued) 
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Disabling AutoPlay (continued) 

To disable AutoPlay on all CD drives, open Group Policy (Gpedit.msc) and navigate 
to Computer Configuration \ Administrative Templates \System. Open the Disable 
Autoplay policy, select Enabled, and select CD-ROM Drives. This adds CD-ROM 
drives to the list of drive types for which AutoPlay is disabled by default, which, 
without this policy, includes floppy disk drives, network drives, and drives of an 
unknown type. If you also want to disable AutoPlay on other removable drives, local 
hard disks, and RAM disks, select All Drives. 

You can also disable AutoPlay on only certain drives. We have one system that has 
a jukebox with shared CD-ROM drives plus a stand-alone drive. We disabled 
AutoPlay on the jukebox drives (so that when other network users mount a CD, it 
doesn't run on this system) but left it enabled on the stand-alone drive so that we 
could continue to enjoy the convenience of AutoPlay when inserting CDs locally. To do 
this, first set the Disable Autoplay policy (in Group Policy) to Not Configured or Dis­
abled; if it's set to Enabled, AutoPlay is disabled on all CD-ROM drives, regardless 
of how you set the following registry value. Then use a registry editor to navigate 
to HKLM\Sqftware \Microsoft \ Windows \ CurrentVersion \ Policies \Explorer (you 
might need to create the Explorer key) and create a DWORD value called 
NoDriveAutoRun. The value is a bitmap in which each bit represents a drive letter, 
starting with A as the least significant bit. Setting a bit to 1 disables AutoPlay for the 
associated drive letter. For example, on our system, we wanted to disable AutoPlay 
on drives H and I, so we set NoDriveAutoRun to Ox00000180, which we calculated 
as follows: 

LKJI HGFE DCBA 
0001 1000 0000 = 180 hexadecimal 

Securing.Devices and Media 
When you share the drives in a library, you can apply the same types of sharing per­
missions as you can for any other type of drive. But you can also place restrictions on 
the use of Removable Storage. With Removable Storage, you can set permissions for 
the Removable Storage service itself, for each library, and for each media pool. To 
view or modify security settings, right-click the object you want to secure-Removable 
Storage, a library, or a media pool-choose Properties, and click the Security tab. 
Table 14-1 lists the privileges afforded by each permission type. 
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Table 14-1. Removable Storage Permissions and Privileges 
( .9.bject 

Removable Storage 

Library 

Media pool 

Permission 
Use 

Control 

Use 

Modify 

Control 

Use 

Modify 

Control 

PriVilege.s 
• Connect to the service 

• Cancel an operator request 

• Satisfy an operator request 

• Dismount media* 

• Mount media* 

• Delete a library 

• Open the library door 

• Dismount a drive 

• Eject media 

• Insert media 

• Inventory a library 

• Clean a drive 

• Insert/eject a cleaner 

• Dismount media* 

• Mount media* 

• Create media pools 

• Move media from pool to pool 

• Delete media pools 

* To dismount or mount media, a user must have Use permission for the media pool and the 
library that contain the media. 

Using Backup with Removable Storage 
Backup, the backup program included with Windows 2000, relies on Removable 
Storage to manage backup tapes. (Removable Storage has no bearing on backups that 
you make to a file with this program; it's concerned only with backups to tape.) If 
you have a tape autoloader, this is good news. At Backup's request, Removable 
Storage inserts the appropriate tape when you need to back up or restore files. 

But those without tape autoloaders might find this reliance to be more of an annoy­
ance than a benefit. Some users long for the days before Windows 2000 and Removable 
Storage, when it was up to you to select the appropriate tape and put it in the drive 
at the appropriate time. On a small network with a few dozen tapes and a stand-alone 
drive, it's generally not too difficult to keep everything straight. Once you develop 
a routine with the new Backup and Removable Storage, however, you might not sing 
its praises, but you will find that it works perfectly well for stand-alone drives. 
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Troubleshooting 
The first problem some users encounter is that their only choice in Backup is to back up 
to a file, even though they have a tape device installed. That's because for Removable 
Storage to recognize a tape device, the device must have a driver written specifically 
for Windows 2000. Legacy drivers written for earlier versions of Windows NT 
won't work. If your tape device is properly installed (that is, it shows up in Device 
Manager without' any errors) and it doesn't show up in the Backup Destination list 
in Backup, contact the device's manufacturer for an updated driver that includes 
the Windows 2000 driver extensions. 

Preparing Tapes 
Before you can use a tape in Backup, you must use Removable Storage to "prepare" 
the tape. Preparing a tape erases its current contents and writes a media identifier 
so that Removable Storage can properly track it. To prepare a tape: 

1. Insert a tape in the tape device. 

2. In Removable Storage, navigate to the Media folder under the tape device (in 
Physical Locations). 

Note A new tape that you insert in the drive goes to the Import media pool if 
it's a format that Removable Storage recognizes. Tapes with unrecognized 
formats (including new, unformatted tapes) go to the Unrecognized 
media pool. You needn't worry about this distinction, however, if you 
simply locate the tape in the Media folder under Physical Locations. 

3. Right-click the tape and choose Prepare. After the operation finishes, note that 
the Media Pool column now shows that the tape is in the Free media pool. 

4. Right-click the tape and choose Eject. 

Repeat these steps for each tape you want to prepare. 

Backing Up Data 
For Backup to use a tape, it must be located in the Import, Free, or Backup media 
pool. If Backup sees backup media in the Import pool, it asks, in a dialog box simi­
lar to the one shown in Figure 14-7, whether you want to allocate the media to 
Backup. Selecting this option causes Removable Storage to move the media from the 
Import media pool to the Backup media pool, where it's available only to the Backup 
program. If you have a stand-alone tape drive, you should select this option, as well 
as the option to always allocate import media to Backup, if the dialog box you see 
includes such an option. 
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Import Media Present .A:!;;g,!:~ ~. m 
aackuph~ deiebted the Ptes~heeOf Removable 
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to Backup~omaticallY at this time or individual media 
may be allOcated later using thetnedia tools Or the 
management console: ' ' 

Figure 14-7 
If Backup finds media that it can use in the Import media pool, a dialog box similar 
to this one asks whether it should move the media to the Backup media pool. 

The available tapes then appear in the Backup Media Or File Name list in Backup, as 
shown in Figure 14-8. You simply select the tape you want to use-and you must be sure 
to insert that tape in the tape device. If you don't insert the right tape, Backup balks. 

Figure 14-8 
Tapes in the Free and Backup media pools appear in the list of available media. 

Scheduling Backups 
This last requirement-Backup's insistence that you insert the tape with the correct 
label-trips up folks who are used to managing their own tape library. It requires a 
new discipline in labeling and keeping track of tapes, as well as extra care in setting 
up scheduled backup jobs. (You can't, for example, set up a job called Daily and put 
in a different tape each day. You must create a different job for each day, with each 
one identifying that day's tape.) . 
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Microsoft has detailed the procedure for scheduling backup jobs in KB article 
Q239892. The same article also tells you how to use command-line switches with 
Ntbackup.exe to force it to accept whatever tape is in the drive. 

A Workaround: Use Backup from Windows NT 
After you get used to the new way of doing things, you'll find that Removable Stor­
age is a useful addition to Backup and that the complexity it initially adds actually 
does provide some benefit by helping you manage your collection of backup tapes. 
But if Removable Storage has you flummoxed and you're tired of fighting it when 
you merely want to create a simple backup, avoid Removable Storage altogether. If 
you upgraded from Windows NT, you can continue to use its Backup program. 
Windows NT Backup can't back up to a file (though you can use Windows 2000 

Backup if you want to do that; it invokes Removable Storage only when backing up 
to tape), and it has other limitations-for example, you must map a network drive to 
a drive letter to see it in Backup. On the other hand, Windows NT Backup works with 
QIC (quarter-inch cartridge) drives, which makes it useful for some tape backup 
systems that aren't supported by Windows 2000 Backup. (You must have a Windows 
NT device driver for the drive.) The Windows NT Backup interface is, shall we say, 
quaint; we'll leave it to you to decide whether that's an advantage or disadvantage. 

If Windows NT is still installed on your system (that is, you've set up your system 
for dual boot), you can run Windows NT Backup (Ntbackup.exe) directly from its 
current location, which by default is C: \ Winnt\System32. (Note that Windows 2000 
Backup has the same file name and default location; be sure that you're executing 
the version in your Windows NT folder.) Alternatively, you can copy two files­
Ntbackup.exe and Ntctl3d.dll-from your Windows NT installation to a new folder, 
from which you can run Ntbackup.exe. (You might also want its help file, 
Backup.hlp, which you'll find in the same folder.) If you upgraded Windows 2000 
over your Windows NT folder, you'll need to create a new folder for Windows NT 
Backup and expand its files from your original Windows NT CD. To do that, insert 
the CD and type the following commands at a command prompt: 

md c:\ntbackup 
expand -r f:\i386\ntbackup.ex_ c:\ntbackup 
expand -r f:\i386\ntct13d.dl_ c:\ntbackup 
expand -r f:\i386\backup.hl_ c:\ntbackup 

Replace [with the letter of your CD-ROM drive, and replace c:\ntbackup with the 
name of the folder you want to create. Note that the path to the folder containing. 
Ntbackup.exe and Ntcti3d.dll must not include any spaces. (Did we mention 
"quaint"?) 
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Microsoft Windows 2000 Professional provides three levels of power-management 
support. On computers that are fully compliant with the Advanced Configuration 
and Power Interface (ACPI) specification, the operating system maintains efficient 
and reliable control of the power supplied to your monitor, disk drives, peripherals, 
and motherboard components, reducing power to those components appropriately 
when your computer is inactive. On many systems that are not ACPI compliant but 
that use an Advanced Power Management (APM) 1.2 BIOS, Windows can provide 
a serviceable, if somewhat less versatile, form of power management. And on some 
earlier systems that do not have an APM 1.2 BIOS, the operating system can still 
conserve power by having the operating system shut down the monitor and disk 
drives during periods of inactivity. If you have a pre-APM BIOS, you might also be 
able to put your system manually into a low-power state called hibernation when 
you don't plan to use it again for a while. 

In this chapter, we explore the differences between these three forms of power 
management. We also look at Power Options, the Windows 2000 user interface for 
activating, deactivating, and configuring power-management features. 

ACPI and APM-What's the Difference? 
The advantage of ACPI over APM is that ACPI puts power management completely 
in the control of the operating system. Because ACPI is an operating-system speci­
fication, Windows 2000 can provide a consistent approach to power management 

257 



across all ACPI-compliant systems, thereby ensuring reliability while reducing training 
costs and user perplexity. With applications that are designed for ACPI, an ACPI­
compliant system can also track the status of running or scheduled programs and 
coordinate power transitions with applications as well as hardware. 

APM, on the other hand, is a BIOS specification. (The Basic Input/Output System, 
or BIOS, is a low-level interface that.stands between the operating system and the 
various hardware components of your system.) To manage power on a system that 
incorporates an APM BIOS but is not fully compliant with ACPI, Windows 2000 
mu~t work cooperatively with the BIOS. Because differences exist between the vari­
ous APM BlOSs that are in use, APM-enabled systems differ considerably in their 
power-management behavior. Therefore it's impossible to say with certainty what 
power-management features will be available on your own APM system, exactly 
how those features will be implemented, and whether all your power-management 
features will work with 100 percent reliability. 

In addition to reliability an~ consistency, other advantages of ACPI include the 
following: 

• Control of USB and FireWire devices. ACPI systems can track the status of 
devices connected to your computer via Universal Serial Bus or IEEE 1394 
(FireWire). Because APM cannot monitor such devices, an APM system might 
attempt to go into standby or hibernation when a peripheral is active. 

• Support for wake-on-LAN and wake-on-ring. An ACPI system can be config­
ured to emerge from standby or hibernation when data arrives over the local 
area network or modem (but not if you're trying to wake a PC Card device that 
relies on Card Bus technology). Windows 2000 cannot take advantage of wake­
on-LAN or wake-on-ring on systems that use APM. 

• User definition of the power and reset buttons. On an ACPI system, you can 
configure the power and reset buttons to do what you want them to do. You can 
set the power button so that it puts the system into standby or hibernation, for 
example, rather than turning the computer off-thereby making it less likely that 
you'll inadvertently cut the power to your system. (To change the definition of 
your power or reset button, choose Start I Settings I Control Panel I Power 
Options and go to the Advanced tab of the Power Options Properties dialog box.) 

• Better battery management. Under ACPI, Windows 2000 can provide separate 
meters for each battery on the system. Under APM, Windows 2000 represents 
multiple batteries as though they were a single composite battery. 

• Dynamic configuration of PC cards. On ACPI systems, you can insert and 
remove PC cards, and the operating system responds appropriately without 
requiring you to reboot. 

• Server and multiprocessor support. APM power management is not available 
on any server version of Windows 2000 or on multiprocessor systems. 
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How Windows 2000 Determines Whether Your 
System Is ACPI Compliant 
During setup, Windows 2000 decides whether your computer is ACPI compliant. 
If it is (according to the Setup program's judgment), Setup installs an ACPI hard­
ware abstraction layer (HAL). Otherwise, Setup installs a non-ACPI HAL. The 
decision algorithm is as follows: 

First, Setup checks the ACPI BIOS tables that are generated during the setup process. 
These tables list your computer's devices and their power-management capabilities. 
If the information is missing, or if information is in the wrong form, you're out of 
luck; a non-ACPI HAL is installed. 

If the tables pass inspection, Setup looks to see whether your BIOS is on a list of BlOSs 
known to be incompatible with ACPI. If it is, you get the non-ACPI HAL. 

If your BIOS isn't on the known-to-be-incompatible list,Setup checks the BIOS date. 
If it's later than January 1, 1999t,.You get the ACPI HAL. 

If the BIOS date is prior to January I, 1999, Setup checks a known-to-be-good BIOS 
list. If yours is there, you get the ACPI HAL. If it's not, Setup installs the non-ACPI 
HAL. 

Determining Your System's Level 
of Power-Management Support 
You can use Device Manager to determine whether your computer is using ACPI 
for power management: 

1. Choose Start I Settings I Control Panel I System. 

2. On the Hardware tab, click Device Manager. 

3. Open the Computer entry. 

If your system is ACPI compliant (and the Windows 2000 Setup program has 
installed an ACPI hardware abstraction layer), the Computer entry will be 
Advc.:tnced Configuration And Power Interface (ACPI) PC. (In the case of a multi­
processor system, MP appears rather than PC.) 

You can also check for ACPI compliance in Control Panel I Power Options. If the 
Power Options Properties dialog box includes an APM tab, your system is not ACPI 
compliant. (The absence of an APM tab, however, does not necessarily mean that 
your system is ACPI compliant.) 
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Upgrading to ACPI 
If you use a flash-BIOS update to upgrade a system from APM to ACPI support, you 
must reinstall Windows 2000 after performing the upgrade. That's because ACPI 
support is dependent on an ACPI HAL. To get the ACPI HAL, you have to reinstall. 
You can perform an upgrade installation. (In other words, you don't need to clean 
install.) This is a relatively painless operation that retains your existing settings, 
programs, and files. 

Enabling APM Power Management 
If your system is not ACPI compIlant and an APM tab appears in the Power Options 
Properties dialog box, you can use APM for power management. On some systems, 
the Windows 2000 Setup program enables APM power management automatically. 
These are systems with BlOSs known to cooperate effectively with Windows 2000. 
(The list of known-good BlOSs appears in the file Biosinfo.inf. Depending on how 
your system was set up, you might find a copy of that file in %SystemRoot% \ Inf. 
If you're curious, you can read the file by opening it in a text editor such as Notepad.) 
On other systems, Windows 2000 provides support for APM power management, 
but you have to enable it yourself. You do that by going to the APM tab in Power 
Options and selecting the Enable Advanced Power Management Support check box. 
You do not have to restart your system after enabling APM power management. If 
you subsequently disable APM, however, you do need to restart. 

(Some systems have APM BlOSs that are known not to work reliably with Windows 
2000. The list of these known-to-be-troublesome BlOSs also appears in Biosinfo.inf. 
On such systems, Windows 2000 does not provide APM support.) 

APM is designed to monitor hardware interrupts and I/O port data traffic at the BIOS 
level to determine whether your system is active or inactive. The BIOS 'measures 
periods of inactivity against thresholds that you set via your system's BIOS Setup 
program. If the BIOS timer arrives at a preset threshold, the BIOS sends a message to 
Windows 2000 requesting some form of power transition (standby mode, for example). 
Windows 2000 verifies that your computer is ready for the requested power reduc­
tion and then tells the BIOS to go ahead with the requested transition. On a portable 
computer, the BIOS might also monitor battery status and send Windows a power­
reduction request when battery strength falls below a specified threshold. 

Unfortunately, Windows 2000 cannot discriminate b~tween the various possible rea­
sons for an APM power-transition request. It cannot tell, for example, whether the BIOS 
is asking for power reduction because the system is idle, because battery power is low, 
or because the user has pressed a "sleep" button. Because Windows 2000 tries to honor 
the BIOS request under all circumstances, the system might attempt to go into standby 
or hibernation at a time when the computer is not actually idle. 

To avoid such problems, Microsoft recommends that if you're using an APM sys­
tem, you either set the BIOS inactivity thresholds to their highest possible values or 
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disable these thresholds altogether. (On some systems, APM will not work if you 
disable the BIOS power-reduction thresholds.) With BIOS thresholds disabled or set 
to high values, you can rely on activity timers provided by Windows 2000 for power 
management. (For information about adjusting BIOS power-management settings, 
consult the documentation that came with your computer.) 

Microsoft also recommends that you not use a supplemental video card on a por­
table computer that relies on APM power management. The APM BIOS might not 
be able to detect a video card that is added to the system or that's in a docking sta­
tion, and if the supplemental adapter is not detected, suspend might not work. 

Configuring Power-Management Features 
To configure any of the Windows 2000 power-management features, choose Start 
I Settings I Control Panel I Power Options. The appearance of your Power Options 
Properties dialog box depends on your system-whether it's ACPI compliant, 
whether it has a battery, whether it has power backup in the form of an 
uninterruptible power supply (UPS), and so on. The figures in this chapter were 
created on a portable APM-enabled system. Your own Power Options Properties 
dialog box might differ in some details. 

Using Hibernation 
Hibernation is a way of shutting down your computer without shutting down the 
operating system. When you hibernate, Windows 2000 copies everything in memory 
to disk and then powers down all components of your computer. When you emerge 
from hibernation (by pressing your computer's power switch), the memory image. 
that was copied to disk is restored, and you're ready to go back to work. 

Hibernation saves time because it relieves Windows 2000 of all the housekeeping 
chores it would normally perform during shutdown and restart. Instead of having 
to close files on shutdown, redetect hardware, reconstitute the hardware-specific 
sections of your registry, reload drivers, and restart programs, the operating system 
simply saves and restores the state of your computer. 

Because hibernation puts your work into nonvolatile storage, it's a safer way to 
reduce power during periods of inactivity than standby. If you experience a power 
failure while your computer is hibernating, you don't lose anything because your 
computer's memory has been copied to disk. On the other hand, hibernation requires 
an extent of free disk space equivalent to the amount of your computer's random 
access memory. If you have a 128-MB system, for example, you need 128 MB of free 
disk space to hibernate. Moreover, it takes longer to emerge from hibernation than 
to come off standby, because the operating system has to restore data from disk. 
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With either hibernation or standby, you might be prompted for your account pass­
word when you return to work. Whether you are or not depends on the Prompt For 
Password When Computer Goes Off Standby check box, on the Advanced tab of the 
Power Options Properties dialog box. Yes, that check box refers only to standby, but 
it affects emergence from hibernation as well! 

Hibernation is an option on many systems, even if they're neither APM nor ACPI 
compliant. But on many systems, you have to select an Enable Hibernation Support 
check box on the Hibernate tab of the Power Options Properties dialog box before 
you can hibernate. After you have enabled hibernation support, if your system uses 
APM or ACPI for power management, you can use power schemes to put your 
system automatically into hibernation after prescribed periods of inactivity. (For 
details, see "Using Power Schemes," below.) You'll also be able to hibernate manually 
by choosing Start I Shut Down and selecting Hibernate from the list of shutdown 
options. (If your system does not use APM or ACPI, this is the only way you can hi­
bernate.) 

Using Standby 
Standby, like hibernation, is a mode in which power to all components is significantly 
reduced. Its advantages over hibernation are that it doesn't require free disk space 
and it allows nearly instant system reactivation. On systems that support standby, 
standby is automatically available, via the Start menu's Shutdown command, power 
schemes, or both. You do not have to select a check box to enable it, as you do for 
hibernation. (You do have to enable APM, however, if your system uses APM for 
power management.) 

Using Power Schemes 
A power scheme is a named combination of power-reduction settings. Windows 2000 
provides a number of these (see, for example, the Portable/Laptop scheme, shown 
in Figure 15-1), and you can alter the supplied schemes or add your own. 

To modify an existing power scheme, simply select it in the Power Schemes list, 
adjust the settings below, and click OK. To create a new scheme, edit an existing one. 
Then click Save As and supply a new name. . 

Note that power schemes are available even on systems that do not support APM 
or ACPI. 
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Figure 15-1 
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Windows 2000 supplies power schemes appropriate for your computer; 
you can edit these and create new schemes. 

Setting Battery Alarm Parameters 
On ACPI and APM systems with batteries, Windows 2000 can display and sound 
alarms and take additional actions when battery power falls below a specified thresh­
old. To set the threshold and specify the actions you want taken, go to the Alarms 
tab of the Power Options Properties dialog box (see Figure 15-2). 

As the figure shows, you can set both a low-battery threshold and a critical battery 
threshold. In both cases, clicking the Alarm Action button takes you to another dialog 
box where you can choose the actions you want the operating system to take. Your 
choices there include setting the computer into standby or hibernation (if those 
modes are available on your system), displaying a text alert or sounding an audible 
one (or both), and running a program. 

Displaying a Power Status Indicator 
As in many corners of the Windows 2000 user interface, the Advanced tab of the 
Power Options Properties dialog box presents nothing the least bit advanced. It's 
simply a catch-all corner for miscellaneous user-interface elements. 

One of those elements in the case of the Power Options Properties dialog box is an 
option to display a power status icon in your taskbar's notification area. Should you 
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accept, a battery icon appears while you're running on batteries, and a power-cord 
icon appears when you're not. When your battery power falls below about 50 per­
cent, the battery icon changes to a "half-full" appearance. 

Figure 15-2 
You can set two different low-batterY thresholds and specify the 
action that Windows 2000 should take when power falls below these thresholds. 

Double-clicking the icon provides more detailed information about your battery's 
condition. Right-clicking the icon generates a shortcut menu, from which you can 
return to the Power Options Properties dialog box. 

Configuring an Uninlerruplible Power Supply 
If your computer uses a Windows 2000-supported uninterruptible power supply 
(UPS), a UPS tab appears in your Power Options Properties dialog box. You should 
visit this corner of the power-management UI to make sure that your UPS is prop­
erly identified and configured. (See Figure 15-3.) 

If the UPS tab doesn't already identify the make and model of your UPS, click 
Select. In the ensuing dialog box, you can specify a manufacturer and model as well 
as the port to which the UPS is connected. 

To configure the actions taken by your UPS and by Windows 2000 should your 
normal power become unavailable, click the Configure button. In the UPS Configu­
ration dialog box, shown in Figure 15-4, you can specify such things as a program 
that should run either when the UPS battery is either close to exhaustion or when 
your system has been running on UPS battery power for a specified period of time. 
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Figure 15-3 
On the UPS tab, you can tell Windows 2000 which model of 
UPS you're using and how you want it to behave. 

R' Enable all notmcatiot1$. 

Seconds between power failure and first notification: 

Seconds between subsequent power faUure notifications: 

~ 

1 .. 120$ 

A critical alarm occurs when the UPS battery is almost e~hausted or. 
optionally. after a specified time on battery power. 

r Minutes Of) battew before critical alarm: ~ ...... '-.'.' I. . . : .. 0:::1 

r When the alarm occurs, run this program: 

R' Finally. turn off the UPS, 

OK Cancel 

Figure 15-4 
In the UPS Configuration dialog box, you can tell Windows 2000 what you want 
it to do when the power is out and the UPS battery is approaching exhaustion. 
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Troubleshooting Power Management 
If you think Windows 2000 should provide APM support for your computer, but it 
does not do so, the first thing to investigate is your computer's BIOS setup program. 
If APM is disabled in the BIOS when Windows 2000 is installed, the Windows 2000 
Setup program does not install APM support. IfAPM is disabled in your system's 
BIOS, try reenabling it and reinstalling Windows 2000. 

If you still don't have APM support after taking these measures, your BIOS might 
be one that Windows 2000 regards as troublesome and declines to support. You can 
confirm this by inspecting the file Biosinfo.inf. Or, if that's inconvenient, you can run 
the program Apmstat.exe, which is one of the support tools included on your Win­
dows 2000 CD-ROM. To install the support tools, navigate to the \Support\ Tools 
folder on the CD and then run Setup. 

It's best to run Apmstat with the verbose switch,like this: 

apmstat -v 

If the news from Apmstat is disagreeable, your next step is to contact your hardware 
vendor and see whether a BIOS upgrade is available. Microsoft strongly recommends 
that you do not try to circumvent its decision not to support your current BIOS. 

Difficulty Emerging from Standby 
If your computer uses APM for power management and sometimes fails to come 
out of standby, check the time-out settings in your BIOS Setup program. If these 
thresholds are lower than the ones set via the Power Options Properties dialog box, 
you might sometimes be unable to emerge from standby. 

If that doesn't solve the problem, check to see whether any of your system's devices 
use Windows NT 4 drivers. Microsoft says that some Windows NT 4 drivers 'might 
cause problems with power management on systems running Windows 2000. If 
disabling your Windows NT 4 drivers solves the power-management problem, you 
can determine which driver is the troublemaker by reenabling them one at a time. 

For information about device drivers, see Chapter 16, "Using Device Manager and Hard­
ware Profiles." 
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Known Bugs 
The following two bugs are known to exist in the initial release of Windows 2000 
Professional: 

• Your power scheme changes from Home/ Office to Portable/Laptop. When you 
install Windows 2000 on a system that has APM disabled, Windows uses 
Home/ Office as its default power scheme. If you subsequently enable APM and 
modify the Home/Office scheme, and then reinstall or upgrade Windows 2000, 
the default scheme changes to Portable/Laptop. You didn't do it; Windows did. 
Simply change it back. 

• Your power-scheme settings change. The initial release of Windows 2000 is also 
known to chan'ge power-scheme parameters on some systems if you disable 
APM support (on the APM tab of the Power Options Properties dialog box) and 
subsequently reenable it. 
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The support for Plug and Play provided by Microsoft Windows 2000 has greatly 
simplified the process of installing and removing hardware devices. In many cases 
now, you can install a new piece of equipment simply by hooking it up. Thanks to 
Plug and Play, the operating system recognizes the new device, installs the required 
drivers, and allocates w,hatever resources the new device needs. Plug and Play rep­
resents a huge advance over the way hardware was managed under earlier versions 
of the Windows NT platform. 

Nevertheless, for a variety of reasons (among them the continued widespread use 
oflegacy devices and the remaining imperfections of Plug and Play), you will undoubt­
edly still need to take a hands-on approach at times to the configuration of your 
computer's hardware. For those times, Windows 2000 provides Device Manager, 
an MMC console that lets you inspect, troubleshoot, configure, update, install, 
and remove hardware components of your system. We survey Device Manager in 
this chapter. 

Hardware profiles are a mechanism by which you can set up multiple hardware 
configurations on a single syste~. We look at the procedures for setting up and using 
hardware profiles at the end of this chapter. 
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Running Device Manager 
You can get Device Manager running by using any of the following methods: 

• Right-click My Computer, choose Manage from the shortcut menu, and select 
Device Manager in the console tree of Computer Management. 

• Choose Start I Settings I Control Panel I System. On the Hardware tab of the 
System Properties dialog box, click Device Manager. 

• Type devmgmt.msc at any command prompt. 

The first of these methods displays Device Manager in the context of a larger MMC 
console. The second has the minor drawback of leaving a Control Panel dialog box 
open while you work with Device Manager. The command-line approach is the sim­
plest and most direct. If you use Device Manager frequently, you might want to 
encapsulate Devmgmt.msc in a shortcut. 

Installing, uninstalling, and configuring devices require that you run Device Man­
ager under an administrative account. Therefore, if you create a shortcut to Device 
Manager, you might want to select the Run As Different User check box (on the 
Shortcut tab of the shortcut's properties dialog box). That way, you can do your nor­
mal work in a nonadministrative account and run Device Manager using your 
administrator's logon. For more information, see "Running a Program Under a Differ­
ent User Account," page 142 .. 

Viewing and Printing Your System's Configuration 
The first thing to know about viewing your system's configuration in Device Man­
ager is that Device Manager, by default, does not list all devices. Non-Plug and 
Play devices, local printers, and "phantom" devices (devices that are not currently 
connected to the system but that have not been uninstalled) are hidden by default. 
To display non-Plug and Play devices and local printers, choose Show Hidden 
Devices from the View menu. Unfortunately, you need to do that each time you 
run Device Manager. 

To display phantom devices, follow these steps: 

1. Run Cmd.exe. 

2. At the command prompt, type set devmgr _show_nonpresent_devices=1 

3. Still at the command prompt, type start devmgmt.msc 

To make your phantom devices visible at all Device Manager sessions, go to Con­
trol Panel I System I Advanced I Environment Variables, and add the following to 
your list of System variables: 

devrngr_show_nonpresent_devices=l 
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(You must have administrative privileges to make this change.) 

As Figure 16-1 shows, Device Manager initially displays each device class on your 
system a$ an outline entry, using the customary plus and minus signs as buttons for 
expanding and collapsing the outline entries. At the top of the outline, the current 
computer is identified by its network name. Each entry beneath the computer name 
represents a device class, and the subentries of each class name are your actual 
devices. All device-class entries are initially collapsed unless they include a prob­
lem device, in which case the problem device is flagged with a yellow exclamation 
point. In Figure 16-1, for example, the USB Audio Device is not correctly installed, 
so it gets the yellow bang. 
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Figure 16-1 
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Device Manager presents each device class as an outline entry. Devices that 
are not working properly are flagged with a yellow exclamation point. 

Viewing Options 
Device Manager offers four viewing choices in addition to the Show Hidden Devices 
toggle. The default, shown in Figure 16-1, is Device By Type. Using View menu 
commands, you can opt for Device By Connection, Resources By Type, or Resources 
By Connection. If you're trying to sort out a resource-contention problem-such as 
devices that are unable to share an IRQ line-you might want to switch to Resources 
By Connection or Resources By Type. 
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Printing Options 
To print information about your system's devices and drivers, choose Print from 
Device Manager's View menu. The Print dialog box presents three report options: 

• System Summary 

• Selected Class Or Device 

• All Devices And System Summary 

Because the last of these generates an extremely lengthy report, the dialog box also 
includes a handy Print To File check box. You can use this to store a print file on disk 
and then copy the file to your printer at a time when printer demand is low. Alter­
natively, you can create a plain-text disk-file copy of the All Devices And System 
Summary report, as follows: 

1. Choose Start I Settings I Printers I Add Printer. 

2. Install the printer identified as Generic / Text Only. 

3. Print the Device Manager report to the Generic / Text Only printer, using the 
Print To File check box. 

Checking the Status of a Device 
To check the status of a device, first navigate to it using Device Manager's outline 
controls. Then double-click the device entry to display its properties dialog box (or 
right-click it and choose Properties from the shortcut menu). Figure 16-2 shows a 

. sample of a device's properties dialog box. This one includes a General tab (providing 
descriptive information), a Driver tab (listing the date, version, and source of the 
device's driver), a~d a Resources tab (showing which DMA channels, IRQ lines, 
I/O addresses, and memory ranges are used by the device). The properties dialog 
boxes for some devices include other information as well as options that· can be 
selected by users. 

Getting Device Driver Details 
The Driver tab of a device's properties dialog box typically includes a Driver Details 
button. Click this button to get the file names and locations (but not the file dates) 
for each of the driver files used by the selected device. Figure 16-3 shows a sample 
of what you might see by clicking Driver Details. 
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l General I Driver I Resources I 

Intel(r) 82371A8/EB PCI Bus Master IDE Controller 

Device type: 

Manufacturer: 

Location: 

IDE ATA/ATAPI controllers 

Intel 

PCI bus 0, device 7, function 1 

Device status -'---'----------,~----­

This device is working properl~', 

If you are having problems with this device, click T rcubleshooter to 
start the troubleshooter, 

OK 'I, Cancel ' 'I 

Figure 16-2 
A device's properties dialog box displays descriptive information, driver details, 
and information about resources used by the device in question. 

Intel(r) 82371AB/EB PCI Bus Master IDE Controller 

Q.river files: 

0:\ WIN N T\System32\D R IVERS\intelide,sys 
D:\WINNT\System32\DRIVERS\pciidex.sys 

Provider: Microsoft Corporation 

File version: 5,00,2194.1 

Copyright Copyright(C) Microsoft Corp, 1981·1999 

OK 

Figure 16-3 
Click the Driver Details button on the Driver tab of a device's properties dialog box to see the names 
and locations of driver files used by the selected device. 
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Finding Resource Conflicts 
If you suspect that a device is trying to use a resource-a DMA channel, an I/O 
address, an IRQ line, or a memory address-that another device is also attempting 
to use, click the Resources tab on the device's properties 'dialog box. If a resource 
conflict involving this device exists, information about the resource in contention and 
the devices that are claiming it will appear in the Conflicting Device List section of 
the Resources tab. 

Changing a Device's Configuration 
Provided that you are logged on as a user with administrative privileges, you can 
use a device's properties dialog box to disable, reenable, uninstall, and reconfigure 
a device. The configuration options for certain devices are also accessible from other 
parts of the Windows 2000 user interface (typically Control Panel), but you can always 
get to them through Device Manager. 

Disabling and Reenabling a Device 
To disable a device, choose Do Not Use This Device (Disable) from the Device Usage 
list on the General tab of the device's properties dialog box. (Alternatively, right-click 
the device in Device Manager's console tree and choose Disable from the shortcut. 
menu.) Device Manager will present a confirmation prompt. To reenable a disabled 
device, click the Enable Device button (which appears only when a device has been 
disabled) and follow whatever instructions appear. 

Disabling a device does not remove it from Device Manager or the registry. It merely 
makes the device unavailable and frees the resources it was using. Disabling a device 
is typically a troubleshooting measure used to solve resource allocation problems. 
If you're not planning to use a device again, you should uninstall it. 

Uninstalling a Device 
You can uninstall a Plug and Play device by simply removing it physically from your 
system. (If it's a system-board device, shut your computer down first!) To uninstall 
a legacy device, right-click its entry in Device Manager's console tree, choose 
Uninstall from the shortcut menu, and respond to the confirmation prompt. Then 
physically remove the device from your system. 

Changing Resource Settings 
To change resource settings for a device, go to the Resources tab of the device's 
properties dialog box. Clear the Use Automatic Settings check box. Then, in the 
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Resource Settings window, select the resource whose setting you want to change. 
Click the Change Setting button and type the new value for the selected resource. 

If the Use Automatic Settings check box is not available, either no configurable resources 
exist or the resources for the selected device are managed by Plug and Play and 
cannot be changed. 

Changing Other Settings 
The properties dialog boxes for many devices include other user-configurable 
options. In some cases, these options simply duplicate options that are available via 
Control Panel. For example, the Modem, Diagnostics, and Advanced tabs on your 
modem's properties dialog box in Device Manager are duplicated in Control Panel. 
(Choose Start I Settings I Control Panel I Phone And Modem Options, click the 

. Modems tab, select a modem, and click Properties.) In other cases, however, the 
properties dialog boxes in Device Manager provide options not available elsewhere 
in the Windows 2000 user interface (that is, anywhere outside the registry)-perhaps 
options you didn't even know you had. You can turn off write-caching for a hard 
disk, for example, by visiting the Disk Properties tab in the disk's properties dialog 
box. You can enable digital audio for your CD-ROM drive by going to the Proper­
ties tab of its properties dialog box, .or change your DVD drive's region setting by 
going to its Advanced Settings tab-and so on. It's worthwhile to check the prop­
erties dialog box for each device listed in Device Manager to see what choices 
are available. 

Updating or Changing Device Drivers 
It's obviously a good idea to keep your system equipped with the latest versions of 
its devices' drivers. Microsoft provides a Web site, called Windows Update, to as­
sist you in this quest. One of several things the Windows Update site can do for you 
is scan your computer and compare your drivers with its own driver database. If it 
finds a newer driver for one of your devices, Windows Update can download and 
install it for you. 

To get to the Windows Update site, choose Start I Windows Update (usually at the 
top of your Start menu). Or simply point your browser to windowsupdate.microsoft. 
com. On the home page of the site, click Product Updates. After the site has finished 
its examination of your system, you can click the Device Drivers link (in the menu 
on the left) to see what, if any, updated drivers the site knows about. Select check 
boxes for the drivers you want to download and then click the Download button. 

For more details about Windows Update, see "Using Windows Update to Maintain Driver 
and System Files," page 676. 
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Third-Party Sources of Driver Updates 
If Windows Update doesn't have an updated driver for your device, you might find 
one at the device vendor's own Web site. If you don't find what you need there, or if 
you don't know the location of your vendor's Web site, try these two third-party sites: 

• updates.zdnet.com/updates/drivers.htm 

• www.driverguide.com 

Reinstalling a Driver 
If you have reason to believe that a driver file has become corrupted, you can rein­
stall it as follows: 

1. Double-click the device entry in Device Manager. 

2. On the Driver tab of the device's properties dialog box, click Update Driver. 

3. Click Next to get to the second page of the Upgrade Device Driver Wizard, 
shown in Figure 16-4. 

4. Select Search For A Suitable Driver For My Device (Recommended) and click 
Next. 

5. Leave the search location check boxes in their default state and click Next again. 

A device driver is a software program that enables a hardware device to work with ~ 
,." .. H ........ D~;,. D.;~" G!J 

an operating system. ~ 

"Thi$ wizard upgrades ~ri~etSfor the follOWing ~~idware device: 

JJ;f! •.. • 3Cl:lmE~herLi~X,Ll0(1"OO PCI TX NIC 13C905B·TXl 

Figure 16·4 
The Upgrade Device Driver Wizard can reinstall drivers or find new ones. 

Regardless of where you tell the wizard to search, it will begin by searching 
%SystemRoot% \Inf. (That is, it searches that default folder even if you clear all the 
search location check boxes.) When the wizard reports that it has found your driver, 
click Next one more time to reinstall the driver. 
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Note that all drivers supplied with Windows 2000 are stored in a single file, 
%SystemRoot% \Driver Cache \Driver.cab. This file is digitally signed by Microsoft 
and cannot be altered by third parties. If a third-party update to a system-supplied 
driver exists in %SystemRoot% \ Driver Cache, the Upgrade Device Driver Wizard will 
find and install that one in preference to the one that was shipped with Windows 2000. 

Installing a New Driver from a Known Location 
If you download a driver from the Windows Update site or a third-party vendor's 
Web site, in most cases either the driver will be installed automatically or you will 
receive instructions about how to install it. In cases where you need to install a driver 
from a floppy disk, CD-ROM, network share, or some other known location, you can 
simply point the Upgrade Device Driver Wizard to that location: 

1. Double-click the device's entry in Device Manager. 

2. On the Driver tab of the device's properties dialog box, click Update Driver. 

3. On the second page of the Upgrade Device Driver Wizard, select Search For A 
Suitable Driver For My Device (Recommended) and click Next. 

4. Select Sp~cify A Location; then clear the other search location check boxes. Click 
Next. 

5. Specify the path of the .inf file associated with your device driver and then click 
Next. 

The .inf file is not the driver itself, but it provides information about how the driver 
is to be installed. The Upgrade Device Driver Wizard needs the .inf file to proceed 
with the driver update. 

Installing a Driver from the List of Known Drivers 
The second option shown in Figure 16-4, Display A List Of The Known Drivers For 
This Device So That I Can Choose A Specific Driver, is useful when you want to pick 
a driver from the same device class, but not the default driver for your device. For 
example, if you want to install a driver for a CD-ROM device other than the one that's 
installed on your system, you can use this option to peruse all the available CD-ROM 
drivers. To get to the complete list of drivers available for the selected device class: 

1. Double-click the device entry in Device Manager. 

2. On the Drivers tab of the device's properties dialog box, click Update Driver. 

3. Click Next to get to the Upgrade Device Driver Wizard's second screen. (See 
Figure 16-4.) 

4. Select Display A List Of The Known Drivers For This Device So That I Can 
. Choose A Specific Driver. Click Next. 

5. Select Show All Hardware Of This Device Class; click Next again. 

USing Device Manager and Hardware Profiles 277 



Installing Multiprocessor Support 
If you upgrade your computer from a single-processor to a multiprocessor system, 
you might need to use the foregoing procedure to install a multiprocessor driver. 
Start by going to the properties dialog box for the Computer entry in Device Manager. 
Follow steps 2 through 5 from the preceding section. Then select the appropriate 
multiprocessor driver for your system and dick Next. 

Setting Driver Signing Options 
As mentioned earlier, all drivers shipped with Windows 2000 are digitally signed 
by Microsoft. The digital signature is your assurance that the driver has not been 
altered since it passed MiCrosoft's quality-control tests. Other vendors might or might 
not add digital signatures to their own drivers. 

By default, Windows 2000 warns you before installing a new driver without a valid 
digital signature, allowing you to decide whether you want to gamble on the unsigned 
item. You can change that default so that unsigned drivers are never installed or so ' 
that they are installed lvithout question. To make either change, choose Start I Set­
tings I Control Panel I System, click the Hardware tab, and click Driver Signing 
Options. Figure 16-5 shows the Driver Signing Options dialog box. If you are logged 
on with administrative privileges, you can use the check box at the bottom of this 
dialog box to make your choice apply to all users at this computer. 

Figure 16-5 
By default, Windows 2000 warns before installing an unsigned driver. 
You can opt for a higher or lower level of security. 

Understanding Device Manager's Error Codes 
If a device is not functioning properly, you can get some cryptic information about 
the nature of the problem by displaying the General tab of the device's properties 
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dialog box. The Device Status section of the dialog box will report an error code, accom­
panied by a line or two of text. Often, you'll be advised to click the Troubleshooter 
button (shown in Figure 16-6), and, in most cases, the Troubleshooter button will fail 
to shoot your trouble. You can, however, read a more detailed explanation of Device 
Manager's 31 error codes in Microsoft Knowledge Base article Q125174, on the 
companion CD. 

General I Properties I Driver I 

<fI0 USB Audio Device 

Device type: Sound, video and game controllers 

Manufacturer: (Generic USB Audio) 

Location: USB Device 

This device cannot ~tart. (Code 10J 

Click Troubleshooter to start the troubleshooter for this device • 

.Q. evice usage: 

I Use this~~viceJenableJ L:J 

OK Cancel 

Figure 16-6 
Device Manager's error codes are not particularly enlightening, and the Troubleshooter 
button is often of little help. You can find more details in Knowledge Base article Q125174. 

USing Hardware Profiles 
A hardware profile is a named combination of hardware settings. Hardware profiles 
allow you to use different sets of devices under different circumstances-for 
example, one set when your portable computer is docked and another when it is not 
docked. 

The Windows 2000 Setup program creates one hardware profile. You can create as 
many additional ones as you want. If you have more than one profile, Windows 2000 
prompts you to choose a profile when you boot the operating system. 

To create a hardware profile, choose Start I Settings I Control Panel I System. Click 
the Hardware tab and then click Hardware Profiles. The dialog box shown in Fig­
ure 16-7 appears. 
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Figure 16-7 
Hardware profiles let you use different sets of devices under different circumstances. 

Note that the dialog box has no New button. To create a new profile, you must copy 
an existing one. To do so, select an existing profile and click Copy. Supply a name 
for the new profile and then click OK. 

Initially, your new profile has the same settings as the profile you copied. To adjust 
it (for example, to remove a device from the new profile), restart your computer using 
the new profile. Then open Device Manager and make the necessary changes. For 
example, to disable a device, double-click its entry in the console tree, go to the 
General tab of the properties dialog box, and select Do Not Use This Device In The 
Current Hardware Profile from the Device Usage list. 
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Chapter 17 

Managing Users and Groups 
In This Chapter 

Local Accounts VS. Domain Accounts .................................... " 283 

Setting Up Local Users and Groups ....................................... 286 

Setting Security for Users and Groups ..................................... 293 

A basic component of security in Microsoft Windows 2000 is the user account, for 
all manner of rights, permissions, and privileges can be assigned or denied toa par­
ticular user account. To make administration easier, you can create groups of user 
accounts. You can then assign privileges to a group instead of assigning privileges 
to each individual user. 

Local Accounts vs. Domain Accounts 
Windows 2000 stores information about user accounts and security groups in a secu­
rity database. Where the security database resides depends on whether your computer 
is part of a workgroup or a domain. 

A workgroup setup uses only local user accounts and local groups. The security 
database on each computer stores the local user accounts and local groups that are 
specific to that computer. These accounts are not accessible or recognized elsewhere 
on the network. With such a setup, you avoid the initial expense of purchasing and 
configuring Microsoft Windows 2000 Server-but because you must manage user 
accounts on each individual computer, it becomes unwieldy with more than five or 
ten computers. 
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Managing User Accounts in a Workgroup 
In a workgroup, each computer maintains its own security database of local user 
accounts and groups. Networked computers do not have access to the security data- . 

. bases of other computers on the network. Initially, this means that, although the 
computers are all wired together and can see one another in My Network Places, they 
can't share resources with one another. You can use the following techniques to allow 
users on a network to access other computers: 

• On each computer to which network users need access, create an account with 
a name and password known by all. When network users attempt to access the 
computer, they'll see a dialog box like the one shown here, in which they type 
the user name and password of an account on the target computer. 

I eMIMM! pm d'! " ,MI,l'K!!ttt11l1iLEl 

• On each computer, set up local user accounts with exactly the same user name 
and password. If each computer has a user account named Thomas, for example, 
when Thomas logs on to one computer, he can access resources to which his 
like-named user account has been granted access on another computer. 

• On each computer, enable the Guest account. (Choose Start I Run and type 
lusrmgr.msc. In the Users folder, double-click Guest and clear the Account Is 
Disabled check box.) Then give the Guest account or the Guests group permis­
sion to access the folders, files, and printers that you want to share. The Guest 
account is the security credential that Windows 2000 uses for network access 
by unrecognized·accounts.It's applied automatically; a user needn't explicitly 
log on as Guest. 

To some degree, each of these solutions violates common security practices, such as 
frequently changing passwords. That might not be a problem in your environment; 
'if it is, the best solution is to set up a domain using Windows 2000 Server. Be par­
ticularly careful with the Guest account, especially if your network is connected to 
the Internet. (You can minimize the danger by isolating your network from the 
Internet in various ways. For more information, see If Securing Your Internet Connection," 

428.) 

In a domain setup, the network includes one or more computers running Windows 
2000 Server or Mictosoft Windows NT Server that are set up as domain controllers. 
A centralized security database is stored on the domain controller, which means that 
you can access the security database from any computer on the network. Centralized 
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domain security offers a number of advantages, not the least of which is that it's a 
simple matter to allow a user to log on to any computer on the network. 

Because domain accounts are a feature of Windows 2000 Server, we don't explain 
how to manage them in this book. However, even if your network is set up as a 
domain, you use the methods described in this chapter to control access to a particu­
lar computer by domain users. In some situations, you need to add domain accounts 
to certain local groups or assign certain user rights to domain accounts. (For example, 
you need to add your domain user account to a local group that has the Log On 
Locally user right so that you can log on using your domain account. Until you do 
that, you can log on only with a local user account, which doesn't have access to any 
network resources.) 

To find domain accounts using the dialog box that appears in various places when 
you want to add a user or group, select either a domain name (for domain accounts) 
or the computer name (for local accounts) from the Look In list at the top of the dialog 
box. See Figure 17-1 . 

• 'r:t!!.iWii·!'6i.!i'.t 
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t!lSATCH 
t!lCREATOR OWNER 
t!lCREATOR GROUP 
fllDIALUP 

,D,dd 

« Type names separated by semicolons or choose from list» 

Figure 17-1 
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4 

If your computer is' part of a domain, you can select domain user accounts 
and groups in addition to local user accounts and groups. 

If you prefer to type the name of a user account or group (either in a dialog box or 
as part of a command), simply precede it with the domain name and a backslash (\). 
For example, SIECHERTWOOD\LizP refers to the LizP user account in the 
SIECHERTWOOD domain. You can specify local accounts in the same manner (for 
example, GLACIER \ Thomas for Thomas's local user account on the computer 
named GLACIER), but you'll seldom have any reason to do so. 
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Setting Up Local Users and Groups 
Windows 2000 includes three different interfaces for managing users and groups: 

• Users And Passwords (in Control Panel) 

• Local Users And Groups (an MMC snap-in) 

• Command-line utilities 

Which one you choose depends in part on whether you prefer a graphical interface 
or a command prompt. But you'll also find that each tool offers capabilities that the 
others don't.-

Users And Passwords in Control Panel 
Reaching Users And Passwords is easy: simply go to Start I Settings I Control Panel 
I Users And Passwords. You'll see a dialog box similar to the one shown in Figure 
17-2. 

Figure 17-2 
Users And Passwords is useful for password changes and basic user administration. 

You'll quickly find that Users And Passwords has only a few capabilities; its singular 
advantage over Local Users And Groups is its simplicity. If you're logged on as 
a member of the Administrators group, you can do the following with Users And 
Passwords: 

• Add or remove a local user account. 
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• Place a local user account in a group. With Users And Passwords, you can place 
a user account in only one group. 

• If your computer is part of a domain, you can add a domain user account to a 
single local group. 

• Set or change the password for a local user account other than the one with 
which you're currently logged on. (You can't set the password for a domain 
user account using Users And Passwords. To set your own password-for 
either a local user account or a domain user account-press Ctrl+A1t+Delete 
and click Change Password.) 

You can perform any of the preceding tasks on the Users tab. The overstated Advanced 
tab offers the following additional features: 

• Certificate management. (For details, see Chapter 35, "Managing Security Certificates.") 

• An Advanced button, which merely opens Local Users And Groups. 

• Secure boot settings. (For details, see "Setting Logon Options," page 37.) 

Local Users And Groups MMC Snap-In 
Local Users And Groups, a Microsoft Management Console (MMC) snap-in, offers 
more advanced capabilities than Users And Passwords, using the now-familiar 
MMC interface. '(For information about MMC, see Chapter 4, "Using and Customizing 
Microsoft Management Console.") You can start Local Users And Groups, shown in 
Figure 17-3, in any of the following ways: 

\ 

• In Users And Passwords, click the Advanced tab and then click the Advanced 
button. 

• In Computer Management, navigate to System Tools \Local Users And Groups. 

• At a command prompt, type lusrmgr.msc. 

Table 17-1 describes the tasks you can perform with Local Users And Groups. 

Table 17-1. Capabilities of Local Users And Groups Console 
Task 
Local User Accounts 

Create 

Delete 

Set or change password 

Procedure 

Right-click Users and choose New User. 

In Users, right-click the account and choose 
Delete. 

In Users, right-click the account and choose Set 
Password. 

(continued) 
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Table 17-1. Capabilities of local Users And Groups Console (continued) 

Task 
Local User Accounts (continued) 

Change logon name 

Change full name or description 

Set password restrictions 

Enable or disable 

Unlock after too many 

Set group membership 

Specify profile and logon script 

Local Groups 

Create 

Delete 

Rename 

Set group membership 
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Procedure 

In Users, right-click the account and choose 
Rename. 

In Users, double-click the account to display the 
General tab of tJ:1e properties dialog box. 

In Users, double-click the account to display the 
General tab of the properties dialog box. For 
details, see "Setting Password and Lockout Policies," 
page 293. 

In Users, double-click the account to display the 
General tab of the properties dialog box, and 
then clear or select the Account Is Disabled 
check box.(When an account is disabled, the user 
can't log on or access resources on the 
computer.) 

In Users, double-click the account to display the 
unsuccessful logon attempts General tab of the 
properties dialog box, and then clear the 
Account Is Locked Out check box. 

In Users, double-click the account and then click 
the Member Of tab. 

In Users, double-click the account and then click 
the Profile tab. For details, see Chapter 19,"Custom­
izing User Work Environments." 

Right-click Groups and choose New Group. 

In Groups, right-dick the group and choose 
Delete. 

In Groups, right-click the group and choose 
Rename. 

In Groups, double-click the group to display the 
properties dialog box. You can add local user 
accounts, local system groups, domain user 
accounts, and domain groups to a local group. 
In the Select Users Or Groups dialog box that 
appears vvhen you click Add, use the Look In 
box to specify the computer name (for local users 
and groups) or domain name (for domain 
users and groups). 



Local Users and Groups (Local) 

i··a. 
L.··D Groups 

Figure 17-3 

Thomas Williams 

Built·in account for admini! 

Built·in account for guest a 

Troubleshooter 

Through its spartan interface, Local Users And Groups offers more capabilities than 
Users And Passwords. 

One limitation of Local Users And Groups is that you can't use it to modify domain 
user accounts or domain groups in any way except to add them to one or more local 
groups. If you need to modify a domain user account or group, use one of the fol­
lowing methods: 

• If the domain controller is running Windows 2000 Server, at the domain control­
ler go to Start I Programs I Administrative Tools I Active Directory Users And 
Computers. 

• If the domain controller is running Windows NT Server, at the domain control­
ler go to Start I Programs I Administrative Tools (Common) I User Manager 
For Domains. 

Note If you install the proper administrative tools, you can run either of these 
programs (Active Directory Users And Computers or User Manager For 
Domains) from your computer running Windows 2000 Professional. To 
install Active Directory Users And Computers for a Windows 2000 domain, 
insert the Windows 2000 Server CD and run \1386 \Adminpak.msi. (Doing 
so installs a number of domain administration tools, iI~c1uding Active 
Directory Users And Computers.) To install User Manager For Domains 
for a Windows NT domain, copy Usrmgr.exe (and, optionally, its help 
files, Usrmgr.hlp and Usrmgr.cnt) from the domain controller's 
%SystemRoot% \System32 folder to a folder (either network or local) to 
which you have access. To successfully run either program, you must be 
logged on as a member of the Domain Admins group. 
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Command;Line Utilities 
If you prefer a terse command prompt window to a gooey utility, you'll want to use 
Net.exe for managing local users and groups. To change any local user account or 
group information, you needto be logged on as a member of the local Administra­
tors group. (Alternatively, you can use Run As to launch the Command Prompt 
window, or you can precede each command with runas luser:administrator.) 

In the following sections, we describe only the most common Net commands (and 
their most common parameters) for managing local users and groups. This isn't an 
exhaustive reference, however. You can get that information from online help or by 
typing net help command, replacing command with the word that follows Net in the 
examples. For instance, to get more information about the Net Localgroup command, 
type net help localgroup. This provides more help than typing net localgroup I?, which 
shows only the command syntax. 

Net User 
The Net User command lets you view, add, modify, or delete user accounts. 

Viewing User Account Information 
Typing net user with no parameters causes the program to display the name of your 
computer and a list of local user accounts. If you follow Net User with the name of 
a local user account (for example, net user thomas), Net User displays all information 
about the user account, as shown in the sample that follows. 

D:\>net user 

User accounts for \\GLACIER 

Administrator Guest 
The command completed successfully. 

D:\>net user thomas 
User name 
Full Name 
Comment 
User's comment 
Country code 
Account active 
Account expires 

Password last set 
Password expires 
Password changeable 
Password required 
User may change password 
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Thomas 
Thomas Williams 
Troubleshooter 

000 (System Default) 
Yes 
Never 

3/7/2000 3:00 PM 
3/8/2000 3:00 PM 
3/7/2000 3:00 PM 
Yes 
Yes 

Thomas 



Workstations allowed 
Logon script 
User profile 
Home directory 
Last logon 

Logon hours allowed 

Local Group Memberships 

All 

Never 

All 

*Users 

Adding or Modifying a User Account 
Following Net User username, you can append any or all of the parameters shown 
in Table 17-2. For example, you can add a new account for a user named Cheryl, 

. create a complex password, and prevent Cheryl from changing the password with 
the following command: 

D:\)net user Cheryl ladd Irandom Ipasswordchg:no 
Password for Cheryl is: nkHRE$oU 

The command completed successfully. 

Table 17-2. Useful Parameters for the Net User Command 
Parameter 
pa~sword or * or /Random 

/Add 

Description 
Sets the password. If you type an asterisk 
(*), Net User prompts for the password you 
want to assign; it does not display the 
password as you type it. The /Random 
switch generates a hard-to-crack, eight­
character password. 

Creates a new user account. The user name 
must be 20 characters or fewer and can't 
contain any of these characters: 

"/\[]: ;I=,+*?<> 

IFullname:"name" Specifies the user's full name. 

/ Comment:"text" Provides a descriptive comment (maximum 
length of 48 characters). 

/Passwordchg:yes or /Passwordchg:no Specifies whether the user is allowed to 
change the password. 

/ Active:no or / Active:yes Disables or enables the account. (When an 
account is disabled, the user can't log on or 
access resources on the computer.) 

(continued) 
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Table 17-2. Useful Parameters for the Net User Command (continued) 

Parameter Description 
/Expires:date or /Expires:never Sets the expiration date for an account. For 

date, use the short date format set in Reg­
ional Options. The account expires at the 
beginning of the day on the specified date; 
from that time on, the user can't log on or 
access resources on the computer until an 
administrator sets a new expiration date. 

/Passwordreq:yes or /Passwordreq:no Specifies whether the user account is 
required to have a nonblank password. 

/Times:times or /Times:all Sets the times when an account is allowed 
to log on. For times, enter the days of the 
week you want to allow logon. Use a hy­
phen to specify a range of days or use a 
comma to list separate days. Following 
each day entry, specify the allowable 
logon times. For example, use M-F,8am-
6pm;Sa,9am-lpm to restrict logon times to 
normal working hours. Use All to allow 
logon at any time; a blank value prevents 
the user from ever logging on. 

Note The last three switches in Table 17-2 (/Expires, /Passwordreq, and 
/Times) allow you to make settings that you can't make (or even view) 
-using Local Users And Groups. These switches provide some powerful 
options that are otherwise available only with Windows 2000 Server. 

Deleting a User Account 
To remove a user account from the local security database, simply use the /Delete 
switch with the Net User command, like this: 

D:\>net user cheryl Idelete 
The command completed successfully. 

Net Localgroup 
The Net Localgroup command lets you view, add, modify, or delete groups. 

Viewing Group Information 
Type net localgroup with no parameters to display the name of your computer and 
a list of local groups. If you follow Net Localgroup with the name of a group (for 
example, net localgroup "power users"), Net Localgroup lists the members of the group. 
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Adding or Deleting a Group 
Following Net Localgroup groupname, append I Add to create a new group or append 
IDelete to remove an existing group. When you add a group or view its information, 
you can optionally add a descriptive comment (maximum length of 48 characters) 
by appending the IComment:"text" switch. 

Adding or Deleting Group Members 
You can add local user accounts, domain user accounts, and global groups to a local 
group (though you can't add other local groups). To do so, enter the names of the 
users or groups to add after the group name (separate multiple names with a space) 
and include the I Add switch. For example, to add Thomas and Cheryl to the Power 
Users group: 

D:\)net local group "power users" thomas cheryl/add 
The command completed successfully. 

To delete one or more group members, use the same syntax, replacing the I Add 
switch with IDelete. 

Working with Domain Accounts 
By appending the IDomain switch to any of the Net User or Net Localgroup com­
mands described in this chapter, you can view, add, modify, or delete domain user 
accounts and global groups-as long as you log on as a member of the Domain 
Admins group. You don't need to specify the domain name; the Net User and Net 
Localgroup commands always work with the primary domain controller of your 
computer's primary domain. 

Setting Security for Users and Groups 
Local Security Settings is an MMC console that lets you review and set password and 
lockout policies for all users on a computer and assign rights to users and groups. 
You can open Local Security Settings, shown in Figure 17-4, by navigating to Start 
I Settings I Control Panel I Administrative Tools I Local Security Policy or by 
typing secpol.msc at a command prompt. 

Setting Password and Lockout Policies 
Using Local Security Settings, you can set a variety of parameters that control pass­
word and lockout behavior for all accounts. For each policy, Local Security Settings 
shows the local setting (the setting you make here) and the effective setting (the actual 
policy in force). The effective setting is different from the local setting if a domain­
level policy, which takes precedence over local policy settings, has been set on the 
domain controller. 
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Figure 17-4 
With Local Security Settings, you can set password requirements for all local user accounts. 

Password policies place restrictions on the types of passwords users can provide and 
how often users can (or must) change them. Account lockout policies govern the be­
havior of Windows 2000 in the event that a user types an inco~rect password. Table 
17-3 describes each of these policies. 

As an alternat~ve to the Local Security Settings console, you can set a number of these 
policies using the Net Accounts command. In Table 17-3, the appropriate switch to 
set a policy is shown below the policy name as it appears in Local Security Settings. 
For example, to set the maximum password age to 21 days, you type net accounts 
/maxpwage:21 at a command prompt. 

Table 17-3. Account Policies 
Policy, Net Accqunts S\iVitch' 
Password Policy 

Enforce password history 
IUniquepw:number 

Maximum password age 
IMaxpwage:days 
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Description 

Specifying a number greater than 0 (the maximum 
is 24) causes Windows 2000 to remember that number 
of previous passwords and forces users to pick a 
different password than any of the remembered one. 

Specifying a number greater than 0 (the maximum 
is 999) dictates how long a password remains valid 
before it expires. (To override this setting for certain 
user accounts, open the account's properties dialog 
box in Local Users And Groups and select the 
Password Never Expires check box.) Selecting 0 
means passwords never expire. (With the Net 
Accounts command, use the IMaxpwage:unlimited 
switch if you want passwords to never expire; 0 is not 
an acceptable value.) 
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Table 17-3. Account Policies (continued) 

Policy, Net Accounts Switch 
Password Policy (continued) 

Minimum password age 
Minpwage:days 

Minimum password length 
/Minpwlen:length 

Passwords must meet 
complexity requirements 

Account Lockout Policy 

Account lockout counter 

Account lockout duration 

Reset account lockout 
counter after 

Description 

Specifying a number greater than 0 (the /maximum 
is 999) lets you set the amount of time a password 
must be used before a user is allowed to change it. 
Selecting 0 means that users can change passwords as 
often as they like. 

Specifying a number greater than 0 (the maximum 
is 14) forces passwords to be longer than a certain 
number of characters. Specifying 0 permits users to 
have no password at all. Note: Changes to the minimum 
password length setting do not apply to current passwords. 

Enabling this policy requires that new passwords 
be at least six characters long; that the password 
contain a mix of uppercase letters, lowercase 
letters, numbers, and punctuation (at least one 
character from three of these four classes); and 
that the password does not contain the user name 
or any part of the full name. Note: Enabling 
password complexity does not affect Cllrrent passwords. 

Specifying a number greater than 0 (the 
maximum is 999) prevents a user from logging on 
after he or she enters a specified number of 
incorrect passwords within a specified time 
interval. 

Specifying a number greater than 0 (the maximum 
is 99,999 minutes) specifies how long the user is to be 
locked out. If you specify 0, the user is locked out 
forever-or until an administrator unlocks the user, 
whichever comes first. 

Use this to set the time interval during which a 
specified number of incorrect password entries 
locks out the user. After this period elapses 
(from the time of the first incorrect password), 
the counter resets to 0 and starts counting again. 
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Setting User Rights 
A user right is authorization to perform an operation that affects an entire computer. 
(A penn iss ion, by contrast, is authorization to perform an operation on a specific object­
such as a file or a printer-on a computer.) For each user right, you can specify which 
user accounts and groups have the user right. To review or set user rights, go to Local 
Security Settings and navigate to Security Settings \Local Policies \ User Rights Assign­
ment. Then double-click a user right to view or change the list of users and groups, 
as shown in Figure 17-5. The Microsoft Windows 2000 Professional Resource Kit (Microsoft 
Press, 2000) contains a description of each user right. 

Figure 17-5 
To review or change the local setting for a user right, double-click the user 
right in Local Security Settings. 

Eight of the user rights-Access This Computer From The Network, Log On As A 
Batch Job, Log On As A Service, Log On Locally, and their corresponding "Deny" user 
rights-are known more precisely as logon rights. They control how users are allowed 
to access the computer-whether from the keyboard ("locally") or through a network 
connection, or whether as a service or as a batch job. You can use these logon rights 
(in particular, Log On Locally and Deny Local Logon) to control who can log on to your 
computer. By default, Log On Locally is granted to the local Guest account and mem­
bers of the Administrators, Backup Operators, Power Users, and Users groups. If you 
want to prevent certain users from logging on at the keyboard (but still allow them 
to connect via the network, for example), create a group, add those user accounts to 
it, and then assign the Deny Local Logon user right to the new group. Like deny per­
missions, deny logon rights take precedence over allow logon rights, so if a user is a 
member of a group that is allowed to log on (such as Power Users) and a group that 
is not (such as the one described in the previous sentence), the user will not be allowed 
to log on. (Such users are rebuffed with an error message after they type their user 
name and password in the Log On To Windows dialog box.) 

296 Part 5: Administering a System 



Chapter -1 

Using Group Policy 
In This Chapter 

Starting Group Policy .................................................. 298 

Understanding the Local Group Policy Object ............................... 301 

Making Settings ...................................... ;............... 305 

Making Different Settings for Different Users . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .. 307 

Group Policy is a highly touted feature of Microsoft Windows 2000 Server and 
Active Directory. In that environment, Group Policy is indeed an enormously pow­
erful feature that lets administrators configure computers throughout sites, domains, 
or organizational units. In addition to setting standard desktop configurations and 
restricting what users are allowed to change, administrators can use Group Policy 
to centrally manage software installation, configuration, updates, and removal; 
specify scripts to run at startup, shutdown, logon, and logoff; and redirect users' 
special folders (such as My Documents) to the network. They can customize all these 
settings for different computers, users, or groups. . 

But Group Policy can also be a useful tool for managing computers on a small net­
work or even for managing a single computer with multiple users. Using only the 
local Group Policy object on a computer running Microsoft Windows 2000 Profes­
sional, you can 

• Manage registry-based policy-everything from configuring the desktop to hid­
ing certain drives to preventing the creation of scheduled tasks. These settings 
-and hundreds more-are stored in the HKLM and HKCU branches of the 
registry, which you could edit directly. But Group Policy provides two distinct 
advantages: it's much easier to use than a registry editor, and it periodically 
updates the registry automatically (thereby keeping your policies in force even 
if the registry is somehow modified by other means). 
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• Assign scripts for computer startup, computer shutdown, user logon, and user 
logoff. 

• Specify security options. 

Starting Group Policy 
You make Group Policy settings using the Group Policy snap-in for Microsoft Man­
agement Console (MMC), which is shown in Figure 18-1. Windows 2000 includes 
an MMC console that shows only this snap-in, but you won't find it on the Start 
menu. To launch the console, go to Start I Run and type gpedit.msc. You must be 
logged on as a member of the Administrators group to use Group Policy . 

.. . 
9 SJ Computer Configuration 
; [£··CJ Software Selling. 
! EtJ .-CJ Window. Selling. 
! ffi ··CJ Admini.lralive Templale. 
8"~ User Configuration 

EtJ ··CJ Software Selling. 
ffi··CJ Window. Selling. 
!t·'·a Administrative Templates 

Figure 18-1 
Typing gpedit.msc at a command prompt launches the Group Policy console. 

If your computer is a member of a Windows 2000 Server domain with Active 
Directory-based policies, and if you have appropriate domain administrative privi­
leges, you can configure Group Policy to display snap-in extensions that let you 
view and modify domain policies as well as extensions for the local Group Policy 
object. (For more information, see uHow Local Group Policy Settings Interact with Active 
Directory-Based Group Policy Settings," page 303.) However, because our focus in this 
book is Windows 2000 Professional, in this chapter we explore only the local Group 
Policy object. 

Starting Group Policy for a Remote Computer 
With some MMC snap-ins (for example, Computer Management), you can use a 
menu command to switch from the local computer to another computer on your 
network. Such is not the case with Group Policy, which, once started, directs its 
attention toward a single computer. You can, however, start Group Policy with its 
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gaze turned toward another computer. To do that, you must have administrative 
privileges on both your own computer and the other computer. Even without Win­
dows 2000 Server and Active Directory, you can administer all the computers on your 
network from a single console. (A key difference is that you must set local Group 
Policy on each computer rather than setting Active Directory-based -Group Policy 
that automatically applies to all computers.) You can use either of two methods to 
start Group Policy for a remote computer: a command-line parameter or a custom 
MMC console. 

The simplest method is to append the /Gpcomputer parameter, as we did in this 
example: 

gpedit.msc /gpcomputer:"redwood" 

The computer name that follows /Gpcomputer can be either a NetBIOS-style name 
(as shown here) or a DNS-style name (for example, redwood.swdocs.com), which 

. is the primary naming form used by Windows 2000 Server domains. In either case, 
you must enclose the computer name in quotation marks. 

An alternative is to create a custom console that opens the local Group Policy object 
on another computer. The advantage of this approach is that you can create a single 
console that can open Group Policy for each computer you want to manage. To create 
a custom console: 

1. Go to Start I Run and type mmc. 

2. Open the Console menu and choose Add/Remove Snap-In. 

3. On the Standalone tab, click Add. 

4. Select Group Policy and click Add. 

5. In the Select Group Policy Object dialog box, click Browse. 

6. On the Computers tab, select Another Computer, and then type the name of 
the computer or click Browse to select it from a list. 

7. Click OK and then click Finish. 

8. Repeat steps 4 through 7 to add other computers to the console. 

9. Click Close and then click OK. 

For more information, see "Creating Your Own MMC Consoles," page 73. 

Customizing the Group Policy Window 
The Group Policy console has some easily overlooked options that you won't find 
in other MMC snap-ins. You can add or remove administrative templates, and you 
can restrict the view to show only the policies that have been configured. 
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Adding or Removing Policy Templates 
The Administrative Templates folders (under Computer Configuration and User 
Configuration) are extensible. The Administrative Templates policies are defined in 
an .adm file. Windows 2000 includes several .adm files, of which three are displayed 
by default, as shown in Table 18-1. 

Table 18-1. Administrative Template Files Included with Windows 2000 
File Name 
Conf.adm (displayed by default) 

Inetcorp.adm 

Inetres.adm (displayed by 
default) 

Inetset.adm 

System.adm (displayed by 
default) 

Wmp.adm 

Conferencing settings for NetMeeting that appear 
in Administrative Templates \ Windows 
Components\NetMeeting (under Computer 
Configuration and User Configuration) 

Microsoft Internet Explorer settings for use with 
Internet Explorer Administration Kit (lEAK), not. 
Gro,up Policy 

Microsoft Internet Explorer settings that appear 
in Administrative Templates \ Windows 
Components \ Internet Explorer (under Computer 
Configuration and User Configuration) 

Microsoft Internet Explorer settings for use with 
Internet Explorer Administration Kit (lEAK), not 
Group Policy 

A wide variety of settings for Windows 2000, 
encompassing most of the po~icies that appear in 
Group Policy 

Windows Media Player settings that appear in 
Administrative Templates \ Windows Media 
Player (under Computer Configuration and User 
Configuration) 

You might want to remove the templates that contain policies you never use, or you 
might want to add a custom template provided with another program. For example, 
the Office Resource Kit includes policy templates for managing Microsoft Office 2000; 
for details, visit www.microsoft.com/office/ork. (Creating a custom template requires 
in-depth knowledge of both the registry and Group Policy, but the file format is ac­
tually rather simple. If you're interested in creating a custom template, study the 
.adm files in %SystemRoot% \Inf. To get more information, click the Help button in 
Group Policy, click the Index tab, and select ".adm files, creating.") 

To add or remove a policy template, right-click Administrative Templates (either 
folder) and choose Add/Remove Templates. After you make your changes and click 
Close in the Add/Remove Templates dialog box, the Administrative Templates folder 
that you right-clicked (Computer Configuration or User Configuration) reflects your 
new selections. The other folder, however, continues to display policies as if you hadn't 
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changed a thing, which might lead you to believe that you must make your selections 
independently for each folder. You don't; this is a bug. The simplest way to refresh 
both folders after you add or remove a template is to close and restart Group Policy. 

Adding a policy template merely copies the .adm file to %SystemRoot% \System32 
\GroupPolicy\Adm; removing a template deletes the copy in that folder. Adding 
or removing policy templates does not change the underlying policy settings, if any; 
it only controls whether those policies are displayed in Group Policy. 

Displaying Only Configured Policies 
After you configure your local Group Policy as you want it (as described later in this 
chapter), you can clean up the display by hiding the myriad policies that you aren't 
interested in setting. It's easy to do: just right-click Administrative Templates and 
choose View I Show Configured Policies Only. This command is a toggle; to redisplay 
the full complement of policies, simply choose the command again. 

Unlike the Add/Remove Templates command, Show Configured Policies Only 
applies only to the Administrative Templates folder that you select. If you want to 
filter the policies in both Computer Configuration and User Configuration, you must 
repeat the process in each folder. 

Understanding the Local Group Policy Object 
A Group Policy object (often abbreviated as GPO) is simply a collection of Group Policy 
settings. In a Windows 2000 Server-based domain, Group Policy objects are stored 
at the domain level and affect users and computers based on their membership in 
sites, domains, and organizational units. Each computer running Windows 2000 (any 
version) also has a single local Group Policy object. Because it doesn't rely on Windows 
2000 Server, that's the one we focus on here. 

The local Group Policy object is stored as a series of files and folders in the 
%SystemRoot% \ System32 \ GroupPolicy folder. By default, the local Administrators 
group and the operating system itself have Full Control permissions for this folder 
and all the objects it contains; authenticated users have Read and Execute permis­
sions. The GroupPolicy folder typically contains the following files and folders: 

• Gpt.ini. This file stores information about which extensions (identified by their 
globally unique identifier, or GUID) contain modified settings and whether the 
Computer Configuration or User Configuration branch is disabled. 

• Adm. This folder contains the administrative templates (stored as .adm files) that 
are in use. (See "Adding or Removing Policy Templates," earlier in this chapter.) 

• User. This folder holds the Registry.pol file, which contains registry settings 
that apply to users. The User folder includes these subfolders: 

• Microsoft\IEAK contains settings for the items that appear in the 
\ User Configuration \ Windows Settings \ Internet Explorer Maintenance 
folder in Group Policy. 
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• Scripts includes two folders, Logon and Logoff, which contain the scripts 
that run when a user logs on or logs off. 

• Machine. This folder holds the Registry.pol file, which contains registry set­
tings that apply to the computer. Within the Machine folder is a Scripts 
subfolder that holds two folders, Startup and Shutdown; these contain the 
scripts that run when the computer starts up or shuts down. 

Note Some of these files and folders are created only when you run Group 
Policy and make some settings. 

How Group Policy Works 
The majority of the Group Policy settings are in the Administrative Templates exten­
sion of the Group Policy snap-in. (As noted elsewhere in this chapter, the content of 
the Administrative Templates folders is derived from the .adm files in the Group Policy 
object.) When you configure a policy in the Administrative Templates folder (that is, 
you select either Enabled or Disabled and, optionally, set a value), Group Policy stores 
that information as a custom registry setting in one of the two Registry.pol 
files. As you'd expect, Group Policy uses the copy of Registry.pol in %SystemRoot% 
\System32\GroupPolicy\Machine for settings you make in the Computer Config­
uration \ Administrative Templates folder in Group Policy and uses the copy in User 
for settings you make in User Configuration \ Administrative Templates. 

Computer-related Group Policy settings-those stored in Machine \ Registry.pol­
are copied to the appropriate registry keys in the HKLM hive when the operating 
system initializes and during the periodic refresh. User-related settings (in 
User\Registry.pol) are copied to the appropriate keys in HKCU when a user logs 
on and during the periodic refresh. 

Note Group Policy settings-either local or Active Directory-based-take 
precedence over user settings (that is, settings that you make through Con­
trol Panel and other methods available to ordinary users). This is because 
Group Policy settings are not written to the "normal" key for a particular 
setting; instead, they're written to a value in a"policies" key. For example, 
if you use the Taskbar And Start Menu Properties dialog box to disable 
personali~ed menus, the data in the Intellimenus value in the HKCU 
\Software\Microsoft\ Windows\CurrentVersion \Explorer\Advanced 
key changes. But if you use Group Policy, the Intellimenus value in the 
HKCU \ Software \ Microsoft \ Windows \CurrentVersion \ Policies \ Explorer 
key changes instead. In cases of conflicts, the value under the Policies key 
overrules the other. 
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The periodic refresh occurs at intervals that you define as a Group Policy setting. By 
default, the Registry.pol files are copied to the registry every 90· minutes plus a 
random offset of 0 to 30 minutes. (The random offset is intended for Active Direc­
tory-based policies; on a large network, you wouldn't want all the refresh activity 
occurring simultaneously. For local Group Policy, the offset serves no useful purpose 
but is added anyway.) By enabling and modifying the settings in Computer 
Configuration \Administrative Templates \System \Group Policy\Group Policy 
Refresh Interval For Computers and in User Configuration \Administrative 
Templates \ System \Group Policy\Group Policy Refresh Interval For Users, you can 
change the interval and the random offset. You can set the interval to any value from 
o minutes (in which case settings are refreshed every 7 seconds) through 64,800 
minutes (45 days). 

How Local Group Policy Settings Interact with 
Active Directory-Based Group Policy Settings 
If your computer is part of a Windows 2000 Server-based network, it might be affected 
by Group Policy settings other than those you set in the local Group Policy object. 
Group Policy settings are applied in this order: 

1. Settings from the local Group Policy object 

2. Settings from site Group Policy objects, in administratively specified order 

3. Settings from domain Group Policy objects, in administratively specified 
order 

4. Settings from organizational unit Group Policy objects, from largest to smallest 
organizational unit (parent to child organizational unit), and in administratively 
specified order at the level of each organizational unit 

Policies applied later overwrite previously applied policies, which means that in a 
case of conflicting settings, the highest-level Active Directory-based policy settings 
take precedence. The policy settings are cumulative, so all settings contribute to the 
effective policy. 

To view and manage Active Directory-based policies, use two MMC snap-ins: Active 
Directory Users And Computers and Active Directory Sites And Services. 

Types of Settings 
The Computer Configuration branch of Group Policy includes a variety of computer­
related settings, and the User Configuration branch includes a variety of user-related 
settings. Figure 18-2 shows some of the major headings in the Administrative Templa tes 
folder of each branch. The line between computer settings and user settings is often 
blurred. Because with local Group Policy all settings apply to all users, your best 
bet for discovering the poliCies you need is to examine them all. With more than 
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100 computer settings and more than 350 user settings, this sounds like a daunting 
task-but you'll find that you can quickly scan the policies in each folder and ignore 
most of them. 

Local Compuler Policy 
BJ Computer Configuration 
rtJ·CJ Soflware Sellings 
~CJ Windows Sellings 
Ei·CJ Adminislralive T emP'.' _.al 

$I CJ Windows Compo ~ ... ~ 
, 1 .. 0 NelMeeling j18';lioo ~:ii";" 

1.0 Inlernel EXP/i'''~l~' 
i i. §l ~~~:~~~~;,;~: ;;.. ~LoLca;;;:';~:':::~m":'p"';ul;;;;er;;;'po:;6c":'y ~..:...:..;.;, IrrCJ~C;::o=mm=o:-n O;:;:p:::en:-;:F:;;:ife";;O:;ial::og:-'---'-...;...;-...;...;...;...;...;...;-...;...;.;..!....;........;=~ I 

'? 9 Syslem ~ .13J Compuler Configuralion !Sf Enabfe Classic Shell Nol config 
. ·····E:itm B 4J U C f r !Sf Removes Ihe Folder Oplions menu ilem from Ihe Tools menu Nolconlid 
i j·····O Disk Quolas -, ... III De~o~~:;:~~~~~ngs ~ Remove File menu /rom Windows Explorer Nol config 

i ···0 DNS Clienl : 00···0 Windows Sellings :~,})4 Remove "Map Nelwork Drive" and "Disconnecl Nelwork Drive" Nol config' 
i···· CJ Group Polic! B 0 Adminislr alive T emplale,' ~ Remove Search bullon /rom Windows E ,plorer N 01 conlig 

i 0 Windo .. s Fil 8···0 Windows Componer ~St Disable Windows E,plorer's defaull conlexl menu Nol config 
f:;l···CJ Network, Hl'CJ NetMeeting , ~~ Hides the Manage item on the Windows Explorer context menu Nol config 

1 ..... 0 Ollline Files: 00···0 Inlernel Explorer, ~ Only allow approved Shell exlensions Nol conlig 
I : .... ~ NetwOIkanl r±J E3~ @OonotbackShenshortcutsduringroaming Notconfig: : ..... §l Pllnlers. ltJ···CJ Microsoil Mana" !Sf Hide Ihese specified drives in My Compuler Nol config 

~ ,8'1, "YJi~dows Media : ::::"§l ~~~:~~~~~:r;/ ~ Prevenl occess 10 drives /rom My Compuler Nol config 

, CJ Slarl Menu Uaskbi ~ Hide Hardware lab Nol config: 
ri ... O Desklop ~St Disable Ullo change menu animalion selling Nol config·. 
~ .. CJ Conlrol Panel !Sf Disable Ullo change keyboard navigalion indicalor selling Nol config 
[BO Nelwork Q. Drsable DFS lab Nol conlig 
E;j ... 0 Syslem %~ No "Compulers Near Me" in My Nelwork Places Nol config' 
, ..... CJ Logon/Logoff ~'Ji No "Enlire Nelwork" in My Nelwork Places Nol config 
! L··CJ Group Policy, ...... . ~ Maximum number of recent documents Nol config 

~p\\';i~,~O,~s Media1R ;Si. ~?n~~~,~~~~~la!J:~~11:;~~e,~:e,nli~7<" ,~, Nol colfj 

~==~==~.~,,~,~~~~~~==~~~.,~,,==~;~J~'==~~==~l~,;:': 

Figure 18-2 
The Computer Configuration and User Configuration branches owe their 
separation more to registry structure than to pure logic. 

Some settings appear in both User Configuration and Computer Configuration. 
In a case of conflicting settings, the Computer Configuration setting always takes 
precedence. 

You can speed up the application of Group Policy settings by disabling those you 
don't use. To see at a glance which types of policies are in use, right-click Local Com­
puter Policy and choose Properties. In the dialog box that appears (see Figure 18-3), 
the Revisions line in the Summary box shows the number of Computer Configura­
tion and User Configuration settings in use. If either value is 0 (or if you want to 
disable Group Policy settings for some other reason), select the appropriate check 
box in the Disable box. 
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' .. , .... -.01' 1 .. 3 ... ·i!l ... \.l .. I!ffljiiolloDiil!l ... m~idiJiffutfilillj· ' ... ' .w.'~,:..;..;' ....;..;..;~_~~_. __ W:E1 
General I 
,6 Local Computer 

, Summary'" , "" ",,,,,,,,,,,, ," ",,,,,,,,,,,,,,,,,,,,,,, 

Created: 1/3/20005:13:27 PM 

Modified 3/22/20004:11:41 PM 

Revisions: 321Computer).21 (User) 

Domain: N/A 
Unique name: N/A 

-Disable-------------------

To improve performance. use these options to disable unused 
parts of this Group Policy Obiect 

r Disable Computer Configuration settings 
r Disable User Configuration settings 

OK 

Figure 18-3 

Cancel i\pplj 

You can selectively disable computer-related or user-related Group Policy settings. 

Making Settings 
Each policy in the Administrative Templates folders of Group Policy has one of three 
settings: Not Configured, Enabled, or Disabled. By default, all policies in the local 
Group Policy object are initially set to Not Configured. (The policies in the Windows 
Settings folders do not have a Not Configured option and therefore have other 
default settings.) , 

To change a setting, simply double-click the name of the policy you want to change. 
The properties dialog box then appears. The dialog box for each policy under Admin­
istrative Templates looks much like the one shown in Figure 18-4. The Policy tab 
includes the three options-Not Configured, Enabled, and Disabled-and a large 
area where you can make policy-specific settings. Controls in the center area remain 
dimmed unless you select the Enabled option. (Many simple policies leave this area 
blank because the policy needs no further setting.) The Explain tab provides detailed 
information about the policy; the only place you're likely to find more information 
about each policy is in the Microsoft Windows 2000 Professional Resource Kit (Microsoft 
Press, 2000), which includes a detailed reference on its companion CD. Both tabs 
include Previous Policy and Next Policy buttons, which make it convenient to go 
through an entire folder without opening and closing the properties dialog box for 
each policy individually. 
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Poli < S.ttin 

.§i Enabled Not configure 
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Figure 18-4 
Properties dialog boxes for all Administrative Templates policies are similar to the one shown here. 

Pay close attention to the name of each policy, because the settings can 
be counterintuitive. A number of policies begin with the word disable (for 
example, Disable Autoplay in Computer Configuration \Administrative 
Templates\System). For those policies, if you want to allow the specified 
option, you must select the Disable setting. (In other words, you must 
disable the disabling policy.) Conversely, if you want to prohibit the 
option, you must select Enable. 

Table 18-2. Policy Information in this Book 
For Information About See 
Computer Configuration\Windows Settings 

\Scripts (Startup/Shutdown) "Using Scripts that Run at Logon, Logoff, 
Startup, and Shutdown," page 320 

\Security Settings \Account Policies 

\Security Settings \ Local 
Policies \ Audit Policy 

\Security Settings\Local Policies 
\ User Rights 'Assignment 
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"Setting Password and Lockout Policies," 
page 293 

"Enabling Auditing," page 576 

"Setting User Rights," page 296 
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Table 18-2. Policy Information in this Book (continued) 

For Information About See 
Computer Configuration\Windows Settings (continued) 

\Security Settings\Local "Setting Logon Security Options," page 40 
Policies \Security Options 

\Security Settings\Public Key Policies Chapter 33 "Using Encryption" 

\Security Settings \IP Security "Using IPSec," page 490 
Policies on Local Machine 

User Configuration\Windows Settings 

\Internet Explorer Maintenance 

\Scripts (Logon/Logoff) 

"Configuring Internet Explorer with Group 
Policy," page 450 

"Using Scripts that Run at Logon, Logoff, 
Startup, and Shutdown," page 320 

Making Different Settings for Different Users 
Centrally managed Group Policy settings-that is, those that are stored in Active 
Directory on a Windows 2000 Server-can be applied to individual users, comput­
ers, or groups of either. You can have multiple sets of Active Directory-based Group 
Policy objects, allowing you to create an entirely different collection of settings for 
different users or computers. . 

Such is not the case with local Group Policy. Local Group Policy settings apply to 
all users who log on to the computer. (If the computer is part of a domain, how­
ever, the local settings might be overridden by Active Directory-based settings. 
For details, see "How Local Group Policy Settings Interact with Active Directory-Based 
Group Policy Settings," page 303.) You can't have multiple sets of local Group Policy 
objects. 

Although you can't have customized settings for each of several different groups, 
you can effectively have two groups of users: those who are affected by local Group 
Policy settings and those who are not. This duality affects only the User Configura­
tion settings; Computer Configuration settings are applied before anyone logs on. 

You can do this because local Group Policy depends on users having Read access to 
the local Group Policy object, which is stored in the %SystemRoot% \System32 
\GroupPolicy folder. Policies are not applied to users who do not have Read access; 
therefore, by denying Read access to administrators or others whom you don't want 
to restrict, you free those users from control by group policies. To use this method: 

1. Make the Group Policy setting changes that you want. 
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2. In Windows Explorer, right-click the %SystemRoot% \ System32\ GroupPolicy 
folder and choose Properties. (GroupPolicy is a hidden folder; if you can't 
find it in System32, choose Tools I Folder Options I View I Show Hidden Files 
And Folders.) 

3. On the Security tab of the GroupPolicy Properties dialog box, select the Admin­
istrators group and select the Deny check box for the Read permission. (If you 
want to exclude any other users or groups from Group Policy control, add them 
to the list of names and then deny their Read permission.) 

Note You must deny the Read permission rather than simply clearing the 
Allow check box. Otherwise, all users would continue to inherit Read per­
mission because of their automatic membership in the Authenticated 
Users group. 

At your next logon using one of the Read-disabled user accounts, you'll findthat 
you're no longer encumbered by Group Policy settings. Without Read permission, 
however, you'll find that you're also unable to run Group Policy-so you can't view 
or modify Group Policy settings. To regain that power, you need to revisit the 
GroupPolicy Properties dialog box and grant yourself Full Control permission. 

Keep in mind that, even without the aforementioned security shenanigans, the default 
security settings effectively produce two groups of users. Although the local Group 
Policy settings apply to all users (clarification: all users who have Read access to the 
local Group Policy object), only members of the local Administrators group can view 
or change these settings. Therefore, if you want to lock down a computer using 
Group Policy settings, you can do so-and still have a back door by which you can 
change the settings when you need to. Simply use the Run As command whenever 
you need to run Group Policy. You can do that in any of the following ways: 

• At a command prompt, type runas fu:administrator gpedit.msc. 

• Hold down the Shift key while you right-click Gpedit.msc or a shortcut to it, 
and then choose Run As. 

• If you need to run Group Policy frequently, create a shortcut to Gpedit.msc. 
Right-click the shortcut, choose Properties, and select the Run As Different User 
check box (on the Shortcut tab). 

If customizing the effects of Group Policy settings based on group membership is 
important to you, you should install Windows 2000 Server and set up Active Direc­
tory. But the methods described in this section can provide an easy compromise 
solution. 
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Using System Policy Editor 
System Policy Editor, the predecessor to Group Policy, offers another way to make 
different policy settings for different users. With it, in fact, you can tailor your settings 
to individual users or groups, unlike local Group Policy, which, at best, allows you 
to make settings for two different types of users. Not all of the same policy settings 
are available with System Policy Editor, however. 

Obtaining System Policy Editor is easy if you have Windows 2000 Server. (Of course, 
if you have Windows 2000 Server, Active Directory-based Group Policy should serve 
all your Group Policy needs, but that's another story.) If you have the Windows 2000 
Server CD, open a Command Prompt window, navigate to the CD's \1386 folder, 
and enter the following commands: 

expand -r poledit.ex_ %systemroot% 
expand -r poledit.ch_ %systemroot%\help 
expand -r common.ad_ %systemroot%\inf 
expand -r winnt.ad_ %systemroot%\inf 

Then type poledit at any command prompt to launch System Policy Editor. 

If you don't have Windows 2000 Server, you can obtain System Policy Editor as part 
of the Office Resource Kit. Although it's a big download that includes a lot besides 
System Policy Editor, it's free. Go to www.microsoft.com/office/ork. 
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Chapter ~i 9 

Customizing User Work 
Environments 

In This Chapter 
Understanding User Profiles ............................................. 312 

Working with User Profiles .............................................. 316 

Using Scripts That Run at Logon, Logoff, Startup, and Shutdown ............... 320 

Using IntelliMirror Features Without Windows 2000 Server .................... 322 

Like earlier versions'of Microsoft Windows, Microsoft Windows 2000 Professional 
offers users all manner of customization possibilities. Using various settings in Con­
trol Panel and elsewhere, users can" control the appearance of their desktop, taskbar, 
Start menu, folder windows, and other items; specify sounds that play when certain 
events occur; add or remove programs; and so on. This is terrific for a single com­
puter operated by a single user who wants to master his or her working environment. 
You can find detailed information about such settings in Running Microsoft Windows 
2000 Professional (Microsoft Press, 2000). 

But if you have to keep more than one computer humming along and keep more than 
one user productive, you as an administrator might want to perform some of this 
customization for the user. With tools provided by Windows 2000, you can make 
settings for users who lack the knowledge, experience, or time. to make settings on 
their own. Just as important, you can impose ~estrictions that prevent inexperienced 
or devious users from damaging their setup. 

Windows 2000 Professional, managed locally (that is, as a stand-alone computer or 
a member of a workgroup, not a domain), offers the following administrative 
customization features: 

• Unattended installation. (See "Using Answer Files for Automated Installation," 
page 16.) 

• Sysprep, a tool for duplicating installed systems. (See "Using Disk Imaging," 
page 23.) 
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• Administrative templates for making registry-based settings using the local 
Group Policy object. (See Chapter 18, "Using Group Policy."~ 

• Security settings. (See Table 18-2, page 306, for references to information about se­
curity settings.) 

• Scripts. (See "Using Scripts That Run at Logon, Logoff, Startup, and Shutdown," 
page 320.) 

• Internet Explorer maintenance. (See "Configuring Internet Explorer with Group 
Policy," page 450.) 

• User profiles. (See "Working with User Profiles," page 316.) 

The following user configuration settings can be made on computers running Win­
dows 2000 Professional-but only when they're part of a Microsoft Windows 2000 
Server domain that uses Active Directory and domain-based Group Policy. Because 
of their reliance on Windows 2000 Server, we don't describe them further in this 
book. However, you can enjoy some of these features, albeit in greatly limited form: 

• Software Installationand Maintenance (Assign and Publish), which causes 
software and optional features to be automatically installed as needed and 
where needed; Software Installation and Maintenance is a component of the 
IntelliMirror management technologies 

• User Data Management (another IntelliMirror component), which allows data 
and documents to follow a user from one computer to another on the network, 
using Server-only technologies that include folder redirection, offline folders, 
and domain-based Group Policy 

• User Settings Management (the other IntelliMirror component), which allows 
users to see their preferred desktop arrangement from any computer, using 
Server-only technologies that include roaming user profiles and domain-based 
Group Policy 

• Remote operating-system installation, which allows an administrator to set up 
a server that responds to remote-boot-enabled computers so that the server 
installs Windows 2000 Professional on the computers' local disk 

For details, see "Using IntelliMirror Features Without Windows 2000 Server," page 322. 

Understanding User Profiles 
A user profile contains all the desktop settings for a user's work environment. But it's 
much more than that. In addition to storing the user's personal registry settings for 
everything from desktop wallpaper to the author initials used in Microsoft Word, 
the profile contains a number of files that are specific to a user, such as cookies the 
user receives while using Microsoft Internet Explorer, documents in the My Docu­
ments folder and its subfolders, and shortcuts to network places. 
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Location and Content of User P.rofiles 
By default, each us'er who logs on to a computer has a local user profile, which is 
created when the user logs on for the first time. Local user profiles are stored in 
%SystemDrive% \Documents And Settings. Each user's profile is stored in a 
subfolder with the user name as the folder name. The full path of one of the profiles 
on a computer in our office is C: \ Documents And Settings \ Cheryl, for example. (The 
entire path for the current user's profile is stored in another commonly used envi­
ronment variable, %UserProfile%.) 

Note If you upgraded from Windows NT 4 (instead of performing a clean 
installation or upgrading from another version of Windows), user pro­
files are stored in %SystemRoot% \ Profiles. If the computer mentioned 
in the previous paragraph had been upgraded from Windows NT 4, for 
example, Cheryl's local user profile would have been stored in C: \ Winnt 
\ Profiles \ Cheryl. 

Within a user's profile folder, you'll find a hierarchy of folders, as shown in Figure 
19-1. The "root" of the profile (that is, the subfolder of Documents And Settings with 
the user name as the folder name) contains Ntuser.dat, which is the user portion of' 
the registry (in other words, the HKCU hive). In addition, a computer that's a mem­
ber of a Microsoft Windows NT Server domain might have an Ntuser.pol file, a file 
that has system policy settings. (System policy is the Windows NT predecessor to 
Group Policy.) 
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Each user profile contains a number of folders. 
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The folders in the profile contain the following information: 

• Application Data. This hidden folder contains application-specific data, such 
as a custom dictionary for word processing programs, junk sender lists for an 
e-mail program, a CD database for a program that plays music CDs, and so on. 
Application vendors decide what information to put in this folder. 

• Cookies. This folder contains Internet Explorer cookies. 

• Desktop. This folder contains all items stored on the user's desktop, including 
files and shortcuts. 

• Favorites. This folder contains Internet Explorer favorites. 

• Local Settings. This hidden folder contains settings that don't roam with the 
profile, either because they're machine-specific or because they're so large that 
it's not worthwhile to include them in a roaming user profile, which must be 
copied from and to a network server at each logon and logoff. The Local Set­
tings folder contains four subfolders: 

• Application Data. This hidden folder contains machine-specific appli'cation 
data. 

• History. This folder contains the user's Internet Explorer browsing history. 

• Temp. This folder contains temporary files created by applications. 

• Temporary Internet Files. This folder contains the offline cache for Internet 
Explorer. 

• My Documents. This folder is the default target for the My Documents desk­
top icon. In Windows 2000, My Documents is the default location for storing 
user documents in most applications. 

• NetHood. This hidden folder contains the shortcuts that appear in My Network 
Places. 

• PrintHood. This seldom-used hidden folder can contain shortcuts to items in 
the Printers folder. 

• Recent. This hidden folder contains shortcuts to the recently used documents; 
the most recent of these appear on the Documents submenu of the Start menu. 

• SendTo. This hidden folder contains shortcuts to the folders and applications 
that appear on the Send To submenu. Send To is a command that appears on 
the Jt:ile menu in Windows Explorer when you select a file or folder; it also 
appears on the shortcut menu when you right-click a file or folder. 

• Start Menu. This folder contains the items (such as shortcuts to applications 
and documents) that appear at the top of the Start menu and in the Programs 
submenu. 

• Templates. This hidden folder contains shortcuts to document templates. These 
templates are typically used by the New command (on the File menu and the 
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shortcut menu) in Windows Explorer and are referenced by the FileName value 
in the HKCR\class\ShellNew key. 

Note Group Policy settings always take precedence over user settings in user 
profiles. This allows administrators to foil users who have the knowledge 
and permissions to make changes directly in their own user profile. 

Types of Profiles 
Windows 2000 supports three types of profiles: 

• Local user profiles. A local user profile is stored in the %SystemDrive% \ 
Documents And Settings (or %SystemRoot% \ Profiles) folder on the local hard 
drive. Windows creates a local user profile the first time a user logs on to the 
computer. If the user makes changes to the profile, the changes affect only 
the computer where the changes are made. 

• Roaming user profiles. A roaming user profile is stored on a network server, 
which makes it available when a user logs on to any computer on the network. 
Windows creates a local copy of the user profile the first time a user logs on to 
a computer. If the user makes changes to the profile, Windows merges the 
changes into the server copy when the user logs off; therefore, the revised pro­
file is available the next time the user logs on to any computer. Roaming 
pr:ofiles are easily managed by and are ideally suited to Windows 2000 Server. 
With some extra effort, however, you can achieve some of the benefits even 
without Windows 2000 Server; for details, see "Using Roaming User Profiles," page 
323. (In some texts, you'll see the acronym RUP for roaming user profiles. Suf­
fering from an overload of TLAs-three-letter abbreviations-we eschew that 
acronym in this book.) 

• Mandatory user profiles. A mandatory user profile is one that can be changed 
only by an administrator. Like a roaming user profile, a mandatory profile is 
store.d on a network server, and Windows creates a local copy when a user who 
has been assigned a mandatory profile logs on for the first time. Unlike a roam­
ing user profile, a mandatory profile is not updated when the user logs off. This 
makes mandatory profiles useful not only for individual users whom you want to 
severely restrict, but also for multiple users (for example, all users in a certain 
job classification) to whom you want to apply consistent job-specific settings. 
Multiple users can share a mandatory user profile without affecting others. 
Users who have been assigned a mandatory profile can make profile changes 
while they're logged on (unless prevented by policy settings), but the network 
copy remains unchanged. Although a copy of the profile-changes and all­
remains on the computer after a user logs off, at the next logon Windows re­
copies the original profile from the network share. For information about assigning 
a mandatory user profile, see "Using Mandatory User Profiles," page 327. 
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Common Profiles 
In the profiles folder (%SystemDrive% \Documents And Settings or %System­
Root% \ Profiles), you'll find two profiles that aren't associated with a particular user 
account: All Users and Default User. (The Default User folder is hidden.) 

The content of the All Users folder appears for all users who log on to a worksta­
tion in addition to the content of each user's own profile folder. For example, items 
in the All Users\Desktop folder appear on the desktop along with items that the 
current user has saved on the desktop. Similarly, the Start menu shows the combined 
contents of the All Users \Start Menu folder and the current user's Start Menu folder. 
(In Windows NT, the Start menu items were segregated. Items from the All Users 
profile were often identified on the menu as 1/ common.") By default, only members 
of the Administrators group and the Power Users group can add items to the All 
Users profile. 

Note Windows offers a siinple way to get directly to either branch of the Start 
menu hierarchy. Right-click the Start button and choose Open or Explore 
if you want to look at the Start Menu folder within the current user's 
profile; choose Open All Users or Explore All Users to view the All 
Users \Start Menu folder in Windows Explorer. 

When a user logs on to a computer for the first time (and his or her account is not 
set up to use a roaming profile or mandatory profile), Windows creates a new local 
profile by copying the content of the Default User folder to a new folder and giv­
ing it the user's name. Therefore, you can configure the Default User profile the way 
you want new users' initial view of Windows to appear. With the default security 
settings, only members of the Administrators group can make changes to the 
Default Users profile. 

Working with User Profiles 
Armed with the knowledge of where profiles reside and what they contain, you 
might be tempted to manipulate them directly from Windows Explorer or a com­
mand prompt. Although you can safely add, modify, or remove items such as the 
Start menu and desktop items, you should not move, copy, or delete entire profiles 
in this manner. Instead, you should use the User Profiles tab in the System Proper­
ties dialog box, shown in Figure 19-2. To get there, right-click My Computer and 
choose Properties I User Profiles. Alternatively, choose Start I Settings I Control 
Panel I System I User Profiles. 

From this dialog box, you can recover disk space by removing profiles you no longer 
use; simply select a profile and click Delete. Deleting profiles in this manner (instead 
of using Windows Explorer, for example) ensures that the appropriate profile also 
gets removed from the registry. (Each user profile occupies a subkey of HKLM 
\ Software \ Microsoft \ Windows NT\ CurrentVersion \ProfileList.) 

316 Part 5: Administering a System 



Gen",.I\ Networkldontlficotion I Hardware Uoer Profil., I Advanced I 

jji4j User proW .. co,~ain de",.top ,e!lingo and oth", i". or",otion 
~ rel.ted to YO" logon A different pro/rle can be created on 

each cornPUtorl'OU U~., or you con .*ct 0 loorr"'9 profile 
that i, tho ,orr", on every computer you us,. 

lUx 

f-!lJj~''''"''E-___ ;-----'S~~.'~ Modir",d 1_ 

LASSENlAdmini,trotor 332 KB local 412/20 ... 
1!.,"$1*~ij@Ltifuj <.to:_@ !iiP_ 
LASSENICheryl 350 KB Roaming 4/2/20 .. . 
LASSENIMan,olJl 467 KB Mondatory 4/2120 .. . 
LASSENlReggi. 485 KB Roaming 4/2/20 .. . 

Delel~ Change Type., I Copy T (>.. .• I 

Figure 19-2 
Use System Properties to copy or delete a user profile. 

Note If you use roaming user p"rofiles, Windows ordinarily saves the copy of 
the profile that has been copied to the local hard drive. Windows uses this 
local copy if the network copy happens to be unavailable the next time 
the user logs on. If you have a computer that's available to many users, 
this occasional convenience can cost a lot of disk space. You can force 
Windows to automatically delete the local copy of a roaming profile when 
a user logs off. To do that, open Group Policy (Gpedit.msc), go to Computer 
Configuration \ Administrative Templates \System \Logon, and enable 
the policy named Delete Cached Copies Of Roaming Profiles. Other 
policies in the same folder also affect how roaming profiles are applied. 
For more information, see Chapter 18, "Using Group Policy." 

Copying a user profile (by selecting a profile and clicking Copy To) doesn't add the 
profile to the registry; that happens the first time a user who has been assigned the 
profile you copy logs on. But copying from the System Properties dialog box instead 
of using Windows Explorer has an important advantage: Windows assigns the 
proper permissions to the copy. That is, it gives Full Control permission to the user 
or group you specify and removes permissions for other nonadministrative users. 
Such permissions are necessary to allow a user access to his or her own profile-but 
no one else's. 

The other button on the User Profiles tab of the System Properties dialog box­
Change Type-lets you decide whether a user who has been assigned a roaming user 
profile should use the roaming profile or the locally cached copy when he or she logs 
on. Making the change in. the dialog box that appears in Figure 19-3 doesn't alter the 
roaming user profile on the network drive or the user account's link to it. Instead, 
it merely sets the UserPreference value in the selected profile's sub key of HKLM 
\Software \Microsoft \ Windows NT\ CurrentVersion \ProfileList. 
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Figure 19-3 
The Change Profile Type options are available only for user accounts that have 
been assigned a roaming user profile. 

Note Users who are not members of the Administrators group can't see other 
user profiles in the System Properties dialog box, nor can they delete, 
copy, or change their own profile. 

A~signing a Profi Ie 
If you want to assign a profile to a user account, you use Microsoft Management 
Console with the Local Users And Groups snap-in. You can find it under System 
Tools in Computer Management, or you can launch it in its own window by typing 
lusrmgr.msc at a command prompt. In the Users folder, clouble-click the name of the 
user you want to assign the profile to and click the Profile tab. See Figure 19-4. 

Figure 19-4 
Use the Profile tab to specify a user profile, a logon script, and a home folder. 
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On the Profile tab, you can specify the following: 

• The location of the user profile. (Note that you need to do this only if you want 
to use a profile that's not stored in the default location, such as a roaming user 
profile or a mandatory user profile.) For more information, see "Using Roaming 
User Profiles," page 323. 

• The location and file name of a logon script-a program that runs each time 
the user logs on. For more information, see "Using Scripts That Run at Logon, Logoff, 
Startup, and Shutdown," page 320. 

• The path to the user's home folder. The home folder is a folder in which a user 
can store his or her files and programs. In some programs, the home folder is 
the default folder for the Open and Save As dialog boxes; others· use the 
My Documents folder. The home folder is also the initial current folder for 
Command Prompt sessions. The home folder can be a local folder or on a shared 
network drive, and multiple users can share a common home folder. To specify 
a local home folder, enter a path specification in the Local Path text box. To use 
a folder on a network server as a home folder, select a drive letter (Windows maps 
the folder to this letter at each logon) and specify the full network path to the 
folder. (If you don't specify a home folder, Windows uses %SystemDrive% \ as 
the home folder.) 

Troubleshooting 
If you get a profile-related error when you try to log on or if you notice such an error 
in the Application event log, it could be caused by one or more of the following 
conditions: 

• Your account doesn't have sufficient access permissions. Your account must 
have (at least) Read access to the profile folder, whether it's a local profile or a 
roaming or mandatory profile stored on another computer. 

• Your account doesn't have sufficient access permissions to the profiles folder­
the folder that contains the individual profiles. The Everyone account should 
have Full Control access to the folder. In addition, if it's a shared folder on a 

,. network drive, the Everyone account should have Full Control access to 
the share. 

• Your system is low on hard drive space. 

• The profile has been corrupted. In most cases, the only solution is to delete the 
profile. 

• Your registry size limit has been reached. To increase the limit, right-click My 
Computer, choose Properties I Advanced I Performance Options I Change, 
and specify a new value in the Maximum Registry Size box. 
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Using Scripts That Run at Logon, 
Logoff, Startup, and Shutdown 

A logon script is a program that runs whenever a user logs on. Any executable file­
that is, a batch program (.bat or .cmd extension), a Windows Script Host (WSH) script 
(.vbs, .js, or .wsf extension), or a program (.exe or .com extension)-can be used as 
a logon script. (For information about batch programs and WSH scripts, see Chapter 37, 
"Using Batch Programs," and Chapter 38, /fUsing Windows Script Host.") 

Logon scripts are commonly used to map network drives to a drive letter, to start 
certain programs, and to perform other similar tasks that should happen at each 
logon. As with most tasks in Windows, you can use other methods to perform each 
of these-but a logon script offers a convenient, flexible method. Here is a simple 
example, which is saved as a batch program: 

@echo off 
rem Logon script 
echo Welcome %username% 
rem t·1ap dri yes 
rem Public documents 
net use g: \\glacier\document 
rem Personal documents 
net use h: \\glacier\users\%username% 
rem Shared programs 
net use p: \\glacier\programs 
rem Start a program 
start Imin notepad.exe timelog.txt 

Note The use of system environment variables-such as % UserName% in the 
sample logon script shown here-makes it easy to use the same script for 
different users. Windows substitutes the correct user name when it runs 
the script. 

To use a logon script for a local user account: 

1. Store the script in the %SystemRoot% \System32 \Repl \Import \ Scripts folder. 

2. On the Profile tab of the user's properties dialog box (shown earlier in Figure 
19-4), specify the name of the script in the Logon Script box. (If you store the 
script in the default scripts folder as described in step 1, you don't need to 
specify the complete path; the file name alone is sufficient.) 
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Using Group Policy Scripts 
In addition to the so-called "legacy" logon scripts, which were a feature of every 
version of Windows NT, Windows 2000 offers support for four other types of scripts: 

• Group Policy logon scripts, which run whenever a user logs on 

• Group Policy logoff scripts, which run whenever a user logs off 

• Group Policy startup scripts, which run whenever the computer starts up 

• Group Policy shutdown scripts, which run whenever the computer shuts down 

You can use the same types of files for any of these scripts as you can for legacy logon 
scripts. Though you're free to store scripts anywhere you like, each type of script has 
a default location: %SystemRoot% \GroupPolicy\User\Scripts\Logon, %System­
Root% \GroupPolicy\ User\Scripts \ Logoff, %SystemRoot% \GroupPolicy 
\Machine \Scripts \Startup, and %SystemRoot% \GroupPolicy\Machine \Scripts 
\ Shutdown. 

To implement any of these scripts, start Group Policy (Gpedit.msc) and go to Com­
puter Configuration \ Windows Settings \ Scripts (for startup and shutdown scripts) 
or User Configuration \ Windows Settings \ Scripts (for logon and logoff scripts). See 
Figure 19-5 . 
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Figure 19-5 
With Group Policy, you can specify scripts to run at startup, logon, logoff, and shutdown. 

When you double-click an entry in one of these folders (as shown in Figure 19-6), 
you'll notice some additional improvements over legacy logon scripts: 

• You can specify more than one script for each of these events, and you can 
specify the order in which they run. 

• You can specify command-line parameters for each script. 
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Figure 19-6 
Click Add to add a script and its command-line parameters to the list. 

Making Other Group Policy Settings 
In Group Policy, you specify which scripts you want to run for various events. Group 
Policy also offers a number of policy settings that affect how scripts run-synchro­
nously or asynchronously, hidden or visible. (In this case, synchronously means that, 
in effect, nothing else runs until the script finishes running.)You'll find these settings, 
along with more complete explanations of their effects, in Computer Configuration 
\Administrative Templates \ System \ Logon and in User Configuration \Administrative 
Templates \System \ Logon/Logoff. Some policies appear in both places; if the set­
tings are configured differently, the one in Computer Configuration takes precedence. 

Using IntelliMirror Features Without Windows 2000 Server 
Even on a network that does not use Windows 2000 Server and Active Directory, you 
can.use some IntelliMirror-like features. For example, you can have your settings 
appear when you log on at different workstations. Some key aspects differentiate 
how these features work in a Windows 2000 workgroup environment as opposed 
to a Windows 2000 Server-based domain: 

• In a domain environment, user accounts and computer accounts are centrally 
managed at the domain level, so you need to make settings only one time and 
in only one place. Accessing a profile for the first time from a new computer 
happens automatically. By contrast, with a Windows 2000 workgroup, you 
must explicitly create similar user accounts on each computer where you want 
to log on before you're allowed to log on. 
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• In a domain environment, Group Policy enables an administrator to apply 
policy settings and restrictions to users and computers (and groups of each) in 
one fell swoop. With a workgroup, you must make similar Group Policy set­
tings on each computer where you want such restrictions imposed. In addition, 
domain-based Group Policy provides a convenient tool for setting up folder 
redirection from a central location. 

The bottom line is that central administration adds significant convenience, auto­
mation, and control. But if you have a small number of users and computers to 
manage, the time and patience to make settings on each computer throughout your 
network, and you don't have Windows 2000 Server, the procedures in the follow­
ing sections can give you a taste of the benefits that IntelliMirror provides. 

Caution Our own experimentation showed that configuring roaming profiles and 
mandatory profiles in a Windows 2000 Professional-only workgroup 
environment is difficult, at best. Interactions with local Group Policy, the 
ability to update profiles, and the ability to adequately secure profile 
information make operation somewhat unpredictable if you don't con­
figure everything correctly. Bear in mind that these features are properly 
part of Windows 2000 Server, and the workarounds described here might 
be impractical to implement. If such features are important to you and 
your business, you should seriously consider upgrading to Windows 
2000 Server, which makes user configuration much easier. 

Using Roaming User Profiles 
A roaming user profile allows a user to log on to a workstation and see his or her 
familiar settings on the desktop, the Start menu, and so on. Roaming user profiles, 
which are the key enabling technology behind User Settings Management, work by 
storing the user profile in a shared network folder. When the user logs on, the pro­
file information is copied from the shared network folder to the local hard drive. 
When the user logs off, the profile information-which might have changed during 
the computing session-is then copied back to the shared folder. 

To make this work in a workgroup environment, each user whom you want to set 
up with a roaming profile must have an account on each computer where that user 
will log on, plus an account on the computer that contains the shared profiles folder. 
The user account on each computer must have the same user name and password. 
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Setting Up the Shared Folder for Roaming Profiles 
To set up the shared folder: 

1. Log on to a computer on your network as a member of the computer's Admin-
istrators group. 

2. Using Windows Explorer, create a folder called Profiles. 

3. In Windows Explorer, right-click the folder and choose Sharing. 

4. On the Sharing tab of the properties dialog box that appears, select Share This 
Folder. The default sharing permissions, which provide Full Control share 
access to Everyone, are appropriate. 

5. Click the Security tab (if you created the folder on an NTFS volume), and be 
sure that Everyone has Full Control permission. 

Setting Up User Accounts 
To set up the user accounts: 

1. On each computer (including the "server" that you set up in the preceding 
procedure), log on as a member of the Administrators group. 

2. Right-click My Computer and choose Manage. 

Note As an alternative to logging in at each computer, you can connect to each 
one using Computer Management-as long as the account you're logged 
on with uses the same name and password as an administrative account 
on the target computer. To connect to a different computer, in Computer 
Management right-click Computer Management (Local) and choose 
Connect To Another Computer. Then proceed with the following steps. 

3. In Computer Management, go to System Tools \Local Users And Groups \ Users. 

4. If the user account you want doesn't already exist, choose Action I New User 
and create a user account. Be sure to use the same user name and password on 
each computer. Clear the User Must Change Password At Next Logon check 
box before you click Create. 

5. On the right side of the Computer Management window, double-click the name 
of the user to display the properties dialog box. 

6. Click the Profile tab. In the Profile Path box, type the network path to the shared 
profiles folder, as shown in Figure 19-7. The %UserName% environment vari­
able gets expanded to the user name so that, in this case, the profile gets stored 
in the shared Profiles \ Thomas folder on the computer named Glacier. The 
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advantage of using the environment variable is merely convenience: you can 
use the same string for every user, without having to pause to figure out the 
correct name of the profile folder. 

General I Member Of Profile I 
User profile - •• ---•• -----~-.-.--.. --•. -

Profile path: 1\\Glacier\Profiles\%USerName% 

Logon script: 

... Home folder -. ..-... -...... - .............. - ............... .. 

r. Local path: I 
C Connect: I=:::::::J To: I 

OK .. Cancel 

Figure 19-7 
Setting Profile Path to a shared network folder lets you use roaming user profiles. 

Note If you forget to set up a user account on the computer with the shared pro­
files folder, Windows displays a warning when the user attempts to log 
on. If a local copy of the user profile already exists, Windows uses that 
copy; if not, Windows creates a temporary profile (based on the Default 
User profile) in a folder called Temp, which is not saved when the user 
logs off. 

Creating the Profile 
To create a profile to be used as a roaming user profile and copy it to the shared 
profiles folder: 

1. Create a profile by logging on (ideally with a temporary user account you create 
for the purpose) and making the settings you want. 

2. Log off and then log back on as a member of the Administrators group. 
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Note If you are copying a profile from a computer other than the one that con­
tains the shared profiles folder, the account you log on with must have 
the same name and password as an account that has administrative privi­
leges on the target computer. 

3. Right-click My Computer and choose Properties I User Profiles. 

4. Select the profile you created and click Copy To. 

5. In the Copy Profile To box, type the full path of the destination profile folder. 
For example, if you want to create a profile for a user named Thomas in the 
Profiles share on the computer named Glacier, type \ \glacier\profiles\thomas. 
Be sure the destination folder you specify doesn't exist; if it does, Windows 
deletes its contents before copying the profile. 

6. In the Permitted To Use box, click Change and then select the name of the user 
who will use the profile. 

When you click OK in the Copy To dialog box, Windows copies the user profile to 
the specified folder and sets permissions on the destination folder and its contents. 
Windows gives Full Control permission to the Administrators group, the user or 
group you selected in the Permitted To Use box, and the System account. This pre­
vents nonadministrative users from accessing a profile other than their own. 

If you copied the profile from one computer to a shared folder on another computer, 
the permissions that Windows creates are not exactly right, and you must take one 
more step to correct them. On the computer with the shared profiles folder, right­
click the new profile folder and choose Properties I Security. If one of the names 
shows the security identifier of an unknown user (as shown in Figure 19-8), you must 
add the correct user account (Thomas, in this case) and give it Full Control permis­
sion. You can remove the unknown user, although it's not necessary to do so. (The 
unknown account is actually the correct user name, but it's the account from the 
source computer, not the account on the local computer. This is one of the hazards 
and annoyances of relying on separate security databases-the workgroup model­
rather than using the centralized security database used by Windows 2000 Server 
domains. For more information, see "Local Accounts vs. Domain Accounts," page 283.) 
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If the permissions for the profile folder don't include the local user 
account, the user won't be able to log on. 

Troubleshooting 
You might encounter problems if certain user profile settings rely on files that are 
stored on the local hard drive. For example, you might set the desktop wall­
paper to a file stored on drive C. When you log on at another computer, the wallpaper 
doesn't appear (unless the same file,happens to be in the same location on the other 
computer). You can alleviate such problems by redirecting My Documents to a 
shared network folder and then using it to store documents and other files that you 
want to access from different computers. 

Using Mandatory User Profiles 
A mandatory user profile works much like a roaming user profile: when a user logs 
on, the profile is copied from a network location to a local folder, thereby provid­
ing familiar settings. The difference is that a mandatory profile isn't updated with 
user changes when the user logs off. 

To assign a mandatory user profile to one or more users, follow the same procedures 
as described in the previous section for using roaming user profiles. Then, on the 
computer where the shared profile is stored, make the fol~owing changes: 

1. Change the folder permissions to remove Full Control, Modify, and Write per­
missions for the user account (or accounts) that will use the profile-leaving 
them with only Read & Execute, List Folder Contents, and Read permissions. 

2. Change the name of the hidden Ntuser.dat file (in the profile's top-level folder) 
to Ntuser.man. 
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Using Folder Redirection 
In a Windows 2000 Server-based network, Group Policy settings allow an admin­
istrator to use folder redirection to store on a network server the data files from a 
user's profile. Storing such data on a network server apart from the user profile offers 
two important benefits: 

• Storing user data in a central location can make backup easier. 

• Separating user data from the user profile speeds up the logon and logoff pro­
cess for users with roaming profiles. (If all a user's documents are stored within 
the profile, they are copied from the network server to the local computer at 
each logon, and then copied back at each logoff. By storing them apart from the 
profile, each file is fetched only as it's needed.) 

The Folder Redirection extension in Group Policy for domain-based accounts lets 
administrators easily change the actual location of the Application Data, Desktop, 
My Documents, and Start Menu components of the user profiles-and users won't 
even notice the difference". 

Windows 2000 Professional doesn't offer an easy way to apply such changes to all the 
computers on a network, or even to all the users on a computer. However, the effort 
of configuring each user account might be worthwhile, particularly if you use roam­
ing user profiles (because doing so speeds up logon and logoff) or if you want to back 
up user documents from a single location. To redirect the My Documents folder: 

1. Log on to the network computer where you want to store each user's My Docu-
ments folder as a member of the computer's Administrators group. 

2. Using Windows Explorer, create a folder named Documents. 

3. In Windows Explorer, right-click the folder and choose Sharing. 

4. On the Sharing tab of the propertie~ dialog box that appears, select Share This 
Folder. Click Caching and then select Automatic Caching For Documents. 

5. At the computer that you want to configure for one or more users, log on using 
the account you want to change. 

6. Right-click My Documents and choose Properties. 

7. On the Target tab, type the network path of the folder where you want to keep 
My Documents. For example, if the Documents share is on a computer named 
Glacier, you can create a named subfolder for a user named Thomas by typ­
ing \ \glacier\documents\thomas. 

8. Click OK. Click Yes to create a new folder, and then click Yes if you want to 
move the existing documents to the new target location. 

9. Right-click My Documents and choose Make Available Offline. While not 
strictly necessary, this step ensures that the documents are available even if the 
network location is unavailable for some reason. 
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10. In Windows Explorer, right-click the new folder on the server and choose Prop­
erties I Security. Add the current user and assign Full Control permission; 
delete the Everyone group. 

11. Repeat steps 5 through 10 for each user account that you want to change. 

12. Log on as a member of the Administrators group. 

13. Open Group Policy and go to User Configuration \Administrative Templates \ 
Desktop. Enable the Prohibit User From Changing My Documents Path policy. 
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Chapter 2 

Managing Services 
In This Chapter 

Using the Services Snap-In .................... : ......................... 331 

Managing Services from aCommand Prompt ............................... 341 

Adding and Removing Services .......................................... 341 

Services Included with Windows 2000 Professional .......................... 342 

A service is a specialized program that performs a function to support other pro-
. grams. Many services operate at a very low level (by interacting directly with hardware, 

for example); for this reason, they are often run by the System account (which has 
such privileges) rather than by ordinary user accounts (which do not). Microsoft 
Windows 2000 includes services as varied as the Event Log service, which keeps a 
database of event messages, and the Telnet service, which allows remote users to log 
on to your computer using a command-line interface. 

Services have other advantages over ordinary programs. Services can start when the 
computer starts, which means that they can be running even when no user is logged 
on. And they don't stop when a user logs off; they remain running until the system 
is shut down. 

In this chapter, we explain how to view the installed services; start, stop, and 
configure them; and install or remove them. Then we take a closer look at some of 
the services used in Windows 2000, showing how you can configure them to your 
advantage. 

Using the Services Snap-In 
You manage services with the Services snap-in for Microsoft Management Console 
(MMC), shown in Figure 20-1. To view this snap-in, choose Start I Settings I Control 
Panel I Administrative Tools I Services or simply run Services.msc. The Services 
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snap-in is also a component in the Computer Management console (under Services 
And Applications) if you prefer the all-in-one approach. 
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Figure 20-1 
Use the Services console to start, stop, and configure services. 

The Services console offers plenty of information in its clean display. You can sort 
the display on the contents of any column by clicking the column title, as you can 
do with other similar lists. To sort in reverse order, click the column title again. In 
addition, you can: 

• Start, stop, pause, resume, or restart the selected service, as described in the fol­
lowing section 

• Display the properties dialog box for the selected service, in which you can 
configure the service and learn more about it 

Starting and Stopping Services 
Most of the essential services are set to start automatically when your computer 
starts, and the operating system stops them as part of its shutdown process. But 
sometimes you might need to manually start or stop a service. For example, you 
might want to start a seldom-used service on the rare occasion when you need it. 
(Because running services requires system resources such as memory, running them 
only when necessary can improve performance.) 

You might want to stop a service because you're no longer using it-but a more 
common reason for stopping a service is because it isn't working properly. For 
example, if print jobs get stuck in the print queue, sometimes the best remedy is to 
stop and then restart the Print Spooler service. (If the service is one that allows pausing, 
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try to pause and then continue the service as your first step instead of stopping. 
Pausing can solve certain problems without canceling jobs in process or connections.) 
Another reason to stop a service-particularly a network service-is to enhance 
security. You might want to stop the Server service while you're connected to the 
Internet, for example; doing so prevents malicious users from using remote admin­
istration tools to access your computer. (We mention this only as an example, not 
as a recommendation. With other security measures in place, stopping the Server 
service shouldn't be necessary.) 

To change a service's status, select it in the Services console. Then click one of the 
following toolbar buttons, or right-click and choose the corresponding command: 

iJ 
~ 
JU 

Start, Resume. Starts a service that isn't running, or resumes a service that 
has been paused. 

Stop. Stops a running service. 

Pause. Pauses a running service. Pausing a service doesn't remove it from 
memory; it continues to run at a level that varies depending on the 
service. With some services, pausing allows users to complete jobs or 
disconnect from resources but does not allow them to create new jobs or 
connections, for example. 
Restart. Stops a running service and then restarts it. 

You can also change a service's status by opening its properties dialog box anq then 
clicking one of the buttons on the General tab. Taking the extra step of opening the 
properties dialog box has only one advantage: you can specify start parameters when 
you start a service using this method. This is a rare requirement. 

Note that not all services permit you to change their status. Some prevent stopping 
and starting altogether, whereas others permit stopping and starting but not paus­
ing and resuming. Some services allow these permissions to only certain users or 
groups. Which status changes are allowed and who has permission to make them 
are controlled by each service's discretionary access control list (DACL), which is 
established when the service is created on a computer. The Windows user interface 
doesn't provide any means for viewing or changing the DACL, although it can be 
changed programmatically. 

Most services allow only members of the Power Users and Administrators groups 
to start or stop them. 

Configuring Services 
To review or modify the way a service starts up or what happens when it doesn't 
start properly, view its properties dialog box. To do that, simply double-click the 
service in the Services console. Figure 20-2 shows an example. 
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Figure 20-2 
You specify the startup type on the General tab, where you can also 
find the actual name of the service above its display name. 

Setting Startup Options 
On the General tab of the properties dialog box (see Figure 20-2), you specify the 
startup type: 

• Automatic. The service starts when the computer starts. 

• Manual. The service doesn't start automatically at startup, but it can be started 
by a user, a program, or a dependent service. 

• Disabled. The service can't be started. 

You'll find other startup options on the Log On tab of the properties dialog box, as 
shown in Figure 20-3. 

Note If you specify 'a logon account other than the local System account, be sure 
that account has the requisite rights. Go to Start I Settings I Control Panel 
I Administrative Tools I Local Security Policy. In the Local Security Set­
tings console, go to Security Settings \Local Policies \ User Rights Assign­
ment and assign the Log On As A Service right to the account. 

Specifying Recovery Actions 
For a variety of reasons-hardware not operating properly or network connection 
down, to name a few-a happily running service might suddenly stop. Settings on 
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the Recovery tab of the properties dialog box, shown in 'Figure 20-4, allow you to 
specify what should happen if a service fails. 
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Figure 20-3 
On the Log On tab, you specify which user runs the service, and you can 
also specify which hardware profiles use the service. 
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Use the Recovery tab to specify what should happen if the service fails. 
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For the first failure, second failure, and subsequent failures, you can choose one of 
these options: 

• Take No Action. The service gives up trying. In most cases, the service places' 
a message in the event log. (Use of the event log depends on how the service 
was programmed by its developers.) 

• Restart The Service. The computer waits for the time specified in the Restart 
Service After box to elapse and then tries to start the service. 

• Run A File. The computer runs the program that you specify in the Run File 
box. This could be a program that attempts to resolve the problem or one that 
alerts you to the situation, for example. 

• Reboot The Computer. Drastic but effective, this option restarts the computer 
after the time specified in the Restart Computer Options dialog box elapses. 
In that dialog box, you can also specify a message to be broadcast (using 
the Messenger service) to other users on your network, warning them of the 
impending shutdown. 

Troubleshooting 
If you set up a service to log on using an account other than the local System account 
andthe service fails, you won't get the Dr. Watson log or dump file that the failed 
service would otherwise generate. This occurs because Dr. Watson attempts to ac­
cess the desktop of the service's logon account and it's unable to do so. To work 
around this problem, reconfigure the service to use the local System account and 
select the Allow Service To Interact With Desktop. (Of course, this workaround 
doesn't help if the only way to run the service is by allowing it to log on with a dif­
ferent account.) 

Viewing Dependencies 
Many services rely on the functions of another service. If you attempt to start a ser­
vice that depends on other services, Windows first starts the others. If you stop a service 
upon which others are dependent, Windows also stops those services. Before you 
either start or stop a service, therefore, it's helpful to know what other services your 
action might affect. To obtain' that information, visit the Dependencies tab of a 
service's properties dialog box, shown in Figure 20-5. 

Determining a Service's Name 
As you view the properties dialog box for different services, you might notice that 
the service name (shown at the top of the General tab) is often different from the 
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name that appears in the Services console (the display name) and that neither name 
matches the name of the service's executable file. (In fact, the executable for many 
services is Services.exe; this process runs the Service Control Manager itself along 
with several services, including Alerter, Computer Browser, Event Log, and Win­
dows Time.) The General tab shows all three names. 

So what? When you work in the Services console, you don't need to know anything 
other than a service's display name to find it and work with it. But if you use the Net 
command to start and stop services (as explained in the following section), you might 
find using the service name nlore convenient; it is often much shorter than the dis­
play name. You'll also need the service name if you're ever forced to work with a service's 
registry entries, which can be found in the HKLM \ System \ CurrentControlSet \ Services 
\service sub key (where service is the service name). 

Generali Log On I Recovery Dependencies I 
Some services depend on other services. If a .ervice i. stopped or is not 
running properly. dependent services can be affected. 

"Removable Storage" depends on these services: 

.t..pply 

Figure 20-5 
The Dependencies tab shows which services depend on other services. 

And what about the executable name? You might need it if certain users have prob­
lems running a service; in such a case, you need to find the executable and check 
its permissions. Knowing the executable name can also be useful, for example, if 
you're using Task Manager to determine why your computer seems to be running 
so slowly. The Processes tab shows only executable names, many of which are, 
well, inscrutable. 
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Troubleshooting 
The support tools included with Windows 2000 Professional provide a nifty com­
mand-line utility called Tlist.exe that shows exactly which services are associated 
with each process (executable) name. (Tlist, short for Task List Viewer, can also 
display a lot of other information about running processes, or tasks.) Armed with 
this knowledge, you can return to Task Manager to determine whether it's a service 
that's causing your woes and, if so, which one . 

. To install Tlist.exe (and the other support tools), navigate to d:\Support\ Tools 
(where d is your CD-ROM drive) and run Setup. After you've installed Tlist, you can 
display a list of services that are active in each currently running process by typing 
tIist -s at a command prompt. This shows all processes, including many that aren't 
related to services; the processes that include one or more services show "Svcs:" in 
the third column. The other columns show the process identifier (PID), the process 
name, and the window title (if any). Tlist shows the names (not the display names) 
of all active services in each process. 

If your primary interest is services, combine the Tlist command with the Find filter 
to include only the service-related processes. At a command prompt, type tIist -s I 
find Ii "svcs:" to filter the list, as shown in Figure 20-6. This illustration shows, for 
example, that the second Svchost.exe process is running the EventSystem, Netman, 
NhnsSvc, RasMan, SENS, and TapiSrv services. If Task Manager shows that process 
taking an inordinate amount of processor time, you can use this list to hone in on 
the possible suspects. 

Figure 20-6 
When used with the -S switch and filtered with the Find command, Task List 
Viewer shows all active services along with their executable names. 

As mentioned earlier, you can find the actual name of each service and its execut­
able name by looking at the General tab of the service's properties dialog box. For 
your reference, Table 20-1 shows the names for all the services that are commonly 
installed with Windows 2000 Professional. Your system might have other services 
installed-from Microsoft or from another publisher-or it might not have all of 
these installed. 
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Table 20-1. Names of Services 
Display Name Service Name Executable 
Alerter Alerter Services.exe 

Application Management AppMgmt Services.exe 

ClipBook ClipSrv Clipsrv.exe 

COM+ Event System EventSystem Svchost.exe 

Computer Browser Browser Services.exe 

DHCP Client Dhcp Services.exe 

Distributed Link TrkWks Services.exe 
Tracking Client 

Distributed Transaction MSDTC Msdtc.exe 
Coordinator 

DNS Client Dnscache Services.exe 

Event Log Eventlog Services.exe 

Fax Service Fax Faxsvc.exe 

FTP Publishing Service MSFTPSVC Inetinfo.exe 

IIS Admin Service IISADMIN Inetinfo.exe . 

Indexing Service cisvc Cisvc.exe 

Internet Connection Sharing SharedAccess Svchost.exe 

IPSEC Policy Agent Policy Agent Lsass.exe 

Logical Disk Manager dmserver Services.exe 

Logical Disk Manager dmadmin Dmadmin.exe 
Administrative Service 

Messenger Messenger Services.exe 

Net Logon Netlogon Lsass.exe 

N etMeeting Remote mnmsrvc Mnmsrvc.exe 
Desktop Sharing 

Network Connections Netman Svchost.exe 

Network DDE NetDDE Netdde.exe 

Network DDE DSDM NetDDEdsdm Netdde.exe 

NT LM Security NtLmSsp Lsass.exe 
Support Provider 

Performance Logs and Alerts SysmonLog Smlogsvc.exe 

Plug and Play PlugPlay Services.exe 

Print Spooler Spooler Spoolsv.exe 

Protected Storage ProtectedStorage Services.exe 

QoSRSVP RSVP Rsvp.exe 

(continued) 
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Table 20-1. Names of Services (continued) 

·~·pi.~pJaY.~?rn~ Service Name 
, ... ",..:,,,u· ~ ;, _'- "~'."'" ' 

Remote Access Auto RasAuto Svchost.exe 
Connection Manager 

Remote Access Connection RasMan Svchost.exe 
Manager 

Remote Procedure Call (RPC) RpcSs Svchost.exe 

Remote Procedure Call (RPC) RpcLocator Locator.exe 
Locator 

Remote Registry Service RemoteRegistry Regsvc.exe 

Removable Storage NtmsSvc Svchost.exe 

Routing and Remote Access RemoteAccess Svchost.exe 

RunAs Service sedogon Services.exe 

Security Accounts Manager SamSs Lsass.exe 

Server lanmanserver Services.exe 

Simple Mail Transport SMTPSVC Inetinfo.exe 
Protocol (SMTP) 

Smart Card ScardSvr Scardsvr.exe 

Smart Card Helper ScardDrv Scardsvr.exe 

System Event Notification SENS Svchost.exe 

Task Scheduler Schedule Mstask.exe 

TCP lIP NetBIOS Helper LmHosts Services.exe 
Service 

TCP lIP Print Server LPDSVC Tcpsvcs.exe 

Telephony TapiSrv Svchost.exe 

Telnet TlntSvr Tlntsvr.exe 

Uninterruptible Power UPS Ups.exe 
Supply 

Utility Manager UtilMan Utilman.exe 

Windows Installer MSIServer Msiexec.exe 

Windows Management WinMgmt Winmgmt.exe 
Instrumentation 

Windows Management Wmi Services.exe 
Instrumentation Driver 
Extensions 

Windows Time W32Time Services.exe 

Workstation lanmanworkstation Services.exe 

World Wide Web W3SVC Inetinfo.exe 
Publishing Service 
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Note Like file names, the names of services are not case sensitive. In Table 20-1, 
we capitalize the service names exactly as they appear in the registry. 
Although the Windows programmers are obviously not very consistent 
in applying a capitalization style, you're likely to see this same capitaliza­
tion whenever a particular service name is mentioned in documentation. 

Managing Services from a Command Prompt 
If you want to control services via a batch program-or if you simply prefer work­
ing at a command prompt-you can use variants of the Net command. Don't be dissuaded 
by the name; the Net command manages all services, not only network services. 
Table 20-2 shows the Net commands to use for managing services. 

Table 20-2. Net Commands for Managing Services 
Command 
Net Start 

Net Help Services 

Net Start service 

Net Stop service 

Net Pause service 

Net Continue service 

Des~ription 

Displays a list of running services. 

Displays a list of services that you can use with the Net Start 
service command. Unfortunately, the list is incomplete and 
the syntax it shows is incorrect. (Service names that include 
one or more spaces must be enclosed in quotation marks.) 

Starts the service service. For service, you can use either the 
service name or its display name. (For example, net start 
schedule and net start "task scheduler" are equivalent.) For a 
list of services installed by default with Windows 2000 
Professional, see Table 20-1. Surround multiword service 
names with quotation marks, as shown in the preceding 
example. 

Stops the service service. The service must be started before 
you can stop it. 

Pauses the service service. The service must be started before 
you can pause it. Many services don't permit pausing. 

Resumes the service service. The service must be paused be­
fore you can resume it. 

Adding and Removing Services 
Installing a service involves creating a number of arcane registry keys and values. 
Fortunately, applications that provide services install them as part of their setup 
program, and you don't need to concern yourself with this problem. If you're devel­
oping your own services, your best bet is to use one of the tools in the Microsoft Win­
dows 2000 Professional Resource Kit. Instsrv.exe is a service installer that runs at a 
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command prompt. Service Installation Wizard (Srvinstw.exe) is a graphical tool to 
perform the same function. 

Not every program can run as a service. However, another Resource Kit tool, 
Srvany.exe, provides a wrapper that lets you run (almost) any application as a ser­
vice. This allows you to enjoy the advantages of services, such as their ability to run 
when no one is logged on, to persist through logoff/logon cycles, and to be run as 
another user. 

Removing a service is much easier, and you don't need any special tools to do it. 
Before you remove a service, however, be absolutely certain that it's what you want 
to do. Be sure that you won't need the service again, and be sure that no other ser­
vices are dependent on it. (Check the Dependencies tab of its properties dialog box.) 
If you accidentally delete the wrong service, you might have to reinstall Windows 
2000 to get it working again. 

To permanently remove a service, you must first stop it. Use the Services snap-in or 
the Net Stop command to stop the service if it's running. If you can't stop it, con­
figure its startup type as disabled and then restart the computer. After the service 
has been successfully stopped, use a registry editor to navigate to HKLM\System 
\CurrentControISet\Services. If you can't find the service's sub key within the Ser­
vices key, search for its display name (the name that appears in the Name column 
in the Services console), which is a value within the service's subkey. When you've 
located the correct service, you can delete its entire subkey. 

Services Included with Windows 2000 Professional 
As you peruse the list of services in the Services console, you'll recognize many that 
relate to features described elsewhere in this book, such as Event Log, Indexing Ser­
vice, Internet Connection Sharing, and so on. Although those sections of the book 
don't specifically describe the function of the service (becq.use there's usually no 
reason to mess with the default settings), now you know where to look. In the remain­
ing sections of this chapter, we explain the use of a few services that aren't described 
elsewhere-and that often go unmentioned in discussions of Windows 2000. None­
theless, you might find them useful. 

Windows Time Service 
Windows 2000 includes a new service, Windows Time or W32Time, that synchro­
nizes the time and date of computers on a network. This is more than a convenience: 
synchronized time is critical"because the Kerberos version 5 protocol uses worksta­
tion time as part of the authentication process. Windows Time uses the Simple 
Network Time Protocol (SNTP) to synchronize a computer's time.with a designated 
time server, known as the inbound time partner. 
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In a Microsoft Windows 2000 Server-based network, workstations and member 
servers use their authenticating domain controller as their inbound time partner. 
(This happens automatically, and you don't need to do anything to configure the 
workstations other than ensuring that the Windows Time service is running.) In an 
enterprise with multiple domains and multiple domain controllers in each domain, 
the domain controllers follow the domain hierarchy to find their inbound time part­
ner. The domain controller at the root of the forest is typically configured by the 
network administrator to synchronize its time with an authoritative outside time 
source, such as the United States Naval Observatory (USNO). 

All well and good, but how do computers in a workgroup environment synchronize 
their clocks? You can set up a computer to synchronize with an external time server­
exactly as you would on the domain controller of a Windows 2000 Server-based 
network. You can find lists of Network Time Protocol (NTP) servers (along with a 
lot of other information about NTP) at www.eecis.udel.eduJ---ntp. The USNO maintains 
a number of time servers around the country, including ntp2.usno.navy.mil and 
tick.usno.navy.mil. To set a computer to use the USNO servers, type the following at 
a command prompt: 

net ti me / setsntp: "ntp2. usno. navy. mil ti ck. usno. navy. mi 1 II 

Note As you can see in the example, you can include more than one SNTP 
server, which provides a backup if your first choice is unavailable. If you 
specify more than one server, you must separate the servers with a space 
and enclose the list in quotation marks. You can specify servers either by 
their DNS name, as we did in the example, or their IP address. 

Assuming that the Windows Time service has been started (set its startup type to 
Automatic if it isn't already),'your computer should periodically synchronize its 
clock with the NTP server. 

Note SNTP uses port 123 to communicate with the time server. If you use an 
IPSec policy or a firewall for port blocking, be sure that port 123 is open. 

Using the Windows Time service might not be convenient if you don't have a full­
time connection to the Internet. In that case, you might prefer to run W32tm.exe, a 
program that can synchronize the computer's clock with the server specified by the 
Net Time /Setsntp command. It can do this "on demand"-simply type w32tm-once 
at a command prompt-or periodically, just like the Windows Time service. To have 
W32tm synchronize periodically, type w32tm without parameters; it continues run­
ning until you press Ctrl+C or log off. With either of these commands, W32tm.exe 
doesn't let you know what's going on; if you're interested, append a -v switch to 
the command to have W32tm provide a "verbose" listing of its actions. 
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After you have one computer synchronizing with a-reliable external time source, you 
can then set the other computers on your network to synchronize to that computer, 
which becomes the inbound time partner for the rest of the computers. If the com­
puter is not a domain controller running Windows 2000 Server, you'll need to use 
the Net Time /Setsntp command on each of the other computers to direct them to 
your internal time server. (Use its local IP address or DNS name.) Thereafter, the 
Windows Time service should keep all the computers in synch. 

Note If you have trouble synchronizing computers using the Windows Time 
service or the W32tm command, you can still use the Net Time /Set com­
mand, which was the commonly used method of performing a one-time 
synchronization in earlier versions of Windows. To synchronize your 
computer's clock with the clock on the computer named Glacier, for example, 
type net time /set \ \glacier /y at a command prompt. Better yet, put this 
command in your logon script or set it up as a scheduled task. 

The process of setting the time on a computer is an iterative one at several levels. 
When the computer contacts its inbound time partner, the two computers exchange 
packets until they determine the transmission latency between them. Then the cli­
ent computer adjusts its clock. The amount of adjustment depends on how far off 
the clock is initially. If it's less than two minutes fast, the time is adjusted over a 20-
minute period until the clock is synchronized; otherwise, it's immediately set to the 
correct time. Thereafter, the client computer periodically contacts its inbound time 
partner to resynchronize. The period is adjusted from 45 minutes through 8 hours, 
depending on how far off the clock drifts between synchronizations. Windows Time 
attempts to minimize the number of synchronizations while still keeping the clock 
within two seconds of its inbound time partner. 

This iterative process, along with an explanation of the hierarchy of inbound time 
partners in an enterprise environment, is explained in Microsoft Knowledge Base 
article Q224799. 

Messenger and Alerter Services 
The Messenger service and the Alerter service provide a means of sending messages 
from one computer to another on your network. 

Using the Messenger Service 
The Messenger service allows you to receive pop-up messages sent from other com­
puters on your network using the Net Send command. It's a crude but effective 
communication system that you can use for instantly alerting others. The receiving 
system doesn't need to have its e-mail client running; in fact, it doesn't need an 
e-mail client at all. The only prerequisite on the receiving end is that the Messenger 
service is running. 
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To send a message, you use the Net Send recipient message command. Replace recipient 
with the user name of the person you want to reach or the name of the computer 
where you want the message displayed. If you want to send a message to all users 
currently connected to your computer's shared resources (perhaps to warn them that 
you're going to shut down the computer), replace recipient with /users. And if you 
want to send a message to all users in your workgroup or domain, replace recipient 
with an asterisk (*). You should, of course, replace message with the text you want 
to send. For example, at a command prompt, you could type the following: 

net send * The pizza has arrived. Come to the lunchroom! 

A message like the one shown in Figure 20-7 appears on the screen of every computer 
where the Messenger service is running and someone is logged on. (If nobody is logged 
on, the Messenger service displays the message as soon as somebody logs on.) 

Message from LASSEN to WORKGROUP on 4112120004;13:02 PM 

The pizza has arrived Come to the lunchroom! 

, I C::~:::iJ.:~:~::~::~lI 

Figure 20-7 
The Messenger service allows you to receive pop-up messages from other computers. 

If you send a message to a computer on which the Messenger service is not running, 
Net Send reports its inability to send the message. In such a case, you'll see an 
error message whether you address your message to a computer, to a user, or to 
/Users. However, if you send a message to everyone in your workgroup or domain 
using an asterisk as the recipient, Net Send does not let you know who received the 
message and who did not. 

Some programs other than Net Send rely on the Messenger service. For example, 
messages from a network printer that is configured to send notification of completed 
print jobs appear on your computer only if the Messenger service is running. For 
information about printer notification, see "Setting Server Properties," page 232. 

Several MMC snap-ins, including Computer Management, Shared Folders, and 
Services, have a graphical interface for sending messages that allows you to send a 
message to multiple specific computers. To use it, right-click one of these folders in 
the console tree and choose All Tasks I Send Console Message. A dialog box like the 
one shown in Figure 20-8 appears. Because it doesn't have a browse capability and 
you can enter only one computer name at a time, it's cumbersome to use-but for 
the occasional urgent message, you might find it useful. When you click Send in the 
Send Console Message dJalog box, it reports the success or failure for each recipi­
ent and lets you res end the message to others without retyping. The list of comput­
ers that you send to persists from one session to another, so you don't need to reenter 
them each time you use this dialog box. 
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Figure 20·8 
You can send a message to multiple recipients with this feature of the Services snap-in. 

Using the Alerter Service 
The Alerter service uses the same mechanism as the Messenger service, but it's used 
by Windows to send administrative alerts. Alert messages warn about security, 
access, printer, and other problems. To set up a computer so that it sends adminis­
trative alerts to another computer, follow these steps: 

1. On the computer where the administrative alerts will originate (that is, a com­
puter that you want to notify you when a problem arises), start Regedt32.exe, 
the registry editor. 

2. In the HKLM\System \CurrentControISet\Services\Alerter\Parameters key, 
create a REG_MULTI_SZ value named AlertNames if it doesn't already exist. 

3. Set the AlertNames data to the name of the computer that you want to receive 
the administrative alerts. You can specify multiple names if you want; type each 
name on a new line. 

4. Use the Services console to set the Alerter service for automatic startup and start 
the service. 

5. On the computer where you want to receive the alerts, use the Services console 
to set the Messenger service for automatic startup and start the service. 

Note You don't actually need to physically go to each computer to complete 
this process. As long as you have administrative privileges on both com­
puters, you can make all settings from either computer-or from a third 
computer. To open another computer's registry in Regedt32, choose Reg­
istry I Select Computer. The easiest way to open the Services snap-in for 
another computer is to use Computer Management; right-click Computer 
Management (Local) and choose Connect To Another Computer. 
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Chapter 21 

Administering Remote 
Systems 

In This Chapter 
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Managing Printers Remotely ........................................ ;... 354 

Editing a Remote Registry .............................................. 354 

Setting Up Scheduled Tasks ............................................. 354 

Using Command-Line Utilities ........................................... 355 

Administering a Domain .......................................... : ..... 356 

Whether you have a two-node network with workstations spaced only a few feet 
apart, an enterprise-scale network that spans the globe, or something in between, 
you'll sometimes find it more convenient to manage another computer from your 
own desk. Although some of the most powerful remote administration features rely' 
on Microsoft Windows 2000 Server, you can use Microsoft Windows 2000 Profes­
sional by itself to control many options without so much as ambling across the. room. 

In general, features that you can configure locally on a computer running Windows 
2000 Professional can be configured across the network. The rest of this book explains 
how to use various snap-ins and other configuration tools to manage a computer 
locally. This chapter shows how to use the same tools to manage other computers 
on your network. 

Requirements for Remo'te Administration 
Lest you fear that this freedom to poke around on other computers without the user's 
knowledge puts your own system in jeopardy, worry not. For most of these tasks­
and certainly for anything potentially invasive or destructive-yqu must have an 
account with sufficient privileges on the computer you're attempting to administer. 
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If your network is set up as a workgroup, you need to log on using an account that's 
a member of the Administrators group on the computer you're trying to administer 
(or an account that has otherwise been granted the necessary rights and permissions). 
Some administrative tasks (managing a printer, for example) don't require Admin­
istrators membership, however. 

If your network is set up as a Windows 2000 Server-based domain, you must log 
on using a domain account with sufficient rights and permissions. Members of the 
Domain Admins group have such privileges on all computers in the domain. Alter­
natively, you can add your domain user account to the target computer's local 
Administrators group; to do that, however, you need to visit the computer to add 
your account to its local security database. 

In addition to using an administrative account, you must also be sure that the tar­
get computer is properly configured for remote administration. Specifically, the 
Server service and the Remote Procedure Call (RPC) service must be running. (Because 
so many other services depend on the RPC service, it's almost certainly running on 
all the computers on your network.) Some remote management tasks require access 
to the computer's administrative shares (C$, ADMIN$, and so on)-so those shares 
must exist on the target computer. In addition, of course, the target computer's 
network connection must be working properly. 

Troubleshooting 
" Remote administration capability also provides a nifty troubleshooting tool that can save 

you from reinstalling Windows. If you somehow manage to clobber a computer's setup 
in such a way that you can no longer log on-believe us, it's possible!-you can some­
times repair the computer (by restoring an essential registry key that you inadvertently 
changed, for example) from another computer. Simply tum on the computer and let it 
boot to its logon screen (which you might not be able to see because the video setup is 
corrupt, for example). Then connect from another computer to' commence your repairs. 

Using Computer Management 
The Computer Management console incorporates the functionality of several Microsoft 
Management Console (MMC) snap-ins-many of which are also available as sepa­
rate consoles. Because of its extensive collection of snap-ins, Computer Management 
might be the only tool you need for managing other computers (depending on what 
you want to do with them). Specifically, Computer Management includes the capa­
bilities of these snap-ins and extensions: 

• Device Manager (also available separately in Devmgmt.msc) 

• Disk Defragmenter (Dfrg.msc) 

• Disk Management (Diskmgmt.msc) 
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• Event Viewer (Eventvwr.msc) 

• Indexing Service (Ciadv.msc) 

• Local Users And Groups (Lusrmgr.msc) 

• Logical And Mapped Drives 

• Performance Logs And Alerts (Perfmon.msc) 

• Removable Storage Management (Ntmsmgr.msc) 

• Services (Services.msc) 

• Shared Folders (Fsmgmt.msc) 

• System Information (Msinfo32.msc) 

• WMI Control (Wmimgmt.msc) 

If you need to use any of these snap-ins to administer another computer, Computer 
Management might be your best ticket. Not only do you get all the other snap-ins without 
creating a custom console, but with a single command you can switch the attention of 
all the included snap-ins to a different computer. If you use separate snap-ins for each 
function, you need to redirect each one when you want to switch to a different computer. 

To use Computer Management to view information for another computer: 

1. Start Computer Management. (Right-click My Computer and choose Manage; 
from Control Panel, choose Administrative Tools I Computer Management; 
or type compmgmt.msc at a command prompt.) 

2. In the console tree, right-click Computer Management (Local) and choose 
Connect To Another Computer. 

This method provides ad hoc access to another computer. If you want to set up a 
console that automatically links to one or more computers, create a shortcut or cre­
ate a new console. 

Creating a Shortcut 
You can create a shortcut that uses the / Computer command-line parameter. Many 
MMC consoles-including Computer Management-recognize this command-line 
parameter, which causes the console to open with its attention focused on another 
computer rather than on your own local computer. For example, to start a Computer 
Management window for the computer named Glacier, create a shortcut with 
compmgmt.msc /computer=glacier as its target, as shown in Figure 21-1. 

Creating a New Console 
Creating a new console allows you to add the Computer Management snap-in for 
one or more computers. This way, you can create a single console to manage sev­
eral computers, as shown in Figure 21-2. 
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Figure 21-1 
A shortcut lets you automatically connect to another computer. 

CJ Console Root . 
!$l"~ Computer Management (Local) 
! $~ S~stem Tools 
! I±l'~ Storage 
! 8'~ Services and Applications 
! ( ..... ~ WMI Control 
, l .... ~ Services 
i LB .. Q Indexing Service ii 

I .... m'I'! Computer Management (BISCt>.YNE:.:.~ .•. ' .. ' 
gl .. "! Computer Management (ARCHES) i:' 

, B", "! Computer Management (GLACIER) ,I 
E?~ S~stem Tools ii' , 
l $,8IM'. ,", 
i Iil"~ S~stem Information 

LB"dill Performance Logs and Alert: 
, Shared Folders 

Figure 21-2 
This console provides access to several computers. 

To create such a console: 

S~stem Error Records 

1. Start MMC. (Type mmc at a command prompt.) 

2. Choose,Console I Add/Remove Snap-In. 
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3. In the Add/Remove Snap-In dialog box, click Add. 

4. In the Add Standalone Snap-In dialog box, select Computer Management and 
click Add. 

5. In the Computer Management dialog box, select Another Computer and type 
the name of the computer you want. Click Finish. 

Select the comp'Jter you want thi; Smp·in to manage. 

r Local computer: (the computer this con$ole i.; running on) 

\0' ,II,nother computer: I glacie~ Browse, .. 

r Allow the selected computer to be changed when lalJnching frorn the command line. This 
only applies if you save the console. 

, ll"ck Finish I" Cancel'. I 

6. If you want to add other computers to the console, repeat steps 4 and 5. 

7. Click Close and then click OK. 

Make any other changes you want to the console and be sure to save it. For more 
information about MMC, see Chapter 4, "Using and Customizing Microsoft Management 
Console." 

Many MMC consoles recognize the /Computer command-line parameter for direct­
ing a console to another computer. You can use this parameter at a command prompt 
or, for a more lasting solution, in a shortcut. For example, to start a Shared Folders 
window for the computer named Glacier, type fsmgmt.msc /computer=glacier at a 
command prompt. 

Note Not all consoles observe the /Computer switch. Those that don't recog­
nize the switch start as if you haven't included it: they operate on the local 
computer. 

Table 21-1 shows the predefined consoles and snap-ins included with Windows 2000 
Professional. For each one, the table specifies whether the /Computer switch is func­
tional and how to use the snap-in to work with another computer. 
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Table 21-1. Remote Administration Capabilities of Predefined Consoles 
Console or 
Snap-In 

Certificates 

Component 
Services 

File Name 

Certmgr.msc 

Comexp.msc 

IComputer Remote Access Method 
Switch 

No 

No 

Create a new console. When you add 
the Certificates snap-in, select Service 
Account or Computer Account in the 
Certificates Snap-In dialog box. (See 
"Using the Certificates Snap-In," 
page 592.) 

Right-click Component Services 
\Computers and choose New I 
Computer. (Adding a computer here 
doesn't affect the Event Viewer and 
Services snap-ins, which are also part of 
this console.) . 

Computer Compmgmt.msc Yes Right-click Computer Management 
(Local) and choose Connect To Another 
Computer. 

Management 

Device 
Manager 

Disk 
Defragmenter 

Disk 
Management 

Event Viewer 

Devmgmt.msc 

Dfrg.msc 

Diskmgmt.msc 

Eventvwr.msc 

Fax Service Faxserv.msc 
Management 

Group Policy Gpedit.msc 
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No 

No 

No 

Yes 

Yes 

No 

Create a new console. (When run 
remotely, Device Manager is read-only. 
To install, uninstall, or modify devices 
or drivers, you must run Device 
Manager on the computer where you're 
making changes.) (See Chapter 16, "Using 
Device Manager and Hardware Profiles.") 

Disk Defragmenter works only on local 
hard drives. (See "Optimizing Disk 
Performance with Disk Defragmenter," 
page 672.) 

Create a new console. (See "Using Disk 
Management to Manage Remote Computers," 
page 199.) 

Right-click Event Viewer (Local) and 
choose Connect To Another Computer. 
(See Chapter 5, "Monitoring System and 
Application Activities with Event Viewer.") 

Create a new console. 

Local Group Policy works only on the 
local computer. (See Chapter 18, "Using 
Group Policy.") 
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Table 21-1. Remote Administration Capabilities of Predefined Consoles (continued) 

Console or 
Snap-In 

File Name /Computer Remote Access Method 
Switch 

Indexing 
Service 

Internet 
Information 
Services 

Ciadv.msc 

lis.msc 

IP Security (snap-in) 
Policy 
Management 

Local Secpol.msc 
Security 
Settings 

Local Users Lusrmgr.msc 
And Groups 

Performance Perfmon.msc 

Removable Ntmsmgr.msc 
Storage 

Removable Ntmsoprq.msc 
Storage 
Operator 
Requests 

Security (snap-in) 
Configuration 
and Analysis 

No 

No 

No 

Yes 

No 

No 

No 

Services Services.msc No 

Shared Fsmgmt.msc Yes 
Folders 

System Msinfo32.msc Yes 
Information 

Windows Wmimgmt.msc No 
Management 
Infras tructure 
(WMI) 

Create a new console. (See Chapter 6, 
"Finding Files with the Indexing Service.") 

Right-click Internet Information Services 
and choose Connect. (See Chapter 27, 
"Managing a Web Server.") 

Create a new console. (See "Using IPSec," 
page 490.) 

Local Security Settings works only on the 
local computer. (See "Setting Security for 
Users and Groups," page 293.) 

Create a new console. (See "Local Users 
And Groups MMC Snap-In," page 287.) 

Specify a computer when you add 
counters. (See Chapter 43, "Monitoring 
System Performance.") 

Create a new console. You'll need to log 
on using an account that has the 
necessary permissions for Removable 
Storage, for each library, and for each 
media pool you want to control. (See 
Chapter 14, "Using Removable Storage.") 

Create a new console. 

This snap-in works only on the local 
computer. 

Create a new console. (See "Using the 
Services Snap-In," page 331.) 

Create a new console. (See "Using the 
Shared Folders Snap-In," page 371.) 

Choose Action I Properties. (See Chapter 
41, "Viewing System Information.") 

Right-click WMI Control (Local) and 
choose Connect To Another Computer. 
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Some snap-ins don't have a provision for switching to a different computer after 
they're placed in a console. For these snap-ins, Table 21-1 suggests creating a new 
console to access another computer. To do that, simply follow the steps in the preceding 
section, "Creating a New Console." Of course, in the Add Standalone Snap-In dialog 
box (step 4), you select the snap-in of interest instead of the Computer Management 
snap-in. 

Creating a console this way allows you to set up consoles so that they automatically 
display another computer (or computers). When you add a snap-in to a console, most 
snap-ins are set up to ask which computer you want to view. If you save the con­
sole, it always opens to the computer you specify here. You can then copy the saved 
console to other computers; regardless of where you run it from, it will open to the 
computer you initially specified. 

Managing Printers Remotely 
You can manage printers anywhere on the network from your computer. Enabling 
remote administration is a simple matter of setti~g permissions. By default, the 
Everyone group has Print permission; members of the Power Users group and 
the Administrators group also have Manage Printers and Manage Documents per­
missions. Log on using an account that's a member of either group on the print 
server, and you have full management control. For more information, see Chapter 13, 
"Managing a Print Server." 

Editing a Remote Registry 
Both registry editors included with Windows 2000, Regedit.exe and Regedt32.exe, 
allow you to view and edit the registry on another computer. To work with another 
computer's registry, the Remote Registry Service must be running on that computer 
and on your own computer. 

In Regedit, choose Registry I Connect Network Registry and then type the name of 
the computer you want. The new computer appears in the tree pane, as shown in 
Figure 21-3. 

To work with another computer's registry in Regedt32, choose Registry I Select 
Computer. Regedt32 provides access only to the HKLM and HKU hives. Regedit also 
enables editing the HKCR hive. For more information about the registry, see Chapter 39, 
"Working with the Registry." 

Setting Up Scheduled Tasks 
You can set up scheduled tasks on another computer on your network by navigat­
ing to its Scheduled Tasks folder. When you connect (via Windows Explorer) as a 
member of that computer's Administrators group, the Scheduled Tasks folder appears 
because of your permitted .access to the computer's administrative shares. 
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Registry Edit View Favorites Help 

El··~ My Computer 
i !±lD HKEY CLASSES ROOT 
i $D HKEY=CURRENT_USER 
: $D HKEY_LOCAL_MACHINE 
! ffi·D HKEY_USERS 

. i ffi·D HKEY_CURRENT_CONFIG 

EJrnl!Im 
$D HKEY_CLASSES_ROOT 
~ID HKEY_LOCAL_MACHINE 
ffiD HKEY_USERS 

Figure 21-3 
Regedit provides access to another computer's HKCR, HKLM, and HKU hives. 

When you do this, you won't see an Add Scheduled Task icon, as you do when you 
display your local Scheduled Tasks folder. However, you can add a task by right­
clicking in the folder and choosing New I Scheduled Task (or choosing the same 
command from the File menu). Adding a task this way doesn't open the Scheduled 
Task Wizard, so after you create a new task you must open its properties dialog box 
and specify the program, schedule, and other details. 

Aside from the lack of an Add Scheduled Task icon, you might notice one other 
difference from your local Scheduled Tasks folder: the first four commands on the 
Advanced menu are unavailable. Although no alternative exists for the dimmed 
Notify Me Of Missed Tasks command, you can perform the other tasks via the Ser­
vices snap-in for MMC. The Task Scheduler service controls scheduled tasks. For more 
information, see "Scheduling Tasks," page 137. 

Using Command-Line Utilities 
It's possible to run command-line programs on another computer. The Remote com­
mand, which is included with Windows 2000 Support Tools, lets you actually run a 
particular program on the other computer instead of tying up your own processor. 
Telnet goes a step further and provides command-line access to another computer. 

Remote Command 
Remote.exe is part of Support Tools, which you can install by running \Support 
\ Tools \Setup.exe on the Windows 2000 Professional CD. Remote allows you to start 
a particular text-mode program running on another computer. Remote is limited in 
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capability: it runs only simple 32-bit text-based programs, not programs for MS-DOS 
or programs for Windows. You must specify the program you're going to run at the 
remote computer, not at the computer where you plan to launch the program. And 
Remote is not very secure. Despite these limitations, it can be a useful tool in certain 
situations. For example, if you develop software, you can use a remote computer to 
compile code while you use your computer for other tasks. 

To use Remote, install Remote.exe on both computers. Then start the server en<=! on 
the computer where you want to run the program. Finally, start the client end, which 
starts the remote program running. For details about using Remote, go to Start I 
Programs I Windows 2000 Support Tools I Tools Help. 

Telnet 
Through terminal emulation, the Telnet protocol provides the ultimate control for 
those who prefer to do all their work in a Command Prompt window.,The prereq­
uisites for using Telnet are simple, but Windows 2000 is not set up by default to use 
Telnet. 

• First, both computers must be using TCP lIP, the default protocol for Windows 
2000 networks. 

• The Telnet service must be running on the remote computer. For details, see 
"Running a Telnet Server," page 521. 

• You must have an account on the remote computer. 

With those prerequisites in place, you simply use any telnet client to connect to the 
other computer. (For details, see "Using the Telnet Clients," page 516.) After you log on 
by sending your user name and password, you see what appears to be an ordinary 
command prompt. It's actually the command prompt for the remote computer. You 
can run all manner of command-line programs as if you were sitting at that remote 
computer. You can't, however, run Windows-based graphical programs. 

Administering a Domain 
If your computer is part of a Windows 2000 Server-based domain, you can run all 
the domain administration tools from a computer running Windows 2000 Professional; 
you don't need to work at the domain controller. Installing the domain administra­
tion tools-the same ones that appear in the Administrative Tools folder of the 
domain controller-is a simple matter. Install Adminpak.msi, which you can find 
in the \1386 folder of a Windows 2000 Server CD or in the %SystemRoot% \System32 
folder of a computer running Windows 2000 Server. (It's installed on all servers, not 
just domain controllers.) After you do that, take a look at the Administrative Tools 
folder. As shown in Figure 21-4, you'll find all kinds of new goodies. For informa­
tion about using these tools, find a good book about Windows 2000 Server; Microsoft 
Press publishes several. 
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Installing Adminpak.msi adds a number of domain administration tools to 
your Administrative Tools folder. 

If you have a Windows 2000 domain, another tool you might want to 
investigate is Terminal Services-a feature. available only with Windows 
2000 Server. Terminal Services allows many types of computers, includ­
ing thin clients, older computers, or clients not running Windows, to run 
Windows-based programs via terminal emulation. You can also use this 
capability to remotely administer any Windows 2000 Server and, by exten­
sion, the other computers on your network. 
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Chapter 2 

Making Network 
Connections 

In This Chapter 
Setting Up a Peer-to-Peer Network ........................................ 361 

Securing a Peer-to-Peer Network ......................................... 368 

In the previous five sections of this book, the topics we've covered apply, for the most 
part, to stand-alone computers and networked computers. Part 6, however, describes 
network-related topics exclusively. It seems only natural, then, to describe in short 
order how to set up a small network if you don't already have one in place. A network 
of computers running Microsoft Windows 2000 Professional provides a simple and 
inexpensive way to share files, Internet connections, printers, and other peripherals. 

Setting Up a Peer-to-Peer Network 
Peer-to-peer networks are good for small workgroups that don't need the capacity 
of a dedicated server. They don't require an administrator, because each user decides 
what information on his or her computer is shared on the network. However, peer-to­
peer networks are not always as secure as networks with dedicated servers, because 
the peer-to-peer setup has no central administration. 

To set up a peer-to-peer network, all you need is a network interface card (NIC) for 
each computer and a network hub if you are connecting more than two computers. 
All the software you need is included with Windows 2000 Professional. The follow­
ing sections provide additional details for these steps in setting up a network: 

1. Install a NIC-in each computer. 

2. Connect the cables. 

3. Configure the network connection. 

4. Configure the workgroup. 

5. Begin sharing! 
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Installing NICs 
The first step is to install a network interface card in each computer. Before you 
purchase a NIC, be sure that it's included on the Hardware Compatibility List for 
Windows 2000; you can find an updated version online at www.microsoft.com/hcl. 
Follow your computer manufacturer's instructions for installing an expansion card. 

When you start Windows 2000 after installing a NIC, Plug and Play detects the NIC. 
Windows 2000 then installs the necessary software. In many cases, the required files 
are already on your hard drive (all the driver files that ship with Windows 2000, includ­
ing those provided as part of a service pack, are stored in %5ystemRoot% \ Driver 
Cache\I386\Driver.cab), so the installation proceeds without further ado. In other 
cases, Windows prompts you for the driver files provided with the NIC. 

Connecting the Cables 
The next step is to connect all the computers with cables. In this section, we describe 
10Base-T wiring, which is generally the most practical option for a small network 
in an office or a home. 10Base-T is twisted-pair wire with what look like oversized 
telephone connectors on each end. It's cheap, it's widely available, and it's the most­
used network wiring. 

Alternatives to 1 DBase-T 
Alternatives to 10Base-T include 100Base-T, which is 10 times as fast as 10Base-T. 
(lOBase-T is nominally designed to carry 10 megabits per second [Mbps]; 100Base­
T carries, you guessed it, 100 Mbps.) 1 OOBase-T is rapidly replacing 1 OBase-T in large 
network installations. Its improved speed is probably not necessary for small net­
works, but if you think you might need more speed in the future, it doesn't cost much 
more to use 100Base-T. To use 100Base-T, use 100Base-T NICs and hubs, and be sure 
that all your cables are at least Category 5. Many 100Base-T components sold today 
can switch between 10 Mbps and 100 Mbps, allowing you to gradually convert your 
network to the higher speed; until all your components run at 100 Mbps, you'll 

. continue to run at 10 Mbps. . 

Another alternative is Home Phoneline Networking Alliance (HomePNA), which 
uses existing telephone wiring to carry network traffic-without interfering .with 
your phone use. HomePNA is often the least expensive alternative because the 
wiring is already in place. Evenjf you need to add wiring-to add a jack where you 
currently lack a telephone extension, for example-the cable and the connectors are 
inexpensive. In addition, you don't need a hub, even if you connect more than two 
computers. 50 what's the downside? HomePNA version 1 carries data at only 1 
Mbps. The next generation, HomePNA version 2, promises 10 Mbps data rates and 
should be a serious challenger to 1 OBase-T in home office environments. 
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Connecting Two Computers 
To network two computers, you can simply connect them with a crossover cable. A cross­
over cable is usually used to connect two hubs together, so you should be able to find 
such cables commercially. In case you prefer to make your oWn cables, Figure 22-1 shows 
how a crossover cable is wired. By contrast, normal10Base-T cables are wired straight 
through, pin 1 to pin 1, pin 2 to pin 2, and so on, as shown in Figure 22-2. The connectors 
on all10Base-T cables-crossover or normal-are RJ-45 connectors, as shown in 
Figure 22-3. 

1 
2 
3 
4 . 
5 . 
6 
7 . 
8 . 

Figure 22-1 
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Use a crossover cable wired this way to connect two computers directly. 
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3 
4 . 
5 . 
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8 . 

Figure 22-2 
Use a straight-through cable to connect a computer to a hUb. 

Figure 22-3 
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If you make your own cables, you need to know the pin-numbering scheme for RJ-45 connectors. 
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Connecting More Than Two Computers 
If you are connecting more than two computers to your network, you need a 10Base­
T network hub. This is a small box with a row of jacks for 1 OBase-T cables, called ports. 
You can get hubs with as few as 4 ports and as many as 24. Place the hub in a cen­
trallocation, because you must run a cable from the hub to each computer you want 
to network. 

It usually doesn't matter which ports you use on the hub, unless one is identified 
as uplink . . Uplink ports are used to connect between hubs, and on some hubs they 
cannot be used to connect to a computer. 

Configuring the Connection 
When you install a NIC (or when you set up Windows 2000, if the NIC is already 
installed), Windows creates a local connection that includes the following components: 

• Client for Microsoft Networks. A network client provides access to computers 
and resources on a network; this client works with Windows-based networks. 

• File and Printer Sharing for Microsoft Networks. This service allows other 
computers on your Windows-based network to access shared resources on your 
computer. 

• Internet Protocol (TCP/IP). A network protocol is the set of rules that comput­
ers on a network use to communicate. TCP lIP is the default protocol in Win­
dows 2000 and provides easy connectivity across a wide variety of networks, 
including the Internet. Although TCP lIP has plenty of options you can config­
ure, the default settings mean that you don't need to make any configuration 
changes. For details, see "Modifying Your TCPjIP Configuration," page 397. 

This default collection of clients, services, and protocols is generally all you need for 
working with a Microsoft network (that is, one where all computers are running Win­
dows 2000, Windows NT, Windows 98, or Windows 95). 

Managing Network Connections 
To work with network connections, open the Network And Dial-Up Connections 
folder, which contains an icon for each of your connections-local area network, dial­
up, direct cable connection, and so on. You can get there by clicking Start I Settings 
I Network And Dial-Up Connections. You can also get there from Control Panel or, 
if you use Web view, via a link that appears at the left side of many folder windows. 
If none of those methods suits your fancy, right-click My Network Places and choose 
Properties. 

(continued) 
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Managing Network Connections (continued) 

In the Network And Dial-Up Connections folder, you can do the following: 

• Create a new connection. Double-click the Make New Connection icon. 

• Open (that is, connect using) a dial-up or direct connection. Double-click its 
icon. 

• Check an active .connection's status. (Active connections are shown in full 
color; icons for connections that are currently disconnected are dimmed.) 
Double-click its icon. 

• Create a desktop shortcut for a connection. Right-click its icon and choose 
Create Shortcut. 

• Copy a connection so that you can make changes to the copy. Right-click its 
icon and choose Create Copy. 

• View or modify a connection's properties. Right-click its icon and choose Prop­
erties. (You must be logged on as a member of the Administrators group to 
modify connection properties.) 

• Change your computer's name or join a different workgroup or domain. 
Choose Network Identification from the Advanced menu. (You must be logged 
on as a member of the Administrators group to make these changes.) 

Naming Your Workgroup 
You should now be able to see all the computers on your network by launching My 
Network Places and double-clicking Computers Near Me. (Computers Near Me 
appears in My Network Places only if your computer is not in a domain-that is, it's 
not part of a centrally administered network that uses a domain controller running 
Microsoft Windows 2000 Server or Microsoft Windows NT Server. If your computer 
is in a domain, you navigate through My Network Places \ Entire Network\Microsoft 
Windows Network\domainname to see the other computers in your domain.) 

All the computers on your peer-to-peer network must be members of the same 
workgroup. When you install the NIC, Windows 2000 makes the computer a member 
of a workgroup called WORKGROUP. You might want to change the name of your 
workgroup to something a little more appropriate to your situation or to join a dif­
ferent workgroup if your network has more than one. 

To "join" a workgroup or to rename your workgroup: 

1. Go to System Properties I Network Identification. You can get there in any of 
the following ways: 

• Right-click My Computer and choose Properties I Network Identification. 
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• In Network And Dial-Up Connections, choose Advanced I Network. 
Identification. 

• In Control Panel, choose System I Network Identification. 

2. Click Properties. 

3. Select Workgroup and enter the workgroup name. A workgroup name can 
contain up to 15 characters. It cannot be the same as the name of any computer 
in the workgroup, and it cannot contain any of the following characters: 

;:"<>*+=\ I?, 
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Sharing Printers 
Although you can see other computers in My Network Places \Computers Near Me, 
you won't be able to access anything on those computers until something is shared. 
The first thing you might want to share is a printer. To share a printer with other users 
on your peer-to-peer network: 

1. Click Start I Settings I Printers. 

1. Right-click the printer you want to share and choose Sharing. 

3. Select Share As. Change the name if desired. 

Your printer is now shared with everyone. This might be appropriate, but you can 
restrict the use of the printer to certain users by making settings on the Security 
tab of the printer's properties dialog box. For more information, see "Setting Printer 
Permissions," page 223. 

Sharing Folders 
To allow other users access to information on your computer, you must share the 
folders where the information is stored. Doing so makes them visible to others on 
the network. Follow these steps to share a folder: 

1. In Windows Explorer, right-click the folder you want to share and choose 
Sharing. 

2. Select Share This Folder. Change the share name if desired. 

This gives everyone full control over the folder and its contents. In many cases, this 
is appropriate on small networks. You can restrict access to the folder to specific 
users; the following section provides an overview of the process. For details, see Chap­
ter 23, "Working with Shared Folders." 

It's important to differentiate between these share permissions, which control access 
to a folder via network connection, and NTFS permissions, which control all use of 
files and folders, whether they're accessed locally or over a network. In effect, these 
two types of permissions are combined, so network users need both types of .per­
mission to use a particular network file. You specify share permissions by clicking 
the Permissions button on the Sharing tab, as explained in the final section of this 
chapter; you specify NTFS permissions on the Security tab. For more information about 
NTFS, see "Securing Folders and Files," page 544. 

Note NTFS permissions are available only on NTFS-formatted volumes. For 
shared folders on FAT-formatted or FAT32-formatted volumes, CD 
drives, and floppy drives, you must rely exclusively on sharing permis­
sions to limit access to your computer's resources. . 
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Securing a Peer-to-Peer Network 
Even though you cannot establish the tight security that is possible with dedicated 
servers, you can still establish reasonable levels of security on a peer-to-peer network. 
You can control who uses particular shared resources, and you can control what 
users are allowed to do with shared resources. 

You establish control using the same tools that are used on dedicated servers, but 
the centralized management that servers provide is not available on a peer-to-peer 
network. This means that you have to make the changes to every computer on the 
network instead of doing it once on a server. For small networks, this is usually not 
an insurmountable problem. 

To secure resources, you create user accounts, and then you give those accounts 
permission to use specific resources. 

Adding User Accounts on Each Computer 
On each computer on the network, add a user account for each user who needs access 
to the computer's shared resources. If you use the same user name and password 
on each computer on the network, users won't have to log on to each machine indi­
vidually. Logging on to their local machine allows them to access all the resources 
for which they have permission. 

Follow these steps to add a user account: 

1. In Computer Management, go to System Tools\Local Users And Groups. 
Alternatively, type lusrmgr.msc at a command prompt to open the Local Users 
And Groups snap-in in its own window. 

2. Right-click Users and choose New User. 

3. Enter a user name and password. Enter any other information you like. 

4. Clear the User Must Change Password At Next Logon check box. 

5. Select the User Cannot Change Password and Password Never Expires check 
boxes. 

The reason to prevent changing passwords is so that they do not become out of sync 
on the different computers on the network. The passwords must match on all the 
computers, or separate logons will be required. For more information, see Chapter 17, 
UManaging Users and Groups." 

Adding Permissions to Protect Shared Resources 
To restrict access to some resources, you need to give permission to the users who 
need access to the resource-and be sure that other users do not have permission. 
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To change permissions on a shared folder, follow these steps: 

1. In Windows Explorer, right-click the shared folder and choose Sharing. 

iII@lt.iAIiM .... m ... , .. -IIIiiI.i"Iii' .. ff¥MIii'aDW •• iu.' t:.£;:f'Il:.l.f;;:.l.i¥.:,;j, .... '....:.......:..._, ____ J ?,IXI 
General Sharing I Security I 

You can share this folder among other users on your 
network. To enable sharing for this folder. click Share this 
folder. 

r Do not share this folder 
.--r. Share this folder -----c----.,...--.,...........,...........:-, 

Share name: IMy Pictures 

Comment: r-------------------~ 

Userlimil: r. Maximum allowed 

r Allowl :H Users, 

To set permissions for how users access this I Permissions I 
folder over the network, cfick Permissions.. -

To configure settings for Offline access to CaChing 'I 
this shared folder, click Caching. . 

OK P Cancel P' Apply' 

2. Click Permissions. The Permissions For dialog box appears. 

Share Permissions I 
Name 

Everyone 

Allow Deny 

o 0 
o 0 
o 0 

3. In Share Permissions, select Everyone and click Remove. 

4. Click Add. The Select Users, Computers, Or Groups dialog box appears. 
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5. Select the user or group to which you want to give permission and click 
Add. Repeat this step if you want to add permissions for multiple users. Then 
click OK. 

6. Under Allow, select the permissions you want to grant to the selected user or 
group. 

The users or groups in the Share Permissions list are now the only ones who can 
access this folder across the network. For more information, see Chapter 23, uWorking 
with Shared Folders." 
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Chapter 23 

Working with Shared 
Folders 

In This Chapter 
Using the Shared Folders Snap-In ... ; .................................... 371 

Offline Files and Caching . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .. 376 

Command-Line Utilities ................................................ 380 

By sharing resources, you let other people on your network use them. Although you 
can manage your shared folders from Windows Explorer, the Shared Folders snap­
in for Microsoft Management Console (MMC) provides a more centralized approach. 
This chapter explains how to use the Shared Folders snap-in. 

In addition, this chapter explains how to use offline files. At first glance, the connec­
tion between shared folders and offline files isn't clear. But for a file to be available 
offline, it must be stored in a shared folder, and the two features are tightly intertwined. 

Finally, this chapter describes some command-line utilities that are useful for man­
aging shared folders. 

Using the Shared Folders Snap-In 
The Shared Folders snap-in for MMC provides a centralized place to manage all the 
shared folders on your computer. Start the Shared Folders snap-in by expanding the 
Shared Folders item in Computer Management (right-click My Computer and choose 
Manage); you'll find it under System Tools. For the uncluttered view, type fsmgmt.msc 
at a command prompt. Figure 23-1 shows the Shared Folders snap-in. 

Note To use the Shared Folders snap-in, you must be a member of the Admin­
istrators or Power Users group. 

371 



C:\Jnelpub W"dow, 
Windows Remol 

C:\My Documenl, Window, 
C:\WI NNT\Sy,lem3 ... W"dow, Printer 
C:\,pre.d,heel, Windows Year 2 

ii'Work C:\Work W"dow, 
ii!Z Z:\ Windows 

Figure 23-1 
You can open Shared Folders in it~ own console window by running Fsmgmt.msc. 

Viewing and Changing Share Properties 
When you open Shared Folders, all the shared folders on your computer are visible 
in the Shares folder. You can modify the properties of any folder by right-clicking 
it and choosing Properties. The associated properties dialog appears, as shown in 
Figure 23-2. . 

Figure 23-2 
Choosing Properties in the Shared Folders snap-in produces a dialog box like this. 
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Note that if you right-click the shared folder in Windows Explorer and choose Shar­
ing, you'll see nearly identical controls, as shown in Figure 23-3. The Permissions. 
button shown in Figure 23-3 serves the same purpose as the Share Permissions tab 
shown in Figure 23-2. 

·[~1mm'~I~·0*@!"m·mH4~"IIIIII·~;i0:~i;~';':'[,:::~ 
General Sharing I Security I 
(~ You can share this folde! among other users on your 
~ network. To enable sharing for this folde!, cfick Share this 

folder. 

r Do not share this folder 
.r. Share this folder 

Share name: Ir.'""y!:-"or:-"k ---------~ 

Comment: 

User limit r. Maximum anowed 

(' Allowr=3 Users 

To set pe!rnissions for how users access this Permissions I 
folder over the network, click Permissions. . 

T a configure settings for Offline access to 
this shared folder. cuck Caching. 

Figure 23-3 
The Sharing tab of a folder's properties dialog box in Windows Explorer provides 
nearly the same functionality as the General tab in Shared Folders. 

Understanding Administrative Shares 
Some of the shares you see in the Shared Folders list are created by the operating 
system. Most of these share names end with a dollar sign ($), which makes them "invis­
ible" because they do not appear in the browse list when another user looks at the 
shares on your computer. They are not inaccessible, however. Any user who knows 
these names can connect to these shares simply by typing the share name rather than 
selecting it from the browse list. You can't view or-set permissions on most of these 
shares, as you can for shares you create;. the operating system restricts access to them 
to accounts with administrative privileges. 

You can stop sharing administrative shares only temporarily. The share reappears the 
next time the Server service starts or you restart your computer. Table 23-1 describes 
the administrative shares that appear on most systems. 
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.Table 23-1. Special Shares 
Share Name 
C$, D$, E$, 
and so on 

ADMIN$ 

IPC$ 

PRINT$ 

FAX$ 

q,~SGriptig~ ..... . 
Each of these shares allows members of the Administrators and 
Backup Operators groups to connect to the root folder of a hard 
drive. You will see one of these (with the appropriate drive letter) 
for each hard drive on your computer. These shares are often used 
by backup programs. 

This share is used during remote administration. It maps to the 
%SystemRoot% folder (C: \ Winnt on most systems). 

This share provides the named pipes that pr6grams use to 
communicate with your computer. It is used during remote 
administration and when viewing a computer's resources. 

This share is used for remote administration of printers. 

This share appears on fax servers and is used by clients to send 
faxes and access cover pages stored on the server. 

Creating a New Share 
To share a folder, right-click Shares in the console tree and choose New File Share. 
The Create Shared Folder Wizard appears, as shown in Figure 23-4. This wizard 
helps you find the folder you want to share and assists in setting up basic security 
options. 

I:in ...... 1)1) A 
• '!:IUIG '''-., 

The Create Shared Folder Wizard provides an alternative to sharing a folder from Windows Explorer. 
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Removing a Share 
Removing a share is as easy as right-clicking the share and choosing Stop Sharing. 
To close unnecessary security leaks, periodically opening the Shared Folders snap­
in and deleting the "temporary" shares that seem to appear by magic is a good idea. 

Viewing and Disconnecting Sessions 
Each user who connects to your computer creates a session. You can use Shared 
Folders to see who is currently connected to the computer as well as what files they 
have open. Click Sessions in the console tree to have the current sessions appear in 
the details pane, as shown in Figure 23-5. 

~<:n~~ ¢o ~ l~JjlU~L~dJt ___ ~ ___________________ ~ ______ J 
: Tee. I lis", I I Comoutee I T VDe I Ooen Fie, I Connected Teme I Idle T 

o;J Sh",ed Fold." ILocal) fl EVERGL.. Window, 3 02:11:11 0006 
! .... D ShOles fl GLACIER Windows 0 00:00:07 00:00 

i···~/'iIl'!!:l!J fl CARLS GLACIER Windows 1 00:00:10 00:00 
D OpenF,le. 

I 
1 

Figure 23-5 
The Sessions folder shows all open connections. 

Besides seeing who is connected, you can disconnect any or all sessions. Right-click 
a session and choose Close Session to close a single session. Right-click Sessions in 
the console tree and choose Disconnect All Sessions to close all the open sessions. 
Don't do this capriciously; you can cause users to lose information by closing a ses­
sion while they have documents open. 

Viewing and Closing Files 
Click Open Files in the Shared Folders console tree to see a list of shared files that 
are currently open for other users. See Figure 23-6. 

You can close an individual file by right-clicking it and choosing Close Open File. 
You can close all the open files at once by right-clicking Open Files in the console 
tree and choosing Disconnect All Open Files. If you close a document file while the 
user has unsaved information, you might cause the information to be lost. 
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Figure 23-6 
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The Open Files folder shows all files that have been opened by all users. 

Warning Other Users 
Because closing sessions and files can cause a loss of information, you should warn 
users who have open sessions and files before you close them. You can send a con­
sole message directly from Shared Folders, but the command to do so doesn't appear 
on the shortcut menu at the location you most expect it. Because Sessions and Open 
Files are the places where you can most easily disrupt others' work-and therefore 
are the places where you'd want a way to warn users of an impending shutdown­
you might expect to be able to send a message from one of those folders. You can't. 

To send a console message, right-click Shared Folders or Shares in the console tree 
and choose All Tasks I Send Console Message. This command does not appear when 
you right-click Sessions or Open Files. 

When the Send Console Message dialog box appears, the names of all the comput­
ers with open sessions (which includes all computers with open files) are in the 
Recipients list. Simply type your warning message and click Send. For more informa­
tion, see "Using the Messenger Service," page 344. 

Offline Files and Caching 
Local caching and offline files are two different but intertwined subjects. Caching 
can provide faster access to network files. Offline files are available even when your 
network connection is broken. You use the same tools to control both. 

Some of the pieces involved in these processes are on the computer that contains the 
files (that is, the computer with the shared folder). Because it is acting as one, in this 
discu~sion we call that computer the server. Other pieces are on the computer that 
accesses the files, which we call the client. 
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Our discussion here focuses on the server side of the equation. You can find informa­
tion about the client side-enabling offline files, making folders and files available 
offline, and synchronizing your offline files with their server-side originals-in 
Running Microsoft Windows 2000 Professional (Microsoft Press, 2000). 

Controlling Caching for Offline Use 
On the server, one of the properties of a share is the method of local caching for clients 
that connect to the share. A cache stores a copy of a file from a server's shared folder 
on the client's local hard drive, providing faster access and, more important, the 
ability to keep using the file even when the server is unavailable. 

In the Shared Folders snap-in, right-click the share, choose Properties, and then click 
Caching. Alternatively, right-click the shared folder in Windows Explorer, choose 
Sharing, and then click Caching. Either method displays a dialog box like the one 
shown in Figure 23-7, which offers three options for caching. The following sections 
describe these options. 

You can specif}' ~ and how files within this shared folder are cached 
locall}' when accessed b}' others. 

[-p' Anow caching of files in this shared folder ----.-.~--'-, 

Setting: IManual Caching for Documents 

IAutomatic Caching for Documents 
I Automatic Cachinq for Proqrams 

R~c • •• •••• 

a 
I 

Users mu;t manuall}' specif}, any faes the}' want available when 
working offline. To ensure proper file sharing, the server version of 
the file is always opened. 

OK I." Cancel Help' 

Figure 23-7 
You select a caching type for each shared folder. 

Manual Caching for Documents 
The default caching method is manual caching for documents. When this option is 
selected, only files that are specifically identified by a client for caching are cached. 
When you select a file for caching, you are guaranteed that it will be available when 
you are offline. When you view your Offline Files folder, these files show Always 
Available Offline in the Availability column. 

Note To identify a file for caching, on the client computer, right-click the file 
and choose Make Available Offline. 
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Automatic Caching for Documents 
Automatic caching for documents is the easiest option to use. Windows decides, 
on the basis of usage, which files are cached and thus available for offline use. 
When a file is opened over the network, it is automatically cached. As the cache fills 
up, documents that have not been used recently are discarded to make room for new 
documents. 

When you open a cached document on a client computer, the cached copy is used, 
but the original document on the server is also opened to prevent other people from 
changing the file while you have it open. 

Although easy to use, automatic caching for documents does not guarantee that 
a document will be in the offline cache when you need it. When you view your 
Offline Files folder, these files show Temporarily Available Offline in the Avail­
ability column. 

Note If you identify a document for caching from a client computer that is 
sometimes offline, you can guarantee that the document will be available 
when you are offline, regardless of the cache setting on the sharing server. 

Automatic Caching for Programs 
Automatic caching for programs is for folders that contain programs and documents 
that are read but not changed. In fact, you should restrict permissions on folders with 
automatic caching for programs to read-only. Automatic caching for programs can 
speed up access to programs and documents, because after the file is cached, your 
system does not have to retrieve it from the server; only the local copy is opened. 
Because of this, automatic caching for programs can speed up access to files, even 
on computer~ that are always attached to the network. 

Only files that are used are cached. For example, if you run Microsoft Word from a 
folder with automatic caching for programs, but you never run the spell-checker, the 
Word program will be available offline, but the spell-checker will not, because it was 
never run and thus never cached. 

Controlling Caching on the Client 
To work with your offline files cache on the client computer, choose Folder Options 
from the Tools menu in Windows Explorer. Click the Offline Files tab, shown in 
Figure 23-8. 

You can control the maximum size of the cache and other options. If you want to be 
able to easily view your Offline Files folder, select Place Shortcut To Offline Files 
Folder On The Desktop. 
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If you never work offline, but you do want to take advantage of local caching, click 
Advanced, which opens the Advanced Settings dialog box. See Figure 23-9. 
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Figure 23-8 
Use the Folder Options dialog box to configure offline files on the client computer. 
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Figure 23-9 
"Never Allow My Computer To Go Offline" really means "Stop using all network files 
if my network connection is lost; don't use the local versions." 

If you select Never Allow My Computer To Go Offline, network files will become 
unavailable when you go offline. This might be an advantage if you are always sup­
posed to be connected to a network and w~nt to know immediately if a problem 
develops. The exception list makes it possible to make these settings on a server-by­
server basis. 
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Troubleshooting 
We recently made a network folder available offline, which allowed us to keep work­
ing on those documents even when the server was unavailable. This folder contained 
only a handful of Word documents-the ones we were working with day in and day 
out. But the folder was deeply nested under the server's share point, and this caused 

. an unexpectedly large collection of files to be cached locally. The network share was 
set up as \ \Acadia \ Documents-a shared network drive with several gigabytes of 
data in addition to the megabyte or so in the folder that we made available offline, 
\ \Acadia \ Documents \ MSPress \Expert \Manuscript. The problem arose when we 
used files from other folders on \ \Acadia\Documents; they were also added to the 
local cache. We soon had over 500 MB of data cached locally, and this really slowed 
access to the network drive. 

This happened because the cache settings apply from the share point-not the folder 
that you make available offline. And caching every file that gets accessed on the 
server (the same as the Automatic Caching For Documents setting) is the default 
behavior when the shared folder is on a computer that's not running Microsoft 
Windows 2000. To avoid this problem, use one or both of these solutions: 

• If the server is running Windows 2000, set its caching to Manual Caching For 
Documents. That way, only the documents that you explicitly make available 
offline are cached--.-;.not all the documents you access from the share. 

• Set up a share at the point you want to make files available offline. In the situ­
ation described here, sharing the Manuscript folder directly (instead of the 
Documents folder three levels up) prevents unwanted files from being cached. 

Command-Line Utilities 
Some users prefer a terse command prompt to an MMC window. If you're in that 
group, you'll want to use Net.exe for managing resource sharing. 

In the following sections, we describe only the most common Net commands (and 
their most common parameters) for managing network connections. This isn't an 
exhaustive reference, however. You can get more information from online help or 
by typing net help command, replacing command with the word that follows Net in the 
examples. For example, to get more information about the Net Use command, type 
net help use. This provides more help than typing net use /?, which shows only the 
command syntax. 

Net Share 
The Net Share command lets you view, create, modify, or delete shared resources 
on your computer. 

380 Part 6: Managing Networks 



Viewing Share Information 
Typing net share with no parameters causes the program to display a list of the shared 
resources on your computer, as shown in the following sample: 

C:\)net share 

Share name Resource Remark 

print$ 
IPC$ 
ADMIN$ 
C$ 
Inetpub 

C:\WINNT\System32\spool\drivers Printer Drivers 
Remote IPC 

My Documents 
Work 
Z 
HPLJ4KPS 

C:\WINNT 
C:\ 
C:\Inetpub 
C:\My Documents 
C:\Work 
Z:\ 
LPTl: 

The command completed successfully. 

Remote Admin 
Default share 

Spooled HP LaserJet 4000 PS 

If you follow Net Share with the name of a local shared resource, it displays infor­
mation about that share. For example, the command net share inetpub displays the 
following: 

C:\)net share inetpub 
Share name 
Path 
Remark 
Maximum users 
Users 
The command completed successfully. 

Adding or Modifying a Share 

Inetpub 
C:\Inetpub 

No limit 

You can share the folder C: \Spreadsheets, for use by an unlimited number of users, 
and add the comment "Budgets" with the following command: 

C:\)net share Spreadsheets=C:\spreadsheets /unlimited /remark:"Budgets" 
Spreadsheets was shared successfully. 

Setting a sharename "equal" to a folder creates a share. To modify an existing share, 
you use only the sharename (and no folder), as in the following command, which 
changes the remark on the Spreadsheets share to "Year 2001 Budgets": 

C:\)net share Spreadsheets /remark:"Year 2001 Budgets" 
The command completed successfully. 

Several parameters can be used with the Net Share command, as shown in Table 
23-2. 
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Table 23-2. Useful Parameters for the Net Share Command 
L. Parameter D~scription 

Sets the maximum number of concurrent users IU sers:number 

I Unlimited Lets the maximum number of users connect to the share at 
one time 

IRemark:"text" Adds or changes a comment that appears in Details view in 
Windows Explorer 

Sets the document caching option ICache:automatic or 
ICache:no ICache:manual or to automatic, manual, or no caching 

Deleting a User Share 
To remove a share, simply use the /Delete switch with the Net Share sharename 
command: 

C:\)net share spreadsheets /delete 
spreadsheets was dele~ed successfully. 

Net Use 
The Net Use command connects your computer to shared resources on other comput­
ers. It can also disconnect, or display, all the resources to which you are connected. 

Viewing Connections 
Type net use with no parameters to display the resources to which you are currently 
connected: 

C:\)net use 
New connections will be remembered. 

Status Local Remote Network 

-------------------------------------------------------------------------------
OK G: \\EVERGLADES\programs Microsoft Windows Network 
OK H: \\EVERGLADES\ChrisW Microsoft Windows Network 
OK K: \\EVERGLADES\document Microsoft Windows Network 
OK P: \\EVERGLADES\company Microsoft Windows Network 
Disconnected S: \\Olympic\Perforce Microsoft Windows Network 
The command completed successfully. 

This maps the network share \ \ Everglades \ChrisW to the local drive letter E. If you 
want to use the next available drive letter, use an asterisk (*) instead of the drive letter 
and colon. You can add any of the parameters shown in Table 23-3. 
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Table 23-3. Useful Parameters for the Net Use Command 
Parameter 
password 

/User:domain 
\username 

/Delete 

/Persistent:yes or 
Persistent:no . 

Description 
Enter your password following the share name if a password is 
required. 

To connect using a user name that is different from the one you 
are currently logged on with, you can use the /User parameter. 
The domain name is necessary only if you are not in the same 
domain as the resource you're connecting to. You can also enter 
the domain and user name in the format of an e-mail address (for 
example, user@domain). 

Disconnects the connection. You need only the drive letter and 
/Delete to disconnect. 

The yes option causes connections to persist so that they 
/ are reconnected the next time you log on. 

Disconnecting a Mapped Drive 
To disconnect a mapped drive, simply use the /Delete switch with the Net Use 
devicename command: 

C:\)net use e: Idelete 
e: wa~ deleted successfully. 

Net Session 
The Net Session command lets you view or disconnect connections between your 
computer and clients that are accessing it. 

Viewing Session Information 
Type net session with no parameters to display the current connections to your 
computer: 

C:\)net session 

Computer User name Client Type Opens Idle time 

\\EVERGLADES Windows NT 1381 1 01:20:24 

\\GLACIER Windows 2000 2195 o 00:00:07 

\\GLACIER CARLS Windows 2000 2195 1 00:00:04 

The command completed successfully. 
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Disconnecting a Session 
Following Net Session \ \computername, append /Delete to disconnect a session. If 
you don't include \ \computername, all active sessions are disconnected. 

Net File 
The Net File command lets you view or close the open shared files on your computer. 
Typing net file with nothing following it causes the program to list all the open files, 
including a file IO, the user name of the person who has the file open, and the number 
of locks each has: 

C: \)net fil e 

IO Path 

108980 \PIPE\spoolss 
109011 C:\spreadsheets\Q1 Budget.xls 
The command completed successfully. 

User name 

CARLS 

/I Locks 

o 
3 

You can close a file by following Net File with the IO of the file and /Close: 

C:\)net file 109011 /close 
The command completed successfully. 

Net Statistics 
The Net Statistics command displays the statistics log for the local Workstation or 
Server service. Type net statistics workstation to view the Workstation statistics. Type 
net statistics server to view the Server statistics. 

The workstation statistics log looks like this: 

C:\)net statistics workstation 
Workstation Statistics for \\MOJAVE 

Statistics since 4/21/2000 4:06 PM 

Bytes recei\:,ed 
Server Message Blocks (SMBs) received 
Bytes transmitted 
Server Message Blocks (SMBs) transmitted 
Read operations 
Write operations 
Raw reads denied 
Raw writes denied 

Network errors 
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394263 
65653800 
393773 
187879 
1258 
o 
o 



Connections made 
Reconnections made 
Server disconnects 

Sessions started 
Hung sessions 
Failed sessions 
Failed operations 
Use count 
Failed use count 

The command completed successfully. 

20 
24 
7 

102 
o 
o 
o 
126 
2 
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Chapter 24 

TCPIIP Core 
Networking Guide 

In This Chapter 
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The day of the stand-alone computer is long gone. Even a single home computer 
will almost always be connected to the Internet, and many homes now network two 
or more computers together. Microsoft Windows 2000 is steeped with internet­
working capabilities. To make the best use of these capabilities, or to create an other 
than standard network configuration, it is helpful to understand some internet­
working concepts. This chapter provides an introduction to some low-level aspects 
of internetworking. You can find a library of books on anyone of these topics, but 
unless you are a systems or network administrator, you don't need to get out your 
library card. After presenting the theory, we discuss your network settings-where 
they are and what you can do with them. 

Introduction to TCP/IP 
TCP /IP stands for Transmission Control Protocol/Internet Protocol. This is the last 
time you'll need to know that. Contrary to what the name suggests, TCP lIP is actually 
a suite of protocols that make up a layered model of internetworking functionality. 
At the bottom layer of the model is the physical connection between computers. This 
connection might be Ethernet, 10Base-T, or some other cable or even radio specifi­
cation. Just above that layer is the data link, the way the network interface card sends 
and receives bits along the physical medium. The layers go all the way up to the top 
layer, where applications make networking calls. 
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Strictly speaking, TCP lIP refers to two intermediate layers in this model. (In common 
usage, TCP lIP is used to refer to the entire model.) TCP operates at the transport layer 
and is responsible for the end-to-end network connection. This layer ensures that 
messages get from the source to the destination without errors. IP operates at the 
network layer. The network layer handles routing between the source and the des­
tination, including the important issue of addressing. 

Many networking decisions and problems involve one or more levels of IF addressing. 
When you set up a new network, you might need to configure addresses and subnets. In 
this section, we discuss the basic concepts of addressing, subnets, and domain name servers. 

IP Addresses 
Each network interface card (NIC) ever made has a unique hardware address. If you 
want, you can find out the address of the NIC in your computer, but you don't have 
to. (If you're consumed by curiosity, type ipconfig fall at a command prompt and look 
for Physical Address.) Your computer is assigned an IP address, which is what the 
outside world is interested in. At some point, your computer translates its IP address 
to the hardware address of your NIC, but we won't concern ourselves with physi­
cal NIC addresses here. 

IP addresses are 32-bit numbers composed of four 8-bit bytes. IP addresses are nor­
mally viewed by the decimal representation of each byte delimited by periods. This 
is sometimes called the dotted-decimal IP address or the dotted quad format. For example, 
the address 169.254.0.10 is the dotted quad format of the 32-bit binary address 
10101001 1111111000000000 00001010. 

IP addresses include a network ID followed by a host ID. The network ID compo­
nent of the address identifies the network the computer is on, and the host ID component 
identifies a particular 'computer on that network. The combination of bits that 
compose these two parts is determined by the IP address class. Three classes are in 
common use: class A, class B, and class C. Classes D and E also exist, but they are 
used for special purposes. 

The address class system allows for an efficient allocation of addresses to networks 
in blocks. For example, if there were only two networks in the world, each with a 
huge number of computers on it, then the first bit of the first byte could be used as 
the network ID and the remaining 31 bits of the address could be used for host IDs. 
In this case, one of the networks would have network ID 0 and the other would have 
nelwork ID 1. "Vith the remaining 31 bits, each network could address 2,147,483,648 
computers. But more than two networks exist in the real world. And networks have 
a range of computers they contain. This is where the address class system comes in. 

For example, class A addresses use the first byte as the network ID and the remain­
ing three bytes as the host ID. Class B addresses use the first two bytes as the network 
ID. Classes are distinguished by their value in the first byte; for class A addresses, 
the first byte is in the range 1 through 126; the first byte of class B addresses is in the 
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range 128 through 191. Table 24-1 shows the class ranges and the use of bytes for net­
work and host IDs. 

Table 24-1. Address Classes for IP Addresses of the Form 00.01.02.83 
Address First Byte Network Host ID Networks Hosts 
Class Range 10 Bytes Bytes Available Available 

Class A 1-126 BO B1.B2.B3 126 16,777,214 

Class B 128-191 BO.B1 B2.B3 16,384 65,534 

Class C 192-223 BO.B1.B2 B3 2,097,152 254 

Note If you're fluent in binary arithmetic, you might have calculated that the 
number of available hosts in each of the address classes is two more than 
the value shown in Table 24-1. These values shown ~re correct, however, 
because two values (0 and 255) are not permitted in the last byte. 

Private Reserved Addresses 
The Internet Assigned Numbers Authority (lANA) has reserved the following three 
blocks of the IP address space for private Internets: 

10.0.0.0-10.255.255.255 

172.16.0.0-172.31.255.255 

192.168.0.0-192.168.255.255 

If you are setting up a small business or a home network that will not be connected to 
the Internet, or that will be connected through a single proxy server, you can freely 
use these addresses without concern for conflicts. If your network is not connected to 
the Internet, you can use any IP addresses you please, but if you ever do connect to 
the Internet, you will need to readdress your network computers lest confusion reign. 

Anyone who decides to use IP addresses from the preceding ranges can do so without 
any coordination with lANA or an Internet registry. These addresses are thus used 
on many networks. Addresses within this private address space will be unique only 
within the network. 

Subnets 
Although the computers can be connected in physically different ways, each network 
is a set of computers directly connected to each other. Networks are separated from 
each other by some form of router. A computer on one network is connected to a computer 
on another network through one or more routers. When a router receives an IP 
packet, it checks the network ID portion of the packet's destination address. If the 
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network ID is for a network connected to the router, the router broadcasts a mes­
sage over that network to see whether the host ID corresponds to a computer on that 
network. If it does, that computer gets the packet. 

When you are assigned a network ID, that ID applies to your entire organization, 
no matter what your organization's network configuration looks like. If your net­
work is actually composed of multiple networks connected by routers, you need 
some way to forward network traffic to the correct network so that it reaches the cor­
rect destination. This is because all IP packets with your organization's network ID 
will be sent to a single router. If you have only one network at your organization­
that is, all your computers are connected to the one receiving router-you have no 
problem. But if some of your computers are removed from the receiving router by 
another router, when the receiving router broadcasts a message looking for the 
computer with the matching host ID, it won't be found. 

Subnets fix this problem by allowing you to divide your network into multiple 
smaller pieces using subnet masks. A subnet mask is a 32-bit number that, when 
ANDed with an IP address, gives the network ID portion of the address. For a class 
C address, where the network ID is in the first three bytes, the subnet mask would 
be 255.255.255.0 (11111111111111111111111100000000). Because the outside world 
is concerned only with the network ID portion of any address on your network, you 
are free to use the host ID bits in any way you choose. You can use some of those 
bits to designate subnets. For example, if you had a class C network with 100 com­
puters on three subnets, you could use two bits of the host ID to designate the three 
subnets. You would then tell your routers and all computers on your network to use 
a subnet mask of 255.255.255.192 (11111111111111111111111111000000). That mask 
would hold the network ID in the first three bytes, plus two more bits to identify the 
subnets on your network. You would then use the last six bits of the IP address for 
host IDs on each subnet, giving 64 unique host IDs per subnet. 

Table 24-2 shows the addresses for the example just described. In the table, the subnet 
ID portion of each subnet address is underlined. Routers on the Internet would 
recognize the address as a class C address and use the subnet mask 255.255.255.0 to 
determine the network ID of 192.222.111.0. The Internet routers would then send the 
data packets to your router, which would use the subnet mask 255.255.255.192 to 
determine where to ,forward the packets. 

Table 24-2. Sample Subnet Addresses 
Bi~ary Repre~ent~Jion, Dotted Quad 

NetID 11000000 11011110 11011111 00000000 192.222.111.xxx 

Subnet1 110000001101111011011111 00000000 192.222.111.0 

Subnet2 11000000 11011110 11011111 01000000 192.222.111.64 

Subnet3 11000000 11011110 11011111 10000000 192.222.111.128 

Subnet mask 11111111 11111111 11111111 11000000 255.255.255.192 
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Subnet masks are an integral part of your TCP lIP configuration, even if you don't 
use subnets. The class of network you have (determined by the value of the first 
byte in the address) and any subnets you define determine the value of the subnet 
mask that you enter in your TCP lIP settings. 

Gateways 
The preceding description of routing concerns incoming data packets. Another set 
of addressing issues concerns outgoing data packets. Whena data packet is sent out 
from your computer, your computer compares the packet's network address against 
its own subnet address to see whether the packet destination is on the same subnet. 
If the destination is on the same subnet, your computer broadcasts a message to see 
which machine has the corresponding host ID. That computer sends back a message 
containing its hardware address, and a session is established. 

If the destination address is not within the local subnet, your computer forwards the 
packet on to a gateway router. This router then determines whether the network ID 
in the packet is for one of the networks to which it is directly connected. If it is, the 
gateway router sends the packet to that network. If the gateway router determines 
that the network is not local, it forwards the packet to its own gateway. Eventually, 
the packet either makes it to its destination, dies (times out), or gets returned as 
undeliverable. 

You need to know the address of your gateway router. If you are ,connected by modem 
to an Internet service provider (ISP), your gateway will probably be at your ISP, and 
the ISP should be able to provide you with that information. 

Routing 
Typically, you allow your default gateway to handle all network routing matters. 
Windows 2000 Professional cannot act as a router in the sense of accepting and for­
warding IP packets. But it does handle routing of data packets originating from your 
computer. 

Routing relies on tables. Whether you are using a hardware router dedicated to this 
one task, a software routing server on a network server, or a Windows 2000 Professional 
system sending its own data packets over a network, tables are used to determine 
where to send the data packets. Windows 2000 allows you to set up a routing table 
on your system that it references before sending packets to the default gateway. 

Routing tables can be maintained as static or dynamic. Static routing tables must be 
updated manually, whereas dynamic tables use a protocol to automatically update 
routes based on routing information sent out by other routers. Windows 2000 Pro­
fessional allows one dynamic routing protocol, Routing Information Protocol (RIP) 
Listening. RIP Listening adds dynamic updates to your routing table. For more 
information, see "RIP Listening," page 405. 
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The routing table maintains four types of routes, listed as follows in the order in 
which they are searched for a match: 

1. Host (a route to a single, specific destination IP address) 

2. Subnet (a route to a subnet) 

3. Network (a route to an entire network) 

4. Default (used when no other match is found) 

When you use the Route Print command at a command prompt, a listing of the cur­
rent routing table is displayed. It looks something like the following: 

C:\>route print 

Interface List 
0x1 ........................... MS TCP Loopback interface 
0x2 ... 00 c0 f0 2b 03 55 ...... Intel DC21041 PCI Ethernet Adapter 

Active Routes: 
Network Destination 

0.0.0.0 
10.0.0.0 

10.0.0.241 
10.255.255.255 

127.0.0.0 
224.0.0.0 

255.255.255.255 

Persistent Routes: 
None 

Netmask 
0.0.0.0 

255.255.255.0 
255.255.255.255 
255.255.255.255 

255.0.0.0 
224.0.0.0 

255.255.255.255 

Gateway 
10.0.0.241· 
10.0.0.241 
127.0.0.1 

10.0.0.241 
127.0.0.1 

10.0.0.241 
10.0.0.241 

Interface 
10.0.0.241 
10.0.0.241 
127.0.0.1 

10.0.0.241 
127.0.0.1 

10.0.0.241 
10.0.0.241 

Metric 
1 
1 
1 
1 
1 
1 
1 

The Interface list shows all the network interfaces on your computer, including one 
for loopback testing. This list shows the hardware addresses of the physical devices. 
The Active Routes list shows all routes configured by Windows. This routing table 
is for a computer with IP address 10.0.0.241, indicating that it is on a private network. 

The first line with destination 0.0.0.0 is the default gateway. The second line is for 
the network (or subnet) for this computer (10.0.0.0). The subnet mask of 255.255.255.0 
indicates that the host ID is in the fourth byte, which means that this is a class C 
network with network ID 10.0.0 and host IDs from 1 through 254. (Host ID 0 is reserved 
for the network itself, and 255 is reserved for network broadcasts.) This subnet mask 
also tells us that the network is not subdivided. The third line is the host route for 
this computer. The destination of the host route is the host ID, but the interface is 
the loopback address, which keeps data packets from attempting to go out and in 
at the same place. Typically, the loopback comes into play only when you're doing 
troubleshooting. ' 

The fourth line is for network broadcasting. It is defined by default. The fifth line is 
the loopback route with the destination loopback address defined by default as 
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127.0.0.0. The loopback route is similar to the host route. Both use the loopback inter­
face, but the address of 127.0.0.0 is always self-referential. If you send a packet to 
host ID 127.0.0.0 on any computer, it will always be sent to that computer's loopback 
adapter. However, if you send a message to host ID 10.0.0.241, it will be sent out on 
the network unless the computer sending the message is assigned 10.0.0.241 as its 
own ID. In that case, the message will be sent to the loopback adapter. The sixth line 
is for subnet broadcasting. The seventh line is for IP multicasting. 

In looking at this table, it's important to note that, except for the loopback connection, 
both the interface and the gateway are defined as the host computer. This means that 
the host computer handles routing for anything going out from the host to anywhere 
on its own private network. Also notice the metric in'the table. The metric is a mea­
sure of how far a network is from you. The unit of measure is arbitrary, but it is 
usually taken to be the number of routers between two networks. The metric for 
each of these connections is 1, which makes sense because the host is its own router. 

Domain Name System 
All of this is fine and good, but who wants to remember and enter IP addresses like 
169.254.0.10, let alone 1010100111111110· 0000000000001010, for each computer they 
want to reach? Hence the use of host names. Host names are easy-to-remember (usu­
ally), real-language names such as accounting1, gandalf, or neptune. Every computer 
on a network is assigned a host name. When you attempt to connect to another 
computer on your network or an outside network using its name .rather than its IP 
address, that name has to be translated to an IP address (which in turn gets trans­
lated to a hardware address, but we're not talking about that here). This translation 
is called name resolution. 

Things get a little complicated here. Older Windows systems used a name resolu­
tion scheme designed for small local networks. These systems use NetBIOS host 
names and a resolution scheme called Windows Internet Name Service (WINS). 
Meanwhile, the Internet developed a resolution scheme called Domain Name Sys­
tem (DNS). Windows 2000 uses DNS by default but can also use WINS to support 
computers on a network that uses NetBIOS names. 

NetBIOS names use a flat structure, which can be described by tables that simply 
map NetBIOS names to IP addresses. If you want to know the IP address of the 
computer at the next desk or one across the world, you need to have a line in your 
table with its name and IP address. In fact, this involves not one table but as many 
as three: a NetBIOS name cache in your computer's memory, a table of registered 
names on a WINS server, and a local file on your hard disk called Lmhosts. In addi­
tion to the tables, the WINS client can broadcast a message to all other computers 
on its local network asking for a name resolution. A broadcast query is the default 
setting for Windows 2000. 
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DN5 uses a hierarchical structure. Your computer has its own name, but in the net­
work world, your computer name has your network's domain name appended to 
it, which describes the hierarchy. Most domains belong to one of a handful of top­
level domains (TLDs). Each domain is then subdivided into second-level domains. 
These second-level domains can be further divided. Figure 24-1 shows a sample of 
top-level and lower-level domains. 
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Figure 24-1 
In the Internet Domain Name System, top-level domains (such as edu, mil, and com) 
are subdivided into second and third levels. 

Other top-level domains are primarily for countries (au for Australia, uk for the 
United Kingdom, and so on). A large set of new top-level domains such as firm, nom 
(for individuals), store, and arts has been proposed. These have not yet been approved. 

Domain names are constructed by starting with a host name (hosts are typically 
analogous with computers, but not always), adding a period (dot), and then add­
ing domain names up the chain, each separated by a period. So, if you wanted to 
identify the mspress computer at Microsoft, you would use a domain name of 
mspress.microsoft.com. A complete domain name is called a Fully Qualified Domain 
Name (FQDN). 

The leftmost name in the domain name can be a server rather than a host name. To 
address the World Wide Web server at Microsoft, for example, you use the FQDN 
www.microsoft.com.Domainnamescanbelongerthanthreeterms.50. for instance, if 
mspress was a subdomain of the microsoft domain, and bill was the name of a com­
puter on the mspress subdomain, its FQDN would be bill.mspress.microsoft.com. 

Domain name resolution is handled in a couple of ways. Individual computers can 
keep a table of domain names and IP addresses. This text file is named Hosts (with 
no file name extension), and in Windows 2000 it is kept in the %5ystemRoot% 
\System32\Drivers \Etc folder. Microsoft has kindly supplied a sample Hosts file, 
which can be edited with any standard text editor. 

Unfortunately, it is not practical to keep a table with all the computers in the world 
listed. Fortunately, the designers of the Internet provide a solution. 
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The Internet is littered with DNS servers whose only mission in life is to resolve 
domain names into IP addresses. The DNS servers constitute a distributed network. 
That is, no DNS server contains records for all FQDNs, only for a subset. If you query 
a DNS server and it doesn't have a record for the system you're trying to reach, it 
asks another server until the name is resolved. In your TCP lIP settings, you can 
identify one or more DNS servers to use to resolve domain names. 

Windows 2000 Professional cannot be a DNS server, though Microsoft Windows 
2000 Server can. Windows 2000 us~s DNS as its operating system naming service. 
In particular, this means that Active Directory uses DNS in translating names of 
network resources. 

Getting Your Own IP Address and Domain Name 
The mechanism for allocating IP addresses and domain names is in flux, as responsi­
bility is shifted from government and educational organizations to private companies. 
At this time, you will most likely obtain an IP address from an Internet service pro­
vider and your domain name from one of several name registration companies. 

ISPs are allocated blocks of IP addresses, which they in turn assign to their custom­
ers. If you use a dial-up connection to connect a single computer to the Internet, the 
ISP dynamically assigns an IP address from its allocated block to your computer each 
time you connect. ISPs maintain a subset of their addresses for this purpose. If you 
have a persistent connection to your ISP via a cable modem or DSL modem, you 
might be assigned a permanent IP address by your ISP. In either of these cases, the 
computer you connect to the Internet might serve as a gateway for a network. For 
example, if you have a small office network, you might have one computer connected 
to the Internet that serves as a proxy for the rest of the network. All other comput­
ers on your office network would connect to the Internet through the proxy. Only 
the proxy would need a unique IP address; the others can use addresses from the 
private network range. 

You might also have a network of your own in which you want each computer to 
have its own unique IP address. In this case, you need to make special arrangements 
with an ISP. You can also contact the Internet Assigned Number Authority directly 
at www.iana.org. From there you will be directed to a regional registry. In the United 
States, that is the American Registry for Internet Numbers (ARIN) (www.arin.net). 
ARIN allocates blocks of IP addresses to ISPs. It also assigns IP addresses to end users 
for their exclusive use in their own networks. (The smallest block of IP addresses that 
ARIN assigns is 4096. If you don't need that many-and most networks don't-you 
will need to deal with your ISP.) 

(continued) 
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Getting Your Own IP Address and Domain Name (continued) 

You have to handle domain names separately. A number of private companies now 
handle domain name registrations. A list is available from the Internet Corporation 
for Assigned Names and Numbers (ICANN) at www.icann.org. You must first decide 
on the domain name you want. Then you need to check to see whether it is already 
registered. You can go to any of the registrars listed at ICANN and find a Web page 
with a registry search utility that will tell you whether your desired name is avail­
able. 

After you find an available domain name, you need to pick a registrar. This is where 
the fun begins. The use of private companies to handle domain registration is quite 
new, and the kinks have not yet been worked out of the system. Each company of­
fers slightly different services at slightly different prices. You should shop around 
to find the best deal for the services you want. The basic service is to simply regis­
ter your domain so that it is allocated to you and no one else. 

You also need another service that makes the whole system work: having your do­
main name to IP address resolution entry placed in a DNS server. Without this, no . 
one who uses your domain name will be able to get to your computer. ISPs typically 
have provided this service. Because the IP address i~ in their block and they handle' 
the routing at your end, it makes sense that they would handle the DNS entry also. 
Some of the domain registrars might perform this service for you at a lower cost than 
what many ISPs charge, however. Your ISP might not like'it, but going this route is 
perfectly legitimate. 

Most ISPs are happy to handle the entire process for you, from registering your 
domain name to entering it into their DNS servers. They are also happy'to charge 
you for this service. The benefit of going through an ISP is that you have only one . 
place to call when something doesn't work. 

DHCP and APIPA 
Each computer on a network must know its own IP address, subnet mask, gateway 
address, DNS server addresses, and WINS server address. Keeping track of this infor­
mation involves much more than most users are up to, and if a system administrator 
had to manage all those addresses for all the computers on a network, the adminis­
trator would have a management nightmare. Dynamic Host Configuration Protocol 
(DHCP) is designed to relieve that nightnlare. DHCP provides a centralized server 
for managing all these configuration items for all computers on a network. 

If you are using DHCP and your DHCP server is running when you boot your com­
puter, your DHCP client sends a request to the server for an IP address. The DHCP 
server then automatically assigns an IP address, subnet mask, gateway 'address, DNS 
address, WINS address, and whatever else it is configured to assign. These assignments 
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are made whenever you start your computer, so your IP address will probably be 
different each time. 

With Windows 2000, you are not lost if you don't have a DHCP s~rver on your 
network. By default, Windows 2000 Professional uses Automatic Private IP Address­
ing (APIPA). APIPA first tries to find a DHCP server on the network. If it can't find 
one, APIP A automatically generates an IP address, broadcasts a message on the 
network to see whether that address is being used, and then assigns it to your com­
puter. After it assigns an IP address, APIP A continues to poll for a DHCP server to 
confirm the address assignment. The address that APIP A generates is in the range 
169.254.0.1 through169.254.255.254 with a subnet mask of 255.255.0.0. This address 
range is reserved for APIP A, so the assigned ID will not conflict with any ID on 
the Internet. 

APIP A allows you to set up a small network without a DHCP server and still receive 
the benefits of automatic IP addressing. A drawback is that APIP A cannot assign 
gateway, DNS, or WINS addresses. 

If you are running Windows 2000 Server, you need to be aware of a number of con­
figuration items; those settings are beyond the scope of this book. If you are running 
only Windows 2000 Professional on your network, APIP A (and therefore DHCP) is 
configured by default. You don't need to worry about any network IP settings­
unless you want to. We discuss all these settings in the following sections. 

Modifying Your TCP/IP Configuration 
Windows 2000 is kind enough to offer two separate sets of advanced network prop­
erties. You get to either set from the Network And Dial-Up Connections folder. The 
first set, which applies to all network connections, is reached from the Advanced 
Settings command of the Advanced menu in the Network And Dial-Up Connections 
window. (To open the Network And Dial-Up Connections folder, right-click My 
Network Places and choose Properties. Alternatively, open Network And Dial-Up 
Connections in Control Panel or on the Start menu's Settings menu.) 

These settings control adapters and binding order and network provider order. See 
"Setting Advanced Options," page 409, for details about these options. 

Note The Tools and Advanced menus in the Network And Dial-Up Connec­
tions window provide access to several configuration settings for network 
and dial-up connections. From the Tools menu, you can map or disconnect 
network drives and synchronize offline content. The Advanced menu has 
selections Jor setting dial-up preferences and network identification (host 
name and domain or workgroup name), configuring advanced network 
parameters, and aading networking tools. This is a new organizational 
feature of Windows 2000. 
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Setting Connection-Specific TCP/IP Properties 
A second set·of advanced properties is defined for each network connection in your 
system. To reach these properties: 

1. Right-click a network connection in the Network And Dial-Up Connections 
folder and choose Properties. 

2. On the General or Networking tab (depending on the connection type), select 
Internet Protocol (TCP lIP) and click Properties to display the Internet Proto­
col (TCP lIP) Properties dialog box, shown in Figure 24-2. We'll discuss these 
settings first. 
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Figure 24-2 
Use the Internet Protocol (TCP/IP) Properties dialog box for basic TCP/IP configuration. 

3. Click Advanced to bring up the Advanced TCP lIP Settings dialog box, as 
shown in Figure 24-3. We'll discuss these settings second. 

In the Internet Protocol (TCP lIP) Properties dialog box, you can set a static IP address, 
subnet mask,· and default gateway combination. Or you can choose to obtain these 
automaticaliy (that is, through a DHCP server or APIP A). You have the same choices 
for setting primary and secondary DNS servers. By default, these are both set to 
obtain addresses automatically. If you want to set static addresses, this is the place 
to do it. . 
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If, for example, you connect to your ISP through a cable modem or use a DSL con­
nection that uses a static IP address (some do and some don't), your ISP assigns a 
static IP address, subnet mask, and two default gateway addresses. This is where 
you configure them. Select Use The Following IP Address and then enter the cor­
rect addresses. A nice feature of Windows 2000 is that you don't have to reboot after 
changing IP addresses, as you did in earlier versions of Windows and Windows NT. 

When you turn off automatic IP addressing, you also turn off automatic DNS address­
ing. Your ISP should also tell you what IP addresses to use for primary and alternate 
DNS servers. Enter them in the lower portion of the Internet Protocol (TCP lIP) 
Properties dialog box. 

Note Changes in the Internet Protocol (TCP lIP) Properties dialog box take 
effect as soon as you click OK in the properties dialog box for the connec­
tion. You can confirm that they have taken effect by typing ipconfig fall 
in a Command Prompt window. 
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Figure 24-3 
The Advanced TCP/IP Settings dialog box offers more esoteric options. 

I P Settings Tab 
Under most circumstances, you want your NIC to respond to only one IP address. 
But sometimes you might need to have it respond to more than one IP address. Say 
that you are using your home computer to host several Web sites, and each site has 
been assigned its own IP address. Your home computer is connected to the Internet 
by a cable modem, and you want it to respond to requests for pages on each site. You 
need to address some DNS issues in order to have requests for those sites routed to 
your computer (see the sidebar "Getting Your Own IP Address and Domain Name," page 
395), but configuring multiple IP addresses enables your host to respond. 
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You can enable multiple IP addresses only if you select Use The Following IP Address 
in the Internet Protocol (TCP lIP) Pr<;Jperties dialog box. Then, in the Advanced TCP I 
IP Settings dialog box (see Figure 24-3), click the IP Settings tab. Click the Add but­
ton under the IP Addresses box, and enter each IP address. That's all there is to it. 

You can also add secondary default gateway addresses (network routers). These 
addresses are used only if the primary default gateway is unavailable. Click Add to 
add a new gateway address. You also need to enter a metric value, which indicates 
the number of routers between your computer and the gateway. If the gateway is 
on your network, use a metric value of 1. TCP lIP uses this metric to determine which 
secondary gateway to try; it selects gateways with lower metric values first. 

DNS Tab 
To identify DNS servers, click Add and enter their IP addresses on the DNS tab of 
the Advanced TCP lIP Settings dialog box. TCP lIP uses them in the order they 
appear in this list. You can change their order using the up and down arrows to the 
right of the list. See Figure 24-4. 
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Figure 24-4 
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On the DNS tab, you can set up more than two DNS server addresses. 

The rest of this tab is taken up with a number of confusing selections relating to 
suffixes. Here's the deal: frequently, you might request to connect to a computer 
simply by its name, without all the dot extensions. For example, you might use'the 
name bennie when the FQDN is bennie.sales.operations.company.com. In this case, 
.sales.operations.company.com is the suffix. Windows 2000 can resolve names with­
out suffixes, essentially by trying different ones that it knows about until it finds one 
that works. You can tell Windows how you want it to go about trying different 
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suffixes. You can use a combination of the primary DNS suffix defined for your 
computer and a suffix defined for this particular network connection. Or you can 
simply create a list of suffixes you want used. 

If you use the primary and connection-specific suffixes, you can also select Append 
Parent Suffixes Of The Primary DNS Suffix. This selection sequentially strips off parts 
of the primary suffix. If this setting was selected in the preceding example, TCP lIP 
would first try to find bennie. sales. operations. company. com, then bennie. operations. 
company. com, and then bennie.company.com. 

Your primary DNS suffix is the same for all network connections. The suffix might 
be configured by your DHCP server. (You'll find the setting in Scope Options I option 
015 I DNS Domain Name on the server.) To set the primary DNS suffix manually 
on your computer: 

1. Open System in Control Panel. 

2. On the Network Identification tab, click Properties, and then click More. 

3. Under Primary DNS Suffix Of This Computer, type the DNS suffix you want 
to use. 

4. If you regularly change domains and want to use whichever domain is current 
as your DNS suffix, select Change Primary DNS Suffix When Domain Mem­
bership Changes. 

You add a suffix specific to the network connection you have selected by enteririg 
. it in the DNS Suffix For This Connection text box on the DNS tab of the Advanced 

TCP lIP Settings dialog box. You might want to do this if you frequently need to 
reach a second network from this connection or if you connect to multiple networks, 
each with a different domain name. 

If you select Append These DNS Suffixes (In Order), the primary and connection­
specific suffixes are ignored. In this case, you add your own list of suffixes, using 
the Add button under the text box. You should choose this option if you regularly 
connect to more than two networks and you would like to take advantage of this 
shortcut addressing method. 

The last two check boxes on the DNS tab relate to how your computer registers its 
name with the DNS server. If you want your computer to attempt to register with 
its DNS server, select Register This Connection's Addresses In DNS. This option uses 
your computer's name when registering its address. If you also select Use This 
Connection's DNS Suffix In DNS Registration, the connection-specific suffix is added 
to the computer name in the DNS entry. 
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WINS Tab 
Windows 2000 does not use a WINS server by default; you must configure it on the 
WINS tab of the Advanced TCP lIP Settings dialog box. WINS is used primarily to 
resolve NetBIOS names to IP addresses. In theory, if you have a pure Windows 2000 
network, you should not need WINS because Windows 2000 uses TCP lIP by default. 
In reality, you probably need WINS, and you should select Enable NetBIOS Over 
TCP lIP on this tab. 

Using a WINS server can enhance your network performance. By default, Windows 
2000 broadcasts a name resolution request whenever it needs to resolve a NetBIOS 
name. This mode of NetBIOS operation is called B-node broadcast. If the broadcast 
request fails, Windows 2000 consults the local Lmhosts file if you select Enable 
LMHOSTS Lookup. With a WINS server configured, Windows 2000 requests name 
resolution from the WINS server before broadcasting a request. This mode of opera­
tion is called H-node. Consulting the WINS server before attempting a network 
broadcast reduces the load on your network. 

If you have a WINS server on your network, click Add and enter its address. (See 
Figure 24-5.) DHCP can also be configured to supply the WINS server address 
automatically. 
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Figure 24-5 
Use the WINS tab to specify servers for resolving NetBIOS names. 

Of the three uptiuns at the bottom of this tab, you should select Disable I\J"etBIOS Over 
TCP lIP only if you are using no computers or services that require NetBIOS, which 
is unlikely. Again, you can configure your DHCP server to supply NetBIOS settings, 
in which case you should select Use NetBIOS Setting From The DHCP Server. 
(Because DHCP is a Windows 2000 Server feature, we don't cover its configuration 
in this book.) 
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Note NetBIOS configuration contains a Description field used to identify com­
puters in a list of network hosts. In earlier versions of Windows, this field 
was easy to access through standard network configuration dialog boxes. 
Windows 2000 hides this field, however. Here's how to get to it: 

1. Right-click My Computer and choose Manage. The Computer Manage­
ment console opens. 

2. In the Computer Management console, right-click Computer Man­
agement (Local) and choose Properties. 

3. Click Network Identification. The Description text box on this tab 
is the NetBIOS description. 

Note that this Network Identification tab is different from the Network 
Identification tab that you get by selecting Properties after right-clicking 
My Computer. 

Options Tab 
The Options tab contains settings for network security. We discuss these options in 
Chapter 28, "Managing Incoming Connections." 

Setting Your Routing Options 
The primary tool for setting routing options is the Route command (discussed in the 
following section). You can, however, set some options using the Windows 2000 in­
terface. 

If you have a dial-up networking (DUN) connection, Windows configures the IP 
address of that connection as the default route. That is fine unless you also have a 
fast, direct connection to the Internet. For example, if you have a cable modem con­
nection to your ISP, but you also connect by modem to a client's office, you don't 
want TCP lIP to use the slow dial-up connection as the default gateway for Internet 
access. Following are the first two lines in a routing table for such.a configuration: 

Network Destination 
0.0.0.0 
0.0.0.0 

Netmask 
0.0.0.0 
0.0.0.0 

Gateway 
10.0.0.231 

137 .107 .1.1 

Interface Metric 
10.0.0.231 1 

131.107.1.240 2 

In this case, two default gateways are defined. Note that the second line is for the 
cable modem connection and its metric has been incremented to 2, making it the 
second-choice gateway. This is not what you want. You can correct this by opening 
the Advanced TCP lIP Settings dialog box for the DUN connection and clearing Use 
Default Gateway On Remote Network on the General tab. (See Figure 24-6.) Clearing 
this option changes the first entry from a gateway to a route to the remote network 
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and sets the metric for the cable modem connection gateway back to 1. Now the first 
two lines in the routing table look like this: 

Network Destination 
0.0.0.0 

10.0.0.0 

Netmask 
0.0.0.0 

255.0.0.0 

Gateway 
137 .107 .1.1 
10.0.0.231 

Interface 
131.J07 .1. 240 

10.0.0.231 

Metric 
1 
1 

The second line now routes only data packets for the remote DUN network (10.0.0.0, 
in this case) through the DUN connection. 

Figure 24·6 
You should clear default routing for a dial-up networking connection. 

Route Command 
You maintain your routing tables by using the Route command in a Command 
Prompt window. The format of the Route command is as follows: 

route [-f] [-p] [command [destination] [mask subnetmask] [gateway] [metric costmetric]] 

where -F clears the routing tables of all gateway entries and -P makes an added route 
persistent (that is, permanent instead of going away after a reboot) or prints only 
persistent routes. Persistent routes are stored in the Windows registry and are loaded 
into the cached routing table each time your computer boots. 

The available command values are Print (displays the routing table), Add (add a 
route), Delete (delete a route), and Change (change an existing route). Destination, 
subnetmask, and gateway are the IP addresses for these items. Destination can be a com­
puter, subnet, network, or gateway. Gateway is the router to use to get to the desti­
nation. As discussed previously, the gateway might be the host computer, a software 
router server, or a hardware router. Metric is a measure of the cost of using this route. 
Usually, a metric of 1 is used unless you know that this route should not be attempted 
before another, in which case you should use a costmetric value greater than the one 
for the preferred route. 
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You will need to use the Route command if your network configuration is different 
from the scenarios Windows·2000 expects. In the preceding example, the local net­
work ID was different from the network ID at the other end of the dial-up line. What 
happens if they are subnets on the same network? Say that your local network uses 
a network ID 10.0.1 and the remote network uses network ID 10.0.2. Both routing 
tables in the preceding example will try to send all packets to network 10.X.X across 
the DUN connection, including packets to the local network. You would need to add 
lines to the routing table as shown here: 

Network Destination 
10.0.1.0 
10.0.2.0 

Netmask 
255.255.255.0 
255.255.255.0 

Gateway 
10.0.1.125 
10.0.2.231 

Interface 
10.0.1.125 
10.0.2.231 

Metric 
1 
1 

In this example, your computer IP address is 10.0.1.125 and the remote connection 
has IP address 10.0.2.231. All data packets destined for computers on your local 10.0.1 
subnet will be routed through your local connection (your network interface card), 
and all packets destined for computers on the remote 10.0.2 subnet will be routed 
through the DUN connection. The command to add the first route is the following: 

route -p add 10.0.1.0 mask 255.255.255.0 10.0.1.125 metric 1 

Use the -P switch to make the route persistent. When you manually add routes, they 
show up under Persistent Routes in the output from the Route Print command. 

RI P Listening 
Windows 2000 Professional has a service that allows its routing table to be dynami­
cally updated: Routing Information Protocol (RIP) Listening. Routers use RIP to send 
route information to other routers. The RIP Listening (also called Silent RIP) service 
listens for these RIP messages and dynamically updates the routing table on your 
system. Dynamically updated routes have a predefined life span for which they are 
considered valid. This means that they must be refreshed periodically, reducing the 
chance that they become out of date. Static routes are valid forever. 

RIP Listening is not installed by default in Windows 2000 Professional. To install it: 

1. Open Add/Remove Programs. 

2. Click Add/Remove Windows Components. 

3. In the Components list, click Networking Services to highlight the line with­
out selecting its check box, and then click Details. 

4. Select the RIP Listener check box and then click OK. 

5. Click Next and follow the instructions in the wizard. 

If your computer is on a network with routers using RIP, RIP Listening can be use­
ful for keeping routes up to date. If your computer is on a small network, or if the 
routers to which it is connected do not use RIP, you should not install this service. 
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Working with SeverallP Configurations 
Some people use several network configurations on the same computer, usually a 
laptop. For example, you might connect to your office LAN, a client's LAN, and a 
home LAN. Each network connection has different configuration items such as host 
IP address, DNS settings, DHCP settings, and so on. You want your computer to have 
a network connection defined for each location so that you don't have to reconfigure 
the computer each time you connect to a new network. Unfortunately, Windows 2000 
does not allow for more than one Local Area Connection to be defined for any net­
work interface card. (Conversely, you can define as many dial-up connections as you 
want. So if you have more than one ISP that you connect to by dial-up lines, you don't 
have anything to worry about.) 

All is not lost. Third-party tools can alleviate some of this burden. Symantec Mobile 
Essentials (www.symantec.com) and Netswitcher (www.netswitcher.com) can keep track 
of multiple LAN configurations and let you easily switch between them. 

Using Toois for Neiwork Troubleshooting 
Windows 2000 provides many tools that, along with a reasoned troubleshooting 
method, can help you track down most network problems. As you use ·these tools 
to solve problems, consider the following suggestions: 

• Clearly identify what works and what does not. 

• Make only one change at a time. 

• Start at the lowest network level and work up. Many problems lie in the physi­
cal layer (cables). The list of tools below are in bottom-up order of use. Start with 
the first and move up until you isolate the problem. 

All the tools listed in the following sections are command-line utilities that run from 
a command prompt. Because they're all stored in the %SystemRoot% \System32 
folder, which is included in the Path environment variable, you don't need to specify 
the path when you launch these programs. ,You can find more information about 
each tool, including complete syntax and additional examples, in online help. 

Ipconfig 
Ipconfig displays the current TCP lIP configuration parameters. Use the / All switch 
to print a complete list and then verify that all parameters are set correctly. 
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Ping 
Ping tests low-level connectivity by sending an echo request to a remote computer. 
One of the useful features of Ping is that it can accept a remote host name or IP 
address. Thus, if you successfully ping a remote computer using its IP address but 
a ping using its host name fails, you can assume that you have a problem with name 
resolution. If a ping to an IP address fails, your problem is either a physical prob­
lem or a routing problem. For example, if you were to try to ping the www server 
at Microsoft, you would see something like this. 

C:\)ping www.microsoft.com 
Pinging microsoft.com [207.46.131.30] with 32 bytes of data: 
Request timed out. 
Request timed out. 
Request timed out. 
Request timed out. 

With a known working remote host, this result would indicate that you were not 
making a connection all the way to the desired host. However, Microsoft (like many 
large organizations) has set up its servers so that they don't respond to Ping. With 
this configuration, the server is less vulnerable to denial-of-service (DoS) attacks. 
Note that Ping was able to resolve the name to an IP address. 

You can ping your own computer using the loopback route. Use either ping loopback 
or ping 127.0.0.1. 

Arp 
When data packets are sent out of your computer, they are directed to either another 
computer or to a router. The process that adds the destination address to the data 
packets is Address Resolution Protocol (ARP). ARP maintains the routing cache used 
to resolve addresses. The Arp utility is used to view, add, or delete entries in the ARP 
cache. Arp can tell you where your computer thinks it should be sending packets. 

Tracerl 
Tracert traces the route that a packet takes to a destination. If, for example, a ping 
to an IP address fails, you can run a trace to that address and see where it is failing. 
A lot of routing is happening on the Internet, and if one point breaks down, you will 
have trouble. In most cases, the problem is near one end or the other. Switching 
within an ISP sometimes goes awry, and Tracert is useful in finding out where the 
problem lies. We can use as an example. the www server at Microsoft. Microsoft's 

TCP/IP Core Networking Guide 407 



public server does not answer pings, giving the appearance of a routing problem. 
A trace to www.microsoft.com might look like this: 

C:\)tracert www.microsoft.com 
Tracing route to microsoft.com [207.46.131.28] 
over a maximum of 30 hops: 

1 10 ms <10 ms 10 ms 209.178.125.1 
2 21 ms 20 ms 20 ms s5-5-i4-brOl-pas.neteng.itd.earthlink.net [207.2 

17.50.25] 
3 20 ms 

7.2.33] 
4 20 ms 

7.1.67] 
5 20 ms 
6 20 ms 
7 20 ms 
8 * 
9 50 ms 

10 50 ms 
11 40 ms 

2] 
12 * 
13 * 

20 ms 

20 ms 

20 ms 
20 ms 
20 ms 
51 ms 

. 40 ms 
40 ms 
50 ms 

* 
* 

10 ms . f5-1-0-cr01-pas.neteng.itd.earthlink.net [207.21 

20 ms f8-1-0-br03-pas.neteng.itd.earthlink.net [207.21 

10 ms p5-3.lsancal-cr5.bbnplanet.net [4.24.57.13] 
20 ms p6-0.lsancal-bal.bbnplanet.net [4.24.4.25] 
20 ms p7-0.lsancal-brl.bbnplanet.net [4.24.4.2] 
30 ms p4-0.evrtwal-bal.bbnplanet.net [4.0.6.38] 
50 ms pl-0.evrtwal-crl.bbnplanet.net [4.24.5.102] 
60 ms p0-0.mscanyonpark.bbnplanet.net [4.24.125.66] 
40 ms icpmscomc7502-al-00-l.cp.msft.net [207.46.129.13 

* Request timed out. 

* Request timed out. 

The trace by default goes on for 30 steps, but we truncated the last 17 timeouts for 
this list. If this were a real example, we would know that a problem existed some­
where around the router listed in line 11. 

Route 
The Route command is discussed in detail earlier in this chapter. You can also use 
the Route command for troubleshooting by creating alternate routes to a particular 
destination that you are having trouble reaching. 

Netstat 
The N etstat command displays details on current TCP lIP port connections. You can 
use command-line switches to view different sets of details. With no switch, Netstat 
output looks like this: 

C:\)netstat 
Active Connections 

Proto Local Address Foreign Address State 
Tep Biscayne:1042 EVERGLADES:netbios-ssn ESTABLISHED 
TCP Biscayne:l058 REDWOOD:netbios-ssn ESTABLISHED 
TCP Biscayne:1101 YOSEMITE:3886 ESTABLISHED 
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Nbtstat 
The Nbtstat command provides similar information to Netstat, but for NetBIOS 
names. Use Nbtstat to view the resolution tables for NetBIOS names. Use the-R 
switch to remove the cache and reload it from the Lmhosts file. 

Nslookup 
The Nslookup command looks up an IP address for a given computer name from 
the DNS server that your computer is configured to use. This command is useful for 
troubleshooting DNS problems. When you start Nslookup, it displays the host name 
and IP address of the DNS server and then provides its own command prompt. At 
this prompt, enter the name of a host and Nslookup returns its IP address. 

Netsh 
Netsh is a Windows 2000 utility that centralizes the control and monitoring of cer­
tain network services. Netsh is a command-line shell interface to a number of helper 
programs that control the configuration of specific network components. Commands 
entered at the shell are sent to the appropriate helper for implementation. 

Netsh allows you to display or modify the configuration of another currently run­
ning computer on your network. It also provides a dump command, which creates 
a script to match the current settings. The script can be saved and run in batch mode 
or on a remote computer. 

Although Netsh is a sophisticated utility, its main use is on a computer running 
Windows 2000 Server. Windows 2000 Professional does not run the services, such 
as RRAS (Routing and Remote Access Service), on which Netsh relies. 

Setting Advanced Options 
The Network And Dial-Up Connections window contains an Advanced menu with 
items for configuring a variety of network connection settings. (See Figure 24-7.) 
Some of these are shortcuts, so it is worth spending some time learning the ins and 
outs of these items. 

Network Identification 
Selecting the Network Identification command from the Advanced menu brings up 
the Network Identification tab in the System Properties dialog box. From here, you 
can change your computer's name or the domain or workgroup to which it is con­
nected. You can also run the Network Identification Wizard if you need to reset your 
computer's LAN connection. 
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Advanced Settings 
The order in which your computer attempts to connect to network services and pro­
tocols determines how quickly and efficiently the network runs. The computer on 
which Figure 24-8 was captured, for example, is configured to first try file and print 
sharing using NetBEUI and then TCP lIP. On a network using TCP lIP, this means 
that each file and print sharing attempt would first make an unsuccessful NetBEUI 
att~mpt before it used TCP lIP. 

Figure 24-7 
Network And Dial-Up Connections contains a menu that you won't see in most folders: Advanced. 

To change the order of these protocols, open the Network And Dial-Up Connections 
folder and choose Advanced Settings from the Advanced menu. On the Adapters 
And Bindings tab of the Advanced Settings dialog box (shown in Figure 24-8), 
select the connection for which you want to make the change. Then, in the Bindings 
box, select one of the protocols or services that you want to reorder and move it using 
the arrow buttons on the right. 

You can also unbind a protocol from a service by clearing the check box next to the 
protocol under the service. (For example, notice the unbound NWLink protocol in 
the figure.) 
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• Local Area Connection 2 
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OK Cancel 

Figure 24-8 
Set the adapter and bindings order in the Advanced Settings dialog box. 

Optional Networking Components 
Select Optional Networking Components from the Advanced menu, and the Win­
dows Optional Networking Components Wizard opens right away. From here, you 
can add or remove Management And Monitoring Tools, Networking Services (such 
as RIP Listen), and Other Network File And Print Services. 

Setting Up Non-TCP/IP Connections 
Although Windows 2000 uses TCP lIP by default, you are not restricted to this one 
protocol. You can configure any network adapter to use other protocols, including 
NetBEUI (typically used on small Windows-based networks), IPX (for connecting 
with Novell NetWare networks), or AppleTalk (for connecting with an AppleTalk 
File Server) protocols. Windows 2000 allows you to use more than one protocol on 
any connection, but the more protocols you configure, the slower your overall per­
formance will be. 

Note Most of the Windows 2000 AppleTalk functionality is available only on 
Windows 2000 Server. This includes File Server for Macintosh and Print 
Server for Macintosh. Windows 2000 Server can also be an AppleTalk 
router. 
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To install a new protocol: 

1. Open the Network And Dial-Up Connections folder. 

2. Right-click the connection for which you want to add a protocol and select 
Properties. 

3. Click Install, select Protocol, and click Add. 

4. Select the desired protocol from the list and click OK. 

After a protocol is installed for one adapter, it is available to all other adapters or 
dial-up connections. To configure a protocol: 

1. Open the Network And Dial-Up Connections folder. 

2. Right-click the connection for which you want to add a protocol and select 
Properties. 

3. Select the desired protocol and click Properties. If the Properties button is not 
highlighted, there are no items for you to configure. 
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Chapter 25 

Making Internet Connections 
In This Chapter 

Creating Dial-Up Connections ............................................ 416 

Connecting to the Internet Through a LAN .................................. 418 

Using Cable and DSL Connections ........................................ 421 

Configuring TCP/IP .................................................... 422 

Sharing an Internet Connection .......................................... 423 

Securing Your Internet Connection ........................................ 428 

With the proliferation of the Internet and the various means of accessing it, net­
work connections have become increasingly diverse. In this chapter, we discuss ways 
of connecting your computer to the Internet. Connections to the Internet or to a local 
area network (LAN) can be made either as direct physical connections (for example, 
a cable modem or a network interface card) or dial-up connections (for example, an 
analog modem). 

Variety is added to the mix by connections to the Internet through a LAN and con­
nections to remote LANs through the Internet. The latter connections, called virtual 
private networks (VPNs), are introduced in this chapter. (For more on VPNs, see 
Chapter 28, "Managing Incoming Connections.") Figure 25-1 illustrates the many ways 
your computer can connect to the Internet and other networks. 

Microsoft Windows 2000 groups all Internet connections into one of two categories: 
dial-up connections or network connections. 

• Dial-up connections use an analog voice/fax modem or an ISDN (Integrated 
Services Digital Network) modem. Dial-up connections typically require 
explicit acts of connecting and disconnecting each time you want to go online 
or offline. 

415 



Figure 25-1 
You can connect a computer to the Internet using a variety of possible network connections. 

• Network connections have more in common with the local area network in your 
office or home. Cable modems and DSL (digital subscriber line) connections use 
network connections. Typical network connections remain online all the time. 

You control all your Internet connections from the Network And Dial-Up Connec­
tions folder. This folder contains an icon for each connection you create and one that 
starts the Network Connection Wizard. To open the Network And Dial-Up Connections 
folder, either right-click My Network Places and choose Properties or choose Start 
I Settings I Network And Dial-Up Connections. For more information about this folder, 
see Chqpter 22, "Making Network Connections." 

The next section deals with creating your dial-up connections. Following that, we 
focus on network connections to the Internet. 

Creating Dial-Up Connections 
In Windows 2000, making an Internet connection is easy with the Internet Connec-
tion Wizard, which you can launch in either of these ways: . 

• In the Network And Dial-Up Connections folder, open Make New Connection 
to start the Network Connection Wizard. Click Next, select Dial-Up To The 
Internet, and click :f\.J ext again. 

• Open the Internet Options dialog box. (Choose Control Panel I Internet Options; 
right-click the desktop icon for Microsoft Internet Explorer and choose Proper­
ties; or, in Internet Explorer, choose Tools I Internet Options.) On the Connections 
tab, click Setup. 

The Internet Connection Wizard offers three options for setting up a connection: 
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• Sign up for a new dial-up account with an Internet service provider (ISP) in your 
area, using the Microsoft Internet Referral Service. Use this option if you do not 
currently have an account with an ISP and want to select one from Microsoft' s ~ist 
of ISPs in your area. Be aware that this list might not contain all the ISPs offer­
ing service in your area. You must have a modem connected to use this option. 

• Set up an existing dial-up account on this computer. Use this option if you have 
established an account with an ISP. The wizard attempts to use the Microsoft 
Internet Referral Service to list your ISP. If your ISP is not on the list, you can 
enter the configuration information manually in the wizard. You must have a 
modem connected to use this option. 

• Set up a connection to the Internet manually, or set up a connection through" 
your LAN. Use this option to avoid the Microsoft Internet Referral Service and 
enter your configuration manually in the wizard. Or use this option if you 
connect to the Internet through a LAN. See "Connecting to the Internet Through 
a LAN," page 418. 

In general, you will find that manually entering your configuration information is 
the approach least fraught with frustration. When setting up a dial-up connection, 
you need to provide the phone number of the ISP, your account name, and, option­
ally, your password. (If you don't enter your password here, you must enter it when 
you attempt to connect.) The wizard makes the selections used by virtually all ISPs. 
If you have different connection requirements-for example, you use a static IP 
address, a logon script, or SLIP-click Advanced on the wizard page on which you 
enter the ISP's phone number. 

After a dial-up connection is created, you have several options for opening it. You 
can open its icon in the Network And Dial-Up Connections folder. You can also create 
shortcuts to open and close connections, as described in the next section. 

But why should you have to manually open an Internet connection? Windows 2000 
strives to merge yourlocal computer and the Internet into a seamless whole. If you 
want to access a file on your hard disk, you simply open a Windows Explorer win­
dow and open folders until you get to the file you want. Why should you have to 
do anything more, such as establishing a connection, to access a Web resource? On 
the Connections tab of the Internet Options dialog box are three options that con­
trol whether and how a connection is automatically established when you try to 
access a resource on the Internet: 

• Never Dial A Connection. If this option is selected, you will always have to 
manually open an Internet connection whenever you want to access any 
Internet resource. If you try to access a resource on the Internet and no connec­
tion is established, you receive a message telling you that what you want is not 
available. 
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• Dial Whenever A Network Connection Is Not Present. If this option is selected 
and you try to access an Internet resource, a connection through a LAN is 
attempted first. If that connection is unsuccessful, your default dial-up connec­
tion is opened. If you need to supply a password, Windows displays a dialog 
box in which you can do so. 

• Always Dial My Default Connection. If this option is selected and you try to 
access an Internet resource, your default dial-up connection is opened. If you 
need to supply a password, Windows displays a dialog box in which you can 
do so. 

Creating Shortcuts for Dial-Up Connections 
If you choose to use manual connections, you might want to create desktop short­
cuts to open and close individual dial-up connections. You can assign shortcut keys 
to make connecting and disconnecting even easier. 

The easiest way to create a shortcut for opening a connection is to right-click the 
connection's icon in the Network And Dial-Up Connections folder and choose Create 
Shortcut. To disconnect, you can right-click the connection's icon in the taskbar status 
area or in the Network And Dial-Up Connections folder and choose Disconnect. 

Here's another way to easily disconnect: use Rasphone.exe, the Dial-Up Network­
ing application from Windows NT (also included in Windows 2000). You can create 
a shortcut to %SystemRoot% \System32\Rasphone.exe -v -h "connection name" 
(where connectionname is the name of the dial-up connection). 

Note Some people prefer the old Dial-Up Networking Monitor over Network 
And Dial-Up Connections for monitoring connection status. You can 
launch it by typing rasphone -s at a command prompt. For more informa­
tion about Rasphone.exe, type rasphone /? at a command prompt. 

Connecting to the Internet Through a LAN 
You'll use a LAN connection to the Internet if your connection is through another 
computer on your network. In this case, your own computer doesn't have a direct 
connection to the Internet. The other computer could be running Internet Connec­
tionSharing or a proxy server, for example. 

To set up such a connection, use the Internet Connection Wizard. (For details about 
launching the wizard, see "Creating Dial-Up Connections," earlier in this chapter.) Select 
the third option on the first wizard page (Manual Setup). On the Setting Up Your 
Internet Connection page, select the second option, (LAN). 

418 Part 7: Using the Internet 



To complete the wizard, the only real choice you need to make is whether to use 
automatic configuration. Normally, it's best to let the connection automatically dis­
cover any proxy server. If you select Manual Proxy Server, the wizard asks you to 
enter the name of the proxy server. You are also given the chance to list IP addresses 
that should not use proxy. For information about automatic configuration, see "Using an 
Automatic Configuration Script," page 421. 

Connecting to the Internet through a local area network requires a few special con­
siderations. Most LANs are set up to use private addressing, so your computer will 
not have an Internet-unique IP address. (For details about IP addresses, see Chapter 24, 
"YCP/IP Core Networking Guide.") Your private network connects to the Internet 
through one computer on the network, which acts as the gateway for the rest of the 
network. This gateway computer must perform some kind of address juggling, trans­
lating the private address of your computer to a unique public address that can be 
used on the Internet. This juggling is usually part of a proxy service. Microsoft Proxy 
Server, a proxy server designed for Microsoft Windows NT Server and Microsoft 
Windows 2000 Server, provides a proxy service, among other things. Other Windows 
components can also provide proxy services. Because many corporate and small­
business LANs use Proxy Server, we'll talk about it here; but because Proxy Server 
doesn't come with Windows 2000 Professional, we'll limit our discussion to only 
those details necessary to understand how to configure your computer to work with 
it when you are running Windows 2000 Professional. 

Proxy Server is actually a combination of three services: Web Proxy, WinSock Proxy, 
and SOCKS Proxy. Web Proxy works with Web browsers. WinSock Proxy works 
with applications that use the Windows Sockets protocol, and SOCKS Proxy pro­
vides similar services for applications that use the SOCKS protocol. On a computer 
running Windows 2000 Professional, you will be most concerned with Web Proxy 
and WinSock Proxy. 

Proxy Server also provides security features that protect your network from infil­
tration by outsiders. For more information about security, see "Securing Your Internet 
Connection," page 428; and Chapter 28, "Managing Incoming Connections." 

Note If you don't use Proxy Server (or a comparable program) on your net­
work, you can use Internet Connection Sharing, a built-in feature of 
Windows 2000 that "lets you keep your network private and allows 
all computers to safely connect to the Internet. See "Sharing an Internet 
Connection," page 423. 

Using WinSock Proxy Client 
Networks that use Proxy Server have a WinSock Proxy Client (WSP Client) that runs 
on each client computer. WSP Client is required for applications that use Windows 
Sockets, such as Microsoft Outlook Express and RealPlayer. 
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To install WSP Client, run \ \proxyserver\Mspclnt\Setup.exe, where proxyserver is 
the host name of the computer running Proxy Server. You can then go to WSP Cli­
ent in Control Panel, where you can configure your computer to use or not use WSP 
Client and you can enter the WinSock Proxy server name. 

Connecting to the Web Proxy 
You need to tell your Web browser where the Web Proxy server is located. To do 
this for Internet Explorer: 

1. Open the Internet Options dialog box (Tools I Internet Options or Control Panel 
I Internet Options), and click the Connections tab. 

2. Be sure that Never Dial A Connection is selected, and then click LAN Settings. 

3. Under Proxy Server, select Use A Proxy Server and then type the name of your 
proxy server in the Address text box. Use the form http://servername. In many 
cases, you also need to supply a port number. Enter 80, the TCP port designated 
for HTTP services. (For more information about ports, see "Securing Your Internet 
Connection," page 428.) You should also select Bypass Proxy Server For Lo­
cal Addresses to prevent Internet Explorer from using the proxy server to reach 
other computers on your local network. See Figure 25-2. 

Figure 25-2 
In this dialog box, you configure Internet Explorer to use a proxy server. 

Note You can connect to a Web Proxy server without running WSP Client on your 
computer. If you are not running WSP Client, you must use Web Proxy. 
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Using or Not Using Web Proxy 
. When you configure your Web browser to not use Web Proxy (by clearing Use A 
Proxy Server in the dialog box shown in Figure 25-2), your computer defaults to 
using WSP Client and connects to the Internet through WinSock Proxy. What's the 
difference? Usually, not much. But each proxy service supports a slightly different 
set of protocols and features; you might find that one doesn't support the protocol 
or feature you need or want. For example, Web Proxy includes a caching feature that 
can speed your Internet access. Also, many applications that use the Internet, such 
as Outlook Express, RealPlayer, and Norton LiveUpdate, use the Internet connec­
tion settings in your Internet browser by default. If one of these programs requires 
a protocol or feature not supported by one of the two proxy services (Web Proxy or 
WinSock Proxy), you can configure your browser to use the other service. 

It is beyond the scope of this book to list all the protocols and features used by these 
proxy services or the requirements of popular Internet applications. It's a simple mat­
ter to set or clear the use of Web Proxy if something doesn't work. In our experience, 
however, Web Proxy seems to be more limiting than WinSock Proxy-that is, clear­
ing Use A Proxy Server usually works better. 

Using an Automatic Configuration Script 
If your computer is on a network with a Windows NT or Windows 2000 server run­
ning Proxy Server, you might have the option of using a configuration script to 
configure the proxy settings of your browser (Internet Explorer or Netscape Navi­
gator). The system administrator can create a script to handle proxy interactions 
between proxy clients and the proxy server. The benefits of using a configuration 
script are easier system management (for the client and the system administrator) 
and improved browser performance. For details about automatic configuration, see 
"Customizing Internet Explorer," page 446. 

Using Cable and DSL Connections 
Cable (which transmits Internet data over cable television systems) and a variety of 
DSL connections (which use telephone wiring) provide a relatively inexpensive way 
for small businesses and home users to gain broadband access to the Internet. A great 
introduction to DSL is found at www.whatis.comfdsl.htm. 

Cable and DSL connections differ from dial-up connections in one important respect. 
Most cable connections use a statically assigned IP address. When you get a cable 
connection, one of the configuration parameters your ISP provides is your IP address. 
In contrast, most dial-up connections use dynamically assigned IP addresses. In this 
case, your ISP acts as a DHCP server by assigning your computer a new IP address 
every time you call. DSL connections can work either way, depending on how the 
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ISP has configured their system. (For information about DHCP [Dynamic Host Configu­
ration Protocol), see "DHCP and APIPA," page 396.) 

Cable and most DSL connections are "always on." This type of connection is often 
called a persistent connection. Some ISPs configure their DSL lines to "dial up" when­
ever you establish a connection, mimicking the activity of an analog modem. If you 
use one of these dial-up DSL connections, your ISP provides a dial-up application. 
When an ISP uses dial-up connections for DSL, the ISP also provides temporary IP 
addresses via a DHCP server. 

Note Thinking about getting DSL? You might have more options than you 
think. Check 2wire.com/dsllookup/finddsl.asp to search for companies offer­
ing DSL in your area. This site also calculates the distance from your 
location to the phone provider's central office (CO), an important factor 
in whether DSL will work for you. 

When you have a persistent connection with a static IP address, you open yourself to 
security problems. Hackers scan the Internet for open ports on IP addresses. When they 
find an open port, they attach a password breaker to the port to open it. If you have a 
different IP address each time you connect to the Internet, or your connection is es­
tablished only for short periods, hackers don't have as much opportunity to break in. 
If you have a persistent connection and a static IP address, you should invest in a 
firewall. For more information, see "Securing Your Internet Connection," page 428. 

r~ote ISPs sometimes advertise their DSL service with hyped-up language, 
leaving important details for the fine print. You see this most often with 
data rates. Fast rates are printed in bold, fluorescent colors. But check the 
rest of the advertisement for guaranteed data rates. Usually, these are much 
lower, if any guarantees are given at all. When you compare different ser­
vices, be sure that you know whether you are comparing maximum or 
guaranteed rates. 

Configuring TCP/IP 
When configuring TCP lIP for your LAN connection, the main issue to be concerned 
with is whether you use a static IP address or a dynamically assigned IP address from 
a DHCP server. You configure your IP address on the General tab of the Internet 
Protocol (TC;P lIP) Properties dialog box for the connection. Select Obtain An IP 
Address Automatically if you use a dynamically assigned IP address. Select Use The 
Following IP Address if you use a static IP address. Then fill in the IP Address, Subnet 
Mask, and Default Gateway fields. For more information, see "Setting Connection­
Specific TCP/IP Properties," page 398. 
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Sharing an Internet Connection 
Windows 2000 provides a mechanism for easily and securely sharing a single Inter­
net connection on a small home or office network without using Proxy Server. 
Internet Connection Sharing (ICS) provides Windows 2000 Professional users with 
a simple way to implement many of the benefits of Proxy Server. ICS provides scaled­
back versions of the IP address translation and name resolution services provided 
by Proxy Server and DHCP. ICS does not provide full firewall protection. 

To use ICS, you must observe some restrictions: 

• All the computers connecting through ICS must run TCP lIP. 

• The computers can't be configured for static IP addresses; they must be set up 
to obtain an IP address automatically. 

• There cannot be a Windows 2000 Server domain controller, DHCP server, or 
DNS server running on the network. 

The presence of a DHCP or DNS server or of Active Directory implies the existence 
of a server (either Windows 2000 Server or Windows NT Server) on your network. 
If you have a server, you should use the Network Address Translation (NAT) routing 
protocol to achieve Internet sharing. NAT is a Windows 2000 Server component that 
offers more configuration options than ICS (which offers, let's see, none). In addi­
tion, NAT supports the use of multiple public IP addresses, whereas ICS can use only 
one public IP address at a tIme. (The address can change each time you connect to 
the Internet, but you can't have more than one simultaneous connection.) 

Note You can add a Windows 2000 Server domain controller to a network that 
already has ICS set up without interfering with ICS. However, in that 
case, you're probably better off using the additional capabilities of Win­
dows 2000 Server to share an Internet connection. 

Setting Up Your Network for a Shared Connection 
To use ICS, you should have a network configuration like one of those shown in 
Figure 25-3. All the computers on the network must be configured to use TCP lIP 
as their network protocol. However, these computers can use any operating system 
that supports TCP lIP and DHCP. One of the computers must have a connection to 
the Internet, either through a network interface card (NIC) connected to a cable 
modem or DSL modem, or through an analog modem and dial-up connection. It also 
must be connected to the local network through a separate NIC. We call this the 
gateway computer. This discussion assumes that the gateway computer runs Windows 
2000. Windows 98 Second Edition also supports ICS. 
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The network configuration for Internet Connection Sharing requires two NICs (or, for 
dial-up connections, one NIC and an analog modem) in the gateway computer. 

Note If your computer has more than one NIC installed (for example, if you 
have one that connects to your LAN and one that connects to a cable 
modem), rename one (or both) of the connections in the Network And 
Dial-Up Connections folder so that you can readily differentiate them. 

Using a Router Instead of ICS 
Another way to configure your network for sharing a connection is to use a router 
to connect the rest of the network to the Internet, as shown in Figure 25-4. (A router 
is like an intelligent network hub. But instead of passing all packets to the rest of the 
network, as a hub does, a router keeps LAN traffic on the local subnet and routes 
nonlocal traffic to the Internet.) Inexpensive cable/DSL routers are available from 
Linksys (www.linksys.com) and other manufacturers. You configure the router using 
software that comes with it. 

With ICS, whenever anyone on the network wants to use the Internet, the gateway 
computer must be turned on (although no one needs to be logged on). The router setup 
works well if you don't have a computer that's always on; any computer can access 
the Internet at any time, without depending on another computer to be running. Because 
routers send packets only to the intended destination port, they can increase network 
speed, which can be important with some multimedia and multiplayer gaming appli­
cations. Some routers offer additional security and options that aren't available with 
ICS. Nevertheless, ICS is powerful, easy to configure-and free. 
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Figure 25-4 
A router can provide an alternative method of sharing a high-speed Internet connection. 

Configuring and Using ICS 
When you enable ICS on your gateway computer, ICS becomes the network's DHCP 
server and assigns network addresses to all the computers on your network. It as­
signs the address 192.168.0.1 to the gateway computer and then uses the range 
192.168.0.2 to 192.168.0.254 for the rest of your network. The subnet mask for all com­
puters is set to 255.255.255.0, and the default gateway address is set to 192.168.0.1, 
the address of your gateway computer. (To verify these settings, you can run 
Ipconfig.exe; for details, see "Using Tools for Network Troubleshooting," page 406. DHCP 
servers, addresses, and masks are described in "Introduction to TCPjIP," page 387.) You cannot 
change these defaults in ICS. 

The secret of ICS's ability to share one IP address among several different comput­
ers is the use of ports. For information about ports, see "Understanding TCPjIP Ports and 
Security," page 429. For now, it is enough to think about an IP address as an airport 
and a port as an individual gate at that airport. When an application on one com­
puter makes a call to an Internet address, it sends a data packet containing both the 
sending computer's IP address and the destination computer's IP address. Each ad­
dress has a port number appended to it. That way, when the data packet gets to the 
destination "airport," it knows which "gate" to use. This combination of IP address 
and port number is called a socket. Likewise, when the destination computer sends 
back a data packet in response, it knows which "gate" to use at the original send­
ing computer. When you use ICS, the data packets are intercepted on the way out 
and on the way back in. ICS intercepts the outgoing packet, notes where it came from, 
selects a currently unused port, appends that to its own public IP address, and re­
places the sending computer's address with this socket. When the destination com­
puter responds, the data packet is sent to the ICS computer at the assigned port. 
When ICS sees a data packet at that port, it forwards the packet on to the original 
sending computer. As a result, the destination computer sees only the address of the 
computer running ICS, not that of any of the computers running behind it. This hid­
ing of computers behind the gateway provides security for them because no one on 
the Internet has direct access to them. The gateway computer needs additional pro­
tection. See "Securing Your Internet Connection," page 428. 
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Configuring the Gateway Computer 
Enabling ICS on the gateway computer is extremely easy: 

1. In the Network And Dial-Up Connections folder, right-click the Internet con­
nection you want to share and choose Properties. 

2. Click the Sharing tab and select Enable Internet Connection Sharing For This 
Connection. 
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3. If you are using a dial-up connection, select Enable On-Demand Dialing. (If you 
clear this check box, users at other computers can access the Internet only when 
you're already connected.) 

Note To enable sharing, you must be logged on as a member of the Adminis­
trators group. 

Configuring the Client Computers 
Because ICS operates as a DHCP server on your gateway computer, you must con­
figure the other computers on your network to use DHCP to obtain an IP addressJ 
(This is the default configuration in Windows 2000.) To confirm the proper configu­
ration of a Windows 2000 client: 

1. In the Network And Dial-Up Connections folder, right-click the LAN connec­
tion and choose Properties. 

2. Select Internet Protocol (TCP lIP) and click Properties. 
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3. Select Obtain An IP Address Automatically and Obtain DNS Server Address 
Automatically. 
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For more information about YCP/IP configuration, see Chapter 24, "YCP/IP Core Net­
working Guide." 

Note It's important to recognize that you do not need to set up an Internet con­
nection on the client computers. Instead, they connect (indirectly) to the 
Internet through their LAN connection. 

To configure Internet Explorer (and other Internet applications that rely on Internet 
Explorer's connection settings): 

1. Open the Internet Options dialog box and click the Connections tab. 

2. Select Never Dial A Connection and then click LAN Settings. 

3. In the Local Area Network (LAN) Settings dialog box, clear all the check boxes. 

Sharing a VPN Connection 
Windows 2000 Professional also allows you to share a virtual private network (VPN) 
connection in the same way you share an Internet connection. (For more information 
about VPNs, see Chapter 28, "Managing Incoming Connections.") Because a shared VPN 
connection relies on ICS, the same restrictions apply. (All computers must use rCp 
lIP and must be configured to obtain an IP address automatically, and the network 
can't have a DHCP server or a DNS server set up.) 

To share a VPN connection, right-click the VPN connection you want to share (in 
the Network And Dial-Up Connections folder) and choose Properties. Click the 
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Sharing tab and select Enable Internet Connection Sharing For This Connection. 
Then, from the For Local Network list, select the network to which you want to grant 
VPN access. If the VPN connection is active, you must disconnect and then recon­
nect to enable sharing. 

Securing Your Internet Connection 
When you connect to the Internet, you put yourself at risk. You can manage this risk 
if you understand its nature. Internet security is an enormously complicated topic 
with reams of material written about it. In this chapter, we restrict our focus by 
assuming that you use your Internet connection for outbound connections only. That 
is, you use Internet Explorer, Outlook Express, and other Internet applications so that 
you can connect to other computers on the Internet. You are not hosting a Web site 
or running an FTP server or in any other way allowing connections to be initiated 
by outside computers. We discuss the security issues that arise when you allow others on 
the Internet to establish connections with your computer in Chapter 28, "Managing Incoming 
Connections. " 

It's important to realize that to use the Intemet--even to initiate outbound connections­
you need two-way connectivity, which means that the bad guys have a potential 
avenue to get in whenever your computer is connected to the Internet. Unfortunately, 
unless you take some steps, a hacker can initiate a connection to your computer and 
compromise your privacy or damage your computer. 

Some argue that the world has two categories of hackers. The Good Hackers ferret 
out and expose software security problems with benign, or even beneficial, intent. 
Their motivations tend to be curiosity combined with a desire for programming 
excellence. The Bad Hackers also ferret out and expose security problems, but with 
maleficent intent. Their desire is to steal and cause destruction. Whether or not this 
distinction has any meaning in the real world, hackers are out there, and they are 
interested in ~reaking into your computer. . 

What can hackers do? They can 

• Retrieve files from your computer, including financial data and temporary 
Internet files showing secure information 

• Place files on your computer, including viruses and Trojan horses (programs 
that run on your computer and aid the hacker in accessing your computer) in 
the form of e-mail attachments, ActiveX components, or Java scripts 

• Monitor your Internet activity by observing the sites you visit and intercept­
ing passwords, credit card numbers, and other sensitive information 

• Disrupt your computer's functions with attacks called denial-of-service, which 
can overwhelm your computer and cause it to crash or slow to a screeching halt 
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Hackers can also use your computer to carry out attacks on other computers. By 
placing the code they want to use on your computer, they obfuscate their own loca­
tion and make it difficult to track their attacks. 

As you can see, security and privacy are tightly connected. A lack of security poses 
a threat to your privacy. When hackers gain access through security lapses to your 
private information, they can use your credit cards, gain access to your bank accounts, 
even assume your identity. The potential harm is great. Fortunately, the prevention 
is relatively easy. 

Understanding TCP/IP Ports and Security 
TCP lIP, on which the Internet is built, uses an addressing scheme comprising IP 
addresses and ports. We can think of the Internet as a large group of interconnected 
nodes, where a node might be an individual computer, a router, or a gateway to a 
private network. Each node has a unique IP address. TCP lIP defines 65536 ports for 
each IP address. Remember that if we compare an II? address to an airport, a port is 
like a gate at the airport. Ports are the particular entry and exit points for each IP 
address. Ports 0 through 1023 are assigned to particular programs or processes. The 
other ports are loosely assigned or unassigned. (See www.isi.edu/in-notes/iana 
/assignments/port-numbers for more information on port assignments.) For example, 
by convention, port 20 is used for FTP and port 25 for SMTP. If you want to connect 
to the FTP server on a remote computer, you send a request to port 20 on that com­
puter. Conversely, at the remote computer, the FTP server monitors port 20 for service 
requests. And this is the root of the problem. 

When you are connected to the Internet, each of your TCP ports can be set to opened 
or closed. Open ports accept data packets, process them, and send acknowledgments 
to the originating computer. Closed ports disregard data packets but send a notice 
to the originating computer that the port is closed. Hackers run scanning programs 
looking across the Internet for ports at active IP addresses. If they find an open port, 
they can enter through that port and manipulate the process assigned to it, if any. 
They can also trick an open port into allowing them access to other parts of your 
computer. Using open ports, hackers can gain access to your files, deposit files on 
your computer, and monitor your network activity. 

But even if they find a closed ports, hackers can still cause damage in two ways. They 
can exploit known security holes associated with the port and gain access to your 
computer. They can also launch a denial-of-service attack against that port. A denial­
of-service attack overwhelms your computer, causing it to crash. 
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Note One important step in keeping your computer secure is to regularly check 
for and download security patches to your software. These patches fix 
security holes discovered after the release of a product. Ch~ck Microsoft's 
site at www.microsoft.com/security for its latest security bulletins. 

Understanding Firewalls 
Firewalls are programs that overcome the difficulties described in the previous sec­
tion. Different firewall programs have slightly different features. But they all isolate 
computers from the Internet. 

The principal firewall activity is packet filtering. Packet filtering can be assigned to 
one or more ports to inspect each packet that is addressed to the port and decide 
whether it should be allowed through. In most implementations, packet filtering 
makes its decisions based on one or more of the following: 

• The originating IP address 

• The originating port 

• The destination IP address 

o The destination port 

• Whether the packet is attempting to initiate a connection or is a continuation 
of an existing connection 

In effect, packet filtering adds a mode that is more secure than closed mode, because 
a port using packet filtering can disregard any packets sent to it without replying 
to the originating computer. If a hacker scans for this port and receives no return ac­
knowledgment, the port (and IP address) will appear to not exist and the hacker will 
move on. This is a great security feature because you don't want hackers spending 
time trying to open closed ports on your computer. 

Packet filtering is selective in two senses. It can be applied to some ports and not 
others. For example, if you are running a Web server that uses port 80, you can leave 
that port open and close all others. Packet filtering can also be selective about what 
it allows to pass through a port it is protecting. You can allow packets from selected 
computers to connect to selected ports. By doing so, you can create a private "tun­
nel" through the Internet. (We discuss tunneling in Chapter 28, "Managing Incoming 
Connections.') This also allows you to set up a Web server that only your friends can 
access (if they have static IP addresses assigned to their computers). 

You can also allow in packets that are a continu~tion of an already established 
connection. This is what allows you to turn off all your ports and still establish a connec­
tion. Otherwise, you would filter out packets sent back to you. Packets contain a bit 
that tells whether they are initiating a connection or continuing a connection. The 
filter is typically set to allow continuing packets through but not initiating packets. 
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Note You can find lots of information about firewalls on the Internet. A 
good place to start your exploration is grc.com/su-firewalls.htm or 
ftp://ftp.greatcircle.com/pub/firewalls/FAQ. 

Various firewall programs differ in how you set up packet filtering and what level 
of control you can exercise. Some come with a set of predefined security levels, 
meaning sets of packet filtering definitions. Others allow or require you to set up 
your own definitions. 

A feature in newer firewalls is application-level filtering. This type of filtering decides 
which programs on your computer get access to the Internet. For example, you can 
allow access to Internet Explorer and Outlook Express but not FTP. This feature is 
directed primarily at blocking Trojan horses. With application-level filtering, even 
if a hacker manages to install a Trojan horse on your computer and later to activate 
it, the firewall prevents it from sending information over the Internet unless it is on 
the list of privileged applications. 

Selecting a Firewall 
Many software firewalls and hardware firewalls are available, ranging from free 
personal firewalls to expensive corporate firewalls. Windows 2000 has some firewall 
features, as we discuss in the following section. Firewall technology is evolving 
rapidly-even by Internet time standards-so rather than making specific product 
recommendations, we offer these guidelines for selecting one: 

• Firewalls should implement your security policies. If you are a home user who 
simply wants toblock all access to your computer from the outside, you will 
require a different firewall than a company hosting a Web server, an FTP server, 
and a RealServer server. You should define what your security requirements 
are before you select a firewall. 

• You should choose a firewall that does not require more expertise than you have 
or are willing to obtain. Some firewalls require you to set individual routing 
rules using arcane instructions. This type of setup gives you total control over 
how your firewall performs, but if you don't want too much complexity, get a 
firewall with predefined settings you can select. 

• You should choose a firewall that includes some form of application-level fil­
tering. In the current Internet hacking environment, this is a must-have feature. 

• Firewalls provide differing levels of monitoring. You should decide how much 
of your Internet activity you want to monitor, and choose a firewall that pro­
vides that capability. 
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Packet Filtering and Trojan Horses 
Trojan horses are small programs that work much like their Greek namesake. Tro­
jan horses can be installed on your computer through an open port. Once installed, 
they listen to a (usually high-numbered) port until their creator contacts them though 

, that port. After they are contacted and activated, they perform whatever malicious 
purposes their owner requests, such as sending out files or other information from 
your computer, monitoring your activities, or launching an attack on another com­
puter using your IP address as cover. 

Properly implemented packet filtering foils Trojan horses even if they do get 
installed. Because you can selectively turn on only the ports you use, the port the 
Trojan horse wants to use can be turned off, thus making it impossible for its cre­
ator to contact and activate it. 

Some firewalls include a feature especially designed to prevent the activity of Tro­
jan horses: application-level filtering. With such a firewall, you can specify which 
programs or processes on your computer are allowed to communicate over the 
Internet. Because vou do not add anv Troian horses to the list of nrivileo-en nr()o-ram~_ - -" " 'J" - - -- .-. -. -- -···r·····-·-----o---r--o------- I 

they are not able to communicate with the outside world. 

Using Windows 2000 Packet Filtering 
Windows 2000 allows you to set up limited packet filtering through the network 
connection properties. This capability is limited because it filters only incoming 
packets and does not allow filtering by IP address. Windows 2000 also has more sophis­
ticated packet filtering capabilities, which we discuss in Chapter 28, "Managing Incoming 
Connections. " 

To configure packet filtering: 

1. Open the Properties dialog box for the connection you are setting up. 

2. Select Internet Protocol (TCP lIP) and click Properties. 

3. Click Advanced and then select the Options tab. 

4. Click TCP lIP Filtering and then click Properties. The TCP lIP Filtering dialog 
box opens, as shown in Figure 25-5. 

5. To enable packet filtering, select Enable TCP lIP Filtering (All Adapters). 

You have options to set filtering for TCP ports, UDP ports, and IP Protocols. UDP ports 
are almost the same as TCP ports, except that TCP ports send acknowledgments 
for all packet transmissions, whereas UDP does not. UDP is used for transmissions 
such as streaming media, for which a few lost packets don't make a difference. IP pro­
tocol is a number (in the range 1 through 255) that identifies thetype of IP packet 
to an upper-layer protocol. Common identifiers are 6 for TCP, 17 for UDP, and 1 for 
ICMP. 
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Set packet filtering options in this dialog box. 

For each protocol, you can select Permit All or Permit Only. Permit All means not 
to filter any ports-that is, permit all packets. If you select Permit Only, you then add 
the port or protocol numbers you want to open. The rest will be closed. Because the 
packet filtering you set here is only for incoming packets, you need to open only ports 
that you want other computers to access. For example, if you run a Web server, you need 
to open port 80 so that anyone wanting to reach your site can do so. You don't 
need to open port 80 in order to reach another Web site yourself, because connections 
you establish from the inside are not blocked. Note, however, that this procedure 
closes ports only in the sense discussed previously. Windows 2000 packet filtering 
still sends a response to inquiring computers and thus does not supply the added 
"stealth" mode of most third-party firewalls. 

Warning The most important security setting on any connection to the Internet, 
whether it is a dial-up connection or a network connection, is File And 
Printer Sharing For Microsoft Networks. Enabling this setting opens the 
door to your entire computer to nefarious hackers. You should ensure that 
it is disabled on any Internet (but not LAN) connections. 

Closing Ports 137, 138, and 139 
TCP ports 137 through 139 are used by NetBIOS, a totally trusting network protocol 
meant for isolated local networks. File And Print Sharing uses NetBIOS. Therefore, 
whenever these ports are open to the Internet, everyone on the Internet has File And 
Print Sharing access to your computer. This is true even if you use password pro­
tection, because passwords can be broken. It does not take a hacker much effort to 
scan yo:ur IP address, find the open NetBIOS port, crack your password, and gain 
access to all your fil~s. Even though NetBIOS is entirely unnecessary for Internet 
connections, it is enabled by default. Closing this port should be the first thing you 

Making Internet Connections 433 



do when creating your Internet connection. If you don't want to use TCP lIP filter­
ing as described previously, you can easily use another two-step process for closing 
these ports. You might as well perform these steps anyway, because they reduce the 
overhead on your network. 

1. Unbind NetBIOS from your TCP lIP protocol. Open the Network And Dial-Up 
Connections folder. Right-click the icon for your Internet cqnnection and choose 
Properties. Under Components Checked Are Used By This Connection, clear 
Client For Microsoft Networks and File And Printer Sharing For Microsoft 
Networks if these options are listed. 

2. Select Internet Protocol (TCP lIP) and click Properties. On the General tab, click 
Advanced. Click the WINS tab and select Disable NetBIOS Over TCP lIP. 

Testing Your Port Security 
. You can test the security of your Internet connection at the Gibson Research Web site 

(https://f<rc.com/x/ne.dll?bhObkyd2). This site performs a scan of your IP address and 
ports as a h.acker might do and reports the status of mostcommol1ly used ports. This . 
site also contains a wealth of information on Internet security. (If the preceding link 
doesn't "\lork for you, go to grc.com and then click the link to Shields UP. 
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Chapter 26 

Internet Explorer: 
Beyond Browsing 

In This Chapter 
Downloading from the Internet ........................................... 435 

Using Security and Privacy Features ................... : .................. 440 

Customizing Internet Explorer ........................................... 446 

Microsoft Windows 2000 comes integrated with Microsoft Internet Explorer 5 as 
the default tool for accessing Web pages from the Internet or a local intranet. Internet 
Explorer's integration reflects the increased importance of Web activity for most com­
puter users today. Reflecting the range of expertise of Windows users,Internet 
Explorer can be used with little or no modification by novices, but it also has exten­
sive possibilities for tailoring by expert users. We discuss in this chap\er several of 
these advanced configuration features. 

Note In Windows 2000, Internet Explorer is an integral component of the operat­
ing system. You cannot remove it using Add/Remove Programs. But if 
you prefer another browser, you need only install it. If Internet Explorer 
continues to nag you with its desire to be the default browser after you've 
installed another, you can quench that desire with a visit to Control Panel 
I Internet Options I Programs; clear the Internet Explorer Should Check 
To See Whether It Is The Default check box. 

Downloading from the Internet 
A common activity of users on the Web is downloading files. These files might be 
shareware utilities, games, ActiveX components, video clips, or many other types 
of files. 
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Determining Where Downloaded Files End Up 
Internet Explorer maintains two folders for downloaded files. The first, Temporary 
Internet Files, stores three sets of files: 

• HTML files, graphics and sound files, and other files used on the Web pages 
you view 

• Cookies, which some Web sites use to store information about you 

• Files you are downloading to another destination, which are stored in this 
folder until the download is complete 

Temporarily storing Web page files increases the speed at which Internet Explorer 
can display Web pages, because it can use the cached files rather than download­
ing them again from the Internet. 

The Temporary Internet Files folder, which is hidden, is located by default at 
%UserProfile% \Local Settings \ Temporary Internet Files. You can access this folder 
using Windows Explorer; bilt a better way is to access it through the Internet 
Options dialog box. On the General tab, click Settings to display the dialog box 
shown in Figure 26-1. In the Settings dialog box, you can click View Files to open a 
Windows Explorer view of the Temporary Internet Files folder. You can perform any 
ordinary file operation from here. 
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Figure 26-1 
You can manage the Temporary Internet Files folder from the Settings dialog box. 

If you want to move the Temporary Internet Files folder-say, to a drive with more 
free space-you can do that from the Settings dialog box. You need to create the new 
folder first and then click Move Folder. In the Browse For Folder dialog box, select 
the new folder and click OK. The move can take a while, and you will be asked to 
log off to complete the move. 

436 Part 7: Using the Internet 



The Settings dialog box gives you four options for using these temporary files. Each 
option strikes a different balance between the opposing desires for quick display and 
current information. The options are stated in terms of how often Internet Explorer 
should check the files in the Temporary Internet Files folder for updates. 

• Every Visit To The Page. This option causes Internet Explorer to check files 
every time you access a page. If the temporary files are still current, they are 
displayed. Otherwise, the new files are downloaded and displayed. This op­
tion ensures that the information you see is always current, but it slows your 
browsing. 

• Every Time You Start Internet Explorer. This option causes Internet Explorer· 
to check files once per Internet Explorer session. Thus a check is made the first 
time you visit a page after you open Internet Explorer but not again until you 
close Internet Explorer and then reopen it. If you have Internet Explorer open 
over the course of two days and you revisit a page that you visited the previ­
ous day, Internet Explorer checks the files again. 

• Automatically. This option is the same as the Every Time You Start Internet 
Explorer option except that Internet Explorer tabulates how often pages are 
actually updated. If a page is not updated frequently, Internet Explorer reduces 
the frequency with which it checks that page. 

• Never. This option causes Internet Explorer to never check for newer files 
and to always display what is in the Temporary Internet Files folder. If you're 
in the habit of covering your tracks by clearing the Temporary Internet Files 
folder whenever you quit Inte~net Explorer (an option you can select in the 
Security section of the Advanced tab in the Internet Options dialog box), the 
folder will contain little of value-so you might as well eliminate the overhead 
of checking it. 

In all cases, clicking the Refresh button causes Internet Explorer to check for updated 
files. Files remain in the Temporary Internet Files folder until the allotted disk space 
is used, whereupon files are deleted on a first-in, first-out basis. You control the 
allotment of disk space in the Settings dialog box. 

Normally, when you download a file from the Internet, a dialog box asks whether 
you want to download or open the file. If you choose to download the file, another 
dialog box asks for a file location. The first dialog box contains the option Always 
Ask Before Opening This Type Of File. If you clear this option and download the file, 
you will not receive this prompt for any future downloads of the same file type (that 
is, files with the same file name extension), and the files will be stored in the Tem­
porary Internet Files folder and opened when the download is complete. If you have 
cleared this option for a particular file type but want to revert to being prompted for 
a file location, follow these steps: 

1. In Windows Explorer, choose Tools I Folder Options I File Types. 
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2. From the Registered File Types list, select the file name extension you want to 
modify and click Advanced. 

3. Select Confirm Open After Download. 

The second folder for downloads, the Downloaded Program Files folder, stores 
ActiveX controls. When you accept the download of an ActiveX component (depending 
on your security settings, Internet Explorer either prompts you for each component or 
downloads all signed components automatically), it is stored in this folder. Downloaded 
Program Files is a hidden folder in the %SystemRoot% folder. You can open the Down­
loaded Program Files folder by clicking View Objects in the Settings dialog box. 

Note Your offline Web page files are stored in another hidden folder, 
%SystemRoot% \Offline Web Pages. You can access this folder in Win­
dows Explorer, but it is usually more convenient to manage your offline 
Web pages using the Items To Synchronize dialog box. You can reach 
it from Internet Explorer (Tools I Synchronize) or from the Start menu 
(PrograrrLs I Accessories I Synchronize). 

You can remove ActiveX components in two ways. If the component is listed in the 
Add/Remove Programs dialog box, remove it from there. If it is not listed in Add 
/Remove Programs, open the Downloaded Program Files folder, right-click the 
unwanted component, and choose Remove. 

t~ote You can check for an update to an ActiveX control by right-clicking the 
control's icon in the Downloaded Program Files folder and choosing . 
Update. 

Using FTP Folders 
Internet Explorer adds new functionality for viewing file transfer protocol (FrP) sites . 

. FrP folder view allows you to view and traverse FTP sites in much the same way 
you view and traverse your hard disk or LAN using Windows Explorer, thereby pro­
viding consistency in the way you see local and Internet files. If you have Enable Web 
Content In Folders turned on (in the Folder Options dialog box), you will see addi­
tional information about FrP files and folders. 

To view a site that allows anonynl0us logons, sinlply type the URL in the Address 
bar of Internet Explorer or Windows Explorer. To connect to an FTP server that 
requires you to provide your user name and password, you can include your logon 
information in the Address bar, as in this example: 

ftp://name:password@ftp.microsoft.com 

Alternatively, after you arrive at the site, you can open the File menu (or right-click 
in the window) and choose Login As to provide your logon credentials. Regardless 
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of who you log on as-even if you use anonymous logon-you can tell who you're 
logged on as by looking at the status bar or, if you're using Web view, by checking 
the left side of the folder window. See Figure 26-2. 
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Web view shows that this user is logged on as Anonymous. 

The FTP folder feature does not support the following functionality: 

• Connecting to the Internet using a CERN proxy server or Web proxy server 

• Connecting to a Virtual Address Extension (VAX) or Virtual Memory System 
(VMS) FTP server 

• Using Internet Explorer from within a separate program or service 

• Copying files from one server to another 

• Moving files using drag-and-drop functionality from an FTP server 

• Using the Copy command on the Edit menu and shortcut menus for files on 
an FTP server (although you can copy local files and paste them on an FTP 
server) 

You might also be limited to viewing and downloading files if you are connecting 
through an FTP proxy. 

You can tum off Web-based FTP folders by clearing Enable Folder Views For FTP Sites 
on the Advanced tab of the Internet Options dialog box. In that case, you must use 
an FTP gateway or another FTP client to access FTP servers. For information about 
the command-line FTP client included with Windows 2000, see Chapter 31, "Using the 
FTP Clients." 
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Using Security and Privacy Features 
Security and privacy are among the greatest concerns for most Internet users. Internet 
Explorer provides numerous options for controlling the type and amount of secu­
rity and privacy you want to maintain. Access to these options is primarily through 
the Internet Options dialog box; you can open it by choosing Tools I Internet 
Options in Internet Explorer or by opening Control Panel I Internet Options. 

Using Digital Certificates 
Digital certificates make two important security features on the Internet possible: 
signing and encrypting. Signing authenticates the identity of people and organiza­
tions on the Internet. If an e-mail message you receive or a program you download 
is digitally signed, you are assured that the identity claimed by the originating person 
or organization is genuine. Encryption hides information from anyone not authorized 
to see it. . 

Digital signature and encryption schemes use three items: public keys, private keys, 
and a certification authority (CA). You use your private key when you digitally sign 
a document or program or when you encrypt a message you send to someone else. 
It's essential to keep your private key secure, because any unauthorized access to it 
compromises your entire security scheme. People to whom you send signed or 
encrypted documents use your public key to confirm your identity or decrypt what 
you have encrypted. 

The use of public and private keys, called asymmetric cryptography, is an important 
development in security schemes. In the past, the same key was used to encrypt and 
decrypt messages, which meant that both the sender and the recipient needed the 
key. Transmitting the key from sender to recipient was itself a significant security 
problem. The use of private and public keys removes that problem. 

A certification authority assigns certificates to individuals and organizations. The CA 
takes responsibility for verifying the identity of the individual or organization 

. applying for the certificate before granting it. After verifying the requester's iden­
tity, the CA assigns that requester a public key and a private key and provides a digi­
tal certificate signed with the CA's own private key. The validity of the certificate 
is therefore only as good as the trust in the CA. Internet Explorer maintains a list of 
trusted certification authorities and is configured with several CAs' certificates 
preinstalled. nVe explain how to add or remove trusted CAs in the following Section.) The 
CA also maintains a database of revoked certificates. You can configure Internet 
Explorer to check the CA for revoked certificates; see" Setting Advanced Options," page 455. 

Note Microsoft maintains a Web page that discusses certification authorities 
at www.microsoft.com/windows/oe/certpage.htm. 
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The digital certificate contains three main items: identification information about the 
sender, the sender's public key, and the CA's validation of the certificate signed with 
its private key. This certificate is required whenever you send or receive a signed 
or encrypted document or program. It needs to be sent only once, though, because 
Internet Explorer stores for future use all certificates that it receives. 

Both public and private keys are required for encryption and decryption. For 
example, when you use your private key to encrypt a message, that message can be 
decrypted only with your public key. So, if you want to send secure e-mail to 
others, you must first send them your public key as part of your personal certificate. 
Then, when you send them a message encrypted with your private key, they can 
decrypt it with your public key. If they want to send an encrypted message in 
return, they must encrypt it with their private key, and you must have their public 
key to decrypt it. 

Software distribution over the Internet works much the same way. A software vendor 
uses a private key to digitally sign a piece of software, which is then made available 
for download. A certificate containing both the public key and an authorization 
from a certification authority is attached to the program. When Internet Explorer 
sees the signature and certificate, it displays a warning and asks whether you want 
to continue with the download, as shown in Figure 26-3. The warning contains three 
important notices. The first names the program you are about to install and the date 
of its signing. The program name might be a link to more information about the 
program, supplied by the publisher. The second notice is the name of the publisher, 
which might also be a link to more information. The third notice provides the name 
of the CA and a statement of the certificate's authenticity. At the bottom is a check 
box that lets you choose to always trust content from that publisher. If you select this 
option, that publisher is added to your list of trusted publishers and any future 
content from that source will be downloaded and installed without notification. 

The signing process starts when the software is ready for delivery. At that time, the 
publisher signs it using its private key. If the program is subsequently tampered with, 
the signature is invalidated. When Internet Explorer begins downloading the pro­
gram and sees the signature, it checks the validity of the certificate and presents a 
warning similar to the one shown in Figure 26-3. Internet Explorer watches for sig­
natures on ActiveX files, cabinet files, Java applets, and executable files. 

Note Certificate technology is also used for network credentials. Certificates 
can be used in conjunction with smart cards to manage logons and access 
to network resources. 
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Figure 26-3 
A warning indicates a digitally signed program. 

Installing and Removing Trusted Certificates 
For Internet Explorer to validate a certificate for a program, the CA's c;ertificate must 
be stored in Internet Explorer's list of Trusted Root Certification Authorities. If a 
program is certified by a CA that does not appear in this list, the warning message 
displayed by Internet Explorer (similar to the one shown in Figure 26-3) indicates 
that the root certificate has not been enabled as a trusted root and the content can­
not be verified. You can still download the file if you choose to. If you click the link 
attached to the publisher's name, the Certificate dialog box opens. Clicking Install 
Certificate installs the CA's certificate in Internet Explorer's list of Trusted Root 
Certification Authorities. 

You add or remove trusted certificates by using the Certificates dialog box. Open 
the Certificates dialog box by clicking Certificates on the Content tab of the Internet 
Options dialog box. The Certificates dialog box has four tabs, as shown in Figure 26-4 .. 

• Personal. This tab contains certificates with an associated private key (typically, 
your own personal certificates). 

• Other People. This tab contains certificates with an associated public key. This 
category contains all certificates that are not in the Personal category and did 
not come from CAs. 

e Intermediate Certification AuthorHies. This lab conlains all certificates from 
CAs, including trusted root certificates. 

• Trusted Root Certification. This tab contains self-signing certificates. You intrin­
sically trust content from people and publishers with certificates issued by 
these CAs. 
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To remove a certificate, select it and click Remove. You can add certificates when you 
receive warnings, as described earlier, or by importing them from a file. To use the 
latter method, simply click Import and follow the wizard. The Certificates dialog box 
also allows you to export certificates to a file. With the export and import functions, 
you can move trusted certificates from one computer to another. 
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Figure 26-4 
The Certificates dialog box lists all certificates you have received. 

Adding and Removing Trusted Publishers 
As we explained earlier, you can designate publishers as trusted, and you are not 
notified when you download software from trusted publishers. You add trusted 
publishers by selecting the Always Trust Content From check box in the Security 
Warning dialog box. (Refer to Figure 26-3.) 

To remove a trusted publisher from your list, click Publishers on the Content tab 
of the Internet Options dialog box. Select the publisher you want to remove and 
click Remove. 

Using Security Zones 
The Security tab in the Internet Options dialog box controls the predefined security 
zones used by Internet Explorer to assist in defining diffe~ent levels of security for 
different sites. By default, Internet Explorer uses one of two zones to store sites: Local 
Intranet and Internet. When you open a Web page, Internet Explorer determines 
which zone the page is in and applies the respective security settings. You can apply 
either of two additional zones to sites on an individual basis: Trusted Sites and 
Restricted Sites. To add or remove a site in either of these zones: 
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1. On the Security tab of the Internet Options dialog box, select the zone (Trusted 
. Sites or Restricted Sites) to which you want to add a site. 

2. Click Sites. 

3. Type the URL of the site you want and click Add. 

Note Microsoft Internet Explorer 5 Power Tweaks Web Accessories provides 
an easier way to add sites to these lists. Instead of navigating through 
dialog boxes and typing URLs, a simple command on the Tools menu 
adds the current site. For more information, see If Adding Microsoft Web 
Accessories," page 460. 

For each zone, you can choose one of four predefined security levels, or you can 
customize the settings for any zone. The security setting includes such items as what 
to do with unsigned ActiveX components and whether to accept cookies. To custom­
ize the settings for a zone, select the zone, select a security level to use as the basis, 
and then click Custom Level. In the Settings box, select or clear options to meet 
your own security preferences. See Figure 26-5.· 

Download signed ActiveX controls 
o Disable 
o Enable 
o Prompt 

[2l Download unsigned ActiveX controls 
o Disable 
o Enable 
o Prompt 

~ Initialize and script ActiveX controls not marked as safe 
o Disable 
o Enable 
o Prompt 
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Finurp 'Ii-" . -:»--- -........ 
In the Settings box, you set security options for a particular security zone. 

Note The Settings box, like similar controls elsewhere in Windows 2000, uses 
a hierarchical structure much like the Folders bar in Windows 
Explorer. Although you won't see any plus signs, minus signs, or dotted 
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lines connecting the entries at each level, you can collapse and expand the 
outline simply by doubie-clicking an entry. You'll find this little-known 
feature handy when you're trying to wade through an especially long list 
like this one. 

Setting Up Java Custom Security 
Internet Explorer has a default configuration for using Java securely. You can cus­
tomize these settings, but the way of doing so is a bit hidden. 

1. On the Security tab of the Internet Options dialog box, select the zone you want 
to modify and then click Custom Level. 

2. Under Microsoft VM\Java Permissions, select Custom. The Java Custom Set­
tings button appears. 

3. Click Java Custom Settings. 

4. Select the Edit Permissions tab and make the desired changes. 

Using Profile Assistant 
Internet Explorer contains a utility for storing and selectively sharing your personal 
information. This information is contained in a user profile, which is kept in a 
secure, encrypted information store on your computer. Web sites compatible with 
Profile Assistant can request information from your profile. You then have the option 
of granting access to information as you choose. The benefit is that you don't have 
to retype information at each site you visit. 

To use Profile Assistant, you must select Enable Profile Assistant on the Advanced 
tab of the Internet Options dialog box. Then you must fill out your personal profile. 
On the Content tab of the Internet Options dialog box, click My Profile. If you already 
have entries in your Address Book, Windows first asks whether you want to use an 
existing entry for your profile information. If you choose to create a new entry-or 
if your Address Book is empty-the dialog box shown in Figure 26-6 appears. As 
you can see, it's an ordinary Address Book record. Fill in the information on each 
tab as you like and click OK to save it. 

When you open a Web page containing forms that are Profile Assistant-enabled, a 
dialog box appears that shows the fields on the page with corresponding entries in 
your profile. You can select which fields you want to supply from your profile. A 
sample Web page and dialog box are shown in Figure 26-7. If you want to use Pro­
file Assistant on your own Web site, visit msdn.microsoft.com/workshop/management 
/profile/profile _assistant .asp for more information. 
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Figure 26-6 
Use Profile Assistant to securely store personal information used by some Web sites . 
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Figure 26-7 
Profile Assistanthelps fill out forms on Web pages. 

Customizing Internet Explorer 
Internet Explorer provides four separate paths for customization: manual, automatic 
detection, directed configuration, and Group Policy settings. Not all configuration 
elements are available along all paths, but most are. 

Your site administrator might have created a configuration script for you to use .. 
Configuration scripts can control all aspects of Internet Explorer, from the look of 
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the toolbar to which features you are authorized to change. Unless you are a system 
administrator for a large network or a developer delivering custom versions of 
Internet Explorer, you don't need to know inuch about creating configuration scripts. 
The tools for creating them are the Internet Explorer Administration Kit (lEAK) and 
the Internet Explorer Profile Manager, which is included in the lEAK. The lEAK is 
included on the companion CD. 

Automatic detection and directed configuration use these configuration scripts to 
configure Internet Explorer each time it is started. Automatic detection sends a query 
to the DHCP or DNS server to find the location of the script. With directed configura­
tion, you supply the location of the script. If your system administrator has configured 
the network's DHCP or DNS server to supply the script's location, use automatic 
detection. Otherwise, supply the location of the script. 

To enable Internet Explorer to automatically detect settings, open the Internet Options 
dialog box and click the Connections tab. Click Settings to open the Internet Settings 
dialog box, as shown in Figure 26-8. Select Automatically Detect Settings. To direct 
Internet Explorer to the configuration script, select Use Automatic Configuration 
Script and then enter the location of the script in the following form: 

http://server/config.ins 

w here server is the configuration server name and path. 

IBlakev.J Properties 

Advanced 

r Do not allow Internet programs to use thls connection 

OK I' Cancel 

Figure 26-8 
You can select automatic configuration detection and specify an automatic configuration script. 

In the following sections, we discuss several features of Internet Explorer that you 
can customize manually through the browser interface. We also discuss how to set 
other features for all users of your computer through Group Policy settings. 
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Customizing the Internet Explorer Toolbar 
Internet Explorer allows you to add buttons to the Standard Buttons toolbar or 
rearrange the existing ones. Right-click the toolbar and choose Customize. The Cus­
tomize Toolbar dialog box opens, as shown in Figure 26-9. The Current Toolbar 
Buttons list shows the toolbar buttons that are already displayed, in the order in 
which they appear. The Available Toolbar Buttons list shows the buttons you can 
add. The dialog box also contains options for how text is displayed with the toolbar 
buttons and the size of the button icons. 

, Availdble toolbarbuttons: 

: -&Size 

: ~ Cut 

: ~COpy 

: Li p'aste 

; ~Encoding 

jrextoptionS: ls.hol'ltext"l<lb~l~ , 
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Figure 26-9 

G:J 

Close 

R~set 

You can use a drag-and-drop operation to configure your Internet Explorer. 

To add a button to the toolbar, click its icon in the Available Toolbar Buttons list and 
drag it to the Current Toolbar Buttons list. To change the order of buttons on your 
toolbar, click a button icon in the Current Toolbar Buttons list anq. either drag it to 
the desired position or click the Move Up and Move Down buttons until the button 
is in the proper order. 

Internet Explorer and Microsoft Office 2000 
Internet Explorer also works together with the Microsoft Office 2000 components. 
If you have Office 2000 installed, you will notice some differences in Internet Explorer 
because of the collaboration features of Office 2000. One such item is the Discussion 
button on the toolbar. Office 2000 allows users to add and share comments on Web 
pages (or other Office documents) using its online discussion feature. If you click the 
Discussion button and you have a discussion server on your network, a frame opens 
in the bottom of the Internet Explorer window, where you can insert comments that 
are then attached to the current Web page. Other people on your network who also 
have Office 2000 can view your comments and add their own. A discussion server 
can be Web server with Office Server Extensions installed. 
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Configuring Default Support Programs 
Internet Explorer keeps track of six programs related to using the Internet. For 
example, if you click amailto link on a Web page, Internet Explorer needs to know 
which e-mail program to open. If you open the source code for a Web page, Internet 
Explorer needs to know which editor to use. The programs that Internet Explorer 
keeps track of are listed in Figure 26-10. 
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Figure 26-10 
You can configure Internet Explorer support programs on the Programs tab. 

These programs are all configured on the Programs tab of the Internet Options dia­
log box. Each box lists the installed programs in a particular category. For example, 
if you have installed Microsoft Office and Microsoft FrontPage, you can select 
Microsoft Word, FrontPage, or Notepad as your default HTML editor. 

Note You can also select an HTML editor from the drop-down menu of the Edit 
button on the toolbar. Making one of these selections opens the source 
code for the current page in the selected editor. 

A new feature of Internet Explorer is the ability to configure Hotmail, a Web-based 
e-mail system run by Microsoft, as your default e-mail client. With a Hotmail account, 
you can access your e-mail from any Web browser anywhere in the world. If you 
use Hotmail, configuring Internet Explorer to use it as its default e-mail program 
means that whenever you click a mailto link, choose File I Send, or click the Mail 
button on the toolbar, a new Internet Explorer browser window opens to your 
Hotmail account. 
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Configuring Internet Explorer with Group Policy 
The Group Policy console (Gpedit.msc) provides a way to manage the behavior of 
users' desktops. The settings in Group Policy apply to all users of the computer on 
which they are set. Three sets of Group Policy settings deal with Internet Explorer: 

• Internet Explorer Maintenance (in Local Computer Policy\User Configuration 
\ Windows Settings) contains policies for configuring Internet Explorer settings. 

• Internet Explorer (in Local Computer Policy\User Configuration\Adminis­
trative Templates) contains policies for configuring permissions. 

• Internet Explorer (in Local Computer Policy\Computer Configuration \Admin­
istrative Templates \Windows Components) contains additional policies for 
Internet Explorer settings. 

The Group Policy console is shown in Figure 26-11. (For detailed information, see 
Chapter 18, "Using Group Policy.") 

Note You must be logged on as a member of the Administrators group to open 
the Group Policy console. 
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Figure 26-11 
The Group Policy console allows you to make Internet Explorer configuration 
settings for all users of your computer. 
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The policies under Internet Explorer Maintenance encompass most of the settings 
you can make directly in Internet Explorer, such as customizing the toolbar and 
defining default support programs. In some cases, the properties dialog box in Group 

. Policy offers the same options as the Internet Options dialog box, although sometimes 
Group Policy allows more flexibility. For example, you can add toolbar buttons by 
using either the Customize Toolbar dialog box (as explained earlier) or. Group Policy. 
When you use Group Policy, however, you must define each aspect of the toolbar 
button, including its name, icon, and executable file, as shown in Figure 26-12. Doing 
this requires more knowledge on your part, but it allows you to add buttons that are 
not found on the list in the Customize Toolbar dialog box. 

Toolbar caption (reqUired): 

II 
Toolbar Action, as script file or executable (required): 

I Browse 

Toolbar color icon (required): 

I Browse 

Toolbar grayscale icon (required): 

I Browse 

P: This button should be shown on the tool bar by default 

Figure 26-12 
You can configure any button for the tool bar using Group Policy. 

Note If you use both Group Policy settings and a configuration script, the 
Group Policy settings will be in effect whenever you ope,n an Internet 
Explorer window, but the configuration script will override any corre­
sponding Group Policy settings when it runs. 

Group Policy settings can also restrict which features of Internet Explorer users are' 
allowed to configure for themselves. For example, under Local Computer Policy 
\ User Configuration \ AdministrativeTemplates \ Internet Explorer\Internet Control 
Panel, as shown in Figure 26-13, you can disable any of the tabs in the Internet 
Options dialog box, thereby preventing anyone who is using your computer 
from changing security zone settings or any Advanced setting. (To achieve more 
granular control over the use of security zones and to avoid removing the tab 
altogether, check the policies in Local Computer Policy\Computer Configurption 
\Administrative Templates \ Windows Compo~ents \ Internet Explorer.) 
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Figure 26-13 
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Group Policy allows you to restrict user access to Internet Explorer options. 

Importing and Exporting Favorites and Cookies 
Sometimes "\Veb surfers move from one computer to another or frOITl one brovvser 
to another and would like to take their favorites and cookies along with them. 
Internet Explorer provides a convenient method for doing this with the Import 
/Export Wizard. The wizard has four functions: Export Favorites, Import Favorites, 
Export Cookies, and Import Cookies. The export and import functions work with 
files or other installed browsers. 

To use the Import/Export Wizard: 

1. Open the wizard by selecting Import And Export from the File menu. 

2. Click Next on the first wizard page. 

3. Select the action you want to perform and click Next. 

4. If you are exporting favorites, the wizard allows you to select a subset of your 
favorites for exporting. You can select only one folder in your favorites list to 
export, but the wizard also includes all subfolders of the selected folder. Select­
ing the highest level folder, Favorites, exports your entire list. 

5. Select the source or destination.}f you want to import from (or export to) 
another browser, select Import From (or Export To) An Application and select 
the browser from the drop-down list. (If no other browsers are installed, this 
option is not available.) Tf you, export favorites or cookies to another browser, 
your Internet Explorer favorites totally replace the favorites or cookies of the 
other browser. If you import favorites from another browser, the imported 
favorites are added to your existing Internet Explorer favorites list. 

6. Click Next and then click Finish. 
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Exporting favorites and cookies is also a convenient way of backing them up in case 
you ever have to reinstall Windows. Because the export file is in HTML format, you 
can also use your favorites backup as your home page. Then, every time you open 
an Internet Explorer window, all your favorites are displayed. 

Using AutoComplete 
AutoComplete is a Windows 2000 feature that remembers entries you have used 
before and suggests them as you type in these places: 

• An Address toolbar in Internet Explorer, Windows Explorer, the Windows 
desktop, or the Windows taskbar 

• The Open dialog box from the File menu in Internet Explorer 

• Forms on Web pages 

• The Run dialog box (which works like the Open dialog box in Internet Explorer) 

AutoComplete offers its services in one of two ways. With the default method, when 
you begin typing in one of the text boxes just described, a drop-down list appears 
with entries that match the characters you type. As you continue typing, the list of 
matching entries becomes shorter. To select an item from the list, press the Down 
Arrow key until that item is highlighted and press Enter. This AutoComplete 
drop-down list also appears when you click in a form text box and press the Up or 
Down Arrow key or double-click in a form text box. The list is available only 
if AutoComplete determines that it might have matches for the form field you 
are entering. 

Internet Explorer also incorporates the inline AutoComplete method used in Internet 
Explorer 4. When in line AutoComplete is active and you begin typing in one of the 
text boxes, AutoComplete guesses the next characters based on your previous match­
ing entries and inserts them inline; that is, the text is inserted where you would have 
typed it. The inserted text is highlighted. If it is incorrect, continue typing and the 
highlight,ed text goes away. If it is correct, press Tab to move to the end of the in­
serted text. At this point, you can continue typing and AutoComplete once again 
guesses subsequent text. Inline AutoComplete, which does not work with Web page 
forms, is disabled by default. To enable it, select Use Inline AutoComplete (under 
Browsing) on the Advanced tab of the Internet Options dialog box. 

You can enable both forms of AutoComplete at the same time, but doing so is more 
confusing than helpful. 

Note Internet Explorer has an AutoCorrect feature that corrects common mis­
spelling in the Address bar. Such mistakes as htp://, http:\ \, and ww. 
microsoft.com are automatically fixed after you finish typing and press Enter. 
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You configure AutoComplete in Internet Explorer with separate options for storing 
Internet addresses, form entries, and user names and passwords on forms. Internet 
Explorer handles form entries for user names and passwords separately from other 
form entries, such as names and addresses. 

To configure the Internet Explorer default AutoComplete, click AutoComplete on 
the Content tab. The AutoComplete Settings dialog box opens, as shown in Figure 
26-14. Enable or disable each of the three options by selecting or clearing its respec­
tive check box. If you configure AutoComplete for user names and passwords, you 
can also configure it to prompt you to confirm each time it is about to store a user 
name / password pair. 

f.!ftffl. ffi5i§lttlMMiiIIJtrlftl IIl£ftl 1<; :;1 11 xl 
Autocomplete lists pos~ible matche~ from entri~ you· ... e 
typed before. 

Figure 26-14 
Open this dialog box from the Content tab in Internet Options. 

Using the AutoComplete Settings dialog box, you can also clear all the stored form 
entries or all the stored password entries by clicking Clear Form or Clear Passwords. 
You can delete individual entries from any list when the drop-down list is displayed 
by clicking the entry you want to remove and pressing Delete. 

Note The data that AutoComplete uses to generate matches is stored in encrypted 
files. Web sites have access only to the data that is actually entered on 
forms, not the data that is stored in these files. 

Selecting Language Encoding 
Encoding refers to the character set used to display a language. The United States 
uses the Western European character set, which contains the letters and symbols for 
English, French, Spanish, and Italian. To view a Web page that's encoded in another 
character set, you need to select that character set. 
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To do so, choose Encoding from the View menu and then select from among the 
installed character sets. To see a list of all the character sets available in Internet Ex­
plorer, choose View I Encoding I More. If you choose an uninstalled character set, 
the install-on-demand feature prompts you to install it. 

Setting Advanced Options 
The Advanced tab in the Internet Options dialog box provides a number of options 
for customizing Internet Explorer. Table 26-1 describes these options. Note that most 
of the "Don't show this dialog box again" settings are controlled by options on the 
Advanced tab. 

Table 26-1. Options on the Advanced Tab 
Option 
Accessibility 

Always expand ALT 
text for images 

Move system caret with 
focus / selection changes 

Browsing 

Always send URLs as UTF-8 

Automatically check for 
Internet Explorer updates 

Close unused folders 
in History and Favorites 

Disable script debugging 
pages. 

Description 

Expands a picture box if necessary to display all the 
alternate text for an image. (If the Show Pictures 
option in the Multimedia section is cleared, 
Internet Explorer displays alternate text-usually 
a caption or a description of a picture-in the space 
allocated for the picture.) 

Specifies that the system caret always follows 
the selection. This affects some screen magnifiers 
'and screen readers, which focus on the area around 
the system caret. 

Specifies that Internet Explorer use the UTF-8 
character format for URLs. UTF-8 is an expanded 
format allowing for translation of characters in any 
language. 

Directs Internet Explorer to automatically check for 
updates approximately every 30 days, notify you if 
one is available, and ask whether you want to 
download it. The default URL and refresh rate can 
be changed using a configuration file created by the 
lEAK Profile Manager. 

Reduces clutter in the History and Favorites bars 
by closing the open folder when you select another 
folder. 

Turns off debugging warnings for errors on Web 

(continued) 
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Table 26-1. Options on the Advanced Tab (continued) 

; Option 
Browsing (continued) 

Disable a notification 
about every script error 

Enable folder view for 
FTP sites 

Enable Install On Demand 

Enable offline items to be 
synchronized on a schedule 

Enable page hit counting 

Enable page transitions 

Enable Personalized 
Favorites Menu 

Notify when downloads 
complete 
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Prevents error message dialog boxes from being 
displayed when a page has a script error. A 
warning is displayed in the toolbar. Double­
clicking this warning opens the error message 
dialog box. 

Allows Internet Explorer to display FTP sites using 
the Windows Explorer layout. If you are connecting 
through an FTP proxy, you might be limited to 
viewing and downloading files if this option is 
selected. See "Using FTP Folders," page 438. 

Directs Internet Explorer to automatically 
download and install the Web components needed 
to display a page properly. See msdn.microsoft.com 
Iwor/csl10p/autltor/bellaviors/referel'lce/metl10ds 
/installable.asp for a list of components that do not 
install on demand in Windows 2000. 

Allows offline Web content to be synchronized on a 
schedule. If this option is cleared, scheduled 
Web page synchronization tasks are ignored, and 
the following icon is displayed in the taskbar 
notification area when a scheduled synchronization 
has been skipped: 

Allows Web sites to create a log of which pages you 
view on the sites, even when you work offline. This 
log is stored on your computer and uploaded 
whenever you visit the sites online. 

Allows Web sites to use multimedia transitions 
from one page to another. 

Specifies that only recently viewed favorites appear 
on the Favorites menu. To display the "hidden" 
items, click the arrow at the bottom of the menu, or 
simply wait a few seconds. This setting controls 
only the Favorites menus in Internet Explorer and 
Windows Explorer; the Use Personalized Menus 
option in the Taskbar And Start Menu Properties 
dialog box controls the Favorites menu (and other 
submenus) on the Start menu. 

Displays a message announcing the completion of a 
complete file download. 
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Table 26"·1. Options on the Advanced Tab (continued) 

Option. Description 
Browsing (continued) 

Reuse windows for 
launching shortcuts 

Show friendly HTTP 
error messages 

Show friendly URLs 

Show Go button in 
Address bar 

Show Internet Explorer 
on the desktop 

Underline links 

Use inline AutoComplete 

Use smooth scrolling 

HTTP 1.1 settings 

Use HTTP1.1 

Directs Internet Explorer to use an existing window 
when you take one of the following actions: 

• Double-click an Internet shortcut from within 
Windows Explorer 

• Open a URL by clicking Start I Run 

• Use a desktop toolbar, such as the Address or 
Links bar 

If this option is cleared, a new instance of Internet 
Explorer opens when you take one of these actions. 

Displays a message with a description of the 
problem and suggestions for resolution when a 
Web page cannot be located or displayed. If this 
option is cleared, the standard HTTP message 
is displayed. 

Determines the appearance of addresses in the 
status bar when you point to a link. A "friendly" 
address includes only the part of a URL following 
the last slash U). 
Displays the Go button at the right end of the 
Address bar. Clicking the Go button has the same 
effect as pressing Enter while the Address bar 
is active. 

Displays the Internet Explorer icon on the desktop. 
If you want to delete the icon, clear this check box. 

Specifies whether you want text links to be 
underlined always, never, or only when you hover 
the mouse pointer over the link. 

Enables Internet Explorer 4-style AutoComplete in 
which entries are completed as you type. 

Disables the accelerated scroll mode when you click 
and hold the scroll buttons. You might want to 
clear this option if you use Accessibility features 
and experience problems with them. 

Directs Internet Explorer to attempt to use the 
enhanced features of the latest version of HTTP 
when connecting to Web sites. Many sites still use 
HTTP 1.0; if you have trouble connecting, try 
clearing this check box. 

( continlled) 
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Table 26-1. Options on the Advanced Tab (continued) 

l·Option 
HTTP 1.1 settings (continued) 

Use HTTP 1.1 through 
proxy connections 

Microsoft VM 

Java console enabled 
(requires restart) 

Java logging enabled 

JIT compiler for virtual 
machine enabled 
(requires restart) 

Multimedia 

Always show Internet 
Explorer (5.0 or later) 
Radio toolbar 

Play animations 

Play sounds 

Play videos 

Show image download 
placeholders 

Show pictures 
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Directs Internet Explorer to attempt to use HTTP 
1.1 even ~hen using a proxy connection. 

Enables the Java console for testing Java programs 
and applets. Open the Java console from the View 
menu. 

Directs Internet Explorer to create a log of all Java 
program activity. This log is useful for security and 
troubleshooting. 

Enables the Just-in-Time .compiler to translate Java 
bytecode to native machine code. A link is created 
between the bytecode and compiled machine code. 
If this option is cleared, Java applications always 
run in the Internet Explorer Java interpreter. 

Enables the Radio toolbar when Internet.Explorer is 
started. You can display the Radio toolbar for a 
single session by right-clicking the toolbar and 
choosing Radio. 

Directs Internet Explorer to play animations when 
pages are displayed. When this option is cleared, 
you can still play an individual animation by right­
clicking the animation's icon and then choosing 
Show Picture. 

Directs Internet Explorer to play music and audio 
clips, which can be slow. Clear this option to 
display pages more quickly or if you don't have a 
sound card. 

Directs Internet Explorer to play video clips, which 
can be slow. Clear this option to display pages 
more quickly. 

Directs Internet Explorer to draw a placeholder for 
images while they are downloading. This caUSES 

the page to display in its correct layout even before 
the images complete downloading. 

Directs Internet Explorer to download and display 
all images, which can be slow. Clear this option to 
.display pages more quickly. If this option is 
cleared, Internet Explorer displays any alternate 
text accompanying the images. 
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Table 26-1. Options on the Advanced Tab (continued) 

Option Description 
Multimedia (continued) 

Smart image dithering 

Printing 

Print background colors 
and images 

Search from the Address Bar 

When searching 

Display results, and 
go to the most likely site 

Do not search from 
the Address bar 

Just display the results 
in the main window 

Just go to the most likely site 

Security 

Check for publisher's 
certificate revocation 

Check for server certificate 
revocation (requires restart) . 

Do not save encrypted 
pages to disk 

Empty Temporary Internet 
Files folder when 
browser is closed 

Enable Profile Assistant 

Specifies the use of additional processing time to 
smooth images. 

Includes background images when you print the 
page. 

The following four options determine what 
happens when you perform a search from the 
Address bar. Configure the Address bar search by 
clicking Customize at the top of the Search bar and 
then clicking Autosearch Settings. 

Displays the Search bar with search results and dis­
plays the page most closely matching your request. 

Prevents searching from the Address bar. 

Displays search results in the main window, not.on 
the Search bar. 

Displays the page most closely matching your 
request. Other search results are not displayed. 

Directs Internet Explorer to check a software 
publisher's certification authority to see whether 
the progra~'s certificate has been revoked before 
the certificate is accepted. See "Understanding 
Digital Certificates," page 440. 

Directs Internet Explorer to check a site's 
certification authority to see whether the site's 
certificate has been revoked before it is accepted. 

Prevents pages from a secure or encrypted site 
from being stored on your hard disk. 

Specifies that the Temporary Internet Files folder is 
emptied when you close the program. 

Directs Internet Explorer to respond to Web sites' 
requests for Profile Assistant information. (Internet 
Explorer always asks your permission before 
sending any information to a new site.) See "Using 
Profile Assistant," page 445. 

(continued) 
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Table 26-1. Options on the Advanced Tab (continued) 

Qpt,ion 
Security (continued) 

Use Fortezza 

Use PCT 1.0 

Use SSL 2.0 

Use SSL 3.0 

Use TLS 1.0 

Warn about invalid site 
certificates 

Warn if changing between 
secure and not secure mode 

Warn if forms submittal 
is being redirected 

Enables the Fortezza cryptographic service 
provider (CSP) plug-in. To use the Fortezza CSP 
plug-in, users must have the necessary Fortezza 
hardware and CSP installed. 

Allows you to send and receive secure information 
using PCT (Private Communications Technology), 
a Microsoft-proprietary protocol that's more secure 
than SSL 2.0. 

Allows you to send and receive secure information 
using SSL (Secure Sockets Layer) 2.0, the standard 
protocol for secure transmissions. 

Allows you to send and receive secure information 
using SSL 3.0, a newer protocol for secure 
transmissions that is not yet supported by many 
Web sites. 

Allows you to send and receive secured 
information through TLS (Transport Layer 
Security), an open security standard similar to SSL 
3.0. Note that some Web sites might not support 
this protocol. 

Displays a warning if the address in a certificate is 
not valid. 

Displays a warning when you go from a secure site 
to an un secure site. 

Displays a warning if you submit information via a 
Web-based form and the information is addressed 
to a Web site other than the one where you enter 
the information. 

Adding Microsoft Web Accessories 
Internet Explorer expands the extensibility introduced in Internet Explorer 4 as 
PovverToys. You can find add-ins at the 1'.1icrosoft "\"leb .I.

A.Lccessories "\AJeb page, "\vhich 
offers additional Explorer bars (discussed in the next section) and Internet Explorer 
extensions (including one called Web Accessories). The Microsoft Web Accessories 
Web page (www.microsoft.com/windows/ie/WebAccess) includes the following exten­
sions provided by Microsoft: 
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• Internet Explorer 5 Web Accessories. A selection of useful utilities for Internet 
Explorer 5 including quick search, zoom in/zoom out, list links, and text 
highlight. 

• Microsoft Internet Explorer 5 Power Tweaks Web Accessories. A set of utili­
ties including an Online/Offline toolbar button, Tools menu commands for 
adding sites to security zones, and a copy command for URLs on a Web page. 

• Microsoft Web Developer Accessories. Two tools for examining the code 
behind a Web page. . 

To install a Web accessory, download its installation file and then run it. You will 
need to close all Internet Explorer windows to complete the installation. To remove 
a Web accessory, use Control Panel I Add/Remove Programs. 

USing Other Explorer Bars 
Internet Explorer uses the Explorer bar technology as a means of extending its 
capabilities through additional Explorer bars provided by Microsoft and third par­
ties. These additional Explorer bars provide information such as news headlines or 
stock quotes. Microsoft maintains a list of some third-party Explorer bars on its Web 
Accessories page (www.microsojt.comjwindowsjiejWebAccess). Figure 26-15 shows an 
Internet Explorer window with the Bloomberg Explorer bar (at the bottom of the 
window) displaying stock quotes and news from the Bloomberg Web site. Real.com 
adds its own Explorer bar when you install one of its products. Expect to see many 
more companies offering their own Explorer bars as the usefulness of these bars 
becomes better recognized. 
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Figure 26-15 

What betterway to ring Inthe new 
year than permanent ear damage? 
Tune In and experience Jon and the 
gang In their home studio recording 
their newest album. This event will 
Include chat opportunities, 
Impromptu personal soliloquies, 
archived content, and a live concert 
on FebrualY 1 O. Watch them 
~ 

Additional Explorer bars enhance Internet Explorer functionality. 

Note According to Microsoft documentation, you should be able to install Web 
accessories and new Explorer bars by choosing Windows Update from 
the Tools menu in Internet Explorer. However, this command opens the 
Windows Update page, which does not provide information on Internet 
Explorer extensions. You will be better off going directly to the Web 
Accessories page at www.microsoft.com/windows/ie/WebAccess or down­
loading from an accessory creator's Web site. 

To use a new Explorer bar, simply download the bar and run the setup executable. 
Close all Internet Explorer windows and then restart Internet Explorer to complete 
the installation. After it has been installed, your new Explorer bar is available from 
the View I Explorer Bar command, as shown in Figure 26-16. You can also add a 
button for the new Explorer bar to the Standard Buttons toolbar. For more informa­
tion, see "Customizing the Internet Explorer Toolbar," page 448. To uninstall an Explorer 
bar you no longer want, use Control Panel I Add/Remove Programs. 

462 Part 7: Using the Internet 



Chapter 27 

Managing a Web Server 
In This Chapter 

Installing Internet Information Services .................................... 464 

Using liS ............................................................ 465 

Managing Security on Your Site .......................................... 472 
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Running an FTP Server .... . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .. 482 

Using Your Web Site for Collaboration (WebDAV) ............................ 483 

Setting Up liS for Internet Printing ........................................ 483 

Microsoft Windows 2000 Professional supplies you with ample tools for hosting 
Web and FIP sites. The primary tool is Internet Information Services ,(lIS) 5. lIS 5 pro­
vides a Web server, a File Transfer Protocol (FIP) server, and a Simple Mail Transfer 
Protocol (SMTP) virtual server. You might already be familiar with lIS; liS 4 is a part 
of Microsoft Windows NT Server, and a scaled-down version of lIS, Personal Web 
Server (PWS), is included with Windows 98. lIS 5 (the version supplied with Win­
dows 2000) contains FrontPage Server Extensions, which allow your Web server to 
make use of the added Web site capabilities offered by Microsoft FrontPage. 

Windows 2000 also provides extensive security capabilities for Internet servers 
through user accounts, NTFS, and Group Policy settings. 
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Note lIS 5 in Windows 2000 Professional is limited to 10 simultaneous connec­
tions. This limitation can be even more severe than it seems because a 
single browser window might require multiple connections to the Web 
server. Although the connection limit precludes using Windows 2000 
Professional as a Web server for a heavily used public Internet site, lIS 
in Windows 2000 Professional can be very useful in your organization. 
First, if you're a Web developer, lIS provides a Web server that you can 
use for testing your creations before uploading them to a larger server. 
Second, organizations of any size can use lIS to manage an intranet, a 
network that works much like the public Internet. (You browse an 
intranet with a Web browser, which displays HTML pages. The main 
difference is that an intranet is not accessible to the outside world.) And 
if you really do have a low-traffic site-perhaps the only visitors are your 
grandparents, who want to see the new baby photos-you can use lIS to 
host an Internet site. To go beyond the 10-connection limit, you must use 
Microsoft Windows 2000 Server. 

Installing Internet Information Services 
I 

lIS is not installed by default unless you installed Windows 2000 Professional as an 
upgrade and PWS was installed on your previous system. To install lIS: 

1. In Control Panel, open Add/Remove Programs. 

2. Click Add/Remove Windows Components. 

3. In the Windows Components Wizard, select Internet Information Services (lIS), 
as shown in Figure 27-1. Click Next to finish the installation. 

iii Windows Components 
You can add or remove components of Windows 2000 . 

. ~, 
I 'Toa~ ~;;~~v~a CompOnent, dick the checkbol<. Ashadedb~ means that o~ly 

:. part of the component win be installed .. To see what's included ina component, click 
Details. . 

~i Internet Information Services (liS) 18.3 MB 
o ~~ Management and Monitoring Tools 
o 1St Message Queuing Services 

1 [L*., Np.t.wmkinnSp.!yi!,?"~.,, 

De~~riP!~n:;IIS$erl(ice; [Web ~ndFTP ~upporiJ ~~~g'~~h ;support fOfFrontPage, 
;·.i:..... I transactions, ASPs, database conneCtiOns, and receiving of posts. 

.Toti:lldi~k~pacerequlr~d: . 16.7MB 
;. I .• : spaCe avaSableon·disk:2757.4 MB . 
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'I 'Ne~1> I H Ca~~1 'I 

Figure 27-1 
Use the Windows Components Wizard to install liS. 
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Note If the volume on which you install lIS is not formatted using NTFS, you 
will not be able to restrict access to your Web pages to authors and admin­
istrators. Anyone can create and edit Web files on your Web server. 

When you install lIS, the Internet Information Services snap-in is registered on your 
syst~m and added to the Computer Management console (under Services And Appli­
cations). The FrontPage Server Extensions are also installed, although you must com­
plete their configuration before you can use them on a Web. See "Configuring 
FrontPage Server Extensions," page 468. 

Using liS 
lIS manages the folders that make up the sites served by your Web server. All the tools 
necessary to run lIS are available within the Internet Information Services snap-in. 

Viewing the liS Documentation 
The lIS installation places the lIS documentation on your Web site (actually, in 
%SystemRoot% \Help \Iishelp, with a virtual directory on your Web site) so that 
you can access it with any Internet browser. Open localhost/iishelp to view the 
documentation. 

Using the Internet Information Services Snap-In 
You control lIS using the Internet Information Services snap-in for Microsoft Man­
agement Console (MMC). You can avoid the clutter of the Computer Management 
console and open the Internet Information Services console in its own window by_ 
choosing Start I Settings I Control Panel I Administrative Tools I Internet Services 
Manager. See Figure 27-2. For information about MMC, see Chapter 4, "Using and Cus­
tomizing Microsoft Management Console." 

The Internet Information Services console operates on your local computer by default 
but allows connections to other computers, assuming that appropriate permissions 
are set. Each computer shown has entries for the default Web site, default FTP site, 
and default SMTP virtual server, the three components offered by lIS in Windows 
2000 Professional. 

Home Directories and Virtual Directories 
Much of lIS has to do with managing directories. (Directory is the traditional name 
for what is now usually called a folder. As you'll see throughout Windows 2000, some 
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Figure 27-2 

C:\WINNT\System32\inetsrv\/is.dmin 
c:\inetpub\iissamples 
c:\program files\common files\system\msadc 

e:\winnt\help\"shelp 
C:\lnetpub\webpub 
C:\Progr.m Files\Common Files\Mierosoft Shared\Web Se) 

You can manage liS from the Internet Information Services console. 

old terms linger-and in lIS, directory is the most-used term.) Directories are used 
in lIS for three tasks: 

• Organizing Web site (and FTP site) files (as described in this section) 

• Applying security and permissions (see UManaging Security on Your Site," 
page 472) 

• Configuring FrontPage extensions (see UConfiguring FrontPage Server Exten-
sions," page 468) 

You need to keep in mind three kinds of directories: server home directories, site 
home directories, and virtual directories. Your Web server has a home directory, 
sometimes called the root directory, which serves as the starting point for everything 
else you serve. By default, the server's home directory is C: \ Inetpub \ Wwwroot. You 
can change this directory by opening the properties of the Default Web Site and 
clicking the Home Directory tab. 

Each Web site served by lIS also has a home directory. Typically, when you create 
a Web site to be served on your computer, you organize its files using a folder hier­
archy. The highest-level folder will be the home directory for that Website. 

You can store each Web site's home directdry under your server's root folder-but 
you don't have to. Home directories can reside anywhere on your computer or any­
where else on your intranet. If you store these home directories somewhere other 
than the server's root directory, however, you need to create a virtual directory under 
the root directory that points to the folder containing the Web site. There is a slight 
security advantage to using virtual directories; their use hides the physical location 
of your files. . 

For example, say that you work in the marketing department of your company and 
have been asked to create and maintain a marketing Web site. The IT people at your 
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company are sometimes hard to deal with, so you decide to host the Web site on your 
computer at your desk (a computer that is running Windows 2000 Professional). As 
you design your site, you realize that it needs three main components: Research, 
Advertising, and Distribution. This is fine, except that the people who handle all the 
distribution issues work in another building and want to control that part of the 
marketing Web site themselves. Fortunately, lIS running on your computer can 
handle what you need to do. However, lIS running in Windows 2000 Professional 
is limited to 10 simultaneous connections. Thus, this example is relevant only if the 
site is lightly used. 

When you add a Web or a subweb using the Internet Information Services snap-in, 
you must create its root folder first. So your initial step in setting up your market­
ing site is to use Windows Explorer to create a Marketing folder in the server 
home directory. Then you can create a subfolder under Marketing called Advertis­
ing. You decide to keep all Web files for the Research segment of your Web site in 
C: \Research, where all your other research files are stored. The distribution people ' 
have created a shared folder on their computer named Distribution. Now the folders 
are ready; you need to let lIS know what is going on. 

lIS automatically detects the folders you create in the server home directory. If you 
have the Internet Information Services snap-in open when you create the folders, 
you need to refresh Default Web Site. In our example scenario, you would see the 
Marketing folder under Default Web Site. When you open the Marketing folder, you 
would see the Advertising folder. You create virtual directories for the other two 
folders. Select the Marketing folder and choose Action I New I Virtual Directory. 
The Virtual Directory Creation Wizard starts. Follow the wizard to select the Research 
-and Distribution folders. For the shared Distribution folder on the networked com­
puter, you need to supply a user name and password for accessing that folder. 
After you've created these virtual folders, your Internet Information Services snap­
in will look something like this: 

Bwt Default Web Site 
! sCJ - - • 

; $--
_ _ _ - Distribution 
i i fE-CJ Advertising 

Even though the physical folders are distributed around your network, lIS makes 
the URLs uniform. Table 27-1 shows the relationship between the location of your 
files and the corresponding URLs, assuming that 

• Your computer's name is Frodo 

• The distribution department computer's name is Mecury 

• Your server home directory is C: \ Inetpub \ Wwwroot 
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Table 27-1. Example URLs 
Physical Location 
C:\Inetpub\ Wwwroot\Marketing 

C:\Research 

C: \ Inetpub \ Wwwroot\ 
Marketing \Advertising 

\ \Mecury\Distribution 

Using Personal Web Manager 

URL 
http://Frodo/Marketing 

http://Frodo/Marketing/Research 

http://Frodo/Marketing/ Advertising 

http://Frodo /Marketing/Distribution 

When you install IIS 5 on a computer running Windows 2000, Microsoft Personal 
Web Manager is also installed. Personal Web Manager is the user interface associ­
ated with Personal Web Server in Windows 98. In Windows 2000, it offers a limited, 
but more user-friendly, control mechanism for lIS 5. To open Personal Web Man­
ager, click Start I Settings I Control Panel I Administrative Tools I Personal Web 
Manager. The Advanced Options page of Personal Web Manager is similar to the, 
Internet Information Services snap-in. On the Advanced Options page, you can 
create new virtual directories and set certain permissions. You cannot configure 
secure connections or authentication modes other than Anonymous. Personal Web 
Manager is useful for novice users, but advanced users will find it limiting. 

Configuring FrontPage Server Extensions 
FrontPage is Microsoft's Web site authoring and management program, which is 
available either as part of Microsoft Office 2000 or separately. FrontPage includes a 
number of "extensions" that extend the basic HTML capabilities for Web site function­
ality, Web site authoring, and Web site administration. These extended capabilities 
include the following: 
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• Web site functionality. Interactive discussion groups, hit counters, search 
forms 

• Web site authoring. Automatic maintenance of hyperlinks, generation and 
maintenance of navigation bars, and automatic page formatting 

• Web site administration. Permission control, Web site publishing 

Note The Windows user interface sometimes calls these extensions FrontPage 
Server Extensions and at other times calls them Windows Server Exten­
sions. They are, however, the same extensions. 

The FrontPage Server Extensions provide the server-side support for these FrontPage 
capabilities. In order to take advantage of the extensions you use when creating a 
site with FrontPage, the server hosting the site must run the server extensions. 
FrontPage Server Extensions are installed by default when you install lIS, but you 
must run the Configure Server Extensions Wizard to complete the installation. 

To run the wizard, select Default Web Site in the Internet Information Services con­
sole and then choose Action I All Tasks I Configure Server Extensions. If you have 
installed lIS on an NTFS volume, you are given the opportunity to set up some 
Windows security groups to be used by lIS for controlling access to Web pages. By 
default, three groups are used: hostname Admins, hostna11le Authors, and hostname 
Browsers. The wizard also allows you to select a group or user to administer the 
server. The final wizard page sets up the Webmaster e-mail identity. Completing the 
wizard completes the installation of the FrontPage Server Extensions. 

Note Detailed documentation for FrontPage Server Extensions can be found 
in the FrontPage Server Extensions Resource Kit (SERK). You can download 
the FrontPage SERK from officeupdate.microsoft.com/2000/downloadDetails 
/Fp2kserk.htm or view it online at officeupdate.microsoft.com/frontpage 
/wpp/serk. 

After you complete the wizard, you should add users to the new groups you have 
created. Open the Computer Management console and select System Tools\Local 
Users And Groups \Groups. Double-click the group in the details pane and then click 
Add. Select users from the list, or select a domain controller from the Look In list to 
add domain users. For information about the Local Users And Groups snap-in, see "Local 
Users And Groups MMC Snap-In," page 487. 

But wait, there's more. You need to apply the extensions to individual Web sites. 
Whenever you create a new Web site on your server that needs FrontPage Server 
Extensions, you must configure the extensions for that site. The steps are essentially 
the same as configuring the extensions for the server. In the Internet Information 
Services snap-in, select the home directory icon for the site where you want to enable 
server extensions, and then select Action I All Tasks I Configure Server Extensions. 
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The New Subweb Wizard appears. The only question you must answer in this wiz­
ard is whether you want to use the same administrator as the parent Web uses. You'll 
want to set up a different administrator if someone else will administer the site and 
you don't want that person to have administrator access to the rest of the Web server. 
If you seleCt Use A Different Administrator For This Web, you are also asked to allow 
the wizard to create a new Windows group to use for the Web. Consenting creates 
webname Admins, webname Authors, and webname Browsers groups. If you manage 
this Web site separately (for example, the Distribution subweb in our previous ex­
ample), it is a good idea to create these separate groups. 

Although you can handle all the configuration of FrontPage Server Extensions 
through the Internet Information Services snap-in, IIS includes three other extension 
administration tools: the FrontPage Server Extensions snap-in; Fpsrvadm.exe and 
Fpremadmexe command-line utilities; and FrontPage Server Extensions HTML 
Administration Forms. 

You can reach the FrontPage Server Extensions snap-in by going to Start I Settings 
I Control Panel I Administrative Tools I Server Extensions Administrator. This 
snap-in, which you can use in any management console, has essentially the same 
functionality relative to the server extensions as the Internet Information Services 
snap-in, except that it is arranged slightly differently. (In yet another example of 
inconsistency, the snap-in is called FrontPage Server Extensions in some contexts and 
Microsoft Server Extensions in others. The two names refer to the same snap-in.) 

The FrontPage Server Extensions installation includes two command-line utilities 
for administering extensions. Fpsrvadm.exe offers a complete set of FrontPage Server 
Extensions operations and runs on the server computer. Fpremadm.exe is similar 
to Fpsrvadm, but it administers extensions running on a remote computer. You will 
find these utilities in %CommonProgramFiles% \Microsoft Shared \ Web Server 
Extensions \40 \ Bin. 

The FrontPage Server Extensions HTML Administration Forms are HTML pages that 
can be used to remotely install and administer the FrontPage Server Extensions from 
a Web browser on any computer connected to the Internet. These forms are copied 
to your Web server's hard drive as a part of the FrontPage Server Extensions setup. 
To use these forms on your Web server from any computer connected to the Internet, 
you must create a virtual directory with proper authentication and access control that 
points to %CommonProgramFiles% \Microsoft Shared \ Web Server Extensions\40 
\Admisapi. It is important that you set 1\JTFS permissions for the folder and access 

. and authentication permissions for the Web site. Remove all access to this folder for 
all user accounts except those authorized to ·manage your server remotely. 
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Note You can remove FrontPage Server Extensions from a Web site that is 
currently configured to use them. In the Internet Information Services 
snap-in, right-click the home directory icon for the site you want to 
convert. Select All Tasks I Convert Server Extensions Web To Directory. 

Creating a Web Management Console 
MMC technology allows you to create a single management console that groups 
similar activities. Several MMC snap-ins would be useful in a single console for man­
aging the various aspects of your Web server. The illustration that follows shows a 
console with snap-ins for Internet Information Services, IPSec, Local Computer 
Policy, Microsoft Server Extensions, and the three levels of certificate management. 
For information about creating a console like this one, see Chapter 4, "Using and Custom­
izing ly1icrosoft Management Console." 

~ Internet Information Services 

~ IP Security Policies on Local M.!Ichine 
ell Loco! Compuler Policy 
CJ Microsoft Server E)(tensions 

~ Certificates· CUffent User 
$ .. \51 Cerlilicole •• Current User :§J Cerlilicoles • 5 ervice [World Wide ... 
~ !jJ Certificates· Service (World Wide Web F ~ Certificates (Local Computer) 
[tl\51 Cerlilicole. (Loco! Compuler) 

You can also create a separate console for one Web or subweb on your server. If 
someone other than the server administrator needs Administrator access to one Web 

.. site but not to the whole Web server, you should create a console for just that Web 
or subweb. The easiest way to do this is from a console with the Internet Informa­
tion Services snap-in: Navigate to the Web for which you want a separate console, 
right-click its icon, and select New Window From Here. Then choose Save As from 
the Console menu to save this new view as a new console. You can also change the 
new console's name by choosing Options from the Console menu. 

Changing the Home Page 
IIS uses C: \ Inetpub \ Wwwroot as the default home directory. You can change that 
location if you wish. In the Internet Information Services snap-in, right-click Default 
Web Site and choose Properties. Click the Home Directory tab and click Browse next 
to the Local Path text box. Navigate to the folder that you want to use as the home 
directory. 
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Managing Security on Your Site 
In the following sections, we describe four elements of IIS security: 

• Authentication. Controlling who gains access to your site 

• Access Control. Controlling which resources (files) users are allowed to access 

• Encryption. Securing the data link between your server and the client 

• Auditing. Monitoring server activity to detect potential vulnerabilities or past 
infractions 

Authentication 
Authentication is the process of ensuring the identity of users of your Web site. It is 
analogous to the process of logging on to your computer or domain. IIS authentica­
tion works hand-in-hand with Windows authentication and NTFS file security. You 
can enable and configure four methods of authentication, each of which can be 
modified by requiring secure links, client certificates, or both. For details, see 
"Encryption," page 474. 

• Anonymous authentication. Anyone can access the files on your Web server 
without supplying a user name and password. If you are setting up a public 
Web server, this is the authentication method you should use. 

• Basic authentication. Only someone with a user name and password can access 
your Web site. The user name and password are sent as plain text over the 
network and could be intercepted. 

• Digest authentication. Only someone with a user name and password can access 
your Web site. The user name and password are sent across the network as a 
hash value that is not feasible to decipher. Digest authentication is available only 
on domains with a Windows 2000 domain controller using Active Directory and 
does not work with Microsoft Internet Explorer 4. 

• Integrated Windows authentication. Only someone with a user name and pass­
word can access your Web site. Hashing technology is used to identify your user 
without actually sending the password over the network Integrated Windows 
authentication works only with the Internet Explorer browser and does not 
work through proxy servers. 

For all but the first method, you must have appropriate accounts set up on your com­
puter or your network's domain controller. Anonymous authentication uses an existing 
user account. It is also a good idea to create a Windows user group with permissions 
tailored to your Web users. You also have access to the security features of NTFS (if 
your sites' home directories are on NTFS partitions.) For information on securing files 
and folders, see Chapter 32, "Using the NTFS File System." 
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You enable one or more of the four authentication methods in the properties dialog 
box for the site's home directory. On the Directory Security tab, click Edit in the 
Anonymous Access And Authentication Control box. The Authentication Methods 
dialog box opens, containing options for each of the authentication methods. (See 
Figure 27-3.) You can select any or all of the available options. Digest authentication 
is available only if the domain controller on your network is running Windows 2000 
Server. If you select Anonymous Access and one or more authenticated methods, 
the authenticated methods are used only if anonymous access fails or if access to files 
and directories is restricted by NTFS permissions. lIS attempts to use digest authentica­
tion and integrated Windows authentication before falling back to basic authentication. 

P' Anonymous access ------_c__----, 

No user name/password required to access this resource. 

i Account used for anonymous access; Edit... ',' I 
rAuthenticated access-------~_c_____, 

; For the following authentication methods, user name and ~ssv"old are 
, required when 

• access is restricted using tHFS access control lists 

I
. . anonymous access is disabled, 01 

r Basic authentication (password is sent in cleat text) '. ," .. 

Select a default domain: Edit 

) r' Dld"'( il\iIJi(';t'!i;icc&it1 fur 'v/mcbw~ dCiru,in 

P' Integrated Windows authentication 

OK Cancel 

Figure 27-3 

Help 

You can select the methods of authenticating users of your Web site. 

All access to your Web site is controlled by user accounts. Even anonymous authentica­
tion uses an account for all user access. When lIS is installed on your computer, an account 
named IUSR_computername is automatically created. Anonymous authentication uses 
this account for all users of your Web site unless you reconfigure it. To change the 
account used by anonymous authentication, click Edit in the Anonymous Access sec­
tion of the Authentication Methods dialog box. 

You should develop at least an informal account policy for the Web sites you serve. 
If you require an authentication method, users need to have accounts established. You 
can create one account per Web site or one account per user. Using Group Policy set­
tings and NTFS, you can create specialized permissions as appropriate for your server. 

Access Control 
After a user has established a connection with your Web server, he or she still needs 
access permission to files and folders on your server. This access is controlled by 
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NTFS permissions. You can set NTFS permissions for individual folders or files by 
user or by group. For more information, see Chapter 32, nUsing the NTFS File System." 

Within the Internet Information Services snap-in, you can set permission by using 
the Permissions Wizard. This wizard provides three options for setting permissions 
on folders: 

• Inherit the permissions of the parent folder 

• Apply a set of permissions appropriate for a public Web site 

• Apply a set of permissions appropriate for a·secure Web site 

The primary difference between the public and secure permissions is that ano'nymous 
logins are allowed on public sites. Otherwise, the same read and execute permissions 
are set. To run the wizard, select a folder in the Internet Information Services snap­
in and choose Action I All Tasks I Permissions Wizard. 

Encryption 
A communication link between a Web browser and a Web server is secured by the 
use of encryption. lIS 5 uses Secure Sockets Layer (SSL) as the encryption protocol 
on secure links. 

Secure communication and certificates are not very complicated, but the available 
information about these subjects is sparse, making them seem mystical. A further 
confusion is that certificates are used for two interr~lated purposes. lIS uses certifi­
cates to support both authentication and secure communication links. For an intro­
duction to certificates, see nUsing Digital Certificate~," page 440. 

The discussion in Chapter 26 concerns certificates from the Web browser's point of 
view. Windows 2000 provides a user interface for managing certificates on your com­
puter. (For more information, see Chapter 35, nManaging Security Certificates.") This sec­
tion, however, discusses certificates as they concern running a Web server. 

Certificates come in three flavors: 

• Server certificates are used to identify servers to Web browsers and to supply 
the key for SSL encryption. Whenever a user connects to a page on your server 
using the HTTPS protcol (as opposed to HTTP), the server first identifies itself 
with its server certificate. After the browser accepts the certificate, an encrypted 
SSL connection is established using the server's private key at the server and 
public key at the browser. Note that two activities happen, each with different 
components of the server certificate. The certificate's identification information 
is used to identify the server to the client, and then the certificate's keys are used 
to create the encrypted SSL connection. 
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• Client certificates are used to identify Web browsers to servers. A secure site 
can require browsers to identify themselves with a client certificate as part of 
the authentication step. 

• Certification Authority (CA) certificates provide the trust value for server and 
client certificates. Internet Explorer keeps a list of known and trusted CAs. When 
a user browses to a secure Web page, the Web server's server certificate is sent 
to the browser. The browser checks the CA that issued the server certificate. 
If the CA is in the list of trusted CAs, the certificate is accepted automatically. If 
the CA is not listed, a dialog box is displayed, giving the user the option of 
accepting or rejecting the certificate. 

Most of the configuration settings for certificate use with Web servers are handled 
by the Secure Communications dialog box, shown in Figure 27-4. Open this dialog 
box for any object (file or folder) in the Internet Information Services snap-in by right­
clicking the object's icon and choosing Properties. Select the Directory Security or 
File Security tab and then click Edit in the Secure Communications dialog box. If the 
Edit button is dimmed, you need to obtain and install a server certificate as we 
describe later in this chapter. (See the sidebar "Obtaining a Server Certificate," page 481.) 

Cfient certificates can be mapped to Windows user 
accounts. This allows access control tOlesources 
using client certificates. 

OK 

Figure 27-4 
You can manage the use of server and client certificates in creating secure communication links. 

The Secure Communications dialog box contains two sets of controls. The first set 
controls whether the communication link for the selected object is required to be secure 
(SSL). The second set controls the use of client certificates in user authentication. 

You enable an SSL connection by selecting Require Secure Channel (SSL) at the top 
of the Secure Communications dialog box. Making this selection requires that all con­
nections to that resource (file if the object is a file, or all the files in the folder if the 
object is a folder) use SSL. This selection has three results. First, the browser must 
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request a link to the resource using the HTTPS protocol. Second, the server must send 
its certificate to the browser for acceptance. Third, the server uses its private key to 
establish an encrypted link, which the browser decrypts with the server's public key. 

Note SSL uses 40-bit encryption by default. You can require SSL to use the sig­
nificantly more secure 12S-bit encryption by selecting Require 12S-Bit 
Encryption in the Secure Communications dialog box. For most uses, 40-
bit encryption is sufficient. Some financial institutions use 12S-bit encryption 
for certain transactions. Owing to export limitations that were only recently 
lifted, 12S-bit encryption is not generally used outside the United States 
and Canada. 

HTTP vs HTTPS 
The format for a URL is protocol:/ /domainname/resource. The domain name is the 
server hosting the resource. (For information about domain names, see "Domain Name 
System," page 493.) The resource is an optional part of the URL that identifies 
a particular file on the server that you want to access. The protocol indicates the 
set of communication standards used between the client and server computers. 
Examples of protocols are FTP, HTTP, HTTPS, and Telnet. 

The protocol part of the URL performs an important task: it controls which port at 
the server is addressed. Each protocol addresses a different port and, in that way, 
the server knows which protocol to use in establishing a connection with the client. 
Thus when clients address a resource on your server using https://, they are address­
ing a different port than when they use http://. If you use packet filtering to control 
security on your computer, you need to open both ports SO (HTTP) and 443 (HTTPS) 
to enable secure communication. 

Using SSL considerably slows down a connection because of the encryption 
/ decryption process. For this reason, you should restrict its use to only the resources 
that need it. 

Note You can require SSL connections for a Web site by selecting Require Secure 
Channel (SSL) in the Secure Communications dialog box. In this case, 
users must enter the HTTPS URL format in their browser in order to con-
nect to any page on the secure Web site. If, ho,vever, an SSL connection 
is not required, users still have the option of creating an SSL connection 
by using the HTTPs URL format when connecting to a Web site. This 
method works if the Web server has a server certificate installed, even if 
an SSL connection is not required. 

You can set up a Web site to both use basic authentication and require an SSL com­
munication link, as discussed previously. If you do so, an SSL link is made before 
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authentication is performed. The user name and password are therefore transmit­
ted encrypted. However, all user interaction with the Web site will use SSL and hence 
will run more slowly. 

You can also configure a Web site for basic authentication without requiring an SSL 
link, and users can request an SSL link if they want to protect their password. The 
user has the option of addressing the Web site with either the HTTP or HTTPS URL 
format. If the HTTPS format is used and the Web server has a server certificate in­
stalled, an SSL link will be established. After an SSL link is established, all pages on 
the Web site will use the secure link. However, if the link was created by request, 
the user can manually change a URL from HTTPS to HTTP after authentication is 
complete, and the SSL link will be dropped. 

The second section of the Secure Communications dialog box controls whether users 
are required to identify themselves with their own client certificates. These options 
modify the authentication methods discussed previously. 

Client certificates can be used in place of user names and passwords in any of the 
authentication schemes requiring them. This is accomplished by mapping client cer­
tificates to Windows user accounts. If certificate mapping is used, when the client's 
certificate is received by the server, it is checked against the mapping and, if a cor­
responding user account exists, the user is logged on using that account. 

Two ways of mapping certificates are available: one-to-one and many-to-one. In one­
to-one mapping, each user's certificate is mapped to an account. The server must 
have an exact copy of each user's certificate to create the mappings. 

In many-to-one mapping, client certificates are mapped by niles that relate a set of 
certificate parameters to a user account. In this circumstance, copies of the certificate 
are not needed. However, this means that many-to-one mapping is not as secure as 
one-to-one mapping. 

To use certificate mapping, select Enable Client Certificate Mapping in the Secure 
Communications dialog box and then click Edit. The Account Mappings dialog box 
opens. To create a one-to-one mapping, click the l-to-l tab and then click Add. Select 
a certificate to use and the user account to which it should be mapped. To create a 
many-to-one mapping, click the Many-to-l tab, click Add, and follow the wizard to 
select certificate fields to use in the mapping rules. 

You might need to export client certificates to files and copy the files to your server 
in preparation for using them in one-to-one mappings. The exact steps used to export 
a certificate depend on the browser used, but you should not include private keys in 
the exported file, and the exported file should be in Base64 Encoded X.S09 (.cer) format. 

The logistics behind a one-to-one certificate mapping system can be quite extensive. 
Using Enterprise Certificate Authority Services on a Windows 2000 domain control­
ler can simplify the management of individual client certificates. 
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Note Microsoft maintains a Web page about certification authorities at www. 
microsoft.com/windows/oe/certpage.htm. You can also request a client cer­
tificate from Microsoft at sectestca2.rte.microsoft.com/certsrv. 

Let's return to the example of a marketing Web site, introduced earlier in this chapter. 
To expand the example, let's say that you keep proprietary information on this site 
and you can allow only the marketing department and selected other people within 
your company to view certain areas of the site. Because of the sensitive nature of 
some of this information, your boss is breathing down your neck to ensure that only 
authorized employees can access it. You have all the options we discussed previously 
for authentication and secure communications, so you are not afraid. 

You begin by creating three new user accounts on your computer: MARKETING 
_USER, MARKETING_ADMIN, and DISTRIBUTION_ADMIN. The first will be 
used for all authorized users of the marketing site. The second two will be for admin­
istrators of the whole site and of just the distribution site, respectively. You go to each 
folder and grant basic access permissions for MARKETING_USER and Full Control 
for the administrators. (DISTRIBUTION_ADMIN gets permission only for the Dis­
tribution folder and subfolders.) See Figure 27-5. 

Figure 27-5 
Set NTFS permissions to limit access to your Web folders. 

Because you want to be especially careful with the Administrator accounts, you use 
one-to-one mapping for them. You collect a copy of the client certificate for each per­
son who is authorized to act as administrator either for the entire marketing site or 
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for the Distribution subweb only. Map those certificates to the MARKETING 
_ADMIN or DISTRIBUTION_ADMIN account as appropriate. 

Using the Internet Information Services snap-in, you can open the properties dia­
log box for the marketing site. In the Authentication Methods dialog box, clear all 
but Integrated Windows Authentication. In the Secure Communications dialog box, 
select Require Secure Channel (SSL), Require Client' Certificates, and Enable Client 
Certificate mapping. Click Edit to begin defining mappings. 

You know that one thing the IT people at your company did right was to issue ev­
eryone a client certificate that included his or her department name in the Organi­
zational Unit (aU) subfield of the certificate's Subject field. So you create a 
many-to-one mapping using a rule (shown in Figure 27-6) that maps any certificate 
with Marketing in the au subfield to the MARKETING_USER account. For any other 
people in your company to whom you want to grant access, simply create a one-to­
one mapping using their certificates. Now you can tell your boss to relax. 

Edit the rule element by choosing what major of the certificate is to be ~aich:ldagainst.Then ~oosean appropriate 
subfield. Finally, enter a matching string. You can use wildcards lor the match. 

Valid subfields are shOlt strings indicating a sub-value in a certificate field. Example: "0" stands lor Organization. 

New subfield strings may be defined at a later date .. g~ase refer to current documentation for the latest codes. 

p' Match Capitalization 

Certificate Field: I S~bi7.c~, [2]; Acharto! some of the sub-fields already defined is below. 
~ ______ -,--..,.' '....,' ':: .... 0 .... Organization' II company or bu.iness 

Sub Field: lou, [2], OU OrgatlizationUnit:department 
~:--.-___ ' _" _"'_' ..,.' eN Common Name' II net address· e.g. "microsoft.com" 

Criteria: I~~r~:ti~~ C 'C~untrYlRegion :A short pre-defined code e.g. "US" 
S State or Province 

OK C~Ocel Help' 'I L Local~y • city 

Figure 27-6 
You can create many-to-one rules to map classes of users to individual accounts. 

Auditing 
Two avenues of monitoring activity on your Web server are available: NTFS 
auditing, and IIS event logging. 

To use NFS auditing, you must first enable auditing in Local Security Policy. To do 
that, open the Local Security Policy snap-in. (It's in the Web Management console 
described earlier in this chapter; if you didn't create such a console, go to Start I 
Settings I Control Panel I Administrative Tools I Local Security Policy or run 
Secpol.msc.) Then navigate to Security Settings \Local Policies \Audit Policy. Figure 
27-7 shows the audit options. To enable a policy, right-click the policy's icon and 
choose Security. You can enable policies to log successful events, unsuccessful events, 
or both. For example, you can log both successful and unsuccessful logon attempts. 
For more information, see "Enabling Auditing," page 576. 
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Figure 27-7 
Select audit policies for your Web server from the Local Security Policy snap-in. 

Then, for each object you want to audit, you specify which users or groups and which 
events should be recorded in the Security log. In a Windows Explorer window, navi­
gate to the folder you want to audit. Right-click the folder icon and choose Proper­
ties. Click Advanced and then click the Auditing tab. Click Add and then select the 
user or group you want to audit with respect to the selected folder. If you want to 
audit all activity involving this folder, regardless of the user,select Everyone. The 
Auditing Entry dialog box opens, in which you can select the activities you want to 
audit. (See Figure 27-8.) 

Object I 

Traverse Folder' Execute File 
list Folder' Read Dat. 

H Read Attributes 
Read Extended Attributes 
Create Files 'Write Data' 
Create Folders' Append Data 
Write Attributes 
Write E ,tended Attributes 
Delete Subfolders and Files 

;; Delet. 

Read Permissions 

Change Permissions 

Figure 27-8 
In the Auditing Entry dialog box, you can select audit policies for folders using 
Windows NTFS auditing. 

To view the logs, open Event Viewer (Start I Settings I Cantor! Panel I Administrative 
Tools I Event Viewer) and select Security Log. lIS logging records more of the activity 
on yo'ur Web site than either of the other two auditing methods. For example, if you 
want to monitor the IP addresses of visitors to your site, you need to use lIS logging. 
You turn logging on or off for the whole site. You then choose to log activity for in­
dividual sites. You also have an option of three log-file formats. 
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To turn on logging for the site, in the Internet Information Services snap-in, right- , 
click the icon for the Web site and choose Properties. On the Web Site tab, select 
Enable Logging. Select the log format you want and click Properties. The Extended 
Logging Properties dialog box opens, as shown in Figure 27-9. Select the frequency 
with which you want to start new log files and specify the folder where you want 
log files to be stored. If you use W3C Extended Log format, an Extended Properties 
tab lets you select which data to include in each log entry. See the online IIS docu­
mentation for more information about log-file formats. 

'loii ¥5IiM@ ... ' .. ,1!t! .. ,1 .. ;,~j,4..w'1I;i"I,G@M .. ; Iij,i' 'iIii!' ... jiiiiol4"Il.Iii"iJ!I'~:a:· tiJ~lio..;.;;;,l:.i;i.;:t .... ': '_' ......:,:....;.;.;.,., ...... :,,"" __ J]] 
General Properties I Extended Properties I 
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r Hoorly 

r Daily 

r. Weekly 

r Monthly, 

r Unlimited file size 

r When file size reaches: 

/1'3. .3 M8 

r Use local time for file naming and rollover 

Log file directory: 

l%winDir%\System32\Lo~:iles , 

I Log file name: W3SVC1 \exyymmww.1og 

OK I' Cancel 

Figure 27-9 

Browse ... 

ApplY . Help 

Use this dialog box to configure how often log files are started and where they are stored. 

Obtaining·a Server Certificate 
The process for obtaining a server certificate involves creating a certificate request 
(in the form of a request file), submitting the request to a Certification Authority, 
obtaining the approved certificate, and installing the certificate on your computer. 
The Web Server Certificate Wizard handles almost all this process. 

The Web Server Certificate Wizard generates a request for a server certificate and 
installs the certificate once it is granted. If you are connected to a domain server 
running Enterprise Certificate Services, the wizard submits your request online. The 
wizard also detects an out-of-date or about-to-expire certificate. 

You can start the Web Server Certificate Wizard through the Internet Information' 
Services snap-in. Open the Properties dialog box for the Web site and select the 
Directory Security tab. Click Server Certificate and the wizard begins. The options' 
presented by the wizard depend on whether you already have a server certificate 
installed or have an outstanding request. 
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Redirecting Requests to the Site 
You can cause the Web server to redirect, that is, serve a different page than the one 
indicated by the URL. You might want to do this, for example, if you discontinue 
some section of a Web site, but users still attempt to view these pages. A redirect can 
serve a page informing the browser of the change, or the redirect can serve a cur­
rent page. To redirect from an object (folder or file), open the properties dialog box 
for the object. Click the Directory tab and select A Redirection To A URL. Then enter 
the redirect URL in the text box. If you select The Exact URL Entered Above, the 
server will serve the exact file. If you select A Directory Below This One, the server 
will append the resource name to the directory you enter in the text box and serve 
that file. Use this latter option if the file is the same but in a different location. 

USing Content Ratings 
The Platform for Internet Content Selection (PICS) specification defines metalabels 
included in HTML headers that are used to describe the content of Web pages. lIS 
provides a means of applying Recreational Software Advisory Council (RSAC) rat­
ings to your Web site or subweb. In the properties dialog box for the site you want 
rated, select the HTTP Headers tab and click Edit Ratings. On the Ratings Service 
tab, select Ratings Questionnaire. Doing so opens the RSAC Web site in a browser 
window. Follow the instructions there to complete the RSAC questionnaire. After 
completing the questionnaire and registering with RSAC, you will be given the 
appropriate ratings for your site. Then click the Ratings tab, select Enable Ratings 
For This Resource, and enter the ratings for each of the four categories. After this is 
complete, all pages from your site will be sent with the appropriate header informa­
tion. If the user's browser is able to interpret these headers, the browser can be set 
to accept or reject your page, depending on its rating. 

Running an FTP Server 
Setting up and running an FIP server is very similar to operating a Web server. When 
you install lIS, a default FTP site is created automatically. The authentication and 
access topics discussed earlier in this chapter apply to FTPservers as well. Like Web 
sites, FTP sites are organized around folders and tiseNTFS permissions to control 
access. In general, however, you have fewer options for FTP configuration than for 
Web configuration. ~ 

FTP uses either anonymous or basic authentication. The authentication method is 
set for the entire FIP site; you cannot set a different method for subdirectories. You also 
have no option for creating a secure link. On the Security Accounts tab of the Default 
FIP Site Properties dialog box, either select or clear Allow Anonymous Connections. 
If you select anonymous authentication, you can select which user account is used 
by all users who log in anonymously. You can also select Allow Only Anonymous 
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, Connections if you want to prevent anyone gaining access to your computer or 
network by logging on with a recognized user name. 

Use NTFS permissions to set user permissions on FTP folders and files. 

Using Your Web Site for Collaboration (WebOAV) 
Web Distributed Authoring and Versioning (WebDAV) allows users to set up shared 
folders served by lIS. Users with proper permissions can publish files to, open and 
edit files in, and lock and check out files in WebDAV folders. Windows 2000 and 
Internet Explorer 5 support WebDAV. Microsoft Office 2000 supports additional col­
laboration features with WebDAV. 

To create a WebDAV folder, set up a virtual directory under Default Web Site in lIS. 
The physical directory can be anywhere on your intra net. Give the directory Read, 
Write, and Browsing permissions. Then, any Windows 2000 users on your intranet can 
create a Web folder shortcut to the WebDAV folder in their My Network Places folder. 

Setting Up liS for Internet Printing 
lIS also enables Internet Printing Protocol (IPP). Whenever you share a printer and 
you are running lIS, the shared printer becomes available over the Internet. Users 
to whom you've given permission can view and manage printers in a Web browser 
in much the same way that they can using the Printers folder for local and network 
printers. In an Internet Explorer window, open http://hostname/printers for a list 
of shared printers on hostname. Hostname can be a computer name (for an intranet), 
a domain name, or an IP address. Select one of the printers to open a page with 
printer status and control options. See Figures 27-10 and 27-11. 

ljJ ... FleEd;\ ... ":"..F.v~r""=sTo.ol'.~=I~............................... .......... ____ . _......................' .. 
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t.J All Printers on biscayne 

arne Status Location Jobs Model Comment 

Read'1 HP Laser Jet 4 

Figure 27-10 
By running liS, you can share printers throughout your intranet or over the Internet. 
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Document List 

~ 
All printers 

~ 
Resume 

Cancel All DoclJment;; 

I&n!::!lli 

OCUI\1ENT ACTIONS 

Figure 27-11 

HP LaserJet 4 on biscayne 

Printer Queue: ReOldy Waiting Time: 0 
Pending Documents: 0 

Document Status Owner Pages Size Submitted 

There is no document in the printer queue. 

IPP offers capabilities similar to those available in the Printers folder­
but with a familiar Web-style interface. 
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Chapter 28 

Managing Incoming 
Connections 

In This Chapter 
Creating Incoming Connections .......................................... 486 

Understanding Tunnels and Virtual Private Networks ...... -..... r ••••••••••••• 489 

Using I PSec .......................................................... 490 

A computer running. Microsoft Windows 2000 Professional can allow access from 
remote computers using three methods: dial-up connection, direct (for example, 
serial or parallel lines) connection, and virtual private network (VPN). In this chapter, 
we discuss creating these types of connections and the advanced security capabili­
ties of IPSec. 

For information about other means of allowing remote computers to connect to your computer 
(Web and FTP), see Chapter 27, UManaging a Web Server." For information about connec­
tions for dialing out from your computer, see Chapter 22, UMaking Network Connections." 

Dial-up connections use a telephone lines and some type of modem-for example, 
an analog modems, ISDN modems, or X.2S modems. You can create a direct paral­
lel connection to another computer using Parallel Technologies Direct Parallel Con­
nection cables. (Contact Parallel Technologies at www.lpt.com.) Virtual private 
networks allow you to use a network (for example, a corporate LAN or the Internet) 
as the medium for connecting your computer with other computers in another local 
network, no matter how physically distant the computers are. 

When you allow access to your computer through incoming connections, you need 
to be concerned with the security issues these connections create. We discuss the 
Windows 2000 implementation of a security scheme called IPSec in this chapter. 
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Creating Incoming Connections 

486 

In Windows 2000 Professional, you create one incoming connection to handle all the 
variety of incoming connections you need to allow. As your requirements change, 
you can modify the properties of this connection. 

To create the incoming connection, perform the following steps: 

1. Open the Network Connection Wizard by clicking Start I Settings I Network 
And Dial-Up Connections I Make New Connections. Click Next on the first 
wizard page. 

2. Select Accept Incoming Connections and click Next. 

Network Connection Type 
You can choose the type of network connection you want to create, based on 
your network configuration and your networking needs. 

3. Select one or more devices for which you want to allow incoming connections. 
(VPNs do not use a connection device.) 

iI1d&tifj'"i,i,iJ4mtm i'i'w_$tij;tiniil~k;:?}13;1 
! De""" I~ Ineomm. Conn.,,;o", &l 
I You can choose the devices your computer uses to accept incoming connections. .~ ~ 
I • 

Ir . Select the check box next to each d~vice you want t~ use f6r incoming connections: 

\~ 

1 p t\Jl( (tAN) 
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4. Make a selection, either allowing or not allowing virtual private connections, 
and click Next. 

!i Incoming Viltual Plivate Connection 
Another computer can create a virtual private connection to your computer 
through the Internet or another public network. 

Virtual private connections to your computer through the Internet are possible only if 
yoU! computer has a known name or IP address on the Internet. 

Choose whether to allow virtual private connections: 

r. ~!i§·~.y.~~~~(p.~.~~.~i.~~9!i6~.~.t~~~ 
r Do not allow viltual private connections 

Nex\> I:' ·C~;;~I'···I 
--------~----~ .' .' 

5. From the list of users, select all users who have permission to connect using this 
connection. 

Allowed Usels 
You can specify which users can connect to this computer. 

Select the check bo~ next to the name of each user you want to allow to' connect 10 
this computer. Note that other factors. such as a disabled user account may affect a 
user's ability 10 connect . . 

Users allowed to connect 

t!.II i Administrator 
~ n Blake (Blake Whittington) On Guest 
~ n IUSR_BISCAYNE (Internet Guest Account) 
~ n IWAM_BISCAYNE (Launch 115 Process Account) 

Add... j:' Delete I~.·_· _":"-_-' 

6. Select which protocols are to be allowed on this connection. By default, all 
installed protocols are selected. Clear the check box for any you don't need. 
Install any protocols you need that are not displayed. Click Next and then 
click Finish. . 
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Select the check ~~ next to the name of ea6h networking compon:m; ;ictu· ~~nt ·to 
enable for incoming connections. . 

Your connection now shows up- in the Network And Dial-Up Connections folder 
with the name Incoming Connections. Right-click the icon for Incoming Connections 
and choose Properties. The Incoming Connections Properties dialog box (see Figure 
28-1) appears, showing you all the configuration selections you made and allowing 
you to change them. 

Figure 28-1 
You can configure properties for all your incoming connections. 
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Understanding Tunnels and Virtual Private Networks 
The Internet is the greatest thing since sliced bread. Not only does it let you order 
groceries over it and download music from it, but it also comes with miles and miles 
of cables, hundreds of routers, and tons of other equipment necessary for making 
internetworks work-not to mention the associated transmission protocols. Some­
one had the great idea of using all that infrastructure for connecting separate private 
networks. In the olden days, if you had offices in New York and Chicago and you 
wanted to connect their computer networks, you had to pay the phone company to 
use its cables and set up special protocols at each end. But if two computers (or two 
networks) are each connected to the Internet, a physical connection between them 
already exists, with a transmission protocol already set up. The only question is how 
to make use of these assets. 

That's where tunneling comes in. You want to enable network data to reach com­
puters on the other side of an intervening network just as if the sending and receiving 
computers were on the same local network. Tunneling protocols dig underneath the 
protocol of the intervening network to create the illusion of a direct path between 
the two separated networks. 

This is accomplished by encrypting each IP packet or frame (depending on the pro­
tocol) and wrapping it inside another packet or frame with new header information 
for traveling through the intervening network. That is, when a network frame (if 
we're talking about a frame-based protocol) created on one of the computers is 
destined for a computer on the other side of the tunnel, the entire frame is encrypted 
and a new header that routes the encrypted frame through the intervening network 
is attached. When the new frame gets to the other side, the new header is stripped 
off, and the original frame is decrypted and routed forward just as though it had 
never left the original local network. When you put all these pieces together, you end 
up with a virtual private network. Tunneling protocols are the core of VPNs. 

The intervening network does not have to be the Internet. Offices might have spe­
cial networks separated from the primary corporate network for privacy reasons. 
The private network can be connected to the corporate network through a VPN 
server. The VPN server allows any authorized computer on the corporate network 
to connect to the private network. In this case, the corporate network is the interven­
ing network through which the tunnel is created. 

Three tunneling protocols are in wide use today: 

• Point-to-Point Tunneling Protocol (PPTP). PPTP allows IP, IPX, or NetBEUI 
frames to be encrypted and then wrapped in an IP header to be sent across an 
intervening network. 

• Layer 2 Tunneling Protocol (L2TP). L2TP allows IP, IPX, or NetBEUI frames 
to be encrypted and then sent over any IP, X.2S, Frame Relay, or ATM inter­
vening network. L2TP is new in Windows 2000. 
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• IP Security (IPSec) Tunnel Mode. IPSec Tunnel Mode allows IP packets to be 
encrypted and then encapsulated in an IP header to be sent across an interven­
ing network. IPSec is new in Windows 2000. 

Windows 2000 uses PPTP or L2TP for tunnel connections. Only Microsoft Windows 
2000 Server can act as a VPN server using L2TP. Windows 2000 Professional can, 
however, connect to a VPN server using L2TP.Windows 2000 uses IPSec to enhance 
the security of all network interactions. 

Internet Security Sites 
The following is a short list of the many Web sites devoted to network security. The 
. companion CD includes a number of additional links. 

• www.microsoft.com/security 

• www.microsoft.com/technet/security / dosrv .asp 

• grc.com/su-reading.htm 

• www.cert.org 

• www.denialinfo.com 

• csrc.nist.gov 

• www.netsec-intl.com 

Using IPSec 
The previous section introduced IPSec as a tunneling protocol. Actually, IPSec is a 
broader security mechanism meant to overcome many of the security limitations 
of IP (Internet Protocol). Because all network activity in Windows 2000 uses IP by 
default, IPSec provides an important service for all network connections, incoming 
as well as outgoing. We discuss IPSec in this chapter because it is often associated 
with VPNs. But IPSec can be used for any network connection. 

In Chapter 25, "Making Internet Connections," we discuss Internet security using 
packet filtering. IPSec, however, works with a different concept. Packet filtering 
forms a shield that determines which IP packets to allow in and out of your com­
puter. It is like a wall around your computer with one small door. Any packets from 
any external cOlnpuler lhallneellhe requirelnents are allowed in. All the security 
happens at the wall. 

IPSec negotiates a security association between two computers and is sometimes 
called end-to-end security. The security takes place on each computer through the ne­
gotiated link. Although packet filtering is a part of IPSec, IPSec encompasses other 
security protocols, and the packet filtering that IPSec uses has more flexibility than 
the filtering discussed in Chapter 25. Figure 28-2 depicts the difference between these 
two concepts. 
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Us 

Firewall concept 

Us 

IPSec concept 

Figure 28-2 
IPSec is conceptually different from packet filtering. 

IPSec comprises a suite of protocols (including packet filtering). A combination of 
configuration settings for all the associated protocols is called a rule, or a filter rule. 
An IPSec policy is a collection of one or more rules. You can enable only one IPSec 
policy at a time, but the policy might have several rules. Each rule is made up of five 
components: 

• Filter List. Consists of one or more packet filtering definitions for filtering on 
protocol, source address/port/mask, and destination address/port/mask. 
Filter lists are named and stored for use in multiple rules. You can configure 
only one filter list per rule. A sample filter for closing port 139 is shown here. 
Although this example shows only one filter in the list, you can have as many 
filters as needed. 

~ 
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• Filter Action. Provides direction on what the filter does with connections 
matching the filter criteria: permit, block, or negotiate a secure connection. 

• Authentication Methods. Offers a selection of user authentication method: 
Kerberos, certificate, or code/key. Kerberos VS protocol uses Windows user 
accounts defined on your domain. Therefore, if the computers you are connect­
ing are not on the same domain, you must use one of the other authentication 
methods. You can require that the computer attempting a connection have a 
server certificate from a selected certification authority (CA). You select the CA 
from your Trusted CA list by clicking Browse. You can also use an alphanu­
meric key. If you use a preset key, both computers must have exactly the same 
key configured. 

• Tunnel Setting. Determines whether a connection can use a virtual private 
network. If you want the rule to allow a VPN connection, you configure the IP 
address of the requesting computer. Note that you can configure only one 
tunneling connection per rule. To allow multiple computers to request a VPN 
connection, you must create a rule for each computer and select each rule for 
the active policy. 

• Connection. Determines which connections this rule should be applied to: all, 
dial-up, or network. 

Creating an IPSec Policy 
IPSec policies are managed through the Security Settings extension of the Group 
Policy snap-in. You can launch Local Security Settings, a console with just that 
extension, by going to Start I Settings I Control Panel I Administrative Tools I Local 
Security Policy or by typing secpol.msc at a command prompt; you can also find the 
extension as part of Group Policy (Gpedit.msc). Alternatively, you can install 
the IPSec Security Policy Management snap-in at the root level of any console. 

Regardless of how you display IPSec in Microsoft Management Console (MMC), to 
work with IPSec policies, you select IP Security Policies On Local Machine. (If you're 
using the Group Policy console, go to Local Computer Policy\Computer Configuration 
\ Windows Settings \Security Settings \IP Security Policies On Local Machine.) 

The user interface for creating IPSec policies can be a bit confusing. It provides prop­
erty dialog boxes for the policy, each rule, each filter list, and each action. You must 
use one wizard but might use as many as four wizards. Use the IP Security Policy 
Wizard to create the shell of your new policy. From there, you can add rules to the 
policy and then add filter lists and filter actions to the rules-either by running 
wizards or by editing their respective properties dialog boxes directly. The follow­
ing sections explain each of these procedures. 
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Create the Policy Shell 
1. From the Action menu, choose Create IP Security Policy. The IP Security Policy 

Wizard appears. Click Next. 

2. Enter a name for the policy and a description if desired. Click Next. 

3. The default response filter action enforces Kerberos authentication and a cus­
tom security scheme and is used when no other filter rule applies. If you want 
to include this default rule in your policy, leave Activate The Default Response 
Rule selected. Otherwise, clear the check box. Click Next. 

4. If you chose to use the default rule, the wizard asks you for an authentication 
method to use for that rule. Make a selection and click Next. 

Add Filter Rules to the Policy 
At this point, you have created the shell of your policy. You now need to fill out the 
filter rules. 

1. Make sure that Edit Properties is selected and click Finish. The properties dia­
log box for your new policy appears. If you selected the default response rule, 
it is selected in the IP Security Rules list. Now you can add the primary rule(s) 
for this policy. 

',jiUg;jII!N@MjW#i@ 

I:,: Aulesl G,~n~all: ' 

, , IP Sec(.Irity 

IPFiker List 
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Note 

2. Make sure that Use Add Wizard is selected and click Add. The Security Rule 
Wizard appears. Click Next. Of you feel confident, clear Use Add Wizard. When 
you click Next, the New Rule Properties dialog box appears. Fill out each tab 
according to the steps that follow.) 

3. If this rule is to allow a VPN connection, select The Tunnel Endpoint Is Speci­
fied By This IP Address and enter the IP address of the computer that will be 
requesting the connection. Otherwise, leave This Rule Does Not Specify A 
Tunnel selected. On the properties dialog box, these options are on the Tunnel 
Setting tab.) Click Next. 

You need to create a rule for each computer that might be request­
ing a VPN connection. 

4. Select the network connections to which you want to apply this policy (Con­
nection Type tab). Remote Access refers to dial-up connections. Click Next. 

5. Select the authentication method for this rule (Authentication Methods tab). 
Click Next. 

Add Filter Lists to the Filter Rule 
Now you need to select or define the filter list you want to use for this policy. If you're 
using Security Rule Wizard, the list of predefined filters is displayed, as shown here. 
You'll find comparable settings on the IP Filter List tab of the properties dialog box. 

:mflm3$mliiimL!TjII;ffirm···tjl····~-!····m, •••• I'I!t.'I.III··.I·B_.:I.I.I:·I;ttri;!IHttl~'itil}!i§t!Hra;jjj!?UI~xll 
i IP Filtel Lisl EI 
I: Select the IP filtellist for the type of IP traffic to which this security rule applies. ~ 

L ., .. ': .~. ..". . . , . ,.... ':." "." .. " ".".".. . '.' . " .",~' . ". ... . ,". ".."; : " .. " ...,... . , 

Ii no If:> filter in the foHO'A'irig6$t ma(che~ yOUI need~. dick Add io create a new one. 
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Note 

Note 

1. If the filter list you want to use is already defined, select it from the list and skip 
to the next section, "Finish Configuring the Rule." Otherwise, click Add to 
define a new filter list. 

2. When you click Add, the IP Filter List dialog box appears. This is a shell for new 
filter lists. Enter a name and description for this filter list. 

3. With Use Add Wizard selected, click Add to add a filter to this list. (If you feel 
confident, clear Use Add Wizard. When you click Add, the Filter Properties 
dialog box appears. Fill out each tab according to the following steps.) 

Filter lists are saved by name and can be used in multiple rules. 

T An IP filter list is composed of multiple filters. In this way multiple subnets.IP 
2! addresses and protocols can be combined into one IP lilter. 

Name: 

IN eV>i 1 P Filter List 

Description: Add". 

Close 

4. The IP Filter Wizard appears. Click Next. 

5. From the drop-down list, select the source address of the packets. (In the Fil­
ter Properties dialog box, the list is on the Addressing tab.) Click Next. 

If you are creating a filter for a VPN connection, select A Specific 
IP Address for the source and My IP Address for the destination. 
Enter the IP address of the computer requesting the VPN connec­
tion as the source IP address. 
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Note 

I, 

I 
IP Traffic Source 

I Specify the source address of the IP traffic. 

6. From the drop-down list, select the destination address of the packets. (In the 
Filter Properties dialog box, use the Addressing tab.) The options are the same 
as for the source. Click Next. . 

7. Select the protocol. (In the Filter Properties dialog box, use the Protocol tab.) 
Common selections are Any, IP, TCP, UDP, and ICMP. Click Next. Depend­
ing on your selection, you might need to select the port numbers to filter. 

8. Click Finish to return to the IP Filter List dialog box. If you want to add another 
filter, click Add and repeat the preceding process. 

Filters are not applied in the order in which they are listed. Filters 
are generally applied from most specific to least specific. This order­
ing is not guaranteed during system startup, so some anomalous 
behavior can occur at that time. 

9. When you finish adding filters to the filter list, click Close to return to the 
Security Rule Wizard. (If you've skipped the wizards, you return to the New 
Rule Properties dialog box.) Select the filter list you just created. Click Next. 

Finish Configuring the Rule 
1. Select an action to perform on packets matching the filter. (In the New Rule 

Properties dialog box, the list is on the Filter Action tab.) Pick one of the default 
actions or click Add to run the Filter Action Wizard and create a new action. 
Select one of the default actions and then click Edit to see its properties dialog. 
box. The Require Security Properties dialog box is shown here. Click Next and 
then click Finish. 
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Note 

Security Method$1 GeneralJ 

r Permit 
(" Block 

r. Negotiate security: 

Security Method preference order: 

~ pH Integrity 
:CUS\Of't . ",diorie)' 
Custom <None> 
Custom <None> 
Custom <None> 

I ESP Confidential... ES 
'3DES SH 

·····3DES 'Me 
DES SH 
DES Me 

Edit.., 

Remove 

HO',/(;U;:l 

lJ Move down I 
P Accept unsecured communication. but always respond using IPSec 

r Allol',' unsecured communication with non IPSec·aware computer 

r Session key Perfect Forward Secrecy 

OK Cancel 

On the wizard page, click Next and then click Finish. 

Filter actions are saved by name and can be used in multiple rules. 

2. Click OK. That rule is now defined. If you want to add another rule, click Add 
and repeat the process. As you add each rule, it is added to the IP Security Rules 
list ~n the properties dialog box for the policy. When you have added all the 
rules you want for your policy, click Close. 

Gener~11 Users I NetwOIkin91 

"Incoming connections···"·.······ 

AOow incoming connections On these devices. 

Devices: 
001 .,. 

o " Direct Parallel (LPn) 

r Allow others to make private connections to m.\' computer 
by tunneling through the Internet or othel network 

P • Show icons on taskbal when connected 

. OK II Cancel 
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Enabling an IPSec Policy 
In the Local Security Settings console, right-click the policy that you want to enable 
and choose Assign (the IPSec word for enable). That policy is now enabled. If any 
other policy had been assigned, it becomes unassigned. 

You also have another way to enable IPSec policies. In the Network And Dial-Up 
Connections folder, select any connection and open its properties dialog box. Select 
the tab containing the components (the General tab or the Networking tab, 
depending on the type of connection). Select Internet Protocol (TCP lIP) and click 
Properties I Advanced I Options I IP Security I Properties. Select Use This IP 
Security Policy and then select the policy you want from the drop-down list. 

Modifying an IPSec Policy 
As discussed earlier, IPSec policies have rules made up of filter lists, filter actions, 
authentication methods, tunnel settings, and connection types. Filter lists, filter 
actions, and policies are entities with names and associated configuration settings. 
Therefore, you can edit filter lists and filter actions on their own or through the 
policies that contain them. 

In the IP Security On Local Machine folder in the Local Security Settings console, 
choose ManageIP Filter Lists And Filter Actions from the Action menu. The Manage 
IP Filter Lists And Filter Actions dialog box appears, as shown in Figure 28-3. Select 
the filter list or filter action you want to modify and click Edit. The respective prop­
erties dialog box opens, and you can edit the configuration settings. These changes will 
be reflected in each policy that uses the respective filter list or filter action. 

To modify an IPSec policy, select the policy in the Local Security Settings console 
and then choose Properties from the Action menu. The policy properties dialog box 
appears, similar to the one shown in Figure 28-4. Select the rule you want to edit and 
click Edit to display the Edit Rule Properties dialog box. This is the same dialog box 
you see if you don't use the wizard to create new rules. Each tab in this dialog box 
contains the setting for one of the five elements of an IPSec rule. 
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Manage IP Filter lists I Manage Filter Action~ I 
This dialog allows you to make maintain the IP Filter Lists that 
describe ,YOllr network. 

The available IP Fiker Lists are sh<lled by a1IIP Security 
Policies. 

I P Filter Lists: 

Name 
AIIICMP Traffic 
AIIIP Traffic 
New IP Filter List 
Port 139 Filter List 

Description 
Matches alllCMP packets betw .. . 
Matches alliP packets from this .. . 

Add... I. _' __ ....J ___ -' 

Figure 28-3 
You can edit filter lists and filter actions directly. 

:WauAIi"tiilll_il§ 
I' 

!Rules I G,enerall 

Security rules for communicating with other compulen" 

Default Response Kerberos 

,,!II: 
'Edit:.. . I .. Remove [] Use Add Wiz<lId 

Figure 28~4 
You can modify an IPSec policy from its properties dialog box. 
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Troubleshooting IPSec 
Several tools are useful for troubleshooting connections that use IPSec: 

• Ping. The Ping command can help to determine whether the network between 
two computers is functioning. In a Command Prompt window of one computer, 
type ping IP, where IP is the IP address of the other computer. 

• Event Logs. The System or Security event logs have entries for failed connec­
tions, often with helpful descriptions. If connections fail, check these logs. 

• Policy Integrity Check. Sometimes links in policies can break. To check for 
problems in the policy, select IP Security Policies On Local Computer in the 
Local Security Settings console and choose Action I All Tasks I Check Policy 
Integrity. All policies will be checked. 

• IPSec Monitor. The IPSec Monitor tool displays information for each active 
security association. IPSec Monitor can also provide statistics about security 
associations, key usage, bytes sent and received, and other items. To start 
IPSec Monitor, type ipsecmon at a command prompt. 

In some cases, restarting the Policy Agent might be necessary; to do that, restart the 
computer. You can reinstall the IPSec components by removing and reinstalling 
TCP/IP. 

Enabling IPSec Through a Firewall 
If you want to use IPSec for network connections that must connect through a 
firewall, proxy server, security gateway, or router, certain filters must be in place to 
allow IPSec data through. 

The following filters must be enabled for both input and output traffic: 

• IP Protocol ID 50: for IPSec Encapsulating Security protocol traffic 

• IP Protocol ID 51: for IPSec Authentication Header traffic 

• UDP port SOD: for inbound Internet Key Exchange negotiation traffic 
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Chapter 29 

Communicating Over 
the Internet 

In This Chapter 
Using NetMeeting ..................................................... 502 

Using Internet Instant Messaging ......................................... 512 

The Internet provides unparalleled opportunities for communication. The World 
Wide Web and e-mail are becoming as ubiquitous as telephones and televisions. 
Internet Chat Request (ICQ) and instant messaging are also increasingly clogging 
Internet bandwidth. The Internet now delivers audio (music clips, voice communi­
cations, and so on) and video (such as movie clips and Web cam feeds). Online video 
conferencing is emerging as a powerful tool that makes use of the Internet's exist­
ing infrastructure and ever-expanding bandwidth. Microsoft Windows 2000 allows 
you to take full advantage of these developing technologies. 

Microsoft NetMeeting is a fully developed network conferencing tool, complete with 
chat, audio, video, and whiteboard capabilities. In addition, NetMeeting allows you 
to share applications and remotely control the desktop of another computer-and 
it comes installed with Windows 2000. Because you're an expert, we assume that 
you've deduced the basics of NetMeeting. In this chapter, we explore some topics 
that are not covered in our more introductory book, Running Microsoft Windows 2000 
Professional (Microsoft Press, 2000). 

Another useful technology for using the Internet to communicate with friends and 
colleagues is Internet messaging. Microsoft offers an Internet messaging service 
called MSN Messenger Service. Although it doesn't come with Windows 2000, MSN 
Messenger Service is available as a free download from Microsoft. MSN Messenger 
Service allows you to chat with friends over the Internet whenever you are both 
logged on to the service. MSN Messenger Service is also tightly integrated with 
NetMeeting, as we explain in this chapter. 

If you need something between text-based chatting and full conferencing, Microsoft 
Phone Dialer, another component of Windows 2000, lets you use the Internet to place 
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phone calls. Phone Dialer also allows video, turning it into the picture telephone of early sci­
ence fiction stories. Because Phone Dialer is less capable than N etMeeting in most respects, 
we don't cover it in this book. (At the risk of including too many plugs, you'll find Phone 
Dialer well documented in our other Windows 2000 book, mentioned previously.) 

Using NetMeeting 
NetMeeting is easy to use, with its basic functions intuitively accessible from the 
main window. The following sections provide some background information that 
will help you get the most out of NetMeeting. 

Setting Up NetMeeting 
N etMeeting is installed by default on Windows 2000. (You'll find its Start menu entry 
buried at Programs I Accessories I Communications I N etMeeting.) The first time 
you start NetMeeting, you are led through a setup wizard. You can cancel the wiz­
ard, but then you must enter the information in the Options dialog box before you 
can log on to a directory service. The setup wizard asks for information about you, 
your location, and what directory service, if any, you want to log on to. See Figure 
29-1. (For information about directory services, see the following section, "Finding People 
and Being Found.") The setup wizard also summons the Audio Tuning Wizard to 
assist you in adjusting your speakers and microphone, if you have these installed. 

Figure 29-1 

Enter i~ormationaboutYoUrse" for use~~h NetMeeHng. 
Note: You must $UPP~ }oourlirSt name, la$t name, and 
E -mailaddres$. ' , 

: ;':";II~~""; __ "";~--"";,,--,-"";,--.,;c""; .• ~-.,"--"....; ••• ....;~.,....; .. ---" .. j 

I";,.,.".; .. ,,,,",,;,;,,.,,;.,,.;.i~' . 

To help set up NetMeeting, you need to enter information about yourself in a setup wizard. 

Note It is not unheard of for people to enter phony names and e-mail addresses. 
Using a bogus e-mail address prevents your receiving unsolicited e-mail, 
and NetMeeting doesn't care whether the information is correct.'How­
ever, people who search for you bye-mail address need to know what 
address you are using. 
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The setup wizard asks for the speed of your Internet connection. This is important 
because NetMeeting determines the optimal compression scheme and codec selections 
based on this setting. A co dec, an abbreviation for coder/decoder, is the software­
implemented algorithm for converting audio and video to digital form for transmission 
and back to audio and video again at the receiving end. If you change your Internet 
connection, be sure to update this setting by clicking Bandwidth Settings on the 
General tab of the Options dialog box. 

All the items you enter in the setup wizard are available in the Options dialog box 
(shown in Figure 29-2), which you open by choosing Tools I Options. To change your 
directory service, type the name of the new service in the Directory text box on the 
General tab. All the services you have used in the past and the Microsoft Internet 
Directory are listed in the drop-down list. To rerun the Audio Tuning Wizard, click 
the Audio tab and then click Tuning Wizard. 

? x 

Figure 29-2 
Use the Options dialog box to set or change your identifying and directory service information. 

Finding People and Being Found 
To connect with another NetMeeting user, you need to know two pieces of informa­
tion: whether the other party is available and the other party's IP address. You might 
already know the IP address of the person you want to contact and when that per­
son is available. In that case, you can call the IP address directly (without using a 
directory), and your call can be completed. In most cases, though, you won't know 
one or both of these pieces of information. If your contact connects to the Internet 
through a modem, the IP address is likely to be different each time the contact logs 
on. All these considerations are applicable to other people trying to connect with you. 
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Note To determine your own IP address (so that you can provide it to others, 
for example), type ipconfig in a Command Prompt window. Alternatively, 
in NetMeeting choose Help I About Windows. NetMeeting. 

When you click the Find Someone In A Directory button or select Directory from the 
Call menu in NetMeeting, a directory window opens with options for locating 
the person you want to contact. The Select A Directory drop-down list offers places 
to look for people you've recorded (Windows Address Book, History, and Speed 
Dial) or from one or more directory services. Windows Address Book is the address 
list used by Microsoft Outlook Express. If you've added NetMeeting information for 
a contact in the Address Book, that contact will show up when you select Windows 
Address Book in the Find Someone window. The History list shows users you've 
contacted before. You can also add users to your Speed Dial list by right-clicking an 
entry in a directory list and choosing Add To SpeedDial List. 

Directory services handle the collection and distribution of contact and IP address 
information for users logged on to their service. NetMeeting works with two kinds 
of directory services: Internet Locator Service (ILS) and the Microsoft Internet 
Directory. When you log on to a directory service, you are announcing to the world 
that you are available, and your IP address is published (though not displayed) in 
the directory. If you provided additional information during setup (location or com­
ment, for example), the directory service might also publish that information. 

N etMeeting does not allow simultaneous directory service connections; you can log 
on to only one at a time. Therefore, people looking for you must know which one 
you are using. You can, however, search for people on as many directory services 
as you like (unless you are using the Microsoft Internet Directory). 

Using ILS Directories 
·An ILS is simply a listing of users of NetMeeting (and similar programs) who have 
logged on to that ILS. When users log on to an ILS, their identifying information 
(name, e-mail address, location, and comment) is entered in the ILS listing along with 
their IP address. If they have audio (speakers/microphone) or video (camera) equip­
ment installed on their computer, that information is also noted in their ILS listing. 
To connect with someone listed in an ILS directory, look for that individual's list­
ing in the directory and start a call using the listing. 

You can find an extensive list of ILS servers at www.netmeet .netfbestservers .asp. If you 
want to find someone who is logged on to an ILS, you need to know the name of the 
ILS or you'll be out of luck. You must let your friends and business colleagues know 
which ILS you use so they can find you. And you should know the ILS they use. You 
can search for users on any ILS-not just the one you are logged on to. 
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Note Many ILS hosting services offer additional services for registered users 
such as specialized listing groups and audio/video greetings. Visit the 
Web sites of a few to see what they offer. 

You can limit what is published about you when you log on to a directory service. 
You can also request that your entry not be displayed in the directory. To do this, 
open the Option~ dialog box and select Do Not List My Name In The Directory on 
the General tab. NetMeeting, however, does not require full or accurate information. 
For example, you must enter something in the E-mail Address field, but it could be 
all Xs or 9s or anything else. In the name fields, you can enter just your initials. Many 
(possibly even most) users enter fictitious information. This is another way to limit 
what is published about you. 

Note }1icrosoft no longer hosts any ILS sites. Microsoft is focusing on the 
Microsoft Internet Directory using M5N Messaging Service. N etMeeting 
still supports IL5 servers run by other parties. 

Using Microsoft Internet Directory 
1.'he second type of directory service is the Microsoft Internet Directory. In the past, 
the Microsoft Internet Directory was an HTML front end to a Microsoft-hosted ILS 
(actually several IL5s). That is no longer the case. As of December 15, 1999, the 
Microsoft Internet Directory is based on the MSN Messenger Service directory. Like 
an ordinary ILS, it maintains a list of users logged on with identifying information 
and IP addresses. For more information about MSN Messenger Service, see "Using Internet 
Instant Messaging," page 512. 

In order to use the Microsoft Internet Directory, you must have MSN Messenger 
Service installed and have a Microsoft Passport. Both are free. (You already have a 
Passport if you have a Hotmail account or an MSN account. Otherwise, you can 
obtain one with a visit to www.passport.com.) The Microsoft Internet Directory works 
somewhat differently than an IL5. The directory uses your M5N Messenger Service 
contact list, which you create and update within MSN Messenger Service. The 
Microsoft Internet Directory listing in NetMeeting shows only users in your contact 
list. (See Figure 29-3.) To use the Microsoft Internet Directory for connecting to other 
NetMeeting users, your NetMeeting session must be logged on to the Microsoft 
Internet Directory. This is different from using an ILS, because you do not have to 
be logged on to an ILS to view its directory. M5N Messenger Service does not have 
to be running unless you want to make changes to your contact list. 
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More Information. 
Open Messenopr 

Figure 29-3 

The following people in your Messenoer list are online. 
Click a name in the list to call that person with NetMeeting. 

~ Contacts Currently Online 

.£ Carl (Out to lunch) 

& joe_bob.Joe 

& yoOi 
S Contacts Not Online 

!. pc:Lhiker 

The Microsoft Internet Directory displays your MSN Messenger Service contact list. 

Microsoft Internet Directory offers some important privacy advantages over ILS 
directories. Your name isn't broadcast to everyone who logs on to the directory; only 
those users who have added you to their list of MSN Messenger Service contacts can 
see your name and availability. This not only guards your own privacy but also 
shields you from the all-too-explicit listings that clutter many ILS directories. 

Note Although you get to specify your name as you want it to appear on others' 
screens (Microsoft Internet Directory uses the setting from MSN Messen­
ger Service, not the one from NetMeeting), users can still see your e-mail 
address, which appears as a ScreenTip when they pause the mouse pointer 
over your name in the directory. If you don't want your NetMeeting cor­
respondents to be able to pester you with e-mail, use passport.com as your 
Passport provider instead of hotmail.com or msn.com. The ScreenTip that 
appears displays an "address" (for example, carl@passport.com) that isn't 
actually linked to an e-mail account. 

Using Advanced Calling Options 
NetMeeting's compliance with Internet telephony standards enables you to take 
advantage of additional network communication facilities, namely gateways and 
gatekeepers. A gateway is a computer on your network that provides an interface 
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to telephones and traditional video conferencing equipment. In NetMeeting, you 
communicate computer to computer. By going through a gateway, you can use 
NetMeeting to connect directly to someone's telephone or to a video conference using 
standard telephone connections. 

A gatekeeper is a computer on your network that controls the connections made across 
the gateway. A gatekeeper can be thought of as a combination router and proxy 
server for network telephony connections. It controls the number of connections and 
the bandwidth allotment for each call. It also manages network addresses for incom­
ing calls. 

If you have a gatekeeper account or use a gateway, open the Options dialog box and 
click Advanced Calling. In the Advanced Calling Options dialog box, enter the account 
information and respective IP address. 

Considerations for USing Remote Desktop Sharing 
The Remote Desktop Sharing feature of NetMeeting allows a person on one com­
puter to operate another computer. This feature is especially useful in a help desk 
scenario where the. help support personnel can operate the computer of the person 
needing help and, presumably, solve the problem directly. It can also be used by an 
individual who needs to run an office computer to operate a computer at home. . 

Two complications associated with Remote Desktop Sharing can limit its usefulness. 

First, you must know the IP address of the computer you want to control. (If the 
computer is on your local network, you need to know only its network name.) If 
that computer is on a dial-up connection to the Internet, it will have a different 
address each time a connection is made. If you are the help desk person trying to 
take control of a user's computer, you must explain to the user how to figure out his 
or her IP address. 

Note You can find your own IP address by choosing Help I About Windows 
NetMeeting. If you have separate connections to your local area network 
and to the Internet, you'll see an IP address for each one. (If you're not 
sure which is your IP address on the Internet, run Ipconfig.exe, which 
displays the adapter name along with each IP address.) 

Second, the computer to be controlled must be connected to the Internet while wait­
ing for someone to run Remote Desktop Sharing to control it. If you want to control 
your computer at home, you must leave it running and connected to the Internet. 
This can be a problem if you use a dial-up connection and your ISP disconnects you 
after a certain amount of idle time. 
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Implementing NetMeeting Security 
NetMeeting provides security for three areas of program use: 

• Password protection for hosted meetings and Remote Desktop Sharing 

• Authentication of callers and meeting participants 

• Encryption of chat, whiteboard, shared program, and file transfer data 

When you host a meeting (by selecting Host Meeting from the Call menu), you can 
require a password for all participants by entering a password in the Meeting Pass­
word text box in the Host A Meeting dialog box, as shown in Figure 29-4. You need 
to let all the other meeting participants know the password so they can join. 

. . 
_." Ho~tiri9.. a, me. eting slaitsa meeting. on your computer and 

•. ~ lets you define some properties for lhe meeting. The 
: . , meeting ~will remain active untit you hang up., .' 
~ . .. '. "." ... , ," ., .. .. " ~ 

lrMeetingsetti"?:s~ .• ~::.7:' ~~~~~~~~'"'" 
J. i Meeting Name: •.• ;;.1< ...•.•.•. •....••. 
l'j) Meeti~~as:~ord: ." 

. : r Fh;4U~;; idcUJity tOl U.is OI"""ung td<ltClonl.Y1 

I. 
r Only you ClIO •••. ac. ":. cePtin<~ciin. ing 6al .. Is 
r Only you can place outgoing calls, 

Figure 29·4 
You can make a meeting secure by requiring a password. 

Controlling the Meetings You Host 
By default, if you host a meeting and someone joins that meeting, that person can 
invite anyone else to join the meeting. If the meeting is password-protected/anyone 
who has the password can give it to anyone else. You might want to exercise more 
control over v."ho joins your meeting. The Host A ~v1eeting dialog box includes two 
options that give you such control. If you select Only You Can Accept Incoming Calls, 
a dialog box asks you to either accept or ignore users who try to join your meeting. 
If you select Only You Can Place Outgoing Calls, no one else will be able to invite 
new attendees. 

You can also restrict which NetMeeting tools are used in your meeting~ At the bot­
tom of the HostA Meeting dialog box are check boxes giving you exclusive control 
over starting program sharing, chat, the whiteboard, and file transfer. 
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For Remote Desktop Sharing, calling a computer that's running Windows 2000 
requires authentication with the password of that computer's Administrator account. 
This cannot be changed. 

User authentication uses personal certificates to verify the identity of users. The 
NetMeeting documentation is a bit confusing when it comes to authentication. 
NetMeeting has no capacity for requiring authentication of connecting users (either 
in a normal call or a meeting) other than manually rejecting connections from any­
one who does not supply a certificate. Users can offer a certificate as authentication 
of their identity. When a certificate is offered, the accept/ignore dialog box also has 
a Details button that, when clicked, displays the contents of the certificate. You can 
then decide to accept or ignore the connection, based on the contents of the certificate. 
See Figure 29-5. This is different than using certificates in IPSec, where authentication 
happens behind the scenes. For information about the use of certificates for authentica­
tion, see "Managing Security on Your Site," page 472. 

'It§'m§,,'\' 

Figure 29·5 
If a requesting connection supplies a certificate for authentication, you can view the 
contents of the certificate by clicking Details. 

To supply a certificate when you call another NetMeeting user, select Use This Cer­
tificate For Privacy And Authentication on the Security tab of the Options dialog box, 
as shown in Figure 29-6. Then, from the list of personal certificates, select the one you 
want to use. This certificate will be used for both authentication and encryption. 

Note that NetMeeting generates a certificate during setup that is used by default 
unless another one is selected. The NetMeeting certificate provides only an encryp­
tion key; it does not provide user authentication. 

You can also secure a connection by encrypting its data. Securing connections is handled 
separately for incoming and outgoing calls-and hosting meetings is handled sepa­
rately yet. On the Security tab of the Options dialog box (shown in Figure 29-6), select 
the check box under Incoming Calls to accept only secure calls. If you make this 
selection and someone calls you without securing the call, NetMeeting automatically 
rejects the call. The caller receives a message stating that you accept only secure calls. 
If someone calls you on a secure call, you see a message box similar to that shown 
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in Figure 29-5 stating that a certificate is being used for privacy only. You can then 
accept or ignore the call. 

Figure 29-6 
You can require encryption on incoming or outgoing calls and supply a certificate for authentication. 

The other side of the coin is securing the call you make to someone else. Select the 
box under Outgoing Calls to encrypt the calls you make to others. If you select this 
option and then make a call, the notice dialog box that appears on the screen of the 
person you call will have a Details option showing that the call you are making is 
using a certificate for privacy only. This occurs regardless of whether the party you 
are calling requires secure incoming calls. 

These two selections apply only to calls between two users. If you want to use encryp­
tion to secure a meeting that you are hosting, select Require Security For This Meeting 
(Data Only) in the Host A Meeting dialog box. Then only users who have elected to 
use security on outgoing calls can join your meeting. . 

Audio and video are not securable. If you elect to use secure connections, you can't 
use the audio or video features. Chat, whiteboard, and program sharing all work on 
secured connections. 

USing Policies and the Resource Kit Wizard 
NetMeeting has a number of policies that control the way the program works. For 
example, the Set Call Security Options policy sets the level of security for incoming 
and outgoing calls automatically for all users of the computer. The NetMeeting 
policies can be found in two categories within Group Policy, which you can start 
by running Gpedit.msc. Computer Configuration \ Administrative Templates 
\ Windows Components \NetMeeting contains a policy that restricts Remote Desktop 
Sharing. The remaining policies are in User Configuration \ AdministrativeTemplates 
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\ Windows Components\NetMeeting. For more information, see Chapter 18, "Using 
Group Policy." 

You can also set policies using the NetMeeting Resource Kit Wizard. The NetMeeting 
Resource Kit is included on this book's companion CD. (Alternatively, you can 
download it from www.microsoft.com/windows/netmeeting/corp/reskit/NM3RK.exe.) The 
Resource Kit provides two useful components: the NetMeeting Resource Kit docu­
mentation and the NetMeeting Resource Kit Wizard. The documentation is an ex­
tensive explanation of NetMeeting. The wizard allows you to create a distributable 
version of NetMeeting with preconfigured policy settings. 

Note While NetMeeting is running, you cannot change the computer's display 
resolution or color depth. To change these settings, close NetMeeting first. 

If NetMeeting is running when you start a program that attempts to 
change the display resolution or color depth (such as DirectX-based 
games), the program might not start because NetMeeting locks the dis­
play resolution and color depth. To fix the problem, close NetMeeting 
before starting other programs. 

Integrating NetMeeting with Your Web Pages 
You can add NetMeeting components to your Web pages in two ways: callto 
hyperlinks or ActiveX controls. 

A callto hyperlink wprks in much the same way as a mailto hyperlink, which calls 
the user's default e-mail program. Callto hyperlinks instead call NetMeeting. Using 
one of the formats shown in Table 29-1 in the HTML of your Web page starts 
NetMeeting if it is not already running and places a call to the indicated party. 

Table 29-1. Callto Formats 
Callto Format E~ample , 
callto:server name/e-mail addresscallto:ils.ilshost.com/someone@microsoft.com 

callto:DNS name callto:machine2.test.com 

callto:IP address callto:l0.0.0.124 

callto:e-mail addresscallto:someone@microsoft.com 

You can also use the NetMeeting ActiveX component in your Web pages. In this case, 
the NetMeeting user interface resides on your Web page. To use the NetMeeting 
ActiveX component, you need to add the following code to your Web page: 

) 

<object ID="NetMeeting" CLASSID="CLSID:3E9BAF2D-7A79-11d2-9334-0000F875AE17"><lobject> 
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The sample page in Figure 29-7 uses the ActiveX component and some JavaScript 
to create a great-looking calling page. 

Figure 29-7 
Use scripting and the NetMeeting ActiveX component to embed NetMeeting features 
in your Web pages. 

The NetMeeting Software Developers Kit (SDK) contains samples, include libraries, 
and documentation for writing c++ code using the NetMeeting ActiveX component 
and using the component in JavaScript and VBScript. Download the SDK from 
www.microsoft.com/windows/netmeeting/authors/sdk/nm3sdk.exe. 

Most of the samples in the SDK are C++ code that needs to be built before it is run. 
Two of the samples (Teampage and ViewModes) are HTML and can be run with­
out Visual C++. The Teampage sample uses JavaScript and VBScript calls to the 
NetMeeting components. Figure 29-7 shows the Teampage sample. 

Using Internet Instant Messaging 
Instant messaging, a text-based chat service, is yet another great benefit of the 
Internet. Friends use it to chat free (aside from Internet connection charges) with 
friends overseas. Family members keep in touch more regularly. Just seeing that a 
long-distance friend is logged on and only a click away gives one warm fuzzies. 

You can download Microsoff s instant messaging software, MSN Messenger Service, free 
from Windows Update (windowsupdate.microsoft.com) or directly from messenger.msn.com. 
To use it, you need to register for a Microsoft Passport. A Passport is a user ID you can 
use at participating Web sites. Your existing Hotmail account or MSN account serves 
as a Passport. (Hotmail-www.hotmail.com-is a Web-based e-mail system run by 
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Microsoft. With a Hotmail account, you can access your e-mail from any Web 
browser anywhere in the world. MSN-www.msn.com-is a Microsoft-owned 
Internet service provider .) Your passport name becomes your MSN Messenger 
Service user name (and, by extension, your NetMeeting name when you log on to 
the Microsoft Internet Directory). As you can see, Microsoft's strategy is to integrate 
a variety of online communication capabilities. When you install MSN Messenger 
Service, you are given several opportunities to register for a Microsoft Passport. 

Note The Web sites for the Microsoft Internet Directory and for MSN Messen­
ger Service are not consistent in their stated requirements. The Microsoft 
Internet Directory site says that you need a Hotmail account. You really 
need a Microsoft Passport. A Hotmail account counts as a Passport. 

MSN Messenger Service is constructed around your contact list, which is a list you 
construct of other MSN Messenger Service users you want to keep in touch with. The 
MSN Messenger Service window displays all your contacts who are currently logged 
on to MSN Messenger Service (either through MSN Messenger Service or NetMeeting) 
and those who are not. See Figure 29-8. 

:eIMU'4£i§.l,iA¢1§MIM(j ~jCl']] 
! File View Tools Help . 

. B. :3:... <lB.... 2J.' 
Add Send Status Mail " 

~ Contacts CUllenUl' Online 
qg Carl (Out To Lunch) 
g ioe_bob_ioe 
&,yogi 

i}Contacts Not Online 
&pct_hiker 

msri~ Messenger Service 
............... 

. I:-~~YP~C: a '!Ieb~S~ea!~~-:: ..••. " ... '.~ 
fg ioe;-~~~,.-i~e(qnlinel '.' '._ .... ... ~ 

Figure 29-8 
The MSN Messenger Service window is an unobtrusive addition to your desktop, 
but it allows you to be in immediate contact with family and friends. 

From the main window, you can initiate a text-based chat session with any of your 
online contacts. You can also send e-mail to any contact, online or not. In keeping 
with Microsoft's plan of integrating services, you can invite a contact to a NetMeeting 
meeting. All these options are available by right-clicking a contact's name. 
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Chapter 30 

Using Telnet 
In This Chapter 

Using the Telnet Clients ................................................ 516 

Running a Telnet Server ................................................ 521 

T elnet refers to both an Internet protocol and the programs that implement the 
protocol. The protocol was developed in the early days of network research and devel­
opment as a means of executing commands on one computer from another computer 
over a network. In those days, personal computers were still a long way off. Most 
computing was done on mainframes or minicomputers where multiple users con­
nected to the same computer using terminals (essentially a monitor and a keyboard). 
Terminals connected to a bank of serial ports on .the computer, allowing users to 
interact with the computer using a command-line interface much like the Command 
Prompt window in Microsoft Windows 2000. The Telnet protocol allowed someone 
connected by terminal to one computer to emulate a terminal connection to another 
computer through a network connecting the two computers. Thus, a telnet client is 
called a terminal-emulation program. 

Telnet is text-based in two ways: 

• Telnet uses a command-line interface. It does not use a graphical user interface 
with icons you can drag and drop. You type commands and that's it. Some 
telnet programs for Windows operating systems come with some graphical 
trappings, but those tend to be peripheral. 
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• The Telnet protocol does not include any file-transfer capability. All that is 
transferred are textual commands and the responses to those commands. 

Over the years, Telnet has been used widely by libraries making their catalogs avail­
able online and bulletin boards distributing information over the Internet. The use of 
Telnet today has been largely superseded by HTIP and the Web. Most of the information 
once available only through Telnet is now available on Web sites. 

Telnet is still used by system administrators for remote administrative tasks and for 
special applications, however. It is also the only way to access some data archives 
that have never been updated for Web access. 

Because a tel net client is a terminal-emulation program, it has a couple of configu­
ration items peculiar to the use of terminals on mainframes and minicomputers. On 
those systems, different models of terminals handled some issues differently. For 
example, a user who wanted to delete the character he or she had just typed used 
the Backspace key on some terminals and the Delete key on others. Also, different 
computers expected different actions when the user pressed the Return key (now 
called the Enter key). Some systems expected a carriage return character, and some 
expected both a carriage return and line feed character. The choice of these options 
depended on the terminal and the configuration of the host computer. A computer 
kept configuration files that listed all the terminal types it needed to know about. 
These files were generally named termcap and the entries called termtypes. Part of the 
logon process was identifying the'terminal type so that these configuration items 
would be properly set. Telnet has options for selecting a termtype to emulate as well 
as whether to send both a carriage return and line feed when you press Enter. 

Using the Telnet Clients 
Windows 2000 includes two telnet clients: 

• Command-line client. The command-line telnet client (Telnet.exe) runs in a 
Command Prompt window and has no graphical interface additions. It is the 
same basic telnet client used years ago. 

• HyperTerminal. HyperTerminal (Hypertrm.exe) is a terminal-emulation pro­
gram that also includes a telnet client. 

r~ute vVindows 98 includes a telnet client (also called Telnet.exe) that provides 
a graphical user interface for basic telnet functions. (It uses menus and 
dialog boxes in much the same way that Notepad uses them to provide 
a GUI-based plain-text editor.) If Windows 98 is installed on your com­
puter, you can use its telnet client in Windows 2000. 
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You can start a telnet client by clicking a Telnet link (in an Internet Explorer window) 
or by entering a Telnet address (including the telnet:11 protocol identifier) in any 
address bar. Windows then calls its default telnet client, which is determined by the 
(Default) value in the HKLM\Software \Classes \ Telnet\Shell\Open \ Command reg­
istry key. On a system that has Windows 2000 Professional newly instal.led, this value 
is set to rund1l32.exe url.dll,TelnetProtocolHandler % I-which opens the command-line 
telnet program. However, the first time you open HyperTerminal, the value is changed 
to C:\Program Files \ Windows NT\hypertrm.exe It %1 and HyperTerminal becomes the 
default client. HyperTerminal makes the change only once. If you change the default 
back to the command-line client, you cannot change again to HyperTerminal simply 
by opening HyperTerminal. You must then manually change the registry value. 

Of course, you can also start either telnet client directly. The easiest way to start the 
command-line client is to type telnet at a command prompt. To start HyperTerminal, 
click Start I Programs I Accessories I Communications I HyperTerminal. 

Using the Command-Line Telnet Client 
The command-line telnet client has two modes, local and remote. Before you make 
a connection, telnet is in local mode; after a connection is made, telnet is in remote 
mode. Telnet's internal commands are available in local mode. The commands of the 
computer to which you are connected are available in remote mode. In many cases, 
when you log on to a telnet server you enter a special program on that server, such 
as a library catalog or a bulletin board. Figure 30-1 shows an example session on the 
Colorado Association of Research Librarians (CARL) site. 

Figure 30-1 
Many telnet sessions begin with a request to identify your terminal type. 

Start the telnet client from a command prompt. The syntax for the command-line 
telnet client is . 

tel net [address [port]] 

If you supply an address, telnet automatically attempts to open a connection and, 
if successful, enters remote mode. Telnet normally connects on port 23, but some 
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servers require a connection on another port. Unless you are notified of this require­
ment, you do not need to supply a port number. If you do not supply an address, 
telnet enters local mode, from which the commands listed in Table 30-1 are avail­
able. If you are in remote mode and want to execute a local command, you must 
precede the local command with the escape sequence (Ctrl+ D. Press Enter to return 
to the remote session. ' 

Table 30-1. Telnet Local Commands 
Command 
close 

display 

open host [port] 

quit 

set param 

status 

unset param 

? or help 

Action 
Closes the current connection. 

Displays telnet environment parameters. (See Table 30-2 for a list.) 

Connects to a site. Host can be a host name or an IP address. 

Exits the telnet client. 

Turns on a telnet environment parameter. (See Table 30-2 for a list.) 

Displays connection status information. 

Turns off a telnet environment parameter. (See Table 30-2 for a list.) 

Displays help information. 

The command-line telnet client has four environment parameters that you can set. To 
turn on a parameter, use the set command; to turn off a parameter, use the unset 
command. The TERM parameter stores the terminal-emulation type. Use the set com­
mand and one of the terminal types listed in Table 30-2. 

Table 30-2. Telnel Environment Parameters 
Parameter 
NTLM 

TERM x 

CRLF 
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Description 
Turns on or off (set or unset) Windows NT LAN Manager 
(NTLM) authentication, which allows you to use your Windows 
2000 user account to log on to a Windows 2000-based telnet 
server. When NTLM is off, your user name and password for 
logging on to a telnet site are sent as,plain text. For details, see 
"Running a Telnet Server," page 521. 

Turns on or off (set or unset) LOCAL_ECHO. You should turn 
on LOCAL_ECHO if your keystrokes don't appear in the tel net 
display; this means that the server is not echoing the information 
you type back to your ':terminal." If each character you type 
appears twice, turn off LOCAL_ECHO. 

Sets the terminal-emulation type (where x is ANSI, VT100, VT52, 
or VTNT). Select a terminal type that's supported by the telnet 
server you're connecting with; the default type is ANSI. 

Turns on or off (set or unset) sending both carriage return (CR) 
and line feed (LF). 



The same command-editing and command-history features that you can use in a 
Command Prompt session are available in the command-line telnet client. For infor­
mation about these features, see "Editing the Command Line," page 180. You can also use 
Doskey macros-predefined sequences of commands that you can recall by typing 
an abbreviation-within Telnet~exe, allowing you to quickly and easily enter com­
mands and logon information that you use frequently. For details, see "Using Doskey 
Macros in Programs," page 606. 

Using the HyperTerminal Telnet Client 
HyperTerminal is a utility that allows you to connect to other computers using 
dial-up or network connections. It is more general-purpose than the command-line 
telnet client and adds the convenience of the Windows graphical user interface. 
HyperTerminal allows you to store connection parameters for places you return to 
often. The HyperTerminal user interface also allows file transfers if the remote com­
puter supports one of the transfer protocols (for example, Xmodem, Zmodem, or 
Kermit). Figure 30-2 shows a HyperTerminal connection to the CARL site. (Compare 
to Figure 30-1.) 

; !;; . "._!~ICllxl 
File Ed. View Call T,,,,,.r., Help 

·ai~r~r3j;!oI§rir 

· WELCOME TO CSI.CRRL.ORG [PORT $ZTCO "23 WINOOW$ZT2."PTUH3021 
TELSERV - T9553040 -(20FEB98) - (IPMRCT) 

Rvailable Services: 

PRC EXIT 
Enter Choice> pac 
Welcome to the CRRL system 
Please identify your terminal. Choices are: 
l.ROM (all) 
2. RPPLE, IBM 
3. TRNOEM 
4. TELE-914 
5.VT100 

· 6.WYSE 50 
7.ZENTEC 
8.HRROCOPY 

· 9.IBM 316)( 
Use HRROCOPY if your terminal type isn't listed .. 
SELECT LINE ": 

I. • '. I 

Figure 30-2 
HyperTerminal displays a Telnet connection within a window with menus and toolbar buttons. 

To open HyperTerminal, click Start I Programs I Accessories I Communications 
I HyperTerminal. If the New Connection dialog box does not open automatically, 
choose File I New Connection. Enter a name for the connection and click OK. In the 
Connect To dialog box (see Figure 30-3), select TCP lIP (Winsock) from the Connect 
Using list. This action instructs HyperTerminal to make a Telnet connection. Enter 
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the remote computer's name or address in the Host Address text box. Click OK; 
HyperTerminal stores the connection parameters and makes the connection. 

Connect usini I !~~ IIPlYIinso~~l EJ : 

Figure 30-3 
HyperTerminal uses a dialog box for telnet session parameters. 

If the remote server has file-transfer capabilities, you can use HyperTerminal to trans­
fer files using a Telnet connection. The least sophisticated means of transferring a 
file is by capturing text. If you want to transfer a text file from the remote server to 
your computer, you can turn on text capture in HyperTerminal and then list the file 
within the telnet session. All the text transferred is stored in a text file. Choose Trans­
fer I Capture Text, enter the name of the file in which you want to save the text, and 
click Start. In the telnet session, begin the file listing. When the listing is complete, 
choose Transfer I Capture Text I Stop. You might have to edit the text file that you 
captured to remove prompts and other extraneous text at the beginning or end of 
the file. 

If the remote server has a file-transfer capability such as Xmodem, Zmodem, or Kermit, 
you can use HyperTerminal to transfer files using one of these protocols. In the telnet 
session, start the file transfer on the remote host using one of the transfer utilities. Then 
select Send File or Receive File from the Transfer menu. Enter the appropriate file 
names in the dialog box, select the protocol from the list corresponding to the proto­
col started on the remote server, and click Send or Receive. See Figure 30-4 . 

••.•... mmiiJ44tjjW£jC+j_jjjd.i,i.·.;.;.~ .. l{t..!:':amJ.: ..... 1 X.""'. 1 
: Place received fife in the following folder: 
;,Ir)-\ iii; ·Rtnw~ .... 1 
;···1:-:-.... :. :', .. , .... "'" "'.,' )' 

'>: Use receivini;iprotocol: 

,.: IZmodem with Crash Recover~ 
; 1KXmodem ' 

Kermit 
Xmodem 
Ymodem 
Ymodem-G 
Zmodem 

Figure 30-4 
Use HyperTerminal's file-transfer protocols to transfer files with Telnet. 
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Running a Telnet Server 
Windows 2000 Professional comes with a telnet server, which runs as a service. It's 
~ot started by default. You can start the telnet server from the Services snap-in for 
Microsoft Management Console. (The Services snap-in is part of Computer Manage­
ment; right-click My Computer and choose Mana e. In Com uter Management, 
navigate to Services And Applications \Services. lternativel , start the Services 
snap-in in its own window by going to Start I Settings I Control Panel I Adminis­
trative Tools I Services or by typing services.msc at a command prompt.) For more 
information about the Services snap-in, see Chapter 20, UManaging Services." 

To start the service, right-click Telnet and choose Start. See Figure 30-5. If you want 
the telnet server to start automatically when you start your computer, right-click Telnet 
and choose Properties. On the General tab of the Telnet Properties dialog box, select 
Automatic from the Startup Type list. (You can use Telnet Server Administration, 
described in the following paragraphs, to start and stop the Telnet service, but you can't 
use Telnet Server Administration to set the service to start automatically.) 

11._~I~n¥~,.iJ~~L{!;JJ@J~ .. (;:)~j$'JL~llll~' • .·1 
f Tree I Name t O",,,,iotion Sialu, I 51artutJ Tv"" Loa (. 
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g..a& Sy,lem Tool. 
! il:1 (!J E v.nt View.r 

f:tl .. ~ System Information 
It.'J···SJ Performance logs: and Alerts 

r:B ~.. Shared Folders 
j ..... f.. Device Manager 

i ~ local U.ers end Group, 
I?~ Slor.ge 
, f····CJ Di,k M.nagemenl 

\ .. ~ Disk Defragmenler 
: ···9 logical Drive. 

til· 'rfj R.movable Slor.ge 
El ~ Services and Applications 
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Figure 30-5 
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You can start the telnet server from the Computer Management console. 

Windows also provides a command-line server administration utility, Tlntadmn.exe. 
Click Start I Settings I Control Panel I Administrative Tools I Telnet Server 
Administration' to launch it-or simply type tlntadmn at a command prompt. The 
Telnet Server Administration window appears with a list of options, as shown in 
Figure 30-6. For more information about Telnet Server Administration, see Microsoft 
Knowledge Base (KB) article Q225233 on the companion CD. 
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Figure 30-6 
The Telnet Server Administration window allows you to change server settings. 

Several registry values control the operation of the telnet server. You can modify 
these values using Telnet Server Administration. Select option 3, Display/Change 
Registry Settings, and then select the registry value you want to change. Table 30-3 
lists the registry values you can change. You can also change the registry values 
directly with a registry editor such as Regedt32.exe. The values for the telnet server 
service are located in the HKLM\Software \Microsoft\ TelnetServer\ 1.0 registry key. 
For more information about these registry values, see KB article Q226107. 

Table 30-3. Telnet Server Registry Values 
Name Data Type Values 
AllowTrustedDomain REG_DWORD 0: Prevents users from logging on using 

an account from a trusted domain. 

AltKeyMapping 

DefaultDomain 

DeraultShell 
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1: Allows users from a trusted domain 
to log on (default). 

REG_DWORD Sets a key combination to emulate the 
Alt key, enabling users to send an Alt­
key combination to programs running 
on the telnet server. Valid values are 0 
(for Ctrl+A) through 25 (for Ctrl+Z). 

REG_EXPAND _SZ Specifies the default Microsoft Windows 
2000 Server (or Microsoft Windows NT 
Server) domain for logon 
authentication. 

REG_EXPAND _SZ Specifies the full path and command 
line of the shell or command interpreter 
that runs when a telnet user logs on. The 
default is COJ?mand Prompt (Cmd.exe). 

(continued) 



Table 30-3. Telnet Server Registry Values (continued) 

Name Data Type Values 
LoginScript REG_EXPAND _SZ Specifies the full path of a batch pro-

gram to run when a telnet user logs on. 

MaxConnections* REG_DWORD Despite this entry's default value of 63, 
the telnet server in Windows 2000 has a 
hard-coded limit of two simultaneous 
connections; changing this value has 

MaxPailedLogins 

NTLM 

TelnetPort 

TermCap* 

no effect. 

Specifies the number of unsuccessful 
logon attempts before a user is 
disconnected. (The default is 3.) 

0: Disables Windows NT LAN Manager 
(NTLM) authentication. 

1: Attempts NTLM first and then uses 
clear-text authentication. 

2: Uses NTLM authentication only. 

REG_DWORD Specifies the Transmission Control 
Protocol (TCP) port for Telnet 
connections. (The default is 23.) 

REG_EXPAND _SZ Specifies the full path to the terminal 
capabilities file, which defines keyboar~ 
layouts and key/code mappings. 

*You can't set these values using Telnet Server Administration; to view or change them, you must use a 
registry editor. 

By default, the Windows 2000 telnet server uses NTLM authentication for logging 
on users. NTLM is the challenge/response authentication protocol used by Windows 
NT and Windows 2000. With NTLM enabled, all users attempting to create a telnet 
session must have an NTLM-capable telnet client. Most telnet clients are not NTLM 
capable, so you might want to disable the requirement for NTLM authentication. You 
can change the requirement for NTLM authentication in two ways. You can change 
the registry value from the Telnet Server Administration window or you can use the 
telnet local mode command set NTLM or unset NTLM. 

Whenever anyone logs on to your computer using Telnet, a logon script runs. By 
default, that file is %Sys'temRoot% \System32\Login.cmd. This is an ordinary batch 
program, which you can edit to modify the welcome banner or to run programs 
automatically when someone logs on. Edit the file using Notepad or some other 
plain-text editor. The logon script file name is stored in the LoginScript registry value. 
For information about batch programs, see Chapter 37, "Using Batch Programs./I 
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Warning The default Login.cmd login script leaves connecting users at a command 
prompt. Depending on your computer's security settings, that result 
might provide much more access and control than you intend to grant to 
telnet users. 

You can restrict the users allowed to connect to your computer using Telnet by cre­
ating a group named TelnetClients and adding the permitted users to that group. 
Windows 2000 recognizes that group name and, if it exists, authenticates only mem­
bers of that group who attempt to log on to the telnet server. 
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Chapter 3~1 

Using the FTP Clients 
In This Chapter 

Understanding FTP .................................................... 525 

Using the Command-Line FTP Client ...................................... 527 

Using the Graphical FTP Client in Windows Explorer .......................... 534 

Using the Text-Based FTP Client in Internet Explorer .......................... 535 

FTP (File Transfer Protocol) emerged from the same primordial networking soup 
as did TCP lIP. It's a no-frills workhorse for moving files from one computer to an­
other over a network. The many FTP sites on the Internet offer everything from as­
trophysics research papers to archives of utilities for Windows, so you should find 
FTP a useful networking tool. It's not limited to downloads: when you upload files 
to your personal Web site hosted by your I5P, you'll also want to use FTP. 

Microsoft Windows 2000 Professional comes with two FTP clients. One is the com­
mand-line utility Ftp.exe, which contains the full FTP feature set. The second FTP 
client is integrated with Windows Explorer. Microsoft Internet Explorer has always 
used FTP for downloading files. Now Windows Explorer adds a full-featured graphi­
cal user interface for FTP, making folders and files' on an FTP server look and work 
much like files on a local hard drive. 

In addition to these two clients, Internet Explorer offers a third alternative for inter­
acting with FTP sites: a text-based view that visually resembles directory listings in 
M5-D05-but contains hyperlinks for navigation and downloading. 

Understanding FTP 
The address of an FTP site is similar to that of a Web site. The uniform resource 
locator (URL) for an FTP site takes the form ftp:/ I sitename/foldername/filename (for 
example, ftp://ftp.microsoft.com/deskapps/readme.txt). Using only the sitename in the 
address logs you in at the server's FTP root folder. 
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Establishing Connections . 
An FTP session requires a server and a client. The server responds to requests from 
clients. Typically, the server is the repository of files. Clients either upload files to 
the server or download files from the server. Clients can also perform other file op­
erations such as renaming, creating folders, and deleting files-depending on the 
permissions granted by the FTP server. 

To establish a connection, the client must log on to the server using an account on 
the server. The server controls the rights clients have and the activities clients can 
perform on the server's files based on the logon account. Many servers maintain a 
special "anonymous" account that allows anyone to log on to the server without 
having an account on that server. A user logs on with the user name anonymous and, 
typically, the password is the user's e-mail address. The e-mail address is usually 
optional, but entering a correct address is considered appropriate etiquette because 
that is how the server administrator monitors site use. In any case, you should not 
use a password that you use on your own system, because passwords are transferred 
as clear text. 

Note Want to explore? You can find a huge list of FTP sites that allow anony­
mous logon at hoohoo.ncsa.uiuc.edu/ftp. 

An FTP server might be running anyone of several operating systems: Windows 
2000, Windows NT, UNIX, Linux, and VMS are the most common. Each system has 
its own idiosyncrasies. FTP servers often have logon messages that give you infor­
mation about the site, how to use it, or how its files are organized. Often, files are 
grouped in conlpressed archives. Your ability to browse might be limited by your 
permissions for certain folders. In any case, you are not allowed to browse anywhere 
outside the FTP server's root folder and its subfolders. 

The protocol includes two file-transfer modes: ASCII and binary. ASCII is for text . 
files; the character sets and end-of-line characters are translated if necessary to match 
those used by the receiving computer. Binary mode is for binary files such as 
executables, archives, and formatted documents; binary transfers copy an exact 
image of the file from one computer to the other. 

FTP sites are often swamped with activity, which has given rise to mirror sites. A 
mirror site is an exact copy of an FTP site hosted by another server, which is used 
to offload excess demand from the primary server. Using a mirror site is often a faster 
means of downloading a file of interest. 

Although FTP is an efficient protocol for transferring files, it has two drawbacks. 
First, it is not secure. Data is not encrypted, and passwords are passed as clear text. 
Second, FTP has no directory search capability. If you know what you are looking 
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for, this drawback is mostly mitigated, of course. But transmitting and storing pass­
words as text can be a real concern if you use a Windows account to log on to a site. 

Penetrating Firewalls and Proxy Servers 
If you use FIP through a proxy server or a firewall, you could have a problem. When 
you connect to a remote computer with FrP, you create a connection used exclusively 
for commands and control (usually port 21). When you download a file, the server 
creates a second connection for the data stream (usually port 20 on the server) to 
avoid holding up the command stream. The problem can arise because the FrP server 
tries to create a connection between its port 20 and a port on your computer above 
1024 (usually between 1025 and 5000). If your proxy server or firewall blocks connec­
tions 9n this range of ports, the server can't make the data connection. Depending on 
the FIP server, you might be notified that a problem exists. 

Two solutions to this problem are available. The first is to open ports 1024 to 5000 
for connection to remote port 20 on the proxy server or firewall. Doing this allows 
an FIP server to create the data connection while maintaining the security on your 
computer. The other option is to use passive mode. Passive mode instructs the FTP 
server not to create the data connection; instead, the client creates the data connec­
tion as well as the control connection. Because firewalls and proxy servers usually 
allow connections that are made from within the firewall, the client should not be 
blocked in creating the data link. The Windows Explorer-based FTP client uses 
nonpassive mode. The command-line FTP client can use passive mode by sending 
literal commands to the server. For more information, see "Using Passive Mode," 
page 533. 

USing the Command-Line FTP Client 
The command-line FIP client (Ftp.exe) is the older client that harkens back to the 
roots of the protocol. Open a Command Prompt window and type ftp to start the FrP 
client. The prompt changes to ftp>, and from there you can open FTP sites, browse 
their contents, and download or upload files. 

The command-line format for starting FIP is 

ftp [-vJ [-nJ [-iJ [-dJ [-gJ [-s:filenameJ [-aJ [-w:windowsizeJ [-AJ [computerJ 

Table 31-1 describes the comman"q-line switches. Note that, owing to its roots in the 
UNIX world, Ftp.exe identifies command-line switches with a hyphen (-), unlike 
most MS-DOS-based programs, which use a slash (I) as the switch identifier. 

Using the FTP Clients 527 



Table 31-1. FTP Command-Line Switches 
Switch 
-v 

-n 

-i 

-d 

-g 

-s:fiIename 

-a 

-w:windowsize 

-A 

computer 

Action 
Suppresses the display of messages from the remote server. 
Only necessary messages are displayed. 

Suppresses autologin upon initial connection. 

Turns off interactive prompting during multiple file transfers. 

Enables debugging, displaying all FTP commands passed 
between the client and the server. 

Disables file name globbing, which permits the use of wildcard 
characters (* and ?) in local file and path names. 

Specifies a text file containing FTP commands; the commands 
automatically run after FTP starts. No spaces are allowed in this 
parameter. Use this switch instead of redirection (». 

Use any local interface when binding data connection. 

Overrides the default transfer buffer size of 4096. 

Log on as anonymous. 

Specifies the computer name or IP address of the remote 
computer to connect to. The computer, if specified, must be the 
last parameter on the line. 

Figure 31-1 shows a full session of starting the FTP client, logging on to the Microsoft 
FTP server, viewing a directory listing, changing folders, and downloading a file. 

Figure 31-1 
This illustration has been "doctored" to differentiate the text you type (in bright white) from that 
generated by the system. 
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The command-line FTP client has several advantages over the graphical Windows 
Explorer-based FTP client. In general, it allows you to have more control over what 
is happening, and you get more feedback. Some commands are available with the 
command-line client that are not available with the graphical version (for example, 
append for appending a file to an existing file and trace for tracing packets). The 
command-line FTP client allows passive mode, whereas the Windows Explorer­
based client does not. And in response to each command you send, the server returns 
at least one three-digit return code indicating t.he status of the command. You can 
see some of these codes in the listing shown in Figure 31-1. The first digit of each code 
identifies the type of message, as shown in Table 31-2. 

Table 31-2. FTP Response Codes 
First Digit 
1 

2 

3 

4 

5 

Description 
The command was successful, but you need to wait for another 
response code before issuing your next command. 

The command completed successfully. 

The server needs more information before it can complete the request. 

The system is too busy to process the command; you should try again later. 

An error occurred; you should resolve the error before trying the 
command again: 

Another advantage of command-line FTPsessionsis that they're easy to automate. 
You can create files of FIP commands for transfers that you perform regularly. Enter­
ing ftp -s:filename at a command prompt runs the commands in the text file filename. 

In addition, FfP provides the same command-editing and command-history features that 
are available in a Command Prompt session. For information about thesefeatures, see 
"Editing the Command Line," page 180. You can also use Doskey macros-predefined 
sequences of commands that you can recall by typing an abbreviation-within FTP, 

.. allowing you to quickly and easily enter frequently used commands and logon infor-
mation. For details, see "Using Doskey Macros in Programs," page 606. . 

Entering FTP Commands 
Starting Ftp.exe leaves you at an ftp> prompt. Now what? Typing help or ? at the 
ftp> prompt displays a list of available commands. Typing help command or ? com-
. mand (replace command with the name of the command you're interested in) provides 
more information about a command. Table 31-3 describes the various command-line 
FTP commands. 
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Table 31-3. FTP Commands 
Command 

. ! 

the 

? or help 

? command or help command 

append localfile [remotefile] 

ascii 

bell 

binary 

bye or quit 

cd remotefolder 
led localfolder 

close or disconnect 

debug 

delete remotefile 
mdelete remotefiles [ ... ] 

dir [remotefolder] [localfile] 
mdir remotefiles [ ... ] localfile 

Is [remotefolder] [localfile] 
mls remotefile [ ... ] localfile 
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Opens a nested Command Prompt session within 
FrP session. Typing exit returns to the FrP session. 
This is useful, for example, for determining the local 
current folder or for working with local files while 
in an FrP session. 

Lists the FrP commands. 

Describes the command command. 

Appends a local file to a file on the remote computer 
using the current file-transfer mode. 

Sets the file-transfer mode to ASCII. ASCII mode is 
on by default. 

Toggles bell mode, which sounds a bell when file 
transfers are complete. Bell mode is off by default. 

Sets the file-transfer mode to binary. Binary mode is 
not selected by default. 

Ends the FrP session and returns to the command 
prompt. 

Changes the current folder on the remote or local 
computer. 

Closes the current connection to the remote 
computer. 

Toggles debug mode, which displays all commands 
sent to the remote computer. Debug is off by 
default. 

Deletes the file(s) from the remote system. 

Displays a list of a remote folder's files and 
subfolders. For mdir, you must include at least one 
remote file, and the last file name is interpreted as 
localfile, a text file where the listing is stored. If you 
want to display the list on-screen, use a hyphen (-) 
for localfile. 

Displays an abbreviated list of a remote folder's files 
and subfolders. For mIs, you must include at least 
one remote file, and the last file name is interpreted 
as localfile, a text file where the listing is stored. If 
you want to display the list on-screen, use a hyphen 
(-) for localfile. 
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Table 31-3. FTP Commands (continued) 

Command 
get remotefile [localfile] 
or recv remotefile Uocalfile] 
mget remotefile [ ... ] 

glob 

hash 

literal argument [ ... ] 
or quote argument [ ... ] 

mkdir folder 

open computer [port] 

prompt 

put localfile [remotefile] 
or send localfile [remotefile] 
mput localfiles [ ... ] 

pwd 

remotehelp [command] 

rename filename newfilename 

rmdir folder 

Description 
Copies remote files to the local current folder using 
the current transfer mode. For get and recv, 
you can specify a local file name that is different 
from the remote file name. 

Toggles file name globbing. Globbing expands path 
and file names when wildcards are used. Globbing 
is on by default. 

Toggles hash printing mode. With hash printing 
mode on, a hash mark (#) is displayed for every 
data block transferred. The size of a data block is 
2048 bytes. 

Sends arguments to the remote server exactly as 
entered. Normally, the client translates the 
commands you enter into one or more server 
commands. If you turn on debugging, you Cfm see 
the commands actually sent to the server. With the 
literal or quote command, you can bypass the client 
translation. 

Creates a new directory (folder) named folder in 
the remote current folder. Mkdir can create a 
lower-level folder, but only if all folders above 
it already exist. 

Opens a connection to the specified computer. The 
computer can be identified by IP address, URL, or 
computer name. 

Toggles prompt mode. With prompt mode on, you 
are prompted to confirm each file in a multifile 
action. Prompt mode is on by default. 

Copies local files to the remote current folder using 
the current transfer mode. For put and send, you 
can specify a remote file name that is different from 
the local file name. 

Lists the remote present working (current) folder. 
There is no corresponding command to determine 
the local present working folder. 

Requests help from the remote server. If no 
command argument is given, a list of commands 
recognized by the server is displayed. 

Renames the remote file filename to newfilename. 

Deletes the remote folder. 

(continued) 
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Table 31-3. FTP Commands (continued) 

Command 
status 

trace 

type [transfermode] 

user username [password] 
[account] 

verbose 

Descriptig~ . 
Displays the current status of the FTP session, includ­
ing any connection and the status of all toggle modes. 

Toggles packet tracing mode. With tracing mode on, 
the route of each packet is displayed. Tracing mode 
is off by default. 

Displays or sets the file-transfer mode. If no mode is 
specified, the current mode is displayed. Transfer­
mode is either ascii or binary. 

Identifies a user to the remote server. Allows you to 
change the account you are using during the FTP 
session. 

Toggles verbose mode. When verbose mode is on, 
all responses from the server are displayed. Verbose 
mode is on by default. 

Several commands have an "m" counterpart (for example, dir and mdir, Is and mls). 
The "m" stands for "multiple," and the respective command is meant to handle mul­
tiple files. (Note, however, that mkdir is not a form of kdir!) The syntax of each "m" 
command differs slightly from the corresponding standard command. In general, 
one or more remote file names are required, and remote file names using wild cards 
are expanded. 

Note You can abbreviate any of the FTP commands. You need to type only 
enough characters to uniquely identify the command. 

The FTP client uses common UNIX commands as well as MS-DOS commands. For 
example, to view a list of folder contents, you can use either Is (UNIX) or dir (MS-DOS). 

Note FTP servers on different operating systems have a few idiosyncrasies. 
With some FTP servers, commands are case sensitive. If you are having 
problems, try typing commands in all lowercase letters only. UNIX path 
names use the forward slash (I) as opposed to the backslash (\) used by 
MS-DOS and Windows. UNIX-based FTP servers typically understand 
only folder names using the forward slash, whereas Windows-based FTP 
servers understand folder paths using either the forward slash or the 
backslash. It is generally best to always use the forward slash when us­
ing FTP. In addition, folder names and file names on a UNIX-based server 
can be case sensitive. For example, Readme.txt and README.txt might 
refer to two different files in the same folder. A Windows-based server 
could have only one file with the same spelling in a particular folder, and 
Windows doesn't care how you capitalize it in commands. 
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When retrieving nontext files, you must use binary mode. Because ASCII transfer 
mode is the default, you must switch by issuing the binary command. Using binary 
mode for text files is usually safe, but the result might look a bit different from an 
ASCII transfer. 

Using Passive Mode 
Passive mode instructs the FTP server to wait for the client to create the data link 
rather than attempting to create the link itself. Thus, passive mode works around the 
restriction in many firewalls and proxy servers that prevents incoming connections. 

To use passive mode with the command-line FTP client, you must use the literal 
command (see Table 31-3) to send commands directly to the server. First you send 
the pasv command, and the server replies with a port to use for the data connection. 
Then you open a connection to that port. From there, you can send and receive data. 
For example, if you are connected to server 192.168.1.20, a passive mode session 
might look like the following: 

ftp> literal pasv 
227 Entering Passive Mode (192,168,1,20,12,34) 
ftp> literal port 192,168,1,20, 12,34 
200 Port Command Successful 

The port number is returned in the last two numbers of the address (12,34 in this 
example). They represent the high-order and low-order bytes of the port number 
(3106 in this case-12 times 256 plus 34). Notice that you use commas rather than 
periods in the address in the port command. 

Then you must tell the server what data transfer you want to execute. Normally, the 
FTP client translates the commands you enter into one or more commands that the 
server recognizes. If you turn on debugging mode, these server commands are displayed. 
When you enter a command requiring a data transfer (for example, get, send, or Is), 
the client normally sends a port command to open a port and then sends the relevant 
command to transfer the data. When you use passive mode, you want to control the 
port that is used. Therefore, you must enter each server command yourself using the 
literal command-first the port command as just described and then the data transfer 
command. To perform the following common transfers, use these server commands 
after you issue the literal port command: 

Client Command 
Is (or dir) 

get filename 

send filename 

Literal Server Command 
nlist 

retr filename 

stor filename 
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Using the Graphical FTP Client in Windows Explorer 
As we mentioned earlier, Windows 2000 comes with a graphical FTP client. Although 
it's a feature of Internet Explorer 5, it's actually implemented as a Windows Explorer 
shell extension. Whenever you enter an FTP address in the Address bar of a Win­
dows Explorer or Internet Explorer window or click a link to an FTP site, you open 
the graphical FTP client. 

The graphical FTP client provides most of the functionality of FTP in a familiar 
Windows Explorer environment-and it's much easier to use. Depending on the level 
of access you are allowed, you can browse an FTP site, download files, upload files, 
rename files, and move files. You can download, upload, and move files by drag­
ging or by using menu commands. You cannot move files between FTP sites, however. 
Figure 31-2 shows the same operation-downloading the Readme.txt file from the 
Microsoft FTP site-that was depicted earlier in Figure 31-1. 

Fila Folder 
File Folder 2124/20005:19 PM 
File Folder 3120/20006:29 AM 
File Folder 2/24/20005:43 PM 
File Folder 2/24/20005:44 PM 
File Folder 2/24/2000545 PM 
File Folder 2/2412000 5: 46 PM 
File Folder 2124120005:47 PM 
File Folder 212412000 5:49 PM 
File Folder 2124/2000 5: 53 PM 
File Folder 2/24/20005:54 PM 
File Folder 2/24120005:54 PM 
neFolder 2/24120005:55 PM 
File Folder 2/24120005:56 PM 
File Folder 2/24/20005:59 PM 
File Folder 2124/2000 5:59 PM 

1.74KB Text Document 8129/1994 5:00 PM 

Figure 31-2 
You can download a file using familiar Windows-based procedures. 

If you use the Copy To Folder command to download a file, you select the destination 
folder. (In contrast, the command-line client downloads only to the current working 
folder.) If a download is interrupted for some reason and the FTP server supports 
FTP Restart, you can start the download again and the client picks up where it left 
off. This is possible because the server periodically sends a marker containing the 
current position in the server's file system and the client records the marker in a 
restart control file, adding the position in the client's file system. When the transfer 
is taken up again, the client sends the ,marker to the server and they negotiate the 
best position to restart transmission. You can restart a transfer at any time as long 
as the restart control file still exists. 

The welcome message that appears when you log on using the command-line FTP 
client is available in the graphical client by selecting FTP Server Welcome Message 
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from the Help menu. The welcome message also appears at the left side of the win­
dow if you enable Web view (an option on the General tab of the Folder Options 
dialog box), as shown in Figure 31-3. 

~J",". I Modil;.,d 

Obussy. Fil.Fold.r 2/24/2000 5:17 
C,]de.k.pp. Fil.Fold.r 2124/2000 5:59 

ftp.microsoft.com C,]developr Fil.Folder 2124/2000 6:31 
C,]kbhelp Fil.Fold.r 2/24/2000 6:34 

Server. ftp.miclosollcom Omisc Fil. Fold.r 4/5/2000 10: 03 
USeJ N~me: Anon,Ymous Operopsy. Fil. Folder 2/24/20008:55 

Oproducl. Fil.Folder 2124/2000909 

: Thi. i. FTP.MICAOSOFT.COM Oreski Fil.FoIder 3122120008:59 
: Please see the dirmop.txt Clservices Fl. Fold.r 2124/20009:22 

file for more information Cl.oftlib Fil. Folder 2124/2000 10:3 

Chc,.~ 10 leorn obout browsing 
Dsolutions Fil. Folder 2124/2000 10:5 

FTp.,le •. @) dirmop.hlm 7.79KB Micro.oft HTML Doc ... 1127119995:00 
@dirmop.lx! 4.23 KB Te.1 Document 1127119995:00 
(!) disclaiml.txt 710byle. T e><l Documenl 4/11119935:00 
@diSclaimer.txt 712byle. T e.1 Documenl 8/24/1994 5:00 
!!!1homemrn.old 1.18MB OLD Fil. 10/6/19985:00 
@I •. k.lx! 24.9MB Te><lDocument 4/1712000 8:31 
~I •. k.z 5.08 MB WinZipFil. 4/17120008:31 
~I •. k.zip 2.71 MB Wn2ipFil. 4/17120008:32 

Figure 31-3 
Enabling Web view displays the server URL, your current user name, and the server's' 
welcome message at the left side of the window. 

Unless you tell it otherwise, the graphical FTP client logs you on anonymously. To 
log on using another account, you can use either of these two methods: 

• Insert the account name and password in the ftp address in this form: 

ftp://username:password@sitename 

If you omit the password, Windows prompts you for it. Note that using your 
password here leaves it displayed on your screen for any passersby to see. 

• Use the Login As command on the File menu. (Login As also appears on the 
shortcut menu that opens when you right-click an unoccupied area of the Win­
dows Explorer window-but only when you're already connected to an FTP 
site.) This command opens a dialog box in which you can enter your user name 
and password. 

You can add FTP sites to your Favorites or to Network Places so that you can easily 
return to them. 
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Using the Text-Based FTP Client in Internet Explorer 
The Windows Explorer-style graphical view of FTP sites is the default FTP client in 
Windows 2000. But if you prefer the convenience of clicking and you despise icons, 
a third option is available. Figure 31-4 shows the same site,ftp://ftp.microsoft.com, in 
this text-based view displayed in Internet Explorer. 

FTP root at ftp.microsoft.com 

This is FTP.MICROSOFT.COM P1ease see the dirmap. txt 

:U1e tor more information. 

02/25/00 12: 17AM 
02/25/00 12:59AM 
02/25/00 01:31AM 
01/28/99 12 :OOAM 
01/28/99 12: OOAM 
04/12/93 12: OOAM 
08/25/94 12: OOAM 
10/07/98 12: OOAM 
02/25/00 01:34AM 
01/20/00 03:31AM 
01/20/00 03 :31AM 
0'1/20/00 03: 31AM 
0'1/06/00 05: 03AM 
02/25/00 03: 55AM 
02/25/00 04: 09AM 
03/22/00 03: 59PM 

Figure 31-4 

<D IR> bUSBYS 
<D IR> deskapp" 
<DIR> developr 
7,983 dirmap.htm 
4,333 dirmap.txt 

710 disclaiml. txt 
712 disc Jaimer. txt 

1,245,110 hort'l"=rraYl. old 

<DIR> kbh~lp 
26,236,175 J,,-Jr.txt 
5,341,847 ls-Jr.z 
2,847,988 Is-Jr. zip 

<DIR> mise 

With this FTP client, you click a file name to download a file. 

This client is limited in capability compared to either of the other clients included 
with Windows. Because it's cumbersome (and rather unsecure) to enter a user name 
and password, this client is best suited to sites that allow anonymous logon. It allows 
only browsing and downloading; you can't upload, move, delete, or rename files, 
regardless of your permissions. 

To enable this client (and thereby disable the graphical client), open the Internet 
Options dialog box, click the Advanced tab, and clear the Enable,Folder View For 
FTP Sites check box (under Browsing). 

To log on to a site that requires a user name and password, you must embed them 
in the address as described in the preceding section. This FTP client doesn't offer 
a Login As command, nor does it have a command line where y~u can enter 
commands. 
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Chapter 32 

Using the NTFS File System 
In This Chapter 

Selecting a File System ................................................. 539 

Securing Folders and Files .............................................. 544 

. Using Volume Mount Points to Create Mounted Drives ........................ 548 

Enforcing Disk Quotas .................................................. 550 

A file system defines the structure of the data on a volume and the way t~e data is 
organized and managed. For disks with read/write capabilities, Microsoft Windows 
2000 supports two file systems: the NTFS file system and three variants of the file 
allocation table (FAT) file system (FAT12, FAT16, and FAT32). The FAT system (in 

. its various permutations) has been used in all versions of Windows and MS-DOS.· 
NTFS, which is used only in Windows NT and Windows 2000, has a number of 
advantages and features that are not available with FAT. Those advantages and 
features are the subject of this chapter. 

Note Windows 2000 also supports two other file systems for CD and DVD 
media: Compact Disc File System (CDFS) and Universal Disk Format 
(UDF). For information about these file systems, as well as detaps on the 
structure and organization of NTFS and FAT volumes, see Microsoft 
Windows 2000 Professional Resource Kit (Microsoft Press, 2000). 

Selecting a File System 
Windows 2000 includes NTFS version 5, which offers several enhancements over 
previous versions. With few exceptions, NTFS should be the file system of choice 
for all your hard disk volumes. 
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Advantages of NTFS 
The advantages of NTFS over other file systems include the following: 

• Security. NTFS provides file-level access control. The permissions you set on 
files and folders on an NTFS volume apply to users who log on locally as well 
as those who connect to your computer over a network. These security settings 
are in addition to the share permissions that control network access. (Share 
permissions are also available for FAT volumes.) With NTFS security, you can 
specify for each folder and file which users and groups have access. Further­
more, you have more options on the type of access you allow than you do with 
share permissions on non-NTFS volumes. For more information, see "Securing 
Folders and Files," page 544. 

• Compression. NTFS compression transparently compresses files as they're 
written to disk, thereby reducing the amount of disk space needed. Of course, 
Windows also decompresses the files transparently when it reads from disk. 
That's where the similarity to the DriveSpace compression feature included 
with Windows 9x ends. NTFS compression can be applied to a volume, a folder, 
or an individual file; DriveSpace can be applied only to an entire volume. Most 
important, with NTFS compression, if a compressed file becomes corrupt from 
a physical disk error, only that file is affected. With FAT compression in Win­
dows 9x, a single corrupt sector could cause the loss of an e'ntire volume. Ouch! 
For details, see "Using NTFS File Compression," page 671. 

• Recovery. NTFS logs all changes made on an NTFS volume. Its transaction log 
ensures that disk operations are either completed correctly or rolled back to a 
known good state. The transaction log also allows Windows to redo or undo 
any changes to correct problems caused by a system failure or power loss; this 
happens transparently. 

• Encryption. A new feature of Windows 2000 is the Encrypting File System 
(EFS), a service that provides file-level encryption for protecting your locally 
stored data. Only your user account can view files that you have encrypted. For 
details, see Chapter 33, "Using Encryption." 

• Volume mount points. Volume mount points let you create mounted drives, 
whereby you assign a drive path to a volume instead of assigning a drive letter. 
This feature effectively lets you append a new volume to a path on an existing 
l~TFS volume. Volume mount points also remove the limit of 26 mounted 
volumes imposed by the old system in which each volume had to be assigned 
a drive letter. For more information, see "Using Volume Mount Points to Create 
Mounted Drives," page 548. 

• Native property sets. Files and folders on an NTFS drive can have descriptive 
properties associated with them, such as Title, Subject, Keywords, Author, and 
so on. You can view or modify these properties by clicking the Summary tab 
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in the properties dialog box for a file or folder. Some file types-notably 
Microsoft Office documents-provide a similar capability that shows properties 
regardless of the file system. Those Component Object Model (COM) proper­
ties are stored in the document itself, however. With NTFS, the COM-like 
native property sets are available for all types of files, including plain-text files. 
And these properties can be useful: the Indexing Service can index all proper­
ties on a file (including NTFS native properties and COM document properties), 
which means that you can search the index for files with certain properties. 
For information about the Indexing Service, see Chapter 6, "Finding Files with the 
Indexing Service." 

• Disk quotas. Disk quotas allow members of the Administrators group to track 
and, optionally, limit each user's disk space on an NTFS volume. For details, see 
"Enforcing Disk Quotas," page 550. . 

• Capacity. NTFS can be used on huge volumes-up to 2 terabytes (TB). (A 
terabyte is roughly a trillion bytes, or a million megabytes.) You can have an 
unlimited number of entries in the root folder. Because NTFS uses smaller clus­
ters, less disk space is wasted. 

File Names on an NTFS Volume 
N ames of folders and files on an NTFS volume can be as long as 255 characters. You 
can use any characters except the following: 

* I \ < > ? / " : 

By default, Windows also creates an 8.3 name (eight-character name, three-character 
extension) for each folder and file, which provides compatibility with MS-DOS-based 
applications and 16-bit Windows-based applications. (You can see these file names 
by appending the IX switch to the Dir command at a command prompt.) !fyou no 
longer use any of these archaic programs, you can edit the registry to disable 8.3 file 
name creation. Doing so can speed up performance of your NTFS volumes. 

To make this change, use a registry editor to navigate to the HKLM\System 
\CurrentControISet\Control\FileSystem registry key. Change the data in the 
NtfsDisable8dot3NameCreation value to 1. The change becomes effective after your 
next restart. 

Advantages ofFAl 
It's not yet time to write off FAT altogether. It has the following advantages over 
NTFS: 
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• Speed. In some cases, FAT volumes can be faster than NTFS volumes because 
of the overhead involved in managing NTFS. This is particularly true for small 
volumes with a large number of small files. 

• Small volume support. FAT can be (and in fact must be) used on floppy disks 
and on small hard disks. (Although you can format a volume as small as 2 MB 
with NTFS, that leaves absolutely no room for storing data; the entire volume 
is consumed by NTFS overhead. Don't even consider NTFS for volumes smaller 
than about 200 MB.) On the other hand, FAT can't be used on large volumes. 
(The maximum recommended size for FAT16 is 511 MB; for FAT32 it's 2 GB.) 

• Compatibility. The FAT file system is compatible with Windows 9x and Win­
dows NT. However, compatibility is an issue only when your computer is set 
up to boot more than one operating system. (That is, if you boot into an oper­
ating system other than Windows 2000, you might not be able to access all the 
local volumes on your computer. For more information, see "Using Compatible File 
Systems," page 49.) Other users on your network (as long as you've granted them 
the requisite permissions) can access files in shared folders on your system, 
regardless of what file system you use and regardless of what operating sys­
tem they're running. 

Converting a Volume to NTFS 
For the reasons explained in the previous sections, you might want to convert an 
existing FAT volume that you use only with Windows 2000 (or Windows NT) to 
NTFS. The Convert command lets you do just that, and, unlike formatting, it does 
so without destroying the files on the volume. Note, however, that this is a one-way 
process; once you convert to NTFS, there's no going back without formatting. 

The Convert command needs some free space on your FAT volume to work its 
magic. Its first step is to calculate and report the amount of space needed, and it 
proceeds no further if adequate free space is not available. The calculation of the free­
space requirement is a convoluted formula based on the size of the volume and the 
number of files and folders; it varies considerably from one drive to another. On 
today's typical drives, Convert can easily need 30 MB or more. For details about the 
calculation, see Microsoft Knowledge Base (KB) article Q156560. 

To convert a volume to NTFS, type this command at a command prompt: 

convert d: Ifs:ntfs 

Replace d with the letter of the drive you want to convert. The drive you specify can't 
be the current drive. If Windows 2000 can't lock all users off ~he drive-for example, 
if a running program is using a file on the drive or if the drive is being shared over 
the network-the conversion is delayed until the next time you restart your computer. 
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If you're interested in seeing the names of the folders and files on a drive as you 
convert it to NTFS, append the IV (verbose) switch. 

If you're interested in getting the very best performance out of your hard drive, you 
might consider the alternative method to using the Convert command: backing up 
all your data to tape or to another volume, formatting the volume, and then restor­
ing your data. The reason for the improved performance is the difference in the way 
the Convert and Format commands create the Master File Table (MFT)-the section 
of the volume that acts as a directory of the volume contents: 

• When you format a volume (whether by using the Format command at the com­
mand prompt, the File I Format command in Windows Explorer, or the Action 
I All Tasks I Format command in Disk Management), Windows creates the 
MFT in a contiguous block at the beginning of the disk, the area that offers the 
fastest data transfer rates. In addition to the MFT itself, an NTFS volume includes 
an MFT "buffer zone" -an area that allows MFT growth with minimal frag­
mentation. Format places this buffer zone adjacent to the MFT. 

• When you use the Convert command, Windows creates the MFT and its buffer 
zone wherever free space is available. This could be any location on the disk, 
and it might not be a contiguous block. Because Windows 2000 doesn't include 
any tools that let you defragment the MFT, you're stuck with this arrangement. 
(Some third-party utilities, such as Diskeeper from Executive Software, can 
defragment the MFT.) 

The MFT is a single-file relational database of file information. It's an essential com­
ponent of NTFS, because all information about a file-its size, time and date stamps, 
permissions, and data-is either stored within MFT entries or described by MFT 
entries. The MFT is continually referenced as the system locates data, reads data, and 
writes data to disk; therefore, improving its performance can make a significant 
difference. 

Note By adding an NtfsMftZoneReservation value to the HKLM\System 
\CurrentControISet\Control\FileSystem registry key, you can specify 
the size of the MFT buffer zone before you format an NTFS volume. The 
default size is 12 percent of the total volume size, but you might want to 
increase this allocation if you intend to store a large number of small files. 
For details, see KB article Q174619. 
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Securing Folders and Files 
NTFS security maintains an access control list (ACL) for each folder and file on an NTFS 
volume. When a user makes a request, the file system compares the user's security 
identifier (SID) with the SIDs included in the ACL. If the user's SID matches one in 
the ACL, the user is granted the level of access specified in the ACL. If the SID is not 
in the ACL, the user gets an error message and can't access the file. Simple, huh? 

But how do SIDs get placed in an ACL? And what determines the access level for 
each SID? That's the subject of this section. 

You can view or modify the names in an object's SID by displaying the Security tab 
of its properties dialog box. Figure 32-1 shows an example. The settings in this dia­
log box are pretty straightforward and are explained in detail in other texts, so we 
won't cover old ground here. 

Figure 32-1 
On the Security tab, you can add or remove users or groups and then assign 
permissions to each one. 

An area that's often left unexplored is the dialog box that appears when you click 
Advanced on the Security tab. (See Figure 32-2.) From that dialog box, you can add, 
remove, view, or edit individual permission entries. You'll seldom have any reason 
to do so, but you can set "advanced" permissions with this method. Advanced per­
missions are simply a breakdown of the basic permissions, which are visible on the 
Security tab. Table 32-1 shows the basic permissions and lists the advanced permis­
sions that make up each basic permission. If you want to set a special combination 
of permissions that you can't create with the basic permissions alone, visit the dia­
log box shown in Figure 32-2. 
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i Permissions I Auditing I Owner I 
Permission Entries: 

Type I Name I Permission I 
1\ AJlo~ ,.,.: I~Il)~~ W\lli?,rn,s.lgLAg~Fl,\I/:l9~,!~):: ••• " ... ~.J~~.a_d.~.E_~~£~~ ._ "'H .. ~ ... 
'1+.0. Allow Administrators (GLACIER\Administratorsj Full Control 
'f1>., Allow Carl Siechert (SIECHERTWOOO\CarlSj Full Control 
'1+.0. Allow SYSTEM Full Control 

.... .... . ........ . 

Add,,, Remove II View/Edit... I 
This permission is defined directl,Y on this obiect. This permission is not inherited b,Y ch~d 
obiects. 

P' Allow inheritable permissions from parent to propagate to this obiect 

OK Cancel I' t\ppiy 

Figure 32-2 
Clicking Advanced on the Security tab leads to a dialog box like this one, in which 
you can set custom permissions. 

Table 32-1. Basic File Permissions 
Permission 
Read 

,Description 
Allows the user to view 
the contents of a data file 

Advanced Permissions 
• List Folder / Read Data 
• Read Attributes 
• Read Extended Attributes 
• Read Permissions 
• Synchronize 

Read & 
Execute 

Allows the user to run a 
program file 

• All Read permissions listed above 

List Folder 
Contents* 

Write 

Modify 

Allows the user to display 
folder contents 

Allows the user to change 
the contents of the file 

Allows the user to' read, 
change, or delete the file 

• Traverse Folder / Execute File 

• All Read & Execute permissions 
listed above 

• Create Files / Write Data 
~ Create Folders / Append Data 

• Write Attributes 
• Write Extended Attributes 
• Read Permissions 
• Synchronize 

• All Read & Execute permissions 
listed above 

• All Write permissions listed above 
• Delete 

(continued) 
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Table 32-1. Basic File Permissions (continued) 

p'erml's'sion 
, ",'" < ,,,.,.",,~,. ", ' 

Full Control 
" De~qri~tiO,n 
Allows full control 
of the file 

Advanced Permissions 
• All permissions listed above 
• Delete Subfolders And Files 
• Change Permissions 
• Take Ownership 

* List Folder Contents, which is available only on the Security tab for a folder, provides the same individual 
permissions as Read & Execute. The difference is the way the permissions are inherited. List Folder Contents 
permission is inherited by folders but not by files within the folders; Read & Execute permission is inher­
ited by folders and files. 

One area that can cause confusion is inheritance. A shaded check box in the Permis­
sions area of the Security tab (Figure 32-1) indicates an inherited permission, which 
means that the permission has been inherited from the object's parent. The parent 
of a folder or file object is the folder that contains it. A shaded check box, therefore, 
indicates a permission that is applied by default because the file was created in a 
folder with that check box selected. 

Inheritance is a wonderful feature that allows you to apply permissions to many files 
with a single change at the top of the inheritance chain. (And inherited properties 
are handled more intelligently in NTFS 5 than in previous versions. Instead of 
retaining a complete ACL for each object-wasting disk space and time to look 
up ACLs-NTFS now stores only a pointer to the ACL that is the source of the 
inherited permissions.) By default, all objects are set to inherit permissions, as shown 
in Figure 32-1. 

You can change or override inherited permissions in the following ways: 

• Change the permissions for an object's parent; the changed permissions will 
be inherited automatically. 

• Select the opposite setting (Allow or Deny) to override a specific inherited 
permission. 

• Apply additional permissions (that is, permissions for another user or group, 
or additional check boxes for a user or group that already obtains some per­
missions through inheritance). 

Breaking the inheritance chain so that you can apply direct permissions exclusively 
is also easy: simply clear the check box at the bottom of the Security tab. Windows 
then asks what you want to do with the existing inherited permissions. You can 
remove them altogether or you can copy them to the object. Either way, you can then 
modify the permissions as needed; your changes apply to that object and to its child 
objects, if any. 
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Caution 

Cads.exe, a c.ommand-line utility, provides another way to view and edit permissions. 
With Cads (presumably, short for change ACLs), you can view existing permis­
sions simply by typing cads filename at a command prompt, replacing filename with 
the name of the file you're interested in. The display isn't particularly friendly, how­
ever. For example, next to each user account name, Cads displays a single letter for 
any of three standard permission settings: 

• F (for full control) is equivalent to having all Allow boxes selected on the Secu­
rity tab. 

• C (for change) is equivalent to having all Allow boxes selected except Full 
Control. . 

• R (for read) is equivalent to having the Allow boxes for Read and Read & 
Execute selected. 

Any other combination of settings from the Security tab or the advanced permissions 
dialog box generates output only a programmer could love. Nonetheless, Cads can 
be useful for quickly finding the permissions for an object-particularly if you're 
already working.in a Command Prompt window. As an administrator, you should 
remember that it's in your toolkit. 

You can also set permissions with Cads-but we recommend that you 
don't. It's too easy to make a mistake that causes you to lose existing permis­
sions on a file. If you append the IE switch (which is supposed to edit the 
existing ACL instead of replacing it), Cads sometimes garbles the per­
missions settings because it's based on an old NTFS inheritance model. 

Who Is SID? 
Windows 2000 security relies on the use of a security identifier to identify a user. 
When you create a user account, Windows assigns a unique SID to that account. The 
SID remains uniquely associated with that user account until the account is deleted, 
whereupon the SID is never used again-for that user or any other. Even if you re­
create an account with identical information, a new SID is created. 

A SID is a variable-length value that contains a revision level, a 48-bit Identifier 
Authority value, and a number of 32-bit sub authority values. You'll sometimes see 
the SID, which takes the form S-1-x-yl-y2- ... , in a security dialog box before Windows 
has had time to look up the user account name. S-l iqentifies it as a revision 1 SID; 
x is the value for the IdentifierAuthority; and yl, y2, and so on are values for 
subauthorities. 
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Using Volume Mount Points to Create Mounted Drives 
Volume mount points allow you to assign, for any local volume, a path to a folder 
on a local NTFS volume. For example, you could assign your CD-ROM drive to a 
folder named CD and thereafter address it as C:\CD instead of drive D. (You can 
retain the existing drive letter too; for each volume you can assign one drive letter 
and any number of alternative drive paths.) The volume that hosts the mounted drive 
must be an NTFS volume, because volume mount points are a unique feature of 
NTFS. The volumes that you mount, however, can be formatted with any file sys­
tem: NTFS, FAT, FAT32, CDFS, and so on. 

This can be very useful, for example, if your boot volume is becoming full and you don't 
have room to install more programs in the \Program Files folder. Solution: install an 
additional hard disk, create a volume on the disk, move the contents of your existing 
\Program Files folder to the new volume, and mount the new volume to your (now 
empty) \Program Files folder. Instant expansion! You couldn't do this by simply 
moving your \Program Files folder to a new drive, because the registry, shortcuts, and 
other configuration files are littered with references to the full path of your programs, 
including the drive letter. By creating a mounted drive in the \Program Files folder, 
all your programs continue to work because-as far as they can tell-the files are still 
on drive C (or wherever your \Program Files folder resides). 

Note As an alternative to moving the existing content, you could create a 
More Programs subfolder in your existing \Program Files folder and 
mount the new volume to the subfolder. (You can mount a volume only 
to an empty folder.) When you install a new program, change its target 
folder from a subfolder of \Program Files to a subfolder of \Program 
Files \More Programs. 

Here's another scenario: You might want to store documents for different purposes 
(say, work and personal projects) on two different drives. Your work documents, for 
example, should be stored on your local hard drive; you want your personal documents 
on your Zip drive. Because many programs use My Documents as their default folder 
for storing new documents, you must switch between drives to store the documents 
on the appropriate drive. Solution: create a mounted drive that links the Zip drive 
to an empty folder in My Documents. Thereafter, the Zip drive appears as a subfolder 
of My Documents, and switching between that drive and other folders in My Docu­
ments becomes much easier. 

Note In this scenario, you might want to mount a network drive. Alas, you can't 
do that with NTFS volume mount points. If your computer is part of a 
Microsoft Windows 2000 Server-based domain, you can use D,istributed 
File System (Dfs) to perform this type of drive mapping. 
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Mounted drives act exactly like any other subfolder; The only difference you'll notice 
is that in Windows Explorer, the folder that hosts the mounted drive (the volume 
mount point) appears with a drive icon instead of a folder icon. If you use the Dir 
command in a Command Prompt window to display a folder directory, volume 
mount points are identified as <JUNCTION> (for junction point, another name for 
volume mount point), whereas ordinary folders are identified as <DIR> (for direc­
tory, the MS-DOS term for a folder). 

You create mounted drives using the Disk Management snap-in. For details, see 
"Assigning a Drive Letter or Drive Path," page 215. 

As an alternative to the Disk Management snap-in, you can use Mountvol.exe, a 
command-line utility. In a Command Prompt window, type mountvol to display 
Mountvol syntax information, a list of globally unique identifiers (GUIDs) for your 
local volumes, and a list of current mounted drives. Figure 32-3 shows an example. 
To create or delete a mounted drive using Mountvol, you must use the GUID of the 
volume you want to link to a volume mount point. Because of the difficulty of accu­
rately typing a GUID, even diehard command-line fans might eschew Mountvol.exe 
in favor of Disk Management. 

Figure 32-3 
The Mountvol command shows the current mount points for each volume, which 
is identified by its GUID. 

In Figure 32-3, you can see that the volume with GUID {dfdlef79-eOd9-11d3-a6e7-
0050047c3494} (the fifth one in the list) actually has three mount points. You can 
navigate to its files by going to either of two folders on drive D (\Beta Data \Eaton 
or \Eaton) or by using its drive letter, E. The last volume in the list has no mount 
points-that is, no drive letter or path-so it's essentially unusable in its current 
configura tion. 

Suppose you want to use that volume to create a mounted drive so that it appears 
in your folder hierarchy as D:\Newvol. To do that using Mountvol, open a Com­
mand Prompt window and enter the following commands: 

md newvol 

mountvol newvol \\?\Volume{6b65bef2-1dlf-lld4-a70a-0050047c3494}\ 
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You can find more information about Mountvol.exe in KB article Q205524. In addi­
tion, that article describes Linkd.exe, a command-line utility included with the 
Microsoft Windows 2000 Professional Resource Kit, which lets you mount any folder (not 
just the root folder) to a volume mount point on a local NTFS drive. 

Enforcing Disk Quotas 
Disk quotas, a new feature of Windows 2000, allow you to monitor and limit disk­
space usage. You set quotas for each user and each volume. Quotas are tracked sepa­
rately for each volume, even for separate volumes on the same hard disk. Disk quotas 
are based on uncompressed file sizes; compressing files doesn't increase the amount 
of free space available to a user. 

Using disk quotas causes a slight performance reduction, so you might want to enable 
them only periodically. That way, you can identify users who are using too much 
disk space without incurring the performance hit all the time. 

With disk quotas enabled, volume usage is tracked by file ownership. That is, a file 
counts against a user's quota if the SID of the file's owner is the same· as the 
user's SID. 

Note Disk quotas rely on the SID, not the user account name. In a workgroup 
environment-where each user has a separate, identically named user 
account on each computer-this can cause quotas to be less reliable than 
in a domain. That's because the user's account on each computer has a 
different SID. Depending on how a file is created, it might be owned by 
the user' ~ account on a different coIi1puter. If your NTFS volume contains 
files that are owned by a user account from another computer, you'll see 
the owner's SID in the Quota Entries window instead of (or in addition 
to) the user's name. 

Enabling Disk Quotas 
You can enable disk quotas in either of two ways: 

• You can make individual settings using the Quota tab in a volume's proper­
ties dialog box. . 

• You can use Group Policy to apply consistent settings to all volumes on a 
computer. 

To enable quotas using the properties dialog box: 

1. While logged on as a member of the Administrators group, right-click a disk 
in My Computer and choose Properties. 
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2. Click the Quota tab and select the Enable Quota Management check box to 
enable the other items on the Quota tab. 

,'General I Tools I Hardware I Sharing I Security Quota I 
I Statlls: Disk quotas are disabled 

P' Enable quota management 

r Deny disk space to users exceeding quota limit 

Select the default quota limit for new users on this volume: 

n Do nollimit disk usage 

r. Limit disk space to 1"'""1 --1: I KB a 
Set warning level to IF I ~B a 

Select the quota logging options lor this volume: 

r Log event when a user exceeds their quota limit 

r Log event when a user exceeds their warning level 

I Quota Entries, .. I 

OK I' Cancel I Apply 

3. Set the other options on the Quota tab: 

• Select Deny Disk Space To Users Exceeding Quota Limit if you want Win­
dows to prevent users from saving files that would exceed their assigned 
space limit. (They'll see an "insufficient disk space" error message.) If you 
don't select this check box, Windows doesn't stop users from exceeding their 
limit-but it allows you to track disk usage by user. 

• To specify a default limit for new users (that is, users who don't have an entry 
in the Quota Entries window, described in the following section), select Limit 
Disk Space To and set a limit and a warning level. (Exceeding the warning 
level doesn't trigger a warning to the user, but administrators can use this 
setting to more easily monitor users who are nearing their limit.) If you don't 
want to set limits on new users, select Do Not Limit Disk Usage. 

• If you want Windows to make an entry in the System log whenever a user 
exceeds his or her quota limit or warning level, select the appropriate 
check box. 

To enable disk quotas using Group Policy: 

1. In the Group Policy console (Gpedit.msc), navigate to Computer Configuration 
\Administrative Templates \System \Disk Quotas. (For details about Group 
Policy, see Chapter 18, "Using Group Policy.") 
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2. Enable the Enable Disk Quotas policy. 

3. Make other policy settings: 

• Enable Enforce Disk Quota Limit to prevent users from saving files that 
would exceed their assigned limit. 

• Enable and configure Default Quota Limit And Warning Level to specify 
default limits for new users. 

• Enable Log Event When Quota Limit Exceeded, Log Event When Quota 
Warning Level Exceeded, or both if you want Windows to record disk quota 
violations in the System log. 

Using Group Policy to enable disk quotas instead of using the Quota tab produces 
several effects: 

• Policy settings affect disk quotas for alllo~al NTFS volumes. 

• Policy settings in Computer Configuration \ Administrative Templates \ System 
\Disk Quotas override their counterparts on the Quota tab in the properties 
dialog box and in the Quota Entries window. For example, if disk quotas are 
enabled (or disabled) through Group Policy, no one can change that setting 
via the Quota tab. As an administrator, you can override the default limits by 
modifying quota entries for particular users, however. 

Enabling Disk Quotas on Remote Volumes 
You can enable disk quotas on other computers on your network as long as the fol­
lowing conditions are met: 

• The other computer must be running Windows 2000. 

• The volume to be managed must be formatted as NTFS, and it must be shared 
from the volume's root folder. 

• You must be a member of the Administrators group on the other computer. 

Managing Disk Quotas 
When you enable quotas on a volume that has existing files, Windows calculates the 
disk space used by each user who has created, copied, or taken ownership of the exist­
ing files. The default quota limits and warning levels are then applied to all current 
users and to any new user who saves a file. To view and modify the quota entries, 
open the disk's properties dialog box, click the Quota tab, and click Quota Entries. 
The Quota Entries window opens, as shown in Figure 32-4. 
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GAbav. Limil Cart ... SIECHERTWOOD\CarIS 227.21 MB 200MB 175MB 113 
.nWafning Reg ... GLACIER\Reggie 767.46 KB 1 MB 750KB 74 
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'J)OK Cart ... GLACIER\C.rtS 378.4 KB Nolimil Nolimil N/A 

Figure 32-4 
In Quota Entries, you can review disk usage and impose limits by user. 

For each user, Quota Entries displays 

• A status indicator (OK for users who are below their warning level and quota 
limit, Warning for users who are above their warning level, and Above Limit 
for users who are above their quota limit) 

• The user's name and his or her logon name 

• The amount of disk space occupied by files that the user owns 

• The user's quota limit and warning level 

• The percentage of the quota limit currently in use 

To change a user's limits, double-click his or her entry. A dialog box appears that 
offers choices for this user similar to the choices offered on the Quota tab for all 
new users. 

Note By default, the Administrators group has no limit-meaning that while 
you're logged on as a member of the Administrators group, you might 
be able to create files that exceed the limits for your own account. Although 
you can set a warning limit for the Administrators group, you cannot set 
a quota limit. 

Creating a New Quota Entry 
To specify limits for a user who doesn't yet have an entry, open the Quota Entries 
window and choose Quota I New Quota Entry. Select the local user accounts or do­
main user accounts to which you'd like to apply limits. After you select one or more 
user accounts, specify the limits you want to impose in the Add New Quota Entry 
dialog box that appears. 
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The sum of the quota limits you set can exceed the size of the volume; Windows 
. makes no attempt to ensure that the space you allow is actually set aside for a par­

ticular user. 

Deleting a Quota Entry 
If a user no longer has files on your NTFS volume, you can delete the user's quota 
entry by right-clicking it and choosing Delete. Because Windows insists on tracking 
all files if you enable disk quotas, you can't delete an entry for a user who has files 
on the disk. 

However, the Delete command has another nifty purpose: use it to find out exactly 
which files belong to a user. (See Figure 32-5.) If you do want to delete the quota 
entry, you can delete, take ownership of, or move the user's files by selecting the files 
you want to act on and then clicking the appropriate button. When you've eliminated 
all the user's files in one way or another, click Close to finish deleting the quota entry 
for the user. 

liliOO/ffi\J 

:. ~. 0~: .•••. '.F. aes aI. e .. consumin. g. d.i.sk .space 1011.0. f the se.lec .. ted quota entries. These entries Q cannot be deleted until the dbk space is freed up, 

Figure 32-5 

In Folder 
D:\Documents and Seuings\CarIS,GLACf" 
D:\Documents and 5eUings\CarIS,GLACI 
D:\Documents and 5ettings\CarlS,GLACI 
D:\Documents and Settings\CarlS,GLACI 
D:\Documents and Settings\CarIS,GLACI 
D:\Documents and Settings\CarIS,GLACI 
D:\Documents and Settings\CarlS.GLACI 

/ 

Deleting a user's quota entrY lets you see exactly which files a user owns. 
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Using Encryption 
In Th is Chapter 
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Disabling or Reenabling EFS .... , ............................. '.' . . . . . . . .. 569 

Encryption is the process of encoding sensitive data using a key algorithm. Without 
the correct key, the data can't be decrypted. Microsoft Windows 2000 uses encryption 
for several purposes: 

• Encrypting files on an NTFS volume. (See "Encrypting Folders and Files," page 557.) 

• Encrypting data sent between a Web browser and a server using Secure Sock­
ets Layer (SSL). (See "Managing Security on Your Site," page 472.) 

• Encrypting data sent between computers using a virtual private network 
(VPN). (See "Understanding Tunnels and Virtual Private Networks," page 489.) 

• Encrypting or signing e-mail messages. (See "Signing and Encrypting E-mail Mes­
sages," page 595.) 

Installing the High Encryption Pack 
Microsoft makes available a Windows 2000 High Encryption Pack, which provides 
128-bit encryption for encrypted files on NTFS volumes and for secure network con­
nections, such as those using Internet Protocol security (IPSec). 

Note Some online banking services and other secure sites require 128-bit 
encryption, so you might want to install the High Encryption Pack even 
if you don't plan to use encrypted files. 
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The original Windows 2000 Professional CD includes only 56-bit encryption-the 
maximum allowed for export at the time Windows 2000 was completed. In January 
2000-onlya few weeks before the retail rele§lse of Windows 2000-the United States 
government issued new export regulations that allow shipping strong encryption 
products to almost all countries. (Strong encryption refers to cryptographic operations 
that use keys of 128 bits or longer.) Because the Windows 2000 CDs had already been 
manufactured, Microsoft instead provides the High Encryption Pack as a free add­
on product. 

The Windows 2000 Professional retail package includes a High Encryption Floppy 
Disk that you can use to upgrade from 56-bit encryption to 128-bit encryption. If you 
don't have the floppy disk, you can download the High Encryption Pack from 
www.microsoft .coni/windows2000 / downloads/recommended/encryption. 

Before you seek out the High Encryption Pack, take a moment to determine whether 
. 128-bit encryption is already installed on your computer; you might have it and not 
realize it. For example, if you installed strong encryption in Windows NT 4 and then 
upgraded to Windows 2000, your upgraded installation includes 128-bit encryption. 
To find out whether you have strong encryption installed, do any of the following: 

• In Microsoft Internet Explorer, choose Help I About Internet Explorer. The 
About Internet Explorer dialog box reports a Cipher Strength of either 56-bit 
(the High Encryption Pack has not been installed) or 128-bit (it has). 

• Search for a file named Rsaenh.dll; the file exists in %SystemRoot% \System32 
only if the High Encryption Pack has been installed. 

• In the Computer Management console, go to System Tools \System Information 
\Internet Explorer 5\Summary. Cipher Strength appears as an item in the 
details pane. 

You ought to know one more thing before you install the High Encryption Pack: you 
can't uninstall it. Furthermore, if you install service packs or other upgrades to Win­
dows 2000, those upgrades will include updated versions of the strong encryption 
files. Unless you format your hard drive and start with a clean installation, you won't 
ever need to install the High Encryption Pack again. 

If you determine that you have only 56-bit encryption, you can install 128-bit encryp­
tion simply by running Encpackexe from the High Encryption Floppy Disk or running 
the file you download from the Microsoft Web site. The installation is straightfor­
ward, requiring only that you click Yes in three successive dialog boxes-the last of 
which offers to restart your computer. 

The installation adds or modifies several.dll files. If you're interested in the com­
plete details, look in %SystemRoot% \System32\Export\Encinst.txt. 

If you want to automatically install strong encryption as you install Windows 2000 
on other computers, be sure to read the release notes (in a file named Encread.txt), 
which provide detailed instructions for incorporating encryption into the automated 
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installation methods described in this book. For more information, se~ /I Automating the 
Installation Process," page 14. 

Encrypting Folders and Files 
The encrypting file system (EFS) allows you to encrypt files on a local NTFS volume 
so that only you can use them. This offers an additional level of protection beyond 
that provided by NTFS permissions, which you can use to restrict access to your files 
by others who log on to your computer. NTFS permissions are vulnerable in a couple 
of ways. First, all those with administrative privileges can grant themselves (or oth­
ers) permission to access your files. Worse, anyone who gains physical access to 
your computer can boot from a floppy disk (or from another operating system, if your 
computer is set up for dual booting) and use a utility such as NTFSDOS (from 
www.sysinternals.com) to read the files on your hard drive-without having to pro­
vide a user name or password. Portable computers, which are more easily stolen, are 
especially vulnerable to this' type of information loss. 

Note On most computers, you can use BIOS settings as another protection 
against this type of loss. Set your BIOS so that a password is required to 
start the computer or to enter the BIOS setup program, and set the boot 
options so that the computer can't be booted from a floppy disk. Unfor­
tunately, this type of protection can also be circumvented by a determined 
snoop. For example, removing the hard drive and installing it in another 
computer makes its files available to someone with the proper tools. 

Securing the Paging File 
If you're truly concerned about the possibility of your computer falling into the 
wrong hands, you should be sure that you don't leave any tracks in the paging file. 
By default, when you shut down your system, the paging file remains intact. People 
who have access to your computer could conceivably paw through the unencrypted 
paging file to find information they shouldn't have. 

You can foil such snooping by changing a registry entry. Use a registry editor to 
navigate to the HKLM\System \CurrentControlSet\Control\Session Manager 
\Memory Management key and set the value of ClearPageFileAtShutdown to 1. 

. After you do that, Windows fills inactive pages in the paging file with zeros when­
ever you shut down. Because this could slow down your system, don't make this. 
change unless your security needs demand it. 

EFS provides a secure way to store your sensitive data. EFS uses your public key to 
create a randomly generated file encryption key (FEK). Windows transparently 
encrypts the data using this FEK as data is written to disk. The data can be decrypted 
only with your certificate and its associated private key, which are available only 
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Caution 

when you log on with your user name and password. (Designated recovery agents 
can also decrypt your data. For details, see "Recovering Encrypted Files and Folders," 
page 568.) Other users who attempt to use your encrypted files receive an "access 
denied" message. 

You can encrypt individual files or folders. We recommend that you encrypt folders 
instead of individual files. That way, not only are the existing files in the folder 
encrypted, but new files that you create in the folder are also encrypted ':lutomati­
cally. This includes temporary files that your applications create in the folder. (For 

. example, Microsoft Word creates a copy of a document when you open it for edit­
ing. If the document's folder isn't encrypted, the temporary copy isn't encrypted­
giving curious eyes a potential opportunity to view your data.) For this reason, you 
should consider encrypting your % Temp% and % Tmp% folders, which many appli­
cations use to store temporary copies of documents that are open for editing, in 
addition to the folder where your sensitive documents are stored. 

Before you encrypt anything important, you should back up your personal 
encryption certificate (with its associated private key) and the recovery 
agent certificate to a floppy disk and store it in a secure location. If you 
ever lose your original certificate (because of a hard disk failure, for 
example), you can restore the backup copy and regain access to your files. 
If you lose all copies of your certificate (and no recovery agent certificates 
exist), you won't be able to use your encrypted files. No back door exists, 
nor is there any practical way to hack these files. (If there were, it wouldn't 
be very good encryption, now would it?) For details, see "Backing Up Your 
Certificates," page 564. 

To encrypt a folder: 

1. Right-click the folder and choose Properties I General I Advanced. 
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2. ' Select Encrypt Contents To Secure Data. (Note that you can't encrypt compressed 
files. If the files are already compressed, Windows clears the Compressed 
attribute. Because encryption and compression are mutually exclusive, this sec­
tion of the dialog box really should contain option buttons rather than check 
boxes-with the addition of a "Neither" option button.) 

3. Click OK two times. Windows then displays a confirmation message. 

'IiifflM"!ffi!fftfjri&I'!' !J 
; You have chosen to make the following attribute change(s): 

encrypt 

00 you want to apply this change to this folder only, or do you want to 
apply It to all subfolders and files as well? 

r-- Apply changes to this Folder only 

(' Apply changes to this folder, subfolders and files 

OK "cancel 

Note If you select Apply Changes To This Folder Only, Windows doesn't 
encrypt any of the files currently in the folder. Any new files that you cre­
ate in the folder, including files that you copy or move to the folder, will 
be encrypted. 

To encrypt a file, follow the same procedure. You'll see a different confirmation 
message (shown in Figure 33-1) to remind you that the file's folder is not encrypted 
and to give you an opportunity to encrypt it. You generally don't want to encrypt 
'individual files, because the information you intend to protect can too easily become 
decrypted without your knowledge. For example, with some applications, when you 
open a document for editing, the application creates a copy of the original document. 
When you save the document after editing, the application saves the copy-which 
is not encrypted-and deletes the original, encrypted document. Static files that you 
use for reference only-but never for editing-can safely be encrypted without 
encrypting the parent folder. Even in that situation, however, you'll probably find 
it simpler to encrypt the whole folder. 

Note You can't encrypt any files that have the system attribute. (Not surprisingly, 
those files are usually system files-and the system might be rendered 
unusable if some of its essential files were encrypted.) 
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,You~ve'chClSen to encrypt; a fdetrtat Is not In an encrypted 
. folder;.The file can become decrypted when It is modified. 

"''''."'''',., " ... "',,., , '. ,"".' 

"Because fU~sa\led In encrypted folders are encryPted bY 
•. ,. default,1t IS recommended that you encrypt the fie and the 

. i pa.rent forder,' :.. . . , . 

what do you want to do?', 

Figure 33-1 
In this dialog box, Microsoft prods you to encrypt folders rather than individual files. 

Troubleshooting 
If EFS has been disabled on your computer (because no recovery agent certificates 
are installed), you'll see a message box like the one shown here when you try to 
encrypt a file or folder. Although its four buttons might lead you to believe that you 
have a choice in the matter, you don't. Regardless of which button you click, Win­
dows refuses to encrypt your files-just as if you clicked Cancel. 

IM·ftft1MNfflitJjp 
& An error OCC~~d ~~~IYI:car:rlb,~t~~t~~~:lIe{{':: 

;; '" ",D;\Documents andSett",\Reglstry Monltor.lnk 

<; ~h~~I~no valid encry~tl~ r~~~~eryponcy~o;;~iglir~~~~ 
this system. " ",' .,' i' ,'::. 

To solve this problem/you need to create a recovery policy. For details, see "Enabling' 
EFS," 570. 

You'll notice no significant difference in working with encrypted folders or files 
while you~re logged on using the same account as when you encrypted them. But 
encrypted files do act differently in several subtle ways. Table 33-1 describes the 
important differences. 
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Table 33-1. Behavior of Encrypted Files 
When You Do This 
Log on using a different 
account 

Copy or move an 
unencrypted file to 
an encrypted folder 

Copy an encrypted file 

Move an encrypted file* 

Rename an encrypted file 

Delete an encrypted file 

Back up an encrypted file 
using Backup 

· This Happens 
• If you try to open an encrypted file, you get 

an "access denied" message. 

• If you try to decrypt an encrypted file by clearing 
the encryption attribute, you get an "access denied" 
message. 

• If you have Modify or Full Control permission, you 
can delete or rename an encrypted file. 

• The copy in the encrypted folder becomes 
encrypted. 

• If you copy an encrypted file to an NTFS volume 
on your computer or another computer running 
Windows 2000, it remains encrypted. (If EFS is 
disabled on the target computer, you get a red­
herring "access denied" message.) 

• If you copy to a FAT volume (including floppy 
disks) or to an NTFS volume on a computer 
that is running Windows NT, the file becomes 
decrypted. 

• If you move to another folder on the same 
volume, the file remains encrypted. 

• Moving the file to another volume is essentially 
a "copy and then delete" process; moving your 
own encrypted files is handled as in copy 
operations, described above. 

• If you move someone else's encrypted file to a 
FAT volume, you get an "access denied" 
message. 

• The file is renamed and it remains encrypted. 

• If you delete to the Recycle Bin, the restorable 
file remains encrypted. 

• You've picked the best way to back up encrypted 
files or move them between systems! The files in the 
backup media remain encrypted, whether they're on 
disk or.tape. (Because most removable media can't be 
formatted as NTFS, an ordinary copy becomes 
decrypted.) 

(continued) 
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Caution 

Table 33-1. Behavior of Encrypted Files (continued) 

When You Do This 
Use encrypted files on a 
different computer 

This Happens 
.• Your personal encryption certificate and its private 

key must be available on the computer. You can 
copy the keys manually. (For details, see "Backing 
Up Your Certificates," page 564.) 

• If you use roaming profiles, your encryption keys 
are automatically available on all computers you 
log on to with that user account. (For more informa­
tion, see "Using Roaming User Profiles," page 323). 

*Microsoft recommends using cut and paste to move encrypted files instead of using drag and drop. 
According to the documentation, files moved to an encrypted folder with a drag-and-drop operation 

are not automatically encrypted. In our own tes~ing, files moved to an encrypted folder were always 

encrypted-regardless of the method. Whichever method you use, you should confirm that the file 

remains encrypted by viewing its properties or using Cipher.exe. 

Other users with permission to delete a file (that is, users with Modify or 
Full Control permission) can't use your encrypted files-but they can 
make them difficult for you to use. Any such user can rename your files, 
which can make them difficult to find, and also can delete your files. (Even 
if the user merely deletes them to the Recycle Bin and doesn't remove 
them altogether, the deleted files are unavailable to you because you don't 
have access to any other user's Recycle Bin.) Therefore, if you're con­
cerned about protecting your files from other authorized users as well as 
from a thief who steals your computer, you should modify the NTFS 
permissions to prevent any type of modification by other users. For more 
information, see "Securing Folders and Files," page 543. 

Decrypting Folders and Files 
Like the encryption process, decryption is done transparently. That is, you simply 
work with your encrypted files exactly the same way you work with nonencrypted 
files. When Windows detects that a file you're accessing is encrypted, it finds your 
certificate and uses its private key to decrypt the data as it is read from the disk. 

To permanently decrypt a folder or file, simply clear the Encrypt Contents To 
Secure Data check box in the Advanced Attributes dialog box. If you decrypt a folder, 
Windows asks whether you want to decrypt only the folder or the folder and its con­
tents. If you choose the latter option, Windows prohibits you from decrypting any 
files for which you don't hold a valid encryption certificate. If you change the 
attribute for a file that you encrypted, Windows decrypts it without further ado. If 
you attempt to decrypt a file that someone else encrypted, you get an "access denied" 
message. 
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Note Unless you use a command-line utility like Cipher.exe, it's difficult to see 
at a glance which files are encrypted and which are not. Right-clicking 
each file and then choosing Properties I General I Advanced (followed 
by Cancel I Cancel) is a royal pain. Fortunately, there's an easier way. In 
Windows Explorer, use Details view. Choose View I Choose Columns 
and then select Attributes. Encrypted files show a letter E in the Attributes 
column. 

Using the Cipher Command 
If you're a command-line junkie, you'll be pleased to know that a non-GUI alterna­
tive to the Advanced Attributes dialog box is available for encrypting and decrypting 
folders and files. Like the Windows Explorer methods described earlier in this chap­
ter, Cipher.exe lets you encrypt or decrypt folders or individual files. If you specify 
a folder, you can choose whether to include existing files and subfolders. 

Type cipher with no parameters to display the encryption state of the current folder 
and its files. 

To encrypt or decrypt a folder or file, include the path and the appropriate switches. 
Use the IE switch to encrypt the folders or files you specify or the /D switch to 
decrypt. For example, to encrypt the My Documents folder, including its files and 
subfolders, type cipher Ie la Is:"%userprofile% \my documents II at a command prompt. 

In the file specification, you can use wildcards. You can also specify multiple fold­
ers and files in a single instance of the command; simply separate each name with a 
space. Table 33-2 shows the most commonly used switches for Cipher; for a complete 
list, type cipher I? at a command prompt. 

Table 33-2. Command-Line Switches for Cipher.exe 
Switch 
IE 

ID 

IS:folder 

IA 
II 

Descfip~iqry 

Encrypt the specified folders or files. If the operation includes folders, the 
folders are marked as encrypted. 

Decrypt the specified folders or files. If the operation includes folders, the 
folders' encryption attribute is cleared. 

Perform the operation on folder and its subfolders (but not files). 

Perform the operation on specified files and files in specified folders. 
Ignore errors and continue. 
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Backing Up Your Certificates 
When you use encryption for the first time, Windows automatically creates a self­
signed certificate for EFS. (Self-signed means that it's not granted by a trusted 
certification authority that can confirm your identity. Such verification is unneces­
sary for this purpose; it's merely confirming that the certificate was created while 
your account was logged on.) This certificate becomes your personal encryption 
certificate, and it contains the public/private key pair used for encrypting and 
decrypting files while you're logged on. 

Each user who encrypts files on a system has a personal encryption certificate. In 
addition, Windows creates a certificate for the designated recovery agent (the Admin­
istrator account on a computer running Windows 2000 that is not part of a domain). 
This certificate, whose purpose is File Recovery, is not the same as that user's per­
sonal encryption certificate, whose purpose is shown as Encrypting File System. 

All users should have a backup of their personal encryption certificate. More impor­
tant, the system administrator should have a backup of the recovery agent certificate. 
Without one or the other, encrypted files are unusable. 

Backing Up the Recovery Agent Certificate 
The recovery agent certificate serves two purposes: it provides an administrative 
alternative for decrypting files if a user's personal encryption certificate is unavail­
able for any reason, and it enables EFS. In other words, if a computer has no recovery 
agent certificate installed, no one can encrypt files. Therefore, having a backup of this 
certificate is essential if you plan to use EFS. 

to back up the recovery agent certificate: 

1. Log on as a member of the Administrators group. 

2. In Local Security Settings (Control Panel I Administrative Tools I Local Secu­
rity Policy or Start I Run I secpol.msc), go to Public Key Policies \Encrypted Data 
Recovery Agents. 

3. Right-click the certificate issued to Administrator for the purpose of File Recov­
ery, choose All Tasks I Export to launch the Certificate Export Wizard, and 
click Next. 

4. Select No, Do Not Export The Private Key and click Next. 

5. Select DER Encoded Binary X.509 (.CER) and click Next. 

564 Part 8: Managing Security 



Certificate Export Wizard ,:',?tt " Ei 

Expolt File Formal 
Certificates can be exported in a variety of file Formats. 

Select the Format you want to use: 

Co' DER encoded binary X.509 (.CER) 

(" Base-64 encoded X.509 (.CER) 

(" Cryptographic Message Syntax Standard· PKCS #7 Certificates (,P7B) 

r IncludE: all wrl;ifiu.tcs in the ceri:ifiC(ltt)r. path if pO%ib!e 

(" f'er~Qqallnforrn,~tll)n Ex:charrge" PI:CS; #12 (.PI"X) 

r Include all certiflcdte$ iii the certlfiwtion path if p055ilie 

r Enable ,.I;rong proteci:iCln (req,Jire:5 IE 5,0, Ni4.Q 5P4 ('I' above) 

r, DIClete the pnvate: 

__ <_BIl_c_k -J.1_N_e_xt_>--,: Cancel 

6. Specify the path and file name for the exported file. 

7. Click Next and then click Finish. 

Exporting a Personal Encryption Certificate 
To back up a personal encryption certificate: 

1. Log on as the user whose certificate you want to back up. 

2. On the Content tab of the Internet Options dialog box (Control Panel I Internet 
Options), click Certificates to open the Certificates dialog box . 

. ? x 

: Intended purpo>e: I <All> l3 
Per$ooal I oUV;,peo~l~ter~~te ~~r\;f~~~'; Autho~les I !1U$ted ~;~'~"~tklrili 

!$S'J.d €x ' atio." friend! Name 

iiii- Of#"JUIMf. , ~ 
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Note 

Note 

If you prefer, you can use the Certificates snap-in for Microsoft 
Management Console for this procedure. We chose to open the 
Certificates dialog box via Internet Options because this route is 
available and easily understandable for all users; no special privi­
leges are required. For more information, see "Using the Certificates 
Snap-In," page 592. 

3. On the Personal tab, select the certificate that shows Encrypting File System in 
the Certificate Intended Purposes box at the bottom of the dialog box. . 

Windows creates this certificate the first time you encrypt a folder 
or file. Unless you have encrypted something-or you created an 
encryption certificate in some other way-the certificate won't exist. 

4. Click Export to launch the Certificate Export Wizard and then click Next. 

5. Select Yes, Export The Private Key and click Next two times. 

6. Specify a password for the .pfx file. It doesn't need to be the same as your logon 
password. Click Next. 

7. Specify the path and file name for the exported file. 

B. Click Next and then click Finish. 

As you'll see in the next section, the import process makes it very easy to install your 
certificate on another computer-and thereby provide access to your encrypted files. 
For that reason, be careful to observe these guidelines: 

• When you export your certificate, be sure to protect it with a password that' can't 
be guessed easily. Unlike the case of logon attempts, no policies exist to pre­
vent further attempts after a certain number of incorrect guesses. (On the other 
hand, be sure to use a password that you can remember when the need arises!) 

• Be sure to keep your certificate files-whether they're on a floppy disk, a hard 
disk, or some other medium-in a secure place. . 

Importing a Personal Encryption Certificate 
You need to import your personai certificate-one that you exported to disk using 
the procedure in the preceding section-in either of the following situations: 

• You want to use your encrypted files on a different computer. 

• Your original personal certificate is accidentally lost or becomes corrupt. 

To import a personal encryption certificate: 
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1. On the Content tab of the Internet Options dialog box (Control Panel I Internet 
Options), click Certificates to open the Certificates dialog box. 

2. Click Import to launch the Certificate Import Wizard and then click Next. 

3. Enter the path and file name of the encryption certificate (a .pfx file) you exported 
and click Next. 

4. Enter the password, select other options if you want, and click Next. 

hfflfi!tfitjM'im 
Password 

To maintain security, the private key was protected with a password. 

Type the password for the private key. 

Password: 

r: Enable strong private r-ey protection. You will be 
prompted every time the priVate key is used by an 
application if you enable this option. 

r-: Mark the private key as exportable 

<Back Next :> Cancel 

5. Select Place All Certificates In The Following Store, click Browse, and select Per­
sonal. Click OK and then click Next. 

Certificate Store 

Certificate stores are system areas where certiflcates are r-ept. 

Windows can automatically select a certificate store, or you can specify a location fat 

r .. Automatlcally select the certificate store based on the type of certificate 

c;' . Place all certificates In the following store 

Ifflftt!!'$fifiMdiM,i[.· _lili:I;EJ;I?'X( 
I Select the certificate store you want to use. 

,···CJ·- • 
;. i .... CJ Trusted Root Certification Authorities 

i .... CJ Enterprise Trust 
[: L·CJ Intermediate Certification Authorities 

I ~ 
I: !. 'c""".~ •• ··,·,.,"~"'''' •...........••.•.•....•••••••• , 
j 0 Show physical stores j-_J-__ --J ___ --I 

.;; 

OJ( Cancel "1 

6. Click Finish. 
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Creating a New Personal Encryption Certificate 
If you lose your personal encryption certificate, you can create a new one using 
Cipher.exe, the command-line encryption utility. At a command prompt, simply type 
cipher /k, and it creates a new personal encryption certificate for the user running 
Cipher. (By using the RunAs command to launch Cipher, you can create certificates 
for other users.) Of course, you can't use the new certificate to decrypt files that were 
encrypted using the public key from your old certificate. 

Recovering Encrypted Files and Folders 
The security policy for a computer or a domain includes a data recovery policy. This 
policy designates one or more users as data recovery agents; these users can decrypt 
encrypted files even if the personal encryption certificate that was used to encrypt the 
file is no longer available. This makes it possible to recover encrypted files after an 
employee leaves a company, for example. 

If your computer is running Windows 2000 and is not part of a Microsoft Windows 
2000 Server-based domain, the local Administrator account is the default recovery 
agent. In a domain environment, the default recovery agent is the Administrator 

. account for the domain. 

If your computer is a member of a Windows 2000 domain, the domain administra­
tor can designate additional users as recovery agents. Using the domain's Enterprise 
Certificate Authority, the domain administrator creates recovery agent certificates 
for these users and adds them to Public Key Policies \Encrypted Data Recovery 
Agents in Local Security Settings or, more likely, in the domain security policy. 

The recovery agent has a special certificate and an associated private key that allow 
data recovery. When this user logs on, he or she can work with encrypted files just 
as the users who encrypted them can. To prevent misuse of this capability-includ­
ing inadvertent use-you should back up and then remove the recovery agent's file 
recovery certificate from the personal store (not from the security policy, which 
would disable EFS). Store the backup on a floppy disk in a secure place and then 
restore it only when needed. 

To back up and remove the recovery agent's file recovery certificate: 

1. Log on as the recovery agent. On a system running Windows 2000 Professional 
that is not part of a Vlindovvs 2000 domain, this is the Adrrlinistrator account. 
(Logging on as a member of the Administrators group won't work.) 

2. Use the Certificates dialog box to export the file recovery certificate and its 
associated private key. Use the same procedure as for exporting a personal 
encryption certificate, except that you must select the certificate whose intended 
purpose is File Recovery (step 3). For details of this procedure, see "Exporting a 
Personal Encryption Certificate," page 565. 
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3. While the Certificates dialog box is still open, select the certificate you just 
exported and click Remove. 

To restore this certificate when it's needed: 

1. Log on as Administrator. 

2. Use the Certificates dialog box to import the file recovery certificate. Use the 
same procedure as for importing a personal encryption certificate. For details, 
see "Importing a Personal Encryption Certificate," page "566. 

Note If you don't have a domain with an Enterprise Certificate Authority and 
you want to use an account other than Administrator as the recovery 
agent, log on as that user and then restore Administrator's file recovery 
certificate to the personal store. Thereafter, any time you log on with that 
user account, you can work with any encrypted files on the system. 

If you're in a situation where you need to recover encrypted files, it might be use­
ful to know who encrypted the files in the first place. With Windows 2000 alone, you 
have no easy way to find out. However, Microsoft Windows 2000 Professional Resource 
Kit (Microsoft Press, 2000) contains a tool named Efsinfo.exe that shows who encrypted 
each file and who has permission to decrypt it, including any recovery agents. 
Microsoft Knowledge Base article Q243026 (on the companion CD) has more infor­
mation about Efsinfo. 

Disabling or Reenabling EFS 
If you want to prevent users from encrypting files on a particular machine, you can 
disable the encrypting file system. You do that by deleting all recovery agent certifi­
cates on the computer. Doing so doesn't prevent users from decrypting and using 
files that are already encrypted, but it doesn't allow them to encrypt any additional 
files or folders. 

Disabling EFS 
To disable EFS on a computer that is not part of a domain: 

1. Log on as a member of the Administrators group. 

2. In Local Security Settings (Secpol.msc), go to Public Key Polici"es \Encrypted 
Data Recovery Agents. 

3. Right-click the Administrator certificate and choose Delete. 

4. In response to the confirmation dialog box, click Yes. 
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Caution Before you delete a certificate, be sure you have exported the recovery agent 
certificate so that its key is available for data recovery. For details, see "Back­
ing Up the Recovery Agent Certificate," page 564. Without it (or another valid 
recovery agent certificate, such as one from a domain controller), you won't 
be able to reenable EFS unless you reinstall Windows 2000. 

This procedure creates an empty recovery policy. When the policy is empty-that is, 
all the recovery agent certificates have been deleted-users who attempt to encrypt 
files will see an error message, as shown in Figure 33-2. 

" •. fflhl@¥fi.fjfflMlg 
t . . • ! '& An error occurred applying attributes to the file: 

: D:\Documents and Settings\ .. ,\My Documents 

The process camot access the fde because it 1$ beirig used by . 
another process. 

T - .. ' . ,:. :-,. , ...... ' ., .. ".: 0"', '" :.. • .' " ••• ,. , +' Ignore I ;:;1~~;;e'Au; IF ~efr~:;:,t p ';;2~~~rj; r 
Figure 33-2 
If no data recovery agents are available, Windows won't let you encrypt any more files. 

If the computer is part of a domain, higher-level policies supersede your settings in 
Local Security Settings, which controls only the local Group Policy object. If the 
default domain policy includes recovery agent certificates, EFS continues to be avail­
able. Of course, by applying the changes to a domain-based policy instead of the local 
policy, you can disable EFS on all computers to which the policy is applied. Microsoft 
Windows 2000 Server Resource Kit (Microsoft Press, 2000) provides information about 
EFS in a domain environment. 

Enabling EFS 
If you have disabled EFS by setting no recovery policy or by setting an empty policy, 
you can reenable it. To enable EFS: 

1. Log on as a member of the Administrators group. 

2. In Local Security Settings (Secpol.msc), go to Public Key Policies \ Encrypted 
Data Recovery Agents. 

3. Right-click Encrypted Data Recovery Agents and choose Initialize Empty 
Policy. (If the command is not on the shortcut menu, you already have an 
empty policy; skip this step.) 

4. Right-click Encrypted Data Recovery Agents and choose Add to launch the Add 
Recovery Agent Wizard. Click Next. 

5. On the Select Recovery Agents page, click Browse Folders and then navigate 
to the folder that contains the .cer file for the recovery agent certificate you want 
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to add. (The Browse Directory button searches Active Directory, a feature of 
Windows 2000 Server-based domains.) 

Select Roc.~", Ago." IMol 
Only users who have recovery agent certificates can be designated as recovery 
agents. 

Select the users you want to designate as recovery agents. You may select the users 
directlY from Active Directory if the certificates are published in the direclOly. Otherwise, 
you need certificate (.cerl files for the users you want to designate. 

Recovery agents: 

Users Certificates , Brows~ Di;ectory ... ' I 
Browse Folders... I 

< Back I'- Next> Cancel 

6. Here's where the wizard becomes confusing. The Select Recovery Agents page 
now shows the new agent as USER_UNKNOWN. This is normal. Simply click 
N ext and then click Finish. 

7. A message appears: "The certificate cannot be validated." Again, this is nor­
mal. Click OK. 

The Administrator certificate now appears in the details pane-and you can begin 
encrypting files again. 
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Chapter 34-

Auditing Security 
In This Chapter 

About Auditing ....................................................... 573 

Viewing Audit Events .................................................. 575 

Enabling Auditing ..................................................... 576 

Auditing File and Folder Access .......................................... 578 

Auditing Access to Printers .............................................. 580 

Monitoring, or auditing, system usage is often a helpful tool in the administration 
of system security. For example, repeated attempts to log on with an improper pass­
word might be an indication that unauthorized users are trying to gain access to the 
system. Repeated failure to access a folder might indicate that software has been 
incorrectly installed or that security for the folder is set up improperly. 

Microsoft Windows 2000 provides the ability to audit security events by recording 
attempts to access system resources. In this chapter, we describe the various audit­
ing tools at the disposal of a system administrator or resource owner. We examine 
their purpose and use and explain what information they supply when they are used 
properly. 

About Auditing 
When a user attempts to access a system resource, Windows checks the resource's 
access control list to determine whether the user should be allowed access. This is 
the essence of Windows 2000 security. 

If auditing is enabled, you can also request that Windows audit access to a given 
resource. (See "Enabling Auditing," page 576.) Windows will then record in a log file 
any attempts to access that resource. You might direct Windows to record all failed 
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print jobs on a· given printer, for example, or to record all failed file-read 
requests for a certain folder. 

Windows records this information in the Security log (SecEvent.evt), one of the 
three system-wide logs that Windows manages. The other two are the System 
log (SysEvent.evt), which records events generated by components of the oper-

. ating system-such as display or network drivers-and the Application log 
(AppEvent.evt), which records events generated by applications. For example, 
Microsoft Windows Backup generates events when you erase a tape, restore files, 
and so on and records them in the Application log. (For information about the System 
and Application logs, see Chapter 5, "Monitoring System and Application Activities with 
Event Viewer.") 

Avoid auditing if you don't need it. Like IRS audits, security audits can be time­
consuming. (OK, security audits aren't that bad.) When you enable auditing, the 
system must write an event record to the Security log for each audit check the sys­
tem performs. Because this can severely degrade system performance, you should 
audit only the events that are important to you. 

Ensuring That You Don't Miss Any Security Events 
By default, when the Security log fills up, Windows erases the oldest entries when 
it needs to make a new entry-just as it does with the System log and the Applica­
tion log. But if security is critical to your operation, you can make a registry setting . 
that ensures that events can be deleted only bya member of the Administrators 

. group. (Even without this registry setting, only administrators-and others with the 
Manage Auditing And Security Log right-can view the Security log or clear its 

i contents. To prevent someone from covering their tracks, no one can delete indi­
vidual entries; authorized individuals must delete all or none.) 

This solution is rather drastic and should therefore be used only when it's essential: 
; that every security event be preserved. With this registry entry, the system halts 
; when the Security log becomes full, preventing all further use-and possihlylosing 
: data if document files happen to be open when this occurs. If you want to enable this 
. level of security, here's how it's done: 

1. In Event Viewer, right-click Security Log and choose Properties. 

2. On the Generaltab, select either Overwrite Events Older Than or, for maximum . 
. security, Do Not Overwrite Events (Clear Log Manually). 

3. Use a registry editor to create a DWORD value named CrashOnAuditFailin 
HKLM\System \CurrentControISet\Lsa. Set its value to 1. 

4. Restart the computer. . 

(continued) 
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Ensuring That You Don't Miss Any Security Events (continued) 

After you've followed these steps, the computer will halt when the Security log 
becomes full. At that point, you need to restart the computer and log on as a mem­
ber of the Administrators group; no other accounts are allowed to log on. Your first 
action after logging on should be to review, export if desired, and clear the Security 
log. You then need to reset the value of the registry entry to 1. (The operating sys­
tem automatically sets it to 2, which is the mechanism that prevents others from 
logging on.) 

Viewing Audit Events 
Before we examine how to audit events, let's first take a look at Event Viewer-the 
Microsoft Management Console snap-in that allows you to examine the events that 
have been recorded. Event Viewer is in Computer Management, under System Tools. 
Or, for the uncluttered view, go to Start I Settings I Control Panel I Administrative 
Tools I Event Viewer or simply type eventvwr.msc at a command prompt. (For addi­
tional information, see Chapter 5, "Monitoring System and Application Activities with Event 
Viewer.") You can use Event Viewer to examine any of the three logs: System, Secu­
rity, or Application. If you select the Security log, you'll see a window similar to the 
one shown in Figure 34-1. 
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Figure 34-1 
The Security log shown here indicates that an unauthorized user has apparently been attempting to 
gain access to the system. These unsuccessful logon events, identified with a lock icon, happened 
within a few seconds of each other. 

Note You must be logged on as a member of the Administrators group to view 
the Security log. (A system administrator can grant Security log access to 
other groups and user accounts by assigning the Manage Auditing And 
Security Log right. For details, see "Setting User Rights," page 296.) 
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If you want more information about an event in the Security log, double-click the 
event, or select it and choose Action I Properties. The Event Properties dialog box 
appears, similar to the one shown in Figure 34-2. 

Figure 34·2 
This properties dialog box indicates that someone has tried to log on to ChrisW's account without 
the proper password. 

By carefully examining all unsuccessful logon events, you might be able to find a 
pattern in attempts to gain access to the system. You can then take measures to 
tighten security, such as warning users to change their passwords and monitoring 
the Security log more closely. 

Enabling Auditing 
No events are written to the Security log until you enable auditing, which you do 
via Local Security Settings. Even if you set up auditing for files, folders, or printers, 
as explained later in this chapter, those events aren't recorded unless you also 
enable auditing in Local Security Settings. You must be logged on as a member 
of the Administrators group to enable auditing. (And unlike most rights, the right 
to enable auditing can't be given to other users or groups.) 

Note Like most other settings in Local Security Settings, the audit policy set­
tings can be overridden by domain-level policy settings. If your computer 
is part of a Microsoft Windows 2000 Server-based domain, you should 
use domain-level Group Policy to make audit policy settings instead of 
using Local Security Settings. 

576 Part 8: Managing Security 



To enable auditing, follow these steps: 

1. Click Start I Settings I Control Panel I Administrative Tools I Local Security 
Policy. (Alternatively, you can type secpol.msc at a command prompt.) 

2. Expand Local Policies and then click Audit Policy to display the list shown in 
Figure 34-3. 

3. Double-click each policy for which you want to enable auditing, and then 
select Success, Failure, or both. 

rt~e;::]~~i:i;J{!;lI~J'?<dS1 L~, ,.", .. 
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t.P Secwlt.,Y Settings ;tQAudit account k>gon events F~illle Failure 

r±J c; Account PoliCies IIC·'MIW.!IflI..'. ,t· q.. J. '''fi' , i 'dAj" I 1 __ 
EJ··GiI Loc,~ ~oli,c~e." ' ~Audil direclory .elvice .ccess F.il ... e F.ilure 
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$CJ Public Key Policie. [iOOAudit pliv~ege use No .uditing 
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~Aud~ system events Faih.le 
, 

'. 

Figure 34-3 

Success, Failure 
No .udiling 
No.udiling 
F.ilure 

You enable auditing using the Local Security Settings console. 

Figure 34-3 shows the types of activities you can audit. Some, such as account man­
agement and policy change, can provide an audit trail for administrative changes. 
Others, such as logon events and object access, can help you better secure your sys­
tem. Still others, including system events and process tracking, can assist you in 
locating problems with your system. Table 34-1 provides more details. 

Table 34-1. Audit Events 

"J~~~itP9Ugy"" "" Descripti,q~ 
Audit account logon events Account logon events occur when a user logs on or 

logs off another computer that uses this computer to 
validate the account (which happens only on a 
computer running Windows 2000 Server). 

Audit account management Account management events occur when a user 
account or group is created, changed, or deleted; 
when a user account is renamed, enabled, or 
disabled; or when a password is set or changed. 

Audit directory service access Directory service access events occur when a user 
accesses an Active Directory object that has its own 
system access control list. (This is the same as object 
access except that it applies only to Active Directory 
objects.) 

(continued) 
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Table 34-1. Audit Events (continued) 

A~dit Policy... Description 
Audit logon events 

Audit object access 

Audit policy change 

Audit privilege use 

A udit process tracking 

Audit system events 

Logon events occur when a user logs on or logs off a 
workstation or connects via a network. 

Object access events occur when a user accesses a file, 
folder, printer, registry key, or other object that is set for 
auditing, as described in this chapter. 

Policy change events occur when a change is made to user 
rights assignment policies, audit policies, or trust policies. 

Privilege use events occur when a user exercises a user 
right (other than logon, logoff, and network access rights, 
which trigger other types of events). 

Process tracking includes arcane events such as program 
activation, handle duplication, indirect object access, and 
process exit. This policy is generally not useful for 
everyday security concerns. 

System events occur when a user restarts or shuts down 
the computer or when an event occurs that affects the sys­
tem security or the Security log. 

Auditing File and Folder Access 
If you have the proper permissions, you can set up auditing of certain files or 
folders on your system. Windows 2000 can audit a variety of events and can audit 
different events for different users. 

Note You must be logged on as a member of the Administrators group (or your 
logon account must have the Manage Auditing And Security Log right) 
to set up auditing of files and folders. 

Avoid auditing too many successful events. Although auditing is a useful technique for 
monitoring access to your system, you should be careful when auditing busy folders 
or files-and be particularly careful about auditing successful accesses. Each time a 
user successfully completes an operation on the file or folder, Windows 2000 writes 
one or more records to the Security log to reflect the access. This slows down your 
system and adds many events of little value to the log, thereby making it more diffi­
cult to find real security breaches. On the other hand, selectively auditing successful file 
access can be beneficial in some situations. For example, you might want to log all access 
to a payroll database file, which would allow you to track down who did what (and 
when) as well as find out if someone without the proper authority accessed the file. 
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Use the Security tab in the properties dialog box for a file or folder to display its audit 
settings. You can specify the users and groups whose access to the selected file or 
folder you want to audit. For each user and group, you can specify which types of 
access should generate entries in the Security log. You can specify different audit­
ing events for each user and group. 

Note The settings you make on the Auditing tab of the Access Control Settings 
dialog box (as described in the following procedure) are effective only 
if you also enable auditing. If you haven't done so already, visit Local 
Security Settings to enable auditing. Be sure to set Audit Object Access 
events to audit success and failure. (For details, see the preceding section.) 

To set up auditing for files and folders, follow these steps: 

1. Right-click a file or folder in Windows Explorer and choose Properties. 

2. Click the Security tab. 

Note If the selected file or folder is not stored on an NTFS volume, the Secu­
rity tab doesn't appear, because auditing and other security features are 
implemented only for NTFS volumes. 

3. Click the Advanced button. The Access Control Settings dialog box appears. 

4. Click the Auditing tab. 

l ~ po Alk>w inhet~abI. "uditll'lg entrie; hom lWont to propagotelo U,i. objecl 

; !r . R .. et 4Udi!i1g entrie."" all child object$ and rmbbl. Plopagation of inhet~.bIe 
. ; auditinQ enl,,". 

5. Click Add to add a new user or group, or click View /Edit to change audit set­
tings for an existing user or group. 

6. In the Auditing Entry dialog box (similar to the one shown here), select the types 
of access you want to audit. 
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7. If you're making audit settings for a folder, select the scope of objects you want 
audited from the Apply Onto list. 

If you select an event's Successful check box, Windows generates a Security log 
record containing (among other information) the time and date of each successful 
attempt at the event by the specified user or group for the specified file or folder. 
Similarly, if you select an event's Failed check box, Windows generates a Security 
log record each time the specified user or group unsuccessfully attempts the event 
for the specified file or folder. 

Note You can change audit settings for multiple files or folders simultaneously. 
If you select more than one file or folder in Windows Explorer before you 
click the Security tab in the properties dialog box, the changes you make 
affect all the selected files or folders. If the existing security settings are 
not the same for all the items in your selection, a message appears, ask­
ing whether you want the same audit settings for the entire selection. 

Auditing Access to Printers 
Windows 2000 can audit several printer events as well as auditing different events 
for different users. You can manage all the printer security features through the 
Printers folder. 

Note You must be logged on as a member of the Administrators group (or your 
logon account must have the Manage Auditing And Security Log right) 
to set up auditing of printers. 
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To set up printer security auditing, follow these steps: 

1. Use Local Security Settings to enable auditing. Be sure to set Audit Object Access 
events to audit success and failure. (For details, see "Enabling Auditing," page 576.) 

2. Open the Printers folder by clicking Start I Settings I Printers. 

3. Right-click the icon for the printer you want to audit and choose Properties. 

4. Click the Security tab. 

5. Click the Advanced button. The Access Control Settings dialog box appears. 

6. Click the Auditing tab. 

P", ... ,ion. Auditing I Own", I 
Auditing enllie$' 

T. Name 10 
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Th .. aucling entry ;$ d.;lir.ed directly Qn 1M objecL This .udil',g er.ry" not inherited by child 
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7. Click Add to add a new user or group, or click View /Edit to change audit set­
tings for an existing·user or group. 

8. In the Auditing Entry dialog box (similar to the one shown here), select the types 
of access you want to audit. 
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Logging printer successes generates a large number of relatively useless log entries. 
You might want to do this for only a short time to identify users who should not have 
access to a printer. Printer failures, on the other hand, create few entries and can be 
used to quickly identify people who attempt to access a printer for which they do 
not have permission. 

When Windows logs a printer event, such as successful printing or a deletion from the 
print queue, the event record is written to the System log. In contrast, security events, 
such as attempts to access a printer for which an account does not have permission, 
result in an ev~nt record being written to the Security log. Figure 34-4 shows the Event 
Properties dialog box for a record in the Security log that was generated by an attempt 
to access a printer using an account that lacks permission to use the printer. 

Note It is often useful to monitor unsuccessful print jobs and deletions from 
the print queue, because these events might indicate a problem with the 
printer or difficulty using the printer. These are printer operation events, 
however, not security events. On the Advanced tab of the Print Server 
Properties dialog box, select Log Spooler Information Events. For more 
information, see "Setting Server Properties," page 232. 

Figure 34-4 
The user logged on as CariS from the SIECHERTWOOD domain has been caught trying to use a 
printer without permission. 
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Chapter 35 

Managing Security 
Certificates 

I n This Chapter 
Understanding Digital Certificates ........................................ 584 

Using the Certificates Dialog Box .......................................... 591 

Using the Certificates Snap-In ........................................... 592 

Signing and Encrypting E-mail Messages ................................... 595 

As security becomes an increasingly important component of everyday computer 
use, certificates are emerging as a tool that more and more computer users need to 
understand and manage. You can use certificates for everything from signing e-mail 
messages and authenticating downloaded programs to encrypting files and creat­
ing secure communication links. 

You need to manage a number of components when you start using certificates, and 
keeping track of everything can be difficult. You might have personal certificates 
with private and public keys, client certificates, and-if you run any server-server 
certificates. This is just for your own computer. You might also have public certifi­
cates for people who send you encrypted e-mail and for companies from whom you 
download software. If that's not enough, you have certificates from trusted third 
parties who authenticate your certificates and the certificates of those you do busi­
ness with. Microsoft Windows 2000 gives you two interfaces with which to manage 
all your certificate components: the Certificates dialog box and a Certificates snap-in 
for Microsoft Management Console (MMC). 

Both interfaces allow you to perform essentially the same tasks. The Certificates dia­
log box is less complicated and easier to use. The Certificates snap-in has a few more 
options. We suggest you try the Certificates dialog box first. If you can't accomplish 
your goal with that, try the MMC snap-in. We discuss both in this chapter. 
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Understanding Digital Certificates 
Before we explain how to manage certificates, you should understand what certificates 
are and how they work. The use of digital certificates is the basis of two important 
Internet security features: signing and encrypting. Signing authenticates the identity 
of individuals and organizations on the Internet. If you receive a digitally signed e-mail 
message or download a digitally signed program, the signature assures you that the 
claimed identity of the sender or the originating organization is genuine. 

Encryption hides information from people who are not authorized to see it. Encryption 
uses keys to translate data from its base format to another, unintelligible format. 
That's the encryption part. The only way the data becomes intelligible again is to 
translate it back-and of course it takes a key to translate the data back to its base 
format. That's the decryption part. The most efficient and longest-used encryption 
methods, called symmetric encryption, use the same key for both encrypting and 
decrypting (that is, the same key at both ends of the process). 

Another method of encryption, called asymmetric encryption, uses different keys to 
encrypt and decrypt data. The asymmetric encryption method commonly used on 
the Internet today is called Public Key Infrastructure (PKI). PKI uses a private key, 
known only to a single entity, and a public key, available to anyone who needs it. 
Data encrypted with a public key can be decrypted only with its corresponding 
private key. For example, say that Ahmad wants to send a private message to Irving. 
If Ahmad uses Irving's public key to encrypt the message, only Irving can decrypt 
it, because he is the only one with the corresponding private key. 

It turns out that public and private keys can be used for more than just encryption. 
They can be used to create a whole network of security and authentication (hence 
the word Infrastructure in Public Key Infrastructure) that can be tracked back to a 
trusted source. In the preceding example, how did Ahmad get Irving's public key? 
Irving sent it to him, of course. But then, how did Ahmad know the key was really 
from Irving and not from someone pretending to be Irving? The message Irving sent 
was signed with the private key of a third party trusted by both Ahmad and Irving 
that verified Irving's identity. Because the trusted third party is the only one who 
could sign a message with its own private key, Ahmad was assured that the mes­
sage from Irving with his public key actually came from Irving. 

The messages going back and forth identifying sources and passing around public 
keys are certificates. Certificates are an integral part of PKI. Certificates contain 
several pieces of information, including the sender's identification and public key 
and the signature of a trusted third party. The trusted third party, a certification 
authority (CA), is another integral part of PKI. 

A CA assigns certificates to individuals and organizations. Before granting a certifi­
cate, the CA is responsible for verifying the identity of the person or organization 
who is applying for the certificate. After the requester's identity is verified, the CA 
assigns the requester both a public key and a private key and then supplies a digital 
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certificate signed with the CA's private key. The validity of the certificate, then, is 
only as good as the credibility and level of trust maintained by the CA. 

Note Microsoft maintains a Web page that discusses certification authorities 
at www.microsoft.comjwindowsjoejcertpage.htm. 

Why Do You Want One? 
After having marveled at the technical acumen of those who developed certificates 
and PKI, you might pause to wonder why you would ever want a certificate or even 
what you would do with one if you had it. One way to answer that question is to 
point out that you already have lots of them. Microsoft Internet Explorer comes with 
a whole passel of certificates, mostly for trusted certification authorities. Internet 
Explorer uses these certificates when you begin to download a program that has been 
digitally signed. (For information about certificates and downloading software, see 
"Understanding Digital Certificates," page 440.) So, whenever you download a signed 
program, you're using certificates, whether you know it or not. Also, when you con­
nect to a secure Web site (the lock icon appears on the Internet Explorer status bar), 
you're using a certificate to create the encrypted link. 

For several good reasons, however, you might want to go a little further and begin 
to actively use certificates, or at least maintain a little more control over their use on 
your computer. For example, only a few people today digitally sign their e-mail 
messages, but the trend is increasing. If you have reason to be cautious about who 
reads your e-mail, you will want to acquire public keys from your clandestine recipi­
ents. pr, if you want to receive secure e-mail from someone, you need to understand 
how to give the sender your public key. If you publish software on the Internet, you 
also need to deal with certificates. 

Caring for Your Certificates 
For the most part, you can leave your certificates alone. Internet Explorer and Win­
dows 2000 automatically take care of business and bother you only when necessary. 
However, if you need to do anything other than the most basic security tasks, you 
must know how to work with your certificates. You shouldn't be surprised that 
Windows offers more than one way to manage certificates. In fact, Windows 2000 
gives you two distinct interfaces for certificate management. We'll talk about how 
you perform each of the following tasks using each interface later in this chapter: 

• Request. When you want a new certificate, you must request it from a CA. If 
the Certificate Services service is running on a server on your network, you can 
request a certificate from that service. Otherwise, you must make your request 
to an external CA. 
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• View. You might want to view the contents of a certificate to note its expira­
tion date, purpose, or certifying authority. When you open a certificate, you. 
see a Certificate dialog box like the one shown in Figure 35-1. The Details 
tab displays a list of all the parameters in a certificate and their values. The 
Certification Path tab shows the chain of authentication back to a root cer­
tification authority. 

This cr:rtificate II Intended to: 
• Protects e-man messages 
'Ensures software came from software pubhsher 
'Protects software from 81teration after pubhcation 

Issued 10: VeriSiQn Individual Software Publishers CA 

Issued by: VeriSign Individual Software Publisher. CA 

Figure 35-1 
You can view the data held in any certificate. 

• Import/Export. Certificates are moved in and out of the certificate storage by 
importing and exporting. When you receive a new certificate, you import it into 
the store. If you have a personal certificate you want to use on more than one 
computer, you export it to a file, copy the file to another computer, and then 
import the certificate on the second computer. 

• Renew. When certificates expire, they can be renewed. You can renew a cer­
tificate with its existing keys or have a new set generated. 

Kinds of Certificates 
Certificates have specified purposes. The allowed purposes are listed within the cer­
tificate, and the certificate can be used only for its specified purposes. A certificate 
can have more than one purpose. On the General tab of the Certificate dialog box is 
the statement "This certificate is intended to:" followed by a list of the certificate's 
purposes. (Refer to Figure 35-1.) Table 35-1 describes the most common certifi­
cate purposes. 
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Table 35-1. Common Certificate Purposes 
Purpose 
Client Authentication 

Server Authentication 

Code Signing 

Secure Email 

Trust List Signing 

Encrypting File System 

File Recovery 

/ Description 
Used by clients to authenticate themselves to servers 

Used by servers to authenticate themselves to clients 

Used by software producers to authenticate software to users 

. Used to sign e-mail messages 

Used to create Certificate Trust Lists 

Used with the symmetric key for encrypting and 
decrypting files 

Used with the symmetric key for recovering encrypted files 

Certificates can also be logically grouped into the role they play within PKI or the 
specific application that uses them. See Table 35-2. 

Table 35-2. Logical Certificate Stores 
Store 
Personal 

Trusted Root 
Certification Authorities 

Intermediate 
Certification Authorities 

Enterprise Trust 

Request 

P.~~9tiption 
Any certificates assigned to you and associated with your 
private keys 

Self-signed certificates of certification authorities 

Certificates issued to other people or to CAs 

Any Certified Trust Lists you create 

Pending or rejected certificate requests 

Some applications that use certificates create a logical group. Microsoft NetMeeting 
is an example. Note that personal certificates are the only ones on your computer 
that might contain private keys. 

Certificate Stores 
We mentioned in the previous section how certificates are grouped. In the world 
of certificates, these groupings are called stores. Windows 2000 has two stores for 
certificates: 

( 

• Physical. The physical store references where certificates are physically stored 
in your system. Most are stored somewhere in the registry. If your computer 
is part of a Windows 2000 domain, some might be stored in Active Directory. 
Other physical stores are Local Group Policy and Local Computer. 

• Logical. The logical store is a functional grouping of certificates irrespective of 
their physical location. Logical stores include Personal, Trusted Root Certifi­
cation Authorities, Enterprise Trust, Intermediate Certification Authorities, 

Managing Security Certificates 587 



Active Directory User Object, Requests, and Software Publisher Certificates. In 
most cases, you operate on certificates from their logical stores. Any certificate 
can be in multiple logical stores. 

Certification Authorities 
Certification authorities grant or deny a certificate when a requester applies for one. 
It is the CA's responsibility to confirm the identity of the requester. Each CA applies 
its own set of requirements to requests. The requirements might depend on the 
purpose of the certificate. It is relatively easy to get a certificate for signing e-mail 
messages and harder to get one for signing software. 

Just How Does a Certification Authority Know Who You Are? 
The hierarchy of certificate authentication and trust rests on the certification authori­
ties. It is their job to verify the identity of everyone requesting a certificate. But how 
do they do that? Their policies differ, but as an example we'll look at how one cer­
tificationauthority does it. Tha,vte is aCA that provides, among other things, free 
personal certificates. These certificates have two possible purposes: e-mail signing 
or encryption, and personal identification. The procedure Thawte uses to verify your 
identity depends on which purpose you specify in your request. 

If you request a certificate for e-mail signing or encryption, the verification is quite 
simple. Thawte sends an e-mail message to the address listed in the request. The mes­
sage contains the URL of a reply page at Thawte's Web site. To open the page, you 

· must sign on with your Thawte account and password. Thawte interprets your 
; opening that page as verification of the e-illail address, and the certificate is granted. ; 

This certificate contains your e-mail address but not your name. Then, whenever 
· anyone receives an e-mail message signed with this certificate, he or she can be 

assured that you actually own the source e-mail account (even if the recipient has 
no assurance that you are who you say you are). 

· If you request a certificate for personal identification (that is, a certificate contain­
ing your name), the verification process is a bit more complicated. Thawte created 
a "Web of Trust"-essentially a worldwide group of notaries who verify your iden­
tity face-to-face. You must personally visit at least two notaries and present some 
valid identification, such as a driver's license or passport.. If the notary is satisfied 
with your documents, he or she can award you between 10 and 35 points. When you 

· receive 50 POii"lts, your identit-j is validated. In this SysteITl, you must identify yourself 
to at least two and as many as five people before Thawte validates your identity. Then 

· Thawte approves your request for a certificate containing your name. 

If you receive an e-mail message signed with a certificate that itself is signed by 
Thawte, and the certificate contains the name of a person, you know that person had 
to go through the steps just described to get that certificate. If the certificate is signed 
by Thawte but does not include a person's name, you know that the person con-

. firmed his or her e-mail account withThawte. 
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Microsoft Windows 2000 Server offers certificate-granting services to computers in 
its domain or on its network. Microsoft Certificate Services is a CA with two potential 
means of access. 

Certificate Services can be run as an enterprise service. In this case, it is available to 
all domain computers and grants certificates based on the requester's permissions 
in Active Directory. The Certificate Request Wizard works only with enterprise-wide 
Certificate Services. 

Certificate Services can also be run in stand-alone mode. When run stand-alone, Cer­
tificate Services is available through an HTML interface, as shown in Figure 35-2. The 
stand-alone service does not automatically grant or deny requests. Requests are 
placed in a queue, and an administrator manually reviews them and decides whether 
to grant them. After you submit a request for a certificate from stand-alone Certifi­
cate Services on your network, you need to return to the service to find whether your 
request has been granted. The address of the stand-alone'service is http://servername 
/certsrv, where servername is the name of the computer running Certificate Services. 

Note Lest you think an unscrupulous system administrator can use Certificate 
Services to create falsified certificates-he or she can. But remember that 
other users won't trust this certification authority. (Because it's not included 
in your list of trusted CAs, Windows 2000 displays a warning message 
if such a certificate is sent to you.) 

Welcome 

You use this web site to request a certificate for your web browser, e-mail client, or 
other secure program Once you acquire a certificate, you will be able to secure~ 
identify yourself to other people over the web, sign your e-mail messages, encrypt your 
e-mail messages, and more depending upon the type of certificate you request. 

Select a task: 
C Retrieve the CA certificate or certificate revocation list 
~. Request a certificate 
C Check on a pending certificate 

Figure 35-2 
The Windows 2000 Server Certificate Services is a certification authority with an HTML interface. 

You can also request a certificate from one of the many certification authorities 
available on the Internet. Microsoft offers a list of CAs at www.microsoft.com/windows 
/oe/certpage.htm. Most of these services charge a fee for granting certificates, and each 
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has its own method of verifying your identity. The fees and verification might also 
vary based on the type of certificate you request. If you are granted a certificate from 
a CA that is included in the trusted root certificates by default, you can be fairly sure 
that your certificate will be accepted by any Internet Explorer user and most likely 
by anyone else. 

Two popular certification authorities are VeriSign (https://digitalid.verisign.com) and 
Thawte (www.thawte.com). To request a certificate from one of these CAs, go to its 
site and follow the instructions. When your certificate is approved, you download 
it and import it into your certificate store. Some sites perform the import as part of 
the download; other sites download a file that you must then manually import. 

Certificate authentication works within a hierarchy of trust. At some point, there are 
CAs you trust because you choose to trust them. Unless you remove them, all the 
CAs installed by default in your Trusted Root Certification Authorities store are 
trusted without question. Trusted root authority certificates are self-signed-that is, 
they authenticate themselves. By contrast, the certificates of an intermediate CA are 
signed not by that CA itself but by another CA. If the other CA is a trusted root 
authority, the first CA is trusted by inference. You might have a whole chain of CA 
authentication ending with a trusted root authority. This chain is called the certifi­
cate path. The Certificate dialog box contains a tab called Certificate Path showing 
this chain of authentication back to a trusted root authority. See Figure 35-3. 

Figure 35-3 
Each certificate has a certificate path, a chain of authentication back to a trusted root authority. 
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Using the Certificates Dialog Box 
Open the Certificates dialog box in either of two ways: 

• From Control Panel, go to Users And Passwords I Advanced I Certificates. 

• From Internet Explorer, go to Tools I Internet Options I C~ntent I Certificates. 

However you open it, the Certificates dialog box you see looks like the one shown 
in Figure 35-4. 

Intended purpose: I <All> 

Personlll I Other Peoplel Intermedate CertifICation A<Jthorltles I Trusted Root CertlflcdtlOrili 

Issued To Ex lratlo... Frlendl N.!me 

[i]Blaktl Whittington SecTestCA2 3/20/2000 <None> 

L4Wtfuffl#tif)P.#f·±'Mit1'-;-WU%frdUM.i • ,. 
[i]Thawte Freemail M .... Personal Froemail RS... 2/21/2001 <None> 

<AI> 

Figure 35-4 
You can manage all your certificate components from one dialog box. 

The Certificates. dialog box organizes your certificates on four tabs that roughly 
correspond to logical stores: 

• Personal. This tab contains certificates with an associated private key (typically, 
your own personal certificates). 

• Other People. This tab contains certificates with an associated public key. This 
category contains all certificates that are not in the Personal category and did 
not come from CAs. 

• Intermediate Certification Authorities. This tab contains all certificates from 
CAs, including trusted root certificates. 

• Trusted Root Certificates. This tab contains self-signing certificates. You intrin­
sically trust content from people and publishers with certificates issued by these 
CAs. 

You can filter the certificates listed on each tab according to their purposes. In the 
Intended Purpose box, you can choose to see all certificates with any purpose (All) 
or only those certificates with advanced purposes. To set up or change the Advanced 
Purposes list, click the Advanced button. The Advanced Options dialog box presents 
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you with a list of certificate purposes. (See Figure 35-5.) From this list, select the ones 
that you want to include in the Advanced Purposes list. ' 

I 
II, ,""' .:";;,:;<:;;;:;;; " 

Certificate,~rp?~e •.•..• ' .',' ................. • ':':'::T':<;( .' ., 
I 

Select on~oi ~~~ purposes tobe f~~~~ ;~d:i A~~~~i: ; :::T:;; 'i 1 
; Purposes,: ;>i: : "".; ',' .;, , ", ::; :::. 

I, Certif~~t~Ptirp()$e$: ,', 

It! Server Authentication 

It! Client Authentication 

It! Code Signing 

It! Secure Email 

;., It! Time Stamping 

Figure 35-5 
Select the certificate purposes you want to include in the Advanced Purposes list. 

In the Certificates dialog box, double-click any certificate to view its contents. Click 
Remove to delete a selected certificate from your certificate stores. Be careful when 
removing a certificate. If you have encrypted anything using the keys in the certifi­
cate, you will never be able to decrypt the item again without the certificate. 

Click Import or Export to start the Certificate Import Wizard or the Certificate Export 
Wizard. When you export a personal certificate that contains a private key, you have 
the option of exporting the private key with the certificate. If you choose to export 
the private key, you must supply a password to protect it. You will want to export the 
private key if you are exporting the certificate in order to import it to another com­
puter of yours where you want to use the same keys. 

Using the Certificates Snap-In 
To use the Certificates snap-in for MMC, you must create a new console with the 
snap-in or add the snap-in to an existing console. For details, see Chapter 4, "Using and 
Customizing Microsoft Management Console." Note that the Certificates snap-in handles 
one of three accounts: current user, services, and local computer. Certificates can be 
associated with one or more of these accounts. To include all accounts in a console, 
you must add the snap-in three times, selecting a different account each time. 

When you open a console with the Certificates snap-in, it looks something like the 
one shown in Figure 35-6. This example shows a snap-in for each of the three accounts. 
Under each account, folders organize certificates according to logical stores. To view 
a certificate, double-click its name in the details pane. ' 
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Figure 35-6 
The Certificates snap-in allows you to manage all your certificates from an MMC console. 

Exporting and Importing Certificates 
The Certificates snap-in calls the same wizards for importing and exporting as the 
Certificates dialog box does. To export a certificate, right-click its icon in the details 
pane and choose All Tasks I Export. The Certificate Export Wizard starts. 

To import a certificate, right-click an empty area of the details pane of the certificate 
folder into which you want to import and choose All Tasks I Import. Note that the 
Import Certificate Wizard imports a certificate into the most appropriate folder, 
which might not be the one that you select. For instance, if you attempt to import a 
personal certificate into the Intermediate Certification Authorities folder, you will 
find that it actually shows up in the Personal folder. 

Requesting Certificates 
The snap-in gives you two options for renewing expired or about-to-expire certifi­
cates: you can renew them with the same keys or with new keys. If you are concerned 
that the keys might be compromised, you might want to renew the certificate with 
new keys. You renew a certificate by right-clicking its icon and choosing All Tasks 
I Renew Certificate With Same Key or All Tasks. I Renew Certificate With New Keys. 

The snap-in allows you to request a new certificate from enterprise Certificate Ser­
vices on your domain. If you have enterprise Certificate Service$, you can right-dick 
a blank area of the details pane of a certificate folder and choose All Tasks I Request 
New Certificate. Follow the wizard's instructions to request a certificate. You must 
have the proper permissions set in Active Directory to be granted a certificate. 

Changing View Options 
By default, the snap-in displays certificates organized by logical stores. But you can 
set up views that organize them differently. Select a top-level Certificates snap-in 
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and then choose View I Options. The View Options dialog box appears, as shown 
in Figure 35-7. 

P;' Physical certificate stores 

'Cancel' 'I 

Figure 35-7 
The Certificates snap-in organizes its display of certificates by certificate purpose or logical store. 

The View Options dialog box has two view modes: Certificate Purpose and Logical 
Certificate Stores (the default). Selecting Certificate Purpose causes the certificates 
to be displayed in folders organized according to purpose, as shown in Figure 35-8. 
If you select Logical Certificate Stores, you can also choose to show Physical Certifi­
cate Stores. If both logical and physical ?tores are displayed, the console tree is organized 
as shown in Figure 35-9. When physical stores are displayed, the All Tasks menu for 
a store folder includes an Export Store command. Choosing this command exports 
the entire store to a backup file. By default, the snap-in does not display archived 
certificat~s, but you can select Archived Certificates in the View Options dialog box 
to display them. 

nsole Root 
B"IZ)I Certificates· Current User 

$·a i.tMI·!htffiMHfu 
I±i CJ Client Authentication 
IiJ·CJ Code Signing 
rECJ Secure Email 
EiJ·CJ Time St.mping 
rE"CJ Microsolt Trust lisl Signing 
&J. CJ M ierosoll Time S I.mping 
I±I'CJ IP securily end system 
rE·· CJ IP security tunnel termination 
I±i' CJ I P security user 
I#'CJ Encrypting File System 
r±=J. CJ Windows Hardware DriverVe,~ic 
EiJ··CJ Windows Syslem ComponenlVer 

Figure 35-8 
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You can display certificates organized by purpose. 
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Figure 35-9 
You can display physical stores as well as logical stores. 

Signing and Encrypting E-mail Messages 
Signing and encrypting e-mail messages are two distinct tasks that use certificates 
in different ways. When you sign a message, you mark it with your own private key. 
A person with your public key can be assured that you sent the message, because 
only you have access to your private key. When you encrypt a message, you want 
only the recipient to be able to decrypt it. Therefore, you use the recipient's public 
key for encryption. Only the person with the private key can decrypt it. That might 
seem counterintuitive at first: you might think that you should encrypt outgoing 
e-mail messages with your own private key. But remember, anyone with your public 
key can decrypt the message, and your public key is, well, public. 

Different e-mail clients work slightly differently when it comes to certificates. In most 
cases, you must let the client know which certificates you want to use for signing 
and the certificate containing the public key that you want others to use when send­
ing you encrypted messages. These can be the same certificate. In Microsoft Outlook 
Express, you configure these for each e-mail account. Open the properties dialog box 
for an account (choose Tools I Accounts, select an account, and click Properties) and 
click the Security tab. See Figure 35-10. The Security tab has selections for the sign­
ing certificate and the encrypting preferences. The encryption preferences include 
the certificate and the encryption algorithm. When you send a signed message, the 
encryption certificate is sent along with the message so that the recipient can store 
your certificate. 
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Figure 35-10 
You must configure your e-mail client in order to use certificates for signing and encryption. 

When you receive a message with a certificate, Outlook Express stores a reference 
to the certificate in your Address Book. Then, if you want to send an encrypted 
message to that person, Outlook Express automatically knows which key and algo­
rithm to use. 
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Using Doskey Macros 
In This Chapter 

Defining Macros ...................................................... 600 
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Using Doskey Macros in Programs ....................................... 606 

When you want to automate a task that can be performed at the command prompt, 
Doskey macros serve as the first level of automation. (For information about the com­
mand prompt, see Chapter 11, "Using the Command Prompt.") A macro is a keystroke 
sequence that is passed to the command interpreter (Cmd.exe or Command. com) 
or other character-based program when you type the name of the macro. Macros are 
easy to define, they take up little disk space and memory, and they execute instantly. 
They work best for shortening long commands and assigning a name to a simple 
sequence of commands. At some point, you'll find that the tasks you want to auto­
mate are too complex for macros. When that happens, move up to the second level 
of automation-batch programs. 

Doskey macros and batch programs are two similar ways to create new commands 
by combining existing commands and programs. In both cases, you essentially give 
simple names to longer commands or sequences of commands. (For information about 
batch programs, see Chapter 37, "Using Batch Programs.") 
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Defining Macros 
The simplest Doskey macro is one that gives a short name to a long command. Start­
ing the command-reference Help program at the Windows 2000 command prompt 
normally requires a long command line. You can abbreviate that command by . 
entering the following at the command prompt: 

C:\)doskey h=hh.exe mk:@MSITStore:C:\WINNT\Help\windows.chm::/ntcmds.htm 

Note To find the address of a help topic, go to the topic, right-click the topic, 
and choose Properties. Although you can't edit the Address field in the 
properties dialog box, you can select and copy the text. 

This command defines a macro named H; the content of the macro is the text that 
follows the equal sign. After defining this macro, you can get help information about 
Windows 2000 commands at any time with the following command: 

C:\)h 

You can make this macro a little more reliable by using the %SystemRoot% environ­
ment variable instead of providing an absolute path. Your Help folder might not be 
in the C: \ Winnt folder, but it will definitely be in the %SystemRoot% folder. 

C:\)doskey h=hh.exe mk:@MSITStore:%SystemRoot%\Help\windows.chm::/ntcmds.htm 

The new macro overrides the previous definition of the H macro. 

If you want to eliminate an existing macro (perhaps because you gave it the wrong 
name), simply assign the name a blank value, like this: 

C:\)doskey h= 

Managing Macros 
Doskey macros are local to each Command Prompt session. If you define a macro 
in one session, it won't be available in other sessions. If you exit the session in which 
you defined it, your macro is gone. You should save useful macros so that you can 
load them whenever and wherever you want. 

The easiest way to save macros in a file is with Doskey's /Macros switch. This switch 
displays all active macros on the screen. However, the default action isn't very useful; 
nonnally you'll want to redirect your nlacros to a file. For example: 

C:\)doskey /macros > c:\cmdinit.mac 

After you create a file with Doskey macros from one session, you can read them into 
another session with the /Macrofile switch, like this: 

C:\)doskey Imacrofi·le=c:\cmdinit.mac 
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Of ~ourse, you don't really want to type this command line every time you start a 
new Command Prompt session, so you should put it in your AutoRun file. For more 
information, see "Using AutoRun to Execute Commands When Command Prompt Starts," 
page 188. 

After you develop a library of macros, you can organize them in different files. You'll 
probably want one group that you load automatically in every Command Prompt 
window. Then you might want to add a few more files for different types of work. 
You might have an Organize. mac file that you load only when you're organizing 
files, or a Program. mac for programming tasks. You can create or edit macro files 
with any text editor (WordPad, Notepad, or Edit, for example). 

Note If you use WordPad to create or edit macro files, be sure to save your files 
as text documents. 

Placing Comments in Macro Files 
Windows 2000 doesn't have a comment character for macro files, but you can define 
your own. Choose a character that you would never use as a command-a semicolon 
is a good choice-and follow it by an equal sign so that Doskey won't complain about 
':In illegal macro. Then add the text of your comment. (Technically, you're defining 
a macro named 1/;" with the comment text.) For example: 

;= Set 80x50 line mode 
50=mode con:lines=50 

;= Set 80x25 line mode 
25=mode con:lines=25 

;= Set a given number of lines 
Lines=mode con:lines=$l 

;= Set a given number of coiumns 
Cols=mode con:cols=$l 

.= , 

The ;= at the end cleans up by clearing the macro assigned to the semicolon character. 

Using Parameters in Macros 
In macros, you use $1 to $9 to represent up to nine command-line parameters. (In 
batch programs, you use %1 to %9 for the same purpose.) For example, you might 
write the following macro to shorten the name of the Start command to the letter S: 

C:\)doskey s=start ,$1 

You wouldn't really want this macro because it accepts only one parameter. If you 
type s edit jh autoexec.nt, you start the editor, but the /H switch and the name of the 
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file to edit are lost. You could add $2 $3 $4 (and maybe more) to your macro, but 
Doskey has a better solution. 

In Doskey macros,. $* represents all the arguments passed, even if there are more than 
nine. 

C:\>doskey s=start $* 

Using Symbols in Macros 
You can use redirection, piping, and command combination symbols in macros, but 
you must insert a caret (1\) before each one. For more information about these symbols, 
see "Using Command Symbols," page 181. Otherwise, the symbols are interpreted as 
part of the command line rather than as part of the macro. For example, you might 
try defining a macro that saves your current macros to a file, like this: 

C:\>doskey macsave=doskey Imacros ) %temp%\current.mac 

This command actually redirects the output of the macro definition line up to the 
redirection symbol (» to Current.mac. But the Doskey command doesn't produce 
any output, so you end up with an empty file. Meanwhile, the Macsave macro has 
been defined to display macros to the screen rather than to a file. Here's the correct 
definition command: 

C:\>doskey macsave=doskey Imacros A) %temp%\current.mac 

Here's an example in which the pipe symbol requires a caret. The macro creates an 
enhanced Type command that pipes output through the More filter. 

C:\>doskey mtype=type $* AI more Ie 

You need the caret only when defining a macro at the command prompt. Don't put 
itin your macro files. It won't show up when you display current macros with the 
/Macros switch. 

Although the caret preceding a symbol works properly with macros written for 
Cmd.exe (that is, macros that replace something you would type at the Cmd.exe com­
mand prompt), some other programs don't recognize this sequence. The original 
version of Doskey, which was part of MS-DOS 5, used character sequences of a dollar 
sign ($) and a letter rather than a caret/ symbol combination. Some character-based 
programs (such as Ftp.exe) recognize only the dollar sign character sequences. For 
compatibility: Cmd.exe recognizes hoth types of sequences. Table 36-1 shows the 
symbols you can use in Doskey macros. 
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Table 36-1. Special Characters in Macros 
~, ,~ 

Command-Line Function Macro Sequence Macro Sequence 
Symbol (Cmd.exe) (Universal) * 

< Redirects input /\< $L 

> Redirects output /\> $G 

» Appends redirected output /\>/\> $G$G 

Pipes output /\1 $B 

& Combines multiple /\& $T 
commands in a command line 

&& Runs the command after /\&/\& 

&& only if the command 
before && is successful 

II Runs the command after I I /\1/\1 
only if the command 
before I I fails 

Displays caret /\/\ /\ 

Command-line parameters $1 through $9 $1 through $9 

All command-line parameters $* $* 

Dollar sign character ($) /\$ $$ 

* The Doskey character sequences are not case sensitive; you can also use lowercase letters. 

Sample Macros 
You might find it useful to create a group of folder-listing commands. The idea here 
is that each variation of the Dir command starts with D and has one or two modify­
ing letters that indicate its function. 

;= Default folder listing 
D=dir $* 
;= Folder listing with pause 
Dp=dir Ip $* 
;= Folder listing of visible files sorted by extension 
De=dir la-d-h-s $* loe 

< ;= Folder listing of visible files only 
Df=dir la-d-h-s $* 
;= Wide folder listing sorted in columns 

(continued) 
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Sample Macros (continued) 
Dc=dir Id $* 
;= Wide folder listing sorted in rows 
Dr=dir /w $* 
;= Bare folder listing of visible files only 
Db=dir /b la-d-h-s $* 
:= Tree folder listing of visible files only 
Dt=dir Is /a-d-h-s $* 
;= Folder listing of both short and long file names 
Dx=dir Ix $* 
;= 

To use these macros, enter the data in your editor, save it as a macro file called 
Dir.mac, and load it with the Doskey IMacrofile switch. When using the macros, you 
can include additional on the command line. 

Replacing Windows 2000 Commands with Doskey Macros 
If you define a Doskey macro with the same name as a Windows 2000 command, 
the macro will replace that command. This is handy if you always (or almost always) 
want to use a specific set of switches with a command. You can still use the Windows 
2000 command as well as the Doskey macro. 

• To run the macro, type the macro name immediately after the command 
prompt. 

• To run the Windows 2000 command, type one or more spaces before you type 
the command. 

You can also use Doskey macros to change the behavior of Windows commands. 
Consider the Copy command and the Xcopy command. Why are they separate? 
Xcopy does a better job of almost everything Copy does, plus more. You can enhance 
the Copy command by entering the following command: 

C:\)doskey copy=xcopy Ii If $* 

Copy now works faster, has a neater and more consistent output, and can do nearly 
any copy operation you can imagine except one-combine multiple files into one. 
If you need to combine files, nothing but the real Copy command will do-but you 
don't have the real Copy command because you've defined it away. 

To use the built-in Copy command, you have two alternatives. First, you can still use 
the Copy command. Simply precede it with one or more spaces on the command line: 

C:\) copy one.doc+two.doc onetwo.doc 

604 Part 9: Automating Tasks 



Better yet, create a Combine command that does what the Copy command used 
to do: 

C:\)doskey combine=copy $* 

Notice that the Combine macro calls Copy, but Copy has been redefined to mean 
Xcopy. So, which Copy does Combine use, the built-in command or the macro? It 
turns out that macros know nothing about other macros and can't call them. The 
Combine command uses the built-in Copy command. 

We've defined Copy to mean Xcopy, so now we don't need Xcopy anymore. Now 
we'll redefine Xcopy to do the most common Xcopy task, copying entire folder trees: 

C:\)doskey xcopy=xcopy Ie Ii If Ik $* 

The IE switch makes Xcopy always copy entire trees, including empty folders. The 
IF switch shows both the source and destination of each file copied. The IK switch 
copies the file attributes of the files copied. 

The II switch fixes an annoying characteristic of the Xcopy command. Assume that 
you try to copy a folder full of files to a new folder. 

C:\)xcopy olddir newdir 
Does newdir specify a file name 
or directory name on the target 
(F = file, D = directory)? 

The II switch assumes that you want to copy to a folder (directory) and suppresses 
the question. We also used it earlier when redefining Copy to Xcopy. 

It's a bit risky to change Windows 2000 commands. You might forget what you did 
and try to use the old version. If someone else uses your computer, that person might 
be confused. If you use someone else's computer, you might be confused. Think of 
the previous examples as illustrations of what you can do, not what you should do. 
Redefining commands can be useful if you always want to use certain switches with 
a command, but it can cause problems as well. 

For example, our new, more powerful Copy command usually works the same as 
the old version, but not always, as the following command illustrates: 

C:\)copy *.doc docfiles 

The built-in Copy command appends all the .doc files to create one combined file 
named Docfiles. The new Copy command copies the first .doc file to Docfile, then 
overwrites it with the second, and so on. The resulting Docfile contains only the last 
.doc file. 
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Understanding Doskey Switches 
Doskey has additional options beyond the /Macros and /Macrofile switches we dis­
cuss in this chapter. Table 36-2 describes all the Doskey switches. 

Table 36-2. Doskey Switches 

I Reinstall 

I Listsize=size 

IMacros or 1M 

IMacros:all 

IHistory 

IInsert or IOverwrite 

I Exename=program 

IMacrofile=!ilename 

,purpose 
Loads a new copy of Doskey and clears the command 
history buffer 

Sets the maximum number of commands in the command 
history buffer 

Displays the active command prompt macros; you can 
save this to a file with the redirection symbol (» 

Displays the active macros for all programs 

Displays the command history; you can save this to a file 
with the redirection symbol (» 

Sets editing to insert or overwrite (the default); you can 
change this for one line with the Insert key 

Specifies the program in which the macro will run 

Loads macros from a file 

Using Doskey Macros in Programs 
You can use Doskey macros in some character-based interactive programs, such as 
program debuggers or Ftp.exe. To use Doskey, a character-based program (that is, 
one that runs in a console or Command Prompt window) must use buffered input. 
Just as it does at the command prompt, Doskey maintains a command history for 
each program you start, which allows you to repeat and edit previous commands 
at the program's prompt. For information about command history, see "Editing the Com-
mand Line," page 180. . 

Here's an example of a macro definition that works inside a program: 

C:\)doskey /exename=ftp.exe ms=open ftp.microsoft.com $T user anonymous CW@Swdocs.com 
$T verbose $T 1s 

The addition of the /Exename switch tells Doskey which program the command is 
to be used with. This command works in the Internet file-transfer program FTP. (You 
must start FTP with the -N switch to turn off autologin.) When you type ms in FTP, 
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it opens ftp.microsoft.com and logs in anonymously. It turns off verbose messages and 
retrieves an abbreviated directory, as shown in Figure 36-1. 

Figure 36-1 
In this figure, the entries you would type have been highlighted for illustrative purposes. 

By convention, the password for anonymous logon to FTP sites is your e-mail 
address. You should change the e-mail address in the command shown previously 
to your own e-mail address. 

You must define your Doskey macros at the command prompt. You can't define a 
macro or use any Doskey options when you are in a program. As with command 
prompt macros, the easiest way to load a set of macros for a program is by saving 
them in a file. You might, for example, want to create a command prompt macro that 
loads your collected FTP macros from a file called Ftp.mac and then starts Ftp.exe 
with the -N switch, like this: 

C:\)doskey ftp=doskey /exename=ftp.exe /macrofile=ftp.mac A& ftp -n 
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Chapter 37 

Using Batch Programs 
In This Chapter 

Understanding Batch Program Basics ..................................... 610 

Using Batch Commands ................................................ 610 

Learning from a Simple Batch Program .................................... 612 

Creating More Complex Batch Programs ..... : ............................. 615 

Using Other Batch Program Tricks ........................................ 624 

A batch program (also commonly called a batch file) is a text file that contains a 
sequence of commands to be executed. You define the sequence of commands, name 
the sequence, and then execute the commands by entering the name at a command 
prompt. 

When you type the name of your batch program at the command prompt, the com­
mand interpreter opens the file and starts reading the statements. It reads the first 
line, executes the command, and then goes on to the next line. On the surface, this 
seems to operate just as if you were typing each line yourself at the command 
prompt. In fact, however, it can be much more complicated because you can use 
parameters with batch programs to vary their behavior just as you can with other 
types of programs. Batch programs can also respond to values returned by programs 
and to the values of environment variables. 

At this level, writing batch programs becomes computer programming. You might 
not feel like a programmer after writing your first batch program-it seems too 
simple. But as you learn to handle parameters, environment variables, and values 
returned from programs, you'll start to feel first a sense of accomplishment and then 
eventually some frustration. Developing batch programs turns out to be one of the 
most complex and difficult forms of programming because the batch language 
doesn't provide many tools to work with. Microsoft Windows 2000 has other tools, 
such as Windows Script Host, that are much more capable. (For more information, see 
Chapter 38, "Using Windows Script Host.") 

. 609 



Understanding Batch Program Basics 
Batch programs are text files created with a text editor. You can use Notepad if you 
like a graphics-based editor or Edit if you prefer a character-based editor. More likely, 
you already have a favorite text editor or a word processor that can produce 
unformatted files. If you use a word processor, remember to save your batch pro­
grams as text-only files. 

In Windows 2000, you can name your batch programs with a .bat or .cmd file name 
extension. The Windows 2000 command interpreter, Cmd.exe, attempts to execute 
commands from any file with either of these extensions. If you're coming to Windows 
2000 from MS-DOS or Windows 9x,you might already have some batch programs 
with the .bat extension. They should work fine under Windows 2000. If you're com­
ing from OS/2 and have batch programs with the .cmd extension, they should also 
work without change. If you're writing new batch programs to run only under 
Windows 2000, you can take your pick of the two extensions. When you type the 
name of a batch program at a command prompt, Cmd.exe looks first for a file with 
a .bat extension. If you have two batch programs in the same folder with the same 
base name but different extensions, the .bat file will be executed-not the .cmd file. 
You can override this behavior by including the extension when you type the file 
name. "'Ie use .bat for the sample batch programs in this chapter. 

The rules for capitalization in batch programs are the same as at the command 
prompt: there are none. Commands and labels are not case sensitive, and you can mix 
capital and lowercase letters at will. (With certain commands, however, switches and 
parameters are case sensitive.) In the examples in this book, we show commands in 
lowercase because that's the easiest to type (although we capitalize command names 
in explanatory text). Labels are uppercase so that they stand out clearly. We use mixed 
case for messages that appear on the screen and for creating folders or files, because 
the capitalization is retained when the text is transferred to screen or disk. 

Note Several examples in this chapter include commands that won't fit on a 
single line on the printed page of this book. The second and subsequent 
lines of such commands are indented. You, however, should type these 
commands on a single line. 

Using Batch Commands 
Batch commands are the commands that generally make sense only when used from 
a batch program. Some of the commands we discuss here can actually be used from the 
command line but generally aren't. With a few exceptions, Windows 2000 has the 
same batch program commands as MS-DOS. We start by summarizing all the batch 
commands, in Table 37-1, and then look at some Windows 2000 batch programs. We 
explain some of the commands, but for most of them, this table-along with the 
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command reference in Windows 2000 Help-should suffice. To display the com­
mand reference, go to Start I Help I Contents I Reference\MS-DOS Commands. 
Alternatively, at the command prompt, type hh windows.chm::/ntcmds.htm. You can 
also get help about the commands using the /? option. (That is, at the command 
prompt, type the command followed by /?) 

Table 37-1. Batch Commands 
Command 
@ 

Echo [Off IOn] 

Echo msg 

Echo. 

Remmsg 

If [Not] 
Errorlevel 
num cmd 

If [Not] Exist 
file cmd 

If [Not] txt1== 
txt2 cmd 

Goto label 

: label 

For % %var In (set) 
Do [cmd] % % var 

Shift 

Call batfile args 

Setlocal 

Endlocal 

Pushd path 

Popd 

Pause 

Title 

Purpose 
When used as the first character in a line, prevents the line from 
being displayed on the screen. 

Turns screen echoing off or on. 

Displays msg on the screen. 

Displays a blank line on the screen. 

Identifies msg as a comment. 

If the error level value returned from the previous command is 
less than or equal to num, cmd is executed. (Not reverses the 
logic.) 

If file exists, cmd is executed. (Not reverses the logic.) 

If txtl is the same as txt2, including case, cmd is executed. (Not 
reverses the logic.) 

Transfers control to the line marked by label. 

N ames the line to be reached by a Goto command. 

Loops through the items in set, executing cmd for each loop and 
replacing any instances of var with the matching item from set, 
which can be a list separated by spaces or can contain the 
wildcard characters * and ? 

Shifts command-line parameters one place so that %2 becomes 
%1, %3 becomes %2, and so on. 

Executes batfile with args and then returns to the calling batch 
program. 

Makes current environment variables local to this batch 
program; any changes to variables are known only in this batch 
program until Endlocal is executed. 

Makes environment variables known to the system; any changes 
made after Endlocal remain in effect when the batch program 
terminates. 

Saves the current folder on a stack and changes to path. 

Restores the last folder saved by Pushd. 

Suspends processing until a key is pressed. 

Sets the title of the Command Prompt window. 
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Putting Comments in Batch Programs 
Using the Rem command is the documented way to put comments in your batch 
programs, but it is intrusive because the command looks like part of the comment. 
Furthermore, if you leave echoing on while debugging a batch program, all your 
comments are echoed, making it harder to read commands. A better way to com- ; 
ment code is to use two colons: 

:: This line is for humans; computers ignore it 

This kind of comment is never echoed. Be sure to use two colons; using only one 
creates a label that might conflict with a legitimate label. Although this comment­
ing style is handy, we use the conventional Rem statement in this book's examples 
to avoid confusing readers who miss this tip. 

Learning from a Simple Batch Program 
Rather than trying to discuss each batch program feature in succession, let's plunge 
into the deep end and learn by example. If you're new to batch programs, the fol­
lowing program is simple enough that you can probably figure it out, though it won't 
be easy going. Yet the example is interesting enough that you might learn something 
new even if you're a batch program wizard. 

The most important step in writing a batch program (or any other kind of computer 
program) is to state the problem correctly. In this case, the problem is to connect to 
a dial-up connection by repeatedly dialing different connections until a successful 
connection is made. If a connection fails (because the line is busy or you enter the 
wrong password, for example), the program should try another dial-up connection. 

This batch program relies on Rasdial.exe, the command-line version of the dialing 
component used by dial-up connections. The program uses dial-up connections that 
you have previously created in the Network And Dial-Up Connections folder. 

You execute a batch program by typing its name at the command prompt, like this: 

C:)dial 

You don't have to add the .bat extension unless another program or built-in com­
mand has the same name. 

The following listing shows Dial.bat in its entirety: 

@echo off 
rem Connects to a Dial-up Connection 
title Dialing Connections 
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: START 
echo Connecting to MSN 
rasdial msn pct_hiker * 
if not errorlevel 1 goto end 

echo Connecting to Earthlink 
rasdial earthlink swdocs * 
if not errorlevel 1 goto end 

echo Connecting to local ISP 
rasdi al "pasadena i sp" swdocs * 
if errorlevel 1 goto start 

:END 
title Command Prompt 

By default, batch programs display each line on the screen before attempting to 
execute it. Because this is seldom desirable, most batch programs start with the same 
line that ours starts with: 

@echo off 

The at sign (@) says not to display the Echo Off command. The Echo Off command 
says not to display any more lines for the rest of the batch program. 

The line that follows the descriptive Rem statement, 

title Dialing Connections 

sets the title of the Command Prompt window to Dialing Connections, as shown in 
Figure 37-1. This title helps orient users to the task at hand. 

Between the Start and End labels are three sets of dialing commands-one for each 
Internet service provider (ISP) for which we've created a dial-up connection. As 
we've used it here, the parameters following Rasdial are the connection name (the 
name that appears in the Network And Dial-Up Connections folder) and the user 
name. The asterisk causes Rasdial to prompt for your password; you could put the 
password in your batch program (in plain text) if you're sure that it won't be com­
promised. Like many programs, when Rasdial exits, it sets an error level, which is 
simply a numeric result code. The If statement in Dial.bat tests the error level for val­
ues of 1 or greater. An error level of 0 indicates a successful connection. (Rasdial uses 
many other values to indicate various error conditions. For a list of error codes, type 
hh netcfg.chm to open Network And Dial-Up Connections help; on the Contents tab, 
go to Troubleshooting\Error Messages.) 
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Figure 37-1 
The Title command sets the title of the Command Prompt window. 

Better Options for Testing Error Level Values 
If you want your batch program to take different actions based on different error level 
values, you can use successive If statements to test for each value. With MS-DOS and 
earlier versions of Windows, it was necessary to test error level values in decreas­
ing order, because the condition is true if the error level value is equal to or greater 
than the value you specify: But if you're writing a batch program for use only on com­
puters running Windows 2000, you can use comparison operators to more easily act 
on different error level values. To do that, you must use the %ErrorLevel% environ­
ment variable, which expands into the current value of error level. For example, you 
might use a statement like the following to jump to a certain section of the program 
if Rasdial sets error level to 676, the result code that indicates the line is busy: 

if %errorlevel% equ 676 goto busy 

The available comparison operators are Equ (equal to), Neq (not equal to), Lss (less 
than), Leq (less than or equal to), Gtr (greater than), and Geq (greater than or equal 
to). You can use comparison operators only if command extensions are enabled. For 
information about command extensions, see "Using Command Extensions," page 190. 

Each of the If commands includes a Goto command that directs processing to the 
correct part of the batch program. When a Goto is executed, the command interpreter 
jumps to the line with the matching label and starts executing the lines it finds fol­
lowing the label. (A label is a line starting with a colon.) Following the first two 
connection attempts, if the error level value is not greater than or equal to I, the 
command processor transfers control to the End label; otherwise, it drops down to 
the next statement. In the final Ifstatement, the program jumps back up to the Start 
label if the error level is greater than or equal to 1. 
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The Goto End statement prevents the subsequent commands from being executed 
by directing processing to the End label. Without these statements, Rasdial would 
dial the second and third connections, even if the first one was successful. 

The single statement that follows the End label simply resets th~ window title. 

Creating More Complex Batch Programs 
This section offers a few example batch programs that illustrate some additional 
programming techniques. You can find these batch files on the companion CD. 

Backing Up the Removable Storage Database 
This batch program creates a backup copy of the Removable Storage database. Although 
this batch program is not terribly useful, it illustrates some commonly used tech­
niques, including stopping and starting services and using environment variables. 
The following program is called. Rsbackup.bat: 

@echo off 
rem Backs up the Removable Storage database 
title Removable Storage Backup 
echo Removable Storage database backup in process ... 

echo Stopping the Removable Storage service 
net stop "removable storage" > nul 

echo Copying the Removable Storage database 
xcopy /y %systemroot%\system32\ntmsdata'%systemroot%\system32\ntmsdata 

\backup\ > nul 

echo Starting the Removable Storage service 
net start "removable storage" > nul 

echo. 
echo Removable Storage database was backed up to 
echo %SystemRoot%\System32\NtmsData\Backup\ 
title Command Prompt 

The first command to examine is Net Stop: 

net stop "removable storage" > nul 

The Net command is frequently included in batch programs because it can be used 
to control so many functions in Windows. In this case, we are stopping the Remov­
able Storage service to ensure that it doesn't have the database files open when we 
try to copy them. To stop or start a service, you can use the service's "friendly name" 
(the name that appears in the Services snap-in), as we've done here, or you can use 
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the actual service name if you know it. (In the case of Removable Storage, the ser­
vice name is Ntmssvc.) 

Throughout the program, Echo statements keep the user informed of the progress. 
Therefore, we use> Nul to redirect the output of the Net statement to the Nul de­
vice-colloquially known as the "bit bucket"-because its output is redundant. 

The Xcopy command then makes a copy of the files: 

xcopy /y %systemroot%\system32\ntmsdata systemroot%\system32\ntmsdata 
\backup\ > nul 

On most computers, the Removable Storage database files are stored in C: \ Winnt 
\System32\Ntmsdata. However, if you installed Windows to a different folder, the 
files will be in a different location. In this Xcopy statement, %SystemRoot% is an 
environment variable that specifies where Windows is installed on the local com­
puter. By using environment variables, we can ensure that our batch programs work 
on any computer that is running Windows 2000. 

Table 37-2 lists some useful environment variables. You can see the current environ­
ment variables for your computer by typing set at the command prompt. To use an 
environment variable in a batch file or at the command prompt, precede and follow 
its name with a percent sign (%). When the batch program executes, the value of the 
environment variable replaces its name in the batch program. For more information, 
see "Using Environment Variables," page 185. 

Table 37-2. Useful Environment Variables 
Environment Variable Value 
AppData Location of the Application Data folder for the current user 

(for example, C: \Documents And 
Settings\CarlS\Application Data). 

CommonProgramFiles Location of the Common Files folder (typically C: \Program 
Files \Common Files). 

ComSpec Executable file for the command processor (typically 
C:\ Winnt\System32\Cmd.exe). 

HomeDrive Drive letter that's mapped to the home folder for a user 
profile. By default, it's the same as the letter of the system 
volume (typically C:). 

HomePath Folder for a user profile on the home drive (typically \). 
Together, HomeDrive and HomePath specify the default 
folder for a user profile. 

OS Operating system on the user's workstation (Windows_NT 
on a system running Windows 2000). 

(continued) 
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Table 37-2. Useful Environment Variables (continued) 

Environment Variable Value 
Path 

PathExt 

ProgramFiles 

Prompt 

SystemDrive 

SystemRoot 

Temp 

Tmp 

UserDomain 

UserName 

User Profile 

Windir 

Application search path. When you type the name of an 
executable at a command prompt, Windows looks in each 
folder in the search path if the executable file is not in the 
current folder. 

Extensions for executable files (typically .com, .exe, .bat, and 
.cmd). 

Location of the Program Files folder (typically C: \Program 
Files). 

Codes to specify a command prompt (typically $P$G, which 
displays the current folder followed by a greater-than 
symbol). 

Drive on which the system folder resides (typically C:). 

System folder; the folder that contains the Windows 2000 
operating-system files (typically C: \ Winnt). 

Folder for storing temporary files (typically C: \ Temp). 

Folder for storing temporary files (typically C: \ Temp). 

Domain the user is logged into (for example, SWDOCS). 

User's logon name (for example, CarlS). 

Location of the current user's profile (for example, 
C: \Documents And Settings \CarIS). 

Same as SystemRoot; included for compatibility with earlier 
versions of Windows. 

When the database files have been copied, another Net command restarts the Remov­
able Storage service: 

net start "removable storage" > nul 

Cleaning Out the Recent Documents List 
This batch program, called CleanRecent.bat, removes some of the files from the 
recently used documents list that you see if you select Documents from the Start 
menu. By removing document types that you don't want on this list, it allows room 
for more of the documents that you do want to see. 

Note CleanRecent.bat is effective only if you have cleared the option to hide 
file name extensions in Folder Options I View. If extensions don't appear 
on the Recent menu, this program can't identify the files- to be deleted. 
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@echo off· 
rem Cleans unwanted file types from the Recent folder 
title. Clean Recent 
echo Cleaning Recent folder ... 

for %%t in (wav log ini) dodel "%userprofile%\recent\*.%%t.lnk" 

echo. 
echo Done cleaning Recent folder. 
title Command Prompt 

This batch program uses the For .. .In ... Do command to repeatedlyexecute the Del 
command. The document-type file name extensions that you want to remove from 
the list are enclosed in the parentheses. The For command executes the Del command 
once for each entry in this list. The variable % % T contains the current extension and 
is substituted in the Del command. This is effectively the same as typing three Del 
commands. 

Note that the file names have an .Ink extension added. This is because the Recent 
folder contains shortcuts, which have the extension .Ink, rather than the actual 
recently used files. 

Alphabetizing Your Favorites Menu .and Your Start Menu 
This batch program is somewhat more complex than the ones we have looked at so 
far. It uses more advanced techniques to control program flow. 

Alphabetize.bat alphabetizes your Favorites menu and the Programs branch of your 
Start menu. (You can have it act on your Favorites menu, your Start menu, or both.) 
The menus become unsorted as you add new items-which are appended to the 
bottom of the menu-or manually reorder them by dragging menu items. Windows 
2000 includes a Sort By Name command on the shortcut menu that appears if you 
right-click one of these menus. But Alphabetize.bat offers something more: if you 
decide you like the previous order better, Alphabetize.bat can restore the previous 
order-giving it an "undo" capability. 

The order information for the Start and Favorites menus is kept in the registry. To 
alphabetize, this batch program exports the current settings to a file and then sim­
ply deletes the appropriate keys from the registry. Without an order specified in the 
registry, Windows alphabetizes the lists. As you add or move menu items, Windows 
re-creates the order information in the registry. 

This batch program relies on the availability of Reg.exe, a command-line utility for 
viewing and modifying the registry. Reg.exe is one of the support tools included on 
the Windows 2000 Professional CD. To install all the support tools, run \Support 
\ Tools \Setup.exe from the CD. If you want to install only Reg.exe, you can extract 
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it from \Support\ Tools\Support.cab and copy it to a folder that's in your applica­
tion search path. 

In the Alphabetize.bat listing that follows, we've included line numbers for refer­
ence. Note that you can't use line numbers in an actual batch file. 

1 @echo off 
2 rem Alphabetizes Favorites and/or Start menu 
3 setlocal 
4 if not exist "%appdata%\expert companion\" md "%appdata%\Expert 

Companion\" 
5 

6 if "%1" == "" goto usage 
7 if "%1" == "I?" goto usage 
8 if Ii %1 == help goto usage 
9 set type=%l 

10 set action=%2 
11 if "%2" == "" set action=sort 
12 
13 set sta rtmenu=fa 1 se 
14 set favori tes=fa 1 se 
15 goto %type% 
16 : STARTMENU 
17 set startmenu=true 
18 goto %action% 
19 : FAVORITES 
20 set favorites=true 
21 goto %acti on% 
22 : BOTH 
23 set startmenu=true 
24 set favori tes=true 
25 got a %action% 
26 
27 : SORT 
28 : SORTFAVORITES' 
29 if not %favorites% == true got a sortstartmenu 
30 reg export "HKCU\Software\Microsoft\Windows\CurrentVersion\Explorer\ 

MenuOrder\Favorites" "%AppData%\Expert Companion\Favorites.reg" > nul 
31 reg delete "HKCU\Software\Microsoft\Windows\CurrentVersion\ 

Explorer\MenuOrder\Favorites" If > nul 
32 if %errorlevel% equ 0 echo Favorites alphabetized. 
33 
34 :SORTSTARTMENU 
35 if not %startmenu% true goto :eof 
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36 reg export "HKCU\Software\Microsoft\Windows\CurrentVersion 
\Explorer\MenuOrder\Start Menu" "%AppData%\Expert Companion\Start 
Menu.reg" > nul 

37 reg delete "HKCU\Software\Microsoft\Windows\CurrentVersion\ 
Explorer\MenuOrder\Start Menu" If > nul 

38 if %errorlevel% equ 0 echo Start Menu alphabetized. 
39 goto : eof 
40 
41 : UNDO 
42 :UNDOFAVORITES 
43 if not %favorites% == true goto undostartmenu 
44 if not exist "%appdata%\expert companion\favorites.reg" goto noundofile 
45 reg import "%appdata%\expert companion\favorites.reg" > nul 
46 echo Favori tes order restored. 
47 
48 :UNDOSTARTMENU 
49 if not %startmenu% == true goto :eof 
50 if not exi st "%appdata%\expert compani on \sta rt menu. reg" 

goto noundofile 
51 reg import "%appdata%\expert companion\start menu.reg" > nul 
52 echo Start menu order restored. 
53 goto : eof 
54 
55 : NOUNDOFI LE 
56 echo No fi 1 e exi sts to restore. 
57 goto : eof 
58 

59 : USAGE 
60 echo. 
pI echo Usage: 
62 echo Alphabetize StartMenuAIFavoritesAIBoth [Undo] 
63 echo. 
64 echo Example: 
65 echo A 1 phabeti ze Favor; tes 
66 echo. 
67 echo Add Undo to restore previous settings. 

Lines 1 through 3 take care of some basic setup functions. They identify what this 
batch program does and turn echoing off. The Setlocal command specifies that en­
vironment variables created or changed by this batch program should be "local" to 
this batch program and should not affect other programs. For more information, see 
"Using Local Environment Variables," page 625. 
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Line 4 creates a folder under the Application Data folder called Expert Companion. 
Because the Md (make directory) command displays an error if the folder already 
exists, we use If Not Exist so that the Md command is executed only if the folder does 
not exist. 

The second section of the batch program, lines 6 through 11, checks for command­
line parameters. The % 1 that appears in several of these lines represents the first 
argument on the command line. %2 represents the second, and so on up to %9. If 
you type the command alphabetize a, for example, the command interpreter sees this 
as the first line in this section of the batch program: 

if "a"=="" goto usage 

The test for equality would not be True, so the Goto statement would not be executed. 
But if you type alphabetize (without any arguments), the command interpreter would 
see 

if ""=="" goto usage 

and the Goto statement would be executed. 

Notice that % 1 is surrounded by quotation marks. This isn't a requirement. We could 
just as easily have written %1$==$. All we're doing is making sure that the command 
interpreter always sees something on both sides of the equal signs. Without a char­
acter there, it sees the line as 

if == goto usage 

The result would be a syntax error, causing the batch program to terminate. The 
quotation marks are a readable way to be sure neither side is ever empty. 

The first line of this section, therefore, is for the case when no command-line param­
eters are used, and it sends the command processor to the Usage label (line 59), where 
the program displays instructions for using Alphabetize. 

Lines 7 and 8 do the same thing: they answer calls for help. Because the compari­
son in an If statement requires an exact match, in line 8 we used the /1 switch, which 
causes the If statement to ignore case. This switch is available only if command exten­
sions are enabled. The /1 switch overcomes a major limitation of earlier versions of 
MS-DOS and Windows, in which you'd need to set up several If statements to test 
for capitalization variants of the word help. For example, you might test for help, 
HELP, and Help-and you still wouldn't catch every possible form. 

If the command line includes parameters that are not requests for help, lines 9 
through 11 come into play. The Set commands assign the command-line parameters 
to environment variables that we can use later in the batch program. If the second 
command-line parameter is blank ("%2"==""), the action is assumed to be Sort and 
is set to that value. 
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Replaceable Parameters 
Besides %1 through %9, you should be aware of two other useful replaceable param­
eters: %* and %0. 

%* represents all the command-line arguments. One useful place for this parameter 
is in a For .. .In ... Do statement. For example, you could enhance CleanRecent.bat (the 
batch program described in the preceding section) by changing its For statement to 
read 

for %%t in (%*) do del "%userprofile%"\recent\*.%%t.lnk 

You would then type the extensions you want to delete (separated by spaces) on the 
command line. You could type any number of extensions. 

%0 represents the command name (in other words, the name of the batch file). 

In lines 13 through 25, we set a group of environment variables that are used to tell 
the remainder of the batch program what to do. \ 

Lines 13 and 14 set the environment variables StartMenu and Favorites to their 
default value of False. The Goto % Type % command (line 15) sends processing to the 
label that matches the Type variable set earlier. Because labels are not case sensitive, 
it doesn't matter if the user types both, Both, or some other variant. The rest of this 
section sets the StartMenu and Favorites variables to True if they are to be processed. 
They remain set to False if they are not to be processed. The Goto % Action % commands 
(lines 18,21, and 25) send processing to the proper section of the batch program: to 
the Sort label (line 27) or the Undo label (line 41). 

Now we are ready to start the actual work. Lines 27 through 39 sort the menus, and 
lines 41 through 57 restore the old menu arrangements. 

The Sort section starts by checking that the value of the variable Favorites is True, 
in line 29. If it is not, the processing of Favorites is skipped. Next, the Reg Export com­
mand (line 30) creates a file that contains the current Favorites order. The environment 
variable AppData is used to locate the Expert Companion folder that was created 
at the beginning of the batch program. After the backup file is made, the Reg Delete 
command (line 31) removes all the Favorites order information from the registry. 
The IF switch does this without confirmation, and> Nul eliminates the completion 
message. 

Reg sets the error level value to 0 upon successful completion or to 1 if an error oc­
curs. The If statement in line 32 echoes a message of success if the error level is O. 
This form of the If statement works only with Windows 2000; if you want to create 
a program for use on computers running earlier versions of Windows, you could in­
stead use the more traditional form: 

if not errorlevel 1 echo Operation successful. 
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The SortStartMenu section (lines 34 through 39) performs the same process on the 
Start menu. Lines 35 and 39 demonstrate another new feature of Windows 2000: 
the Goto :EOF command. This special label, which must include the colon, causes 
the command processor to jump to the end of the batch program-in other words, 
to end execution. With MS-DOS and earlier versions of Windows, you must create 
a label at the end of the file and use it as the target of the Goto command to achieve 
the same result. 

The Undo section of the batch program, lines 41 through 57, restores the original 
menu order. Again, the first check is to be sure that the Favorites are supposed to 
be processed (line 43). Then the If Not Exist command in line 44 checks to be sure 

, that a backup file exists. If the file doesn't exist, the NoUndoFile section (lines 55 
through 57) displays a message to that effect. 

The Reg Import command (line 45) does the actual work. It imports the contents of 
the backup file to the registry, restoring the previous order. 

The UndoStartMenu section (lines 48 through 53) performs the same process on the 
Start menu. 

It's a good idea to make batch programs self-documenting. The Usage section,lines 
59 through 67, does just that. This section consists of a series of Echo commands that 
display the correct usage of this batch program. Note the use of the Echo command 
followed by a dot, which displays a blank line for a nicer display. (If you use Echo 
alone, it reports the state of the echoing function-on or off.) 

The interesting thing about line 62 is the use of the escape symbol (/\) to indicate that 
the pipe symbol (I) should be treated as a character and not interpreted as a pipe 
symbol. Without the escape symbol, the command interpreter would try to pipe the 
Echo command and the first few words to whatever follows the pipe symbol, which 
would cause a syntax error. You must use the escape symbol any time you want to 
echo a pipe symbol (I), a greater-than sign (», a less-than sign «), an ampersand 
(&), or a caret (/\). 

Although this batch program illustrates some advanced techniques of batch process­
ing, it also demonstrates some limitations. 

If you misspell the first parameter, which should be Favorites, StartMenu, or Both, 
the batch program will fail. For example, if you type alphabetize favorits, the batch 
program displays this message: 

The system cannot find the batch label specified - favorits 

There is no way to trap for this error or to change the message to something more 
meaningful. 

Likewise, if you happen to type one of the options for the first parameter as the 
second parameter, the batch program goes into an endless loop. For example, if you 
type alphabetize favorites both, the batch program appears to hang. It is actually very 
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busy jumping back and forth between various labels, but the only way to stop it is 
to press Ctrl+Break. 

These limitations are typical of complex batch programs. Batch programs provide 
a quick way to do simple tasks, but other tools (such as Windows Script Host) are 
better for more complex tasks. 

A final word about debugging batch programs: You usually have to do some experi­
menting to get your batch programs to work exactly the way you want. You can write 
the batch program in one Command Prompt window and test it in another. To see 
exactly what the command interpreter sees, change the first line to 

rem @echo off 

This "comments out" the Echo Off command so that each line echoes to the screen 
with parameters and environment variables filled in before it is executed. In our 
sample file, you'd probably also want to temporarily remove the redirection to Nul 
from each command so that you could see all the output. 

Using Other Batch Program Tricks 
We wrap up our discussion of batch programs with a handful of other techniques 
you can use in your batch programs. 

A Refreshing Pause 
The Pause command always puts up the same boring message: "Press any key to 
continue." You might prefer to instruct your users to type, strike, hit, depress, or oth­
erwise activate a key. You can use the Echo command to display your own message 
and then get rid of the unwanted Pause message by redirecting it to the Nul device. 
You might even wax poetic: . 

echo If the going gets too tough, 
echo Hit Control+C to stop this stuff. 
echo But if you'd like to seethe rest of· me, 
echo Continue on! Press any key. 
pause > NUL 

Using Pushd and Popd to Change to a Different Folder 
A common sequence of events in a batch program is move to a specific folder, do 
some work there, and then return to the original folder. The problem is that your 
batch program can be run from any folder. If you don't know where you are, you 
can't go back. Pushd and Popd to the rescue. 

The Pushd command saves the current folder and sets a new one. The Popd com­
mand restores the original. Normally, you need these commands only in batch programs, 
but an example from the command line shows how they work: 
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C:\bat>pushd \data 
C:\data>pushd sales 
C:\data\sales>popd 
C:\data>popd 
C:\bat> 

You can probably figure out intuitively what's going on here, but if you're not a 
programmer, you might wonder what "push" and "pop" in the command names 
mean. Push means to put something onto a stack. It might be a stack of plates or a 
stack of computers, but in this case we mean a stack of folder names. Pop means to 
take the top item-the only one you can get at-off the stack. 

In the example, we first push the Bat folder onto the stack. If we popped now, we'd 
get the Bat folder back. Instead we push another folder, Data. We have to pop it off 
the stack before we can get at the Bat folder. Of course, in a batch program we'd be 
doing some work in each folder before we pushed another one or popped to restore 
the old one. 

Note The online help for Pushd says that the path parameter is optional, but 
don't believe it. If you don't supply a folder path to the Pushd command, 
the Popd command won't restore it. 

Using Local Environment Variables 
In many cases, a batch program needs to change a standard environment variable, 
such as Path. But changing this critical variable without restoring it when you are 
finished could cause problems for other programs. If you're writing the batch pro­
gram for your own use, it's not difficult to restore modified variables, although it 
gets tiresome after a while. But if you're writing a batch program to be run by oth­
ers, you probably won't even know what settings to restore. 

Windows 2000 addresses this problem with the Setlocal and Endlocal commands. 
Setlocal makes any further settings or changes to environment variables local to the 
current batch program. Endlocal returns handling of environment variables back to 
normal mode-any further changes remain after the batch program terminates. 

You might want to use a batch program to modify environment variables for either 
of two reasons. First, this might be the primary purpose of the batch program, as it 
is in the following short batch program (call it Addpath.bat), which adds a folder 
to the end of the search path: 

@e'cho off 
set Path=%Path%;%l 

But more often, you will use environment variables to save values or change pro­
gram behavior within the batch program. The simple rule is to use Setlocal at the start 
of the batch program and Endlocal at the end. Even if your batch program sets only 
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a temporary environment variable, you want to be sure that the variable is cleared 
on termination. Actually, the Endlocal command is usually unnecessary. If you use 
Setlocal, the system automatically performs the equivalent of an Endlocal statement 
when the batch program terminates. However, using Setlocal and Endlocal in pairs 
makes your batch programs more consistent and easier to understand. For example: 

Setlocal 

rem Set new path 
set Path=D:\BIN 
rem Do something with the new path 

endlocal 
rem Path goes back to its original value after EndLocal 
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Chapter 38 

Using Windows Script Host 
In This Chapter 

Finding Scripting Resources ............................................. 628 
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Debugging Scripts .................................................... 632 

Introducing Objects ............................................. ~ ...... 637 

Example Scripts ...................................................... 640 

Microsoft Windows Script Host (WSH) provides a way to perform more sophisti­
cated tasks than the simple jobs that batch programs are able to handle. You can 
control virtually any component of Microsoft Windows and of many Windows­
based programs with Windows Script Host scripts. 

WSH scripts work much the same way batch programs do. You can type a script 
name at a command prompt or simply double-click the file name in Windows 
Explorer. Batch programs rely on Cmd.exe, a command interpreter that executes 
programs written in the batch language described in Chapter 37, "Using Batch 
Programs." Windows Script Host has two nearly equivalent programs, Wscript.exe 
and Cscript.exe, that, with the help of a language interpreter dynamic-link library 
such as Vbscript.dll, execute scripts written in VBScript or other scripting languages. 

The content of WSH script files, however, is much different from that of batch pro­
grams. With WSH, the files can be written in several different languages, including 
VBScript (a form of Microsoft Visual Basic) and JScript (a form of JavaScript). Win­
dows Script Host is, in fact, just what its name says: a host for script languages. 
VBScript and JScript interpreters come with Windows 2000; interpreters for Perl and 
other languages are available elsewhere. 
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Because WSH scripts can access ActiveX controls, they provide great flexibility. 
Several objects are provided with Windows Script Host that allow you basic control 
of Windows and your computer. By using ActiveX, you can control many of the 
programs on your computer. For example, you can create a WSH script to display 
a chart in Microsoft Excel. 

As an introduction, here's the WSH "Hello World" script. It's as short as it can get 
in any programming language: 

WScr; pt. Echo "Hell 0 Worl d" 

Using a plain-text editor such as Notepad, put this line in a file with a .vbs extension 
(Hello.vbs, for example), and you have a working WSH script. Simply double-click 
the file name in Windows Explorer to run your script. 

Finding Scripting Resources 
You won't learn how to write a script in this chapter . You must know a scripting 
language, or else use these resources to learn one. (If you know Visual Basic, you 
already know a scripting language.) We hope to show you some of what you can 
do with Windows Script Host and help you find the widely scattered information 
you need to use it effectively. 

One of the biggest hurdles to learning to use WSH is finding the information you 
need. The scripting language, VBScript or JScript, is separate from the 'objects you 
use in your scripts, and each piece has separate documentation. You must find the 
reference guide for both the scripting language you choose and the objects you use. 
Throughout this chapter, we tell you where to find the relevant documentation, 
most of which is available on Microsoft's Web site. Microsoft has an entire subsite 
for scripting at msdn.microsoft.com/scripting. Browsing this site can be confusing, however. 
The site describes the use of the scripting languages and their associated objects, but 
it also provides information for software developers who want to add scripting 
capabilities to their programs-which is another topic altogether. 

Wscript VS. Cscript 
Windows 2000 actually includes two programs that run WSH scripts. Cscript.exe is 
the command-line version, and Wscript.exe is the GUI version. Although this sounds 
like a big distinction, for most scripts the differences are pretty small. Try running 
Hello.vbs with each program to see the difference. At the command prompt, type 
these two lines: 

cscr;pt hello.vbs 
wscr;pt hello.vbs 

Figure 38-1 shows the results. Cscript displays the words "Hello World" in a Com­
mand Prompt window. Wscript displays a small dialog box with the message "Hello 

628 Part 9: Automating Tasks 



World" and an OK button. With Cscript, you use command-line parameters to change 
the properties of a script file. Wscript, in contrast, provides a dialog box to set the 
properties. Type wscript at a command prompt to display the properties dialog box. 

Figure 38-1 
Cscript.exe, the console version, displays its result in a Command Prompt window, whereas 
Wscript.exe pops up a dialog box. 

You can change the association so that Cscript is the default by typing the follow-
ing at a command prompt: . 

cscript Ilh:cscript 

Note that Cscript and Wscript command-line options use two slashes. This differ­
entiates them from command-line options for the script being executed, which use 
a single slash. To see all the command-line options, type cscript II? (or wscript II?) at 
a command prompt. 

Choosing a Scripting Language 
Windows Script Host doesn't care whether you use VBScript, JScript, or some other 
scripting language. All the objects are available to any language, and in most situa­
tions, you can choose to use the language with which you are most comfortable. In 
this book, we use mostly VBScript but also a little JScript. As you will see later, you 
can actually mix languages in the same program. 

Here is a short script, called Folders.vbs, that shows some of the elements of a script 
written in VBScript: 

Option Explicit 

Dim objWSShell 
Dim strMsg 
Dim intCtr 

Set obj WSShe 11 = WSc ri pt. C reateObj ect ("WScri pt. She 11 ") 
WScri pt. Echo "Your desktop is" & objWSShe11. Speci al Fol ders ("Desktop") _ 

& vbNewLine 
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strMsg = "All your special folders are:" & vbNewLine 
For intCtr = e To objWSShell.SpecialFolders.Count - 1 

strMsg = strMsg & objWSShell.SpecialFolders.ltem(intCtr) & vbNewLine 
Next 
WScript.Echo strMsg 

Note You can find all the example scripts from this chapter on the companion 
CD. 

The script starts 'with an Option Explicit statement, which tells the VBScript inter­
preter to require you to use a Dim statement for every variable in the script. This 
helps to prevent errors from misspelled variable names and is accepted as good 
programming practice. 

The Set statement creates a WScript Shell object, which is used to access the special 
folders. One of the properties of the Shell object is the SpecialFolders object. The 
SpecialFolders object lets you retrieve the path and file name of any of the special 
folders on your system. For example, this script retrieves the Desktop folder, as 
shown in Figure 38-2. 

Your ddtop is C;\WINNT\Profiles\ChriM\OE1Sktop 

Figure 38-2 
Folders.vbs initially displays the location of your Desktop folder. 

The next section of the script, the For ... Next loop, displays all the special folders. This 
section demonstrates a technique that makes scripts work well with both Wscript 
and Cscript. Instead of putting a WScript.Echo statement inside the loop, we add 
each result to the strMsg string and then display this string after the loop is finished. 
When run with Cscript, the results are the same. However, when run with Wscript, 
accumulating the results into a string and using one WScript.Echo statement means 
that one dialog box is displayed for the entire loop, rather than one dialog box for 
each special folder. See Figure 38-3. 

VBScript is a major subset of Visual Basic. If you know Visual Basic, there is little 
that you can't do in VB Script. One of the biggest differences is that VBScript has only 
Variant variables. You simply use Dim and the variable name; you can't add a vari­
able type because they are all the same. You can find documentation of VBScript at 
msdn.microsoft.com/scripting/vbscript/techinfo/vbsdocs.htm. 
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All your special folders are: 
C:\WINm\Profiles'Ali Users\Desktop 
C:\WIWH\Profiles'All Users\Start Menu 
C:\WINm\Profiles'Ali Users\Start Menu\Programs 

l C:\WIWH\Profiles'Ali Users\Start Menu\Programs\Startup 
C:\ WIN N T \Profiles\ChrisW\D esktop 
C: \ WI NN T\Profiles\ChrisW'Application Data 
C:\ WINN T\Profiles\ChrisW\PrintHood 
C:\WINNT\Profiles\ChrisW\ Templates 
C:\WINm\Fonts 
C: \ WINN T\Profiles\ChrisW\NetHood 
C:\WIN~lT\Profiles\ChrisW\Desktop 
C:\WINm\Profiles\ChrisW\Start Menu 
C: \ WI NN T\Profiles\ChrisW\S endT 0 

C:\WINNT\Profiles\ChrisW\Recent 
C:\ WI ~J N T\Profiles\ChrL;W\S tart M enu\Programs\Startup 
C:\WINN T\Profiles\ChrisW\F avorites 
C:\My Documents 
C:\WIN N T\Profiles\ChrisW\Start Menu\Programs 

OK 

Figure 38-3 
The For. .. Next loop builds a string that is displayed in a sing Ie dialog box. 

Using the Script File Format 
For WSH scripts, you can use VBScript in files with the .vbs extension and JScript 
in files with the .js extension. Windows Script Host version 2, which is new in Win­
dows 2000, adds another level of tags that provide more flexibility and power. In fact, 
WSH 2 files, which use the .wsf extension" are actually Extensible Markup Language 
(XML) files that use tags, as shown in the following example (Hello.wsf): 

<?XML versi on="l. 0"?> 
<package> 
<job id="jobl"> 
<?job debug="true"?> 
<script language="VBScript" src="MyScript.vbs"l> 
<script language="VBScript"> 
<![CDATA[ 

WScript.Echo "Hello World" 
JJ> 
</script> 
</job> 
</package> 

Table 38-1 describes the function of each of these tags, plus a few others. 
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Table 38-1. Useful XMl Tags 
Tag 
<?XML version="1.0"?> 

<package> 
</package> 

<job id="jobl "> 
</job> 

<?job debug="true"?> 

<script language= 
"VBScript" src = 
"MyScript.vbs" /> 

<script language= 
"VBScript"> 
</script> 

<![CDATA[ ]]> 

<object> 

<reference> 

<resource> 

Debugging Scripts 

Description 
Marks your code as XML 1.0-compliant. This tag is 
optional now but might be required by future XML 
tools. 

Encloses multiple jobs in a single file. The <package> tag 
is optional if you have only one pair of <job> tags. 

Identifies jobs in a file. When you have multiple jobs in a 
file, you can run anyone with this syntax: 

Cscript IIJob:MyFirstJob MyScripts.wsf 

Allows use of the script debugger. You can add 
error= "true" to this tag to allow error messages for syntax 
or run-time errors. 

Includes, or merges, another file into the current one 
when the script runs. This tag allows you to easily 
reuse code. 

Encloses a script. In a single job, you might have several 
scripts-even in different scripting languages. 

Indicates that the parser should treat your code as 
character data and not interpret the characters in it. Use 
this tag if you use the XML tag. 

Defines objects that can be referenced by the script. 

Provides a reference to an external type library, allowing 
you to use defined constants from that type library. 

Isolates text or numeric data that should not be hard­
coded in a script. 

To debug scripts, you first need to install Microsoft Script Debugger. Go to Start I 
Settings I Control Panel I Add/Remove Programs I Add/Remove Windows Com­
ponents. In the Windows Components Wizard that appears, select Script Debugger 
in the Components list. 

In addition, if you want to debug .wsf files, you must do the following: 

• In the registry, change the JITDebug value in the HKCU\Software \Microsoft 
\ Windows Script \ Settings key to 1. Changing this registry entry lets you debug 
.wsf files in addition to .vbs and .js files. For your convenience, the companion 
CD contains a file called WSH_Debug.reg that makes this change for you. 
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• Add the line <?job debug="true"?> to your script file. (It goes right below the 
<job> tag.) Without this line, the debugger will not open. 

Note After you have installed the debugger, the messages you see when you 
encounter a script error while you browse the Internet are different. At 
the bottom, the message asks, "Do you want to debug the current page?" 
If you click Yes, the debugger appears with the page loaded. Since you 
are probably looking at someone else's site, however, you probably want 
to click No! 

You can find the documentation for Script Debugger at msdn.microsoft.com/scripting 
/debugger. Keep in mind that you can use this same debugger to debug both client 
and server scripts for Web pages; most of the documentation is focused on those ac­
tivities. (In fact, Windows Script Host might not be mentioned in the debugger docu­
mentation at all.) 

You start the debugger using command-line switches with the Cscript or,Wscript 
commands. The I IX switch starts the debugger, loads the script into the debugger, 
and stops at the first line of the script. The I ID switch starts the debugger only when 
an error is encountered. It also loads the program in the debugger and stops at the 
line where it encountered the error. 

Here's an example of debugging a very simple script, which we call Debug.vbs: 

main() 

Function main() 
x = 99 

WScript.echo "Hello once" 
WScript.echox "Error 1 here" 

End Function 

After creating this script, at the command prompt type 

wscript lid debug.vbs 

The words "Hello once" should appear in a small dialog box. When you click OK, 
Script Debugger appears, with the error highlighted, as shown in Figure 38-4. 

The debugger helps you find your error, but you can't fix errors here. As you 
notice at the top of the document window, the file is identified as read-only. You 
can open another instance of the file in the debugger and edit that file. The debugger 
provides an editor that is on a par with Notepad. 
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Figure 38-4 
When you run a script with the liD switch, Script Debugger appears when an 
error is encountered and highlights the error. 

Using Other Debugger Windows 
At this point, the debugger can provide some additional information, but you are 
effectively done with running the script. Three additional windows, all available both 
from the View menu and from the right side of the toolbar, allow you to see more 
information about your script: 

• The Running Documents window shows you scripts that are currently running. 
Besides Windows Script Host, you are likely to see Microsoft Internet Explorer 
here. If you right-click a script in this window, one command appears on the 
menu: Break At Next Statement. This command provides a way to "invite" a 
script into the debugger. 

~K,Tifi1f.iI2.I4;!!dj:rij~,~·x.;g~!lQil~~:L~ 
~ .. ~ Microsoft Internet Explorer 
EH@l Windows Script Host 

L .. ~ D.1!II!D 

• The Call Stack window displays the call history to the current point in the cur­
rent script. This can help you figure out just how you got to where you are. 
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Call Slack 'i' '. <', it";" 

: 11mming thread (OOOUll!.iGCJ 

.5v..~.~£~!.P.!:>' ... : .. m.~.i.!:! ................................................................................... . 
<VBScript> - VBScript global code 

• The Command window lets you view and manipulate variables in your script. 
In the following example, the first line "printed" the value of x. (A question 
mark is shorthand for the Visual Basic Print command.) Then the value of x was 
changed to 100 and displayed again. 

r';·i!·lL!6·i·,{~·'1irtrif:ti:jf~:~I\jTlid~i~~~.~~;:~~·.l;~~:·~,.~~;" ".~{~ 
'? x 

99 

When you work in the Command window, you must use the same language 
as the currently running script. If you are running a VBScript file, for example, 
type a question mark followed by a space and the variable name to display a 
variable's value. If you are running a JScript file, simply enter the name of the 
variable. You can also view and change an object's properties in the Command 
window. 

Stepping Through Scripts 
When you start the debugger using the I IX command-line switch, the debugger 
opens with the first line of the script highlighted. You can move through the script 
and see how the program flow works. All the debugging information is available so 
that you can check the value of variables and object properties and-see how they are 
changed by the operation of the script. 

The Debug toolbar-one of three toolbars in Script Debugger-has the tools you use 
to step through a script. Table 38-2 describes the buttons on the Debug toolbar. 
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Table 38-2. Script Debugger's Debug Toolbar 
Button 

iliID 
~ 

i Name q~scripti~n 

Run Executes the script until it hits a breakpoint, an 
error, or comes to the end of the script 

Stop Debugging Runs the script outside the debugger 

Break At Next 
Statement 

Step Into 
functions 

Step Over 

Step Out 

Toggle 
Breakpoint 

Clear All 
Breakpoints 

Running 
Documents 

Call Stack 

Command 
Window 

Activates an open server script in the debugger; not 
useful for WSH files 

Advances the script by one statement; steps into 
and subroutines 

Advances the script by one statement; executes but does 
not display functions and subroutines 
Advances the script until it exits the current function or 
subroutine 

Inserts or removes a breakpoint at the line containing 
the insertion point 

Clears all breakpoints 

Displays the Running Documents window 

Displays the Call Stack window 

Displays the Command window 

The process is to step through the script, line by line, until you find an error. When 
you determine that a specific part of the script works, you can set a breakpoint at the 
beginning of the untested part and then click Run to get to that point quickly. When 
you believe that your functions and subroutines are working correctly, you can speed 
up debugging by clicking Step Over to execute them as one step, instead of using 
the Step Into button. 
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Introducing Objects 
You can't do much with WSH without using objects. An object is a variable compris­
ing both routines and data that is treated as a discrete entity. Some objects are built 
into the scripting language; others are provided by the operating system. One of 
the previous script examples used the WScripLShell object to gain access to the 
Windows shell. 

Table 38-3 describes the objects that are built into VBScript. They are documented, 
along with the VBScript language, at msdn.microsoft.com/scripting/vbscript/techinfo 
/vbsdocs.htm. 

Table 38-3. VBScript Objects 
Object 
Class object 

Dictionary object 

. Drive object 

Drives collection 

Err object 

File object 

Files collection 

FileSystemObject 

Folder object 

Folders collection 

Match object 

Matches collection 

RegExp object 

TextStream object 

Description 
Provides access to the events of a created class 

Stores data in key litem pairs 

Provides access to the properties of a disk drive or network 
share 

Collection of all available Drive objects 

Provides information about run-time errors 

Provides access to all the properties of a file 

Collection of all File objects within a folder 

Provides access to your computer's file system 
object 

Provides access to all the properties of a folder 

Collection of all Folder objects contained within a Folder object 

Provides access to the read-only properties of a regular 
expression match 

Collection of regular expression Match objects 

Provides simple regular expression support 

Facilitates sequential access to a file 

Windows Script Host provides the objects shown in Table 38-4. They are documented, 
along with Windows Script Host, at msdn.microsoft.com/scripting/windowshost 
/docs/reference/default.htm. 
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Table 38-4. Windows Script Host Objects 
~,' ","« .. ,.: ".~ ,.w.·· ". "m,"" 

,·9bjegt .. 
Wscript object 

WshArguments object 

W shEnvironment object 

WshNetwork object 

W shShell object 

WshShortcut object 

WshSpecialFolders object 

WshUrlShortcut object 

Des9riptio~ 
Exposes properties that specify the path of the running 
scripting host (Wscript.exe or Cscript.exe), its arguments, 
and the working mode (interactive or batch); also 
provides methods to create and read objects 

Returns a pointer to the collection of command-line 
parameters 

Retrieves system environment variables 

Maps the network, making it easy to connect and 
disconnect remote drives and printers 

Starts new processes, creates shortcuts, and provides the 
Environment collection to handle environment variables 
such as SystemRoot, Path, and Prompt 

Creates an object reference to a shortcut 

Accesses the Windows shell folders such as the Desktop 
folder, the Start Menu folder, and the My Documents 
folder 

Creates an object reference to a URL shortcut 

Windows Management Instrumentation (WMI) provides many more objects that you 
can use to manage your Windows environment. The WMI scripting interface is docu­
mented at msdn.microsoft.com/library/psdk/wmisdk/scintro_67el.htm. Click the "show 
toc" button at the top to add the table of contents panel to this page. 

Using the File System Object 
One of the objects you will probably use often is FileSystemObject. This object gives 
you access to the files and folders on your computer. The following example, called 
FileProp.vbs, shows how to use this object; Figure 38-5 shows the result. 

• Displays properties of file on command line 

Option Explicit 
Dim strArg, objFileSys, objFile, strMsg 

If WScript.Arguments.Count < 1 Then 
WScri pt. Echo "Us-age: Fi 1 eProp <fi 1 ename>" & vbNewL i ne & _ 

"Or drag and drop a file on this file." 
WScript.Quit (1) 

End If 
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Set objFileSys = CreateObject("Scripting.FileSystemObject") 

strArg = objFileSys.GetAbsolutePathName(WScript.Arguments(0» 

Set objFile = objFileSys.GetFile(strArg) 

strMsg "Name: " & vbTab & objFile.Name & vbNewLine 
strMsg strMsg & "Short: " & vbTab 
strMsg strMsg & objFile.ShortName & vbNewLine 
strMsg strMsg & "Folder: " & vbTab 
strMsg strMsg & objFile.ParentFolder & vbNewLine 
strMsg strMsg & "Size: " & vbTab 
strMsg strMsg & objFile.Size & vbNewLine 
strMsg strMsg & "Created: " & vbTab 
strMsg strMsg & objFile.DateCreated & vbNewLine 
strMsg strMsg & "Modified:" & vbTab 
strMsg strMsg & objFile.DateLastModified & vbNewLine 
strMsg strMsg & "Type: " & vbTab 
strMsg strMsg & objFile.Type & vbNewLine 
WScript.Echo strMsg 

Set objFile = Nothing 
Set objFileSys = Nothing 

WitffldjifflfiilfttilC#iJit&J 
I Name: ' '., s~~yP,~;dui~~·tklci ' . 

Short: SAFETY"'1.DOC 
Folder: 'C:\tviy Documents 
Size: 39936' 

: Created: 12/9119994:35:22 PM 
Modified: 12/9/19994:45:12 PM 
Type: Microsoft Word Document 

OK 

Figure 38-5 
The FileProp.vbs script quickly displays some file properties that aren't easily 
viewed in Windows Explorer. 

This script first checks to see whether the command line contains any parameters. 
If none are found, it displays a usage message and quits. The script works with drag 
and drop because Windows adds the name of dropped files to the command line. 
If you drop more than one file on this script, it displays information about only the 
first one. 

After the error checking is out of the way, the script creates a FileSystemObject 
object and then uses that object to get the full path name of the file. Using the full 
path name, it gets a File object. 
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The script then builds a string by concatenating various properties of the File object. 
When the entire string is built, the script displays it with the Echo method of the 
WScript object. You can also use the MsgBox function to display strings. It allows 
you to specify which buttons appear, to change the title from Windows Script Host 
to a message you. specify, and to respond to the button a user clicks. Whereas the 
WScript.Echo method works differently in Cscript and Wscript, the MsgBox function 
works the same way in both: it always displays a dialog box. To see the difference, try 
replacing the WScript.Echo line in the previous script with the following line: 

Msg80x strMsg, vbOKOnly, "File Properties" 

Finally, the script releases the FileSystemObject object and the File object by setting 
the variables to the built-in value Nothing, which releases the resources used by the 
objects. It's not important to do this in a small script such as this one because it hap­
pens anyway when the script ends, but in more involved scripts, releasing the objects 
when you've finished with them can reduce the resources your script requires. 

The FileSystemObject object is documented at msdn.microsoft.com/scripting/vbscript/ 
doc/vbsfsoTOC.htm. 

Example Scripts 
In this section, we present two sample scripts that demonstrate some of the tech­
niques you can use with Windows Script Host. 

Displaying Processor Properties 
The first script displays some hard-to-find information about your processor, as 
shown in Figure 38-6. 

~ "., 

Processor information tor Machine MOJAVE 

Name 
Cwren! VoRage 
DevicelD 
Status ...... . 
Data\J.Iidth ........ . 
Cwrent Clock Speed 

, •.. L2 Cache Size . 
:.Level'.· 

External Clock 

Figure 38-6 
Processor.vbs uses WMI objects to display information about your computer's CPU. 
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'******************************************************************** 
, * 
'* File: Processor.vbs 
, * 
'* Function: Displays information about the local machine's 

CPU, including name, speed, and other information. , * 
, * 
, * 
'******************************************************************** 

Option Explicit 

GetProcProp() 

'******************************************************************** 
, * 
'* Sub GetProcProp() 
, * 
'* Purpose: Gets CPU information for the local machine. 
, * 
, * 
'* Output: Results are displayed on sc~een (Cscript) or in a message 
'* box (Wscript). 
, * 
'******************************************************************** 
Private Sub GetProcProp() 

On Error Resume Next 

Dim objService, objProcSet, objProc, objLocator, objWshNet 
Dim strWBEMClass, strServer, strNameSpac~, strResults 

strWBEMClass 
strNameSpace 

"Win32_Processor" 
"root\cimv2" 

'Establish a connection with the server 
'Create Locator object to connect to object manager 
Set objLocator = CreateObject("WbemScripting.SWbemLocator") 

If blnErrorOccurred("occurred when creating a locator object.") 
Then 
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Exit Sub 
End If 

'Connect to the namespace 
Set objService = objLocator.ConnectServer(. strNameSpace) 
If blnErrorOccurred("occurred when connecting to server.") Then 

Exit Sub 
End If 

'Set the security level 
objService.Security_.impersonationlevel = 3 
If blnErrorOccurred("occurred when setting security.") Then 

Exit Sub 
End If 

'Get the processor information set 
Set objProcSet = objService.lnstancesOf(strWBEMClass) 

If blnErrorOccurred("Could not obtain" & _ 
strWBEMClass & " instance.") Then 

Exit Sub 
End If 

If objProcSet.Count ~ 0 Then 
WScript.Echo "No processor information is available." 
Exit Sub 

End If 

'Get the server's name 
Set objWshNet = CreateObject("WScript.Network") 
strServer = objWshNet.ComputerName 

strResults 
strResults 

"Processor information for Machine" & strServer 
strResults & vbNewLine & vbNewLine 

For Each objProc In objProcSet 
strResults = strResults & "Name" & vbTab & vbTab & vbTab _ 

& "= " & objProc.Name & vbNewLine 
strResults = strResults & "Current Voltage" & vbTab & vbTab _ 

& "= " & obj Proc. CurrentVol tage & vbNewLi ne 
strResults = strResults & "Device ID" & vbTab & vbTab _ 

& "= " & objProc.DeviceID & vbNewLine 
strResults = strResults & "Status"& vbTab & vbTab & vbTab _ 

& "= " & objProc.CpuStatus & vbNewLine 
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Next 

End Sub 

strResults = strResults & "Data Width" & vbTab & vbTab _ 
& "= " & objProc.DataWidth & vbNewLine 

strResults = strResults & "Current Clock Speed" & vbTab _ 
& "= " & objProc.CurrentClockSpeed & vbNewLine 

strResults = strResults & "L2 Cache Size" & vbTab & vbTab 
& "= " & objProc.L2CacheSize & vbNewLine 

strResults = strResults & "Level" & vbTab & vbTab & vbTab 
& "= " & objProc.Level & vbNewLine 

strResults = strResults & "External Clock" & vbTab & vbTab _ 
& "= " & objProc.ExtClock & vbNewLine 

WScript.Echo strResults 

'******************************************************************** 
, * 
'* Function blnErrorOccurred() 
, * 
'* Purpose: Checks for and reports errors. Displays the built-in error 
'* message plus a message saying where the error occurred. 
, * 
'* Input: strIn String saying where the error occurred. 
, * 
'* Output: Displayed on screen (Cscript) or in message box (Wscript). 
, * 
'* Returns: Fal se No error occurred 

An error occurred , * True 
, * 
, * 
'******************************************************************** 
Private Function blnErrorOccurred(ByVal strIn) 

Dim strMsg 

If Err.Number Then 
strMsg = "Error" & CStr(Err.Number) & " " & strIn 
I f Err. Descri pt ion <> '''' Then 

strMsg = strMsg & vbNewLine & Err.Description 
End If 
WScript.Echo strMsg 
Err.Clear 
blnErrorOccurred = True 
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Else 
blnErrorOccurred False 

End If 

End Function 

This script, named Processor.vbs, displays your processor's name, clock speed, L2 
cache size, and other information. It gets this information from the Windows Manage­
ment Instrumentation interface. The documentation for the WMI scripting interface 
is at msdn.microsoft.com/library/psdk/wmisdk/scref_4u95.htm. All of the GetProcProp func­
tion, down to the comment Get the server's name, uses the WMI interface to get the 
processor information. 

When the processor information is retrieved from WMI, a WScript.Network object 
is created to get the computer's name. After that, the properties of the processor are 
concatenated to a string and the results are displayed. The For ... Next loop adds the 
results for each processor in the set of processors reported by WMI. This allows the 
script to report the properties of more than one processor, if your computer has more 
than one. The For .... Each construction is an easy way to step through a group of 
objects. 

As each major step is taken in this script, the function blnErrorOccurred is called. 
This function checks the Err object, which contains error information, and reports 
any errors that occur. The blnErrorOccurred function returns True if an error has 
occurred or False if there is no error. The main subroutine, GetProcProp, simply exits 
if an error occurs. 

Executing Commands on Remote Computers 
The following script allows you to run a command on either a local computer or a 
remote computer. It uses Internet Explorer to provide a user interface for entering 
information, as shown in Figure 38-7. This example demonstrates how you can con­
trol any program that has a Component Object Model (COM)interface from a script. 

Run a program on a remote computer. 

Command: 

Computer Name: I Lm . 

User Name: 

Password: 

Figure 38-7 
Internet Explorer provides the user interface for the Exec.wsf script. 
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With this script, you can run a command on your local computer by entering only 
the command. You can run a command on a remote computer by entering informa­
tion in all four text boxes. The user name you enter must have permission to run 
commands on the remote computer, which usually requires administrative rights. 

This script, called Exec.wsf, uses the Windows Script Host 2 script file format. It uses 
a <script> tag to include another script file at run time. It also uses two scripting lan­
guages, VBScript and JScript. 

<?XML vers i on="l. 0"?> 
<package> 
<job id="js"> 
<?job debug="true" error="true"?> 
<comment> 
============================================================================== 

Program: Exec.wsf 

Executes a command on a remote computer. 

============================================================================== 

</comment> 

<comment> FILE NAME </comment> 
<resource id="strHTMLFile">exec.htm</resource> 

<comment> MESSAGES </comment> 
<resource id="errNoCommand">Please enter a command to execute.</resource> 
<resource id="errMissingComputer">You must enter a computer name.</resource> 
<resource id="errMissingName">You must enter a name.</resource> 
<resource i d="errMi ssi ngPassword">You must enter a password. </res'ource> 
<resource id="errLocator">occurred when creating a locator object.</resource> 
<resource id="errServerl">occurred when connecting to </resource> 
<resource id="errServer2">.</resource> 
<resource id="errSecurity">occurred when setting security.</resource> 
<resource id="errW1n32Process">occurred getting a Win3cProcess class object.</resource> 
<resource id="errCreateProcessl">occurred when creating process </resource> 
<resource id="errCreateProcess2">.</resource> 
<resource id="errNetworkObject">occurred when creating network object.</resource> 

<resource id="msgError">Error </resource> 
<resource id="msgSucessl">Succeeded in executing </resource> 
<resource id="msgSucess2"> on </resource> 
<resource id="msgSucess3">.</resource> 
<resource id="msgFailurel">Failed to execute </resource> 
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<resource id="msgFailure2">.</resource> 
<resource id="msgProcessID">Process ID = </resource> 
<resource id="msgStatus">Status = </resource> 

<comment> TITLE </comment> 
<resource id="strWindowTitle">Execute a command</resource> 

<comment> INCLUDE ERROR FUNCTION </comment> 
<script language = "VBScript" src="ErrorMsg.vbs"/) 

<script language="VBScript"> 
<![CDATA[ 

Option Explicit 
'*********************************************~********************** 
, * Function ExecuteCommand() 
, * 
, * Purpose: Executes a command on 1 oca 1 or remote computer. 
, * 

, * Input: Accesses values in IE directly. 
, * 

'******************************************************************** 

Sub ExecuteCommand() 
On Error Resume Next 

Dim objService, objInstance, objLocator, objWshNet 
Dim strMsg, strNameSpace 
Dim strServer, strUserName, strCommand, strPassword 
Dim intProcessId, intStatus 

strNameSpace = "root\cimv2" 
strCommand = doc.all .txtCommand.Value 
strServer = UCase(doc.all .txtComputer.Value) 
strUserName doc.all.txtUser.Value 
strPassword = doc.all.txtPassword.Value 

'Establish a connection with the server 
'Create Locator object to connect to object manager 
Set objLocator = CreateObject("WbemScripting.SWbemLocator") 
If blnErrorOccurred(getResource("errLocator")) Then 

Exit Sub 
End If 
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'Connect to the names pace 
Set objService = objLocator.ConnectServer(strServer. strNameSpace. strUserName. strPassword) 
If blnErrorOccurred(getResource("errServerl") & strServer & getResource("errServer2"» Then 

Exit Sub 
End If 

objService.Security_.impersonationlevel = 3 
If blnErrorOccurred(getResource("errSecuri.ty"» Then 

Exit Sub 
End If 
If strServer = 1111 Then 

'Get the server's name 
Set objWshNet = CreateObject("WScript.Network") 
If blnErrorOccurred(getResource("errNetworkObject"» Then 

Exit Sub 
End. If 
strServer = objWshNet.ComputerName 

End If 
strMsg = 1111 

intProcessId = 0 

Set objInstance = objService.Get("Win32_Process") 
If blnErrorOccurred(getResource("errWin32Process"» Then 

Exit Sub 
End If 

If objInstance Is Nothing Then 
Exit Sub 

End If 

i ntStatus = obj Instance. Create( strCommand. Null. Null. i ntProcess Id) 
If blnErrorOccurred(getResource("errCreateProcessl") & 

strCommand & getResource("errCreateProcess2"» Then 
Exit Sub 

End If 

If intStatus = 0 Then 
If intProcessId < 0 Then· 

'4294967296 is 0x100000000. 
intProcessId = intProcessId + 4294967296 

End If 
strMsg = getResource("msgSucessl") & strCommand & getResource("msgSucess2") 
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El se 

strMsg 
strMsg 

strMsg & strServer & getResource("msgSucess3") & vbCrLf 
strMsg & getResource("msgProcessID") & intProcessId 

strMsg = getResource("msgFail urel") & strCommand & getResource("msgFail ure2") 
strMsg = strMsg & vbCrLf & getResource("msgStatus") & intStatus 

End If 
WScript.Echo strMsg 

End Sub 

JJ> 
</script> 

<script language="JScript"> 
<![CDATA[ 

II Declare globals 
va r i e; 
var doc; 
var ie_continue; 
var rootdir; 
var htmlfile; 

II Start execution 
maine); 

1***************************************************** *************** 
'* Function maine) 
, * 
'* Purpose: Sets up IE, loads HTML file, and waits for IE to close. 
, * 
'********************************************************************1 
function maine) 
{ 

init();' 
ie.Navigate(rootdir + htmlfile); 

while (ie_continue) 
{ 

WScript.Sleep(100); 
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} 

1***************************************************** *************** 
'* Function init() 
, * 
'* Purpose: Initialization routines. 
, * 
'********************************************************************1 
function init() 
{ 

} 

ie = WScript.CreateObject("InternetExplorer.Application", "ie_"); 

II Set up IE's window 
ie.AddressBar false; 
ie.FullScreen = false; 
ie.MenuBar false; 
ie.Resizable false; 
ie.StatusBar false; 
ie.ToolBar false; 
ie.Height = 270; 
ie.Width = 380; 

II Get path to HTML file 
rootdir = WScript.ScriptFullName; 
rootdir = rootdir.substring(0, rootdir.lastlndexOfC"\\") + 1); 

htmlfile = getResource("strHTMLFile"); 

II Don't stop 
ie_continue = true; 

1***************************************************** *************** 
'* Function ie_DocumentComplete() 
, * 
'* Purpose: Adds window title, sets up callback function to respond to 
, * IE events. 
, * 
'**********************************************~****** ***************1 
function ie_DocumentComplete() 
{ 

doc = ie.Document; 
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} 

doc.title = getResource("strWindowTitle"): 
doc.all .btnOK.onclick = btnOK-OnClick: 
ie.Visible = true: 

1******************************************************************** 
'* Function btnOK_OnClick() 
, * 
'* Purpose: Handles the IE click event for the OK button. Checks for 
, * a command and then calls the function to execute the command. 
, * 
'********************************************************************1 
function btnOK_OnClick() 
{ 

II Check that there is at least a command to execute 
if (doc.all.txtCommand.value == IIII){ 

WScript.Echo (getResource("errNoCommand"»: 
return: 

} 

ExecuteCommand(): 
} 

1***************************************************** *************** 
'* Function ie_OnOuit() 
, * 
'* Purpose: Handles the IE OnOuit event and ends this program. 
, * 
'********************************************************************1 
function ie_OnOuit() 
{ 

ie_continue = false: 
} 

]]> 
</script> 
</job> 
</package> 
This script uses an HTML file named Exec.htm to provide the user interface: 
<html> 
<head> 
<title>Run a program on a remote computer</title> 
<I head> 
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<body> 
<p>Run a program on a remote computer.</p> 
<form name="frmMain"> 
<table border="l" cellspacing="0" cellpadding="5"> 

<tr> 
<td>Command:</td> 
<td><input type="text" name="txtCommand" size="30"></td> 

</tr> 
<tr> 

<td>Computer Name:</td> 
<td><input type="text" name="txtComputer" size="30"></td> 

</tr> 
<tr> 

<td>User Name:</td> 
<td><input type="text" name="txtUser" size="30"></td> 

</tr> 
<tr> 

<td>Password:</td> 
<td><input type="password" name="txtPassword" size="30"></td> 

</tr> 
<tr> 

<td>&nbsp;</td> 
<td align="right"><input type="button" value="OK" name="btnOK"></td> 

</tr> 
</table> 
</form> 

</body> 
</html> 

Following the comments at the top of the script are a series of <resource> tags. These 
tags contain the strings used in the script, which makes it easy to find the strings for 
editing or localization. 

The first <script> tag includes the file ErrorMsg.vbs. This script contains the same 
error function used in the previous example, Processor.vbs. Because many scripts 
require error reporting, this same script can be used in many places. 

The first subroutine is ExecuteCommand, and it does all the work. It is placed first 
in the script so that it will be available to the functions and subroutines following it 
in the file. This function uses the WMI interface to launch a command on a remote 
computer. 

The remainder of this script is written in JScript. The main function starts by calling 
the init function, loading our form into Internet Explorer, and then simply going to 
sleep until the ie_continue variable becomes False. 
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The init function creates an InternetExplorer.Application object and sets up its 
window. Then it gets the path and name of the HTML file that provides our user 
interface, sets ie_continue to True, and returns. 

Control is returned to the main function, which then loads the HTML document 
into Internet Explorer. The main function then sits in a loop, waiting for ie_continue 
to change. 

It doesn't look like anything else happens in this script, because main contains no 
more statements. But when Internet Explorer finishes loading the HTML page, the 
DocumentComplete event is triggered, which calls the ie_DocumentComplete func­
tion. Note that the name of the function is created by taking the object variable name, 
ie, and appending an underscore and the event name. 

The ie_DocumentComplete function sets up additional properties of the ie object, 
including the title. The line 

doc.all.btnOK.onclick = btnOK-OnClick: 

says to call the btnOK_OnClick function when the button named btnOK is clicked 
in Internet Explorer. When this is done, Internet Explorer's Visible property is set 
to True, and it appears on the screen. 

When the OK button is clicked, the btnOK_OnClick function is called. This function 
checks to be sure that the Command text box contains an entry, and it displays an 
error message if the box is empty. If the function finds a command, it calls the 
ExecuteCommand function, which does the work of executing the command. 

When you close the Internet Explorer window, the OnQuit event is triggered, call­
ing the ie_OnQuit function. This functions simply sets ie_continue to False so that 
the main function will exit. 
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Working with the Registry 
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Editing the Registry . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .. 661 

Changing Registry KeyPermissions ....................................... 665 

Working with a Remote Computer's Registry ................................ 666 

Monitoring Changes to Your Registry ..................................... 666 

Microsoft Windows 2000 includes two programs for browsing and editing your 
own registry and remote registries. Called Regedit.exe and Regedt32.exe, neither is 
everything you want in a registry editor. Because both programs lack undo and 
journaling capabilities, and because both transfer edits immediately to the registry 
without an intermediate save step, you have to use them with a certain degree of 
caution. Like the warnings that accompany nearly every consumer device these 
days, the cautionary messages sprinkled throughout these registry editors' help 
documents are, perhaps, a bit overstated. Nevertheless, it's true that certain errant 
registry edits (particularly in the HKLM section, which records data about your hard­
ware configuration) can make your system inoperable. Be alert and you won't get 
hurt, as a certain freeway-traffic reporter in Los Angeles used to say. 

This chapter presents a brief overview of the registry's organization and data types, 
a survey of the strengths and weaknesses of Regedit and Regedt32, and some details 
about the use of each registry editor. For information about some useful third-party 
tools for managing the registry, see the CD that accompanies this book. 
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How the Registry Is Structured 
Figure 39-1 shows a portion of a system's registry, as seen through Regedit. As shown 
in the figure, the registry consists of five root keys, called HKEY_CLASSES_ROOT, 
HKEY _CURRENT_USER, HKEY _LOCAL_MACHINE, HKEY _USERS, and HKEY_ 
CURRENT_CONFIG. (The registry actually includes a sixth root key, HKEY_ 
DYN_DATA. This one doesn't appear in the figure because Windows 2000 doesn't 
allow you to see it-let alone modify it!) For simplicity's sake and typographical 
convenience, this book, like many other registry texts, abbreviates the root key names 
to HKCR, HKCU, HKLM, HKU, and HKCC. 

; fiegi,lry Edit. Y",w ; [avorje. tlelp 

g. .. ~ My Compuler I;:,:N"Z"'am"'-..e --'-'-'_'-'-'."""",,,~_~j"""""'--~ __ ~ __ -"--_'-:;;I 
IBO HKEY_CLASSES_ROOT ~[Oefaufl) 
B CJ HKEY_CURRENT_USER j(i(JColorTableOO REG_DWORD 
i f:t)O AppEvenl. 'j(i(JColorTable01 REG_DWDRD 

'··e~ mi!ColorTable02 REG_DWORD 

i±l§S ~~~::~~:~~I mi!ColorTable03 REG_DWORD 
rfH.::J Idenlilie. J&:JColorTable04 REG_DWORD 
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(CJ Setting. ml)ColorTable08 REG_DWORD 

\tl CJ Sorrw... E.ii]ColorTable09 REG_DWORD 
I It] CJ SYSTEM ki(jColorTable10 REG_DWORD 

I 9 UNICODEPr~.mGroup. ~ColorTable11 REG_DWORD 
LJ Vol,'~' Environment !!i(JColorTable12 REG_OWORD 

ItlO HKEY_LOCAl,..MACHINE 1t(jColorTable13 REG_DWORD 
I'l (j HrEY_USERS :fut!ColorTable14 REG_DWORD 
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J&:J CursorSize REG_DWORD 
~F.ceName REG_SZ 
:fut!FonlFamily REG_DWORD 
ml)FonlSize REG_DWORD 
;~FontWeight REG_DWORD 
~tilFuliScreen REG_DWORD 
J&:J Hi.toryBufierSize 
OI~ . 

[value not ,el) 
0,00000000 (0) 
0,00800000 (8388608) 
0,00008000 (32768) 
0,00808000 (8421376) 
0,00000080 (128) 
0,00800080 (8388736) 
0,00008080 (32896) 
O,OOcOcOcO (12632256) 
0,00808080 (8421504) 
O,OOffOOOO (16711680) 
O,OOOOfiOO (65280) 
O,OOlfffOO (16776960) 
O,OOOOOOlf (255) 
0,OOffOOIf(16711935) 
O,OOOOfifi (65535) 
O,OOffflfl (16777215) 
0,00000000 (0) 
0,00000019 (25) 

The registry consists of five root keys, each of which contains many subkeys. 

Root keys, which are also sometimes called predefined keys, contain subkeys. Regis­
try editors, including Regedit and Regedt32, display this structure as an outline. In 
Figure 39-1, for example, HKCU has been opened to show the top-level subkeys: 
AppEvents, Console, Control Panel, and so on. A root key and its subkeys can be 
described as a path,like this: HKCU\Console. Root keys and their sub keys appear 
in the left pane of both Windows 2000 registry editors. 

Sub keys, which we call keys for short, can contain sub keys of their own. Whether 
they do or not; they always contain at least one value. In most registry texts, and in 
Regedit, that value is identified as the default value. Many keys have additional 
values. The names, data types, and data associated with values appear in the right 
pane of both of the Windows 2000 registry editors. As Figure 39-1 shows, the 
HKCU\Console key has many values. 
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The default value for many keys-including HKCU\Console-is not defined. You 
can therefore think of an empty default value as a placeholder-a slot that could hold 
data but currently does not. (In Regedt32, empty default values do not appear. 
Default values that do contain data are identified as <No Name> instead of default.) 

All values other than the default always include the following three components: 
name, data type, and data. As Figure 39-1 shows, the ColorTableOO value of 
HKCU\Console is of data type REG_DWORD. The data associated with this value 
is OxOOOOOOOO. (The prefix Ox denotes a hexadecimal value. Regedit displays the 
decimal equivalent of hexadecimal values in parentheses.) 

A key with all its sub keys and values is commonly called a hive. Registry documen­
tation sometimes uses the term hive in a more restricted sense, to denote a root key 
and all its subkeys and values. Hives in this restricted sense also constitute segments 
of the registry that are stored on disk in separate data files. You can see where the 
hives on your system are located by examining the values associated with HKLM 
\System \ CurrentControlSet\Control \ HiveList. Figure 39-2 shows the HiveList key 
for one of the systems used for this book. Machine-specific hives are stored in 
%SystemRoot% \ System32\Config; user-specific hives, which contain profile data, 
are stored in the %UserProfile% folder for each user. 

~i:~otV::ica~:n:ro!.::r~e'r::.~:",,;,:-~_.-_-_ •.. .,...,LT,....yp.-...... _-.Jr:.P-.'!\~-. __ -._-.~==-. __ -_-w_-.. -... _-.. _-.-_.-._._-.-..... _-_-_-. :::_.-_~-_.-_-.-.. ~j 
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Figure 39-2 
You can find the names and locations of files that make up your registry in 
HKLM\System\CurrentControISet\Control\HiveList. 

If you ever need to back up or restore hive files from a command prompt, the infor­
mation in HKLM\System \CurrentControISet\Control\HiveList tells you where the 
files live and what they are named. 
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Note The registry is the work of many hands and bears no consistent approach 
to capitalization .. With readability as our goal, we have made our own 
capitalization decisions for this book, and ours frequently differ from 
those you see in your registry editor. No matter. The registry itself is 
indifferent to capitalization. 

Registry Data Types 
The registry employs the following ~ata types: 

• REG_SZ. The 52 stands for zero-terminated string. This is a variable-length 
string that can contain Unicode as well as AN51 characters. Your registry edi­
tor automatically terminates the string with a 00 byte. A quick scan of the 
registry reveals that REG_5Z is one of the most common data types and that 
it's often used for numeric as well as textual data. (5ee, for example, the values 
of HKCU\Control Panel\Desktop.) The default values of most keys, where 
defined, are of type REG_5Z. 

• REG_DWORD. A REG_DWORD is a "double word"-that is, a 32-bit numeric 
value. Although this data type can hold any integer from a to 2 32, the registry of­
ten uses it for simple Boolean values (0 or 1) because it lacks a Boolean data type. 

• REG_MUL TI_SZ. This type is simply a group of zero-terminated strings 
assigned to a single value. The REG_MULTI_5Z type is sufficiently uncommon 
that the designers of Regedit failed to provide a good multistring editor. If you 
need to create or modify values of this type, use Regedt32. 

• REG_EXPAND _SZ. This data type is a zero-terminated string containing an 
environment variable, such as %5ystemRoot%. If you need to create a key con­
taining a variable name, use this data type, not REG_5Z. 

• REG_BINARY. As its name suggests, the REG_BINARY type contains binary 
data-Os and Is. For this data type, as for REG_MULTI_5Z, Regedt32 is a bet­

. ter editor than Regedit. 

• REG_LINK. The REG_LINK data type is a pointer to another section of the 
registry. For example, the HKCU root key consists of REG_LINKs to a specific 
user's data stored under HKU. When a user logs on, HKCU is mapped to point 
to the appropriate user-specific information m HKU. The REG_LINK type allows 
progranls that need information about the current user's preferences or history 
to get that information from a single source, HKCU, without having to know 
who's logged 9n. You can't create REG_LINK values through Regedit or 
Regedt32. It can be done only through the registry application programming 
interfaces (APls). 

• REG_NONE. The rare REG_NONE type is used only in unusual circumstances 
in which the presence or absence of a value is significant but the value's data is not. 
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• REG_FULL_RESOURCE_DESCRIPTOR, REG_RESOURCE_LIST, and 
REG_RESOURCE_REQUIREMENTS_LIST. These three data types provide 
information about the resources used or required by various components of 
your system. You'll probably never want to edit any of these values, but if you 
want to see what they look like, use Regedt32 and explore HKLM. 

Backing Up and Restoring the Registry 
Because the files that store registry hives are always open while Windows 2000 is 
running, you can't use simple copy procedures for backing up and restoring. You 
can, however, use Ntbackup.exe, the backup utility supplied with Windows 2000. 
To back up your registry with Ntbackup, choose the option to back up System State 
data. Ntbackup will back up your registry, your COM+ Class Registration database, 
and your boot files. . 

You can also back up the hive files listed at HKLM\System \CurrentControlSet 
\ Control \ HiveList by first booting into another operating system, such as MS-DOS. 
If your hives are stored on an NTFS volume, however, you need a tool that allows 
you to access that volume from your alternative operating system. You can find 
one for MS-DOS at www.sysinternals.comlnifspro.htm. 

Note Microsoft Windows 2000 Professional Resource Kit (Microsoft Press, 2000) 
includes Regback.exe and Regrest.exe, tools that let you back up your 
registry files while Windows 2000 is running. It also offers several other 
registry-management tools, including command-line (character-mode) 
utilities for searching and replacing registry keys, editing registry con­
tents, and dumping registry contents to the standard output device (or 
a file). The Resource Kit tools work with local as well as remote registries. 

Backing Up and Restoring Particular Hives 
Regedit's Export Registry command (on the Registry menu) lets you save the cur­
rent key, along with all its subkeys, values, and data, in a plain-ASCII file that can be 
restored to the registry via the Import Registry command (also on the Registry menu). 
These commands provide the undo or joumaling capability that Regedit otherwise 
lacks. Before you make changes to a hive, you can save that hive to disk. If you repent, 
you can import the saved file to return the registry to its former condition. 

Regedt32 also allows you to save and restore selected hives, by means of the 
Registry I Save Key command and the Registry I Restore command. There's a cru­
cial difference, however, between the files created by Regedit's Export Registry and 
Regedt32's Save Key: a file created by Regedit records the key from which it was 
saved, whereas a file created by Regedt32 does not. When you restore a file 
exported by Regedit, the data automatically returns to the part of the registry from 
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which it was saved. When you restore a file exported by Regedt32, the program 
displays a confirmation prompt to warn you that you're about to overwrite the 
current registry key. Be careful! It's your responsibility to verify that you've 
selected the right key to overwrite. Because a mistaken selection can wreak con­
siderable damage to your registry, you might want to avoid using Regedt32 for 
simple undo-protection backup purposes. 

Note Regedit's export files have the extension .reg. You can also restore such 
a file to the r~gistry by right-clicking it in Windows Explorer and choos­
ing Merge from the shortcut menu-or simply by double-clicking the file, 
assuming that its default action has not been changed. Application vendors 
typically use .reg files to add their data to your registry on setup, and, as 
we'll see, you can use .reg files to edit your own and others' registries as well. 

Regedt32 has an additional command, Registry I Load Hive, that restores a saved 
hive without overwriting current registry data. The incoming information becomes 
a subkey to the selected key. This procedure provides a convenient way to dupli­
cate a section of the registry-for example, to copy data from one user's section of 
HKU to another's. The Load Hive command is available only in HKU and HKLM. 

Regedit VS. Regedt32 
Each editor has strengths and weaknesses relative to the other. Unless you opt for 
a third-party program that has the best features of both, you'll probably find your­
self switching between the two, using Regedit for certain tasks and Regedt32 for 
others. Incidentally, the Setup program for Windows 2000 doesn't create short­
cuts for either editor on the Start menu, but it does install both editors. You can run 
either by typing its name (no path required) on a command line. 

Here's a capsule summary of the differences between Microsoft's two registry 
editors: 

• User interface. Regedt32 uses a multiple-document interface, conveniently 
displaying each root key in a separate window. Unfortunately, instead of using 
the current Windows standard for outline controls, it emulates the look and feel 
of the Windows 3.1 File Manager, requiring you to double-click outline entries 
to reveal their subentries. Moreover, determining exactly where you are in the 
registry is sometimes a challenge with Regedt32 because the program lacks a sta­
tus bar. And, unlike Regedit, Regedt32 does not save your selection when you 
quit, so if you want to return to some deeply nested registry outpost at your next 
session, you either have to use the Find command or double-click your way back. 

In contrast, Regedit uses standard outline controls, displays your current posi­
tion on its status bar, and keeps track of your selection when you quit. It's a 
cleaner, simpler design, and it doesn't make you feel like you're living in 1992. 
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• Searching for keys, values, and data. Regedit's Edit I Find command (short­
cut Ctrl+F) lets you search through values and data as well as keys. It's more 
versatile than Regedt32' s View I Find Key command (no shortcut), which looks 
only at key names. When you've entered a search string in Regedit, you can 
repeat the search by pressing F3. 

• Editing. Regedit is fine for editing REG_SZ, REG_EXPAND_SZ, and REG_ 
DWORD data. Because it presents all other data types as hexadecimal values, 
you'll probably feel more comfortable using Regedt32 for many editing tasks. 

• Risk-free browsing. Regedt32 offers a read-only mode (Options I Read Only 
Mode) that's ideal for casual registry exploration. Regedit provides no such 
convenience. 

• Security. Regedit won't help you if you need to change the permissions asso­
ciated with a registry key. Use Regedt32's Security I Permissions command 
instead. (See "Changing Registry Key Permissions, " page 665.) 

Editing the Registry 
Now let's look at procedures for making specific kinds of changes to your registry. 

Changing Data 
In either registry editor, you can change the data associated with a value by double­
clicking the value in the right pane. This action pops up an editor dialog box, where 
you can enter a new value. Note the following points: 

• For data types other than REG_SZ, REG_EXPAND_SZ, and REG_DWORD, 
you'll probably prefer Regedt32 to Regedit. Regedt32's dialog boxes provide 
more options (the ability to work with binary data, either in binary or hex, 
for example), and only Regedt32 allows you to edit REG_MULTI_SZ data 
as strings. 

• To add data to an empty default value, you must use Regedit. Regedt32 pro­
vides no way of doing this. 

Adding or Deleting Keys 
To add a key in Regedit, select the new key's parent key, choose Edit I New, and 
then choose Key from the cascading submenu. The new key arrives as a generically 
named outline entry, exactly the way a new folder does in Windows Explorer. Simply 
type to supply a new name. To delete a key, select it and press the Delete key. 

To add a key in Regedt32, choose Edit I Add Key. The dialog box that appears has 
a Name field and a Class field. Don't waste any time trying to figure out what the 
Class field is for; it appears to have no purpose whatsoever. !o delete a key, select 
it and press Delete. 
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Adding or Deleting Values 
To add a value in Regedit, select the parent key and choose Edit I New. From the 
cascading submenu, choose String Value, Binary Value, or DWORD Value. (If you 
want an EXPAND_SZ or MULTI_SZ, use Regedt32, not Regedit.) The new value 
arrives in the right pane with a generic name. Type over the generic name, double­
click, and add data to taste. 

To add a value in Regedt32, choose Edit I Add Value. In the dialog box, supply a 
name and choose a data type from the drop-down list. Double-click the resulting 
value to supply data. 

To delete a value in either program, select it and press Delete. 

Using. Reg Files to Edit the Registry 
The .reg files created by Regedit's Export Registry command are plain ASCII, suit­
able for reading and modification in Notepad or any other plain-text editor. (See 
uBacking Up and Restoring Particular Hives," page 659.) Thus, you have an alternative 
way to edit your registry: you can export a hive, change it offline, and merge it 
back into the registry. Or you can add new keys, values, and data to the registry by 
creating a .reg file from scratch and merging it. A .reg file is particularly useful if 
you need to make the same changes to the registry of several different computers. You 
can make and test your changes on one machine, save the relevant part of the ,reg­
istry as a .reg file, and then transport the file to the other machines that require it. 

Figure 39-3 shows an example of a .reg file. In this case, the file was generated from 
the HKCU\Software \ Microsoft \ Windows \ CurrentVersion \ Explorer \Ad vanced 
key, shown in Figure 39-4. 

Windows Registry Editor version 5.00 

[HKEY _CURRENT _USER\softwar e\Mi cr os oft\wi ndows \cur r entver s i on\Exp 1 orer\Adv anced] 
"Hi dden".dword: 00000001 . . 
"showcompcol or "·dword: 00000000 
"Hi deFi 1 eExt ".dword: 00000000 

::~~~~i~~~i~~:~::;~~~~gbgggg~ooo 
"Hi deIcons ".dword: 00000000 

::~:~~~~er.~~~~;;~Zg~~bggfooooo 
"Fi lter ".dword: 00000000 
"super Hi dden"·dword: 00000001 
.. separ at ePr oces s .. Kdwor d: 00000001 
"Start Butt onBa 11 oonTi p" -dword: 00000001 
"StartMenuIni t" .dwor d: 00000003 
"IntelliMenus ..... NO .. 
"StartMenuAdmi nTool s "-"YES" 
.. St artMenuFavori tes ".dword: 00000001 
.. St artMenuLogoff" -dwor d: 00000001 
"cascadecontrol panel ..... YES .. 
"cascadeMyDocuments ..... YES .. 

!
"cascadeNetworkconneCt1 ons ..... YES .. 
"cascadepri nters "."YES" 
"StartMenuscroll programs "."NO" 
"Showsuper Hi dden".dword: 00000001 
"cl assi cvi ewstat e"-dword: 00000000 
.. St artMenuchevr on" -dwor d : 00000000 

Figure 39-3 

. ' 

.. l::J 

A .reg file is a plain-text file suitable for offline'editing. This one was generated by the 
key shown in Figure 39-4. 
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! i CJ C.bineISI.I. ~ Cla .. icViewSlal. REG_DWORD 0.00000000 [0) 

m CJ ClSID imDonlPrelt,yPalh REG_DWORD 0.00000000[0) 
1tl.CJ ComCl~32 ~ Filter REG_DWORD 0.00000000 [0) 

I ; CJ D kl SI ~Hidden REG_DWORD 0.00000001 [1) 
( .. CJ D::k~~".'ear~HideFileE.t REG_DWORD 0.00000000 [0) 
ltl CJ Discardabl. ~ H idel cons REG_DWORD 0.00000000 [0) 

I m CJ FileE.t. §'jlntelliMenu. REG_SZ No 
\···0 Map Network I ~MapNetDrvBtn REG_DWDRD 0.00000000 [0) 

! I±J 0 MenuOrder !!lOSep.r.teProc"" REG_DWORD 0.00000001 [1) 
[l] CJ MountPoint. ~ShowCompColor REG_DWORD 0.00000000 [0) 
1tl0 MyComputer ~ShowlnfoT~ REG_DWORD 0.00000001 [1) 
i CJ NewShortcutH j;j(]ShowSuperHidden REG_DWORD 0.00000001 [1) 
~··CJ RecentDoc. ',;;IJSt.rtButtonBalloonTip REG_DWORD 0.00000001 (1) 

~'g ~~~S~O~~fO J ~StartMenuAdminTools REG_SZ YES 

I .... D Shen Folders ~StartMenuChevr.on REG_DWORD 0.00000000 [0) 
, 0 St MRU !!lOStartMenuFavoute. REG_DWORD 0.00000001 (1) 

r1 CJ St;::~s ~ StartMenulnit REG_DWORD 0.00000003 [3) 
i"'9 StuckRects2 ~StartMenuLo~off REG_DWORD 0.00000001 [1) 

; LJ Thumbnail Vi., ,~StartMenuScroIlProgr.ms REG_SZ NO 
[ ... CJ tips ~SuperHidden REG_DWORD 0.00000001 [1) 

i j 0 User Shen Folc.=.! !!lOWebView REG_DWORD 0.00000001 (1) 
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Figure 39-4 
This key's name, values, and data are rec~rded in the .reg file shown in Figure 39-3. 

As you examine the examples shown in the two illustrations, note the following: 

• Header line. The file begins with the line Windows Registry Editor Version 5.00. 
When you merge a .reg file into the registry, Regedit uses this line to verify that 
the file contains registry data. Version 5 (the version of Regedit shipped with 
Windows 2000) generates Unicode text files. If you want to share registry 
data with a system running Windows NT 4 or Windows 9x, choose the 
Windows 9x/NT4 option in Regedit's Export Registry File dialog box. Other­
wise, the Windows 9x or Windows NT version of Regedit will choke on the file's 
Unicode characters. To create a .reg file from scratch that's suitable for import 
into Windows 9x or Windows NT 4, use the header REGEDIT4 instead of Win­
dows Registry Editor Version 5.00. 

• Key names. Key names are delimited by brackets and must include the full path 
. from root key to current subkey. The root key name must not be abbreviated. 
(Don't use HKCU, for example.) Figure 39-3 shows only one key name, but you 
can have as many as you please. 

• The default value. Undefined default values do not appear in .reg files. Defined 
default values are identified by the special character @. Thus, a key whose 
default REG_SZ value was defined as MyApp would appear in a .reg file 
this way: 

"@"="MyApp" 

• Value names. Value names must be enclosed in quotation marks, whether or 
not they include space characters. Follow the value name with an equal sign. 
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Notice that the value names shown in Figure 39-3 do not appear in the same 
order as in Figure 39-4. Don't ask why. (We didn't make this one up; this is how 
Regedit saved it.) Regedit displays your keys in alphabetical order, no matter 
how you enter them. 

• Data types. REG_SZ values don't get a data-type identifier or a colon. The data 
follows directly after the equal sign. Other data types are identified as follows: 

Data Type Identifier 
REG_DWORD dword 

REG_BINARY hex 

REG_EXPAND_SZ hex(2) 

REG_MULTCSZ hex(7) 

REG_RESOURCE_LIST hex(8) 

REG_FULL_RESOURCE hex(9) 
_DESCRIPTOR 

REG_RESOURCE - hex (a) 
REQUIREMENTS_LIST 

REG_NONE hex(O) 

A colon separates the identifier from the data. Thus, for example, a REG_DWORD 
value of 00000000 looks like this: 

"Keyname"=dword:00000000 

• REG_SZ values. Ordinary string values must be enclosed in quotation marks. 
A backslash character within a string must be written as two backslashes. Thus, 
for example, th~ path d: \lotus \ 123 \addins is written like so: 

"d:\\lotus\\123\\addins\\" 

• REG_DWORD values. Dword values are written as eight hexadecimal digits, 
without spaces or commas. Do not use the Ox prefix. 

• All other data types. All other data types, including REG_EXPAND_SZ and 
REG_MULTI_SZ, appear as comma-delimited lists of hexadecimal bytes (two 
hex digits, a comma, two more hex digits, and so on). The following is an 
example of a REG_MUL TI_SZ value: 

"Addins"=hex(7):64,00.3a,00,5c,00,6c,00,6f,00,74,00,75,00,73,00,5c,00,31,\ 
00,32,00,33,00,5c,00,61,00,64,00,64,00,69,00,6e,00,73,00,5c,00,64,00,71,\ 
00,61,00,75,00,69,00.2e,00,31,00.32,00,61,00,00,00,00,00,00,00 
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• Line-continuation characters. You can use the backslash as a line-continuation 
character. The REG_MUL TI_SZ value just shown, for example, is all one stream 
of bytes. We've added backslashes and broken the lines for readability, and you 
can do the same in your .reg files. 

• Line spacing. You can add blank lines for readability. Regedit ignores them. 

Changing Registry Key Permissions 
By default, administrators and the System account have full control over all regis­
try keys. The Creator/Owner of a key has full control over that key. (For example, 
a user typically has full control over HKCU while that user is logged on.) In other 
registry contexts, a user's default permissions allow Read access but nothing more. 
If you attempt to change a registry key for which you have Read access only, your 
registry editor presents the appropriate editing dialog box but rejects your edit. 

To change permissions for a key, log on as an administrator and use Regedt32's 
Security I Permissions command. The Permissions dialog box, shown in Figure 39-5, 
works the same way as similar dialog boxes in other parts of Windows 2000. 

@liitiftjMfti@Wt:fU!!mj$Yiill!ll> :;,'; .' .;J1)jjiJ 
Security I 

Name 

Remove 
·f!iiMiijfjMjiij"·V'l!lfiJl 
t!1 CREATOR OWNER 

t!1 Everyone . 

t!1 Power Users (SIEGMUND\Power Users)': 
c:V.c:TFM....· .:.l 

~ ':.!l . 
£ermissions: Allow Deny 

Read o 0 
Full Control o 0 

Adyancedw I 
r Allow inberitable permissions from parent to propagate to this 

object 

. j OK Cancel 

Figure 39-5 
By default, administrators and the System account have full control over all registry keys. 
In most contexts, other users have Read access only. 

Use the Add button to add a user or group to the Name list. For example, if you want 
to deny Read access to guest logons, click Add, select Guests in the ensuing Name 
list, and then click Add followed by OK. This returns you to the dialog box shown 
in Figure 39-5, where you can select Guests in the Name list and then select Deny 
in the Read row. 
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To set or deny something more specific than Read or Full Control, click the Advanced 
button in the dialog box shown in Figure 39-5. The Permissions tab of the Access 
Control Settings dialog box that appears specifically lists all the actions that each user 
and group can or cannot perform. To modify one of these settings, select it and click 
View IEdit. In the next dialog box that appears, shown in Figure 39-6, you can make 
the appropriate adjustments. 

Figure 39-6 
You can set permissions at a more granular level than Read or Full Control. 

Permissions for a key propagate, by default, to all that key's subkeys that currently 
exist and all that might be created in the future. To turn this propagation off for a 
key, select the key, choose Security I Permissions, and clear the check box at the 
bottom of the Permissions dialog box. 

Working with a Remote Computer's Registry 
To work with a remote registry in Regedt32, choose Registry I Select Computer 
and specify the remote computer's network name. To do the same in Regedit, 
choose Registry I Connect Network Registry. Regedt32 permits you to work only 
with the remote computer's HKLM and HKU keys. In Regedit, you can also work with 
the remote computer's HKCR. 

r,'iiiiiloriiiy Changes to Your Regisiry 
Windows 2000 doesn't provide a registry monitoring tool, but third-party products 
that serve this function are available. (The excellent Regmon, for example, is included 
on the companion CD or you can download it from www.sysinternals.comlregmon.htm.) 
If you don't have a monitoring program, you can still take "before and after" shots 
of your registry to determine what changes have occurred. You might want to do 
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this before installing a new application if you're concerned about what that 
application's setup routine might do to your registry. 

You can use Regedit's Registry I Export Registry File command to dump your entire 
registry to a .reg file. (Choose All in the Export Range section of the Export Registry 
File dialog box.) This generates a gigantic disk file, of course, so if you're concerned 
only about changes in a particular section of the registry, you can save a little time 
and disk space by dumping only that section. 

At any rate, after you've taken your "before" shot and "after" shot, you can use a 
file-comparison program to find out what changes have occurred. The Command 
Prompt program Fc.exe does a fast and efficient job of comparing large text files. Be 
sure to use the IU (Unicode) switch. You might also want to redirect output to a text 
file for easier inspection: 

fc /u before. reg after. reg >regcomp.txt 

If you prefer a graphical approach to file comparison, you can use the Windiff 
utility, one of the support tools supplied on your Windows 2000 Professional distri­
bution CD. But Fc gets you the information you need a lot more quickly than Windiff. 
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Just as you perform regularly scheduled maintenance on your car, so should you take 
some simple periodic maintenance steps to keep your Microsoft Windows 2000 sys­
tem running smoothly. In particular, it's wise to do the following on a regular basis: 

• Make sure that you always have enough space on your hard disk, by getting 
rid of files you no longer need and compressing files if necessary. 

• Defragment your hard disks to optimize file access. 

• Check your disks for file-system and media errors. 

• Visit the Windows Update Web site to make sure that you're using the latest 
versions of your device drivers and system files. 

• Update your emergency repair disk (ERD). 

Freeing Up Disk Space 
Like freeway lanes, hard disks have a way of filling to overcapacity, no matter how 
many you have. The very cheapness of disk storage encourages consumption; and 
Windows itself is a most extravagant consumer. It's important to keep an eye on your 
available space, because if you run too Iowan storage, Windows won't have enough 
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room for its paging (swap) file. At that point, you start seeing ominous messages and 
degraded performance. . 

To pare back on disk-space consumption, you can do any or all of the following: 

• Uninstall programs you don't need. 

• Uninstall Windows components you don't need. 

• Delete documents you don't need. 

• Use the on-the-fly file compression available on NTFS volumes. 

Cleaning Up with Disk Cleanup 
The simplest way to perform most of these steps is with Disk Cleanup, a tool that you 
can run by choosing Start I Programs I Accessories I System Tools I Disk Cleanup. 
(Alternatively, right-click a disk in Windows Explorer, choose Properties from the 
shortcut menu, and click Disk Cleanup on the General tab of the properties dialog box.) 
Figure 40-1 shows an example of the work that Disk Cleanup can perform. 
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; ~; T ot~1 amount 01 disk. space you gain: 

:t:. Description .," -,-

it : Tempor~ri Offline files <lre local copies of recentlY usedrietJ;6rl<.: 
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Figure 40-1 
Disk Cleanup can get the cobwebs off your system. 

As the figure shows, Disk Cleanup can eliminate files in various categories. When 
you select a file category, the utility describes that category in the space below the 
category list. For most categories, you can click a View Files button to see the files 
in question in Windows Explorer. 

The More Options tab in the Disk Cleanup dialog box provides two more buttons­
one for removing Windows components, the other for removing other programs. 
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Clicking these buttons takes you to sections of Control Panel I Add/Remove Programs 
that were described in Chapter 9. (See "Changing or Removing Programs," page 148; and 
"Adding and Removing Windows Components," page 749.) Note that many of the Win­
dows components that were on the list of removable items in previous versions of 
Windows are no longer there by default. Chapter 9, however, describes a way to 
restore those items to the list so that you can delete them. 

Using NTFS File Compression 
One of the many advantages of the NTFS file system is that it offers on-the-fly com­
pression. All you have to do is set an attribute for an NTFS file, and Windows 2000 
compresses it, decompressing it automatically when you open it. To compress a file 
or folder, right-click it in Windows Explorer, choose Properties from the shortcut 
menu, and click Advanced. In the Advanced Attributes dialog box, shown in Fig­
ure 40-2, select Compress Contents To Save Disk Space. 

, ~. Choose the settings you want for this folder 
:.- When you apply these changes you win be asked If you want the 

changes to affect an subfolders and files as well. 

Figure 40-2 
You can compress any or all of your NTFS files and folders by setting an attribute in this dialog box. 

To compress an entire volume at once, right-click the drive in Windows Explorer and 
follow the procedure just described. You'll be asked to confirm that you really want 
to do this for every file in the volume. When you say yes, the system starts a process 
that might take hours to complete. But you need to do this only one time. (You can 
continue working while Windows 2000 is busy compressing your NTFS files. If the 
system wants to compress an open file, you'll be notified. At that point, you can close 
the file in question and click a Retry button, or you can click Ignore or Ignore All.) 

Note the following about compressed NTFS files: 

• Encryption, which is also enabled via an attribute setting, is incompatible with 
compression. For reasons that are not clear, the NTFS file system can compress 
a file or encrypt it, but it can't do both. (For information about encryption, see 
"Encrypting Folders and Files," page 557.) 
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• If you create a new file in a compressed folder, the new file is compressed. 

• If you copy a file into a compressed folder, the file is compressed. 

• If you move a file from a different NTFS volume into a compressed folder, the 
file is compressed. 

• If you move a file from the same NTFS volume into a compressed folder, the 
file retains whatever compression setting it had originally. 

• The amount of compression you get depends on the contents of the file. But 
in any case, the compression offered via NTFS is not as great as you would 
get from a third-party product such as WinZip. In return for less dramatic 
compression, NTFS offers the convenience of on-the-fly compression and 
decompression. 

If you use compression, you might also want to take advantage of an option in Win­
dows Explorer that displays compressed files and folders in an alternative color. That 
way, you can see at a glance which files and folders are compressed. To use this 
feature, choose Tools I Folder Options in Windows Explorer. Go to the View tab and 
select Display Compressed Files And Folders With Alternate Color. 

Optimizing Disk Performance with Disk Defragmenter 
On a freshly formatted disk, files are stored in contiguous clusters. As files are 
deleted and new ones of differing sizes are created, this tidy arrangement of con­
tiguously stored files breaks down, and files that were once all one piece become split 
into many noncontiguous pieces. The resulting fragmentation adversely affects disk 
performance because it takes more movement of the read/write head to open or save 
a file. The Disk Defragmenter utility improves performance by rearranging files into 
contiguous clusters. 

To run Disk Defragmenter, choose Start I Programs I Accessories I System Tools 
I Disk Defragmenter. Alternatively, do any of the following: 

• Right-click a drive in Windows Explorer, choose Properties from the shortcut 
menu, click the Tools tab, and then click Defragment Now. 

• Run Dfrg.msc from a command prompt. 

• Right-click My Computer, choose Manage from the shortcut menu, open 
Storage in the console tree of Computer Management, and select Disk 
Defragmenter. 

Disk defragmentation can be a time-consuming process, so it's probably not worth 
the bother on a disk that's not very fragmented. To determine whether it would be 
worthwhile to defragment a disk, select it in the top half of Disk Defragmenter's 
window and click Analyze. As Figure 40-3 shows, Disk Defragmenter presents its 
recommendation. You can click View Report to get more details. (See Figure 40-4.) 
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Figure 40-4 
Clicking the View Report button lets you see what percentage of your files are fragmented 
and which files are most widely scattered. 

In the Analysis Report dialog box, you can click Save As to dump the analysis to a 
text file, Print to generate a printed report, or Defragment to begin the optimization 
process. 

Disk Defragmenter does not move the following items: 

• The \Recycled and \Recycler folders (the repositories for your Recycle Bin on 
FAT and NTFS volumes, respectively) 

• The files Safeboot.fs, Safeboot.csv, Safeboot.rsv, and Bootsect.dos (if they exist) 

• The NTFS Master File Table (MFT) 
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• The NTFS Master File Table Mirror (MFTMirr) 

• The paging file (Pagefile.sys) 

The MFT, which the operating system must consult each time it accesses any file on 
an NTFS volume, is originally stored in contiguous clusters. Because severe fragmen­
tation of the MFT would have a particularly adverse effect on disk performance, the 
operating system allocates enough space for this critical system file to allow expan­
sion as you add documents and programs to your hard disk. Nevertheless, the MFT 
can become fragmented. (If you create a large number of small files, the number of 
entries in the MFT can cause the MFT to exceed the space originally allocated for it; 
if you create a lot of large files, those files might need some of the space originally 
allocated to the MFT, resulting in fragmentation of the MFT as files are subsequently 
added and deleted.) You can find out whether and to what degree your own MFT 
is fragmented by scrolling the upper portion of Disk Defragmenter's Analysis 
Report. (See Figure 40-4.) 

. As Microsoft Knowledge Base article Q174619 (included on the CD accompany­
ing this book) explains, you can increase the ratio of MFT allocation to total disk 
space for all NTFS volumes on your system by adding the REG_DWORD value 
NtfsMftZoneReservation to the registry key HKLM \ System \CurrentControlSet 
\ Control \ FileSystem (or editing this value if it already exists). Acceptable values 
are 1,2,3, and 4, with higher numbers resulting in larger MFT allocations. (Microsoft 
does not say exactly what the allocation ratios are.) 

Note, however, that to be effective this registry change must be made at the time a disk 
is formatted. If your MFT is already in pieces, a registry fix will not reassemble it. 

Disk Defragmenter's Analysis Report can also tell you whether your paging file is 
fragmented. Like the MFT, the paging file is a critical component of your system, and 
if it's in several pieces your system's performance will suffer. Disk Defragmenter 
cannot rearrange your paging file, but if yours is in fragments and you have more 
than one hard disk, you can work around the problem as follows: 

1. Choose Start I Settings I Control Panel I System. 

2. On the Advanced tab of the System Properties dialog box, click Performance 
. Options. 

3. -Click Change. 

4. Change both the minimum and maximum size of your current paging file to 
0, and create a new paging file on a different disk. 

5. Reboot your computer to make the new settings take effect. 

6. Defragment the drive on which you originally had your paging file. 

7. Repeat steps 1 through 4, re-creating a paging file on the original disk. 

8. Reboot again. 
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Alternatively, you can look for a third-party defragmentation tool that offers boot-time 
defragmentation of your paging file. One candidate is Diskeeper, from Executive 
Software (www.executive.com). the company that supplies the defragmenter included 
with Windows 2000. (Diskeeper is a more feature-rich version of the Windows 
2000 Disk Defragmenter.) Diskeeper can perform boot-time defragmentation of 
both the MFT and the paging file. Unlike the native Disk Defragmenter, it can also 
be set to run on a schedule, and you can use it to defragment disks on remote as well 
as local computers. 

Checking Disks for File-System and Media Errors 
To check a disk for file-system and media errors, you can right-click the disk in 
Windows Explorer, choose Properties from the shortcut menu, click the Tools tab, 
and then click the Check Now button. The Check Disk dialog box that appears pro­
vides a graphical interface for the Command Prompt command Chkdsk 

.'SIM,tffl Mijwl!"H::,i<'; _wil 
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Check disk options I 
Ii AutomaticaRy fjx file sY'stem errors . 

Ii Sea!} for and attempt recovery of bad sectors 

Choosing Automatically Fix File System Errors in this dialog box is equivalent to 
running Chkdsk with the IF switch. Choosing Scan For And Attempt Recovery Of 
Bad Sectors is equivalent to running Chkdsk with IR. Choosing this second option 
implicitly chooses the first as well; that is, if you check for media errors (bad sectors), 
the command also checks the file system. 

Both of these options require that the system be granted exclusive control of the disk 
that you want to check If you have any open files or processes that require access 
to the disk, you are notified that the requested checkup cannot be carried out. You 
then have the option of having the system check your disk the next time you start 
your computer. If you accept, Windows 2000 opens a character-mode window and 
performs the desired check at your next startup, before the logon screen appears. If 
the disk in question is your boot disk, the system makes a second restart after com­
pleting the checkup. 

Unfortunately, although the graphical interface might be more pleasant to look at 
than the command line, you can't operate it through the Windows 2000 Scheduled 
Tasks facility. Therefore, to perform file-system and media checks automatically 
at regular intervals (a good maintenance practice), you need to create a batch pro­
gram that executes Chkdskexe and then create a scheduled task to execute the 
batch program. 
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(For information about creating batch programs, see Chapter 37, "Using Batch Programs." 
For information about creating scheduled tasks, see Chapter 8, "Running Programs.") 

Chkdsk has some additional options not provided by the graphical interface. To see an 
explanation of these options, open a Command Prompt window and type chkdsk /? 

Using Windows Update to Maintain Driver and System Files 
As we mentioned in Chapter 16, "Using Device Manager and Hardware Profiles," it's 
a good practice to visit the Windows Update site periodically. Shown in Figure 40-5, 
the Windows Update site can keep you informed as newer drivers and Windows 
components become available for your system. Among other things, the Windows 
Update site offers a Critical Update Notification component. If you download it, this 
component automatically notifies you whenever Microsoft posts a new critical com­
ponent for Windows 2000. But the Critical Update Notification component doesn't 
check for new device drivers, so you should still visit the Windows Update site from 
time to time, even if you have installed the notification component. To get to Win­
dows Update, click the Windows Update command at the top of your Start menu 
(if it's there), or send your browser to windowsupdate.microsoft.com. 
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Figure 40-5 
The Windows Update site can notify you wilen new device drivers or \IVindows 
components are available for your system. 

Windows Update also provides a link to a comparable update site for Microsoft 
Office,officeupdate.microsoft.com. 
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Backing Up 
Although backing up is more akin to buying insurance than to getting an oil change 
or a tune-up, we would be remiss if our maintenance chapter did not at least 
mention the improved backup program that comes with Windows 2000 Profes­
sional. Ntbackup.exe, which you can run by choosing Start I Programs I Accessories 
I System Tools I Backup (alternatively, right-click a drive in Windows Explorer, 
choose Properties, click the Tools tab, and click Backup Now), now includes a sched­
uling feature. In other words, unlike the version shipped with Windows NT 4, the 
current backup program allows you to execute backup routines as scheduled tasks. 
Thus, while you're setting up other routine maintenance procedures, you can go 
ahead and establish a scheduled sequence of backups as well. 

Ntbackup offers five types of backup: 

• A normal backup backs up all selected files and clears their archive attributes 
(so that subsequent differential or incremental backups don't copy these files­
unle~s, of course, the files have changed since their normal backup). 

• An incremental backup copies selected files that have changed since the most 
recent normal or incremental backup and clears these files' archive attributes. 

• A differential backup copies selected files that have changed since the most 
recent normal or incremental backup but does not clear the files' archive 
attributes. Subsequent differential backups continue to copy all files that have 
changed since the most recent normal or incremental backup. 

• A copy backup copies all selected files but does not clear archive attributes. A 
copy backup is useful as a way of archiving particular files without affecting 
your overall backup routine. 

• A daily backup copies all-selected files that have changed on the current day, 
without clearing the files' archive attributes. It's a way of backing up a particular 
day's work without affecting the overall backup routine. 

When you set up a backup task in Ntbackup, you have the option of including your 
system state data in the backup. Unless space limitations make it impossible, you 
should avail yourself of this option. When you back up your system state data, 
Ntbackup copies your registry, your COM+ Class Registration database, and your 
boot and system files to the backup medium. It also copies your registry to the folder 
%SystemRoot% \Repair \ Regback. In the event of some kind of registry disaster­
corruption or deletion of registry files, for example-you might be able to restore 
your registry from these Regback files, even if your backup medium became inac­
cessible. (Our more introductory book, Running Microsoft Windows 2000 Professional 
[Microsoft Press, 2000], provides a complete description of Ntbackup; see Chapter 
29, "Protecting Your Data with Backup," in that volume.) 
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Keeping an Up-to-Date Emergency Repair Disk 
One of the functions that Ntbackup can perform is the creation of an emergency 
repair disk (ERD). An ERD is a floppy disk containing data that might enable Win­
dows 2000 to get your system running again if it fails to start in the normal way. 
(Recovery via ERD is'one of the catastrophic recovery processes described in Chapter 
42, "Troubleshooting.") You should update your ERD regularly, as one of your rou­
tine maintenance procedures. That way, if the need ever arises, you'll have a reason­
ably current recovery disk at your disposal. 

To create an ERD, run Ntbackup (Start I Programs I Accessories I System Tools I 
Backup). On the Welcome tab, click Emergency Repair Disk. 

Like Ntbackup's System State option, the process of creating an ERD also creates a 
registry backup in %SystemRoot% \ Repair \ Regback. (The files are too large to fit on 
the floppy disk.) If your registry is damaged, the ERD recovery process can make 
use of this backup. (SeelfUsing the Emergency Repair Disk," page 711.) 
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Chapter 41 

Viewing System 
Information 

In This Chapter 
Browsing Your System ................................................. 680 

Exporting System Information ........................................... 684 

Opening and Closing Saved System Information Files ......................... 684 

Running System Information from a Command Prompt ....................... 685 

Microsoft Windows 2000 includes a Microsoft Management Console snap-in called 
System Information that provides a read-only window into an array of details about 
the hardware and software components of your system. You can use this snap-in to 
satisfy your curiosity, to print or save a system inventory, or as a means of tracking 
down problems. You can save a record of your system components in text or binary 
format. The binary output, which can be read into another user's copy of System 
Information, is an ideal way to send a snapshot of your system to a product support 
specialist or other interested party. System Information's Tools menu also provides 
access to several potentially useful troubleshooting utilities. 

To run System Information, do any of the following: 

• Choose Start I Programs I Accessories I System Tools I System Information 

• At a command prompt, type I/%commonprogramfiles% \microsoft shared\msinfo 
\msinfo32.exe" 

• At a command prompt, type I/%commonprogramfiles% \microsoft shared\msinfo 
\msinfo32.msc" 

• Launch either Msinfo32.exe or Msinfo32.msc from Windows Explorer 

679 



You can also get to System Information by right-clicking My Computer and choos­
ing Manage. System Information is one of several snap-ins included in Computer 
Management. 

Note that because System Information is a read-only tool, you don't have to be logged 
on as an administrator to use it. By default, all users have Read & Execute privileges. 

Msinfo32.exe is an application whose function is to launch Msinfo32.msc, the MMC 
snap-in. Presumably, the reason the .exe exists is to provide additional switches 
(more than MMC itself provides) for command-line execution. (See "Running Sys­
tem Information from a Command Prompt," page 685.) 

If you use Microsoft applications, it's possible that you also have other versions of 
Msinfo32.exe lurking on your system. These older versions are stand-alone appli­
cations and do not launch the MMC snap-in that is the subject of this chapter. 

Note If you're curious about the provenance of alternative versions of 
Msinfo32.exe-or other applications or DLLs-visit Microsoft's DLL 
Help Database, at support.microsoft.com/servicedesks/fileversion/dllinfo.asp. 
Type the name of the file in question and click Submit. A list of version 
numbers appears. Use your file's properties dialog box to find its ver­
sion number. Click the version number on the DLL Help Database site 
to see a list of applications or operating-system versions that might have 
supplied the file. 

Browsing Your System 
Figure 41-1 shows System Information's presentation of the System Summary item 
for one of the computers used to write this book. As you can see, the snap-in's console 
tree uses standard outline controls. You can display information for only one com­
puter at a time. If you're perusing the local computer, the top entry in the console 
tree might say System Information (Local). Or it might simply say System Informa­
tion. If you're working with a remote computer or if you open a saved information 
Cnfo) file, the name of that computer or file appears in parentheses after the words 
System Information. 

To explore what System Information has to offer, simply open the outline controls 
and navigate. If you're investigating a local or remote computer directly (that is, 
you're not reading a previously saved .nfo file), you will probably have to wait a few 
seconds at each node of the outline while System Information refreshes its data. 

Switching Between Basic and Advanced Views 
Because the designers of Windows love to give you choices, System Information 
provides two types of views: Basic and Advanced. Unless you simply hate detail, 
you'll probably want to switch to Advanced view. Fortunately, your setting is 
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Figure 41-1 

OS Name Microsoft Windows 2000 Prolessional 
Version 5.0.2195 Build 2195 
as Manufacturer Microsoft Corporation 

System Name FAFNER 
Not Available 
Not Available 
X86,basedPC 

System Manufacturer 

System Model 
Sy,temType 
Processor 
BIOS Version 
Windows Directory 

System Directory 
Boot Device 

x86 Family 6 Model 6 SteppinQ 1 0 Genuinelnlel-366 Mhz 
PhoenixBIOS 4.0 Releas. 6.0 
O:\WINNT 
0:\WINNT\Syslem32 
\0 evice\H arddiskO\P arlilion 1 

Locale 

User Name 
United States 

FAFNER\CraiQ 
Time Zone Mountain 0 a,YliQht Time 

T olal Physical Memory 130,612 KB 
Available Physical Memory 51,792 KB 
T alai Virtual Memory 439,532 KB 
Available V,lual Memory 292,256 KB 
PaQe File Space 308,920 KB 
PaQ" File O:\pagelile.sy. 

r 

:. 

I 

Browsing your system is a matter of navigating standard outline controls. 

persistent. You need to switch only once, and then forevermore System Information 
will tell all that it knows. 

To switch from Basic to Advanced view (or vice versa), simply open the View menu 
and select the desired view. 

Searching for Information Items 
The Action I Find command lets you search for either information categories or data 
in the details pane. If you're working with a saved System Information file, you'll 
find the command's performance more than satisfactory. On the other hand, if you're 
looking at "live" data-the current state of your own computer, for example-the 
Find command will prove maddeningly slow. That's because System Information 
caches nothing. As it traverses the console tree outline in search of your category or 
data, it has to refresh the current category's data at every stop along the way. 

If you're simply looking for an item in the console tree, select Search Categories Only 
in the Find command's dialog box: 

Find~hat: 

Bestricl Search to Selected Category 

Search Categories Q,nlr; 

I EindNm:t I 
r ,$JoP Find I 
r New Se~rch I 

£ancel 

If you're looking for data and you know what category it belongs to, select that cat­
egory first and then select Restrict Search To Selected Category in the command's 
dialog box. Note, however, that System Information still refreshes the category before 
performing the search. If the category is one that takes a long time to refresh (Running 
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Tasks, for example), you can probably hunt for the data (using your eyeballs) faster 
than the snap-in can. 

Manipulating the Details Pane 
The available columns in the details pane vary, depending on the current informa­
tion category (the console tree item). By default, System Information always displays 
all the columns available for a particular item, but for some items more columns are 
displayed in Advanced view than in Basic view. You can hide, display, or rearrange 
columns by choosing View I Choose Columns. 

To change the sorting order of any item in the details pane, click once or twice on 
the heading of the column by which you want to sort. (The first click generates an 
ascending sort; the second, a descending sort.) For example, to see which loaded 
modules are the largest, choose Software Environment\Loaded Modules in the 
console tree, and then click the Size column heading twice. 

Interpreting Problem Device Error Codes 
The Components\Problem Devices category lists troubled components by their 
device names and Plug and Play IDs. (See Figure 41-2.) A third column reports the. 
same error codes that you see if you investigate these devices in Device Manager. 
(See Chapter 16, "Using Device M:anager and Hardware Profiles.") For an explanation 
of what the error codes mean, consult Microsoft Knowledge Base (KB) article 
Q125174, included on the CD that accompanies this book. 

coon ~ew 1001$ JL;::".±.[~J[]jJl ~._~Jft~j ~IL~ ~ ~.~ .. 
81 Cevice PNPOevic.IO . ErIOfCode 

Sy,tem Information USB Audio Device USBWID_04D2~PIDJF05\5~232F5B69~0&4 10 
:····CJ Sy,tem Summary Micro,oft PS/2 Mou,e ROOT\"PNPOF03\1_0_21_0_31_0 10 

(4J···O H~rdware Resources 
$ CJ Component, 
\ I±1CJ Multimedia 
i I CJ Di,play 

! ~B :~~~:ed 
: i CJ Modem 
I ftlCJNetwork 
! tfJ···CJ Port, 
I ~}CJ Storage 
i !. CJ Printing 

I i:g •. ~~~.~fY~e~ 
B"'CJ Software Environment 
i i CJ Drivers . 
; [ .... ·CJ Environmenl Variables 
I mCJJob. 
i I' CJ Network Connection, 
: (··CJ Running T a,k, 
; i·····CJ Loaded Module, 
j ! ... CJ Services 
'I j .• CJ Program Group, 

:· ... CJ Startup Program. 
i L-CJ OLE Regi,tration 
~-·CJ Internel E,plorer 5 
t!:J-·CJ App~calion' 

Figure 41-2 
Like Device Manager, System Information can call your attention to devices that are 
not functioning properly. 
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Finding Out What's Running 
Like Windows Task Manager (press Shift+Ctrl+Esc, or press Ctrl+Alt+Delete and 
click Task Manager), System Information can tell you the name of each process that's 
currently running. (See Figure 41-3.) System Information and Task Manager provide 
slightly different data, however: 

• To see the full path and file name of each running process, use System 
Information. 

• To find out the version number and file date for each running process, use 
System Information. 

• To determine which process is using the most CPU cycles, check the CPU col­
umn in Windows Task Manager. 

• To find out how much memory each process is using, use Windows Task 
Manager. 

• To determine which application called each process, use Windows Task Man­
ager. Right-click an application name on the Applications tab, and then choose 
Go To Process from the shortcut menu. 

• To refresh the Running Processes display in System Information, choose Ac­
tion I Refresh. The display in Windows Task Manager is refreshed automati­
cally when processes begin or end. 

Figure 41-3 
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Like Windows Task Manager, System I nformation can list all running processes. 
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Exporting System Information 
To save all your system information as a text report, select the top-level item (Sys­
tem Information) in the console tree and choose Action I Save As Text File. 

You can also save the details pane for the current category in any of the following 
text formats: 

• Tab-delimited 

• Unicode tab-delimited 

• Comma-separated values 

• Unicode comma-separated values 

The two formats that use comma-separated values might prove more useful if you're 
planning to import the information into a database or spreadsheet program (although 
many such programs can read tab-delimited files as well). Choose one of the Unicode 
formats if you're working in a language that requires it. 

To export a textual representation of the current outline item, select the item, right­
click, and choose Export List from the shortcut menu. In the Save As dialog box, 
choose a file format and file name. 

Exporting Binary Data 
To save a binary representation of your complete set of system information, do any 
of the following: 

• Right-click any item in the console tree and choose Save As System Informa­
tion File from the shortcut menu. 

• Choose Actions I Save As System Information File. 

• Choose Actions I All Tasks I Save As System Information File. 

The resulting .nfo file can be opened in any copy of System Information. Thus, you 
can attach it to an e-mail message and send it off to a product support specialist if 
the need arises. 

Opening and Closing Saved System Information Files 
To open a saved .nfo file, choose Action I All Tasks I Open System Information File. 
The incoming information replaces whatever System Information is currently display­
ing. To close a system information file, choose Action I All Tasks I Close System 
Information File. System Information then displays information about the local 
computer. 
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Running System Information from a Command Prompt 
System Information's command-line syntax is as follows: 

msinfo32.exe [ Is filename I Info filename I Ireport filename] [ Icomputer 
computername] [/categories +I-categoryname(s) ] 

IS filename 

INfo filename 

IReport filename 

Saves data for the specified categories as an .nfo file. 

An alternative form of IS filename. 

Saves data for the specified categories as a text file. 

I Computer Opens System Information and connects to the specified 
computer. 

ICategories + In conjunction with IReport, IS, or INfo, allows you to 
I - categoryname(s) generate reports containing data for 
selected categories only. Use the plus sign to include a 
category. Use the minus sign in conjunction with +All to 
exclude a category. For example, /categories +All­
ResourcesDMA generates a report including all categories 
except ResourcesDMA. 

Table 41-1 lists the available category names and the data they supply. Two catego­
ries-Hardware Resources \Page Files and Components \Network \ NetBindings­
are available only via the command-line /Categories parameter. 

Table 41-1. Category Names 
To Get or Omit This Information 
All categories 

System summary 

Hard ware Resources \ Conflicts I Sharing 

Hardware Resources\DMA 

Hardware Resources \Forced Hardware 

Hardware Resources \10 

Hardware Resources \IRQs 

Hardware Resources \Memory 

Hardware Resources\Page Files 

Components \Multimedia 

Components \ Multimedia \Audio Codecs 

Components \ Multimedia \ Video Codecs 

, Use This Cate,g9ry Parameter 
All 

SystemSummary 

ResourcesConflicts 

ResourcesDMA 

ResourcesForcedHard ware 

ResourceslO 

ResourceslRQs 

ResourcesMemory 

ResourcesPageFile 

ComponentsMultimedia 

ComponentsMultimediaAudio 

ComponentsMultimedia Video 

(continued) 
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Table 41-1. Category Names (continued) 

To Get or Omit This Information 
Components \Multimedia \ CD-ROM 

Components \Multimedia \Sound Device 

Components \Display 

Components \ Infrared 

Components \Input 

Components \Input \ Keyboard 

Components \Input \ Pointing Device 

Components \Modem 

Components \N etwork 

Components \Network \Adapter 

Components \N etwork \Protocol 

Components \Network \NetBindings 

Components \N etwork \ WinSock 

Components \Ports 

Components \ Ports \Serial 

Components \Ports \ Parallel 

Components \Storage 

Components \Storage \ Drives 

Components \Storage \SCSI 

Components \ Printing 

Components \ Problem Devices 

Components \ USB 

Software Environment\Drivers 

Software Environment 
\Environment Variables 

Software Environment \J obs 

Software Environment \J obs \ Print 

Software Environment\Network 
Connections 

Software Environment \ Running Tasks 

Software Environment\Loaded Modules 

Software Environment \ Services 
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ComponentsMultimediaCDROM 

ComponentsMultimediaSound 

ComponentsDisplay 

ComponentsInfrared 

ComponentsInput 

ComponentsKeyboard 

ComponentsPointDev 

ComponentsModem 

ComponentsNetwork 

ComponentsN etAdapter 

ComponentsNetworkProtocol 

ComponentsNetBindings 

ComponentsN etworkWinSock 

ComponentsPorts 

ComponentsSerialPorts 

ComponentsParallelPorts 

ComponentsStorage 

ComponentsStorageDrives 

ComponentsStorageSCSI 

ComponentsPrinting 

ComponentsProblemDevices 

ComponentsUSB 

SWEnvDrivers 

SWEnvVars 

SWEnvJobs 

SWEnvPrint 

SWEnvNetConn 

SvVEn v RunningTasks 

SWEnvLoadedModules 

SWEnvServices 
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Table 41-1. Category Names (continued) 

To Get or Omit This Information 
Software Environment\Program Groups 

Software Environment\Startup Programs 

Software Environment\OLE Registration 

Internet Explorer 5\Summary 

Internet Explorer 5\File Versions 

Internet Explorer 5\Connectivity 

Internet Explorer 5 \ Cache 

Internet Explorer 5\Cache\Summary 

Internet Explorer 5\List of Objects 

Internet Explorer 5\Content 

Internet Explorer 5\Content\Summary 

Internet Explorer 5\Content 

\Personal Certificates 

Internet Explorer 5\Content\Other 
People's Certificates 

Internet Explorer 5\Content\Publishers 

Internet Explorer 5\Security 

.Y~~ IDJ~,~at,~g~ry ~~rameJef 
SWEnv ProgramGroup 

SWEnvStartupPrograms 

SWEnvOLEReg 

IESummary 

IEFile Versions 

IEConnectivity 

IECache 

IECacheSummary 

IECacheObjectList 

IE Content 

IEContentSummary 

IEContentPersonalCertificates 

IEContentOtherPeopleCertificates 

IEContentPublishers 

IESecurity 
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Unless you lead an extraordinarily charmed life, at some point your system is not 
going to behave exactly the way you expect or the way its designers have promised. 
To help you deal with adversities large and small, Microsoft Windows 2000 Profes­
sional includes an assortment of troubleshooting tools. This chapter surveys the 
majority of those tools. 

A detailed treatment of troubleshooting techniques and strategies could fill a book 
by itself. This chapter's purpose is more modest: to acquaint you with the tools that 
you have as a user of Windows 2000 Professional (and the Internet) and to point you 
toward sources of additional information. This chapter also includes information on 
ways to resuscitate a Windo~s 2000 system that has stopped running. 

Some of the Windows 2000 troubleshooting armamentarium has been described elsewhere 
in this book. For information about tracking and deciphering error events, see Chapter 5, 
uMonitoring System and Application Activities with Event Viewer." For details about find­
ing and resolving device resource conflicts, see Chapter 16, "Using Device Manager and 
Hardware Profiles." For information about network troubleshooting, see "Using Tools for 
Network Troubleshooting," page 406. Also see "Checking for File-System and Media Errors," 
page 675. 
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Preparing for Disaster 
Just as preparedness officials develop evacuation plans for public buildings, you 
should give some thought-in advance of need-to how you might recover from a 
major system mishap. In addition to having your data adequately backed up, here 
are some steps worth taking: 

• Keep an up-to-date emergency repair disk (ERD) handy. 

• Install Recovery Console as a boot option. 

• Configure Windows 2000's stop-error behavior. 

Keeping an Up-to-Date ERD Handy 
As Chapter 40 mentioned, updating your ERD should be part of your regular mainte­
nance routine. If Windows fails to start because system files are damaged or missing, 
your ERD might help you get up and running, again. To create or update your ERD, 
run Ntbackup (Start I Programs I Accessories I System Tools I Backup) and choose 
Tools I Create An Emergency Repair Disk. If you don't regularly back up your reg­
istry (using the System State option in Ntbackup or an equivalent feature in another 
backup program), be sure to accept the option that backs up your registry as well. 
Because this option does not back up the registry to the ERD itself (it wouldn't fit 
on a 1.44-MB floppy), and because Windows 2000 doesn't provide an easy way to 
restore the registry hives that it backs up in this manner, you should not rely on the 
ERD for registry backup. But if you really don't use any other form of registry 
backup, this is better than nothing. (For information about restoring the registry from 
the backup created via the ERD, see "Using the Emergency Repair Disk," page 711.) 

~ (Installing Recovery Console as a Boot Option "\ 
Recovery Console is a highly restricted character-mode subset of Windows 2000 that 
lets you make certain repairs in the event that Windows 2000 itself doesn't start. It 
allows you to perform such tasks as stopping Windows 2000 services (useful if a cor­
rupted service is preventing your system from starting normally) and copying files 
to your hard drive from floppy disks or CD'-ROMs (but not from a hard disk to a 
removable disk). (See "Using Recovery Console," page 708.) 

You can start Recovery Console from the Windows 2000 distribution CD (if your 
computer can boot from a CD) or from a set of Windows 2000 Setup disks. Alterna­
tively, you can install Recovery Console as a boot option (making your system, in 
effect, a dual-boot or multiboot system). Although this step involves a few minutes 
of your time (and 7 MB of hard disk space), it can save you time and anguish if your 
hour of need should arrive. 
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To install Recovery Console as a boot option: 

1. Log on using an account with administrative privileges. 

2. Insert the Windows 2000 CD. If the AutoPlay routine offers to install Windows 
2000 for you, decline. 

3. Choose Start I Run and typel~:\i386\winnt32.exe /cmdcon;\(substituting your 
CD's drive letter for d). 

After you've done this, whenever you start your system, you have the option of 
booting into Windows 2000 or Recovery Console (or another operating system, if 
your system is already set up to multiboot). 

Configuring Windows 2000's Stop-Error Behavior 
You have some choices about how Windows 2000 responds to a fatal error. To see 
what those choices are, choose Start I Settings I Control Panel I System, click the 
Advanced tab, and click Startup And Recovery. Figure 42-1 shows the Startup And 
Recovery dialog box. You must be logged on as a member of the Administrators 
group to make changes in this dialog box. 

iiffi'!I!.,i.!.i;l§J.;d!14¥lrli'¥I;);:::lfZ·'l,U";" .'. ;'~.~IiJ:EI 

rsystem startup 

·1 ~~;@7'+'";;;:!:i,#H"'~IJ!!d!1 ..• 
I. p:: Qjsplay li~ .ofoperati~sYst~$for,J~~" EH seconds, 

; rSystem fadure , '.' ..•. ' .... ,' . , .• '. , ... ' ., ••. ' .. ' 

. I,'. ~'Write an event tp tre system log , "'. ' . 

'I' p:: s~d an administrative' alert 

p:. Automatically teboot 

: I-write Debugging Information--. -' -. -.-... ----.-.. 

IC~~plete~ern~rypump.a 
, Dump File: 

I O(o:rste~~p~tO~o\~~M~~y.pr.1~ ....• 
p: Q'Verwrite any existing file 

OK I ;' Cancel 'j 

Figure 42-1 
In this dialog box, you can tell Windows 2000 what to do in the event of a fatal error. 

The first check box in the System Failure section determines whether Windows will 
record the fatal error in the System log. It's hard to think of a good reason not to avail 
yourself of this option. (In fact, it's not even optional on Windows 2000 Server sys-, 
terns.) If the event is recorded, you can inspect it using Event Viewer-after you've 
successfully rebooted. 
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The Send An Administrative Alert check box, if selected, causes Windows to inform 
your administrator of your mishap. This might be useful if such a person exists on 
your network (and it isn't you). 

Unless you need an immediate reboot after a stop error (for example, because criti­
cal applications depend on resources shared by your computer), you should clear 
the Automatically Reboot check box. Doing so gives you the opportunity to read at 
leisure whatever appears on the blue screen in the aftermath of the fatal error. If you 
leave this check box selected, you will have only a moment or two before the sys­
tem attempts to reboot. 

Before your system wades into the River Styx, you can have Windows record a snap­
shot of its memory contents. Such "last words" can help you or a support technician 
diagnose the terminal malady. How much of memory gets "dumped" -and where­
depends on your settings in the Write Debugging Information section of the dialog 
box. Your choices are the following: 

• None. Useful if you want the fastest possible reboot and don't care to perform 
a postmortem. 

• Small Memory Dump. Records the smallest amount of useful information and 
requires about 2 MB of space on your boot volume (the volume where Windows 
2000 is installed). If you choose this option, you don't have the option of over­
writing existing dump files. Windows 2000 records a new file each time it goes 
down, leaving you with an audit trail of mini-dumps. 

• Kernel Memory Dump. Records only the memory used by the operating­
system kernel. The amount of disk space required depends on the size of 
your system's random access memory. 

• Complete Memory Dump. Records a complete image of your computer's 
memory, requiring an extent of disk space equal to your system's memory plus 
1 MB. This option obviously takes the longest, but it provides the most diag­
nostic information. 

Troubleshooting Tools Supplied with Windows 2000 
Now let's look at the troubleshooting utilities that come with your operating 
system. 

Tl..ft U,...I .... Cl •• ,...1,..._ T .. _ ...... I __ .... _-&_ ... -
IIU:; ntil" "y~ICIlI II UUUIC:iIlUuu::r:i 

The Windows 2000 Help system incorporates a set of interactive troubleshooters. These 
cover a gamut of topics, from Client Service for NetWare to Windows 3.x Programs. 
Each of these troubleshooters consists of a set of screens, all but the last of which ask 
you questions about the problem you're having. Given the troubleshooters' rather 
elementary level and your own expertise, it's not terribly likely that you'll find 
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enlightenment at the end of this rainbow. Nevertheless, if your problem is one for 
which a troubleshooter is available, it would be worthwhile to try your luck with it. 

To get to the Help system troubleshooters, choose Start I Help. On the Index tab, 
type troubleshooters. Then, under the heading troubleshooters, double-click the sub­
entry Windows 2000 troubleshooter list. Figure 42-2 shows the opening screen of the 
hardware troubleshooter. 
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Figure 42-2 
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f':: I'm havint;! a problem with my camera or scanner. 
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(": I'm havino a problem connecting an infrared device. 
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The Help system provides a set of elementary troubleshooting wizards. 
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-
.:J 

Dr. Watson, known to your operating system as Drwtsn32.exe, is a program-error 
debugging utility. If an application dies, the doctor speeds to the scene and .~iles a 
pathology report-a plain-text log that can help Sherlock (that's you or a support 
technician) diagnose the cause of the application's demise. Dr. Watson can also 
generate a crash dump, a binary file that can be loaded into a debugger. 

The operating system's response to an application error follows this sequenee: 

1. The operating system checks to see whether the program generating the error 
has its own error handler. 

2. If the application does not have its own error handler, the operating system 
checks to see whether the application is currently being debugged. 

3. If the application is not currently being debugged, the operating system checks 
the Debugger and Auto values in the registry key HKLM \ Software \Microsoft 
\ Windows NT\CurrentVersion \AeDebug. 

4. If Debugger specifies the command for a valid debugger and Auto is 0, the 
system presents a dialog box notifying you of the error. The dialog box includes 
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an OK button and a Cancel button. If you click OK, the offending application 
is terminated and nothing more happens. If you click Cancel, the debugger 
specified in the Debugger value is launched. 

5. If Debugger specifies the command for a valid debugger and Auto is I, the 
system runs the debugger directly. 

6. If Debugger does not specify the command for a valid debugger, the system 
presents a dialog box notifying you of the error. The dialog box has only an OK 
button. When you click OK, the program is terminated. 

When you first install Windows 2000, the Auto value is set to I, and the Debugger 
value is set to launch Dr. Watson. If someone or something overrides this default (for 
example, if an application installs its own debugger in place of Dr. Watson), you can 
put Dr. Watson back on duty by typing drwtsn32.exe -i at a command prompt. 

Setting Options for Dr. Watson 
Figure 42-3 shows the dialog box in which you can set options for Dr. Watson. To 
arrive here, choose Start I Run and type drwtson32 without the -I switch. 

l.og File Path: IAn Use,~\~ocum.nt'\D'W.tson,' ll"o~e.~, I 
C ... h uumQ' iD:\Document, and S.tllng,\AUI", :~'I!w.e':, I 
YLove File: ID\....,IN~T~M.~I.\~otifyw,,~v J " ; Brewse,,; I 
Numb., ollmtructiono: ' "w ;', flO' ", ' , , ; " '" , 

Hurrober of Error, YoSav.; "'11,0,,, ,}' 
-'-'--~~"-----, 

Figure 42-3 
Dr. Watson gets his orders from this dialog box. 

Your options in this dialog box are as follows: 

• Log File Path. Specifies the folder in which the ASCII error log will be recorded. 
The file itself is called Drwtsn32.log. The folder must be one to which all users 
at this machine have access. 

• Crash Dump. Indicates the name and location of Dr. Watson's optional biJ;l.ary 
dump. The folder must be one to which all users at this machine have access. 
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• Wave File. Provides the name and location of a sound file by which Dr. Watson 
can announce a fatal application error. 

• Number Of Instructions. Specifies the number of instructions, before and af­
ter the instruction at which the error occurred, that Dr. Watson will disassemble 
for inclusion in the log file. The default is 10. (See the following section and 
Figure 42-4.) 

• Number Of Errors To Save. Specifies the maximum number of errors that Dr. 
Watson will record in the log file. Note that information recorded in the log is 
also recorded in the Application log and can be read in Event Viewer. 

• Dump Symbol Table. If selected, causes the log file to record the name and 
address for each symbol used by each module running when the error occurred. 
This can be useful diagnostic information, but it will cause your log file to 
mushroom significantly. 

• Dump All Thread Contexts. If selected, causes Dr. Watson to record state 
information for each thread in the offending application. If this check box is 
cleared, Dr. Watson records state information for only the thread that caused 
the error. 

• Append To Existing Log File. Specifies whether each new error is recorded at 
the end of an existing log file or replaces an existing log. 

function: foIsoCch\~zLen 
,SOSc9d8a 8d40fe eax,[eax+Oxfe] " ds: 
308c9d8d 740f HsoUnlockShrClobals+OxSa21 
308c9dSf f7c10000ffff ecx. oxffffOOOO :..:.-I 
308c9d9S 8d4001 eax.[eax+ox1] ds 
30Sc9d98 Of853b071fOO tisofCetCursorLocation+Ox21 
308c9dge 894Sfc [ebp+Oxfc).eax ss 
308c9da1 Sb4Sfc eax~[ebp+Oxfc] ss 
308c9da4 8beS mou esp.ebp 
30Sc9da6 Sd pop ebp, 
308c9da7 c20400 ret Ox4 

fAULT ->308c9daa 66833800 cmp l~ord ptr [eax]. OxO 
308c9dae 740c jz HsoUnlockShrClobals+Ox2041 
308c9dbO 8d4002 lea eax.[eax+Ox2] 'ds 
308c9db3 a903000000 test eax.OxS 
308c9db8 74b1 jz tisoUnlockShrClobals+Ox7e~ 
308c9dba ebee jmp ~lsoWChToUpperInuariant+Ox' 

1..;.J.. __ ...,30_8_C9_d_b_C _2...,b4_S_0_8 _...,...,...,...,_S_U...,b _---Ieax .[e~p+ox8] s~ 

Figure 42-4 
In addition to the date, time, and process ID of a miscreant application, the log file includes 
a disassembly of instructions prior to and following the point at which the error occurred. 
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• Visual Notification. If selected, causes Dr. Watson to display a dialog box with 
an OK button when an error occurs. (The dialog box disappears if you ignore 
it for five minutes.) 

• Sound Notification. If selected, causes the doctor to playa tune when summoned. 

• Create Crash Dump File. If selected, causes Dr. Watson to record binary crash 
data that can be loaded into a debugger. 

Viewing Dr. Watson's Log 
The Application Errors section of the dialog box shown in Figure 42-3 lists your most 
recent errors. To read the log information for an error, simply select it and click the 
View button. Alternatively, navigate to the folder specified in the Log File Path field 
and open Drwtsn32.log in a text editor such as Notepad. Figure 42-4 shows a sample 
of the doctor's log. 

You'll note that the beginning of the log file identifies the failing application only 
by its process identifier (PID). The log includes a table of all processes running when 
the misfortune occurred, however, and you can finger the offender there by its PID. 

The DirectX Diagnostic Tool 
The DirectX Diagnostic Tool, shown in Figure 42-5, allows you to check the function­
ality of your system's DirectX devices and drivers. You can step through the tool, page 
by page, by clicking the Next Page button. Alternatively, if you suspect that a particular 
DirectX component might be faulty, you can use the tabs to go straight to the relevant 
page. To run the DirectX Diagnostic Tool, type dxdiag at a command prompt. 

- :)( 

pr,t<ljj, I Direcil<; FiI~ lox Medi. n .. 1 Dir~clX Prive,. I O;'pfuy LSound LMUilcl (~Ut, I Net,.,,,,q Mo,e Kelp I 

i Tm Io~ repOr!'d~~i~~~for~t~n .bo~ ~ Oir~~~t. ,",~d",~$1n.talled O~yourt~cte", It kt. ~~t •• i 
, func!ion.llit,:l, diaynos. probleM. and ch,",ge )'>'" 'l"tom configuration to WOIK best 

• . . J 

lI)'>u know what a.ea i; ~aus1n9 the ",obiem, click \h~.ppropriate tab above. Otherwise. ~ c,", use the "Ne><t Page" 
button below to .isit e.w page in ,eq'Jence. ,." ' 

:.. The.'~~eHel~:'·~~·liU'$~e olr~ tOOI.th~t.m~ ~IP ~ ~e pIOblemyou .• ree"p~ien~i 
Sjl$temf!1rO!matioh~-. -'-, .•. ---.~~~~..,;-. 

Figure 42-5 

Current DatelY Jn1e;FM~; May 05. 2000. 1 11:51 ;31 
Coropu/ ... N~ti.e: SIEGMUND' . ..:,' " :, 

Operating Sy.tem:· Mi<;r",oItW'ldows 2!lOO Server 15.0~ Build 21951 
La~g.,. E:'914h (Regk, ... 1 Setting: English) .• '. ' 
f'roe"'.~: ,Ii.tel f'entillm II. MMX,4oOMIi: " 

Mem(:.y:256MB RAM" . , 
Pall" file:205M8 u~d, 409MS available 

OueclX V ... ;"", ~'eclX 7.il(4()1.00,0100) 

The DirectX Diagnostic Tool lets you check the health of your sound and display systems. 
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The DirectX Files, DX Media Files, and DirectX Drivers tabs list your system's DirectX 
files and drivers. A Notes section at the bottom of each of these tabs alerts you to 
potential problems. The Display, Sound, Music, Input, and Network tabs provide 
tests of system components. On the Display tab, for example, you can click Test 
DirectDraw or Test Direct3D to check out those aspects of your display system. A 
Save All Information button records file names, driver names, and diagnostic results 
in a plain-text file. . 

The File Signature Verification Utility 
The system files supplied with Windows 2000 have been digitally signed by Micro­
soft. The digital signatures provide confirmation that these files have not been 
altered or overwritten by incompatible versions. If you suspect that an application 
you've installed has overwritten a digitally signed system file, you can check your 
hypothesis with the help of the File Signature Verification utility. To run this tool, 
choose Start I Run and type sigverif. The following dialog box appears: 

To help maintain the integrity of YOllr system. Clnical files 
have been digitally signed so that any changes to these 
files can be quickly detected 

Cfick Advanced to customi~e verification options. 
Cfick Start to check for any system files thot are nol 
digitally signed. 

By default, the utility checks system files only and writes its findings to the file 
%SystemRoot% \ Sigverif.txt, replacing any' previous copy of that file. To change 
these defaults, click Advanced. You can choose to scan nonsystem files of any kind, 
to append the current results to the existing log file, and to change the name and 
location of the log file. 

The File Signature Verification utility also reports its findings on screen, as Figure 
42-6 shows. To read the complete details, however, including the names of the files 
that the utility was not able to scan (because those files were in use), you need to open 
the log file. 
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F",T Version 
Applic~tion Extension 3.51.623.4 

d:\winnl\,y,lem32 7125/1998 Applic",tion Extension 3.51.623.0 
d: \winnl\,y,lem32 7/25/1998 Applic~tion Extension 3.51.623.0 

Figure 42-6 
The File Signature Verification utility rounds up the usual suspects. 

The Update Wizard Uninstall 
Microsoft's Windows Update site (windowsupdate.microsoft.com) can update your 
system as newer device drivers and other system components become available. (See 
nUsing Windows Update to Maintain Driver and System Files," page 676.) If an updated 
device driver proves faulty, you can restore your prior driver with the help of the 
Update Wizard Uninstall tool. To get to this tool, first run System Information 
(%CommonProgramFiles% \Microsoft Shared \ Msinfo \Msinf032.msc). Then choose 
Tools I Windows I Update Wizard Uninstall. 

The Windows Report Tool 
The Windows Report Tool, shown in Figure 42-7, is a program that helps you 
communicate with a support specialist. On the program's opening screen, you can 
provide a verbal description of a problem, including details about what you expected 
to happen and what steps you took before the problem occurred. When you click 
Next, the program gathers information about your system. Clicking Next again saves 
the collected data in a report file suitable for uploading to a support specialist. To 

. run the Windows Report Tool, type winrep at a command prompt. 

You have some control over what information gets written to your report file and 
uploaded to your helper. To see your options, click the Change System File Selections 
link or choose Options I Collected Information. The dialog box shown in Figure 42-8 
appears. Select or clear the appropriate check boxes in the Files To Copy list. Or click 
Add if you want to send files that do not appear in the list. 

Before saving and sending your report, you'll probably also want to include some 
information about yourself so that the recipient will know how to get back to you. 
To record this data, choose Options I User Information. 
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'file Q.ptions 1:1 elp 

To report a problem, provide the fonowing information and then click Nexl 

Problem description: 

rD'~'.' ''"' ,,,bI,ro "",I 

Expected results: 
[Detcnbe what you expected to happen here] 

Sleps to reproduce the problem: 
[D etcnbe the ~teps nece~~ary to reproduce thi~ problem I 

Change S\lstem File Selections. 

Figure 42-7 
The Windows Report Tool facilitates bug reporting and other calls for help. 

The following files and information wiD be included with this report 

This in/ormation will be kept con/idential and will be used only to diagnose and reproduce the 
problem 'you are reporting. 

Cfick to cleat the check bo~ fot any file.YOu do not want 10 include with this reporl 
Eiles to copy: 

S!.!stem settings to copy: 

VERSION=05.00.00.2195 
LANGUAGE"Engiish 
OPERSYSVER=5.0.2195 

, 

o PERSYSTEM",Microsoft Windows 2000 Professional 
CPU TYPE ",S 
COMPSPEEO=""3SS MHz 
MEMRAM=130612 kbytes 

Figure 42-8 

OK 

You can choose which data files to include in your report. 

InoculatelT AntiVirus AVBoot 
The Valueadd\3rdparty\Ca_antiv folder of your Windows 2000 Professional CD 
includes a program called InoculateIT AntiVirus A VBoot version 1.1, from Computer 
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Associates International. You can use this to check computer memory, your master 
boot record (MBR), and the boot sectors of all physical disks for memory-resident 
and boot-sector viruses. Before running A VBoot, you have to create a startup floppy 
disk. Insert a disk in drive A and run Makedisk.bat from the Ca_antiv folder. When 
you boot your computer from this floppy disk, AVBoot runs automatically. 

Computer Associates recommends that you visit support.cai.com regularly to down­
load the latest virus information. 

Using the Windows Support Tools 
Your Windows 2000 CD includes a set of tools for advanced users, some of which 
might prove useful to you in your time of troubleshooting need. To install these 
support tools, insert the Windows 2000 CD. Decline any offers to upgrade or install 
Windows 2000, and then navigate to \Support\ Tools. Run Setup from this folder. 

When installed, the support tools become accessible via Start I Programs I Windows 
2000 Support Tools. To acquaint yourself with the offerings, choose Tools Help. 
There, you'll find an alphabetical listing and a description of each tool. Within the 
help text that describes a tool, you'll find a link that lets you run the tool. In many 
cases, this proves to be the easiest way to run the tool, because the Support Tools 
Setup program installs only certain of the tools on your Start menu. 

In the following paragraphs, we review some of the more useful support tools. 

Dependency Walker (Depends.exe) 
Dependency Walker, shown in Figure 42-9, is a graphical application that scans any 
32-bit or 64-bit module (including .exe, .dll, .ocx, .sys, and other files) and presents 
an outline view of all dependent modules. For the end user, its most useful trouble­
shooting service is the ability to detect missing modules or invalid modules-.dll 
files, for example-required by an application. 

FileVer (Filever.exe) 
FileVer is a command-line (character-mode) utility that reports version informa­
tion about a specified executable or .dll (or group thereof). This kind of information 
can be useful, for example, in helping a support technician track down which 
version of a hot-fix or service pack you've installed. Figure 42-10 sho"\vs a sample 
of FileVer's output. 
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Ill! Eile E <ilt ~iew QrAion. fralil. ~"dow !:l elp 
......... -.-.-~ 

I~"g 1):lT~"1c.1:Ei~~T~--i2Jii~iiifi ~8"rn .~?; .' .'. 

8 tJ EXCELEXE I Ordinal' 
B 0·· :ADVApt32.Du.) ICl N/A 

I ~ .. 0· NTDLLDLL ICl N/A 
... ~. KERNEL32.DLL ICl N/A 

I a~ NTDLLDl ICl N/A 
8····0 RPCRT4.DU ICl N/A 

I ..... ~. NTDLLDl ICl N/A 
B· ... ~ KERNEL3 ICl N/A 

i I ·a~ NT ICl N/A 

"'~ADVAPI3; ICl N/A 

rr······ ? GDI32.DLL IOrdi""I' 
.. ~. NTDLLDLL i::J 1 (0,0001) 

G ~ .. KERNEL32.DLL I::J 2 (0,0002) 
! L ... ~ .. NTDU.Dl IC:J 3 (0,0003) 
L .. . ~ .. USER32.DLL ICl 4 (0,0004) 

B ·0 .. KERNEL32.DLL IC:J 5 (0,0005) 

I"'~ NTDLLDLL ICl 6 (0,0006) 

~ I 
...... a~· NTOLLOLL ~ i::J 7 (0,0007) 

'1 • ICl 8 (0,0008) 

Module File Tim. 5101'10 L,lk Time Stamp 
U ADVAPI32.DU 121061199911:00p 12101/1999 1:37_ 
o EXCELEXE 03/20/1999 5:54p 03/20/1999 5:49p 
Cl GOI32.DLL 12/06/1999 11 :OOp 11/12/1999 2:44_ 
Cl KERNEL32.DLL 12/06/199911:00p 12/01/1999 1:37_ 

Hint Function EnltoPolnt .: 

126 (0,007E) GetFileSecuritlA 0,77DC3201>. 
127 (0,007F) GetF~eSecurityW 0,77DC3104 
279 (0,0117) RegClo,.Key 0,77DB7040 
289 (0,0120) RegDeleteV_lueA 0,77DBD4C6 
290 (0,0122) RegEnumKelA 0,77DBA39D 
291 (0,0123) RegEnumKeyExA 0,77DBA259 
292 (0,0124) RegEncrnKeyE,W 0,77DBA151 
293 (0,0125) RegEnumKeyW 0,77DBA22D 
294 (0,0126) RegEnumV_lueA 0,77DBDA74 

I Hint I Function I EntroPo"'t I 
245 (0,OOF5) 
246 (0,OQF6) 
262 (0,0106) ° (0,0000) 

1 (0,0001) 
2 (0,0002) 
3 (0,0003) 
4 (0,0004) 

F •• Si", Alb. 
357.649 A 

7.151.661 RAC 
234.256 A 
732.432 A 

I_ScGetCurrentGroupSt_teW 0,0003243D 
,-Scl,SecurityProce" 0,0000263F 
I ,InS _ndbo, 0,000297BC 
AbortSy,temShutdownA 0,0003407C 
AbortSy,temSf-utdownW 0,00034024 
AccessCheck 0,0000924A 
Acce"CheckAndAudilAlarmA 0,0001E1FO 
Acce"CheckAndAudilAlarmW 0,0001DF78 

Lir,k Cheok"Jffi Reb! Check,um CPU 
Ox00065CFB ,86 
Ox006DED66 ,B6 
Ox00046E78 ,86 
OxOOOBFB12 ,86 

Win32 console 
Win32GUI 
Win32 con,ole 
Win32 con,ole 

... 
i 

-

i:J 
-' 

.:.I 

o MS09.DLL 03120/199911:09p 03120/199910:28p 
o NTDLLDLL 1V06/199911:00p 1012711999 2:06p 
Cl OLE32.DLL 12/06/199911:00p 12/01/1999 1:37_ 
~T' "~~"M~""" 

5.582.897 A 
481.040 A 
989.456 A 
'r~M 

Ox00065CFB 
Ox006DED66 
Ox00046E78 
OxOOOBF812 
Ox0056240D 
Ox0008454F 
OxOOOFF3B9 

Ox0056240D ,86 
Ox0008454F ,86 
OxO 0 OFF3B9 ,86 

~~~~ ~~,ole I -
~~~ con,o~ir 

.. ............ ....... . .. . .. : ... . .. 

F 01 Help. pro" F1 

Figure 42-9 
If an application depends on a missing or corrupted .dll file, Dependency Walker 
can pinpoint the problem. 

D: \Pl'ograrn Fi 1 es \Support ''1''001 s >fi 1 -=ver fi 1 ever. exe Iv 
--a-- \\I32i APP nJll 5.0.2134.1 shp 13,584 12-01-1999 fi l':?'./r:!I"."x':? 

Langu age 0,0409 (Engl ish (un; ted StateS)) 
CharSet Ox04bO uni code 
0leSelfRegister Disabled 
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InternalNarne fi lcvel'.e,e 
OriainalFilenarn filever.exe 
proC1ucUHm<? Mi cros0ft(p) \'Ii nd0ws (p) 2000 orer:'lti ng System 
P ;'oJu c tVe rS'i 0n ~ . 00.2134.1 
Fi'leversion 5.00.2134.1 
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VS_FIXEDFILEINFO: 
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Struc Ver: 00010000 
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Pr0dver: 00050000: 08560001 (5.0: 2134.1) 
FlagMask: OO()()OCHf 
r1 ilgS: 00000000 
os: 00040004 NT '\vin32 
Fi l-=Type: 00000001 Apr 
SubType: 00000000 
Fi 1 eua te: 00000000: 00000000 

~I \P'.·().9r'aroFil.es\Sypport}o01s~_ ~ 

Figure 42-10 
FileVer provides detailed version data about a selected executable or .dll. 

Memory Profiling Tool (Memsnap.exe) 
The memory profiling tool is a command-line utility that writes a snapshot of the 
memory resources usea by all running processes to an ASCII log file. By default, 
the log file, named Memsnap.log, is written to the directory from which Memsnap 
is run. You can specify any file, however. 
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Process Resource Monitor (Pmon.exe) 
Process Resource Monitor is a command-line utility that can help you find processes 
that are "leaking" memory (that is, that are not freeing up memory resources when 
those resources are no longer needed). The program reports memory resource usage 
for all running processes. Figure 42-11 shows an example of Pmon's output. 

Mem Mem Page Fl"ts commit Usage pri Hnd Thd Image 
'PU CpuT'jrne Usage Diff Faults o·jff Charge NonF' page Cnt Cnt I'Jame 
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0 0:19:20 2328 0 693762 0 3984 11 33 8 322 19 ci svc. exe 
0 0:00:27 2900 0 21833 () 2248 250 29 8 281 18 tcpsvcs. 
0 0: 08: 53 2068 0 1529285 0 952 2 17 8 74 4 Se.rvi 
0 0: 00: 30 9668 0 10731 0 6284· 107 48 8 547 32 svcho:st.ex 
0 0: 00: 00 1336 0 S 32 0 69C 12 15 '.; 100 9 llsH'v.E:xe 
0 0: 00: 00 1232 0 317 0 480 4 12 8 53 3 sfmprint.e 
0 0: 00: 00 1188 0 400 0 488 .3 13 8 51 4 NSPMON, exe 
0 0:00:00 2230 0 770 0 1040 6 17 8 175 15 NSC~1. exe 
0 0:00:10 1n8 0 410631 0 6)2 2 14 3 70 4 ptl'ee:svc. e 
0 0:00:00 734 0 251 0 240 .9 7 8 30 2 reqsvc. exe 
() 0:00:16 8960 () 114301 0 8/52 15 21 " 183 11 RsFsa.exe " 0 0:00:00 2508 0 756 0 768 3 17 8 83 4 RsSubv ~ye 
0 0:00:00 3044 0 ')48 0 940 14 23 8 110 I ITlstZtsk. exe 
0 0:00:01 2044 0 943 0 1456 7 20 3 253 6 snrnp. exe 
0 0: O\): 00 2312 0 1170 0 1440 16 24 8 220 12 svchost. 
0 0: 00: 03 4388 () 9967 0 3320 19 23 8 194 15 lserve!", 

, , ,U"" ,.,'~ ;." ,w 

Figure 42-11 
Keeping an eye on the Commit Charge column in Pmon's display can help you pinpoint a program 
that leaks memory. 

Monitoring the Commit numbers at the beginning of the second line o~ Pmon's dis­
play (above the columnar output) can help you determine whether you have a leaker. 
Constantly increasing numbers here suggest that a process is leaking memory. The 
process that is the culprit should also have increasing values in its Commit Charge 
column. 

Process Viewer (Pviewer.exe) 
Process Viewer shows information about each running process and allows you to 
terminate selected processes. As Figure 42-12 shows, the application includes a 
Memory Detail button that lets you see how any given process is using memory. The 
User Address Space For list in the Memory Details window lets you display total 
memory usage for a process or focus on a particular module used by a process. 
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Process Viewer can tell you exactly how an application is using memory. 

Windows 2000 Error And Event Messages Help 
(W2000msgs .. chm) 
This tool is not an application but a help file-an extremely useful help file. If 
you're mystified by a help message you receive in some corner of Windows 2000, 
try looking it up here. As Figure 42-13 shows, you can sometimes find clarity in the 
W2000msgs.chm document that is missing elsewhere. 

'1%,3;;'1;;' "Mihji£iHltG¥6 
:mJ ¢> 2,> ~ 

,~.,~ide B.ck F'i,'wiJ ,Qi>tions 

.conl~nI$l.$.earch I F aYOIMsl 

l!]lntroduction 
Accessories 

(0 Administrotive Tools 
~ Active Directory 
• AdministrativeWizards 
~ B.ckup 
III Device Manager 
~ Device failure: Try changing the 
~ Reinstall the drivers for this: devi' 
~ The boot configuration for this 
~ T he driver for this device needs 
~ T he driver loader for the device 
~ T h~ driv~r$ for this d~vice are n 
~ T his deVice cannot find enoug~ 
§l This device cannot starl 
~ This device cannot work propel 
@.l This device f.iled, 
~ liM 4,,;> iNtfflmt!j1 
~ ~~: ~~::~: :: ~~ta~:n~igured cc 
til This device is not present. is no 
~ This device is not working PlOP' 
iii T his device is not working prop. 

This device is not working plOp. 

This ~ev~ce ~s not wor~ing p~: 

Figure 42-13 

Error Message: 
This device is ~skinQ for ~n unknown resource type. 

Explanation: 
The hardware is a multiple-function device ~nd the .inf file for the device is 
providing incorrect inform~tion on how to split the device's resources to the child 
devices. . 

User Action: 
Upd.t. the drivers by usin~ the Devic. M.n.ger. In .ddition, you mi~ht b •• bl. 
to resolve this by removing the device from Device M~n~ger, ~nd then running 
the Add/Remove H.rd .... re Wizord, ' 

The Error And Event Messages Help file (W2000msgs.chm) can help you decrypt error messages. 
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Troubleshooting Resources Available on the Internet 
You can find a ton of information about Windows 2000 in the various pages that 
ramify from www.microsoft.com/windows2000/default.asp. the Windows 2000 home 
page. Much of what's there is from the marketing side of Microsoft, of course, but 
you'll find some useful troubleshooting resources as well. 

Windows 2000 Newsgroups 
Newsgroups can be an excellent source of troubleshooting information because they 
put you in touch with other highly motivated and intelligent users. Newsgroup sub­
scribers might have solutions for problems that stump Microsoft's own product 
support personnel. 

For a list of newsgroups focusing on Windows 2000 topics, visit www.microsoft.com 
/windows2000/support/newsgroups/default.asp. Clicking any of the links on this page 
launches Microsoft Outlook Express (or your default newsreader if it isn't Outlook 
Express) and makes it easy to subscribe to the group in question. (See Figure 42-14.) 
At the time of this writing, 29 newsgroups were available, on topics ranging from 
Active Directory to Windows Update. 

Conhct Support 

More Resources 

Upgr.din';l to 
Windows :2000 

Small Businesses 

Tech Enthusiasts 

IT Pros 

Developers 

I=inllrp A?1A - -:;,--- -- .-. 

~ Advanced Server 
The Advanced Server group is for the discussion of the Advanced Server product including cluster 
services. 

~ Applications 
The Applications group is for the discussion of 16 and 32 bit .pplications, including NetDDE and 
OLE. 

[?J Developer 
The developer group is for the discussion of developing applications for Windows 2000. 

~ DNS 
The ONS group is for the discussion of the Domain Name System. 

~ Enable 
Questions about making Windows 2000 easier to use for individuals who have difficulty typing or 
using a mouse, have moderately impaired vision or are deaf or hard-of-hearino. 

~ FAX 
The FAX oroup is for the discussion of Faxino to or from Windows 2000. 

~ File System 
The File System group is for the discussion of file systems, Distributed File System (DFS), disk 
quotas, mirrors, file compression, file encryption, stripe sets, backups and other forms of fault 
tolerance. 

~ Game$ 
The Games group is forthe discussion of playing and installing games on Windows 2000. 

~ General Discussion 
The General group is for discussion not appropriate for other groups. Please post to the most 
appropriate group for the best results. 

[[I 

~ 

Newsgroups offer a wealth of useful information from other users like you. This Web page provides 
a list of groups focusing on Windows 2000 topics. 
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The Hardware Compatibility List 
If you install a device that doesn't work, be sure that the device is actually supported 
by Windows 2000. You can find out by going to www.microsoft.com/windows2000 
/upgrade/compat/search/devices.asp. Here you'll find three search fields-for company, 
model, and device type. To determine whether the device you already have is sup­
ported, fill out all three fields. To find out which devices in a particular class or from 
a certain vendor are supported, fill out just the relevant fields. 

As Figure 42-15 shows, icons on the search results page divide supported devices 
into three categories: those for which a driver is available on the Windows 2000 CD, 
those for which a driver can be downloaded from the vendor's Web site, and those 
for which you must contact the vendor to obtain an updated (Windows 2000) driver. 

IJ .. p···· .... ~.dil .... ~ .. " ...... ~~~'il" •....... l""I: ... ~ .. 1~ ................................................. ~_ ............... : ..................... -c-•............... __ .. . .. 

U .;.. Back • .,. '.:0 @) .Gl 1.'1;\S.archGJF.vo'iles~~"I"'yl ~'4'!;B • 1B 15'. 
ITA~ct;;,. J~ http://www.mic.osolt.com/wi~dows2000/u~g.adelc~mpat/se~.chldevices.~sp .. • . ..... 

Technical Ubrary 

Upgrading to 
Window, 2000 

Downloads 

Support 

Figure 42·15 

Your search for Modems returned 1361 results. 

The foliowinQ hardware devices ore compatible with Windows® 2000. 

3eorn 
Modems 

.; (3C562) EL III LAN+33.6 Modem PC Card 

.; (3C562·MNP10) EL III LAN+28.8 Modem PC Card 

.; (3C562·MNP10) EL III LAN+33.6 Modem PC Card 
!';il 10/100 LAN +3Com 56K Global Modem Type iliA 
!';il 10/100 LAN +3Com 56K Global Modem Type iliA Mini PCI Card 
~ 3Com U.S. Robotics SoundLink 56K Audiomodem 
t;;v 3Com V.90 MPCI Modem 556B 
~ 3CXM756 
bi Courier V.EverythinQ 56K PnP 
.; ImpactlQ 
.; . Imoact 10 PluD 8< PlOY 

:::J ~Go 

-

rrl~lnl.rnet 

This Web site provides the latest hardware compatibility information. 

Note that the Windows 2000 CD includes a Hardware Compatibility List (\Support 
\Hcl.txt). The database on the Web, however, is likely to be more current. 

The Microsoft Knowledge Base 
The Microsoft Knowledge Base, search.support.microsoft.com/kb, is a comprehensive 
support database maintained by Microsoft's Product Support Services division. You 
can look here for answers regarding every product supported by the company. 
You can search by product, using keywords or free text. You can look for articles 
by their ID number (a six-digit number prefixed by the letter Q), look for a 
downloadable driver or other file, or simply search for all articles that have been 
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added to the datab~se during the most recent n days. Knowledge Base articles are 
often highly specific, dealing, for example, with particular hardware devices or 
software bugs. A number of Knowledge Base articles dealing with topics we've 
covered are included on the CD accompanying this book. 

The DLL Help Database 
If you're wondering whether a particular .dll file on the system is current­
and where it came from if it's not-visit Microsoft's DLL Help Database, at 
support.microsoft.com/servicedesks/fileversion/dllinfo.asp. In the File Name search field, 
specify the name of the .dll you're wondering about. The database will return a list 
of version numbers for the specified file. Use the file's properties dialog box in 
Windows Explorer to determine the version number of your copy of the file. Click 
the link that matches the version number, and the database will return information 
about the file's possible sources. (See Figure 42-16.) You can look for .exe files as well 
as .dllfiles in the DLL Help Database. 

FILE INFORMATION: 

Namer 
Oescrlptionr 
Versionr 
DLLSelfReglsten 

winlock.dll 
BSD Socket API for Windows 
4,O,O,9~O 

No 

_ Ll 

,U~~\~I~I%¥S~~~.N~~.~:,::::J!!IS VE:S~2~;t:;:~::::::':~::::::i ==::::::"gJ"jt~l~::;:::z;:;:t~~h~J*t~Ht=. n:jW~j)l;t~j$g.:1Hltl;'n;=fj=· :;;.}:::;:::::::, :,:t:llJEE¥IIllUmE1c:r;) 
Dial-Up Networldn';J 1.3 Uporadll!!! 42,080 8/14/1998 msdun13 •• xe\lpwln'9l:5.c:ab 
Systems Management Se, ... er Included with BackOffice 4.S 42~Oeo 7/1.1/1995 wln95_11.cab \dlents\wln9~ 
Windows 95 42,080 7/11/1995 win95_12.cab \disk12 
Windows NT ".0 S.rye, 42,OaO 7/11/1995 wln9!i_l1jcab \cllents\wln9: 

Figure 42-16 
You can use the DLL Help Database to find out where that old version.of Winsock (or another .dll or 
executable) on your system came from. 

What to Do If Your System Won't Start 
If your system refuses to start, you can try the following: 

• Start the system in one of the three safe modes. 

• Start the system with the Last Known Good Configuration option. 

• Use Recovery Console. 

• Use the emergency repair disk (ERD). 

Starting in a Safe Mode 
To start your system in one of the safe modes, press F8 immediately after your com­
puter finishes its power-on self test (POST). The Advanced Options menu, shown 
in Figure 42-17, appears. 
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Uinllous 2000 Advanced Options ~nu 
Please select an option: 

~ 
Safe Mode t/itJl HehAJl'kin!l 
Safe Mode t/ith COIlIllIand Pl'Ol1IPt 

FnaJJIe Boot wgging 
FnabIe urn Mode 
L.,st J(nOloXl Good Conf 19lU'at ion 
Directol'Y Services Restore Mode (\·lindol'lS 2000 do ilia in controllers only) 
~bllgging Mode 

Boot H01'IfIal1y 
RetUl'fl to 00 Choices Menu 

Use t and ~ to JIIove tile highlight to YOUl' choice. 
Press Fntel' to cllOose. 

Figure 42-17 
To start in safe mode, press F8 after the POST and choose one of the first three options 
on this menu. 

Safe mode is useful if your system files are uncorrupted and you suspect a faulty 
device driver. The operating system starts with a minimal set of drivers and services, 
using the generic VGA driver at 640x480x16 colors. You get support only for your 
keyboard, mouse, monitor, and local storage. (The second option on the Advanced 
Options menu, Safe Mode With Networking, also installs your network but does not 
install PC Card support.) If the operating system appears to function well in this 
mode, you can assume that you don't have a problem with these basic services, and 
you can use Device Manager and Event Viewer to try to figure out where the trouble 
lies. If you suspect a newly installed device, use Device Manager to remove it. Then 
try a normal restart. 

Note that the third option on the Advanced Options menu, Safe Mode With Com­
mand Prompt, is the same as the first, except that it puts you in a Cmd.exe session 
instead of on the desktop. To quit from here, press Ctrl+Alt+Delete and choose Shut. 
Down. Alternatively, you can type start explorer to get back to the Windows desk­
top and then use the Start menu to shut down. 

Starting with Last Known Good Configuration 
The Last Known Good Configuration option on the Advanced Options menu (shown 
in Figure 42-17) starts your system normally (that is, not in safe mode) but 
restores to HKLM\System \CurrentControlSet the control set data pointed to by the 
LastKnownGood value of HKLM\System \Select. 
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Control set data includes system configuration information, such as the names 
of device drivers and services that should be loaded and started when Windows 
2000 starts. Your system has at least two and possibly more control set subkeys of 
HKLM\System, identified as ControlSetOOl, ControiSet002, and so on. One of those 
ControlSetnnn keys is always linked to HKLM\System \CurrentControISet. When 
you start successfully, the control set data used at startup is cloned, and the 
LastKnownGood value of HKLM\System \Select is set to point to the clone. If you 
make changes to your hardware, device drivers, or services, those changes are 
reflected in HKLM\System \ CurrentControlSet (and the ControlSetnnn to which it 
is linked). To "undo" those changes, you can start with the Last Known Good Con­
figuration option. 

You should try starting with the Last Known Good Configuration option if you 
install a new device or driver and the system stops responding, or if you acciden­
tally delete or disable a critical device driver. You can also try this option if you install 
a new video driver and your screen goes blank, although in this case starting in safe 
mode would also be effective, since safe mode starts your system with the generic 
VGA driver. 

Other Advanced, Options 
When you start in one of the three safe modes, Windows 2000 records a log of all 
the drivers and services that are loaded or not loaded. The information is stored in 
%SystemRoot% \Ntbtlog.txt. To start normally and generate the log, choose Enable 
BOot Logging from the Advanced Options menu. 

In the safe modes, Windows 2000 starts with the plain-vanilla generic VGA driver. 
To get a normal start using this driver, choose Enable VGA Mode from the Advanced 
Options menu. 

If you choose Debugging Mode, Windows 2000 starts normally but records debug­
ging information that can be sent through a serial cable to another computer. 

Microsoft says the Directory Services Restore Mode is "not applicable for Windows 
2000 Professional," but the option is there on Pro systems nonetheless. Choosing it 
causes Windows to perform a character-mode disk check before launching in a mode 
that resembles (but is not identical to) Safe Mode With Networking. 

II~inn Rarnuaru rnn~nla _ ....... ~ .• "'v"'."'., "UII~UI'" 
Recovery Console is a character-mode miniature version of Windows 2000 that lets 
you perform the following tasks: 

• Use, copy, rename, or replace operating-system files and folders. 

• Enable or disable services or devices. (These changes take effect the next time 
you start Windows 2000. 
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• Repair the file-system boot sector or the master boot record (MBR). 

• Create and format partitions. 

For the sake of. security, Recovery Console allows you to log on only if you can sup­
ply the password for the Administrator account to use Recovery Console. And, unless 
you change the AllowRemovableMedia environment variable from False to True­
an option that can be enabled only via the Security Configuration And Analysis 
snap-in-Recovery Console does not permit you to copy files from fixed to remov­
able media. 

If you have installed Recovery Console as a boot option, you can run Recovery 
Console simply by turning on your system and choosing Windows 2000 Recov­
ery Console from the menu that appears after your computer completes its 
power-on self test. (For more information, see "Instal1ing Recovery Console as a Boot 
Option," page 690.) If you have not set up Recovery Console this way, you can run 
it as follows: 

1. Start your computer with the Windows 2000 Setup floppy disks or the Win­
dows 2000 CD (if your computer can boot from a CD). 

2. At the Welcome to setup screen, press FlO. Or press R to Repair, and then C to 
start Recovery Console. 

You will be asked to specify which installation of "Windows NT" you want to log 
on to. If you have only one installation of Windows 2000 on your computer, you'll 
see a menu offering a single choice, of the form D:\ WINNT, where D is a drive let­
ter. After you make your selection, you'll be required to supply the password for the 
Administrator account. If you don't enter this password correctly, you'll get two 
more chances. After three incorrect passwords, Recovery Console quits. 

After you've logged on to Recovery Console, you can type help to get a list of the 
available commands, and you can use the /? switch after a command name to learn 
its syntax. Although many of Recovery Console's commands have counterparts in 
Cmd.exe (and MS-DOS), they typically do not include the same options (switches) 
as Cmd, and they do not accept wildcard specifications. Also be aware that all 
file-management and folder-management commands work only within the system 
folders of the current Windows 2000 installation, removable media, the root folder 
of any hard disk partition, and the local installation sources. Table 42-llists the com­
mands available in Recovery Console. 
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Table 42-1. Commands Available in Recovery Console 
Command 
Attrib 

Cd and Chdir 

Chkdsk 

CIs 

Copy 

Del and Delete 

Dir 

Disable 

Diskpart 

Enable 

Exit 

Extract 

Fixboot 

Fixmbr 

Format 

Listsvc 

Logon 

Map 

Md and Mkdir 

More 

Rd and Rmdir 

Ren and Rename 

Set 

Systemroot 

Type 

Effect 
Sets or clears attributes for files or folders 

Changes folders 

Checks and, if needed, repairs or recovers a drive; marks bad 
sectors and recovers readable information 

Clears the screen 

Copies a file 

Deletes a file 

Displays folder contents and attributes 

Disables a service or driver 

Manages the partitions on hard disk volumes 

Enables a service or driver 

Leaves Recovery Console and restarts the computer 

Extracts a file from the driver .cab file on the installation media 
and copies it to the destination 

Writes new Windows 2000 boot-sector code on the boot partition 

Repairs the master boot record of the system partition 

Formats the specified drive to the specified file system 

Lists all available services, drivers, and their current start types 

Lists all detected installations of Windows 2000 and Windows 
NT and requests an Administrator password for the installation 
you want to log on to 

Lists drive letters, file-system types, partition sizes, and 
mappings to physical devices 

Makes folders 

Displays a text file, pausing at each screenful 

Removes folders 

Renames a file 

Displays or modifies four variables: AllowWildCards, 
AllowAllPaths, AllowRemovableMedia, NoCopyPrompt 

Sets the current folder to the %SystemRoot% folder of the 
current Windows 2000 installation 

Displays a text file 
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Note the following about Recovery Console commands: 

• If you copy a compressed file from the Windows 2000 CD to your hard disk, 
the file is automatically expanded. 

• The Extract command works only if you have started your computer from the 
Windows 2000 CD. 

• You can use the Fixboot command to repair boot-sector code. Alternatively, you 
can do this via the emergency repair process (the recovery measure that uses 
yourERD). 

• Microsoft strongly recommends that you run antivirus software before trying 
to fix the MBR with the Fixmbr command. Using Fixmbr when a virus is present 
or a hardware problem exists can damage your partition tables and make par­
titions inaccessible. 

• You can use the Set command to change environment variables only if you 
have enabled this option by means of the Security Configuration And Analy­
sis snap-in. 

Using the Emergency Repair Disk 
The emergency repair process (the recovery measure that uses your ERD) can help 
you do the following: 

• Repair problems with system files 

• Repair problems with your startup environment, if you have a dual-boot or 
multiboot system 

• Repair the partition boot sector on your boot volume 

According to Microsoft, the emergency repair process might be able to solve some 
of these problems, even if you haven't created an ERD, btit certain changes that 
you've made to your system since the initial setup (including any service packs 
you've installed) will not be restored. 

To avail yourself of the emergency repair process: 

1. Start your computer from the Windows 2000 CD (if you can boot from a CD) 
or from the Windows 2000 Setup disks. 

2. You'll be asked whether you want to continue installing Windows 2000. 
Answer yes. 

3. You'll be asked whether you want to do a full install or repair an existing 
installation. Choose the latter (by pressing R). 

4. Indicate whether you want to perform a "fast repair" or a "manual repair." 

5. Insert the ERD when prompted. 
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A fast repair requires no further decisions from you. The repair process attempts 
to fix your system files, the boot sector, and your startup environment. If your reg­
istry appears to be damaged, the fast repair process restores the copy of your 
registry that the Setup program created when you first installed Windows 2000. (If 
your registry does not appear to be damaged, the fast repair process does not change 
it.) It does not restore your own profile settings-the portion of the registry stored 
in the file Ntuser.dat. If that part of your registry is still in good shape, your personal 
settings will still be intact. The rest of the registry, however, will revert to the con­
dition it was in the day you installed Windows 2000. If you have had the foresight 
to create a backup of your registry (via the System State option in Ntbackup or the 
equivalent in another backup program), you'll be able to use that backup to restore 
the registry to a more current condition. 

A manual repair lets you choose whether you want to repair the system files, the boot 
sector, or the startup environment (or any combination of those), but it doesn't let 
you do anything with the registry. 
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Chapter L!·3 

Monitoring System 
Performance 

In This Chapter 
Monitoring Performance and Managing 
Applications with Windows Task Manager .................................. 714 

Monitoring and Logging Performance with 
the Performance Console ............................................... 722 
What to Monitor ...................................................... 735 

Whether you're in charge of a single workstation or an entire network, it's always 
possible that the imps of electronics will suddenly start gobbling memory, blocking 
communication lines, causing gridlock on a hard disk, or producing pandemonium 
on the data bus. At such a time, you might wish you could dive into the system to 
take an up-close look at what's going on. You can't. But with Microsoft Windows 
2000, you can check on what the computer system is doing. You can then put aside 
a lot of guesswork and base corrective actions on fact. 

In this chapter, we look at Windows Task Manager and the Performance console, 
two tools that provide a wealth of information about what's going on in your sys­
tem.Windows Task Manager lets you see which applications and processes are 
running at the current moment, along with information about how much memory . 
each process is using, how many page faults it's experiencing (a page fault occurs 
when a process needs data that's not currently in its working set-the physical 
memory visible to the process), how many input/ output (I/O) operations it's per­
forming, and more. (A process is anything that runs in its own address space. That 
includes applications, services, and subsystems.) 

Windows Task Manager has a dual personality. It's a useful and simple performance 
monitor. But, as its name implies, it's also a tool for managing whatever is running 
on your system, allowing you to do the following: 
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• Start and stop applications and processes. (You can use it, for example, to ter-
minate applications that have stopped responding to the system.) 

• Switch between running applications. 

• Tile and cascade windows. 

• Assign a process to a particular processor (on a multiprocessor system). 

• Change the base priority class of a process. 

• Activate a debugger, if you have one. 

Some of the performance data points offered by Windows Task Manager are cumu­
lative. The CPU Time and Page Faults columns on the Processes tab, for example, 
tell you the total amount of CPU time used and the total number of page faults caused 
by a process since that process began running. Information presented by the graphic 
component of Windows Task Manager (on the Performance tab), on the other hand, 
is ephemeral. If you set the update speed to Low and maximize the Performance tab 
on a 1600x1200 screen, you can see a CPU usage chart covering the most recent 8 
minutes of your system's history. To track your system's behavior over a longer time 
interval, you need the far more extensive monitoring services provided by the Per­
formance console. 

With the Performance console, you can monitor a great many statistics not available 
via Windows Task Manager. You can also log performance data to disk files for sub­
sequent analysis, export data to programs such as Microsoft Excel, set "alerts" that 
cause Windows 2000 to take specified actions when performance thresholds are 
crossed, and monitor remote systems as well as your local machine. With the Perfor­
mance console, you can also record performance data when someone else is using 
your computer. 

The Performance console is the successor to the Windows NT Performance Moni­
tor. Like other Windows NT administrative tools, it has been transformed into a 
Microsoft Management Console (MMC) snap-in in Windows 2000. 

Monitoring Performance and Managing 
Applications with Windows Task Manager 

You can start Windows Task Manager in any of the following ways: 

• Right-cliek an unoccupied area of the taskbar and choose Task Manager from 
the shortcut menu. 

• Press Ctrl+Shift+Esc. 

• Press Ctrl+Alt+Delete, and then click Task Manager. 

• Type taskmgr at a command prompt. 
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To close Windows Task Manager, you can simply press Esc. 

As Figure 43-1 shows, Windows Task Manager consists of three tabs: Applications, 
Processes, and Performance. A status bar at the bottom of the window, visible on all 

. three tabs, displays the number of processes that are currently running, the percent­
age of your CPU's processing capacity that's currently being used to execute nonidle 
threads, and some information about the amount of your system's memory that's 
currently in use. This last statistic, Mem Usage, is presented as a fraction. The numera­
tor represents your current total commit charge-the amount of virtual memory in use 
by all running processes. (Virtual memory is memory backed by your paging, or swap, 
file.) The denominator represents your total available virtual memory. You can find 
more details about your current memory usage on the Performance tab. 

Figure 43-1 
The Applications tab in Windows/Task Manager lets you check the status of running programs. 

By default, Windows Task Manager updates its data once every second. To increase 
the frequency to twice per second, choose View I Update Speed I High. To reduce the 
frequency to once every 4 seconds, choose View I Update Speed I Low. To freeze 
the display, choose View I Update Speed I Paused. At any frequency, you can force 
an immediate update by choosing View I Refresh Now. 
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Troubleshooting 
If Windows Task Manager appears without any of the usual adornments-including 
the title bar, menu bar, tabs, and status bar-don't fret. It's all too easy to inadvert­
ently switch to this lean look, and you must know the secret to return to the normal 
view: simply double-click anywhere in the window's background (that is, anywhere 
except within the list ~ox that fills most of the window). And if you want to switch 
to the minimalist view, double-click anywhere between the menu bar and the sta­
tus bar except within a control on the tab. 

msimn.exe 
a gentsvr . exe 
explorer.exe 
msmsgs.exe 
msndc.exe 
WINWORD.EXE 
taskmgr.exe 

o 97 27:21:52 16 K 1 'I 

8 00 0:00:35 212 K 2,633 
: 13t;r:':::. Od~"·. f);f)6;Or~'~:.:.:.'~4fK':.',::::.::·.··.619'" 
164 00 0:00:38 2,368 K 4,676 
184 00 0:00:07 5,032 K 4,332 
212 00 0:03:28 5,100K 29,900 
232 00 0:00:07 1,352 K 42,025 
288 00 0:00:01 2,812 K 1,618 
304 00 0:00:32 3,976 K 7,876 
396 00 0:00:05 2,460 K 1,062 
424 00 0:00:00 2,548 K 820 
456 00 0:02:19 7,732K 
492 00 0:00:00 812 K 
508 00 0:00:00 1,768 K 455 
516 00 0:01:30 7,664 K 17,162 
560 00 0:00:22 320 K 24,096 
748 00 0:01:52 6,272K 39,970 
820 00 0:00:02 3,432 K 950 
824 00 0:00:02 4,048 K 
864 00 0:03:33 4,920 K 

1004 03 0:00:17 1,248 K 

USing the Applications Tab 
The Applications tab lists all running applications. The entries you see here are 
approximately the same as the ones presented by the Windows Alt+Tab task 
switcher. For example, the Applications tab shown in Figure 43-1 lists Microsoft 
Outlook, the Performance console (identified simply as Performance), Paint, 
Microsoft Internet Explorer, and so on; if these items were running on your system, 
you could see this same list by holding down the Alt and Tab keys. Like the Alt+ Tab 
task switcher, the Applications tab of vVindows Task IvIanager dispiays docu­
ment names as well as the names of the applications that have opened those documents. 

Along with the applications just cited, Figure 43-1 also shows two Microsoft Word 
instances-one with the file 43 Notes, another with the file Ch43. That's because 
Word 2000 has been designed to fool the operating system into thinking that mul­
tiple documents are actually multiple instances of the Word application itself. You would 
see the same two instances of Word if you pressed Alt+ Tab, but an examination of 
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the Processes tab (shown later in Figure 43-2, in the following section) would reveal 
that a single Winword process was responsible for both Word instances. 

The correspondence between the application list presented by Windows Task Man­
ager and the one presented by the Alt+ Tab task switcher is not exact. Windows Task 
Manager, for example, never appears on its own Applications tab (although the 
process Taskmgr.exe does show up on the Processes tab). 

In Details view (Windows Task Manager's default), the Applications tab includes 
a handy Status column. If an application locks up for any reason, the words Not 
Responding appear in this column. You can terminate the miscreant by selecting it 
and clicking End Task. Be aware, though, that the indication Not Responding does 
not necessarily mean that an appl~cation is down for the count. It simply means that 
Windows Task Manager cannot currently communicate with it. Before you call for 
the stretcher, make sure that your program isn't simply busy with some task that 
can't be interrupted. 

When you shut down an application by clicking End Task on the Applications tab, 
the application goes through its normal quitting routine if it can, prompting you for 
confirmation or to save work if appropriate. So it's perfectly safe to shut down run­
ning programs this way. The analogous button on the Processes tab (End Process) 
liquidates the selected item forthwith and hence is to be avoided unless no alterna­
tive exists. 

The other buttons on the Applications tab allow you to switch to a selected appli­
cation and start a new task. Clicking New Task is equivalent to choosing Start I Run; 
the button and the command share a common most recently used (MRU) list. 

To tile or cascade a group of applications using Windows Task Manager, select the 
applications. (Hold down Shift while selecting adjacent entries or Ctrl while selecting 
ones that are not adjacent.) Then select one of the window-management commands 
from the shortcut menu-Cascade, Tile Horizontally, or Tile Vertically. 

To get information about the process that's responsible for an application, right-click 
it on the Applications tab and choose Go To Process from the shortcut menu. These 
actions transport you to the Processes tab, where you can learn the name-and many 
other attributes-of the process in question. 

Using the Processes Tab 
The Processes tab, shown in Figure 43-2, lists all currently running processes. As you 
can see, most of them are .exe files. You can see the same list in the System Informa­
tion console. (Choose Software Environment \ Running Tasks in the console tree.) But 
the System Information console and Windows Task Manager provide different infor­
mation. System Information tells you the path, version, size, and file date of each 
process. Windows Task Manager provides performance data. 
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Figure 43-2 
The Processes tab in Windows Task Manager provides information about your 
processes' memory and CPU usage in addition to many other details. 

For each process, Windows Task Manager includes the following information by 
default: Image Name (the name of the process), PID (process identifier, the number 
by which the process is known to the operating system), CPU (the percentage of your 
central processing unit's capacity that the process is currently using), CPU Time (the 
total amount of time that your CPU has been occupied with the process since the pro­
cess began running), and Mem Usage (the size of the process's working set). If you 
add up the figures in the Mem Usage column, you'll notice that the total comes up 
quite a bit short of the Mem Usage figure that appears in Windows Task Manager's 
status bar. That's because the latter figure is actually the commit charge total, not 
the working set total. 

Processes are sorted initially by their PIDs. You can sort by any other column by 
clicking the column heading. (Click a second time to change the sort from ascend­
ing to descending, or vice versa.) If you sort in descending order on the CPU column, 
you will probably find that the System Idle Process occupies most of your CPU's 
time. That is, on most users' systems, the CPU spends the greatest share of its day 
doing nothing. 

Sorting on descending order by CPU can sometimes help you figure out what's going 
on "in the background" on your COITlputer. If you're curious, for example, about what 
process is rattling your hard disk while you're just sitting there staring at your screen, 
check the CPU column when this happens. 

The Processes tab can provide a great many statistics in addition to the ones shown 
by default. To add data to the tab, choose View I Select Columns. (You can also use 
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this command to remove any of the default columns other than Image Name.) When 
you have displayed the columns you want, you can rearrange them by dragging 
column headings to the left or right. 

Changing a Process's Base Priority 
A process's base priority is a ranking category that governs the order in which that 
process's threads are scheduled for execution, relative to the threads of other processes. 
You can see the base priority of your processes by choosing View I Select Columns 
and selecting Base Priority. You can also change the base priority of a process. To 
do this, right-click the process's name and choose Set Priority. As Figure 43-3 shows, 
the six available priority settings appear on a submenu. 
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Figure 43-3 
The Set Priority command, which is available only on this shortcut menu, 
lets you override a process's default base priority. 

Because a process's base priority is set by its program code, any changes you make 
via Windows Task Manager remain in effect for the current session only. If you always 
want to run an application at a priority level other than its default, you can create a 
shortcut that uses the Start command to launch the application. As you can see by 
typing start /? in a Command Prompt window, the Start command provides argu­
ments that let you run a program at a specified priority level. 

Using Windows Task Manager to Terminate a Process 
You can end any process by selecting it on the Processes tab and clicking End Process. 
Because this action terminates the selected process immediately, without allowing 
the process to go through its normal shutdown routine, Windows Task Manager pre­
sents a confirmation prompt before carrying out your order. 
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Changing Processor Affinity 
On a multiprocessor system, you can assign a process to a particular processor by 
right-clicking it and choosing Set Affinity from the shortcut menu. This command 
does not appear on the shortcut menu on single-processor syste~s. 

Using the Performance Tab 
The Performance tab, shown in Figure 43-4, provides four graphs and some tabu­
lar data. The CPU Usage and Mem Usage graphs display the percentage of your 
CPU's processing capacity and your system's virtual memory capacity in use as of 
Windows Task Manager's most recent update. The CPU Usage History and Memory 
Usage History sections provide line graphs of the same performance measures over 
time. By default, the CPU graphs chart user-mode activities only. To include kernel­
mode operations (critical operating-system components run in kernel mode), choose 
View I Show Kernel Times. Kernel-mode data then appears in red. 

Figure 43-4 
The Performance tab lets you see at a glance how much of your system's memory is in use. 

How much history the history graphs record ~epends on Windows Task Manager's 
current update speed and the width of its window. Each vertical grid line in these 
graphs represents one update interval. If you widen the window, you get more 
gridlines and see more history. 

On the vertical axis, all four graphs are scaled from a to 100 percent. Increasing the 
height of the window simply expands the axis without changing its end points, mak­
ing the graphs easier to read. Double-clicking anywhere within the Windows Task 
Manager window-on the graphs themselves or the surrounding matter-removes 
everything but the CPU Usage and CPU Usage History graphs, allowing you to see 
more detail without expanding the window itself. With the window thus altered, 
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you can still move to the Processes and Applications tabs by pressing Ctrl+ Tab. 
To return Windows Task Manager to its normal display, double-click again. 

The remainder of the Performance tab provides some "snapshot" statistics about the 
current state of your computer's memory. The most useful numbers to watch here 
are Available Physical Memory and Peak Commit Charge. 

Available Physical Memory tells you how much memory is left over after all run­
ning processes and the system cache have been serviced. (The system cache is an area 
of random access memory that holds frequently used data. The cache improves your 
system's performance by enabling processes to retrieve data from memory that 
would otherwise have to be fetched from disk.) A gradually dropping value for 
Available Physical Memory with no change in the running processes can indicate 
that a process is "leaking" memory. (For more about finding leaking processes, see "Moni­
toring for a Memory Leak," page 736.) 

Peak Commit Charge records the maximum amount of paging-file-backed memory 
that your system has committed to its running applications during the time that 
Windows Task Manager has been running. If this figure exceeds 70 percent of the 
Limit Commit Charge (which is the total amount of your system's virtual memory), 
you should consider increasing the size of your paging file. 

Adjusting the Size of Your Paging File 
To change the size of your paging file, log on using an administrative account and 
choose Start I Settings I Control Panel I System. On the Advanced tab, click Per­
formance Options, and then Change, to arrive at the Virtual Memory dialog box, 
shown in Figure 43-5. The dialog box shows the current size and location of your 
paging file(s). 

Windows 2000 Professional, by default, creates a single paging file on the boot vol­
ume, setting that file's size to 1.5 times the amount of memory in the system and 
allowing the file to expand, when necessary, to twice its original size. The system 
depicted in Figure 43-5 has its original, default, paging file. 

Using the Virtual Memory dialog box, you can adjust the minimum and maximum 
size of your paging file (to a limit of 4095 MB per paging file). You can also relocate 
the file to a different volume or create additional paging files. (You can have one 
on each logical volume.) Spreading your paging-file space across multiple vol­
umes can enhance performance by allowing your system to process multiple I/O 
requests concurrently. 
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Figure 43-5 
You can use this dialog box to change the size or location of your paging file. 

Monitoring and Logging Performance with 
the Performance Console 

To run the Performance console, choose either Start I Programs I Administrative Tools 
I Performance or Start I Settings I Control Panel I Administrative Tools I Performance. 
Alternatively, type perfmon.msc at a command prompt. 

The Performance console, shown in Figure 43-6, has two components: System Moni­
tor and Performance Logs And Alerts. The latter is subdivided into Counter Logs, 
Trace Logs, and Alerts. System Monitor provides graphical or textual information 
about your system's current state and recent history. Performance Logs And Alerts 
lets you track your system over longer periods of time, recording data in disk files 
for subsequent analysis. You can use the Alerts section of Performance Logs And 
Alerts to indicate actions that your computer should take if performance measures 
meet specified thresholds. 

The Performance Logs And Alerts section of the Performance console is also avail­
able as a component of the Computer Management console. In addition, you can 
snap it into your own MMC consoles. Adding the System Monitor component to a 
custom console is a little more complicated: 

1. In MMC, choose Console I Add/Remove Snap-In. 

2. In the Add/Remove Snap-In dialog box, click Add. 

722 Part 10: Maintaining and Optimizing 



'.:.:3 Con.ole Rool 
!'.a ,SySte,1l) Mon;IQt 

13 81 Performance Log, or 30 
!._. ~ Counter Logs 
I TraeeLog. 80 
'" , Alerl. 

70 

60 

50 

." "';'·",;','11 

I Color I <;c.l. , 1 CoIJl1I<'! Ilml""'" ,I PllIent 1 Obiecl 1 Computer' I} 

I 1~~~ Disk Reads/.ec _Tolal - Physi~aIDi.k '\C~~G~;;' Legend 
I :..tJ - 0,0001000 DiskReadByle./.ee.. _Tolal - Phy.icalDi.k '\CRAlG20oo 

I 1 

Figure 43-6 
The System Monitor component of the Performance console can provide graphical information 
about your system's current and recent status. 

3. In the Add Standalone Snap-In dialog box, select ActiveX Control and click 
Add. This launches the Insert ActiveX Control Wizard. 

4. Click Next on the wizard's first page. 

5. On the wizard's second page, select System Monitor Control in the Control 
Type list and then click Next. 

6. Click Finish to close the wizard, click Close to close the Add Standalone Snap­
In dialog box, and click OK to close the Add/Remove Snap-In dialog box. 

Objects, Counters, and Instances 
The Performance console can track everything from relatively mundane but critical 
activities, such as processor time and disk access, to more exotic items, such as the 
number of nonpaging read bytes per second handled by the network redirector. 
Whatever you decide to track, you specify it to the Performance console in the form 
of an object and a counter. 

An object is any portion of a computer's resources that can be assigned characteristics 
and manipulated as a single identifiable element. Typical objects on most comput­
ers include the processor, memory, paging file, and physical and logical disks. The 
complete list of objects varies from one system to another, depending on what hard­
ware is installed, what network protocols are used, and so on. 

Counters track various types of information about the objects to which they are 
assigned. The available counters vary from object to object. For the Processor object, 
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for example, the available counters include % Interrupt Time, % Processor Time, 
Interrupts/sec, and several others. 

Some counters report instantaneous values. Others report the average of the current 
value and the value at the previous sampling interval. Still others report the differ­
ence between the current value and the previous value. If you're uncertain about 
what a particular counter represents, click Explain in the Add Counters dialog box. 

Some objects have multiple instances. A computer with multiple processors, for 
example, has an instance of the Processor object for each processor. The Process object 
has an instance for each process that's running. The PhysicalDisk object has an 
instance for each physical disk installed on the computer, and so on. Objects that 
have multiple instances typically include an instance that supplies information 
about the total of all the individual instances. So, for example, you could track a 
counter (such as 10 Data Bytes/ sec) for a particular running process or for the total 
of all running processes. 

In this book, we use the following syntax to designate the combination of an object, 
a counter, and an instance: 

object(instance) \counter 

The 10 Data Bytes/sec counter of the Process object for the instance explorer, for 
example, would be written like so: 

Process(explorer) \10 Bytes/ sec 

You will also see this syntax in the help file associated with the Performance con­
sole, in other Microsoft documents about performance monitoring (for example, in 
the Microsoft Windows 2000 Professional Resource Kit [Microsoft Press, 2000]), and (we 
presume) in other books about Windows 2000. (When the discussion concerns the 
monitoring of remote computers, you will see this syntax prefixed by a computer 
name and two backslash characters.) It's also the syntax used by the registry. In the 
Performance console itself, of course, you use ordinary dialog box lists to specify the 
combination of object, instance, and counter that you want to monitor. 

Monitoring Current and Recent Information 
with System Monitor 
In its Chart view, System Monitor shows the current state of one or more counters, 
along with a certain amount of very recent history. (At the default sampling inter­
val of 1 second, the duration of a System Monitor chart is 1 minute and 40 seconds.) 
Alternative views show the current state of counters as a histogram or a textual 
report. To switch between Chart, Histogram, and Report views, use the View Chart, 
View Histogram, and View Report buttons on the toolbar. Alternatively, right-click 
anywhere on the chart, choose Properties from the shortcut menu, and select the view 
you want on the General tab of the System Monitor Properties dialog box. 
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Adding Counters· 
In any view, System Monitor's details pane is initially blank, waiting for you to 
select one or more of its myriad available performance measures. (A red vertical bar 
appears at the left side of the chart. If you do not see this bar, click the View Cur­
rent Activity tool on System Monitor's toolbar.) To make your selection, click the Add 
button on the toolbar or right-click the chart and choose Add Counters from the 
shortcut menu. The Add Counters dialog box, shown in Figure 43-7, appears. 

,10' 19:~·~J;;.£~~~?~p.~t.~!"£.;;.~6.~{5 Add 

r Select counters from computer: 

1\\CfVcIG20C10 3 
~ Performance .Qbject: 

Close 

s,xplain 

: I Processor ::1 
r All counters r 88 instances 

r. Select£ounters from tist r. Selectjnstances from list 

%DPC Time 
% Interrupt Time 
% Privileqed Time 

%User Time 
APC B ypasses/sec . 
Df'CBypasseslsec :.i.I 

Figure 43-7 
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To tell System Monitor what you want to monitor, select an object, a counter, and 
an instance from the lists in this dialog box. 

To monitor your own computer, choose Use Local Computer Counters. To monitor 
a remote computer, choose Select Counters From Computer, and then select the name 
of the computer you want to watch. 

To specify what you want to monitor, begin by selecting an object from the Perfor­
mance Object list. The remaining two lists in the dialog box then show the counters 
and instances available for the selected object. You can select counters and instances 
singly, or you can make multiple selections. (Hold down the Shift key to select 
adjacent items or the Ctrl key to select ones that are not adjacent.) You can also use 
the All Counters and All Instances option buttons to select all the items in a list. 

If you're not sure what a particular counter counts (more than a remote possibility, 
given the number of available counters), select it in the counters list and then click 
Explain. A paragraph of descriptive prose will descend from the bottom of the dia­
log box. 

After you've selected a combination of object, counter, and instance, you can click 
Add to add the combination to your chart, histogram, or report and keep the dia­
log box open. Or you can simply click Close to add it and close the dialog box. You 
can add as many counters as you like to your chart, histogram, or report. Note, 
however, that a chart with many counters can be difficult to read. If you need to track 
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a large number of performance measures at one time, consider using multiple 
instances of the Performance console and putting some of the counters on the sec­
ond or subsequent instance. 

Changing the Chart's Display Characteristics 
System Monitor's Chart and Histogram views plot all counters against a single ver­
tical axis scaled, by default, from 0 to 100. A default scaling factor is applied to each 
counter so that counters with large values (such as PhysicaIDisk{_Total)\Disk 
Read Bytes / sec, which measures the number of bytes per second read from all physi­
cal disks and might reach the high hundreds of thousands or more) can coexist 
meaningfully in a chart with low-value counters (such as PhysicaIDisk{_ Total) \ Disk 
Reads/sec, which measures the number of read operations per second). 

It's quite possible that, in order to make a chart intelligible, you will need to adjust 
its scale or the scaling factor for one or more counters (or both the scale and one or 
more scaling factors). In particular, you will need to make some kind of adjustment 
if System Monitor represents one or more of your counters as a horizontal line along 
the top edge of the chart. That's System Monitor's way of saying that your data, given 
its current scaling factor, exceeds the highest value of the vertical axis. 

Changing the Vertical Axis Scale 
To change the scale, right-click the chart or histogram and choose Properties from 
the shortcut menu. On the Graph tab of the System Monitor Properties dialog box, 
type values in the Maximum and Minimum fields. Note that because all of System 
Monitor's many counters return positive values exclusively, you cannot set the 
minimum scale point to less than O. 

Changing a Counter's Scaling Factor 
To change the scaling factor for a counter, go to the Data tab of the System Monitor 
Properties dialog box, select the counter, and then adjust the value of the Scale field. 
The default scaling factor is called Default, which tells you nothing about the value 
that System Monitor has chosen to use. To see what the default value actually is, 
check the Scale column in the chart's legend. For help in deciding what scaling fac­
tor might be appropriate, check the Minimum and Maximum values in the Value 
bar-the numeric fields that appear directly below the chart, above the legend. (See 
Figure 43-6, on page 723.) 

Note, however, that the Value bar displays information only about the counter that's 
currently selected in the legend. Therefore, when adjusting the scaling factor for a 
particular counter, it's a good idea to select it in the legend before you open the Sys-
tem Monitor Properties dialog box. . 

Changing Colors, Fonts, and Titles 
Other options on the various tabs of the System Monitor Properties dialog box 
let you change colors and fonts for your chart or histogram, add a main title or 
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a vertical-axis title, and change the fonts and colors used for chart elements. You 
can also use Width, Color, and Style lists on the Data tab to modify the appearance 
of selected counters. Be aware, though, that the Style options are available only for 
the default line width. If you choose a nondefault width, you get the default (solid) 
line style. 

Emphasizing a Particular Line 
With several counters displayed on the same chart, it can sometimes be hard to tell 
which is which. If you double-click a line on the chart, System Monitor selects the 
associated counter in the legend. But when lines are close together, it can be diffi­
cult to be sure that you've double-clicked the right one.·The Highlight tool on the 

. toolbar (the tool that looks like a light bulb) can help. When you click the Highlight 
tool, System Monitor displays the current chart line in a bold width and contrast­
ing color. With highlighting on, you can move up and down through the legend and 
see at a glance which chart line belongs to which legend entry. 

Changing the Sampling Interval 
By default, System Monitor samples counters at l-second intervals. System Moni­
tor always adjusts its display to show 100 sampling intervals, so at any resolution 
or window size ~he default-sampled chart shows 1 minute and 40 seconds' worth 
of data. You can alter the sampling interval by going to the General tab of the Sys­
tem Monitor Properties dialog box. Integers from 1 to 3888000 (1 second to 45 days) 
are accepted. 

To freeze the current chart (stop sampling), clear the Update Automatically check 
box on the General tab of the System Monitor Properties dialog box. Alternatively, 
click the Freeze Display tool on the toolbar. 

Printing a System Monitor Chart 
Although System Monitor has no Print command, you can generate a printed image 
of the current chart. The easiest way to do this is to right-click the chart, choose Save 
As from the shortcut menu, and supply a file name. System Monitor saves your 
chart-its current appearance and counter list but not its other property settings­
as an .htm file. You can then use your Web browser to display and print the file. 

Alternatively, you can get printed output from System Monitor by importing the 
System Monitor control into another suitable application (such as Microsoft Word 
or Microsoft Excel) and then using that application's printing capability. (See the next 
section, "Using the System Monitor Control.") Or you can use the Counter Logs sec­
tion of the Performance console to record performance data in a tab-separated or 
comma-separated log file and then import the resulting file into Excel or another 
spreadsheet program. (See "Recording Performance Data with Counter and Trace Logs," 
page 728.) When you have the performance numbers on a worksheet, you can use 
the spreadsheet program's charting facility to graph the data you're interested in. 
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Using the System Monitor Control 
System Monitor is an ActiveX control stored in the file Sysmon.ocx. You can embed 
this control in many applications, including Word and Excel. When embedded, the 
System Monitor control functions exactly as it does in the context of the Performance 
console. 

To insert the System Monitor control in a Word or Excel document: 

1. Display the Control Toolbox toolbar. (Right-click any visible toolbar and select 
Control Toolbox.) 

2. Click the More Controls tool. 

3. Size and position the object that appears. (In Excel, you need to drag out a rect­
angle on the worksheet to have the object appear. Once it is visible on your 
worksheet, you can make further adjustments to its size and position.) 

4. Click the Exit Design Mode tool. 

In design mode, the System Monitor control appears without its toolbar. Handles 
appear around the object's perimeter (you might have to select it to make the 
handles visible), allowing you to size and position it. When you leave design mode, 
the System Monitor control's toolbar appears. Now you can use the toolbar and the 
shortcut menus to add counters, format the resulting chart, and so on. 

Saving and Reusing System Monitor Settings 
To copy the current chart's properties to the clipboard, use the Copy Properties tool 
on System Monitor's toolbar. To paste properties from the clipboard, use the Paste 
Counter List tool. These tools, which have no keyboard shortcuts or menu equiva­
lents, let you replicate a chart in a separate instance of System Monitor. Alternatively, 
you can use them to restore the current state of a chart after making changes to it­
provided, of course, that you haven't cleared the clipboard in the meantime. Note 
that the Paste Counter List tool pastes all properties stored on the clipboard, not just 
the counter list. 

Because the .htm file created by System Monitor's Save As command (see "Printing 
a System Monitor Chart," page 727) records the current chart's counter list as well as 
its appearance, you can use this file as a way of transferring settings from System 
Monitor to a counter log or alert. (See "Creating a Counter Log from System Monitor 
Settings," page 732.) 

Recording Performance Data with Counter and Trace Logs 
System Monitor provides a graphical representation of the current (and recent) state 
of your system. But when you want to record performance data over time and pre­
serve the numbers for analysis, you need a log. Logging is the way to create, in a disk 
file, a historical performance record for a computer or network you are monitoring. 
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By logging activity over time, for example, you can establish a baseline for the sys­
tem and determine when and where performance bottlenecks occur. Or you can 
monitor system performance before and after a significant change, such as a hard­
ware upgrade or a reassignment of files, folders, or users to other machines in an 
attempt to ease the load on a busy server. 

The Performance console offers two types of logs: counter logs and trace logs. Counter 
logs,like System Monitor, sample your system at prescribed intervals. Counter logs 
can use any of the performance counters available in System Monitor. You can 
study the resulting log file, or a specified portion of it, by displaying it in System 
Monitor. Alternatively, if you save the log data in a tab-delimited or comma­
delimited text file, you can subsequently import the numbers into a spreadsheet 
or database program. ' 

Trace logs differ dramatically from counter logs. A trace log records an essentially 
continuous stream of performance data. To use a trace log, you must specify a data 
provider, and you can record data only for those performance measures that are 
made available by the provider. You can use the built-in Windows 2000 system 
provider or a third-party provider. An additional program-not supplied by Win­
dows 2000-is required to parse a trace log into human-readable form. 

Creating a New Counter Log 
To create a counter log, select Performance Logs And Alerts\Counter Logs in the 
console tree. Then right-click an empty place in the details pane and choose New Log 
Settings from the shortcut menu. In the New Log Settings dialog box, supply a name 
for your log and click OK. The name you enter here is the one that will appear in the 
Name field of the details pane, not the file name under which your data will be saved. 
You can enter something descriptive if you like, but you also have the ability to attach 
a comment (which will appear in the Comment field of the details pane), so you 
might want to save the description for the Comment field. (Note: to create a counter 
log, you 'must have full access to the registry key HKLM\System \CurrentControlSet 
\Services\SysmonLog\Log Queries.) 

After supplying a name for your log, you arrive at the General tab of the new log's 
properties dialog box. Near the top of this dialog box, you'll find the file name and 
path that the Performance console proposes to use for your new log. You're not 
obliged to use these defaults, but before you can change them you must specify 
which performance counters you want to monitor. Click Add to do this. You'll find 
yourself in the Add Counters dialog box, which looks and functions exactly like its 
counterpart in System Monitor. 

After you've specified the counter you want and have returned to the General tab, 
be sure to set the two sampling-interval controls, Interval and Units, to appropri­
ate values. You can accept the default sampling interval of 15 seconds or override 
it with anything from 1 second to 45 days. The shorter your sampling interval, the 
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more data is logged and the larger the resulting log file becomes. For the purpose 
of gathering baseline performance data, the IS-second default is a good value to try, 
but if you let the log run for a long time, you might want to keep an eye on the size 
of the log file. Note, however, that on the Log Files tab of the properties dialog box, 
which you'll come to next, you can specify a maximum Size for the log file. 

On the Log' Files tab, shown in Figure 43-8, you can change your log's file name and 
path, add an automatic suffix to the file name, add a comment that will appear in 
the Comment field of the details pane, choose a file type, and specify a maximum 
file size. 

Figure 43-8 
The Performance console can add an automatic suffix, based on incremental numbering or the cur­
rent date, to your log's file name. 

Using File Name Suffixes 
Unless you clear the End File Names With check box, the Performance console adds 
a suffix to your file name, using either an incremental numbering system or the cur­
rent date in your choice of six date formats. These suffixes make it easy for you to 
create multiple iterations of a particular log. For example, if you create a log called 
Baseline and use the numeric suffix option with numbering starting at 1, the Perfor­
mance console appends 00001 to the initial iteration of the log. If you stop and re­
start the log, a new file is created with the suffix 00002. Only one entry for the log 
appears in the details pane of the console, with the Log File Name field showing the 
current iteration only. But, of course, all the pr~vious iterations are preserved and 
available for inspection. 
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Note that if you use one of the date suffix options and then stop and restart the log 
on the day it was created, your second iteration overw'rites your first. 

Choosing a File Type 
The Performance console offers four log-file types: 

• Binary File 

• Binary Circular File 

• Text File-CSV 

• Text File-TSV 

The formats of the binary and circular binary types are identical. What makes the 
latter circular is that if the file reaches its specified maximum size, the Performance 
console begins overwriting data at the beginning of the file with current data. The 
CSV text-file type uses commas to delimit values, and the TSV type uses tabs. Both 
types can be imported easily into a spreadsheet program such as Microsoft Excel. 
If you're planning to import into a database program, you might need to use CSV 
in preference to TSV. 

Specifying a Maximum File Size 
If you select the somewhat ambiguously named Maximum Limit option button in 
the Log File Size section of the dialog box, the Performance console lets the log file 
grow until your disk space is exhausted. To limit the file to a particular size, select 
Limit Of and specify a maximum size ili. kilobytes. On the Schedule tab, you can tell 
the Performance console what you want it to do if the log file reaches its maximum· 
size. Note that you must select the When The nn-KB Log File Is Full option button 
on the Schedule tab, or the Performance console will allow the log file to grow 
beyond its maximum size. 

Starting, Stopping, and Scheduling Logging Activity 
On the Schedule tab, shown in Figure 43-9, you can tell the Performance console 
when you want your log to run and when you want it to stop. By default, logs are 
started and stopped manually. That is, they do nothing until you right-click the log 
name in the details pane and choose Start from the shortcut menu. And they continue 
to run until you holler "Stop!" by right-clicking again and choosing Stop from the 
shortcut menu. You can put either the starting or the stopping, or both, on a sched­
ule by choosing options in the Start Log and Stop Log sections of this dialog box. 
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Figure 43-9 
You can use the Schedule tab to tell the Performance console when to begin and end the log. 

Once started, a log continues to run when the current user logs off. It also contin­
ues to run when someone else logs on. (Because of an apparent bug, the log might 
not appear to be running under a different user account when you examine it in the 
Performance console. But if you check the log file itself, you'll see that it is.) If you 
shut down and restart your computer, a log that has been set to stop manually will 
not resume. (That is, the Performance console will regard your shutting down as a 
Stop command.) A log that's running on a schedule and that uses an incremental 
naming option will resume when the operating system restarts, but it will log to the 
next incremental file. 

If you have specified a maximum file size on the Log Files tab, you'll want to select 
the When The nn-KB Log File Is Full option button. Then you can use the two check 
boxes directly below to tell the Performance console what to do if the log file should 
reach its maximum size. Select Start A New Log File if you're using an incremental 
naming system and want to continue logging in the next incremental file. Select Run 
This Command and specify a program name if you want the Performance console 
to execute a script or program when your file becomes full. 

Creating a Counter Log from System Monitor Settings 
You can easily create a counter log based on the performance counters currently used 
in System Monitor. Simply right-click in System Monitor, choose Save As from the 
shortcut menu, and supply a file name. Your settings will be saved as an .htm file. 

Then, in Counter Logs, right-click in the details pane and choose New Log Settings 
From from the shortcut menu. Specify the name of your .htm file and then a name 
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for the new log. These steps take you to the properties dialog box for your new log, 
where you can take care of file-naming and scheduling details. 

Viewing Counter Log Data in System Monitor 
After you've created a log, you can view its data in System Monitor. You can look 
at either binary or text data this way, and you don't have to stop the log to look at 
it. (If you inspect a running log, System Monitor shows only as much data as the log 
currently contains; it doesn't update the display in real time.) 

To display a log file in System Monitor, click the View Log File Data tool on System 
Monitor's toolbar, and then select the file in which your log data is stored. At first, the 
System Monitor chart will be blank unless, before you opened the log, you happened 
to be looking at real-time data for one or more of the counters recorded in the log. To 
make log counters visible (if they aren't already), click the Add tool, or right-click the 
chart and choose Add Counters from the shortcut menu. The Add Counters dialog box 
that appears is limited to the counters recorded in the log file. Make your selections, 
exactly as you would if you were charting real-time data, and then click Close. 

System Monitor initially displays the entire time span of your log file. If this time 
span includes more than 100 sampling points, System Monitor divides the data into 
100 equally spaced intervals and then uses high-low bars to show the maximum and 
minimum values that occurred during each interval. (See Figure 43-10.) It also shows, 
in the Duration field of the Value bar, the total time interval represented in the chart. 

i-?6S~.terOM.~t 
rE ~ Perfor~ance L~gs a~ 90 

! ........... ~. Counter Logs 
( 1. T,ace Log. eo 

! Ale,t. 

w Con.ole Root 100 

Figure 43-10 
If the log data encompasses more than 100 sampling points, System Monitor groups 
sampling points as necessary and displays high-low bars. 
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To restrict the System Monitor chart to a subset of the log data, right-click the chart, 
choose Properties from the shortcut menu, and click the Source tab. As Figure 43-
11 shows, a slider appears at the bottom of the dialog box. You can drag either end 
of the slider to change an end point of the time range. Or you can drag the center of 
the slider to the left or right to change the position of a subset without changing the 
subset's duration. 
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:k< ,time range to ~'iew within the file; drag the left or light side 01 the following bar. 
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Figure 43-11 
You can use the Time Range slider to change the portion of your log data 
that System Monitor charts. 

Setting Alerts 
When ·you create an alert, you ask the Performance console to take a specified 
action if a particular counter crosses some threshold that you set. To do this, first 
select Performance Logs And Alerts \ Alerts in the console tree. Then right-click in 
the details pane, choose New Alert Settings from the shortcut menu, and specify a 
name for your new alert. On the General tab of the alert's properties dialog box, 
supply a comment if you want one to appear in the details pane, click Add, choose 
one or more counters, and then click Close. 

Back on the General tab again, you can set a threshold for a counter by selecting it 
in the Counters list and manipulating the two fields directly below the Counters list. 
By default, the Performance console will check your counter every 5 seconds. You 
can use the Interva~ and Units fields to adjust this sampling rate. 
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After you've set your counter and threshold, move on to the Action tab. There, as 
Figure 43-12 shows, you can have the Performance console initiate any or all of the 
following kinds of actions if your threshold condition is met: 

• You can create an entry in the Application event log. 

• You can send a message notifying a particular user. 

• ,You can have the Performance console start a counter log. 

• You can run a program (or script). 

General Action I Schedule I 
When an alert is triggered: 

~ . P" 10g an entry in the application event log 

I P" Send a network message to: 

" I ~dmi~istr ator 

. P" ~tart performance data log: 

. h-· dr-

. n Run this program; 

I 

OK V ,'Cancel '8PPly 

Figure 43-12 
On the Action tab, specify the actions to take if the threshold is met. 

If you choose to run a program, you can also have the Performance console feed that 
program a command string. To do this, click Command Line Arguments and fill out 
the ensuing dialog box. 

What to Monitor 
Here are a few suggestions about counters you might want to monitor. For a much 
more detailed account of performance counters and monitoring strategies, consult 
the Microsoft Windows 2000 Professional Resource Kit (Microsoft Press, 2000). 
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Establishing a Baseline for Memory Use 
To establish baseline data about how your system uses memory, monitor the follow­
ing counters over an extended period of time (weeks or months) of normal usage: 

• Memory\Pages/sec 

• Memory\Available Bytes (or Memory\Available KBytes) 

• Paging File(_Total)\ % Usage 

Memory\Pages/ sec is the number of pages (units of 4096 bytes) that are read from 
or written to disk to satisfy hard page faults. A hard page fault occurs when code or 
data needed by a process is not available in physical memory. Memory\Available 
Bytes and Memory\Available KBytes record the amount of memory available to 
running processes. Paging FileCTotal)\ % Usage records the percentage of your total 
paging file that's currently in use. 

In your analysis of baseline data, ignore spikes. Focus on the value ranges that typify 
your system, not the exceptions. Then, if subsequent monitoring reveals that these 
counters frequently lie outside baseline ranges, you can be reasonably sure that a 
problem needs to be addressed. 

Determining Whether Your Paging File Is Large Enough 
Monitor Paging File \ (_Total) \ % Usage Peak. If this value, which represents the 
largest percentage of your paging file that your running processes actually use, 
exceeds 70 percent, you probably should increase the size of the paging file. You 
might also want to monitor Memory\ % Committed Bytes In Use. This counter 
represents the ratio of committed memory (physical memory for which space is 
reserved in the paging file) to the commit limit (the total amount of memory the 
system can commit). Increasing the size of your paging file increases the commit 
limit. If Memory\ %Committed Bytes In Use exceeds 85 percent, consider increas­
ing the size of your paging file. 

Monitoring for a Memory Leak 
A memory leak occurs when an application allocates memory for its use but does 
not free the allocated memory when it no longer needs it. Symptoms of a memory 
leak include gradually worsening response time, a low virtual-memory message (or 
a message indicating that the system has automatically increased the size of your 
paging file), and error messages indicating that system services have been stopped. 
If you suspect that an application is leaking memory, monitor the following over an 
extended period of time while the application is running: 

• Memory\Available Bytes. Other things being equal, this counter tends to fall 
during a memory leak. 
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• Memory\Committed Bytes. Other things being equal, this counter tends to rise 
during a leak. 

• Process(process_name)\Private Bytes, Process(process_name) \ Working Set, 
and Process(process_name) \Page Faults/sec. These all tend to rise during 
a leak. 
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Appendi)( A 

Companion CD Contents 
In This Chapter 

Installing and Using Programs from the CD ................................. 742 

The companion CD for this book contains supplemental information and utilities 
that you might find useful, including the following: 

• A variety of utilities and other useful applications from Microsoft and other 
publishers 

• Sample programs that appear elsewhere in this book 

• Microsoft Knowledge Base articles that are cited in this book 

• Microsoft NetMeeting Resource Kit 

• Microsoft Internet Explorer Administration Kit 

• Links to additional utilities from Microsoft 

• Links to more information about Microsoft Windows 2000 

You don't need to copy any files to your computer's hard drive or run a setup pro­
gram to view the CD contents, which are set 'up as a Web site. Simply insert the 
CD in your computer's CD-ROM drive and the home page should appear in your 
Web browser. (If you have disabled AutoRun, open the Index.htm file in the CD's 
root folder.) 

Note The system requirements for browsing the information on the CD are quite 
simple: you need a graphics-capable Web browser, such as Internet Explorer 
or Netscape Navigator. You can use any platform or operating system that 
can support your Web browser to browse the CD's content. The CD's pages 
include links to a number of utility programs that are on the CD. The system 
requirements for these utilities vary, but all are known to work on a system 
running Windows 2000 Professional with 96 MB of RAM. 
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Installing and Using Programs from the CD 
The CD contains a number of programs from Microsoft and other publishers. You'll 
find them listed on the Utilities Index page, as shown in Figure A-I. (In addition, 
you'll find links to these programs on the By Chapter page.) 

Click to expand 

Cli k the CD is icon to install the utility from the CD. 

Cli k the web * icon to go to the utility publisher's Web site to check for the latest 
ve ,ion, register shareware and trial versions, and get more information about a program. 

Figure A-1 
On the Utilities Index page, click a category to display a list of programs in that category. 

Some of these programs are freeware (you can use them as you see fit without pay­
ment), some are shareware (after trying the program, you're obligated to pay the 
publisher if you decide to continue using it), and some are limited-time trial or 
demonstration versions. 

Along with a brief description of each utility, you'll see two icons. Clicking the CD 
icon starts the application's setup program. Because the CD functions like a Web site, 
when you click a CD icon, Microsoft Internet Explorer asks whether you want to run 
the program (the setup program, that is) or save the program to disk. Select the run 
option and click OK. Saving the program to disk just consumes disk space for a setup 
program you already have safely stored on CD, and it requires the extra step of 
launching the setup program after you save it. 

The other icon by each program description is a link to the publisher's Web site. You 
might want to check there for additional information, a later version, or to see what 
other programs the publisher offers. 
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Appendi)( B 

Windows 2000 Professional 
CD Contents 

In This Chapter 
Value Added Folder .................................... ~ ............... 744 

Learning More About Files Installed from the CD ............................. 746 

If you're like many experts, you comb the CD of a new operating system, looking 
for all the programs and other goodies that are not on the Start menu, hoping to find 
an undocumented trick to make your life easier or to amaze your friends. To give 
you a head start on finding such a gem, this appendix summarizes the content of the 
Windows 2000 Professional CD. 

The Windows 2000 Professional CD-ROM includes the following folders and files 
in its root: 

• \Bootdisk. Contains files for creating the four-disk setup boot disk set. The 
disk images are stored in Cdbootl.img, Cdboot2.img, Cdboot3.img, and 
Cdboot4.img. Run Makeboot.exe or Makebt.32.exe to copy the disk images to 
floppy disks. 

• \ Discover. Contains the HTML-based Discover Windows 2000 Professional 
tour-the one you can launch by clicking Discover Windows in the Getting 
Started With Windows 2000 window (Welcome.exe) that appears the first time 
you log on. You can launch the tour directly from this folder by opening 
Default.htm in Internet Explorer. 

• \1386. Contains the installation files for Windows 2000. Winnt.exe and Winnt32.exe 
are the 16-bit and 32-bit versions of the setup program. (For details about setup, 
see Chapter 1, "Installing Microsoft Windows 2000.") Most other files in \1386 are 
compressed, as indicated by the underscore C) as the final character of the file 
name extension; to use any of these files you must decompress them with the 
Expand command. 
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• \Setuptxt. Contains Prol.txt and Pro2.txt, the release notes for Windows 2000 
Professional setup. 

• \ Support. Contains Hcl.txt, the Hardware Compatibility List (you can view an 
updated version at www.microsoft.com/hcl) and Apcompat.exe, the Application 
Compatibility tool. (For details, see UUsing Apcompat to Solve Compatibility Prob­
lems," page 143.) 

The Tools subfolder contains the installation files for Windows 2000 Sup-
I 

port Tools, an invaluable collection of miscellaneous utilities and techni-
cal information. To install Windows 2000 Support Tools, run \Support\ Tools 
\Setup.exe. Sreadme.doc, also in the Tools subfolder, provides more informa­
tion about Windows 2000 Support Tools. 

In addition, the Tools subfolder contains Deploy.cab, an archive file with tools 
and information for automating installation of Windows 2000. (For details, see 
UAutomating the Installation Process," page 14.) 

• \ Valueadd. Contains a variety of tools from Microsoft and other publishers. 
Valueadd.htm ostensibly provides an overview of the contents of the 
subfolders, but it includes more legal disclaimer than useful information. For 
more information, see the following section, uValue Added Folder." 

• Autorun.inf. Causes Setup.exe to run when the CD is inserted in the CD-ROM 
drive. 

• Cdrom_ip.5. Identifies the Windows 2000 Professional CD as a bootable CD. 

• Cdrom_nt.5. Identifies the Windows 2000 Professional CD as a bootable CD. 

• Readlst.txt. Release notes for all versions of Windows 2000. 

• Readme.doc. More extensive release notes for all versions of Windows 2000, 
in Microsoft Word format. 

• Setup.exe. Program that displays a menu of options including Install Win­
dows 2000 (runs \1386\ Winnt32.exe), Install Add-On Components (runs 
Sysocmgr.exe, the Windows Components Wizard part of Add/Remove Pro­
grams), and Browse This CD (opens the CD root in Windows Explorer). 

Value Added Folder 
This section provides an overvie-\A! of the contents of \ Valueadd, the Value Added 
folder on the Windows 2000 Professional CD. In addition to the introductory 
Valueadd.htm file (and Banner.gif, an image file used by Valueadd.htm), \ Valueadd 
contains two subfolders: 

• \3rdparty. Contains a variety of applications provided by third parties (that 
is, someone other than Microsoft). None of these applications are developed 
or supported by Microsoft. 
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• \Msft. Contains a variety of applications from Microsoft. (Trivia note: For 
anyone who doesn't follow the roller coaster ride we call a stock market, MSFT 
is the ticker symbol for Microsoft Corporation.) 

The following sections provide more information about the content of each subfolder. 
Your eyes might glaze over before you can explore all of these options on the CD. 
Many applications are for products or features that you've never heard of and don't 
need. Our goal here is to provide a quick overview that you can scan to identify the 
handful of programs that you might want to explore further. Most of the subfolders 
contain some sort of documentation-in the form of a Readme.txt file, a help file, or 
an HTML file. 

\Valueadd\3rdparty 
The 3rdparty subfolder contains the following subfolders: 

• \Ca_antiv. Contains InoculateIT AntiVirus AVBoot Vl.l, a program from Com­
puter Associates International that detects and removes viruses when run from 
a bootable floppy disk. 

• \Leve18\Mqc.que. Contains Message Queuing Connector, a cross-platform ap­
plication connectivity product from LevelS Systems that you can use for imple­
menting the Microsoft Message Queue (MSMQ) API in non-Windows operating 
systems. 

• \Mgmt \Agents. Contains an HTML file with a link to information about agents 
that support Windows Management Instrumentation (WMI). Here's the link: 
www.microsoft.com/windows2000 /library /howitworks/mana gement /wmi/ agents .asp 

• \Mgmt\Citrix\Eng. Contains Citrix ICA clients for using a computer running 
any version of Windows to run applications on a Windows Terminal Server 
with Citrix MetaFrame. 

• \Mgmt\Inteldmi\Cimompro. Contains a program from Smart Technology 
Enablers that allows an existing DMI application to run seamlessly on a WMI­
enabled system. 

• \Mgmt\Inteldmi\Dmisp. Contains a program from Smart Technology 
Enablers that provides the DMI service layer, a required component for either 
Cimompro or Wbemdmip (the other programs in the \Mgmt\Inteldmi folder). 

• \Mgmt\Inteldmi\ Wbemdmip. Contains Intel DMI to CIMON Data Provider, 
also from Smart Technology Enablers. 

• \Mgmt\ Winstle. Contains Win INSTALL LE, a program from VERITAS Soft­
ware that allows you to package legacy setup programs for use with Windows 
Installer. For more information, see "Creating MSI Files for Legacy Applications," 
page 151. 
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• \Security\Sdti. Contains ACE/Agent for Windows 2000, a program from 
Security Dynamics Technologies that provides enterprises with the ability to 
add strong authentication management and encryption to their Windows 2000 
environment. 

\Valueadd\Msft 
The Msft subfolder contains the following subfolders: 

• \Fonts. Contains two TrueType fonts, Arial Alternative Regular and Arial 
Alternative Symbol. 

• \Mgmt\Adc. Contains Active Directory Connector, which lets you synchronize 
Microsoft Exchange Server 5.5 mailboxes, custom recipients, and distribution 
lists with users, contacts, and groups in a Windows 2000 Active Directory. 

• \Mgmt\Ias. Contains the Windows NT 4.0 Internet Authentication Service 
(lAS) snap-in for Microsoft Management Console, which allows you to man­
age lAS from Windows 2000. 

• . \Mgmt \Ms_sms. Contains the Systems Management Installation Wizard, 
\vhich lets any computer become a Systems Management Server (SMS) client. 

• \Mgmt \Mstsc_hpc. Contains the Microsoft Terminal Server Client for Win­
dows CE, Handheld PC Edition version 3.0. 

o \Mgmt \Pba. Contains Phone Book Administrator, a tool for managing phone 
books used by Microsoft Connection Manager. 

• \Mgmt \ Wbemodbc. Contains the Windows Management Instrumentation 
(WMI/WBEM) ODBC adapter, which provides a standard API that allows 
ODBC-based applications to read the data in the WMI Common Information 
Management (CIM) repository as if it were a relational database. 

o \Xtradocs \Script. Contains help files that provide detailed reference informa­
tion about JScript, Windows Scripting Components, VB Script, and Windows 
Script Host (WSH). For more information, see Chapter 38, "Using Windows Script 
Host." 

• \Xtradocs \Serk. Contains the Microsoft FrontPage 2000 Server Extensions Re­
source Kit. Open Default.htm in Internet Explorer to display the documentation. 

Learning More About Files Installed from the CD 
And what of the myriad executable programs that are part of Windows 2000 Pro­
fessional? Many are not on the Start menu and their names provide no clue as to their 
function. But with a little sleuthing, you can usually determine a program's purpose. 
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The following tips apply to all files provided with Windows 2000, but they're espe­
cially apropos to application files (.exe extension) and application extensions, or 
dynamic link libraries (.dll extension). 

• Display the file's properties dialog box. If the file is an application, the General 
tab often includes a Description field that tells you everything you need. For 
example, the Description for one hidden gem, %SystemRoot% \System32 
\Dxdiag.exe, reveals its purpose: Microsoft DirectX Diagnostic Tool. 

• The properties dialog box for most applications and application extensions 
includes a Version tab. By clicking each item in the Other Version Information 
box on this tab, you can learn something of a file's provenance. 

• If you want to examine the Description and other potentially information-rich 
fields for a number of files, use Details view in Windows Explorer, choose View 
I Choose Columns, and display the Module Description and Product Name 
columns, as shown in Figure B-l. 

Nom. t 

~401COMUPD Win32 Cabinet Seli·Ext,"ctor Microsolt(R) Window ... Application -I 

~ M~amon.dll • A ••• Monitor DLL Microsoft(R) Window ... ApplicationE ... 
system32 ~.ecce$$ Control Panel DLL Microsoft(Rl Window ... Control Panel... 

~acctres.dll Microsoft Internet Account Ma ... Microsoft(R) Window ... Appkation E ... 
This lolder contains liles that keep GQ.eccwiz MiclOsoft Accessibilit,Y Wizard Microsoft(R) Window ... Application 
your s,Ystem working properly. There ~ acelpdec. a>c ACELP.netAudio Decoder ACELP.netAudio De ... PXFile 
is no need to modify its contents. 

~ .cleditdll Access Control List Editor Microsoft(R) Window ... Application E ... 

Select an item to view its: ~.clui.dll Security Descriptor Editor Microsoft(R) Window .. Application E ... 
description ~acsetupc.dll Microsoft ACS setup client DUL Microsoft(R) Window ... Application E ... 

~acsmib.dll Microsoft SNMP Subagent lor ... Microsoft(R) Window ... Application E ... 

~ activeds.dll ADs Router Layer DLL M icrosolt(R) Window ... ApplicationE-.. 
~activeds Microsoft (R)ActiveDS Typelib Microsoft(R) Window ... TLB File 
lilactmovie DirectShow Setup Tool DirectShow Application 

~ actxpIXY. dll ActiveX Interlace Marshaling L .. Microsoft(R) Window ... Application E ... 

~ admparse.dll lEAK Global Policy Template P ... Microsolt(R) Window ... Application E ... 
~ adptil.dll I PI< Interlace via WinSock Microsoft(R) Window ... Application E ... 

~ adsldp.dll ADs LDAP Provider DLL Microsolt(R) Window ... Application E ... 
i~ adsldpc.dll ADs LDAP Provider C DLL Microsoft(R) Window ... Application E ... 

@adsmsexldll ADs LDAP Provider DLL Microsoft(R) Window ... Application E. .. 
i!1adsnds.dll ADs NDS Provider DLL Microsolt(R) Window ... Application E. 

i!ladsntdll AD. Windows NT Provider DLL M icrosoft(R) Window ... Appl~cation ~~ I 
'.] ... T" , 

j1.562 obiec~'-l --~. -. - fi85~~MyComputer ----:11 

Figure 8-1 
Displaying the Module Description and Product Name columns allows you to see 
details about many files without opening their individual properties dialog boxes. 

• You can also find details about the application and application extension files 
included with Windows, including details about exactly which version of each 
file is included with which Microsoft product releases, at this little-heralded 
Web site: support .microsoft .com/servicedesks/fileversion/dllinfo .asp. 
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ACPI (Advanced Configuration and Power 
Interface) 

advantages, 258 
battery management advantages, 258 
Device Manager support 

determination, 259 
FireWire device support, 258 
PC card dynamic configuration 

support, 258 
server support, 258 
system compliancy process, 259 
upgrading, 260 
USB support, 258 
vs APM, 257-60 

ACPI, (continued) 
wake-on-LAN support, 258 
wake-on-ring support, 258 

Action menu, common console elements, 72 
Active Directory 

Group Policy interaction, 303 
publish/ assign application support, 146 
publishing shared printers, 222 

active partition 
described, 203 
marking,208 

ActiveX components, removing, 438 
ActiveX controls 

adding to a console, 76-77 
check for updates, 438 
Microsoft NetMeeting/Web page 
integration, 511-12 
snap-in requirement, 68 
storing downloaded, 438 
Sysmon.ocx (System Monitor), 728 

Add Counters dialog box, adding counters to 
System Monitor, 725-26 

Add Recovery Agent Wizard, 571 
Add Standard TCP /IP Printer Port Wizard, 

network printer connection, 229 
Add/Remove Programs 

adding/ removing Windows 
components, 149-51 
changing/removing applications, 

148-49 
described, 147 
new program installation, 149 
published application availability, 146 

Address bar, MRU (most recently used) 
lists, 134 

Address toolbar, MRU (most recently used) 
lists, 134 

Adm folder, Group Policy, 301 
administrative shares, described, 373-74 
Administrative Tools folder, Adminpak.msi 

file, 356-57 
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Administrator accounts, limiting, 478-79 
Administrators Group 

enabling auditing, 576 
set up auditing of files/folders, 578 
set up auditing printer access, 580 

administrators, setting up new, 470 
Adminpak.msi file, domain administration, 

356-57 
Admins Web group, 469 
Adobe Systems, pdf format filters, 97 
Advanced Attributes dialog box 

excluding files from catalogs, 114 
NTFS file compression, 671-72 

Advanced Configuration and Power 
Interface (ACPI), vs APM, 257-60 

Ad vanced Options menu 
accessing, 36 
troubleshooting options, 36-37 

Advanced Power Management (APM), vs 
ACPI, 257-60 

Advanced RISC Computing (ARC) 
Boot.ini file pathname editing, 35-36 
computer startup process, 33 

Advanced Schedule Options dialog box, task 
property editing, 140-41 

Alerter service, described, 346 
alerts . 

Alerter service, 346 
Performance console, 734-35 

aliases, folder names, 113 
Alphabetize.bat file, Favorites menu/Start 

menu alphabetizing, 618-24 
Alt+ Enter key combination, switching 

between screen modes, 157 
American Registry for Internet Numbers 

(ARIN), IP address registration, 395 
analog voice/ fax modem, dial-up 

connections, 415 
Analysis Report dialog box, disk 

defragmentation, 673 
AND operator, 107 
anonymous authentication, described, 472 
anonymous logon, FTP connection, 526 
answer files 

additional application installation, 26-29 

answer files, (continued) 
ASCII text file conventions, 19-20 
automating mini-Setup Wizard, 25 
Cmdlines. txt, 26-28 
creating,16-18 
customizing,18-20 
described, 16 
[GuiRunOnce] section uses, 28-29 
password privacy issues, 20 
troubleshooting,21 
using during Setup, 20-22 

antivirus programs, disabling prior to 
installation, 10 

Apcompat utility, described, 143-44 
APIP A (Automatic Private IP Addressing), 

described, 397 
APM (Advanced Power Management) 

battery alarm parameters, 263 
BIOS support issues, 260 
described, 258 
enabling, 260-61 
hibernation configuration, 261-62 
known bugs, 267 
power schemes, 262-63 
power status indicator, 263-64 
standby configuration, 262 
UPS configuration, 264-65 
vs ACPI, 257-60 

AppEvent.evt (Application) log file, 83 
Apple Macintosh computers, network 

printing support, 232 
Apple Macintosh, AppleTalk settings, 411-12 . 
AppleTalk, non-TCP /IP settings, 411-12 
Application (AppEvent.evt) log file, 83, 574 
Application Compatibility dialog box, 

solving program compatibility, 144 
Application Data folder, User Profiles, 314 
application events, described, 84 
Application log (AppEvent.evt), record 

applications events, 574 
Application Log Properties, log file size/ 

longevity settings, 90 
application media pools, described, 238 
application-level filtering, firewalls, 431 
ARC (Advanced RISC Computing), 33, 35-36 
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archives, log files, 91 
ARIN (American Registry for Internet 

Numbers), IP address 
registration, 395 

ARP (Address Resolution Protocol), network 
troubleshooting tool, 407 

asterisk (*) character, command prompt 
support, 181 

asymmetric cryptography, described, 440 
asymmetric encryption, described, 584 
At command, task scheduling, 141-42 
audit events, 577-78 
audit policies, selecting, 480 
auditing 

cautions about overuse, 578 
changing settings, 580 
described, 84, 573-75 
disadvantages, 574 
enabling, 577 
file/folder access, 578-80 
printer access, 580-82 
security, 479-81 
viewing events, 575-76 

Auditing Entry dialog box, 480, 581 
audits, changing settings, 580 
authentication 

CA (certification authority) 
hierarchy,588 

Microsoft N etMeeting, 509 
security, 472-73 
selecting type, 473 

Authentication Methods dialog box, 479 
author mode, running a user-mode 

console, 70 
Authors Web group,469 
AutoComplete, Run dialog box, 453 
AutoComplete Settings dialog box, 

opening, 454 
Autoexec.bat file 

boot disk element, 43 
MS-OOS-based application settings, 

163-64 
automated installation 

additional applications, 26-29 
answer file/Setup program uses, 20-22 
creating answer files, 16-18 
customizing answer files, 18-20 

automated installation, (continued) 
differences file, 22-23 
disk imaging (Sysprep.exe), 23-25 
methods, 14-15 
non-script method, 16 
small office strategy, 21-22 
Ddf (uniqueness database file), 22-23 

automatic detection, configuration 
scripts, 447 

automatic installation, strong encryption, 556 
Automatic Private IP Addressing (APIPA), 

described, 397 
Automatically Log On dialog box, automated 

startup settings, 38-39 
AutoPlay, disabling, 250-51 
AutoRun, command prompt uses, 188-89 
AutoRun file, listing Ooskey macros, 600 
Autorun.inf file, disabling, 250 . 

B 
background services, disabling prior to 

installation, 10 
backup agents, disabling prior to 

installation, 10 
Backup program 

preparing tapes, 253 
Removable Storage issues, 252-55 
tape data backups, 253-54 
troubleshooting, 253 
Windows NT workaround, 255 

backups 
copy, 677 
daily, 677 
differential, 677 
existing data prior to installing 
Windows 2000,8-9 
incremental, 677 
log files, 92-93 
normal, 677 
preparing tapes, 253 
registry, 659-60 
Removable Storage devices, 252-55 
restoring the registry, 659-60 
scheduling, 254-55 
tape data backup process, 253-54 
types, 677 
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Baseline data dialog box, counter logs, 730 
basic authentication, described, 472 
basic disks 

converting to a dynamic disk, 208-11 
defined, 201 
dynamic disk conversion, 213 
extended partition creation, 207-8 
logical drive creation, 208 
marking the active partition, 208 
partition creation, 205-8 

basic volume, described, 203 
bat file extension, batch programs, 610 
batch files .See batch programs 
batch programs 

Alphabetize.bat, 618-24 
automated compatibility checker, 7-8 
bat (batch) file extension, 610 
capitalization rules, 610 
CD-ROM changers, 245-48 
changing to a different folder, 624-25 
CleanRecent.bat, 617-18 

. cmd file extension, 610 
commands, 610-11 
commenting, 612 
described, 609-10 
Dial.bat, 612-15 
double colon (::) comment 

identifier, 612 
environment variables, 616-17 
ErrorLevel value testing, 614 
executing, 612 
file naming conventions, 610 
local environment variables, 625-26 
PopD command, 624-25 
PushD command, 624-25 
redirecting a Pause message to the Nul 
device, 624 
replaceable parameters, 622 
Rsbackup.bat, 615-17 

battery, alarm parameters, 263 
binary NOT operator, 107 
BIOS (basic input/ output system) 

APM support issues, 260 
bootable CD setup process, 13 
computer startup process, 33 
MBR (master boot record), 33 

BIOS, (continued) 
setting to non-Plug and Play operating 

system, 5 
updating to overcome installation 

problems, 5 
BIOS settings, security, 557 
bookmarks, exporting prior to installing 

Windows 2000, 8 
Boolean operators 

described, 96 
Indexing Service, 107-8 
Indexing Service support, 96 
order of precedence, 108 

boot disks 
creating,42-45 
required files, 43 
uses, 42-43 
vs Recovery Console, 43 

boot loader, recovering, 56-57 
boot managers, dual boot system 

alternative, 62 
boot menu 

default startup options, 32-33 
operating system elements, 48 
removing items from, 35 
timeout value editing, 34 

boot partition 
deletion protection, 215 
described, 49, 203 

Boot.ini file 
ARC pathname editing, 35-36 
boot disk element, 43 
boot menu operating system 

elements, 48 
build number display, 34 
computer startup process, 33 
disabling Windows splash screen, 34 
driver name display, 34 
driver name display, 34 
hidden/ system attributes, 33-34 
installed memory display, 34 
modifying, 33-36 
multiple processor display, 34 
operating system description editing, 34 
serial mouse detection disabling, 34 
service pack level display, 34 
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Boot.ini file, (continued) 
timeout value editing, 34 

bootable CD, installation strategy, 13 
BootMagic, dual boot system alternative, 62 
BootPart, dual boot system alternative, 62 
Bootsect.dos file 

boot disk element, 43 
computer startup process, 33 
dual boot system process, 48-49 

Browse Folder dialog box, move folder, 436 
Browse For Drive Path dialog box, path 

search, 217 
Browsers Web group, 469 
browsers, changing default, 435 
bugs, Windows 2000 Professional, 267 
build number, displaying during startup, 34 

C 
CA (Certification Authority) 

certificates, 440, 475 
described, 588-89 
digital certificates, 440 
hierarchy of certificate 
authentication, 588 
PKI requirement, 584-85 

cab (compressed archive) files, described, 15 
cable modems 

Internet connections, 421-22 
network connections, 415 
permanent IP address, 395 
persistent connection, 422 

cables 
direct parallel connection, 485 
peer-to-peer network connections, 

362-63 
cache, described, 377 
caching 

avoiding unwanted local cache, 380 
documents automatically, 378 
documents manually, 377 
offline file uses, 377-80 

Caching Settings dialog box, file caching for 
, offline use, 377 

Cacls.exe utility, viewing/ editing NTFS 
permissions, 547 

calIto hyperlinks, Microsoft NetMeeting, 
511-12 

canonical verbs, described, 128 
capacity, NTFS advantages, 541 
caret (") character, macro symbol 

identifier, 602 
catalogs 

adding/ deleting folders, 113-14 
creating/ deleting, 115 
defined, 96 
excluding NTFS files, 114 
folder viewing, 113-14 
indexing files with unknown 
extensions, 112-13 
Indexing Service creation process, 

111-12 
Category column, Event Viewer, 86-87 
CD changer.msc console, creating, 243-45 
CDFS (Compact Disk File System), 539 
CD-ROM 

disabling AutoPlay, 250-51 
installing programs, 741-42 

CD-ROM changers 
batch program creation, 245-48 
custom MMC console creation, 243-45 
jukebox uses, 248-51 
Mount.bat file, 246-47 
Removable Storage support issues, 

242-48 
troubleshooting, 245 

CD-ROM drives 
installation requirements, 4 
Removable Storage support, 241-42 

Certificate dialog box, viewing certificate 
contents, 586 

Certificate Export Wizard, 566, 593 
Certificate Import Wizard, 567, 593 
certificate mapping, 477 
Certificate Request Wizard, enterprise-wide 

Certificate Services, 589 
Certificates console 

exporting/importing certificates, 593 
requesting certificates, 593 
view options, 593-94 

Certificates dialog box 
back up recovery agent certificate, 568 
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Certificates dialog box, (continued) 
digital certificate management, 591-92 
remove trusted certificates, 442-43 

certifica tes 
backing up, 564-68 
digital, 440-42, 583-95 
installing/removing, 442-43 
IPSec authentication method, 492 
Microsoft N etMeeting 

authentication, 509 
recovery agent, 564 
revoked, 440 
security,474-75 

Certification Authority (CA) .See CA 
Change Drive Letter And Path dialog box, 

drive letter/path assignments, 216 
Change Profile Type dialog box, User 

Profiles, 318 
character sets, language choices, 454-55 
characters 

asterisk (*) wildcard, 181 
caret (/\) macro symbol identifier, 602 
dollar sign ($) special shares, 373-74 
double colon (::) batch program 
comment identifier, 612 
question mark (?) wildcard, 181 

charts, System Monitor, 726-27 
Check Disk dialog box, file system/ media 

error checking, 675-76 
Check.bat file, automated compatibility 

checker batch file, 7-8 
Check.txt file, automated compatibility 

checkertextfile,7-8 
child windows, adding to a console, 79 
Ciad.msc (Indexing Service) console, 

Indexing Service management, 110-11 
Cipher command, 563 
Cipher.exe utility, 563 

command-line switches, 562 
new personal encryption certificate, 568 

class A, IP address, 388 
class B, IP address, 388 
class C 

IP address, 388 
subnet mask, 390 

i class D, IP address, 388 
-J class E, IP address, 388 

CleanRecent.bat file, cleaning out the Recent 
Documents List, 617-18 

client certificates, described, 475, 477 
client computers, ICS configuration settings, 

426-27 
Client for Microsoft Networks, peer-to-peer 

networks, 364 
clients 

cache management techniques, 378-80 
FTP (File Transfer Protocol), 525-36 
Telnet, 515-20 

cmd file extension, batch programs, 610 
Cmd.exe (Command Prompt) file 

command extensions, 190 
command-line syntax, 190-91 
described, 188 
vs Command. com, 174 

Cmdhere.reg file, folder/command prompt 
session startup, 173 

Cmdlines.txt file, additional application 
installation, 26-29 

code/key, IPSec authentication method, 492 
codec (coder/decoder), Internet connection 

speed issues, 503 
collaboration, Web sites, 483 
colors 

command prompt session settings, 177 
Disk Management panel views, 200 
System Monitor chart editing, 726-27 

command delimiter, described, 227 
command extensions, command prompt 

uses, 190 
command line 

command combination symbols, 184. 
editing keys, 180-81 
escape (/\) symbol, 184-85 
FTP client uses, 527-33 
Net File command, 384 
Net Session command, 383-84 
Net Share command, 380-82 
Net Statistics command, 384-85 
Net Use command, 382-83 
network utilities, 290-93 
pausing/ canceling commands, 185· 
pipe (I) symbol, 183 
program command symbol 
conventions, 181-85 
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command line, (continued) 
redirecting input/ output, 183 
redirection symbols~ 182 
Remote.exe file, 355-56 
running System Information from, 

685-87 
Telnet client, 516-19 

command prompt 
AutoRun uses, 188-89 
browsing network resources, 193-94 
color settings, 177 
command combination symbols, 184 
command enhancements, 179-85 
command extension uses, 190 
command-line editing keys, 180-81 
described,171-72 
Doskey settings, 177-78 
environment variables, 185-87 
escape (A) symbol, 184-85 

. file/folder name completion, 189-90 
font settings, 176-77 
help system, 179-80 
listing current routing table, 392 
network commands, 191-94 
password-protected resource 
connection, 193 
pausing/ canceling commands, 185 
pipe ( I ) symbol, 183 
program command symbol 
conventions, 181-85 
redirecting input/ output, 183 
redirection symbols, 182 
Run As command uses, 143 
running commands from, 187-88 
Services management commands, 341 
shared resource connection, 192-93 
starting, 187-88 
starting a telnet client session, 517-18 
starting at a particular folder, 173 
starting programs from, 178-79 
starting/ ending a session, 172-73 
uses, 171-72 
wildcard support, 181 
window customization techniques, 

174-78 
window sizing/positionirig, 175-76 

command strings, described, 133-34 

Command.com file 
boot disk element, 43 
vs Cmd.exe, 174 

command-line switches, Cipher.exe, 562 
command-line, Windows Explorer uses, 

124-26 
commands 

Action I All Tasks I Configure Server 
Extensions, 469 
Action I Find, System Information, 681 
Action I New I Virtual Directory, 467 
Action I Save As Text File, System 
Information, 684 
Actions I All Tasks I Close System 
Information File, 684 
Actions I All Tasks I Open System 
Information File, 684 
Actions I All Tasks I Save As System 
Information File, 684 
Actions I Refresh, System 

Information, 683 
Actions I Save As System Information 
File, System Information, 684 
At, 141-42 
batch, 610-11 
Cipher, 563 
command prompt help, 179-80 
Convert, 215 
Customize View, 80 
Delete Logical Drive, 215 
Delete Partition, 215 
Delete Volume, 215 
Edit I Add Key, Regedt32, 661 
Edit I Add Value, Regedt32, 662 
Edit I Find, Regedt32, 661 
Edit I New, Rededit, 661 
Format, 214 
FTP (File Transfer Protocol), 529-33 
Hide Mouse Pointer, 159 
mmc, 68 
MRU (most recently used) lists, 134-35 
Nbstat, 409 
Net,408 
Net File, 384 
Net Localgroup, 292-93 
Net Session, 383-84 
Net Share, 380-82 
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commands, (continued) 
Net Statistics, 384-85 
Net Use, 382-83 
Net User, 290-92 
Net View, 193-94 
Netstat, 408 
Network Identification, 409 
networks, 191-94 
New Window From Here, 79 
Nslookup,409 
Options I Read Only Mode, 

Reged t32, 661 
pausing/ canceling at the command 
line, 185 ' 
PopD, 624-25 
PushD, 624-25 
Recovery Console, 710 
Registry I Connect Network Registry, 
Regedit, 666 
Registry I Export Registry File, 667 
Registry I Load Hive, Regedt32, 660 
Registry I Restore, Regedt32, 659 
Registry I Save Key, Regedt32, 659 
Registry I Select Computer, 

Reged t32, 666 
Remote, 355-56 
replacing with Doskey macros, 604-5 
Route, 403-5, 408 
Route Print, 392 
Run As, 142-43 
Security I Permissions, Regedt32, 

661,665 
Services management, 341 
Set, 185-87 
shortcut menu editing, 128-30 
Start I Help, 693 
Tools I Synchronize (IE), 438 
View I Choose Columns, System 
Information, 682 
View I Find Key, Regedt32, 661 
View I Refresh Now, Windows Task 
Manager, 715 
View I Update Speed I High, Windows 
Task Manager, 715 
View I Update Speed I Low, Windows 
Task Manager, 715 

commands, (continued) 
View I Update Speed I Paused, 
Windows Task Manager, 715 
winver,ll 

comments, batch programs, 612 
commit charge, described, 715 
compatibility, fAT advantages, 542 
compatibility checker 

accessing from Setup program, 6 
batch file creation, 7-8 

components, Critical Update 
Notification, 676 

compressed drives, uncompressing prior to 
installing Windows 2000, 9-10 

. compression, NTFS advantages, 540 
Computer Associates International, 

InoculateIT AntiVirus A VBoot, 
699-700 

Computer column, Event Viewer, 87 
Computer Configuration, Group Policy, 

303-4 
Computer Management console 

creating a new console, 349-351 
described, 348-49 
Performance Logs and Alerts, 722 
shortcut creation, 349 
supported snap-ins, 348-49 

computers 
account creation, 10-11 
default startup options, 32-33 
direct parallel connection, 485 
gatekeepers, 506-7 
gateways, 506-7 
inbound time partner, 342-43 
last known good configuration startup, 

707-8 
locking,134 
network names,409 
peer-to-peer network connections, 

363-64 
POST (power-on self test) process, 33 
pre-installation preparation, 9-10 
Recovery Console, 42 
safe mode startup, 706-7 
single computer installation strategy, 

12-14 
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computers, (continued) 
viewing/printing system configuration, 

270-74 
Config.sys file 

boot disk element, 43 
MS-DOS-based application settings, q 

161-63 
configuration scripts 

automatic detection, 447 
control IE, 446 
directed configuration, 447 
vs Group Policy settings, 451 

Configure Server Extensions Wizard, 469 
connections 

cable modems, 421-22 
dial-up, 415-18 
direct parallel, 485 
DSL (digital subscriber line), 421-22 
FTP (File Transfer Protocol), 526-27 
incoming, 486-88 
Internet types, 415 
LAN, 415, 418-21 
network, 415 
network connection order settings, 410 
non-TCP /IP settings, 411-12 
peer-to-peer network cables, 362-63 
persistent, 422 
tunneling protocols, 489-90 
viewing with Net Use command, 

382-83 
console tree 

adding folders to, 75 
described, 72 
displaying,74-75 

consoles 
Action menu elements, 72 
ActiveX control addition, 76-77 
CD changer.msc, 243-45 
Certificates, 592-95 
child window creation, 79 
Ciad.msc (Indexing Service), 110-11 
common elements, 72-73 
Computer Management, 348-51 
console tree, 72 
console tree display, 74-75 
creating from Computer Management 
console, 349-51 

consoles, (continued) 
data export file types, 73 
details pane, 72-73 
Disk Management, 71 
extension addition, 76 
Favorites addition, 80 
folder addition, 75 
Group Policy (gpedit.msc file), 298-309 
hiding/ displaying elements, 80 
Internet link addition, 76-77 
IPSec Security Policy Management, 

492-98 
Local Security Settings, 293-96, 492-98 
Local Users And Groups, 287-89, 

318-19 
MMC included types, 68 
msc file extension, 69 
naming conventions, 80 
Performance, 722-37 
Remote Administration, 352-53 
restriction options, 81-82 
running,69-70 
running a user-mode console in author 
mode, 70 
running with a target computer 
specification, 70 
Services, 333-41 
Shared Folders, 371-80 
shortcut menus, 72 
snap-in addition, 76 
System Information, 71, 679-84 
taskpad view addition, 77-79 
troubleshooting, 69 
uses, 71-73 
View menu elements, 72 

CONTAINS operator, 105-6 
content ratings, using, 482 
Contents property, Indexing Service query 

submission, 102-3 
Control Panel 

Add/Remove Programs, 146-51 
cascading submenus, 119 
Users and Passwords, 286-87 

cookies 
exporting prior to installing Windows 

2000,8 
importing/ exporting (IE), 452-53 
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cookies~ (continued) 
temporary Internet file storage, 436 

Cookies folder, User Profiles, 314 
copy backup, described, 677 
counter logs 

activity scheduling, 731-32 
creating,729-33 
file name suffixes, 730-31 
file sizing, 731 
recording performance data, 728-33 
starting/ stopping logging activity, 

731-32 
supported file types, 731 
viewing in System Monitor, 733-34 

counters 
adding to System Monitor, 725-26 
described, 723-24 
scaling factors, 726 
what to monitor, 735-37 
TLDs (top-level domains), 394 

CPU Usage graph, Windows Task Manager, 
720-21 

Create a New Media Pool Properties dialog 
box, media pool settings, 239 

Create Partition Wizard 
extended partition creation, 207-8 
marking the active partition, 208 
primary partition creation, 206-7 

Create Report dialog box, Windows NT 4,9 
Create Shared Folder Wizard, share 

creation, 374 
Create Volume Wizard, creating volumes on 

dynamic disks, 212 
Critical Update Notification component, 

Windows Update, 676 
Cscript.exe file, command-line scripting 

program, 628-29 
Ctrl+Alt+Del key combination, disabling, 41 
Ctrl+Alt+Delete key combination, displaying 

background services, 10 
cursors, command prompt session settings, 

177-78 
Customize Toolbar dialog box (IE), 448, 451 
Customize View dialog box, MMC display 

customization,73 
customizing, IE options, 455-60 

o 
daily backup, described, 677 
data 

backing up before installing Windows 
2000,8-9 
exporting prior to installing Windows 
2000,8 
storing sensitive, 557-58 

data recovery policy, described, 568 
data types, registry, 658-59 
Date column, Event Viewer, 86 
dates, Indexing Service formats, 106-7 
daylight saving time, Event Viewer 

support, 86 
DDL (dynamic-link library), upgrade packs 

(migration DLLs), 6 
decryption, files/folders, 562-63 
default support programs, IE, 449 
Dependency Walker (Depends.exe), 

troubleshooting uses, 700 
Deployment Tools, installation, 15 
Deptool.chm file, described, 15 
Desired Performance dialog box, Indexing 

Service parameters, 116 
Desktop folder, User Profiles, 314 
desktops, behavior managed by Internet 

Explorer, 450 
details pane, described, 72-73 
device drivers 

displaying details, 272-73 
installing from a known location, 277 
installing from a list of known drivers, 

277-78 
MS-DOS, 163 
reinstalling,276-77 
resource conflict solving, 274 
signing options, 278 
updating/modifying,275-78 

Device Manager 
device configuration editing, 274-75 
device status checking, 272-74 
disabling/reenabling devices, 274 
displaying device driver details, 272-73 
displaying phantom devices, 270-71 
driver signing options, 278 
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Device Manager, (continued) 
error codes, 278-79 
hardware profiles, 279-80 
installing device drivers, 277-78 
multiprocessor support installation, 278 
power management support 
determination, 259 
print options, 272 
reinstalling device drivers, 276-77 
resource conflict solver, 274 
resource setting editing, 274-75 
starting, 270 
uninstalling a device, 274 
updating/modifying device drivers, 

275-78 
view options, 271 
viewing/printing system configuration, 

270-74 
devices 

configuration editing, 274-75 
disabling/reenabling, 274 
resource setting editing, 274-75 
status checking, 272-74 
uninstalling, 274 

DHCP (Dynamic Host Configuration 
Protocol), described, 396-97 

Dial.bat file, batch program example, 612-15 
dial-up connections 

creating, 416-18 
described, 415 
disconnecting, 418 
modem types, 415 
shortcut creation, 418 

Dial-Up Networking Monitor, connection 
status monitoring, 418 

differences file, automated installation, 22-23 
differential backup, described, 677 
digest authentication, described, 472 
digital certificates, 440-42 

asymmetric encryption, 584 
CA (Certification Authority), 584-85, 

. 588-90 
Certificate Services, 589 
common certificate purposes, 587 
contents,. 441 
development history, 584-85 
fees, 590 

digital certificates, (continued) 
importing/ exporting, 586, 593 
Internet software distribution, 441 
items used, 440 
logical certificate stores, 587 
logical store, 587-88 
physical store, 587 
PKI (Public Key Infrastructure), 584 
reasons for using, 585 
renewing, 586 
requesting, 585, 593 
signing e-mail messages, 595-96 
symmetric encryption, 584 
Thawte, 590 
trust hierarchy, 590 
trusted root authority, 590 
types, 586-87 
VeriSign, 590 
viewing, 586 

digital subscriber line (DSL), network 
connections, 415 

Direct Parallel Connection cables, direct 
computer connection, 485 

directed configuration, configuration 
scripts, 447 

directories 
.See also Folders 
apply security /permissions, 466 
configure FrontPage extensions, 466 
defined, 465-66 
organizing files, 466 
tasks in ns, 466 

DirectX Diagnostic Tool, troubleshooting 
uses, 696 

disabling, EFS, 569-70 
discussion server, Microsoft Office 2000, 448 
Disk Cleanup, freeing up disk space, 670-71 
Disk Defragmenter, optimizing disk 

performance, 672-75 
disk imaging, described, 23 
Disk Management console 

adding a new disk, 204 
assigning/ changing drive letters, 

215-18 
basic disk management tasks, 205-11 
basic disk structure, 201 
box sizing, 200 
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Disk Management console, (continued) 
color settings, 200 
converting basic disk to a dynamic disk, 

208-11 
creating mounted drives,217-18 
described, 197-98 
Disk List display panel, 199-200 
disk property / status checking, 218-20 
dynamic disk management tasks, 

211-12 
dynamic disk structure, 201-2 
dynamic disk to basic disk 

conversion, 213 
enhancements, 198 
extended partition creation, 207-8 
fault-tolerant volumes, 204 
formatting an existing volume, 214 
Graphical View display panel, 200 
hard disk identifiers, 201 
linear scaling, 200-201 
logarithmic scaling, 200-201 
logical drives, 202-3, 208 
marking the active partition, 208 
mounted drives, 204-5 
partitions, 202-3 
primary partition creation, 206-7 
remote computer techniques, 199 
screen elements, 71, 198-201 
starting, 198 
switching between views, 200 
troubleshooting basic to dynamic disk 
conversion, 211 
uses, 197-98 
Volume List display panel, 199 
volume property/status checking, 

218-20 
volumes, 203-4 

disk quotas 
creating a new quota entry: 553-54 
deleting, 554 
enabling, 550-52 
enabling on remote volumes, 552 
management techniques, 552-54 
NTFS advantages, 541 
NTFS enforcement, 550 
Quota Entries window, 552-54 

disk utilities, compatibility issues, 6 

disk-compression programs, Windows 2000 
non-support, 9 

Diskeeper utility 

disks 

defragmentation tool, 675 
MFT (Master File Table) 

defragmenting, 543 

adding to computer, 204 
Disk Defragmenter, 672-75 
file system error checking, 675-76 
freeing up space, 669-72 
media error checking, 675-76 
NTFS file compression, 671-72 
property checking, 218-20 
status checking, 218-20 

Display Properties dialog box, logon screen 
customization, 39-40 

DLL Help Database, troubleshooting 
uses, 706 

DNS (domain name system) 
described, 10, 393-96 
development history, 393 
FQDN (Fully Qualified Domain 

Name),394 
hierarchical structure, 394 
name resolution, 393-95 
top-level domains, 394 

DNS servers, name resolution, 395 
documentation 

FrontPage Server Extensions, 469 
viewing Internet Information Server,465 

documents 
automatic caching, 378 
Indexing Service supported types, 97 
manualcaching,377 

Documents menu, MRU (most recently used) 
list, 134 

dollar sign ($) character 
macro parameters, 601 
special shares, 373-74 

domain accounts 
management techniques, 293 
vs local accounts, 283-85 

domain name system (DNS), described, 10, 
393-96 

domain names, ICANN registration 
services, 396 
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domain-level policy settings, vs audit policy 
settings, 576 

domains 
administration techniques, 356-57 
Adminpak.msi file, 356-57 
described, 10 
joining, 365 
joining after installation, 11 
naming, 409 
TLDs (top-level domains), 394 

Doskey 
command prompt session settings, 

177-78 
switches, 606 

Doskey macros 
comment placement, 601 
defining, 600 
described, 599 
dollar sign ($) character, 601 
folder-listing commands, 603-4 
grouping, 601 
listing in AutoRun file, 600 
management techniques, 600-601 
parameter uses, 601-2 
program uses, 606-7 
replacing Windows 2000 commands, 

604-5 
saving to a file, 600 
special characters, 603 
symbol uses, 602-4 

dotted quad format, described, 399 
dotted-decimal IP address, described, 388 
double col~n (::) characters, batch program 

comment identifier, 612 
DoubleSpace, Windows 2000 non-support, 9 
downloaded files, final destination, 436-38 
Downloaded Program Files Folder 

ActiveX controls, 438 
opening, 438 

Dr. Watson 
append to existing log file setting, 695 
application error response sequence, 

693-94 
crash dump path, 695 
creating a crash dump file, 695 
dump all thread contexts setting, 695 
dump symbol table, 695 

Dr. Watsor, (continued) 
log file path, 694 
number of errors to save settings, 695 
number of instruction settings, 695 
option settings, 694-95 
sound notification settings, 695 
viewing log files, 695-96 
visual notification settings, 695 
Wave file path, 695 

drive letters, assigning/ changing, 215-18 
drive paths, assigning, 215-18 
Driver Signing Options dialog box, driver 

signing options, 278 
drivers 

displaying name during startup, 34 . 
Windows Update uses, 676 

drives, compressed, 9-10 
DriveSpace, Windows 2000 non-support, 9 
DSL (digital subscriber line) 

guaranteed data rates, 422 
Internet connections, 421-22 
network connections, 415 
persistent connection, 422 

DSL modem, permanent IP address, 395 
dual boot systems 

boot floppy file considerations, 43 
boot managers, 62 
boot menu elements, 48 
boot partition, 49 
compatible file system issues, 49-50 
default startup options, 32-33 
described, 13 
hardware solutions, 63 
limitation work arounds, 52-53 
limitations, 49-50 
MS-DOS addition,53-54 
operating system addition, 53-60 
Outlook Express issues, 51 
paging (swap) file sharing, 57-58 
partition managers, 62 
reasons for using, 47 
recovering the boot loader, 56-57 
removing operating systems, 60-61 
separate partition installation 
advantages, 51 
supported operating systems, 47 
system partition, 49 
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dual boot systems, (continued) 
third-party alternatives, 62-63 
Windows 3.x addition, 53-54 
Windows9x, 54-58 
Windows NT addition, 58-59 

DUN (dial-up networking) connection, 
routing options, 403-4 

DVD drive, installation requirements, 4 
dynamic disks 

converting from basic disk, 208-11 
converting to a basic disk, 213 
defined, 201-2 
extending a volume, 212-13 
management tasks, 211-12 
volume creation, 212 
volume limitations, 209 

Dynamic Host Configuration Protocol 
(DHCP), described, 396-97 

dynamic routing 
described, 391 
RIP (Routing Information Protocol) 
Listening, 391, 405 

dynamic volume, described, 203 
dynamic-link library (DOL), upgrade packs 

(migration DLLs), 6 

E 
Edit Drive Letter or Path dialog box, drive 

letter/path editing,216 
EFS (encrypting file system) 

disabling, 569-70 
enabling, 570-71 
storing sensitive data, 557-58 

e-mail 
encrypting, 595-96 
exporting data prior to installing 
Windows 2000, 8 

e-mail address, FTP connection 
password, 526 

emergency recovery disk (ERD) 
creating, 678 
troubleshooting uses, 711-12 
updating importance, 690 

empty recovery policy, creating, 570 
encrypting file system (EFS), 557 

encryption 
advantages for folders, 558 
asymmetric, 584 
back up access information, 558 
backing up certificates, 564-68 
checking files for, 563 
creating new personal certificate, 568 
dangers from other authorized 

users, 562 
defined,440, 555 
EFS,557-58 
e-mail messages, 595-96 
enabling, 570-71 
file behavior, 561-62 
files, 557-63 
files vs folders, 557-60 
folders, 557-63 
identifying encrypter, 569 
Microsoft N etMeeting, 509-10 
NTFS advantages, 540 
NTFS compression non-support, 671 
PKI (Public Key Infrastructure), 584 
preventing,569-70 
recovering encrypted files/folders, 

568-69 
recovery policy, 560 
security, 474-79 
symmetric, 584 
system file limitations, 559 

Enter Network Password dialog box, user 
account management, 284 

Enterprise Certificate Authority 
Services, 477, 481 

environment variables 
batch programs, 616-17 
modifying,187 
Path,134 
predefined,186 
viewing, 185-86 

EQUALS operator, 105-6 
ERD (emergency repair disk) 

creating, 678 
troubleshooting uses, 711-12 
updating importance, 690 

error and event messages help 
(W2000msgs.chm),703 
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error codes 
Device Manager, 278-79 
System Information devices, 682 

error events, described, 84 
ErrorLevel value testing, batch programs, 614 
escape (/\) symbol, described, 184-85 
Event column, Event Viewer, 87 
event logs, IPSec troubleshooting, 500 
Event Properties dialog box, 87-88, 576 
Event Viewer 

access methods, 85-87 
Application (AppEvent.evt) log file, 83 
archiving log files, 91 
backing up log files, 92-93 
Category column, 86-87 . 
clearing log files, 91 
Computer column, 87 
Date column, 86 
daylight saving time support, 86 
described, 83-85, 575 
details pane elements, 85-87 
displaying archived log files, 91-92 
Event column, 87 
event searches, 89 
examining event details, 87-88 
exporting log file information, 92 
hiding/ displaying columns, 86 
log display filters, 88-89 
log file longevity settings, 90-91 
log file size settings, 90-91 
monitoring remote computers, 93-94 
multiple log views, 89 
Security (SecEvent.evt) log file, 83 
Source column, 86 
System (SysEvent.evt) log file, 83 
Time column, 86 
Type column, 86 
User column, 87 

events 
application, 84 
described, 83 
errors, 84 
examining,' 87-88 
informa tion, 85 
log files, 83 
monitoring on remote computers, 93-94 
searches, 89 

events, (continued) 
security auditing, 84 
system, 84 
types, 84-85 
viewing audit, 575-76 
warnings, 84 

Exec.wsf file, executing commands on remote 
computers, 644-52 

Executive Software, Diskeeper 
defragmentation tool, 543, 675 

Explorer bars, adding to Internet Explorer, 
461-62 

exporting 
favorites/ cookies, 452-53 
personal encryption certificate, 565-66 

expressions, queries, 101-2 
Extend Volume Wizard, extending a volume 

on a dynamic disk, 213 
extended partitions 

deletion protection, 215 
described, 202-3 

extended volumes, limitations, 213 
Extensible Markup Language (XML) tags, 

631-32 
extensions 

F 

adding to a console, 76 
applying to Web sites, 469 
user interface names, 469 

FAT (file allocation table) 
advantages, 541-42 
compatibility advantages, 542 
converting volumes to NTFS, 542-43 
file system types, 539 
small volume support, 542 
speed advantages, 542 
volume label naming conventions, 215 

FA T12 file system, 539 
FA T16 file system 

described, 539 
dual boot system compatibility issues, 

49-50 
FAT32 file system 

described, 539 
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FAT32 file system, (continued) 
dual boot system compatibility issues, 

49-50 
volume label naming conventions, 215 

fatal errors, stop-error behavior 
configuration, 691-92 

Favorites 
adding to a console, 80 
importing/ exporting (IE), 452-53 

Favorites folder, User Profiles, 314 
Fc.exe, registry file comparison program, 667 
FEK (file encryption key), 557 
File and Printer Sharing for Microsoft 

Networks, peer-to-peer 
networks, 364 

file compression, freeing up disk space, 
671-72 

file encryption key (FEK), 557 
file extensions 

bat (batch), 610 
cab (compressed archive), 15 
cmd, 610 
evt (Event Log), 91 
hiding/ displaying in Windows 
Explorer, 120-21 
job (task object), 139 
msc (MMC consoles), 69 
msi (Windows Installer application) 
support, 146-47, 151 
reg (Regedit export file), 660 
suppressing selected types, 121 
udf (uniqueness database file), 22 
wsf (Windows Script Host), 631-32 

File Signature Verification utility, 
troubleshooting uses, 697-98 

file systems 
CDFS (Compact Disk File System), 539 
described, 539 
dual boot system compatibility issues, 

49-50 
error checking, 675-76 
FAT (file allocation table) types, 539 
FAT12,539 
FAT16,49-50 
FAT16, 539 
FAT32, 49-50 
FAT32,539 

file systems, (continued) 
new partition assignment, 206 
NTFS, 49-50, 539-54 
selection guidelines, 539-543 
UDF (Universal Disk Format),539 

File Transfer Protocol (FTP), 438, 463 
FileProp.vbs file, FileSystemObject example, 

638-39 
files 

accessing temporary Internet,436 
Adminpakmsi, 356-57 
Alphabetize.bat, 618-24 
answer, 16-22 
AppEvent.evt (Application log), 574 
Application (AppEvent.evt), 83 
auditing access, 578-80 
auditing successful access 578 
Autoexec.bat, 43, 163-64 
AutoRun, 600 
Autorun.inf, 250 
backing up prior to installing Windows 

2000,8-9 
behavior of encrypted, 561-62 
being prompted for location, 437-38 
Boot.ini, 33-36, 43, 48 
Bootsect.dos, 33, 43, 48-49 
cab (compressed archive), 15 
caching identification, 377 
Cads.exe, 547 
Checkbat, 7-8 
Check txt, 7-8 
checking for encryption, 563 
CleanRecent.bat, 617-18 
Cmd.exe (Windows 2000 command 
processor), 174, 188 
Cmdhere.reg (folder / command prompt 
session) startup, 173 
Cmdlines. txt, 26-28 
command prompt name completion, 

189-90 
Command.com (MS-DOS command 
processor), 43, 174 
Config.sys, 43, 161-63 
Cscript.exe, 628-29 
decrypting, 562-63 
Depends.exe (Dependency Walker), 700 
Deptool.chm, 15 
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files, (continued) 
Dial.bat, 612-15 
display audit settings, 579 
downloading, 435-39 
downloading without certification, 442 
encrypted vs unencrypted, 561-62 
encrypting, 557-63 
Exec.wsf, 644-52 
FileProp.vbs, 638-39 
Filever.exe (FileVer utility), 700-701 
Folders.vbs, 629-31 
Ftp.exe (FTP command-line client), 

527-33 
Gpedit.msc (Group Policy), 40-41 
gpedit.msc (Group Policy) console, 

298-309 
Gpt.ini, 301 
Hal.dll,33 
hiding physical location, 466 
hiding/ displaying in Windows 
Explorer, 119-20 
identifying encrypter, 569 
IO.sys,43 
Lsass.exe (Local Security 
Administration),33 
Memsnap.exe (memory profiling 

tooD,701 
Mount.bat, 246-47 
Mountvol.exe, 549-50 
Msdos.sys,43 
Msiexec.exe, 147 
Msinfo32.exe, 680 
Net.exe,290-93 
Noise.eng,98 
Ntbackup.exe, 659-60 
Ntbackup.exe, 677 
Ntbootdd.sys, 33, 43 
Ntdetect.com, 33, 43 
NTFS compression, 671-72 
NTFS security permissions, 544-47 
Ntldr (bootstrap loader), 33, 43, 48-49 
Ntoskrnl.exe,33 
offline,376-80 
paging (swap), 57-58 
Pmon.exe (Process Resource 

Monitor),702 
Processor.vbs, 640-44 

files, (continued) 
protecting from authorized users, 562 
protection methods, 147 
Pviewer.exe (Process Viewer), 702-3 
Rasphone.exe, 418 
recovering encrypted, 568-69 
Regedit.exe, 354, 655 
Regedt32.exe, 354, 655 
Registry. pol, 303 
Remote.exe, 355-56 
Rsbackup.bat, 615-17 
SecEvent.evt (Security log), 574 
Secpol.msc (Local Security Policy), 

40-41 
Security (SecEvent.evt), 83 
set up auditing, 579-80 
Setupcl.exe, 15 
Setupmgr.exe (Setup Manager Wizard), 

15-18 
Setupmgx.dll, 15 
Sfc.exe (System File Checker), 147 
SysEvent.evt (System log), 83, 574 
Sysmon.ocx (System Monitor), 728 
Sysprep.exe, 15,23-25 
System.ini (Windows 3.x), 155 
Telnet.exe, 516 
Tlist.exe, 338 
tlntadmn.exe, 521 
types to download, 437 
Udf (uniqueness database file), 22-23 
Unattend.doc, 15 
Upgrade.txt, 7 
W2000msgs.chm, 703 
Win 2000 Pro CD, 746-747 
Win.ini (Windows 3.x), 155 
Winlogon.exe, 33 
Winn32.log, 7 
Winnt.exe,14 
Winnt32.exe, 6-8, 14 
Wscript.exe, 628-29 

FileSystemObject, Windows Script Host, 
638-40 

FileVer (Filever.exe), 700-701 
filter lists, adding to IPSec filter rule, 494-96 
filter rules 

adding to a IPSec policy, 493-94 
IPSec, 491 
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Filter Wizard, adding filter lists to the filter 
rule, 496 

filters 
application-Ievel,431 
described, 97 
event logs, 88-89 
IP Protocol ID 50, 500 
IP Protocol ID 51, 500 
UDP Port 500, 500 

Find in System Information dialog box, 
information item search, 681 

firewalls 
application-level filtering, 431 
described, 430-31 
FTP issues, 527 
IPSec filtet requirements, 500 
packet filtering, 430-33 
selection criteria, 431 

FireWire devices, ACPI support, 258 
floppy disks, booting from, 42-45 
floppy drives 

boot floppy creation, 42-45 
installation requirements, 4 
setup disk creation, 13 

Folder Options dialog box, offline file 
configuration, 379 

folders 
.See also directories 
adding to the console tree, 75 
adding to the Start menu, 123-24 
adding to the taskbar, 124 
adding/ deleting from Indexing Service 
catalog, 113-14 
ad vantages of encryption, 558 
aliases, 113 
auditing, access, 578-80 
command prompt name completion, 

189-90 
decrypting, 562-63 
direcLories, 465 
display audit settings, 579 
encrypting, 557-63 
hiding/ displaying in Windows 
Explorer,l19-20 . 
manually res canning in the Indexing 
Service, 115 
NTFS compression, 671-72 

folders, (continued) 
NTFS security permissions, 544-47 
recovering encrypted, 568-69 
removing "nag" screens when viewing 
contents, 121-22 
set up auditing, 579-80 
sharing on a peer-to-peer network, 367 
shell, 126-28 
starting a command prompt session 
from, 173 
Temporary Internet File, 436 
Value Added, 744-46 

Folders bar, hiding/ displaying in Windows 
Explorer, 118 

fonts 
command prompt session settings, 

176-77 
MS-DOS-based application property 
settings, 165 
System Monitor chart editing, 726-27 

Format dialog box, formatting partitions/ 
logical drives/volumes, 214 

Fpremadmexe command-line utilities, 470 
Fpsrvadm.exe, extension snap-in, 470 
FQDN (Fully Qualified Domain Name), 

described, 394 
Free folder, media pools, 237 
free-text expressions, queries, 101-2 
FrontPage, configuring server extensions, 

468-71 
FrontPage extensions, directories to 

configure, 466 . 
FrontPage Server Extensions 

advantages,469 
HTML Administration Forms, 470 
removing from Web sites,471 

FTP (File Transfer Protocol) 
anonymouslogon,526 
ASCII file-transfer mode, 526 
binary file-transfer mode, 526 
command entering conventions, 529-33 
command-line client (Ftp.exe) file, 

527-33 
described, 463 
development history, 525 
establishing connections, 526-27 
firewall issues, 527 
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FTP, (continued) 
graphical FTP client/Windows 
Explorer, 534-35 
passive mode, 533 
proxy server issues, 527 
response codes, 529 
security issues; 526 
server operating system types, 526 
text-based client/Windows 

Explorer, 535 
URL (uniform resource locator) 
conventions, 525 

FTP folder 
unsupported functions, 439 
viewing sites with anonymous logons, 

438-39 
FTP proxy connection, unsupported by FTP 

folder, 439 
FTP server, running, 482-83 
FTP sites, logons, 438-39 
Ftp.exe file, FTP command-line client, 527-33 
Fully Qualified Domain Name (FQDN), 

described, 394 
functions, unsupported in FTP folder, 439 

G 
gatekeepers, Microsoft NetMeeting, 506-7 
gateway computers 

ICS requirement, 423 
ICS configuration, 426 

gateways 
described, 391 
Microsoft NetMeeting, 506-7 

Gilles Vollant Software, BootPart, 62 
globally unique identifier (GUID), opening 

shell folders, 126 
Gpedit.msc (Group Policy) file, logon 

security options, 40-41 
GPO (Group Policy object) 

described, 301 
Gpt.ini file, 301 , 
GroupPolicy folder elements, 301-2 

Gpt.ini file, described, 301 
graphical FTP client, using from Windows 

Explorer, 534-35 

Group Policy Console 
access limited to Administrators 

Group, 450 
access methods, 298-299 
Active Directory interaction, 303 
adding/removing policy templates, 

300-301 
adding/removing startup 

programs, 136 
Computer Configuration branch, 303-4 
configuring Internet Explorer, 450-51 
custom console creation, 299 
customizing settings for different users, 

307-9 
customizing window elements, 299-301 
described,297-98 
disabling unnecessary for performance 
enhancement, 304-5 
displaying only configured policies, 301 
enabling disk quotas, 551-52 
enabling/ disabling settings, 305..;.7 
Folder Redirection extension, 328-29 
gpedit.msc file, 298-309 
GPO (Group Policy object), 301-5 
IPSec policy management, 492-98 
logoff scripts, 321 
logon scripts, 321 
Microsoft NetMeeting policies, 510-11 
not configured default setting, 305 
periodic refresh, 303 
publish/ assign application 

capability, 146 
registry-based policy management, 297 
script assignment, 298 
script settings, 322 
script types, 321-22 
security option specifications, 298 
settings, 302-9 
settings precedence order, 304 
shutdown scripts, 321 
starting from a remote computer, 

298-99 
startup scripts, 321 
User Configuration branch, 304 
user folder redirection, 328-29 
uses, 297-298 
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Group Policy Console, (continued) 
vs System Policy Editor, 309 

Group Policy (Gpedit.msc) file, logon 
security options, 40-41 

Group Policy object (GPO) 
described, 301 
GroupPolicy folder elements, 301-2 

GroupPolicy folder, files/folders, 301-2 
groups 

adding/ deleting members, 293 
Net Localgroup command uses, 292-93 
security settings, 293-96 
setup methods, 286-93 
viewing information, 292 

GUID (globally unique identifier), opening 
shell folders, 126 

H 
hackers, described, 428-29 
Hal.dll file, computer startup process, 33 
hard disks 

adding to computer, 204 
basic disk management tasks, 205-11 
described, 201 
Disk Defragmenter, 672-75 
Disk Management identifiers, 201 
dual boot system solutions, 63 
extended partition creation, 207-8 

. file system error checking, 675-76 
freeing up disk space, 669-72 
installation requirements, 4 
MBR (master boot record), 33 
media error checking, 675-76 
NTFS file compression, 671-72 
partition creation, 205-8 
security risk, 557 

hardware 
dual boot system solutions, 63 
BeL (Hardware Compatibility List), 5, 

705 
installation requirements, 4-5 
printing configuration information, 8-9 
Removable Storage supported devices, 

241-51 
Hardware Compatibility List (HCL), 5, 

362,705 

Hardware Profiles dialog box, described, 
279-80 

hardware profiles, described, 279-80 
HCL (Hardware Compatibility List) 

CD-ROM changer issues, 243 
described, 5, 705 
NIC compatibility issues, 362 

help system 
command prompt help, 179-80 
displaying the command reference, 611 

. troubleshooters, 692-93 
hexadecimal values, registry display, 657 
hibernation, APM configuration, 261-62 
hidden files, displaying in Windows 

Explorer, 119-20 
High Encryption Pack, upgrading, 556 
history 

command-line commands, 180-81 
Doskey settings, 177-78 
Windows Task Manager graphs, 720-21 

History bar, MRU (most recently used) 
list, 134 

history lists, hiding from casual snoopers, 
134-35 

hives 
backing up / restoring, 659-60 
registry structure, 657 

HKEY_CLASSES_ROOT, registry root 
key,656 

HKEY_CURRENT_CONFIG, registry root 
key,656 

HKEY _CURRENT_USER, registry root 
key,656 

HKEY_DYN_DATA, registry root key, 656 
HKEY _LOCAL_MACHINE, registry root 

key,656 
HKEY _USERS, registry root key, 656 
home directory 

changing, 466 
stored locations, 466 

home page, changing, 471 
Home Phoneline Networking Alliance 

(HomePNA), peer-to-peer 
networks, 362 

HomePNA (Home PhoneIine Networking 
Alliance), peer-to-peer networks, 362 
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Host a Meeting dialog box, requiring 
passwords, 508 

host ID, IP address, 388 
Hotmail 

configuring, 449 
Microsoft Passport source, 505, 512 

HTML editor (IE), selecting, 449 
HTML files, Indexing Service support, 97 
HTTP vs HTTPS,476 
hubs, peer-to-peer networks, 364 
HyperTerminal, Telnet client, 519-520 

I 
lANA (Internet Assigned Numbers 

Authority) 
IP address registration process, 395 
private reserved IP address, 389 

ICANN (Internet Corporation for Assigned 
Name and Number), domain 

names,396 
icons, console selections, 80 
ICQ (Internet Chat Request), instant 

messaging,501 
ICS (Internet Connection Sharing) 

client computer settings, 426-27 
configuration, 425-27 
described, 423 
gateway computer, 423, 426 
ports, 425 
shared connection setup, 423-25 
sockets, 425 
vs routers, 423 

IE . See Microsoft Internet Explorer (IE) 
lEAK (Internet Explorer Administration 

Kit),447 
IIS (Internet Information Services) 

changing home page, 471 
configuring FrontPage Server 
Extensions, 465, 468-71 
control with Internet Information 
Services snap-in, 465 
creating folders, 467 
described, 463 
directories, 465-68 
directory tasks, 466 
extension administration tools, 470 

Indexing Service development 
history, 95 

installing, 464-65 
Internet printing, 483-84 
Microsoft Personal Web Manager, 468 
opening 465 
restricting access to authors/ 
administrators, 465 
Secure Sockets Layer (SSL), 575 
security management, 472-81 
using,465-71 
viewing documentation, 465 
virtual directories, 467 

ILS (Internet Locator Service), Microsoft 
NetMeeting people search, 504-5 

, Import folder, media pools, 237-38 
Import/Export Wizard, favorites/ cookies, 

452-53 
importing, favorites/ cookies, 452-53 
inbound time partner, Windows Time 

service, 342-43 
incoming connections, creating, 486-88 
incremental backup, described, 677 
Indexing Service 

activating,98-99 
administration techniques, 110-16 
alternative word form queries, 110 
AND operator, 107 
Boolean operator support, 96 
Boolean operators, 107-8 
case insensitive default, 98 
catalog creation process, 111-12 
catalog folder addition, 113-14 
catalog folder removal, 113-14 
catalogs, 96, 111-14 
Ciad.msc console, 110-11 
CONTAINS operator, 105-6 
content query submission, 102-3 
creating! deleting catalogs, 115 
date/time expression formats, 106-7 
described, 95-96 
development history, 95 
EQUALS operator, 105-6 
excluding NTFS files, 114 
filters, 97 
folder name aliases, 113 
free-text expressions, 101-2 
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Indexing Service, (continued) 
ignored words, 97-98 
indexing files with unknown 
extensions, 112-13 
limitations, 97-98 
long form queries, 101 
manually res canning folders, 115 
MS-DOS-style wildcard characters, 109 
Noise.eng file, 98 
NOT operator, 107 
OR operator, 107 
pattern-matching queries, 108-10 
pausing, 113 
performance parameter adjustments, 

115-16 
phrase expressions, 101-2 
proximity operator, 108 
proximity operator support, 96 
query submission, 99-110 
relational operators, 106 
restarting, 113 
Search Assistant integration, 96 
security issues, 96 
short form queries, 100-101 
stopping,113 
supported document types, 97 
supported properties, 104-5 
UNIX-style regular expressions, 109 
viewing folders in a catalog, 113-14 

Indexing Service on Local Machine 
Properties dialog box, 112-13 

Indexing Service Settings dialog box, 
described, 98-99 

Indexing Service Usage dialog box, 
performance parameters, 115 

information events, described, 85 
InoculateIT AntiVirus A VBoot, 

troubleshooting uses, 699-700 
installation 

automating, 14-25 
backing up existing data prior to 
running Setup, 8-9 
bootable CD process, 13 
Cmdlines. txt file uses, 26-29 
compatibility checker, 6-8 
computer account creation, 10-11 
computer preparation, 9-10 

Deployment Tools, 15 
FrontPage Server Extensions, 468-70 
HCL (Hardware Compatibility List), 5 
liS, 464-65 
legacy software compatibility testing, 

6-8 
pre-installation issues, 4-12 
printing hardware configuration 
information, 8-9 
programs from CD-ROM, 741-42 
single computer strategy, 12-14 
Support Tools, 15 
troubleshooting, 5 
uncompressing compressed drives, 9-10 
vs upgrade, 11-12 
Windows 200 High Encryption Pack, 

555-57 
instances, described, 723-724 
instant messaging, MSN Messenger Service, 

512-13 
Integrated Services Digital Network (ISDN) 

modem, dial-up connections, 415 
Integrated Windows authentication, 

described, 472 
IntelliMirror 

described, 322-23 
mandatory user profiles, 327 
profile creation, 325-27 
roaming pro filer shared folder 

setup, 324 
roaming user profiles, 323-27 
user account setup, 324-25 
user configuration settings, 312 
user folder redirection, 328-29 

Intermediate Certification Authorities, 
Certificates dialog box, 442 

Internet Assigned Numbers Authority 
(lANA), private reserved IP 

address, 389 
Internet 

adding links to a console, 76-77 
cable connections, 421-22 
client printer setup, 230-31 
co dec (coder/decoder) connection 
speed issues, 503 
communication methods, 501-14 
connection sharing, 423-28 
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Internet, (continued) 
connection types, 415 
creating dial-up connections, 416-18 
dial-up connections, 415 
direct connections, 415 
disconnecting a dial-up connection, 418 
downloading files, 435-39 
OSL (digital subscriber line) 
connections, 421-22 
firewalls, 430-31 
FTP clients, 525-36 
hackers, 428-29 
LAN connection, 418-21 
maill news file Indexing Service 
support, 97 
Microsoft NetMeeting, 502-12 
packet filtering configuration, 432-33 
security issues, 428-34 
TCP lIP configuration, 422 
TCP lIP port security issues, 429-30 
troubleshooting resources, 704-6 
tunneling, 430 
VPNs (virtual private networks), 415 

Internet Chat Request (ICQ), instant 
messaging, 501 

Internet Connection Sharing (ICS), 
described, 423 

Internet Connection Wizard 
dial-up connection creation, 416-18 
LAN connection, 418-19 

Internet Corporation for Assigned Name and 
Number (ICANN), domain 

names, 396 
Internet Explorer Administration 

Kit (IEAK), 447 
Internet Explorer Profile Manager, 447 
Internet Information Services (lIS), 463 
Internet Information Services snap-in, control 

lIS, 465 
Internet instant messaging, MSN Messenger 

Service, 512-13 
Internet Options dialog box 

accessing temporary files, 436 
Advanced tab, 455-60 
automatically detect settings, 447 
disabling tabs, 451 
Enable Profile Assistant, 445 

Internet Options dialog box, (continued) 
Programs tab, 449 
remove trusted publishers, 443 
Security tab, 443 

Internet Printing Protocol (IPP), 483 
Internet Protocol, peer-to-peer networks, 364 
Internet Protocol (TCP lIP) Properties 

dialog box 
described,397-403 
ONS settings, 400-401 

. IP settings, 399-400 
WINS server,402-3 

Internet Protocol security (IPSec), 555 
Internet Service Provider (ISP), IP address 

allocations, 395-96 
intranet, defined, 464 
IO.sys file, boot disk element, 43 
IP address 

classes, 388 
conventions, 388-89 
displaying, 504 
host 10, 388 
lANA private reserved addresses, 389 
ISP (Internet Service Provider) 
allocations, 395-96 
name resolution, 393-95 
network 10, 388 
registration services, 395-96 

IP Protocol 10 50, IPSec Encapsulating 
Security protocol traffic, 500 

IP Protocol 10 51, IPSec Authentication 
Header traffic, 500 

IP Security (IPSec) Tunnel Mode, 
described, 490 

IP Security Policy Properties dialog box, filter 
rules, 493-94 

IP Security Policy Wizard, policy shell 
creation, 493 

Ipconfig utility 
network troubleshooting tool, 406 
verifying IeS configuration settings, 425 

IPP (Internet Printing Protocol), 483 
IPSec (Internet Protocol security) 

adding filter lists to the filter rule, 
494-96 

adding filter rules to a policy, 493-94 
authentication methods, 492 
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IPSec, (continued) 
connections, 492 
described, 555 
enabling a policy, 498 
end-to-end security, 490-92 
filter action, 492 
filter list, 491 
filter rule components, 491 
firewall filter requirements, 500 
policy creation, 492-97 
policy editing, 498-99 
policy shell creation, 493 
rule components, 491-92 
rule configuration, 496-97 
troubleshooting, 500 
tunnel setting, 492 

IPSec (IP Security) Tunnel Mode, 
described, 490 

IPSec Monitor, IPSec troubleshooting, 500 
IPSec Security Policy Management console, 

IPSec policies, 492-98 
IPX, non-TCP lIP settings, 411-12 
ISDN (Integrated Services Digital Network) 

modem, dial-up connections, 415 
ISP (Internet Service Provider) 

IP address allocations, 395-96 
domain name registration process, 396 
Microsoft Internet Referral Service, 

416-17 
Items to Synchronize dialog box, manage 

offline Web pages, 438 

J 
Java, security, 445 
JeMar Software, Tweaki for Power Users, 130 
jukebox, Removable Storage support, 248 
junction point 

described, 204 
volume mount point, 549 

K 
Kerberos V5 protocol, IPSec authentication 

method, 492 
Kermit, HyperTerminal protocol, 519-20 

keyboards 

keys 

L 

installation requirements, 4 
MS-DOS-based application text 
selection techniques, 160 

addingl deleting from the registry, 661 
hives, 656-57 
permission editing, 665-66 
registry structure, 656-57 

L2TP (Layer 2 Tunneling Protocol), 
described, 489 

LAN (local area network) 
Internet connection types, 415 
Internet connections, 418-21 
Microsoft Proxy Server, 419 
private addressing, 419 
TCP lIP configuration, 422 

languages, selecting character sets, 454-55 
Layer 2 Tunneling Protocol (L2TP), 

described, 489 
legacy applications, msi file creation, 151 
legacy software, compatibility issues, 6-8 
links, adding to a console, 76-77 
Linksys, cablelDSL routers, 424 
local accounts, vs domain accounts, 283-85 
local area network (LAN) .See LAN 
local cache, avoiding unwanted, 380 
Local Computer Policy Properties dialog box, 

Group Policy settings, 305 
local environment variables, batch programs, 

625-26 
Local Security Administration (Lsass.exe) 

file, 33 
Local Security Policy (Secpol.msc) file, logon· 

security options, 40-41 
Local Security Settings console 

enabling auditing, 576 
IPSec policy management, 492-98 
lockout policies, 293-95 
logon security policy options, 41-42 
password policies, 293-95 

Local Security snap-in, 479 
Local Settings folder, User Profiles, 314 
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local user account 
logon script, 320 
setup methods, 286-93 

local user profiles 
described, 315 
folder contents, 313-15 
folder paths, 313 

Local Users and Groups console 
assigning user profiles, 318-19 
local user/group setup, 287-89 

lockout policies, user / group settings, 293-95 
log files 

Application (AppEvent.evt), 83 
archiving,91 
backing up, 92-93 
clearing,91 
displaying archived, 91-92 
Dr. Watson, 695-96 
exporting information, 92 
filters, 88-89 
longevity settings, 90-91 
Security (SecEvent.evt), 83 
size settings, 90-91 
System (SysEvent.evt), 83 
troubleshooting corrupted, 93 
troubleshooting size problems, 91 
troubleshooting uses, 83-84 
viewing with Event Viewer, 575 

Log On To Windows dialog box, bypass 
cautions/ concerns, 37 

logical drives . 
creating, 208 
deleting,214-15 
described, 202-3 
formatting, 214 

log-in formats, selecting, 480-81 
logoff scripts, Group Policy, 321 
logon rights, described, 296 
logon screen 

customizing, 39-40 
troubleshooting, 40 

logon scripts 
described, 320 
Group Policy, 321 
local user account, 320 
Telnet, 523-24 

logons 
Allow System To Be Shut Down 
Without Having To Log On policy, 41 
Disable CTRL+ AL T + DEL Requirement 
For Logon policy, 41 
Do Not Display Last User Name In 
Logon Screen policy, 41 
FTP sites, 438-39 
Message Text For Users Attempting To 
Log On policy, 41 
Message Title For Users Attempting To 
Log On policy, 41 
pre-logon option settings, 31-37 
security options, 40-41 
startup dialog box bypass cautions/ 
concerns, 37 
startup program management 
techniques, 135-37 
task scheduling, 138 

long form queries, Indexing Service, 101 
Lsass.exe (Local Security Administration) 

file, computer startup process, 33 

M 
Machine folder, Group Policy, 302 
macros 

comment placement, 601 
described, 599-600 
dollar sign ($) character, 601 
folder-listing commands, 603-4 
grouping, 601 
listing in AutoRun file, 600 
management techniques, 600-601 
parameter uses, 601-2 
program uses, 606-7 
replacing Windows 2000 commands, 

604-5 
saving to a file, 600 
special characters, 603 
symbol uses, 602-4 

maintenance 
backups, 677 
Disk Cleanup, 670-71 
Disk Defragmenter, 672-75 
disk performance optimization, 672-75 
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maintenance, (continued) 
ERD (emergency recovery disk), 678 
file system error checking, 675-76 
freeing up disk space, 669-72 
media error checking, 675-76 
NTFS' file compression, 671-72 
Windows Update uses, 676 

Manage Auditing and Security Log Right, 
575-78 

Manage IP Filter Lists and Filter Actions 
dialog box, IPSec editing, 499 

management consoles, creating, 471 
mandatory user profiles, described, 315, 327 
mapped drive, disconnecting, 383 
master boot record (MBR), computer startup 

process,33 
Master File Table (MFT), NTFS, 543 
MBR (master boot record), computer startup 

process,33 
media, error checking, 675-76 
Media Pools folder 

described, 236 
media management techniques, 239-41 
media pool creation, 238-39 
settings, 237-38 

media pools 
application, 238 
creating, 238-39 
described, 237 
Free folder, 237 
Imporffolder, 237-38 
media management techniques, 239-41 
troubleshooting, 239 
Unrecognized folder, 237-38 

Mem Usage graph, Windows Task Manager, 
720-21 

memory 
.See also RAM (random access memory) 
16-bit application crash prevention, 
155-57 
baseline data, 736 
displaying installed amount during 
startup, 34 
installation requirements, 4 
leak monitoring, 736-37 
MS-DOS-based application property 
settings, 166 

memory, (continued) 
virtual, 715 
Windows Task Manager display, 721 

memory profiling tool (Memsnap.exe), 
troubleshooting uses, 701 

Messenger service, described, 344-46 
MFT (Master File Table) 

NTFS,543 
fragmentation concerns, 674 
increasing allocation ratios, 674 

Microsoft Certificates Services, access 
means,589 

Microsoft Internet Directory, Microsoft 
N etMeeting people search, 505-6 

Microsoft Internet Explorer (IE) 
adding Explorer bars, 461-62 
adding/removing trusted 

publishers, 443 
Advanced options, 455-60 
AutoComplete feature, 453-54 
AutoComplete Settings dialog box, 454 
AutoCorrect feature, 453 
Browse Folder dialog box, 436 
Certificates dialog box, 442 
configuration scripts, 446 
cookies, 452-53 
Customize Toolbar dialog box, 448, 451 
customiiing, 446-62 
customizing options, 455-60 
default support programs, 449 
disabling,435 
executing commands on a remote 
computer, 644-52 
Folder Options dialog box, 438 
FTP folder view, 438 
FTP folders, 438 
Group Policy, 450 
Group Policy settings vs configuration 
scripts, 451 
Hotmail accounts, 449 
importing/ exporting favorites, 452-53 
Internet Options dialog box, 436, 443, 

445,447,449 
Items to Synchronize dialog box, 438 
Java custom security, 445 
language encoding, 454-55 
Microsoft Office 2000, 448 ' 
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Microsoft Internet Explorer, (continued) 
Microsoft Web accessories, 460-61 
Profile Assistant,' 445-46 
Refresh button, 437 
Security Warning dialog box, 443 
security zones, 443-45 
security /privacy, 440-46 
selecting HTML editor, 449 
Settings dialog box, 436 
storing digital certificates, 441 
storing downloaded files, 436-39 
Temporary Internet Files, 436 
toolbar customization, 448 
Trusted Root Certification 

Authorities, 442 
Web accessories, installing, 461 

Microsoft Internet Explorer 5 Power Tweaks 
Web Accessories, 444 

Microsoft Internet Referral Service, ISP 
selections, 416-17 

Microsoft Knowledge Base (MKB), 
troubleshooting uses, 705-6 

Microsoft Management Console (MMC) 
controlling lIS, 465 
described, 67 
Action menu elem~nts, 72 
author mode, 69-70 
Certificates console, 592-95 
Certificates dialog box, 566 
Computer Management console, 348-51 
console common elements, 72-73 
console creation, 73-83 
console tree, 72 
console uses, 71-73 
creating,73-83 
creating Web console, 471 
custom CD-ROM changer console 
creation, 243-45 
data export file types, 73 
details pane, 72-73 
Disk Management console, 71 
Event Viewer snap-in, 575 
included consoles, 68 
modes, 69 
Performance console, 722-37 
running a user-mode console in author 
mode, 70 

Microsoft Management Console, (continued) 
running consoles, 69-70 
running with no snap-in, 74 
Services console, 331-41 
Shared Folders console, 371-80 
shortcut menus, 72 
snap-in host, 67 
System Information console, 71, 679-84 
troubleshooting console startup, 69 
user modes, 69,80-81 
View menu elements, 72 

Microsoft N etMeeting 
ActiveX control/Web page integration, 

511-12 
adding users to Speed Dial list, 504 
callto hyperlinks, 511-12 
certificates, 509 
codec (coder/decoder), 503 
displaying your IP address, 504 
encryption techniques, 509-10 
gatekeepers, 506-7 
gateways, 506-7 
hosting a meeting, 508 
ILS (Internet Locator Service), 504-5 
Internet communication method, 501 
Microsoft Internet Directory, 505-6 
obtaining a Microsoft Passport, 505 
passwords, 508-10 
people searches, 503-6 
policies, 510-11 
Remote Desktop Sharing, 507 
security provisions, 508-10 
settings, 502-3 
user authentication, 509 
Web page integration, 511-12 

Microsoft Office 2000 
IE,448 
Indexing Service document support, 97. 

Microsoft Outlook Express 
certificate configuration, 595-96 
Windows Address Book, 504 
WSP Client requirement, 419 

Microsoft Passport, MSN Messenger Service 
requirement, 512-13 

Microsoft Personal Web Manager, 
opening, 468 
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MIcrosoft Phone Dialer, Internet 
communication method, 501-2 

Microsoft Proxy Server 
automatic configuration script, 421 
LAN connection, 419 
when to use/not use, 421 
WSP Client (Winsock Proxy Client), 

419-21 
Microsoft Server Extensions, installation, 470 
Microsoft Windows 2000 

ACPI compliant determination 
process, 259 

adding/removing components, 149-51 
build number determination, 11 
DriveSpace/DoubleSpace non-

support, 9 
dual boot supported operating 

systems, 47 
erasing oldest log entries, 574 
hardware requirements, 4-5 
known bugs, 267 
pre-installation issues, 4-12 
pre-logon options, 31-37 
removing from dual boot systems, 61 
supported file systems, 539 
upgrade vs clean ins talla tion, 11-12 

Microsoft Windows 2000 High Encryption 
Pack, installing, 555-57 

Microsoft Windows 2000 news groups, 704 
Microsoft Windows 2000 Professional, CD 

contents, 743-48 
Microsoft Windows 2000 Professional Resource 

Kit,296 
Microsoft Windows 2000 Server 

computer account creation, 10 
fault-tolerant disk storage, 204 

Microsoft Windows 2000 Support Tools, 
installation, 744 

Microsoft Windows 3.x 
application support, 153 
client printer setup, 229 
crash prevention, 155-57 
dual boot system addition, 53-54 
preemptive multitasking, 157 
running supported programs, 154-57 
System.ini compatibility issues, 155 
Win.ini compatibility issues, 155 

Microsoft Windows 98, Telnet.exe, 516 
Microsoft Windows 9x 

application support, 153 
client printer setup, 229-30 
dual boot system addition, 54-58 
MS-DOS boot enabling, 54 
removing from dual boot systems, 

60-61 
uncompressing compressed drives, 10 

Microsoft Windows 9x/NT 
compatibility checker, 6-8 
software compatibility testing, 6-8 
task manager display, 10 

Microsoft Windows' NT 4 
Backup program workaround, 255 
client printer setup, 229 
dual boot system addition, 58-59 
local user profile folder path, 313 
printing a configuration report, 9 
removing from dual boot systems, 61 

Microsoft Windows NT file system (NTFS), 
described, 465 

Microsoft Windows NT Print Server, 
Windows 2000·driver 

installation, 231 
Microsoft Windows NT Server, computer 

account creation, 10 
Microsoft Windows Professional 2000, Web 

server limitations, 464 
mini-Setup Wizard, Sysprep.exe file uses, 

23-25 
MKB (Microsoft Knowledge Base), 

troubleshooting uses, 705-6 
MMC .See Microsoft Management Console 
Mobile Essentials program, multiple IP 

configuration management, 406 
modems, dial-up connections, 415 
monitors, installation requirements, 4 
mount point, described, 204 
Mount.bat file, CD-ROM changer, 246-47 
mounted drives 

creating,217-18 
creating with NTFS volume mount 
points, 548-50 
described, 204-5 
Mountvol.exe utility, 549~50 
viewing, 217 
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Mountvol.exe file, mounted drive creation, 
549-50 

mouse 
Hide Mouse Pointer command, 159 
installation requirements, 4 
MS-DOS-based application options, 

158-59 
QuickEdit mode, 158 
serial mouse detection disabling, 34 

MRU (most recently used) lists, described, 
134-35 

MS-DOS 
application configuration settings, 

161-64 
application support, 153 
Autoexec.bat file application settings, 

163-64 
boot method alternatives, 54 
booting from Windows 9x, 54 
client printer setup, 229-30 
Config.sys file, 161-63 
copy-and-paste service support, 159-61 
copying from an MS-DOS-based 
application, 159-60 
device drivers, 163 
dual boot system addition, 53-54 
full screen vs window mode, 157 
Hide Mouse Pointer command, 159 
mouse options, 158-59 
MRU (most recently used) lists, 134 
pasting into an MS-DOS-based 
application, 160-61 
printing from supported 

applications, 169 
program property settings, 164-69 
QuickEdit mode, 158 
removing from dual boot systems, 

60-61 
running supported programs, 157-69 
shared printer naming conventions, 222 
startup floppy disk uses, 44-45 
text selection techniques, 160 
uncompressing compressed drives, 10 

Msdos.sys file, boot disk element, 43 
Msiexec.exe file, Windows Installer 

command-line executable, 147 
Msinfo32.exe file, versions, 680 

MSN Messenger Service 
Internet communication method, 501 
Internet instant messaging, 512-13 
Microsoft Internet Directory support, 

505-6 
MSN, Microsoft Passport source, 505, 512-13 
multiboot, described, 47 
multiple booting, described, 47 
My Computer, adding to the Start menu, 

123-24 
My Document folder, User Profiles, 314 
My Network Places, viewing all 

computers, 365 

N 
nag screens, removing when viewing folder 

contents, 121-22 
name resolution, described, 393-95 
native property sets, NTFS advantages, 

540-41 
Nbstat command, network troubleshooting 

tool, 409 
Net command, network troubleshooting 

tool, 408 
Net File command, viewing/ closing open 

shared files, 384 
Net Localgroup command 

adding/ deleting group members, 293 
viewing group information, 292 

Net Session command, viewing session 
information, 383-84 

Net Share command 
adding/ modifying a share, 381-82 
deleting a user share, 382 
viewing share information, 381 

Net Statistics command, statistic log display, 
384-85 

Net Use command 
disconnecting a mapped drive, 383 
viewing connections, 382-83 

Net User command 
modifying user accounts, 291-92 
viewing user account information, 

290-91 
Net View command, browsing network 

resources, 193-94 
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Net.exe file, command line utilities, 290-93 
NetBEUI 

connection order settings, 410 
non-TCP lIP settings, 411-12 

NetBIOS 
name resolution, 393 
TCP ports, 433-34 
unbinding, 434 

NetHood folder, User Profiles, 314 
NetMeeting Resource Kit Wizard, policy 

setting,511 
Netsh utility, network troubleshooting 

tool, 409 
Netstat command, network troubleshooting 

tool, 408 
N etswitcher program, multiple IP 

configuration management, 406 
network adapters, installation 

requirements, 5 
Network and Dial-Up Connections 

checking connection status, 365 
client computer settings, 426-27 
connection creation, 365 
connection~specific properties, 398-403 
copying a connection, 365 
dial-up connection creation, 416 
DNS settings, 400-01 
enabling IPSec policies, 498 
gateway computer configuration, 426 
IP settings, 399-400 
joining a workgroup I domain, 365 
network connections, 364-65 
opening a connection, 365 
renaming a computer, 365 
shortcut creation, 365 
TCP lIP configuration, 397-406 
viewing I modifying connections, 365 
VPN connection sharing, 427-28 
WINS server settings, 402-3 

network client, described, 364 
Network Connection Wizard 

dial-up connection creation, 416 
incoming connections, 486-88 

network connections, described, 415 
network credentials, certification 

technology, 441 
network ID, IP address, 388 

Network Identification command, computer 
naming,409 

Network Identification Wizard, computer 
account creation, 10 

network interface card (NIC), peer-to-peer 
network requirement, 362 

network protocol, described, 364 
Network Time Protocol (NTP),343 
networks 

adding I deleting group members, 293 
advanced printer properties, 224-26 
ARP (Address Resolution Protocol), 407 
browsing resources from the command 
prompt, 193-94 
command-line utilities, 290-93 
common commands, 191-94 
connecting to shared resources from the 
command prompt, 192-93 
connection order settings, 410 
deleting user accounts, 292 
distribution folder setup, 14 
domain account management 
techniques, 293 
group security settings, 293-96 
group setup, 286-93 
I pconfig, 406 
LAN (local area network), 415 
local accounts vs domain accounts, 

283-85 
local user setup, 286-93 
Microsoft Proxy Server, 419-21 
modifying user accounts, 291-92 
Nbstat command, 409 
Net command, 408 
Net User command uses, 290-92 
Netsh utility, 409 
Netstat command,408 
Network Identification command,409 
network printer connection setup, 

228-29 
non-TCP lIP settings, 411-12 
Nslookup command,409 
password-protected resources, 193 
peer-to-peer, 361-70 
permissions,296 . 
Ping, 407 
print separator page uses, 227-28 
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networks, (continued) 
printer permissions/privileges, 223-24 
Remote Administration requirements, 

347-48 
Route command, 408 
Services management commands, 341 
shared folder installation 

requirements, 5 
shared folder installation strategy, 14 
shared Internet connection, 423-25 
sharing printers, 221-23 
SID (security identifier), 23 
Tracert, 407-8 
troubleshooting tools, 406-9 
user account security settings, 293-96 
user rights, 296 
viewing group information, 292 
viewing user account information, 

290-91 
New Subweb Wizard, 470 
New Taskpad View Wizard, adding taskpad 

views to a console, 78-79 
news groups, Windo'ws 2000, 704 
NIC (network interface card) 

hardware address display, 388 
HCL (Hardware Compatibility List) 
issues, 362 
peer-to-peer network requirement, 362 

noise words, Indexing Service ignored, 97-98 
normal backup, described, 677 
NOT operator, 107 
Notepad 

Boot.ini file modifications, 33-36 
compatibility checker batch file 
crea tion, 7-8 

Novell NetWare networks, non-TCP /IP 
settings, 411-12 

Nslookup command, network 
troubleshooting tool, 409 

Ntbackup.exe program 
backing up/restoring the registry, 

659-60 
backup types, 677 
copy backup, 677 
daily backup, 677 
differential backup, 677 
ERD (emergency recovery disk), 678 

Ntbackup.exe program, (continued) 
incremental backup, 677 
normal backup, 677 

Ntbootdd.sys file 
boot disk element, 43 
computer startup process, 33 

Ntdetect.com file, computer startup 
process, 33 

Ntdlr file, boot disk element, 43 
NTFS auditing, monitoring activity, 479-80 
NTFS file system 

ACL (access control list), 544-47 
advantages, 540-41 
Cacls.exe utility, 547 
capacity,541 
compression advantages, 540 
disk quota enforcement, 550 
disk quota management techniques, 

541,552-54 
dual boot system compatibility issues, 

49-50 
enabling disk quotas, 550-52 
encryption advantages, 540 
excluding files from Indexing Service 
catalogs, 114 
FAT volume conversion, 542-43 
file naming conventions, 541 
folder / file security, 544-47 
MFT (Master File Table), 543 
mounted drive creation with volume 
mount points, 548-50 
native property sets, 540-41 
permission editing, 545-47 
recovery advantages, 540 
restricting access to Web pages, 365 ' 
security advantages, 540 
setting permissions for FrontPage 
Server Extensions, 470 
using file compression to free up disk 
space, 671-72 
viewing/modifying user SID (security 
identifier),544 
volume label naming conventions, 215 
volume mount points, 540 

NTFS permissions 
access control, 474 
disadvantages, 557 
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NTFS permissions, (continued) 
vs share permissions, 367 

NTFSDOS utility 
security cautions/ concerns, 45 
security risk, 557 

Ntldr (bootstrap loader) file 
boot disk element, 43 
computer startup process, 33 
dual boot system process, 48-49 

Ntoskrnl.exe file, computer startup 
process, 33 

NTP (Network Time Protocol), 343 

o 
objects 

described, 723 
FileSystemObject, 638-40 
GPO (Group Policy object), 301-5 
instances of, 723-24 
scheduled tasks, 139 
VBScript, 637 

Office Resource Kit, policy templates, 300 
offline files 

caching, 377-80 
described, 376-77 
server / client relationship, 376-80 

offline Web page files, stored location, 438 
online banking services, encryption 

requirements, 555 
opening files vs downloading, 437 
operating systems 

adding to a multiple boot system, 53-60 
Boot.ini file editing, 34 
compatible file system issues, 49-50 
default startup options, 32-33 
dual boot, 12 
FTP server types, 526 
non-Plug and Play /BIOS setting 
advantages, 5 
removing from dual boot systems, 

60-61 
separate partition installation 
advantages, 51 
swap (paging) file sharing, 57-58 

Operator Requests folder, described, 236 

operators 
AND 'Operator, 107 
Boolean, 96 
CONTAINS, 105-6 
EQUALS, 105-6 
NOT operator, 107 
OR operator, 107 
order of precedence, 108 
proximity, 108 
proximity, 96 
relational, 106 

options, Internet Esplorer, 455-60 
OR operator, 107 
OS/2, application support, 153 
Other people tab, Certificates dialog box, 442 
Outlook Express, dual boot system issues, 51 
overwriting, security events, 574-75 

p 
packet filtering 

configuration, 432-33 
described, 430 
Trojan horse concerns, 432 
vs IPSec, 490-92 

paging (swap) file 
dual boot system sharing, 57-58 
monitoring, 736 
security risk, 557 
Windows Task Manager sizing, 721-22 

Parallel Technologies, Direct Parallel 
Connection cables, 485 

Partition Commander, dual boot system 
alternative, 62 

partition managers, dual boot systems, 62 
PartitionMagic, dual boot system 

alternative, 62 
partitions 

active, 203 
boot, 49, 203 
converting basic disk to a dynamic disk, 

208-11 
creating on basic disks, 205-8 
deleting, 214-15 
described, 202-3 
dual boot system installation, 51 
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partitions, (continued) 
extended,202-3,207-8 
formatting, 214 
marking as active, 208 
primary, 202, 206-7 
system, 49 

password-protected resources, network 
connections, 193 

passwords 
answer file privacy issues, 20 
bypassing on startup, 37-38 
changing,576 
FTP connection, 526 
Microsoft N etMeeting, 508-10 
protect exported certificates, 566 
user / group settings, 293-95 

Path environment variable, viewingj 
editing, 134 

payroll database, auditing access, 578-79 
PC cards, ACPI support, 258 
peer-to-peer networks 

100BaseT connections, 362 
10Base-T alternatives, 362 
adding user accounts, 368 
cable connections, 362-63 
checking connection status, 365 
Client for Microsoft Networks, 364 
connection configuration, 364-65 
connection creation, 365 
copying a connection, 365 
described, 361 
File and Printer Sharing for Microsoft 
Networks, 364 
folder sharing, 367 
HomePNA connections, 362 
hubs, 364 
Internet Protocol, 364 
joining a different workgroup/ 

domain, 365 
Network and Dial-Up Connections 

folder, 364-65 
NIC requirement, 362 
opening a connection, 365 
printer sharing, 367 
renaming a computer, 365 
security issues, 368-70 
shared resource permissions, 368-70 

peer-to-peer networks, (continued) 
shortcut creation, 365 
TCP /IP, 364 
uplink ports, 364 
viewing/modifying connections, 365 

people search, Microsoft NetMeeting, 503-6 
Performance console 

alerts, 734-35 
counter logs, 728-34 
counters, 723-24 
instances, 723-24 
objects, 723-24 
System Monitor, 724-28 
trace logs, 729 
what to monitor, 735-37 

Performance Logs and Alerts, alert settings, 
734-35 

performance monitoring 
baseline for memory use, 736 
memory leaks, 736-37 
Performance Console, 722-37 
r~asonsfor,713-14 

what to monitor, 735-37 
Windows Task Manager, 714-22 

periodic refresh, Group Policy, 303 
permissions 

described, 296 
directories to apply, 466 
NTFS file/ folder security, 544-47 
registry keys, 661 
Removable Storage devices, 252 
share vs NTFS, 367 
shared resources, 368-70 

Permissions dialog box, key permission 
editing, 665-66 

Permissions Wizard, 474 
persistent connection, described, 422 
personal certificate, backups, 558 
personal encryption certificate 

creating new, 568 
described, 564 
exporting, 565-66 
importing,566-67 

Personal tab, Certificates dialog box, 442 
Personal Web Server (PWS),463 
phantom devices 

described, 270 
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phantom devices, (continued) 
displaying, 270-71 

phrase expressions, queries, 101-2 
Physical Locations folder, described, 236 
PICS (Platform for Internet Content 

Selection), 482 
Ping 

IPSec troubleshooting, 500 
network troubleshooting tool, 407 

pipe ( I ) symbol, described, 183 
PKI (Public Key Infrastructure) 

asymmetric encryption, 584 
CA (certification authority) 
requirement, 584-85 

placeholders, registry key values, 657 
Platform for Internet Content Selection 

(PICS),482 
PnP (Plug and Play) 

non-PnP BIOS setting advantages,S 
custom solution compatibility issues, 6 

Point-to-Point Tunneling Protocol (PPTP), 
described, 489 

policies 
adding/ removing Group Policy 
templates, 300..:.301 
Allow System To Be Shut Down 
Without Having To Log On, 41 
Disable CTRL+ ALT + DEL Requirement 
For Logon, 41 
displaying in Group Policy, 301 
Do Not Display Last User Name In 
Logon Screen, 41 
enabling IPSec policies, 498 
IPSec, 492-98 
IPSec filter list addition, 494-96 
IPSec filter rule addition, 493-94 
logon security option settings, 40-41 
Message Text For Users Attempting To 
Log On, 41 
Message Title For Users Attempting To 
Log On,41 
Microsoft NetMeeting, 510-511 

policy integrity check, IPSec 
troubleshooting, 500 

port 123, SNTP support, 343 
port 23, Telnet client connection, 517-18 

ports 
23 (SNTP support), 343 
123 (Telnet client connection), 517-18 
described, 429 
ICS requirements, 425 
network hubs, 364 
packet filtering, 430-33 
TCP /IP security issues, 429-30 
Trojan horse concerns, 431 
uplink, 364 

POSIX 
application support, 153 
running supported applications, 169 

POST (power-on self test), computer startup 
process, 33 

power management 
ACPI vs APM, 257-60 
battery alarm parameters,263 
hibernation, 261-62 
known bugs, 267 
power status indicator, 263-64 
standby, 262 
support levels, 257 
troubleshooting, 266 
UPS (Uninterruptible Power Supply), 

264-65 
Power Options Properties dialog box 

power status indicator, 264 
UPS information, 265 

power schemes, APM, 262-63 
power status, APM indicator, 264 
power-management software, compatibility 

issues, 6 
power-on self test (POST), computer startup 

process, 33 
PowerQuest Corporation, 62 
PPTP (Point-to-Point Tunneling Protocol), 

described, 489 
predefined keys, registry structure, 656 
pre-logon options, 31-37 
primary partition 

creating,206-7 
described, 202 

Print Server Properties dialog box 
Log Spooler Information Events, 582 
server property settings, 233 
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print servers 
advanced printer properties, 224-26 
Apple Macintosh computer 

support, 232 
network connection setup, 228-29 
non-Windows 2000 client setup, 229-32 
printer permissions/privileges, 223-24 
property settings, 232-34 
separator page uses, 227-28 
sharing printers, 221-23 

printers 
auditing access, 580-82 
auditing advantages/ 

disadvantages, 582 
network connection setup, 228-29 
non-Windows 2000 client setup, 229-32 
permissions / privileges, 223-24 
property settings, 224-26 
remote management, 354 
separator pages, 227-28 
sharing, 221-23 
sharing on a peer-to-peer network, 367 

Printers folder, sharing printers, 221-23 
PrintHood folder, User Profiles, 314 
printing 

hard ware configuration information, 
8-9 

MS-DOS-based applications, 169 
Setuptxt folder information files, 12 
system configuration, 270-74 
System Monitor charts, 727 

privacy 
AutoComplete data, 454 
Internet Explorer, 440-46 

private key 
backing up, 558 
digital certificates, 440 
PKI (Public Key Infrastructure), 584 

private networks, tunneling protocols, 489-90 
privileges, Removable Storage devices, 252 
Process Resource Monitor (Pmon.exe), 

troubleshooting uses, 702 
Process Viewer (Pviewer.exe), 

troubleshooting uses, 702-3 
Processor.vbs file, displaying processor 

properties, 640-44 

processors 
affinity editing, 720 
displaying multiple during startup, 34 
displaying properties, 640-44 
installation requirements, 4 
multiprocessor support installation, 278 
Windows Task Manager information 
display, 715 

Profile Assistant, security, 445-46 
profiles 

.See also User Profiles 
assigning, 318-19 
changing type, 317-18 
copying, 317 
deleting, 316-17 
troubleshooting, 319 

programs 
16-bit vs 32-bit applications, 154 
adding/removing Windows 
components, 149-51 
Apcompat utility uses, 143-44 
automatic caching, 378 
changing/ removing applications, 

148-49 
command line redirection symbols, 

182-83 
configuring default support, 449 
copying from an MS-DOS-based 

application, 159-60 
Doskey macro uses, 606-7 
downloading compatibility 

updates, 143 
file protection methods, 147 
installing from CD, 741-42 
installing under a different user 
account, 151 
installing with Add/Remove 

Programs, 149 
MRU (most recently used) lists, 134-35 
MS-DOS-based application 
configuration settings, 161-64 
MS-DOS-based application property 
settings, 164-69 
MS-DOS-based applications, 157-59 
other operating system supported 

types, 153 
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program, (continued) 
pasting into and MS-DOS-based 
application, 160-61 
POSIX-based applications, 169 
publish/ assign application 

capability, 146 
running from the command line, 133-35 
running under a different user account, 

142-43 
self-repairing applications, 146 
standard error device, 183 
standard output device, 183 
starting from the command prompt, 

178-79 
startup management techniques, 135-37 
Windows 3.x supported applications, 

154-57 
properties 

Contents, 102-3 
name prefixes, 105 
supported Indexing Service types, 104-5 

protocols 
configuring, 412 
HTTP vs HTTPS,476 
HyperTerminal, 519 
installing, 412 
Kerberos V5, 492 
Telnet, 515-24 
tunneling, 489-90 
URL component, 476 

proximity operators 
described, 96, 108 
Indexing Service support, 96 
order of precedence, 108 

proxy, described, 395 . 
proxy servers 

FTP issues, 527 
described, 419 

public key 
digital certificates, 440 
PKI (Public Key Infrastructure), 584 

public permissions, 474 
PWS (Personal Web Server), 463 

Q 
queries 

alternative word form, 110 
AND operator, 107 
Boolean operators, 107-8 
CONTAINS operator, 105-6 
content query submission, 102-3 
date/time expression formats, 106-7 
EQUALS operator, 105-6 
free-text expressions, 101-2 
Indexing Service submission, 99-110 
long form, 101 
MS-DOS-style wildcard characters, 109 
NOT operator, 107 
OR operator, 107 
pattern-matching, 108-10 
phrase expressions, 101-2 
property name prefixes, 105 
proximity operator, 108 
relational operators, 106 
short form, 100-101 
UNIX-style regular expressions, 109 

question mark (?) character, command 
prompt support, 181 

QuickEdit mode 
command prompt session settings, 178 
MS-DOS-based application/mouse 
support, 158 

Quota Entries, viewing/modifying quota 
entries, 552-54 

R 
RAM (random access memory) .See memory 
RASC (Recreational Software Advisory 

Council), 482 
Rasphone.exe file, disconnecting a dial-up 

connection, 418 
RealPlayer, \VSP Client requirement, 419 
Recent folder 

MRU (most recently used) document 
storage, 134 
User Profiles, 314 
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recovery, NTFS advantages, 540 
recovery agent certificate, backing up, 558, 

564,568-69 
Recovery Console 

described, 42 
installing as a boot option, 690-91 
troubleshooting uses, 708-11 
vs boot disks, 43 

recovery policy, encryption problems, 560 
recurring tasks 

scheduling,138 
time/ duration editing, 140 

redirect, defined, 482 
redirecting requests, 482 
redirection symbols, 182 
Refresh button, update temporary files, 437 
reg CRegedit export file) file extension, 660 
REG_BINARY data type, 658 
REG_DWORD data type, 658 
REG_EXPAND _SZ data type, 658 
REG_FULL_RESOURCE_DESCRIPTOR data 

type, 659 
REG_LINK data type, 658 
REG_MULTI_SZ data type, 658 
REG_NONE data type, 658 
REG_RESOURCE_LIST data type, 659 
REG_RESOURCE_REQUIREMENTS_LIST 

data type, 659 
REG_SZ data type, 658 
Regedit.exe program 

adding/ deleting keys, 661 
adding/ deleting values, 662 
backing up/restoring hives, 659-60 
data editing, 661 
editing techniques, 661-65 
editing with .reg files, 662-65 
key permission editing, 665-66 
limitations, 655 
reg file extension, 660 
remote computer registry editing, 666 
remote registry management, 354 
vs Regedt32.exe program, 660-61 

Regedt32.exe program 
. adding/ deleting keys, 661 

adding/ deleting values, 662 
backing up/restoring hives, 659-60 
data editing, 661 

Regedt32.exe program, (continued) 
editing techniques, 661-65 
key permission editing, 665-66 
limitations, 655 
remote computer registry editing, 666 
remote registry management, 354 
vs Regedit.exe program, 660-61 

registry 
adding/ changing shortcut menu 
commands, 128-30 
adding/ deleting keys, 661 
adding/ deleting values, 662 
adding/removing startup programs, 

135-36 
AutoRun values, 188-89 
backing up, 659-60 
capitalization indifference, 658 
command extension enabling/ 
disabling, 190 
command prompt file/ folder name 
completion, 189-90 
data editing, 661 
data types, 658-59 
disabling 8.3 file naming 

conventions, 541 
displaying unknown file extensions, 

120-21 
dumping to a file, 667 
editing techniques, 661-65 
editing with .reg files, 662-65 
Fc.exe file comparison program, 667 
file comparison programs, 667 
hexadecimal value display, 657 
hierarchy structure, 656-58 
hives, 657 
HKEY_CLASSES_ROOT key, 656 
HKEY_CURRENT_CONFIG key,656 
HKEY _CURRENT_USER key, 656 
HKEY _DYN_DATA key, 656 
HKEY _LOCAL_MACHINE key, 656 
HKEY_USERS key, 656 
key permission editing, 665-66 
key types, 656-57 
logon screen customization, 39-40 
MFT buffer zone sizing, 543 
not allowing overwriting of security 
events, 574-75 
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registry, (continued) 
Ntbackup.exe utility, 659-60 
placeholders, 657 
REG_BINARY data type, 658 
REG_DWORD data type, 658 
REG_EXPAND _SZ data type, 658 
REG_FULL_RESOURCE_DESCRIPTOR 
data type, 659 
REG_LINK data type, 658 
REG_MULTI_SZ data type, 658 
REG_NONE data type, 658 
REG_RESOURCE_LIST data type, 659 
REG_RESOURCE_REQUIREMENTS_LIST 
data type,.659 
REG_SZ data type, 658 
Regedit.exe program, 655 
Regedt32.exe program, 655 
relocating shell folders, 127-28 
remote computer editing, 666 
remote management, 354 
restoring, 659-60 
root keys, 656-57 
starting a command prompt session 
from a folder, 173 
sub keys, 656-657 
suppressing selected file extension 
types, 121 
Telnet server values, 522-23 
third-party monitoring tools, 666-67 
troubleshooting log file size 

problems, 91 
Wind iff file comparison utility, 667 

registry entry, changing for security, 557 
registry keys, exporting prior to installation 

issues, 8 
Registry.pol files, Group Policy periodic 

refresh, 303 
Regmon, registry monitoring tool, 666-67 
release notes, strong encryption 

installation, 556 
Remote Administration 

predefined consoles/ capabilities, 
352-53 

requirements, 347-48 
RPC (Remote Procedure Call), 348 
troubleshooting, 348 

remote computers 
connection methods, 485 
dial-up connection support, 485 
direct connection support, 485 
Disk Management techniques, 199 
enabling disk quotas, 552 
Event Viewer time display issues, 86 
executing commands on, 644-52 
incoming connections, 486-88 
monitoring events, 93-94 
registry editing, 666 
Remote Administration, 347-48 
Remote Desktop Sharing, 507 
starting Group Policy from, 298-99 
tunneling protocols, 489-90 
VPN (virtual private network) 
connection support, 485 

Remote Desktop Sharing, Microsoft 
N etMeeting, 507 

Remote Installation Services (RIS), 
described, 15 

Remote Procedure Call (RPC), Remote 
Administration, 348 

remote volumes, enabling disk quotas, 552 
Remote.exe file, command-line utility, 355-56 
Removable Storage 

application media pools, 238 
backup devices, 252-55 
CD Changers, 242-48 
creating a media pool, 238-39 
described, 235 
device security issues, 251-52 
disabling AutoPlay, 250-51 
hardware devices, 241-51 
jukebox, 248-51 
Media Pools folder, 236-41 
Operator Requests folder, 236 
Physical Locations folder, 236 
Rsbackup.bat file, 615-17 
stand-alone drives, 241-42 
system media pools, 237 
top-level folders, 236 
Work Queue folder, 236 

reparse point, described, 204 
reports 

compatibility checker, 7 
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reports, (continued) 
hardware configuration/Windows NT 

4,9 
Require Security Properties dialog box, IPSec 

rule configuration, 497 
resource conflicts, solving, 274 
Restricted sites, add/ remove, 443-44 
RIP (Routing Information Protocol) Listening 

described, 391, 405 
routing table updates, 405 

RIS (Remote Installation Services), 
described, 15 

risk-free browsing, Regedit vs Regedt32, 661 
roaming user profiles 

creating,325-27 
described, 315, 317, 323 
IntelliMirror, 323-27 
shared folder setup, 324 
user account setup, 324-25 

robotic libraries, described, 241 
root directory, as home directory, 466 
root keys 

registry structure, 656 
sub keys, 656-57 

Route command, network troubleshooting 
tool, 408 

routers 
cable/DSL, 424 
subnets, 389-91 
vs ICS (Internet Connection 

Sharing), 423 
routing 

described, 391-93 
DUN (dial-up networking) options, 

403-4 
RIP (Routing Information Protocol) 
Listening,405 

Routing Information Protocol (RIP) 
Listening, described, 391, 405 

routing tables, 391-93, -405 
RPC (Remote Procedure Call), Remote 

Administration, 348 
Rsbackup.bat file, backing up removable 

storage database, 615-17 
rule, IPSec, 491 
Run As command, running programs under 

a different user account, 142-43 

Run command line, running programs from, 
133-35 

Run dialog box, AutoComplete, 453 
Run keys, adding/ removing programs, 135 
Running Microsoft Windows 2000 

Professional, 221 
RunOnce keys, adding/removing startup 

programs, 136 

s 
sampling interval, System Monitor 

settings, 727 
scheduled tasks, remote setup, 354-55 
Scheduled Tasks folder 

adding/removing startup programs, 136 
job (task object) file extension, 139 
remote setup, 354-55 
removing tasks, 140 
task monitoring, 139-40 

Scheduled Tasks Wizard, task scheduling, 
137-39 

screen buffer, windows/command prompt 
session settings, 175 

Script Debugger 
currently running script display, 634 
Debug toolbar buttons, 636 
debugging Windows Script Host 
scripts, 632-37 
history calls, 634 
stepping through scripts, 635-37 
variable manipulation, 635 

, viewing script information, 634-35 
scripts 

automatic configuration, 421 
debugging in Windows Script Host, 

632-37 
Group Policy, 321-22 
logoff, 321 
logon, 320 
shutdown, 321· 
startup, 321 
Telnet logon, 523-24 

Search Assistant, Indexing Service 
integration, 96 

searches 
domain accounts, 285 
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searches, (continued) 
events, 89 
Microsoft NetMeeting people, 503-6 
Regedit vs Regedt32, 661 
System Information information items, 

681-82 
SecEvent.evt log file, 83 
Secpol.msc (Local Security Policy) file, logon 

security options, 40-41 
Secure Communications dialog box, 475-77 
secure permission, 474 
Secure Sockets Layer (SSL) 

connection slowdown, 476 
encryption protocol, 474 
requiring for Web site, 476-78 

securities, directories to apply, 466 
security 

access control, 473-74 
access limits, 478-79 
asymmetric cryptography, 440 
auditing, 479-81, 574 
authentication, 472-73 
AutoComplete data, 454 
BIOS settings, 557 
certificate mapping, 477 
changing passwords, 576 
changing registry entry, 557 
controlling access to Web pages, 469 
designated recovery agents, 558 
digital certificates, 440-42, 583-95 
encryption, 474-79 
end-to-end,490-92 
event auditing, 84 
fire walls, 430-31 
hard disks, 557 
hiding history lists, 134-35 
IE, 440-46 
importing personal encryption 
certificate! 566-67 
Indexing Service issues, 96 
installing / removing trusted certificates, 

442-43 
Internet issues, 428-34 
Internet software distribution, 441 
logon options, 40-41 
Microsoft N etMeeting, 508-10 
NTFS advantages, 540 

security, (continued) 
NTFS file/folder permissions, 544-47 
NTFS permissions, 470 
NTFSDOS program cautions/ concerns, 45 
packet filtering configuration, 432-33 
paging file, 557 
peer-to-peer network issues, 368-70 
Profile assistant, 445-46 
protecting encrypted files, 562 
recovering encrypted files/folders, 

568-69 
Regedit vs Regedt32, 661 
Removable Storage devices, 251-52 
scheduled task cautions/concerns, 138 
selecting site levels, 444 
setting up Java, 445 
Settings box, 444-45 
TCP port testing, 434 
TCP /IP ports, 429-30 
Trojan horses, 432 
user account settings, 293-96 
Webmaster identity, 469 

security auditing 
changing settings, 580 
disadvantages, 574, 578 
enabling,576-78 
file/ folder access, 578-80 
implemented by NTFS volumes, 579 
printer access, 580-82 
viewing events, 575-76 

security certificates, 474-77 
security events 

avoid missing, 574-75 
deletion limitations, 574-75 

security groups, default, 469 
security identifier (SID) 

ACL (access control list) , 544, 547 
described, 23 

Security log (SecEvent.evt), 83 
Administrators Group to view, 575 
Event Properties dialog box, 576 
record failed file-read requests, 574 
system shutdown when full, 575-76 

Security Rule Wizard, adding filter lists to 
the filter rule, 494-96 

Security Warning dialog box, add trusted 
publishers, 443 
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security zones, 443-44 
Select Users or Groups dialog box, domain 

account listing, 285 
SendTo folder, User Profiles, 314 
separator pages 

command delimiter, 227 
page codes, 228 

server certificates 
described, 474 
obtaining,481 

server home directories, Internet Information 
Server, 466 

server / client relationship, offline files, 
376-80 

servers 
ACPI support, 258 
FfP,526 
home directory, 466 
Telnet, 521-24 

service pack, level display during startup, 34 
Services console 

adding/removing, 341-42 
Alerter, 346 
automatic startup, 334 
command prompt management 
commands, 341 
configuration, 333-36 
described, 331-32 
disabling, 334 
failure options, 336 
manual startup, 334 
~essenger,344-46 

name determination, 336-41 
pausing concerns, 333 
recovery action specifications, 334-36 
starting/ stopping, 332-33 
startup options, 334 
status display, 333 
Tlist.exe file utility, 338 
troubleshooting, 336, 338 
viewing dependencies, 336 
W32Time, 342-44 

Set command, viewing/ editing environment 
variables, 185-87 

Settings dialog box, manage Temporary 
Internet Files, 436 

Setup application, Windows Installer, 145-46 

Setup ~anager Wizard 
answer file creation, 16-18 
computer naming conventions, 17-18 
customizing an answer file, 18-20 
differences file creation, 22-23 
starting, 17 
troubleshooting answer files, 21 

Setup program 
backing up existing data prior to 
installation, 8-9 
compatibility checker, 6-8 
upgrade vs clean installation, 11-12 

Setup Wizard, dual boot system installation, 
59-60 

Setupcl.exe file, described, 15 
Setupmgr.exe file (Setup ~anager Wizard), 

described, 15-18 
Setupmgx.dll file, described, 15 
Sfc.exe (System File Checker), file 

protections, 147 
share permissions, vs NTFS permissions, 367 
Shared Folders console 

administrative shares, 373-74 
automatic document caching, 378 
described, 371 
file caching for offline use, 377-78 
manual document caching, 377 
removing shares, 375 
share creation, 374 
viewing/ closing files, 375-76 
viewing/ disconnecting sessions, 375 
viewing/ editing share properties, 

372-73 
warning other uses before closing, 376 

shared network folder 
installation requirements, 5 
installation strategy, 14 

shared printers 
Apple ~acintosh computer 

support, 232 
naming conventions, 222 
troubleshooting, 222-23 

shared resources, peer-to-peer network 
permissions, 368-70 

sharing, Internet connection, 423-28 
shell folders 

opening in Windows Explorer, 126 

Index 789 



shell folders, (continued) 
relocating, 126-28 

Shift key, disabling startup programs, 137 
short form queries, Indexing Service, 100-101 
shortcut menu commands, adding/ changing, 

128-30 
shortcut menus, common console 

elements, 72 
shortcuts 

Computer Management console 
creation, 349 
dial-up connectio~s, 418 

shutdown scripts, Group Policy, 321 
SID (security identifier) 

ACL (access control list), 544, 547 
described, 23 

signing, defined, 440 
Sim pIe Mail Transfer Protocol (SMTP), 463 
Simple Network Time Protocol (SNTP), 

Windows Time service, 342-43 
site home directories, Internet Infornation 

Server, 466 
small volume support, FAT advantages, 542 
SMARTDrive, disk-caching program, 14 
SMTP (Simple Mail Transfer Protocol), 463 
snap-ins 

ActiveX requirement, 68 
adding System Monitor to, 722-23 
adding to a console, 76 
Certificates, 592-95 
Computer Management, 348-51 
Disk Management, 197-200 
Event Viewer, 83-94 
extensions, 76 
Group Policy, 297-309 
IPSec Security Policy Management, 

492-98 
Local Security Settings, 293-96 
Local User and Groups, 318-19 
Local Users And Groups console, 

287-89 
MMC consoles, 68 
Removable Storage, 235-55 
running MMC without, 74 
Services, 331-41 
Shared Folders, 371-80 
System Information console, 679-84 

SNTP (Simple Network Time Protocol), 
Windows Time service, 342-43 

sockets, described, 425 
software 

compatibility, 6-8 
Internet distribution, 441 

Source column, Event Viewer, 86 
spanned volume 

deleting, 215 
described, 203 

Speed Dial, adding users to, 504 
spoolers 

print server settings, 232-33 
printer properties, 226 

SSL (Secure Sockets Layer) .See Secure 
Sockets Layer 

stack, described, 625 
stand-alone drives, Removable Storage 

supported types, 241-42 
Standard Buttons toolbar, add/rearrange 

buttons, 448 
standard error device, described, 183 
standard output device, described, 183 
standby 

APM configuration, 262 
troubleshooting, 266 

Start command, running programs from the 
command prompt, 179 

Start menu 
adding folders to, 123-24 
adding/removing programs, 135 
cascading folder menus, 123-24 
customizing, 118-19 
User Profiles, 314 

Startup and Recovery dialog box 
default startup options, 32-33 
stop-error behavior settings, 691-92 

Startup folder, adding/removing 
programs, 135 

startup programs, types, 135-37 
startup scripts, Group Policy, 321 
static routing, described, 391 
striped volume, described, 204 
strong encryption 

checking for installation, 556 
defined, 556 

subnet mask, described, 390-91 
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subnets 
described, 389-91 
subnet mask conventions, 390-91 

support programs, configuring default, 449 
Support Tools 

.See also Windows 2000 Support Tools 
Dependency Walker (Depends.exe), 700 
FileVer (Filever.exe), 700-701 
installation, 15 
memory profiling tool 

(Memsnap.exe),701 
Process Resource Monitor 

(Pmon.exe), 702 
Process Viewer (Pviewer.exe), 702-3 
Remote.exe file, 355-56 
Tlist.exe file, 338 
troubleshooting uses, 700-703 

swap (paging) file, dual boot system sharing, 
57-58 

Symantec, Mobile Essentials, 406 
symbols 

command combination, 184 
escape (1\), 184-85 
macro special characters, 602-4 
pipe ( I ), 183 
redirection, 182 

symmetric encryption, described, 584 
synchronously, described, 322 
Sysmon.ocx (System Monitor) file, ActiveX 

control, 728 
Sysprep.exe file 

automating mini-Setup Wizard, 25 
described, 15 
disk imaging, 23-25 
restrictions/requirements, 24 
SID (security identifier) creation, 23 

System (SysEvent.evt) log file, 83 
system clock, Event Viewer time display 

issues, 86 
System Commander Deluxe, dual boot 

system alternative, 62 
system events, described, 84 
System File Checker (Sfc.exe), file 

protections, 147 
system files 

displaying in Windows Explorer, 
119-20 

system files, (continued) 
encryption limits, 559 
Windows Update uses, 676 

System Information console 
access methods, 679-80 
Advanced view, 680-81 
Basic view, 680-81 
browsing techniques, 680-83 
details pane column manipulation, 682 
exporting, 684 
exporting binary data, 684 
information item searches, 681-82 
opening/ closing saved files, 684 
problem device error codes, 682 
read-only tool, 680 
running from the command line, 685-87 
screen elements, 71 
switching between views, 680-81 
viewing open processes, 683 

System log (SysEvent.evt), records operating 
system events, 574 

System Log Properties dialog box, log 
display filters, 89 

System Monitor 
adding to a snap-in, 722-23 
chart editing, 726-27 
Chart view, 726 
counter addition, 725-26 
counter log creation, 732-33 
current/recent information monitoring, 

724-28 
Histogram view, 726 
printing charts, 727 
sampling interval, 727 
saving/reusing settings, 728 
viewing counter log data, 733-34 

system partition 
deletion protection, 215 
described, 49 

System Policy Editor, user policy settings, 
309 

System Properties dialog box, user profile 
maintenance, 317 

System.ini file (Windows 3.x), compatibility 
issues, 155 

systems, restarting after Security log full 
shutdown, 575 
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T 
tape drives, 253-55 
task manager, displaying background 

services, 10 
taskbar, adding folders to, 124 
taskpads, adding to a console, 77-79 
tasks 

At command scheduling, 141-42 
job (task obj~ct) file extension, 139 
monitoring,139-40 
property editing, 140-41 
scheduling,137-42 
security issues, 138 
time/ duration editing, 140 

TCP ports 
closing, 433-34 
Internet security issues, 429-30 
security testing, 434 

TCP /IP (Transmission Control Protocol! 
Internet Protocol) 
APIP A (Automatic Private IP 
Addressing), 397 
configuration modifications, 397-406 
connection order settings, 410 
connection-specific property settings, 

398-403 
described, 387 
DHCP (Dynamic Host Configuration 
Protocol), 396-97 
DNS server settings, 395 
domain name system, 393-96 
gateways, 391 
Internet configuration, 422 
IP address conventions, 388-89 
IP settings, 399-400 . 
multiple IP configuration management, 406 
name resolution, 393-95 
peer-to-peer networks, 364 
routing tables, 391-93 
security issues, 429-30 
subnets, 389-91 

TCP /IP Filtering dialog box, packet filtering 
configuration, 432-33 

TCP/IPport 
network printer connection setup, 

228-29 

TCP /IP port, (continued) 
security issues, 429-30 

Telnet client, terminal-emulation program, 
515-516 

Telnet protocol 
, address conventions, 517 

client/ server relationship, 515 
command-line client, 516-19 
development history, 513-14 
environment parameters, 518 
HyperTerminal client, 519-20 
local commands, 518 
logon scripts, 523-24 
port 23 connection, 517-18 
requirements, 356 
server management, 521-24 
server registry values, 522-23 
starting a client session, 517 
text-based aspects, 515-16 

Telnet.exe file, Windows 98 telnet client, 516 
templates, adding/removing from Group 

Policy, 300-301 
Templates folder, User Profiles, 314-15 
Temporary Internet Files 

types of files stored, 436 
update options, 437 

text files, Indexing Service support, 97 
text-based FTP client, using from Windows 

Explorer, 535 
Thawte, digital certificate authority, 590 
third-party Control Panel applications, 

compatibility issues, 6 
third-party device drivers, update 

sources, 276 
third-party disk-compression programs, 

Windows 2000 non-support, 9 
third-party network clients, disabling prior to 

installation, 10 
third-party shells 

Tweaki for Power Users, 130 
TweakUI, 130 

Time column, Event Viewer, 86 
time, daylight saving time/Event Viewer 

support, 86 
timeout values, Boot.ini file editing, 34 
times, Indexing Service formats, 106-7 
titles, System Monitor chart editing, 726-27 
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TLDs (top-level domains), DNS hierarchy 
structure, 394 

Tlist.exe file, service associations, 338 
tlntadmn.exe file, Telnet server 

administration, 521 
toolbar buttons, add/rearrange, 448 
toolbars 

adding buttons with Group Policy, 451 
customizing,448 

trace logs, recording performance data, 729 
Tracert, network troubleshooting tool, 407-8 
transfer protocols, HyperTerminal, 519 
Transmission Control Protocol/Internet 

Protocol (TCP /IP), described, 387 
Trojan horse, described, 432 
troubleshooting 

Advanced Options menu options, 36-37 
answer files, 21 
Backup program, 253 
basic disk to dynamic disk 

conversion, 211 
CD changer console, 245 
CD-ROM changers,245 
console startup, 69 
corrupted log files, 93 
customized logon screen, 40 
Dependency Walker (Depends.exe), 700 
DirectX Diagnostic Tool, 696 
disaster preparation strategies, 690-92 
DLL Help Database, 706 
Dr. Watson, 693-96 
EFS, 560 
ERD (emergency repair disk), 711-12 
error and event messages help 

(W2000msgs.chm), 703 
File Signature Verification utility, 

697-98 
FileVer (Filever.exe), 700-701 
HCL (Hardware Compatibility 

List),705 
Help System troubleshooters, 692-93 
InoculateIT AntiVirus AVBoot, 699-700 
installation, 5 
installing Recovery Console as a boot 
option, 690-91 
Internet resources, 704-6 

IPSec, 500 
last known good configuration startup, 

707-8 
log file size problems, 91 
log file uses, 83-84 
media pool creation, 239 
memory profiling tool 

Memsnap.exe),701 
MKB (Microsoft Know ledge Base), 

705-6 
network tools, 406-9 
power management, 266 
Process Resource Monitor 

(Pmon.exe), 702 
Process Viewer (Pviewer.exe), 702-3 
recovering the boot loader, 56-57 
Recovery Console, 708-11 
Recovery Console uses, 42 
Remote Administration, 348 
safe mode startup, 706-7 
Services, 336, 338 
shared printers, 222-23 
standby status, 266 
stop-error behavior configuration, 

691-92 
stopping the Print Spooler service, 234 
support tools, 700-703 
Update Wizard Uninstall tool, 698 
up-to-date ERD importance, 690 
user profile assignments, 319 
Windows 2000 news groups, 704 
Windows Report tool, 698-99 
Windows Task Manager 

appearance, 716 
trusted certificates, installing/removing, 

442-43 
trusted publishers, adding/removing, 443 
Trusted Root Certification, Certificates dialog 

box,442 
Trusted sites, add/remove, 443-44 
tunneling, described, 430 
tunneling protocols, types, 489-90 
Tweaki for Power Users, third-party 

shell, 130 
TweakUI, third-party shell, 130 
Type column, Event Viewer, 86 
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U 
Udf (uniqueness database file), automated 

installation, 22-23 
UDF (Universal Di?k Format) file system, 539 
UDP port 500, inbound Internet Key 

Exchange negotiation traffic, 500 
unary NOT operator, 107 
Unattend.doc file, described, 15 
UNC (universal naming convention), shared 

printers, 222 
uniform resource locator (URL), FTP site 

conventions, 525 
UniPress Software, Wi nux, 63 
uniqueness database file (Udf), automated 

installation, 22-23 
United States Naval Observatory (USNO), 

time source, 343 
universal naming convention (UNC), shared 

printers, 222 
UNIX, printer setup, 230 
Unrecognized folder, media pools, 237-38 
update options, Temporary Internet Files, 437 
Update Wizard Uninstall tool, 

troubleshooting uses, 698 
updates 

ActiveX controls, 438 
downloading,143 

Upgrade Device Driver Wizard, reinstalling a 
driver, 276-77 

upgrade packs, migration DLLs (dynamic­
link libraries), 6 

Upgrade. txt file, compatibility checker 
report, 7 

upgrades 
ACPI, 260 
High Encryption Pack, 556 
vs clean installation, 11-12 

uplink ports, network hubs, 364 
• '1 1 T"t ro l)' "0' r UPS (Ulunlerruphole I-ower ;:,upp y ,AllYl 

configuration, 264-65 
UPS Configuration dialog box, described, 265 
URL (uniform resource locator) 

FTP site conventions, 525 
format, 476 
protocols, 476 

USB (Universal Serial Bus), ACPI 
support, 258 

user accounts 
deleting, 292 
installing programs under, 151 
modifying, 291-92 
peer-to-peer network security, 368 
profile creation, 325-27 
roaming user profile setup, 324-25 
running programs under, 142-43 
security settings, 293-96 
viewing account information, 290-91 

user authentication, Microsoft 
N etMeeting, 509 

User column, Event Viewer, 87 
User Configuration, Group Policy, 304 
User folder, Group Policy, 301-2 
user folders, redirection, 328-29 
user interface, Regedit vs Regedt32, 660 
user modes, MMC, 80-81 
user modes, restriction options, 81-82 
User Profiles 

.See also profiles 
Application Data folder, 314 
assigning profiles, 318-19 
changing type, 317-18 
common profiles, 316 
Cookies folder, 314 
copying, 317 
deleting properly, 316-17 
described, 311-12 
Desktop folder, 314 
editing techniques, 316 
Favorites folder, 314 
folder contents, 313-15 
folder paths, 313 
Local Settings folder, 314 
local user profile folder types, 313-15 
local user profiles, 315 
mandatory user profiles, 315 
My Document folder, 314 
NetHood folder, 314 
PrintHood folder, 314 
profile types, 315 
Recent folder, 314 
roaming user profiles, 315, 317 
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User Profiles, (continued) 
SendTo folder, 314 
Start Menu folder, 314 
Templates folder, 314-15 
troubleshooting, 319 

user rights, described, 296 
user-mode console, running in author 

mode, 70 
users 

adding as group, 469 
configuration settings, 312 
customizing Group Policy settings, 

307-9 
installing programs under a different 
account, 151 
local user profile folder paths, 313 
managing desktops behavior, 450 
publish/ assign application support, 146 

Users And Passwords dialog box 
bypassing Log On To Windows dialog 
box, 38 
bypassing Welcome To Windows dialog 
box,37 
local user/group setup, 286-87 

USNO (United States Naval Observatory), 
time source, 343 . 

v 
V Communications 

Partition Commander, 62 
System Commander Deluxe, 62 

Value Added folder, Win 2000 Pro CD, 
744-46 

variables 
environment, 185-87 
Path environment, 134 

VBScript, Folders.vbs file, 629-31 
VeriSign, digital certificate authority, 590 
Veritas Software, WinINSTALL LE, 151 
View All Drive Paths dialog box, listing all 

mounted drives, 218 
View menu, common console elements, 72 
virtual device drivers (VxD), software 

compatibility issues, 6 

virtual directories 
Internet Information Server, 466 
security advantages, 466-67 
URLs, 468 

Virtual Directory Creation Wizard, 467 
virtual machines, dual boot system 

alternative, 62-63 
virtual memory, 715 
Virtual Memory dialog box, paging file 

sizing, 721-22 
virtual private networks (VPNs), 

described, 415 
virtual screen, windows/command prompt 

session settings, 175 
VMware, dual boot system alternative, 62-63 
volume labels 

assigning/ changing, 215 
naming conventions, 215 
new partition assignment, 206 

volume mount points 
creating mounted drives, 548-50 
NTFS advantages, 540 

volumes 
basic, 203 
converting to NTFS, 542-43 
creating on dynamic disks, 212 
deleting, 214-15 
described, 203-4 
drive letter assignments, 216-18 
dynamic, 203 
dynamic disk limitations, 209 
extending, 212-13 
fault-tolerant, 204 
forma tting, 214 
property checking, 218-20 
spanned, 203 
status checking, 218-20 
striped, 204 

VPNs (virtual private networks) 
connection sharing, 427-28 
described, 415 
tunneling protocols, 489-90 

VxD (virtual device drivers), software 
compatibility issues, 6 
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W 
W32Time (Windows Time) service, 

described, 342-44 
wake-on-LAN, ACPI support, 258 
wake-on-ring, ACPI support, 258 
warning events, described, 84 
Web browsers 

client printer setup, 230-31 
exporting data prior to installing 
Windows 2000, 8 

Web Distributed Authoring and Versioning 
(WebDAV),483 

Web management console, creating, 471 
Web pages 

Microsoft NetMeeting integration, 
511-12 

restricting access, 465 
temporary file storage, 436 

Web Server Certificate Wizard, 481 
Web servers 

content ratings, 482 
home directory, 466 
monitoring activity, 479-81 
redirecting requests, 482 
running FTP server, 482-83 
Secure Communications dialog box, 

475-77 
Web sites 

Adobe Systems, 97 
applying extensions, 469 
ARIN (American Registry for Internet 
Numbers),395 
BIOS information resource, 5 
Certificate Authorities, 440, 478, 589 
collaboration, 483 
compatibility updates, 143 
Computer Associates International, 700 
digital certificate authorities, 585 
DLL Help Database, 706 
DSL introduction, 421 
DSL providers, 422 
Executive Software, 675 
firewall information, 431 
Gibson Research, 434 
Gilles Vollant Software, 62 

Web sites, (continued) 
HCL (Hardware Compatibility List), 5, 

362,705 
High Encryption Pack, 556 
home directory, 466 
Hotmail, 513 
lANA (Internet Assigned Number 
Authority),395 
ICANN (Internet Corporation for 
Assigned Names and Numbers), 396 
ILS server list, 504 
JeMar Software, 130 
Linksys, 423 
Microsoft, 394 
Microsoft Passport, 505 
Microsoft scripting subsite, 628 
Microsoft security bulletins, 430 
Microsoft Web Accessories, 460 
Microsoft Windows Update, 698 
MKB (Microsoft Knowledge Base), 

209,705 
MSN,513 
MSN Messenger Service, 512 
NetMeeting Resource Kit Wizard, 511 
Netswitcher, 406 
network security, 490 
NTFSDOS utility, 557 
NTP (Network Time Protocol) servers 

list, 343 
Office Resource Kit, 300, 309 
Parallel Technologies, 485 
port assignment information, 429 
PowerQuest Corporation, 62 
Product Updates, 275 
Profile Assistant information, 445 
Regmon, 666 
removing FrontPage Server 

Extensions, 471 
request client certificate from 

~ Microsoft, 478 
RIS (Remote Installation Services) 
information, 15 
Script Debugger documentation, 633 
SDK (N etMeeting Software Developers 
Kit),512 
SMS information, 15 
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Web sites, (continued) 
Symantec, 406 
Systems INternals, 45, 50 
T echN et, 238 
Thawte, 590 
third-party driver update sources, 276 
TweakUI, 130 
UniPress Software, 63 
UNIX-style regular expression query 
help,109 
V Communications, 62 
VBScript documentation, 630 
VeriSign, 590 
Veritas Software, 151 
VMware,62 
Windows 2000 newsgroup listing, 704 
Windows groups, 470 
Windows Update, 676 

WebDAV (Web Distributed Authoring and 
Versioning), 483 

Webmaster e-mail identity, setting up, 469 
Welcome To Windows dialog box, bypass 

cautions/ concerns, 37 
wildcards 

asterisk (*) character, 181 
command prompt support, 181 
file/folder name completion uses, 190 
question mark (?) character, 181 

Win 2000 Pro CD 
files / folders in root, 743-44 
learn about files, 746-47 
Value Added folder, 744-46 
Windows 2000 Support Tools, 744 

Win.ini file (Windows 3.x), compatibility 
issues, 155 

Windiff, registry file comparison utility, 667 
Windows 2000 .See Microsoft Windows 2000 
Windows 3.x .See Microsoft Windows 3.x 
Windows 98 .See Microsoft Windows 98 
Windows 9x .See Microsoft Windows 9x 
Windows Address Book, Microsoft 

NetMeeting people search, 504 
Windows Components Wizard 

adding/removing Windows 
components, 150-51 
installing lIS, 464-65 

Windows Explorer 
adding/ changing shortcut menu 
commands, 128-30 
assigning/ changing volume labels, 215 
command-line uses, 124-26 
default Folders Bar settings, 118 
design elements, 117-18 
enabling folder sharing, 367 
formatting an existing volume, 214 
graphical FrP client, 534-35 
hiding/ displaying file extensions, 

120-21 
hiding/ displaying files, 119-20 
hiding/ displaying the Folders bar, 118 
opening shell folders, 126 
relocating shell folders, 126-28 
removing "nag" screens, 121-22 
shared resource permissions, 369-70 
starting a command prompt session 
from a folder, 173 

Windows file protection, described, 147 
Windows groups, Web, 470 
Windows Installer 

benefits, 145-47 
file protection methods, 147 
legacy application msi file creation, 151 
msi file extension support, 146-47 
Msiexec.exe command-line 

executable, 147 
operating-system service, 146 
publish/ assign application 

capability, 146 
self-repairing applications, 146 
Setup application, 145-46 

Windows Internet Name Service (WINS), 
name resolution, 393 

Windows Management Instrumentation 
(WMI), scripting objects, 638 

WindowsNT4 
Backup program workaround, 255 
client printer setup, 229 
dual boot system addition, 58-59 
local user profile folder path, 313 
printing a configuration report, 9 
removing from dual boot systems, 61 
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Windows NT file system (NTFS), 
described, 465 

Windows NT Print Server, Windows 2000 
driver installation, 231 

Windows NT Server, computer account 
creation, 10 

Windows PIF Settings dialog box, 161-62 
Windows Professional 2000, Web server 

limitations, 464 
Windows Report tool, troubleshooting uses, 

698-99 
Windows Script Host (WSH), described, 

627-28 
windows security groups, 470 
Windows Task Manager 

access methods, 714 
Applications tab options, 716-17 
available memory display, 721 
closing properly, 715 
commit charge, 715 
CPU processing capacity information 
display,715 
CPU Usage graph, 720-21 
Mem Usage graph, 720-21 
paging file sizing, 721-22 
Performance tab options, 720-22 
Processes tab options, 717-20 
processor affinity editing, 720 
process's base priority editing, 719 
terminating processes, 720 
troubleshooting screen elements, 716 
update frequency editing, 715 
virtual memory display, 715 

Windows Update, upgrading driver/system 
files, 676 

windows 
adding to a console, 79 
command prompt customization 
techniques, 174-78 

WinINST ALL LE program, legacy 
application msi file creation, 151 

Winlogon.exe file, computer startup 
process, 33' 

Winn32.log file, compatibility checker 
report, 7 

Winnt.exe file, installation startup, 14 

Winnt32.exe file 
installation startup, 14 
Windows 2000 Setup program, 6-8 

WINS (Windows Internet Name Service), 
name resolution, 393 

WINS server, TCP /IP settings, 402-3 
Wi nux, dual boot system solutions, 63 
WinZip, Cmdlines.txt file automated 

installation process, 27-28 
wizards 

Add Recovery Agent, 571 
Add Standard TCP /IP Printer Port, 229 
Certificate Export, 566, 593 
Certificate Import, 567,593 
Certificate Request, 589 
Configure Server Extensions, 469 
Create Partition, 206-8 
Create Shared Folder, 374 
Create Volume, 212 
Extend Volume, 213 
Filter, 496 
Import/Export, 452-53 
Internet Connection, 416-19 
IP Security Wizard, 493 
mini-Setup, 25 
NetMeeting Resource Kit, 511 
Network Connection, 416-18, 486-88 
Network Identification, 10 
New Subweb, 470 
New Taskpad View, 78-79 
Permissions, 474 
Scheduled Tasks, 137-39 
Security Rule, 494-96 
Setup, 59-60 
Setup Manager, 16-23 
Upgrade Device Driver, 276-77 
Virtual Directory Creation, 467 
Web Server Certificate, 481 
Windows Components, 150-51,464 

WMI (Windows Management 
Instrumentation), scripting 

objects, 638 
Work Properties dialog box, editing share 

properties, 372-73 
Work Queue folder, described, 236 
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workgroups 
described, 10 
joining, 365-66 
naming, 365-66, 409 
user account management 

techniques, 284 
Wscript.exe file, GUI scripting program, 

628-29 
WSH (Windows Script Host) 

described, 627-28 
debugging scripts, 632-37 
Exec.wsf script, 644-52 
FileProp.vbs script, 638-39 
FileSystemObject, 638-40 
objects, 637-40 
Processor.vbs script, 640-44 
Script Debugger, 632-37 
script file format, 631-32 
scripting language selection guidelines, 

629-31 
scripting resources, 628 
VBScript objects, 637 
WMI (Windows Management 
Instrumentation),638 

WSH (Windows Script Host), (continued) 
Wscript vs Cscript, 628-29 
wsf file extension, 631-32 
XML (Extensible Markup Language) 
tags, 631-32 

WSP Client (Winsock Proxy Client) 
LAN connection, 419-21 
installation, 420 

X 

Web proxy server connection 
process, 420 

XML (Extensible Markup Language) tags, 
631-32 

Xmodem, HyperTerminal protocol, 519-20 

z 
Zip drive 

Removable Storage support, 241-42 
volume mount point uses, 548 

Zmodem, HyperTerminal protocol, 519-20 
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reference to keep by your computer and use every day. The RUNNING 

series-learning solutions made by Microsoft. 

• RUNNING MICROSOFT® EXCEL 2000 

• RUNNING MICROSOFTOFFICE 2000 
PREMIUM 

• RUNNING MICROSOFT OFFICE 2000 
PROFESSIONAL 

• RUNNING MICROSOFT OFFICE 2000 
SMALL BUSINESS 

• RUNNING MICROSOFTWORD 2000 

• RUNNING MICROSOFT POWERPOINT® 2000 

• RUNNING MICROSOFT ACCESS 2000 

• RUNNING MICROSOFT INTERNET EXPLORER 5 

• RUNNING MICROSOFT FRONTPAGE® 2000 

• RUNNING MICROSOFT OUTLOOK® 2000 

• RUNNING MICROSOFTWINDOWS® 2000 
PROFESSIONAL 

Microsoft Pressll!> products are available worldwide wherever quality computer books are 
sold. For more information, contact your book or computer retailer, software reseller, or 
local Microsoft Sales Office, or visit our Web site at mspress.microsoft.com. To locate your 
nearest source for Microsoft Press products, or to order directly, call1-800-MSPRESS in the 
U.S. (in Canada, call 1-800-268-2222). Microsott~ 
Prices and availability dates are subject to change. mspress.microsoft.com 
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STEP BY STEP books provide quick and easy self-training-to help you learn 

to use the powerful features and tools in Microsoft Office 2000, Microsoft 

Windows Professional, and Microsoft Windows Me. The easy-to-follow 

lessons present clear objectives and real-world business examples, with 

numerous screen shots and illustrations. Put Office 2000 and Windows 

2000 Professional, and Windows Me to work today with STEP BY STEP 

learning solutions, made by Microsoft. 

• MICROSOFT® OFFICE 2000 PROFESSONAL 8-IN-l 
STEP BY STEP 

• MICROSOFT WORD 2000 STEP BY STEP 

• MICROSOFT EXCEL 2000 STEP BY STEP 

• MICROSOFT POWERPOINT® 2000 STEP BY STEP 

• MICROSOFT INTERNET EXPLORER 5 STEP BY STEP 

• MICROSOFT PUBLISHER 2000 STEP BY STEP 

• MICROSOFT ACCESS 2000 STEP BY STEP 

• MICROSOFT FRONTPAGE® 2000 STEP BY STEP 

• MICROSOFT OUTLOOK® 2000 STEP BY STEP 

• MICROSOFT WINDOWS® 2000 PROFESSONAL 
STEP BY STEP 

• MICROSOFT WINDOWS ME STEP BY STEP 

Microsoft Pressil!> products are available worldwide wherever quality computer books are 
sold. For more information, contact your book or computer retailer, software reseller, or 
local Microsoft Sales Office, or visit our Web site at mspress.microsoft.com. To locate your 
nearest source for Microsoft Press products, or to order directly, call 1-800-MSPRESS in the 
U.S. (in Canada, call 1-800-268-2222). Aficrosott~ 
Prices and availability dates are subject to change. msprcss.microsoft.com 
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Expert Companion 
Push Windows 2000 to the limit-and maximize 
your PC's performance! 
Packed with inside information, this EXPERT COMPANION gives power 
users like you a bounty of tips, tricks, and workarounds to make your 
PC work like never before! Tailor Windows 2000 Professional to your 
specific needs-from modifying the boot process to setting up an 
intranet. Discover new ways to troubleshoot tough performance and 
security issues. Configure multiple machines to share hardware and 
online connections-and manage your resources more efficiently. 
No matter how and where you use your PC, this sophisticated guide 
shows you how to get under the hood and optimize every facet of 
the operating system! 

• Exploit the built-in management tools in Windows 2000, including 
Microsoft Management Console (MMC), the Services snap-in , 
Event Viewer, and the Indexing Service 

• Learn how to create a reliable network, use TCPj lP effectively, 
and resolve networking problems on your own 

• See h9~.!0 set up a print server, Web servers, and user accounts 

• Get better performance on' line by using a LAN, cable, or DSL to 
access your Internet accounts, and by managing incoming 
connections through tunnels and virtual private networks (VPNs) 

• Use the Windows Script Host to automate common tasks 

• Help secure system resources by using security certificates 
.and NTFS, auditing user and group access, and encrypting e-mail 
messages 

• Ensure your system runs smoothly by monitoring system 
performance, employing power-management tactics and tools, 
and editing the registry 

• Tap into the power of Microsoft Internet Explorer and Microsoft 
NetMeeting'" 

PRICE $39.99 
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