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PREFACE

HP AdvanceNet is the name for Hewlett-Packard’s networked, data communications and data
management products. Within AdvanceNet are the network services (NS) software products. NS enables
multi-vendor computer systems (including HP’s) to communicate with each other and share resources.
This document is the reference manual for NS3000/V network services. Since network services comprise
both interactive and programmatic services, this manual is intended for interactive users as well as
programmers.

As one of these interactive users or programmers, you should be at least somewhat familiar with the
operating system on the HP 3000, especially the more common MPE commands and intrinsics. Network
managers, who have responsibility for configuring nodes, initiating communications between nodes, and
initiating network services on those nodes, should consult the NS3000/V Network Manager Reference
Manual.

This manual describes Network File Transfer (NFT) use only between HP 3000s. However, if you wish to
use NFT to copy files to and from dissimilar systems including NS/1000, NS/9000, NS/9000 Series 800,
NS for Personal Computers, and NS for the DEC VAX computer systems, please refer to the NS
Cross-System NFT Reference Manual.

The Introduction to this manual presents an overview of NS3000/V, discussing the architecture of the
network and introducing the network services. The Introduction also discusses the relationship between
NS3000/V and a predecessor DS/3000, pointing out that different services are available on different
network links. Please read the "Introduction" before using the other sections for reference. Most of the
remaining sections provide detailed documentation for individual network services. In general, they give
an overview of the particular service, explain all relevant commands and intrinsics, and illustrate these
commands and intrinsics with examples. The last section before the appendixes, entitled "Applications
Design and Optimization,” describes network performance.
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PREFACE (continued)

Related Publications

In addition to this NS3000/V User/Programmer Reference Manual, these related publications may be of

interest to you:

JUL 88
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NS3000/V Network Manager Reference Manual, Volume 1 (32344-90002)
NS83000/V Network Manager Reference Manual, Volume 11 (32344-90012)
NS3000/V Error Message and Recovery Manual (32344-90005)

NS X.25 3000/V Link Guide (24405-90002)

NS Cross-System NFT Reference Manual (5958-8963)

NS Cross-System Network Manager Reference Manual (5958-8564)
NetIPC3000/V Programmer's Reference Manual (5958-8581)

NS Message Formats Reference Manual (5958-8523)

Local Area Network (LAN) Cabling and Installation Guide (30242-90003) (For use with
LAN/3000 Link, product number 30242A)

LAN Cable and Accessories Installation Manual (5955-7680) (For use with OfficeShare
LAN/3000 Link, product number 30240A)

LAN/ 3000 Diagnostic and Troubleshooting Guide (30242-90003)
HP30242A LAN /3000 Link (LANIC) Installation and Service Manual (30242-90001)

HP302424 LAN/3000 Link Option 100 (LANIC) Installation and Service Manual
(30242-90100)

HP30240A OfficeShare LAN/3000 Link Local Area Network Interface Controller (LANIC)
Installation and Service Manual (30240-90001)

HP 302404 Option 100 OfficeShare LAN/ 3000 Link Local Area Network Interface Controller
(LANIC) Installation and Service Manual (30240-90100)
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PREFACE (continued)

You may also wish to consult the following DS and DS-related reference manuals:

DS/3000 HP 3000 to HP 3000 User/Programmer Reference Manual (32185 -90001)
DS/3000 HP 3000 to HP 1000 Reference Manual for HP 3000 Users (32185-90005)
DS/ 3000 HP 3000 to HP 3000 Network Administrator Manual (32185-90002)

X.25 Link for the HP 3000 Reference Manual (32187-90001)
DS/ 1000-1V User's Manual (91750-90002)

HP 300104 INP Installation and Service Manual (30010-90001)
HP 30020B INP Installation and Service Manual (30020-90005)

HP 30244M INP Series 37 Installation and Service Manual (30244-90002)

These additional reference manuals provide documentation for the MPE operating system (version V/E)
and several subsystems available on the HP 3000:

HP 3000 Computer Systems, MPE V Commands Reference Manual (32033-90006)

HP 3000 Computer Systems, MPE V Intrinsics Reference Manual (32033-90007)

HP 3000 Computer Systems, MPE V System Operation and Resource Management Reference

Manual (32033-90005)

IMAGE/ 3000 Reference Manual (32215-90003)
QUERY /3000 Reference Manual (30000-90042)
KSAM/ 3000 Reference Manual (30000-90079)
TurbolIM AGE Reference Manual (32215-90050)
V' /3000 Reference Manual (32209-90001)

MPE File System Reference Manual (30000-90236)
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PREFACE (continued)

BASIC/ 3000 Interpreter Manual (30000-90026)

COBOL/ 3000 Reference Manual (32213-90001)

e COBOL 11/3000 Reference Manual (32233-90001)

o FORTRAN /3000 Reference Manual (30000-90040)

PASCAL/ 3000 Reference Manual (32106-90001)

SPL/ 3000 Reference Manual (30000-90024)

Trademarks

DEC and VAX are US registered trademarks of the Digital Equipment Corporation.
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CONVENTIONS USED IN THIS MANUAL

NOTATION

nonitalics

ttalies

[]

{}

DESCRIPTION

Words in syntax statements which are not in italics must be entered exactly as
shown. Punctuation characters other than brackets, braces and ellipses must also be
entered exactly as shown. For example:

EXIT;

Words in syntax statements which are in italics denote a parameter which must be
replaced by a user-supplied variable. For example:

CLOSE filename

An element inside brackets in a syntax statement is optional. Several elements
stacked inside brackets means the user may select any one or none of these elements.
For example:

[g] User may select A or B or neither.

When several elements are stacked within braces in a syntax statement the user must
select one of those elements. For example:

A
B} User must select A or B or C.
C

A horizontal ellipsis in a syntax statement indicates that a previous element may be
repeated. For example:

[,itemname]...:

In addition, vertical and horizontal ellipses may be used in examples to indicate that
portions of the example have been omitted.

A shaded delimiter preceding a parameter in a syntax statement indicates that the
delimiter must be supplied whenever (a) that parameter is included or (b) that
parameter is omitted and any other parameter which follows is included. For
example:

means that the following are allowed:

itema

itema,itemb
itema,itemb,iteme
itema, ,itemc
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underlining

—

CONTROL)char
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When necessary for clarity, the symbol A may be used in a syntax statement to
indicate a required blank or an exact number of blanks. For example:

SET[(modifier)]A{variable);

When necessary for clarity in an example, user input may be underlined. For
example:

NEW NAME? ALPHA

Brackets, braces or ellipses appearing in syntax or format statements which must be
entered as shown will be underlined. For example:

LET var[[subscript]] = value

Output and input/output parameters are underlined. A notation in the description
of each parameter distinguishes input/output from output parameters. For example:

CREATE (parmi,parm2,flags,error)

Shading represents inverse video on the terminal’s screen. In addition, it is used to
emphasize key portions of an example.

The symbol (_) may be used to indicate a key on the terminal’s keyboard. For
example, indicates the carriage return key.

Control characters are indicated by followed by the character. For example,
(CONTROD)Y means the user presses the control key and the character Y simultaneously.
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TROUBLESHOOTING

HP Network Services for MPE/V Based Systems (NS3000/V) is the HP data communications product that
enables your HP 3000 to communicate with other HP computer systems as part of a distributed network.
There are several network link products for NS3000/V.

The following link products connect computers on a local area network using the IEEE 802. 3 networking
standard:

o ThinLAN/3000 Link (includes ThickLAN option for thick coaxial cable).
e StarLAN/3000 Link.
e StarLAN 10 3000/V Link.

Two other link products enable you to establish remote connections to HP3000s, as well as local
connections, using point-to-point networking technology:

¢ Asynchronous SERIAL Network Link for MPE/V based systems (Asynchronous 3000/V Link).

e NS Point-to-Point Network Link for MPE/V based systems (NS Point-to-Point 3000/V Link).

Finally, the following link product allows HP3000s to connect to public or private packet switching
networks (PSNs) using NS3000/V:

e NS X.25 Network Link for MPE V/E based systems (NS X.25 3000/V Link).

The term IEEE 802.3 links is used to designate information that applies to all the IEEE 802. 3 links
(ThinLAN/3000 Link, StarLAN/3000 Link and StarLAN 10 3000/V Link). ThinLAN/3000 Link
connections are usually made with thin (. 18 inch) coaxial cable; however, you can also use thicker (. 4 inch
diameter) coaxial cable, available by ordering the ThickLAN option of ThinLAN/3000. With MPE-V
release V delta § or later, the IEEE 802.3 links can be configured to support Ethernet* traffic
concurrently with IEEE 802. 3 traffic over the LAN.

The optional DS-Compatible links are the DS Point-to-Point Hardwired or Modem link for connections
between systems, the DS X. 25 Link for connections to a packet switched network, and the DS Satellite
Communication Link.

Although most error messages are easily understood by the customer, some error messages refer to internal
procedures comprehensible only to qualified Hewlett-Packard representatives. Users are not expected to
understand these explanations, however, they should take the actions listed in the section under "Problem
Resolution." Section 2 lists errors for NS3000/V Network Services covering the Virtual Terminal,
Remote File Access, Network File Transfer, Remote Process Management, and Program-to-Program
Communication services. NetIPC, a programmatic interface provided with the NS links, is also covered in
this section. Certain services list errors which may be encountered over both "DS-Compatible" links
(point-to-point or X. 235 links) and the IEEE 802. 3 and NS point-to-point links.

*Ethernet is a registered trademark of Xerox Corporation.
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Troubleshooting
PROBLEM RESOLUTION

Troubleshooting data communications problems can be a very involved process since there are many
hardware and software components to be investigated. Some problems can be quickly identified and
resolved. These include invalid software installation, version incompatibilities, insufficient MPE resources,
corrupt configuration files, programming or command errors, and file system errors. Some problems
require more investigation. The strategy and tools to use while investigating the software and hardware
components of NS3000/V and associated links are provided in this section.
Once identified, these problems can usually be resolved by the programmer, user or network manager,
using the suggestions in this section or the detailed instructions provided in the following sections of this
manual. However, there may be problems that require you to contact your Hewlett-Packard
representative. The form used to enable HP to solve your problem in an efficient and timely manner is
called a Service Request (SR).
This section contains the following subsections:
¢ How to Resolve Problems
s Characterize the Problem
» Identify the Possible Causes
e Interactive or Programmatic Problems
e Program Errors
s Command Errors
s Line Opening Errors
e Line Closing Errors
s NMS Utility Errors
¢ Nodal Problems
e Recent Changes
s No Changes
e Investigate the Link
e Investigate the Software
¢ Determine the Action

o Submitting a Service Request (SR)

This section describes how to identify the problems you may encounter and the action to take to resolve
these problems. It also provides the guidelines to follow when submitting an SR.

1-2
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HOW TO RESOLVE PROBLEMS

The usual method for resolving problems is to characterize the situation in which the problem occurs and
then investigate which of the possible causes have actually caused the problem. Finding the actual cause
is often sufficient to suggest the resolution. For example, assume that the problem is characterized as "the
user is unable to open a line with the DSLINE command." A possible cause of the problem is that the
syntax of the command was incorrect. If so, you resolve the problem by correcting the command and
reissuing it. However, if the syntax was correct, you would have to look for another possible cause, such as
the line was not initialized or the remote node was not responding. Thus, in most cases you start with the
characterization of the problem and investigate the possible causes. The difficult part of troubleshooting
is to identify the actual cause of the problem. Once you know the actual cause, you can take the
appropriate action to resolve the problem.

Characterize the Problem

It is important to ask questions when you are trying to characterize a problem. Start with global
questions and gradually get more specific. Depending on the response, you ask another series of questions,
until you have enough information to understand exactly what happened. Key questions to ask are shown
in Figure 1-1.

1. Does the problem seem isolated to one user or program? Can the problem be reproduced?
Did the problem occur under any of the following circumstances?
¢ When running a program?

When issuing a command?

When using an NMS utility?

When opening the line?

When transmitting data?

When closing the line?

2. Does the problem affect all users? The entire node?
Has anything changed recently? The possibilities are:
¢ New software and hardware installation?
e Same hardware but changes to the software. Has the configuration file been modified?
Has the MPE configuration been changed?
e Same software but changes to the hardware.

Do you suspect hardware or software?

Figure 1-1. The Problem Characterization Questions
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It is often difficult to determine whether the problem is hardware or software related. Symptoms that
mean you should suspect the hardware are:

¢ Bad LANIC or INP Dumps

' e Link level errors, either returned to the user or logged to the console. This includes CS/3000
errors, CI errors, NMERR errors, power fails, and link shutdowns.

e Lost Data - data is sent but not received at the link destination. (This could also be caused by a
software problem.)

Symptoms that mean you should suspect the software are:
e Logging messages at the console.
o Network Services errors returned to users or programs.

e MPE File System (FSERR) or Command Interface (CIERR) errors (except “Remote Not
Responding" errors).

¢ Data corruption.

¢ Terminal Hangs.

o Intermittent Errors

e Network-Wide problems.

Knowing what has changed recently may also indicate whether the problem is software or hardware
related. Refer to Recent Changes later in this section.

Identify the Possible Causes

The type of investigation that you use to identify the possible causes of a problem depends on whether the
problem affects one user or individual situation, or if the problem is node-wide. Once you have the
answers to the questions in Figure 1-1, use the flowchart in Figure 1-2 as a guide to the rest of this
section.
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Find the log or error message; take the recommended action

z
Problem resolved?—»YES

NO

Y
Does the problem affect one user?

YES NO
Interactive/Programmatic Problems Nodal Problems
<< Circumstances? >> << Any Changes? >>
Program Errors Recent Changes or No Changes
Command Errors
NMS Utility Errors Use one of the Change Tables:
f‘ Line Opening Errors Table 1-1 New Installation
Data Transmission Errors Table 1-2 Changed Software
Line Closing Errors Table 1-3 Changed Hardware

Table 1-4 No Changes
Find the Possible Cause to match
the Symptom of the Problem

<< Suspect Hardware or Software? >>
Investigate the Link
Investigate the Software

<< Identified the Possible Cause? >>

Determining the Action
Submitting an SR

Figure 1-2. Using the Problem Characterization Answers

The most important problem solving tool is this manual. Only if the explanation and action under the
specific log or error message is not sufficient to resolve the problem do you need to proceed with more
@ detailed investigation.
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INTERACTIVE OR PROGRAMMATIC PROBLEMS

The first step in investigating interactive or programmatic problems is to examine any error message
returned. The following sections in this manual list the error messages returned by NS3000/V and
associated links, along with their meaning and recommended recovery action. If you have received a
specific error message, find it in this manual and take the action recommended. Most error messages are
easily understood by the user or programmer, although some of the explanations refer to internal
procedures comprehensible only to qualified HP representatives. Users are not expected to understand
these explanations, but they should take the actions listed. The discussion below provides additional
information about the possible causes of these problems and the actions which may be required to resolve
them.

Program Errors

If the user is using any of the programmatic capabilities of NS3000/V and an intrinsic completes with an
error, the recovery procedure depends upon the intrinsic. How you check for the error code depends on
which service you are using.

e If a NetIPC intrinsic was issued that received a condition code indicating an error, use the
IPCCHECK intrinsic to obtain additional details. Always check for the PM error code; this is
essential to identify the cause if the Network Transport is unable to complete a request.

e If a file system intrinsic was issued that received a condition code indicating an 1/O error
occurred, use the FCHECK intrinsic to obtain additional details.

e If 2 PTOP intrinsic received a condition code indicating an error, use the PCHECK intrinsic.

If the condition code indicates an error, refer to Section 2, "NS3000/V Network Services Error Messages"
section of this manual for an explanation and recovery for the error. You may also refer to the
IMAGE/ 3000 Reference Manual for RDBA, and the MPE File System Reference Manual for RFA.

Command Errors

If the user is using the interactive capabilities of NS3000/V and associated links and receives an error,
refer to the "NS3000/V Network Services Error Messages" (Section 2) section of this manual. The
command errors fit into four categories:

e Syntax errors or invalid options. These errors result from user errors when issuing the command.
They are readily corrected by checking for the correct syntax and reissuing the command.

e Warnings. Warnings are issued when a command is still executable but the results may not be
what you intended. These result from cases where conflicting options are specified. The warning
informs you which option was actually used (or not used).

e Resource Errors. These errors occur when a system resource needed for the execution of the
command is not available. If they occur, you can wait and reissue the command later, when the
resource may be available. If resource errors happen frequently the configuration or resource
allocation of the system may be inadequate. The network manager may need to investigate
further.
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o Internal Errors. These errors indicate that the software is malfunctioning. If they ever occur,
notify your HP representative. The network manager should follow the steps outlined in
"Submitting an SR" at the end of this section.

For syntax errors and warnings, consult the reference pages on that command for the correct syntax and
options. Refer to the NS3000/V Network Manager Reference Manual, Volume 1 or to the NS3000/V
User/Programmer Reference Manual. The network manager needs to take the appropriate action if users
receive resource or internal errors when issuing commands.

Line Opening Errors

There are several reasons why a DSLINE command for opening a communications line might be rejected.
Some line-opening errors actually occur when a REMOTE HELLO (or DSCOPY, or programmatic
RPMCREATE, FOPEN, POPEN, or DOPEN) is executed, not when the DSLINE is done. The following list
summarizes the likely causes of line opening failures:

e The user made a syntax error in the DSLINE command.

¢ The user specified an erroneous nodename or envid in the DSLINE command. The node name
must match the one configured with NMMGR both in the Network Directory and the
Configuration file. Make sure that all users know the correct node names. You may want to
post 2 map with the configured node names for all the nodes on the network. The connect node
names can be checked in the Network Director (if one is being used).

For DS-Compatible Links, the user specified an erroneous line or DS X.25 nodename for the
dsdevice parameter. These must match the device class name for the IODSO or IODSX entry
configured with SYSDUMP. The X.25 nodename must match one configured in the database
configured with NETCONF. Make sure that all users know the correct device class and X.25
nodenames. You may want to include these configured items on the network map.

e The line was not opened by the local console operator, the remote console operator or any
intermediate nodes. Check that all required commands have been issued on the local, remote and
intermediate nodes. The network interfaces, the LAN802.3 NI, the X.25 NI, the Loopback NI,
Router NI, and Gateway Half NI must be initialized with NETCONTROL START commands. The
Network Services must be initialized with the NSCONTROL START command. Some links may
also need to be started by NETCONTROL ADDLINK commands. Links can be configured not to be
started when a NETCONTROL START command is executed and be started via NETCONTROL
ADDLINK. Links may have been closed by NETCONTROL DELLINK or may have been closed
because an irrecoverable error was detected on the line. Any DS-Compatible Links must be
initialized with DSCONTROL commands.

¢ The remote node may not be operational.

o The remote operator may have lowered the session limit. This would cause a failure in a
REMOTE HELLO or a DSCOPY or RPMCREATE that tried to automatically log on to a session.

¢ The local console operator may have used the service list of the NSCONTROL command to limit the
Network Services to incoming users only. On the remote node, the operator may have limited the
Network Services to outgoing only. This would cause a REMOTE HELLO, DSCOPY, remote FOPEN
or DOPEN, POPEN, or RPMCREATE to fail, depending on which services were not started.

For the DS-Compatible Links, the operator may have used the SLAVE option on the DSCONTROL

command to limit access to incoming users only, or the MASTER option to prohibit access to the
node.

1-7
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If the line is a dial up line a failure in a REMOTE HELLO, DSCOPY or RPMCREATE can be caused
by the following:

s If manual dial, the console operator never dialed the number or rejected the dial request by
replying “no" to the request. '

s If auto dial, the number was busy, wrong, or was never answered at the remote computer.
s The security strings did not match at either the local or remote node (if security was enabled).

a The IP address of the remote node was not configured in the NSCONF file as a candidate for
use of this link.

s If the link is a shared dialup link, a failure will occur if the link is connected to a node
different than the one issued in the DSLINE command.

» When a REMOTE HELLO is issued which causes the phone to be dialed, there is a window in
which subsequent REMOTE HELLOs from other users will be rejected. The window is from the
time the auto dial starts (or dial request) to when the connection is established.

A REMOTE HELLO, DSCOPY or RPMCREATE will fail if the IP address of the remote node
configured in the Network Directory does not match the IP address of the remote node
configured in the NS Configuration file.

All virtual terminals on the remote node are already in use, which means there are no remote
resources available to establish a remote session. This would cause a failure in a REMOTE HELLO
or 2 DSCOPY or RPMCREATE that tried to automatically log on to a session.

Someone has exclusive access to the specified line or the user requested exclusive access to a line
that is already in use.

Someone is exclusively accessing a server program. For example, someone is executing the STORE
command or a SYSDUMP system backup on DSSERVER.NET.SYS.

There is a hardware problem - the communications device is not responding correctly.

Line Closing Errors

There are several reasons why a DSLINE command for closing a2 communications line might be rejected.
The following list summarizes the likely causes of line closing failures:

1-8

The user made a syntax error in the DSLINE command.

The user specified an erroneous nodename or envid in the DSLINE command. The nodename
must match the one configured with NMMGR. Make sure that all users know the correct
nodenames. You may want to post a map with the configured nodenames for all the nodes on the
network.

For DS-Compatible Links, the user specified an erroneous line or X.25 nodename for the
dsdevice parameter. These must match the device class name for the IODSO or IODSX entry
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configured with SYSDUMP. The X.25 nodename must match one configured in the database
configured with NETCONF. Make sure that all users know the correct device class and X.25
nodenames. You may want to include these configured items as well on the network map.

e The remote node may not be operational.

e There is a hardware problem -- the communications device is not responding correctly.

NMS Utility Errors

A File System error (FSERR) may have occurred while attempting to access the configuration file. Try to
access the configuration file under the same user id using NMMGR. Use the NMMGR Error screen to
find out what the underlying FSERR is. Correct the problem and retry.
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NODAL PROBLEMS

The first step in investigating nodal problems is to examine any error message returned. Error messages
returned by NS3000/V and associated links are listed in the follow sections of this manual, along with
their meaning and recommended recovery action. If you have received a specific error message, find it in
the manual and take the action recommended. Only if there is no clear error or the recommended action
does not correct the problem is it necessary to investigate further. Follow the strategy shown in Figure
1-2.

Recent Changes

If you begin experiencing problems immediately following either a new installation or changes to the
software or hardware, often you can easily identify what is causing the problem. Tables 1-1, 1-2, and
1-3 show the symptoms and possible causes for a new installation, for changed software, and for changed
hardware, respectively. Once you have identified the possible cause, you may need to isolate the actual
cause. Proceed to Investigate the Software or Investigate the Link, depending on the nature of the
possible cause. For more information on some of the possible causes, including what to do when you have
isolated the actual cause, proceed to Determine the Action. If the recommended action is to contact an
HP representative, use the guidelines in Submitting an SR.

TABLE 1-1. SYMPTOMS FOR A NEW INSTALLATION

Product Symptom Possible Causes

All NS links Console locked or hung, System Software installation invalid.
Failures.
System Failure 969/970 Configuration incorrect, serious

internal error.

DS Compatible | Console locked or hung, System Software installation invalid.
Links Failures

DSCONTROL command hangs. Configuration incorrect.

CSERR 161 (X.25 Link) Cable problems, PDN or remote in

hardwired connection not responding.
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TABLE 1-2, SYMPTOMS FOR CHANGED SOFTWARE

Product

Symptom

Possible Causes

All NS services

System Failure 969/970.

Configuration file invalid; serious

and links internal error.
DSCOPY command aborts. NFTCAT2.NET.SYS is bad
(incompatible version or MAKECAT
was not done).
CS/3000 CSERR 6-7, 8-10, 14-19 Configuration incorrect.

CSERR 11-13, 57-58, 153,
158, 201, 205-207

CSERR 153, 157-159,
203-204, 207-217

CSERR 154, 207-209,
212-214, 217

CSERR 6-7, 156

Operator procedure wrong.

Remote device problem.

Hardware problem.

Software problem.

DS Services and
DS Compatible
Links

DSCONTROL command fails with
CIERR 4152 or 4153.

DSCONTROL hangs.

Line closes or poor response.

Sessions hang.

System Failures.

Software installation invalid.
MPE or NETCONF (X.25)
configuration incorrect.
Configurition incorrect.
DSMON bad, programs not
compatible with new, or MPE

version incorrect.

Software installation invalid.
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TABLE 1-3, SYMPTOMS FOR CHANGED HARDWARE

Product Symptom Possible Causes

All NS services | CSERR 121 (recoverable); unable to INP, ATP or LANIC not properly

and links use NS over LAN. connected to coax, or coax not
properly installed (missing or bad
terminators).

CSERR 161 Cable problems, remote not

responding.

CS/3000 CSERR 84-109, 117, 154, Hardware problem.

207-209, 212-214, 217

DS Services
and DS
Compatible
Links

Line closes.
Poor response.

REMOTE HELLO fails or remote
system shuts line.

System Failures.

CSERR 161 (X.25 Link)

Modem or line problems.
Configuration not updated.

Line problems.

Configuration incorrect.

Cable problems, PDN or remote not
responding.




No Changes

Troubleshooting

If you begin experiencing problems and nothing has been changed, you can use Table 1-4 to identify what
is causing the problem. Table 1-4 shows the symptoms and possible causes for an installation with no
changes. Once you have identified the possible cause, you may need to isolate the actual cause. Proceed
to "Investigate the Software" or "Investigate the Link", depending on the nature of the possible cause. For
more information on some of the possible causes, including what to do when you have isolated the actual
cause, proceed to "Determine the Action". If the recommended action is to contact HP, use the guidelines

in Submitting an SR.

TABLE 1-4. SYMPTOMS FOR NO CHANGES

Product

Symptom

Possible Causes

All NS services
and links

Unable to use services or a warning
that old services are being used.

Can’t connect to remote system.

NSCONTROL has not been done or
network has been shut down, or
NSCONTROL has been executed
limiting the number of active servers.

See "Line Opening Errors."”

DS Services
and DS
Compatible
Links

Console locked or hung.
DSLINE command fails.
DSCOPY aborts.

DSCOPY fails.

Hung session, cannot abort.

Line closes.

NFT errors 101-110.
Poor response.

REMOTE command fails.

Remote system shuts line.

System failures.

Transfer only one-way.

Terminal or MPE problems (not DS).
Line not open or open one-way.
Line errors.

User errors, wrong file type, or copy
in wrong direction.

User error, PTOP program logic,
subsystem or application program
problem.

Line errors.

Resource or internal software errors.

Line errors.

User error, MPE problem, or lack of
virtual terminals.

Line problems or hardware failures.

Software problems or missing patches
or fixes. Take a memory dump.

Remote configuration problem.
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INVESTIGATE THE LINK

The following is a strategy to use to identify and solve link problems. You should use this strategy if you
are not sure what is causing the problem because many times errors in the upper level software are due to
hardware problems. You can also use this strategy if you have identified a hardware-related possible
cause and need to isolate the actual cause.

IEEE 802.3 Link Problems

For problems that involve an IEEE 802. 3 link, use the following strategy where applicable:

Issue the SHOWCOM ldev; ERROR command. Inspect the output and attempt to identify the
problem. Refer to Section 9 and to the LAN /3000 Diagnostic and Troubleshooting Guide for a
detailed analysis of the fields displayed. Retain a copy of the output from this command for your
Hewlett-Packard representative.

For links that involve connections to personel computers (PCs) refer to the StarLAN or ThinLAN
manuals under "Related Publications" in the Preface of this manual.

Use the LAN Node Diagnostic (LANDIAG). LANDIAG is an on-line diagnostic tool. It verifies
the LANIC components by running the LANIC self -test, then a series of tests that test the MAU
and AUI as well. LANDIAG extends the testing as far into the LAN as possible, depending on
which equipment is connected to the LANIC. It includes the Remote Node Test (#17) that sends
test frames between nodes. Refer to the LAN/3000 Diagnostic and Troubleshooting Guide for
instructions.

If a LANIC failure has taken place, give the file LANLOGxx.PUB.SYS to your Hewlett-Packard
representative for additional analysis.

If the problem is easily reproducible, and link level tracing was inactive when the problem took
place, turn on trace using the MPE command LINKCONTROL. When the problem has been
reproduced, turn off trace and give this trace file to your Hewlett-Packard representative for
additional analysis. If a LANIC failure takes place while trace is active, give the file
LANLOGxx. PUB.SYS to your HP representative as well.

If any Link Manager log messages, configured as SUB0008, CLAS0000 (for the LAN Link), or
CLAS0001 (for the PC Link Manager), appear on the console, issue the MPE command
SWITCHNMLOG and save the log file. You can use NMDUMP to format the file. The log message
contains an error code, such as a CSERR or NMERR. Information on the cause and recovery of
these errors can be found in the Fundamental Data Communications Handbook for CS errors and
the NMERR message table in Section 3 ("Node Management Errors") of this manual. Keep a copy
of the log file and the output for your Hewlett-Packard representative to study if it is necessary
to submit an SR.

If link level logging is not enabled, enable it through NMMGR so that the information will be
available if this problem can be repeated.
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NS Point-to=-Point 3000/V Link and NS X.25 3000/V Link Problems

The NS Point-to-Point 3000/V link and the NS X.2$5 3000/V link is connected with an Intelligent
Network Processor (INP). For problems that involve the INP, use the following strategy where applicable:

°

Issue the SHOWCOM ldev; ERRORS command. Inspect the output and attempt to identify the
problem. Refer to the NS3000/V Network Manager Reference Manual, Volume 1 for a detailed
analysis of the fields displayed. Retain a copy of the output from this command for your
Hewlett-Packard representative.

Use the INP Diagnostic/Support Monitor (DSM). DSM is an on-line diagnostic tool. It verifies
the INP components by running the INP self-test, then extends the testing as far into the
communications network as possible, depending on which equipment is connected to the INP.
Refer to the INP Diagnostic Procedures Manual for instructions.

If an INP failure has taken place, give the file INPLOGxx.PUB.SYS to your Hewlett~Packard
representative for additional analysis.

If the problem is easily reproducible, and link level tracing was inactive when the problem took
place, turn on trace using the MPE command LINKCONTROL. When the problem has been
reproduced, turn off trace. Use the CSDUMP or DSDUMP utilities to format the file. Refer to
the DSN/DS Network Administrator Reference Manual for instructions on formatting and
analyzing the output. Save both the raw trace file and the formatted output for your
Hewlett-Packard representative for analysis. It is important to save any INP dump file
(INPLOGnnn.PUB.SYS) that is created while link level tracing was enabled. Send both the INP
dump file and the link trace file to your Hewlett-Packard representative for additional analysis.

If any Link Manager log messages, configured as SUB0008, CLASO0000, appear on the console,
issue the MPE command SWITCHNMLOG and save the log file. You can use NMDUMP to format
the file. The log message contains an error code, such as a CSERR or NMERR. Information on
the cause and recovery of these errors can be found in the Fundamental Data Communications
Handbook for CS errors and NMERR message table in Section 3 ("Node Management Errors") of
this manual. Keep a copy of the log file and the output for your Hewlett-Packard representative
to study if it is necessary to submit an SR.

Check the MPE log file for I/O error logging. Use LISTLOGS to format the log file. Keep a
copy of the file and the output for your Hewlett-Packard representative to study.

Asynchronous 3000/V Link Problems

The Asynchronous 3000/V Link is connected with an Advanced Terminal Processor (ATP). For problems
with the link or ATP, use the following strategy where applicable:

Issue the SHOWCOM ldev; ERROR command. Inspect the output and attempt to identify the
problem. (Refer to NS3000/V Network Manager Reference Manual, Volume I for a description
of the fields displayed). Retain a copy of the output from this command for your
Hewlett-Packard representative.

Use the diagnostic tool TERMDSM to list port state information in order to analyze the nature of
port failures. These failures will cause an "ATP Failure on ldev nnn" message on the console.
Refer to the Terminal Online Diagnostic/Support (TERMDSM) Reference Manual for a
description of the commands to run the diagnostic tests.
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If a link failure has taken place, give the file LINKTxx.PUB.SYS to your Hewlett-Packard
representative for additional analysis.

If the problem is easily reproducible, and link level tracing was inactive when the problem took
place, turn on trace using the MPE command LINKCONTROL. When the problem has been
reproduced, turn off trace and give this trace file to your Hewlett-Packard representative for
additional analysis. If a link failure takes place while trace is active, give the file
LINKTxx.PUB.SYS to your HP representative as well.

If any Link Manager log messages, configured as SUB0008, CLAS0001 (PC Link Manager) appear
on the console, issue the MPE command SWITCHNMLOG and save the log file. You can use
NMDUMP to format the file. Refer to NS3000/V Network Manager Reference Manual, Volume
1 for information on using NMDUMP, and information on MPE commands mentioned here. The
log message contains an error code, such as a CSERR or NMERR. Information on the cause and
recovery of these errors can be found in the Fundamental Data Communications Handbook for CS
errors and the NMERR message table in Section 3 (“Node Management Errors”) of this manual.
Keep a copy of the log file and the output for your Hewlett-Packard representative to study if it
is necessary to submit an SR.

If link level logging is not enabled, enable it through NMMGR so that the information will be
available if this problem can be repeated. .

DS-Compatible Link Problems

For DS-compatible link problems that involve the Intelligent Network Processor (INP), use the following
strategy where applicable:

Issue the SHOWCOM ldev, ERRORS command. Inspect the output and attempt to identify the
problem. Refer to the NS3000/V Network Manager Reference Manual, Volume 1 for a detailed
analysis of the fields displayed. Retain a copy of the output from this command for your
Hewlett-Packard representative.

Use the INP Diagnostic/Support Monitor (DSM). DSM is an on-line diagnostic tool. It verifies
the INP components by running the INP self-test, then extends the testing as far into the
communications network as possible, depending on which equipment is connected to the INP.
Refer to the INP Diagnostic Procedures Manual for instructions.

If an INP failure has taken place, give the file INPLOGxx. PUB.SYS to your Hewlett-Packard
representative for additional analysis.

If the problem is easily reproducible, and link level tracing was inactive when the problem took
place, turn on trace using the MPE command DSCONTROL. When the problem has been
reproduced, turn off trace. Use the CSDUMP or DSDUMP utilities to format the file. Refer to
the DSN/DS Network Administrator Reference Manual for instructions on formatting and
analyzing the output. Save both the raw trace file and the formatted output for your
Hewlett-Packard representative for analysis. It is important to save any INP dump file
(INPLOGnnn.PUB.SYS) that is created while link level tracing was enabled. Send both the INP
dump file and the link file to your Hewlett-Packard representative for additional analysis.

Check the MPE log file for 1/0 error logging. Use LISTLOGS to format the log file. Keep a
copy of the file and the output for your Hewlett-Packard representative to study.
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INVESTIGATE THE SOFTWARE

f Follow the strategy described below to identify and solve any problems that might involve software.

There may be version incompatibilities between different software subsystems. This is essential to
check if new software has recently been installed on your node. Use the software verification
utilities, NMMAINT, DSLIST and CSLIST, described in the NS3000/V Network Manager
Reference Manual, Volume I to display the version identification numbers of the software
modules. Compare the first five characters of these version IDs with those listed as compatible
with each other in the SYSTEM STATUS BULLETIN, Software Release Bulletin, NOON files or
other HP source. If a discrepancy is found, locate a2 known set of compatible software and install
it.

Issue the SHOWCOM; ERRORS command. Inspect the output and attempt to identify the problem.
Refer to the NS3000/V Network Manager Reference Manual, Volume I and to the LAN/3000
Diagnostic and Troubleshooting Guide for a detailed analysis of the fields displayed. Retain a
copy of the output from this command for your Hewlett-Packard representative.

Check the configuration file. Use NMMGR to print the data screens. Inspect the output and
attempt to identify the problem.  Follow the suggestions provided in the section “Corrupt
Configuration Files" later in this section. Retain a copy of the output for your Hewlett-Packard
representative.

In general, the log files are the best source of information. They should be checked for any
problem encountered. Use the command SWITCHNMLOG to isolate the specific log file
immediately after the problem occurs. Use the time range option of NMDUMP whenever
possible to further narrow the focus on when the problem occurred. Inspect the formatted
output and attempt to identify the problem. Retain a copy of the output from the log file for
your HP representative.

If the cause of the problem cannot be isolated with any other means, or if the recommended
action has not resolved a problem, then use the line tests described in the NS3000/V Network
Manager Reference Manual, Volume 1. The intent is to verify each component of the hardware
and software individually in hopes of isolating the faulty component. Inspect the output and
attempt to identify the problem. Retain a copy of the output from these tests for your HP
representative.

If the problem is easily repeated and NMS tracing was inactive when the problem took place, turn
on trace using the MPE command NETCONTROL TRACE. When the problem has been reproduced,
turn off trace and give this trace file to your HP representative for additional analysis.

If the problem causes a system failure, take a full memory dump of the system that includes the
monitor. Use the NSDPAN utility to format the dump. This utility is customized to save virtual
memory and to format the data structures used by the Network Transport. The memory dump
must be accompanied by a copy of the file LOADMAP.PUB:SYS and the I/O configuration.
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DETERMINE THE ACTION

Once you have identified the cause of a problem, whether from the error descriptioné in the following
sections of this manual, from the Change Tables of Nodal Problems, or from investigating the software or
the link, you need to resolve the problem. In some cases you may need to investigate further to determine

exactly what is needed. The possible causes and their associated actions are described for:

Invalid Software Installation

MPE Configuration Incorrect
Insufficient MPE Resources

Corrupt Configuration File

Corrupt Network Directory File
Incompatible Configuration File Version
Insufficient Configuration File Values
Retransmission Timeout Errors

Shutdown Errors

Invalid Software Installation

A software installation may be invalid. Use the following three programs to get a listing of all software
modules and their version IDs.

Run NMMAINT.PUB.SYS to obtain a listing of version IDs for NMS and for all of the NMS
dependent subsystems. Locate the overall version IDs for each subsystem. Clieck that these
subsystems are the correct version for operation with the associated link.

CSLIST. Check that the CS/3000 subsystem is the correct version for operation with the

associated link. Check the download files (CSDLAN1.PUB.SYS for the LANIC,

CSDLAPB2.PUB.SYS (DS X.25) and CSDBSC2. PUB.SYS (Bisync) for the INP).

DSLIST. Check for correct versions and no error messages.

Check that all required modules are present. Check the version IDs with the SYSTEM STATUS
BULLETIN or other HP source to be sure the versions of software you have are supported with the
version of MPE you have. If there is a problem found with any of these checks, you have an incorrect
software version installed. Locate a known valid version of the suspect software (perhaps from one of
your system backup tapes) and install correctly.
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MPE Configuration Incorrect

Refer to the "System Configuration" section of the NS3000/V Network Manager Reference Manual,
Volume I, obtain an I/O listing of the system; check that the drivers are correctly configured.

Insufficient MPE Resources

There may be insufficient MPE resources, such as configured table sizes. Refer to the recommendations
for system tables provided in the NS3000/V Network Manager Reference Manual, Volume 1. Check if
the MPE configuration has enough virtual memory and enough CST, DST and PCB table entries
configured. (If possible, run OPT.PUB.SYS in the "#T" or MPE tables context to check MPE table
utilization). Reconfigure MPE to fix any problems found and restart the system.

Corrupt Configuration File

The configuration file is possibly corrupt. If the error persists, use NMMGR to manually check the
configuration file (if possible). Compare the configuration file to the sample files provided with the NS
links. Investigate any discrepancies. Check to see that all data records have been created. If bad records
seem to be localized to a particular item, delete that item and reconfigure it. If necessary, RESTORE a
known good backup copy of the file.

Corrupt Network Directory File

If the network directory file is open in NMMGR during a system failure, starting the network transport
with :NETCONTROL START does not recover the network directory file. Run NMMGR in maintenance
mode as follows:

:FILE NMMGRCMD=$STDINX
¢RUN NMMGR.PUB.SYS

NM Configuration Manager 32098-20012 A.02.00 (C) Hewlett Packard Co. 1986
NMMGR>OPENDIR NSDIR.NET.SYS

NETWORK DIRECTORY: Recovering file NSDIR.NET.SYS

NMMGR>EXIT

After recovering the file, stop and restart the network transport as described in Commands, section 1,
Volume I, of the NS3000/V Network Manager Reference Manual.

Incompatible Configuration File Version

Run the NMMGRVER program to convert the old configuration file to the new format. See Appendix C
in Volume I of the NS3000/V Network Manager Reference Manual for instructions in using the
NMMGRVER program.

Insufficient Configuration File Values

Only change the configured values in the configuration file for a persistent or widespread problem. The

configured values apply to communication over all the connections and with all the remote nodes in the
catenet. The default values are calculated to provide good performance in a variety of situations.
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Changes to these values may improve one situation but affect other situations adversely. If the
recommended action for a particular error or log message is to change the configured value, do so only for
a extremely high number of log messages or for repeated error messages. Consuit your HP representative
for more information.

Retransmission Timeout Errors

The Network Transport provides reliable end~-to-end communication. As part of ensuring reliable receipt
of packets, the transport protocol TCP keeps track of the packets transmitted. If TCP does not receive an
acknowledgment within the configured time period, TCP retransmits the packet. If the packet is
retransmitted the maximum number of times configured and is still unacknowledged, then TCP logs a
retransmission timeout error and aborts the connection. The transport protocol PXP may also log a
retransmission timeout error. This occurs in much the same way as described for TCP, although PXP
retransmits requests, not packets, and waits for replies, not acknowledgments. PXP is only used whenever
an IPCLOOKUP is issued as part of a NetIPC application, and only communicates with the Socket Registry.

Retransmission timeouts can occur for the following reasons:

e Packets were transmitted to a remote node which was not active or which terminated before the
packet arrived.

o Excessive node loads during connection establishment.
e Congestion or lack of buffers on the remote node.
o Possible link or configuration problems.

If a retransmission error is returned in a log message or in an IPCCHECK error code for NetIPC
applications, first check that the remote node is up and that its transport has been started. If so, check if
the retransmission timeout error is an isolated event or an ongoing problem. Examine a formatted log file
for the period up to and including the error - check the Network Transport log class 6 for Statistics and
log class 3 for non-critical errors.

If the problem is ongoing, then take the appropriate action:

o If the log messages show initial TCP connection failures due to a heavily loaded remote node,
configure a longer Initial Retransmission Interval for the Transmission Control Protocol
(TCP) Configuration Screen. This is in the NETXPORT branch of the NMMGR network
configuration.

o If there are IPCLOOKUP failures, and the log messages show PXP timeouts due to a heavily loaded
remote node, configure a longer Default Retransmission Interval for the PXP data screen.
This is also in the NETXPORT branch.

o If unable to detect a problem on the local node, then check the remote node for log messages that
IP is Unable to Deliver Packet. If so, on the remote node -- configure a higher
Number of Buffers for the link data screen corresponding to the protocol used. (Section 7,
Volume I, of the NS3000/V Network Manager Reference Manual describes the link data screens.)
This is in the LINKCONF branch of the NMMGR network configuration.

e If none of the above are identified as causing the problem, then the remote node may not have

“ enough buffers. Execute the SHOWCOM ldev;ERROR command and examine the
BUFF OVERFLOWS field. A large number here probably means that not enough inbound buffers
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were configured. If this is the case, configure more buffers or reads with the IEEE 802.3 Link
Data Screen, using the Initial Buffers or Maximum Reads Outstanding fields.

A large number in the BUFF OVERFLOWS field could also mean that the node is A) too busy or B)
does not have enough real memory.

o If the problem affects established connections and none of the above conditions apply, then
configure a longer Retransmission Interval Upper Bound or a higher number of
Max imum Retransmissions Per Packet for the Transmission Control Protocol (TCP)
Configuration Screen.

NetIPC Shutdown Errors

The NetIPC call IPCSHUTDOWN releases a descriptor and any resources associated with it. Since system
resources are used as long as call sockets and destination sockets exist, it is important to release the sockets
whenever they are no longer needed. Before a process terminates, it should terminate its connection with
IPCSHUTDOWN. Because this termination takes effect very quickly, all of the data that is in transit on the
connection is lost when the connection is shut down. As a result, the processes that share a connection must
cooperate to ensure that no data is lost.

Indications of a faulty shutdown procedure on an individual or application level are:

o If you receive log messages or NetIPC error codes where the recommended action for some of the
log messages is to increase the number of TCP connections, and the connections are not currently
active.

o If the TCP PM log message is location code 5§, class 3, which indicates that a packet was received
after the IPCSHUTDOWN call but before the TCP connection was fully deleted.

Indication of a faulty shutdown procedure on a nodal level is an incomplete shutdown of the Network
Transport.
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Network Transport Shutdown

Shutting down the Network Transport via the NETCONTROL STOP command requires that all NetIPC call
sockets, all TCP connections, and all PXP sockets are closed. An error (Transport Shutting) is returned to
all open sockets. Until this error is received by the user and the reply sent to TCP/PXP by NetIPC, the
Network Transport does not terminate. The Network Services shut down completely even if an
NSCONTROL ABORT has not been issued. However, it is important that user applications always have a
send or receive posted on any open socket so that the shutdown error is delivered to them.

The only way to tell if the Network Transport has completely shut down is check the log file for the
Control Process; Transport Stopped and the TCP SIP; General Protocol Stop (location code
43, class 4) nodal log messages. If these messages have not been logged, the Network Transport is waiting
for an open socket and cannot completely terminate.

The Network Transport may be reintialized even though the "old" transport has not completely
terminated. The two versions do not interfere with each other and the old one goes away when its last
open socket is finally closed. This old transport does not use any CPU and does not retain "ownership" of
the LAN (IEEE 802.3 or IEEE 802.3/Ethernet) NI, but the data structures that wait on the open
connection do use virtual memory.

If you find any of these indications, check any NetIPC applications for faulty shutdown procedure; refer
to the NetIPC3000/V Programmer's Reference Manual.

JAN 89
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SUBMITTING AN SR

g For further assistance from HP, document the problem as an SR (Service Request) and forward it to your
HP Service Representative. Include the following information where applicable:

o A characterization of the problem. Describe the events leading up to and including the problem.
Attempt to describe the source of the problem. Describe the symptoms of the problem and what
led up to the problem.

Your characterization should include: MPE commands; communication subsystem commands; job
streams; result codes and messages; and data that can reproduce the problem.

Illustrate as clearly as possible the context of any message(s). Prepare copies of information
displayed at the system console and user terminal.

¢ Obtain the version, update and fix information for all software as described in the NS3000/V
Network Manager Reference Manual, Volume 1. Use the following three programs:

=« NMMAINT.PUB.SYS for NS3000/V, NS X.25, IEEE 802. 3, and Asynchronous 3000/V links,
s DSLIST.PUB.SYS for the DS~-Compatible links,
s CSLIST.PUB.SYS for CS and for the INP and LANIC download files.

This allows Hewlett-Packard to determine if the problem is already known, and if the correct
software is installed at your site.

( e Record all error messages and numbers that appear at the user terminal and the system console.

e Run NMDUMP.PUB.SYS to format the NM log file (NMLGnnnn.PUB.SYS) that was active when the
problem occurred. You may need to issue the MPE command SWITCHNMLOG to free the NM log
file.

Using NMDUMP, format the log file for NETXPORT (3), NETIPC (5), Network Services (6) and Link
Manager (8) information. Inspect the formatted output and try to locate errors. Prepare the
formatted output and a copy of the log file for your Hewlett-Packard representative to further
analyze.

o Prepare a listing of the configuration file and the MPE 1/0 configuration you are using for your
Hewlett-Packard representative to further analyze. Inspect the output and try to locate errors.

e Run LISTLOGS.PUB.SYS to format the system log file (LOGnnnn.pub.sys). You may need to
issue the MPE command SWITCHLOG to free the system log file. Check this listing for apparent
errors. Create a copy of this file for your Hewlett-Packard representative to further analyze.

e Try to determine the general area within the software where you think the problem exists. Refer
to the appropriate reference manual and follow the guidelines on gathering information for
problems:

s The NS3000/V User/Programmer Reference Manual (32344-90001) for NS3000/V.

= The LAN /3000 Diagnostic and Troubleshooting Guide for the IEEE 802. 3 links.
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The DSN/DS HP 3000 to HP 3000 Network Administrator Reference Manual
(32189-90002) DS-Compatible links.

s The INP Diagnostic Procedures Manual (30010-90002) for the Point-to-Point (using INP)
and the DS compatible link (using INP).

Issue the MPE command SHOWCOM ldev;ERROR, where ldev is the logical device number of the
LANIC being used. This provides a listing of the status of the LANIC. Repeat the command for
each DS-Compatible link or Point-to-Point 3000/V Link with an INP installed, where ldev is
the logical device number of the INP. Retain this output for your Hewlett-Packard
representative to further analyze.

Document your interim, or "workaround” solution. The cause of the problem can sometimes be
found by comparing the circumstances in which it occurs with the circumstances in which it does
not occur.

Create copies of any NS3000/V or NetIPC user trace, Network Transport trace and
communication link trace files that were active when the problem occurred for your
Hewlett-Packard representative to further analyze.

If the problem involves NMMGR, give a copy of NMMGRF.PUB.SYS to your Hewlett-Packard
representative.

In the event of a system failure, a full memory dump must be taken. Always send the
unformatted memory dump, a listing of the configuration file, a copy of the file
LOADMAP. PUB.SYS, and the 1/0 configuration to HP.

NOTE

You may need to modify your NSDPAN file to accommodate group and
account passwords or printer environments.
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The following is a list of error codes and messages for NS3000/V Network Services. The messages are
grouped into several categories and listed in numerical sequence within each category. In most categories,
in addition to the error number and message, you will find the possible cause(s) of the error and the
action(s) you can take to recover from the error. This additional information is not displayed on
$STDLIST when the error message is printed.

Included in this list of Network Service errors are "DS-Compatible" errors. These appear only when the
error occurs in a DS service over a point-to-point or X.25 link. If "DS-Compatible" is not specified, an
error may be applicable to services over "DS-Compatible” as well as "NS-Compatible" links.

Some Command Interpreter errors (CIERRs) and "DS-Compatible" errors (DSERRs) generate different
error codes depending on whether the link between two nodes is "NS-Compatible" or “DS-Compatible”
and the type of service used. Refer to Appendix A for a complete list of corresponding NS and DS error
codes.

NETWORK SERVICES CI ERRORS (CIERRS)

These errors are reported by the Command Interpreter when an error is detected in the :DSLINE or
:REMOTE or :NSCONTROL commands. (Note that : NETCONTROL is not included; : NETCONTROL has its own
set of errors.) A CI error is displayed on $STDLIST during the execution of the command. Some CI errors
display a pointer (*) to the error in the command. For the Network Service commands, more than one CI
error may be displayed (although only in a session; a job aborts when the first CI error is detected). These
Cl errors are held in CATALOG. PUB.SYS, message set 2 (CI errors). When a CI error is detected, the CIERR
job control word is set to the error number.

The CI errors fit into four categories:

1. Syntax errors or invalid options: These errors result from user errors when issuing the command,
and can be readily corrected.

2. Warnings: Warnings are issued when a command is still executable, but the results may not be
what you intended. These result from cases where conflicting options are specified. The warning
informs you which option was actually used (or not used).

3. Resource errors: These errors occur when a system resource needed for the execution of the
command is not available. They should be rare. If they occur, you can wait and reissue the
command later, when the resource may be available. If resource errors happen frequently, the
configuration or resource allocation of the system may be inadequate. The system manager and
SE should then look into the problem. Resource errors are also logged using Network
Management logging, to log class 6, subclass 2.

4. Internal errors: These errors indicate that the Network Service software is malfunctioning. If
they ever occur, an SE should be notified. Internal errors are also logged using Network
Management logging, to log class 6, subclass 3.
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N

DS-COMPATIBLE CI ERRORS

1300

1301

1302

1303

1304

1305

1306

1307

1308

1308

1310

1311

1312

1313

1314

1315

1316

1317

1318

1319

2-2

REMOTE JOBS ARE NOT ALLOWED WITH username. (CIERR 1300)
DSLINE CANNOT CONTAIN BOTH OPEN AND CLOSE. (CIERR 1301)
DSLINE REQUIRES AT LEAST ONE PARAMETER. (CIERR 1302)

DSNUMBER SPECIFICATION MUST BE A NUMBER FROM 1 THRU 255.
(CIERR 1303)

DSLINE dsnum DOES NOT IDENTIFY AN OPEN DS LINE. (CIERR 1304)

EXPECTED LINEBUF, PHNUM, LOCID, REMID, OPEN, CLOSE,
QUIET, COMP, NOCOMP, OR EXCLUSIVE. (CIERR 1305)

MULTIPLE USE OF option IS NOT ALLOWED. (CIERR 1306)

THE SYNTAX FOR option REQUIRES AN = SIGN FOLLOWED BY DATA.
(CIERR 130T7)

PHNUM IS 1 TO 20 DIGITS AND DASHES. (CIERR 1308)
option LIST CAN CONTAIN ONLY ONE ELEMENT. (CIERR 1309)
THE SPECIFIED LOGICAL DEVICE IS NOT OPEN. (CIERR 1310)

THE FIRST CHARACTER OF AN ID SEQUENCE MUST BE A " OR A (
(CIERR 1311)

THE ID SEQUENCE MUST TERMINATE WITH A ). (CIERR 1312)
THE ID SEQUENCE MUST TERMINATE WITH A “. (CIERR 1313)

A NUMERIC ID SEQUENCE ELEMENT MUST BE 1 THRU 255 (OR
%377). (CIERR 1314) .

LINEBUF MUST BE A NUMERIC VALUE FROM 304 THRU 4096.
(CIERR 1315)

UNABLE TO COMPLETE THE REMOTE COMMAND. (CIERR 1316)
NOT A CURRENTLY AVAILABLE DSLINE. (CIERR 1317)

USE OF EXCLUSIVE REQUIRES BOTH NS AND CS CAPABILITY.
(CIERR 1318)

THE DS LINE dsnum IS IN USE BY A PROGRAM OR SUBSYSTEM AND
CANNOT BE CLOSED. (CIERR 1319)




1320

1321

1322

1323

1324

1325

1326

1389

1390

1391

1392

1383

1394

1395

1396

1397

1398

1399

NS3000/V Network Services Error Messages

EXPECTED A RESPONSE OF YES, Y, NO, OR N. (CIERR 1320)
UNABLE TO OPEN THE DS LINE ON DEVICE ldev. (CIERR 1321)
€ IS INVALID IN THIS CONTEXT. (CIERR 1322)

A DSLINE OPEN REQUIRES A VALID DS DEVICE NAME AS THE
FIRST PARAMETER. (CIERR 1323)

FROM ADDRESS MUST BE BETWEEN 1 AND 14 CHARACTERS INCLUSIVE.
(CIERR 1324)

TO ADDRESS MUST BE BETWEEN 1 AND 14 CHARACTERS INCLUSIVE.
(CIERR 1325)

FROM AND TO ADDRESS MUST BE A DECIMAL NUMBER. (CIERR 1326)

INVALID OR MISSING DELIMITER FOR SELECTION SIGNAL SEQUENCE.
(CIERR 1389)

SELECTION SIGNAL SEQUENCE MUST BE FROM 1 TO 30 CHARACTERS.
(CIERR 1390)

BOTH QUEUE AND NOQUEUE SPECIFIED; NOQUEUE USED. (CIWARN 1391)

ONLY n WORDS WERE ALLOCATED FOR THE LINE BUFFER.
(CIWARN 1392)

COMPRESSION REQUEST NOT HONORED. REMOTE DOES NOT SUPPORT
THIS FEATURE. (CIWARN 1393)

COMPRESSION PARAMETER RESPECIFIES AND OVERRIDES PREVIOUS
COMPRESSION PARAMETER. (CIWARN 1394)

OPEN PARAMETERS ENTERED ON A CLOSE REQUEST ARE IGNORED
(CIERR 1395)

AN ID LIST MUST CONTAIN 255 OR LESS ELEMENTS.
(CIWARN 1396)

AN UNNECESSARY DELIMITER IS IGNORED. (CIWARN 1397)
THERE ARE NO DS LINES OPEN. (CIWARN 1398)

MULTIPLE USE OF option IS REDUNDANT AND IGNORED. (CIWARN 1399)
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Cl1 ERRORS AND MESSAGES (CIERRS)

CI ERRORS AND MESSAGES (CIERRS)

Message

Meaning/Cause

Action

INTERNAL DS ERROR - NO
KEYWORD TABLE.
(CIERR 5000)

The NS Keyword Table was
not allocated during system
startup or prior to an NS
command execution.

See "Submitting an SR" at the
beginning of this manual

INTERNAL DS ERROR - NO
ASGLOBAL DST.
(CIERR 5001)

The NS global data segment
was not allocated during
system startup, or has been
lost.

See "Submitting an SR" at the
beginning of this manual

INVALID ASCAT.NET.SYS
MESSAGE CATALOG.
(CIERR 5002)

The ASCAT.NET.SYS
message catalog exists, but is
not in the proper format. It
may have been overwritten by
a file that is not a properly
prepared message catalog.

Check that the message sets of
the ASCAT.NET.SYS catalog
are correct. Run the
MAKECAT utility to prepare
the message catalog properly.

INTERNAL DS ERROR
~COULD NOT ALLOCATE
KEYWORD BUFFER.
(CIERR 5003)

The NS Keyword Table is not
large enough to contain all
the keywords from the
ASCAT.NET.SYS catalog.

See "Submitting an SR" at the
beginning of this manual

ASCAT .NET.SYS MESSAGE
CATALOG DOES NOT EXIST
(CIERR 5004)

The ASCAT.NET.SYS catalog
file is missing; the NS
command keywords cannot be
loaded.

Inform your system manager;
install ASCAT.NET.SYS from
the NS product tape.

INTERNAL DS ERROR -
COULD NOT CREATE
KEYWORD TABLE.
(CIERR 5005)

The NS Keyword Table extra
data segment could not be
allocated, because of insuff-
icient memory or free DSTs.

Inform your system manager;
increase the number of
configured DSTs or obtain
more memory.

NONNUMERIC CHARACTER IN
ENVIRONMENT NUMBER.
(CIERR 5006)

Syntax error in an
environment number #Lxxx
(in :DSLINE) or xxx (in
:REMOTE), where one or
more X is not numeric.

Correct the syntax error and
reissue the command.

NONALPHANUMERIC
CHARACTER 1IN
ENVIRONMENT ID OR NODE
NAME .

(CIERR 5007)

Syntax error in an
environment identifier in a
:DSLINE or :REMOTE, where
one or more characters are
not alphanumeric or, for
:DSLINE only, special
characters @ # . or 2.

Correct the syntax error and
reissue the command.
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CI ERRORS AND MESSAGES (CIERRS) (cont’d)

Message

Meaning/Cause

Action

FILE NAME PART LONGER
THAN 8 CHARACTERS.
(CIERR 5008)

The file, group, or account
portion of a file name is
longer than the allowed
maximum length.

Correct the file name and
reissue the command.

NONALPHANUMERIC
CHARACTER IN FILE NAME.
(CIERR 5009)

There is a character in a file
name that is not an alphabetic
or numeric (or special
character . or /).

Correct the file name and
reissue the command.

EXPECTED , ;3 OR
RETURN.
(CIERR 5010)

An invalid delimiter was
found after a parameter for a
command option.

Correct the syntax error and
reissue the command.

EXPECTED ON OR OFF.
(CIERR 5011)

In a :DSLINE TRACE option,
the first parameter was not
ON (enable tracing) or OFF
(disable tracing).

Correct the option parameter
and reissue the command.

EXPECTED TRACE SERVICE:
ALL, VT, NFT, RFA,
PTOP, RPM.

(CIERR 5012)

In a :DSLINE TRACE option,
the second parameter was not
the name of the service to be
traced.

Correct the option parameter
and reissue the command.

EXPECTED MAXIMUM NUMBER
OF TRACE RECORDS.
(CIERR 5013)

In a :DSLINE TRACE option,
the third parameter was not
the number of trace records
in the trace file, an integer
between 0 and 32767.

Correct the option parameter
and reissue the command.

EXPECTED MAXIMUM LENGTH
OF TRACE DATA.
(CIERR 5014)

In a :DSLINE TRACE option,
the fourth parameter was not
the length of the trace record,

an integer between 0 and
32767.

Correct the option parameter
and reissue the command.

EXPECTED TRANS OPTION.
(CIERR 5015)

In the :DSLINE TRACE
option, the fifth parameter
was not TRANS, which selects
transport tracing.

Correct the option parameter
and reissue the command.
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CI ERRORS AND MESSAGES (CIERRS) (cont’d)

Message

Meaning/Cause

Action

EXPECTED =,
(CIERR 5016)

A = was not found between
the option keyword and a list
of positional parameters.

Correct the syntax and reissue
the command.

TOO MANY PARAMETERS IN
TRACE OPTION.
(CIERR 5017)

More than the five defined
parameters were specified in a
:DSLINE TRACE option.

Correct the command and
reissue.

EXPECTED " OR ’
(CIERR 5018)

A string starting witha "or’
was not ended with a " or .
(You must use the same
delimiter for starting and
ending the string.)

Correct the command and
reissue.

EXPECTED ; OR RETURN.
(CIERR 5019)

An unexpected character was
found after a command
option.

Correct the syntax and reissue
the command.

QUIET OVERRIDES
PREVIOUS QUIET OPTION.
(CIWARN 5020)

Two or more QUIET options
were specified.

None.

PROMPT OVERRIDES
PREVIOUS PROMPT OPTION.
(CIWARN 5021)

Two or more PROMPT
options were specified. The
prompt string from the last
PROMPT is used.

None (unless you do not want
the last prompt; then correct
and reissue the command).

LOGON OVERRIDES
PREVIOUS LOGON OPTION.

Two or more LOGON options
were specified. The logon

None (unless you do not want
the last logon; then correct

(CIWARN 5022) from the last LOGON will be and reissue the command).
used.

COMP OVERRIDES PREVIOUS Two or more COMP and/or None (unless you do not want

COMP OR NOCOMP OPTION. NOCOMP options were the COMP option; then

(CIWARN 5023)

specified. The COMP option
will take effect.

correct and reissue the
command).

NOCOMP OVERRIDES
PREVIOUS COMP OR NOCOMP
OPTION.

(CIWARN 5024)

Two or more COMP and/or
NOCOMP options were
specified. The NOCOMP
option will take effect.

None (unless you do not want
the NOCOMP option; then
correct and reissue the
command).

TOO MANY TRACE OPTIONS
(MAXIMUM OF 10).
(CIERR 5025)

There were more than 10
TRACE options specified in a
:DSLINE command.

Consolidate the TRACE
options into less than 10, or
break the :DSLINE command
into two or more :DSLINE
commands, each with less
than 10 TRACE options.
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CI ERRORS AND MESSAGES (CIERRS) (cont’d)

Message

Meaning/Cause

Action

DS/3000 DSLINE OPTION
IS IGNORED FOR NS NODE.
(CIWARN 5026)

A :DSLINE command for an
NS node environment
specified a DS/3000 option
that is not supported for the
NS node. The unsupported
DS options are LOCID,
REMID, PHNUM, LINEBUF,
EXCLUSIVE, SELECT,
FROMADR, FROMADDR,
TOADR, TOADDR, QUEUE,
and NOQUEUE.

None.

INVALID DSLINE OPTION;
EXPECTED QUIET, PROMPT,
LOGON, COMP, NOCOMP,
CLOSE, RESET, SHOW, OR
TRACE.

(CIERR 5027)

An unknown option keyword
was found in a :DSLINE.

Correct or delete the option
and reissue the command.

INTERNAL DS ERROR -
COULD NOT ADD VTREQ
PORT.

(CIERR 5028)

The port used for
communication between the
CI and the Virtual Terminal
server could not be added to
the MPE port dictionary.

See "Submitting an SR" at the
beginning of this manual

INTERNAL DS ERROR -
COULD NOT SEND SERVICE
REQUEST.

(CIERR 5029)

The VT service request could
not be sent to the DSDAD
process port.

See "Submitting an SR" at the
beginning of this manual

INTERNAL DS ERROR -
COULD NOT SEND START VT
MSG.

(CIERR 5030)

The Start VT port message
could not be sent to the
Virtual Terminal server
process.

See “Submitting an SR" at the
beginning of this manual

INTERNAL DS ERROR -
COULD NOT CREATE VT REQ
PORT.

(CIERR 5031)

A port to be used for
communication between the
CI and the Virtual Terminal
server process could not be
created.

See "Submitting an SR" at the
beginning of this manual

INTERNAL DS ERROR -
COULD NOT GET PORT DST.
(CIERR 5032)

A port data segment entry
could not be allocated for the
port between the CI and the
Virtual Terminal server.

See "Submitting an SR" at the
beginning of this manual
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CI ERRORS AND MESSAGES (CIERRS) (cont’d)

Message

Meaning/Cause

Action

INTERNAL DS ERROR -~
COULD NOT START VT.
(CIERR 5033)

The Virtual Terminal service
could not be initiated.

See "Submitting an SR" at the
beginning of this manual

INTERNAL DS ERROR -
RECEIVED BAD PORT
MESSAGE.

(CIERR 5034)

A port message with an
unexpected function code was
received from the Virtual
Terminal server process.

See "Submitting an SR" at the
beginning of this manual

VT SERVER NOT AVAILABLE
NOW.
(CIERR 5035)

The Virtual Terminal server
process could not be created.
There may be several reasons:

1. The DSSERVER.NET.SYS
program is missing.

2. The number of created
DSSERVER processes is at the
allowed maximum. The
:NSCONTROL
STATUS=SERVERS command
will tell you the current and
maximum number of
DSSERVERSs.

3. The DSSERVER process
aborted during its
initialization.

Depending on the cause:

1. Restore the
DSSERVER.NET.SYS
program from the NS3000/V
product tape.

2. Wait for the number of
DSSERVERs to decrease, or
increase the maximum
number of DSSERVERSs by
:NSCONTROL
SERVER=DSSERVER, <new
max> (Only users with NM
capability can use the
:NSCONTROL command.)

3. See "Submitting an SR" at
the beginning of this manual

LOCAL VT SERVICE HAS
NOT BEEN STARTED.
(CIERR 5036)

The local Virtual Terminal
service (VTL) has not been
started via an :NSCONTROL
command.

Issue
:NSCONTROL START or
:NSCONTROL START=VTL

to start the local VT service,
or wait until the service is
started. (Only users with NM
capability can use the
‘NSCONTROL command.)
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CI ERRORS AND MESSAGES (CIERRS) (cont’d)

Message Meaning/Cause Action
LOCAL VT SERVICE HAS An :NSCONTROL ABORT Issue
BEEN ABORTED. has been issued. This
(CIERR 5037) immediately terminates all :NSCONTROL START or
network services, including
the local Virtual Terminal :NSCONTROL START=VTL

service.

to start the local VT service,
or wait until the service is
started. (Only users with NM
capability can use the
:NSCONTROL command.)

VIRTUAL TERMINAL
SERVICE DETECTED AN
ERROR.

(CIERR 5038)

An error was detected by the
Virtual Terminal server
process. The error message
for the VT error will precede
the CI error message.

Some of the VT errors are
normal responses (€. g.
REMOTE NOT ACCEPTING
SERVICE REQUESTS) and
some are internal errors (e. g.
UNEXPECTED/BAD
RESPONSE FROM VT).

Look up the VT error message
for the appropriate action to
take.

INTERNAL DS ERROR -
COULD NOT SEND REMOTE
COMMAND.

(CIERR 5039)

A port message with the
remote command could not be
sent from the CI to the
Virtual Terminal server
process.

See "Submitting an SR" at the
beginning of this manual

INVALID TRACE
INFORMATION.
(CIERR 5040)

Information in a :DSLINE
TRACE option was incorrect.
A DS error will also be
displayed.

Correct the TRACE option
and reissue the command.

COULD NOT USE
ENVIRONMENT.
(CIERR 5041)

This CI error is returned for a
number of errors detected
when the environment in a
:DSLINE or :REMOTE
command cannot be used.
One or more DS errors will
accompany this CI error to
more fully describe the error
Or errors.

Correct the command, based
on the DS errors, and reissue.
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CI ERRORS AND MESSAGES (CIERRS) (cont’d)

Message

Meaning/Cause

Action

COULD NOT USE GENERIC
ENVIRONMENT.
(CIERR 5042)

This CI error is returned for a
number of errors detected
when a generic environment
in a :.DSLINE command
cannot be used. One or more
DS errors will accompany this
Cl error to more fully
describe the error or errors.

Correct the command, based
on the DS errors, and reissue.

ALL DSLINE OPTIONS BUT
CLOSE ARE IGNORED.
(CIWARN 5043)

Other options besides CLOSE
were specified in a :DSLINE
command.

None (the selected
environment is closed).

ALL DSLINE OPTIONS BUT
RESET ARE IGNORED.
(CIWARN 5044)

Other options besides RESET
were specified in a :DSLINE
command.

None (the selected generic
environment is closed).

DSLINE OPTION OVERRIDES
PREVIOUS DSLINE OPTION.
(CIWARN 5045)

More than one DSLINE
option was included in a
:REMOTE HELLO command.
The last DSLINE option

is used.

None (the :REMOTE HELLO
will be executed).

DSLINE OPTION IGNOCRED.
(CIWARN 5046)

Both the :envid and
DSLINE=envid options were
specified in a :REMOTE
HELLO command. The :envid
is used to select the
environment.

None (the :REMOTE HELLO
will be executed).

GENERIC ENVIRONMENT ID
NOT ALLOWED HERE.
(CIERR 5047)

A generic environment id
(with the wild card characters
@, #, and/or ?) was used in the
:envid or DSLINE=envid
option of a .REMOTE
command.

Correct the command and
reissue. If you want to
execute a :REMOTE command
for a set of environments, you
must issue a separate
:REMOTE for each
environment.

NO DEFAULT ENVIRONMENT
FROM PREVIOUS :DSLINE
OR :REMOTE

(CIERR 5048)

A ‘REMOTE or :.DSLINE
command was issued without
an environment id or
environment number, and
there is no default
environment set by a previous
command.

Insert an environment id or
number into the command
and reissue.
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CI ERRORS AND MESSAGES (CIERRS) (cont’d)

Message

Meaning/Cause

Action

INVALID NSCONTROL
OPTION: EXPECTED START,
STOP, ABORT, SERVER,
LOG, DEBUG, STATUS OR
VERSION. (CIERR 5049)

An unknown option keyword
was found in an
:NSCONTROL command.

Correct or delete the keyword
and reissue the command.

TOO MANY NSCONTROL
OPTIONS.
(CIERR 5050)

The information in the
:NSCONTROL command is
too large to be sent to the
DSDAD process for
processing.

Consolidate options in the
command, or break the
command into two or more
:NSCONTROL commands.

EXPECTED SERVER PROGRAM
FILE NAME.
(CIERR 5051)

The first parameter of a
SERVER option in an
:NSCONTROL command was
not a program name.

Correct the SERVER option
and reissue the command.

EXPECTED MINIMUM NUMBER
OF SERVERS (>= O AND
<32767).

(CIERR 5052)

The second parameter of a
SERVER option in an
:NSCONTROL command was
not the minimum number of
servers, a positive integer.

Correct the SERVER option
and reissue the command.

EXPECTED DEBUG OPTION.
CIERR 5053)

The fourth parameter of a
SERVER option in an
:NSCONTROL command was
not DEBUG or NODEBUG.

Correct the SERVER option
and reissue the command.

TOO MANY SERVER
PARAMETERS; EXPECTED AT
MOST FOUR. ~
(CIERR 5054)

There were more than four
defined parameters for a
SERVER option in an
‘NSCONTROL command.

Correct the SERVER option
and reissue the command.

TOO MANY LOG
PARAMETERS; EXPECTED AT
MOST THREE.

(CIERR 5055)

There were more than three
defined parameters for a LOG
option in an :NSCONTROL
command.

Correct the LOG option and
reissue the command.

EXPECTED ON OR OFF.
CIERR 5056)

The first parameter of a log
option in an :NSCONTROL
command was not ON (enable
logging) or OFF (disable
logging).

Correct the LOG option and
reissue the command.
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CI ERRORS AND MESSAGES (CIERRS) (cont’d)

Message

Meaning/Cause

Action

EXPECTED MODULE TO BE
LOGGED; EXPECTED DSDAD,
DSSERVER,

ENV, OR VT. (CIERR 5057)

The second parameter of a
LOG option in an
:NSCONTROL command was
not the name of a module to
be logged.

Correct the LOG option and
reissue the command.

EXPECTED HIGH OR LOW.
(CIERR 5058)

The parameter of a log option
in an :NSCONTROL
command was not HIGH (log
all events) or LOW (log a
subset of events).

Correct the LOG option and
reissue the command.

INTERNAL DS ERROR-COULD
NOT SEND CONTROL
MESSAGE.

(CIERR 5060)

The port message with the
:NSCONTROL information
could not be sent from the CI
to the DSDAD process.

See "Submitting an SR" at the
beginning of this manual.

DSDAD.NET.SYS DOES NOT
EXIST.
(CIERR 5061)

The DSDAD.NET.SYS
program file is missing.

Restore the DSDAD. NET.SYS
file from the NS product
tape.

INVALID CONTROL OPTION.
(CIERR 5062)

This CI error is returned for
errors detected during the
processing of an
:NSCONTROL command.
One or more DS errors will
accompany this CI error to
more fully describe the error
Or errors.

Correct the error, based on
the DS error(s), and reissue the
command.

INVALID SERVER PIN.
CIERR 5063)

The server process id number
(PIN) in a DEBUG option in
an :NSCONTROL command is
not numeric.

Correct the PIN and reissue
the command.

PROMPT MUST BE 8
CHARACTERS OR LESS.
(CIERR 5064)

The prompt string in a
:DSLINE PROMPT option is
longer than the maximum of
8 characters.

Shorten the prompt string and
reissue the command.

LOGON MUST BE 54
CHARACTERS OR LESS.
(CIERR 5065)

The logon string in a
:DSLINE LOGON option is
longer than the maximum of
54 characters.

Shorten the logon string and
reissue the command.
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CI ERRORS AND MESSAGES (CIERRS) (cont’d)

Message

Meaning/Cause

Action

INTERNAL ERROR - DSLINE
JCW NOT FOUND.
(CIERR 5067)

The DSLINE Job Control
Word, set to the DSLINE
number by the DS software,
could not be found.

See "Submitting an SR" at the
beginning of this manual.

OPTION IS NOT SUPPORTED
BY DS.
(CIERR 5068)

An NS option that is not
supported by the DS software
was specified in 2 :DSLINE
for a DS node. The NS
options which are not
supported by DS are:

PROMPT, LOGON, and TRACE.

Delete the option and reissue
the command.

TRACE OPTION IS IGNORED A DSLINE with a generic None.
FOR DS NODE. enviroment including a DS
(CIWARN 5069) node contained a TRACE
option. The
ENVIRONMENT message
following the warning will
identify the DS node.
PROMPT OPTION IS Same as for CIWARN 5069 None.
IGNORED FOR DS NODE. except that a PROMPT option
(CIWARN 5070) was found.
LOGON OPTION IS IGNORED Same as for CIWARN 5069 None.

FOR DS NODE.
(CIWARN 5071)

except that a LOGON option
was contained.

REMOTE COMMANDS NOT
ALLOWED DURING PTOP OR
RPM USE.

(CIERR 5072)

When there is a
PTOP-or-RPM-created
process active in the remote
environment, remote
commands cannot be issued to
the remote session.

Wait for the PTOP or RPM
process to terminate. A PTOP
slave or dependent RPM son
in the remote session can be
terminated by aborting the
local PTOP master or RPM
father process. An
independent RPM son can be
terminated by a

:DSLINE CLOSE (and by
answering YES to ABORT
RPM PROCESS? question).
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CI ERRORS AND MESSAGES (CIERRS) (cont’d)

Message

Meaning/Cause

Action

ABORT DOES NOT ACCEPT
ANY PARAMETERS.
(CIERR 5073)

Parameters were specified for
an :NSCONTROL ABORT
option.

Delete the parameters and
reissue the command.

EXPECTED ONE OF USERS,
SERVICES, SERVERS, OR
ALL.

(CIERR 5074)

The parameter for a SHOW
option in an :NSCONTROL
command was not one of the
defined choices.

Correct the SHOW command
and reissue the parameters.

EXPECTED MAXIMUM NUMBER
OF SERVERS (>= O AND
<32767).

(CIERR 5075)

The third parameter of a
SERVER option in an
:NSCONTROL command was
not 2 maximum number of
servers, a positive integer.

Correct the SERVER option
and reissue the command.

WILD CARD CHARACTERS
NOT ALLOWED IN NODE
NAME.

(CIERR 5076)

A wild card character (@, #,
or 7) was used in a node name.
Node names cannot be
generic.

Correct the node name and
reissue the command.

NETWORK SERVICE
SOFTWARE VERSIONS DO
NOT MATCH.

(CIERR 5077)

The version or update, or fix
levels of the Network Service
software modules are not
compatible. NS cannot be
initiated if its software is
incompatible.

List the versions for the NS
software modules, using
:NSCONTROL
VERSION=MOD or :RUN
NMAINT.PUB.SYS. Identify
the incompatible software
modules, and replace with the
assistance of your SE.

PM CAPABILITY NEEDED TO
USE DEBUG OPTION.
(CIERR 5078)

An :NSCONTROL DEBUG or
‘NSCONTROL

SERVER=, DEBUG command
was executed, but the user
does not have PRIVILEGED
MODE (PM) capability. These
commands cause a privileged
breakpoint to be activated.

Execute the command from a
user with PM capability.

SYSTEM CONSOLE NEEDED
TO USE DEBUG OPTION.
(CIERR 5079)

An :NSCONTROL DEBUG or
‘NSCONTROL

SERVER=, DEBUG command
was executed from a terminal
other than the system console.
These commands cause a
breakpoint to appear at the
system console.

Execute the command from
the system console.

J
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CI ERRORS AND MESSAGES (CIERRS) (cont’d)

Message

Meaning/Cause

Action

EXPECTED GENERIC
ENVIRONMENT 1ID.
(CIERR 5080)

In a :DSLINE RESET, the
environment id was not
generic.

Correct the command and
reissue.

INVALID VERSION OPTION:
EXPECTED MOD.
(CIERR 5081)

In a :NSCONTROL VERSION
command, an invalid option
for VERSION was specified.
VERSION=MOD is the only
allowed option.

Correct the command and
reissue.

REMOTE HELLO FAILED.
(CIERR 5082)

In a :REMOTE HELLO
command, the Virtual
Terminal service was set up,
but the logon failed on the
remote node. The Virtual
Terminal service is then
terminated.

Check that the logon is valid,
and the jobfence and session
limits on the remote node,
before reissuing the :REMOTE
HELLO.

NS3000/V HAS NOT BEEN
STARTED BY AN
:NSCONTROL START.
(CIWARN 5083)

An :NSCONTROL STOP or
ABORT command was issued
when the NS subsystem had
not been started with
:NSCONTROL START.

None.

INVALID ENVIRONMENT
NUMBER.
(CIERR 5084)

Environment number
specified in :DSLINE
command is greater than
32767 or the number was
specified as #L.

Specify environment number
as a decimal integer between
1 and 32767, inclusive, using
the syntax #Ln.

LOGON STRING EXPECTED.
(CIERR 5085)

The :DSLINE LOGON-= option
was specified without a logon
sequence following the equal
sign (=).

Reissue command with logon
sequence included.

EXPECTED SERVICE NAME:
VT, VTR, VTL, VTRL,
NFT, NFTL, RFA, RFAL,
PTOP, PTOPL, RPM, OR
RPML. (CIERR 5086)

The :NSCONTROL START=
or :NSCONTROL STOP=
command was issued with no
service names specified.

Reissue command, specifying
one or more services (as listed
in the error message).

EXPECTED ENVIRONMENT ID
OR NODE NAME.
(CIERR 5087)

The command :REMOTE
HELLO;DSLINE= was issued
without an envid=node
name or node name.

Reissue the command, and
include the envid=nodename
or nodename following the
equal sign (=).
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CI ERRORS AND MESSAGES (CIERRS) (cont’d)

Message

Meaning/Cause

Action

REMOTE SESSION CANNOT
LOGOFF WITH ACTIVE
SERVICES. (CIERR 5088)

The :REMOTE HELLO or
:REMOTE BYE command was
given on a remote session
which was being used by some
other service (i.e., RFA, RPM,
or PTOP).

Wait until all other services in
the session stop and then
reissue the :REMOTE HELLO
or :REMOTE BYE command.

ANOTHER PROCESS IS
EXECUTING A REMOTE
COMMAND IN THIS
ENVIRONMENT (CIERR 5089)

The REMOTE command was
given in an environment
where another process was
executing the REMOTE
command.

Wait until the other process
completes and then reissue the
REMOTE command.

UNSUPPORTED PROTOCOL
DOMAIN (CIERR 5090)

The :DSLINE

ENVID=NODE;PROTOCOL=
command was issued with an
unsupported protocol domain.

Reissue the command,
specifying a supported
protocol domain.

THIS OPTION CANNOT BE
REPEATED (CIERR 5091)

Some DSLINE options (ex.
PROTOCOL) should not be
specified more than once in a
DSLINE command.

Delete the duplicated option
and reissue the DSLINE
command.

PROTOCOL OPTION IS
IGNORED IN THIS
EXISTING ENVIRONMENT
(CIWARN 5092)

The :DSLINE ;PROTOCOL
option was executed in an
existing environment. The
PROTOCOL option is allowed
only in a new environment.

Reissue the :DSLINE
command.

SERVER NAME MUST NOT
EXCEED EIGHT CHARACTERS
(CIERR 5093)

In the :NSCONTROL TRACE
= command, an invalid server
name was specified.

Correct the server name and
reissue the command.

MAY 89
2-15A

O
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CI ERRORS AND MESSAGES (CIERRS) (cont’d)

Message

Meaning/Cause

Action

EXPECTED SERVER NAME OR
PIN # (CIERR 5094)

The :NSCONTROL
TRACE=ON or :NSCONTROL
TRACE=OFF option was
specified without a server
name or PIN #.

Reissue the command,
specifying either the server
name or the PIN #.

EXPECTED SERVICE NAME
OR NET= (CIERR 5096)

The :NSCONTROL
START/STOP = or
:NSCONTROL START/STOP
= service name, option was
specified without a service
name or NET= keyword.

Reissue the command,
specifying one or more
services or NET= parameters.

EXPECTED NET= (CIERR
5097)

The :NSCONTROL START or
:NSCONTROL STOP
command was issued without
specifying the NET=
parameter.

Reissue the command,
specifying the NET=
parameter.

EXPECTED NETWORK NAME
(CIERR 5098)

Network name was not
specified after keyword NET=
in the :NSCONTROL START
or :NSCONTROL STOP
command.

Reissue the command,
specifying one or more
network names.

MAY 89
2-15B
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CI ERRORS AND MESSAGES (CIERRS) (cont’d)

Message

Meaning /Cause

Action

UNABLE TO STORE
NFT PORT ID IN PORT
DICTIONARY (CIERR 5100)

Internal Resource Error.

See "Submitting an SR" at the
beginning of this manual.

ERROR OCCURRED WHEN
SETTING UP NFT SERVER
(CIERR 5101)

Probable internal error.

See "Submitting an SR" at the
beginning of this manual.

NFT SERVER WAS ABORTED
(CIERR 5102)

NFT server process
terminated abnormally.

Examine the logging
information returned at the
system console. If you cannot
correct the problem, see
"Submitting an SR" at the
beginning of this manual.

CRITICAL INTERNAL NFT
ERROR (CIERR 5103)

Probable internal error.

See "Submitting an SR" at the
beginning of this manual.

ATTEMPT TO PLACE NFT
SERVER INTO REQUESTORS
ENVIRONMENT FAILED.
(CIERR 5104)

Probable internal error.

See "Submitting an SR" at the
beginning of this manual.

UNABLE TO CONTACT NFT
SERVER. (CIERR 5105)

Probable internal error.

See "Submitting an SR" at the
beginning of this manual.

NO NFT SERVERS ARE
CURRENTLY AVAILABLE.
(CIERR 51086)

Maximum allowable limit of
NFT Servers reached on
system.

Wait until fewer DSCOPY
applications are running on
the system, or ask the system
manager to raise the
maximum allowable limit of
NFT Servers (via the
:NSCONTROL command).
Try again.

NS NFT NOT STARTED VIA
NSCONTROL, DS/3000
NFT WILL BE USED
(CIWARN 5107)

User has not issued the
:NSCONTROL command to
start Network Services. The
system invokes DS/3000 as a
non-LAN link substitute.

If you want to use NS/NFT,
not DS/NFT, leave the
DSCOPY subsystem and then
tell the system manager to
start Network Services (via
the :NSCONTROL command).

)
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MISCELLANEOUS DS-COMPATIBLE ERRORS (DSERRS)

Some of these same error codes are also used for Network Service Remote File Access and
Process-to-Process Communications errors over a Local Area Network link. See "Remote File Access
Errors" and "Process~to~Process Communications Errors" listed later in this section.

201

202

204

205

212

213

REMOTE DID NOT RESPOND WITH THE CORRECT REMOTE ID.
(DSERR 201)

SPECIFIED PHONE NUMBER IS INVALID. (DSERR 202)

UNABLE TO ALLOCATE AN EXTRA DATA SEGMENT FOR DS/3000.

(DSERR 204)

Cause: Lack of memory or lack of Data Segment Table (DST) entries.

Action: Wait until memory or DST entries become available, or ask
the system manager to increase the system’s memory or
number of DST entries.

UNABLE TO EXPAND THE DS/3000 EXTRA DATA SEGMENT.
(DSERR 205)

FILE NUMBER FROM IOWAIT NOT A DS LINE NUMBER. (DSWARN 212)

Cause: Because GET calls IOWAIT(0), a non PTOP completion
can also prematurely finish the GET.
For example, the slave accesses the file system
via NOWAIT 1/0.

Action: Reissue the GET within the progam.

EXCLUSIVE USE OF A DS LINE REQUIRES BOTH ND AND CS
CAPABILITY. (DSERR 213)

214 THE REQUESTED DS LINE HAS NOT BEEN OPENED WITH A USER

215

:DSLINE COMMAND OR A REQUIRED :REMOTE HELLO HAS NOT BEEN DONE.

(DSERR 214)

Action: Ensure that the :DSLINE and :REMOTE HELLO commands executed
successfully.

DSLINE CANNOT BE ISSUED BACK TO THE MASTER COMPUTER.
(DSERR 215)
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216 MESSAGE REJECTED BY THE REMOTE COMPUTER. (DSERR 216)

217

221

224

227

228

231

232

233

234

235

236

Cause: Slave terminated prematurely or PTOP failed internally.
The DSSERVER process rejects a PTOP request message for
the following reasons:

-slave was not active when the message was received.
-null virtual terminal could not be opened during POPEN.
-slave was not in proper internal state for receiving
messages.
-PTOP message was corrupted.

Action: Ensure that the slave has not terminated.
Contact your SE if the error reoccurs often.

INSUFFICIENT AMOUNT OF USER STACK AVAILABLE. (DSERR 217)

Cause: PTOP program could not expand its stack to accommodate
requirements of PTOP.

Action: Increase stack size and/or maxdata of the program.
Rerun the program.

INVALID DS MESSAGE FORMAT. INTERNAL DS ERROR. (DSERR 221)

Cause: Master program received invalid PTOP message format.
Possible internal error.

Action: Generate trace of PTOP message via the :DSLINE command.
Contact your SE.

FILE EQUATIONS FOR A REMOTE FILE CONSTITUTE A LOOP.
(DSERR 224)

REMOTE HELLO MUST BE DONE TO INITIATE REMOTE SESSION.

(DSERR 227)

Cause: HELLO command not issued.

Action: Ensure that REMOTE session is established during PTOP.

EXCEEDED MAXIMUM NUMBER OF VIRTUAL CHANNELS PER JOB.
(DSERR 228)

INVALID FACILITY IN CONNECTION REQUEST. (DSERR 231)

THE REMOTE COMPUTER IS NOT OBTAINABLE. (DSERR 232)
VIRTUAL CIRCUIT IS NOT AVAILABLE. (DSERR 233)

QUEUEING IS REQUIRED TO COMPLETE THE REQUEST. (DSERR 234)
DS MESSAGE SEQUENCING ERROR. (DSERR 235)

COMMUNICATIONS HARDWARE HAS DETECTED AN ERROR. (DSERR 236)



237

238

239

240

241

242

243

244

245

246

247

248

248
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CANNOT CURRENTLY GAIN ACCESS TO THE TRACE FILE. (DSERR 237)

COMMUNICATIONS INTERFACE ERROR. INTERNAL FAILURE.
(DSERR 238)

COMMUNICATIONS INTERFACE ERROR. TRACE MALFUNCTION.
(DSERR 239)

LOCAL COMMUNICATION LINE WAS NOT OPENED BY OPERATOR.
(DSERR 240)

DS LINE IN USE EXCLUSIVELY OR BY ANOTHER SUBSYSTEM.

(DSERR 241)

Cause: NETCONTROL command not issued by the system operator.
Action: Contact the system operator.

INTERNAL DS SOFTWARE ERROR ENCOUNTERED. (DSERR 242)

Cause: Internal software error.

Action: Check the log file for an expanded error description.
Contact your SE.

REMOTE OR PDN IS NOT RESPONDING. (DSERR 243)

Cause: Remote computer or session went down. Consequently, the local
PTOP master program no longer waits for a response.

Action: Ensure that the remote compute and remote session are
operating. Restart the master program. Check the
log file for expanded error descriptions.

COMMUNICATIONS INTERFACE ERROR. LINE RESET OCCURRED.
(DSERR 244)

COMMUNICATIONS INTERFACE ERROR. RECEIVE TIMEOUT.
(DSERR 245)

COMMUNICATIONS INTERFACE ERROR. REMOTE DISCONNECTED.

(DSERR 246)

Cause: Error detected at NetIPC level. Communication
with the remote slave program is aborted.

Action: Terminate program and check the log file for
an expanded error description.

COMMUNICATIONS INTERFACE ERROR. LOCAL TIME OUT. (DSERR 247)

COMMUNICATIONS INTERFACE ERROR. CONNECT TIME OUT.
(DSERR 248)

COMMUNICATIONS INTERFACE ERROR. REMOTE REJECTED
CONNECTION. (DSERR 249)
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250

251

252

253

254

255

256

2-20

COMMUNICATIONS INTERFACE ERROR. CARRIER LOST. (DSERR 250)

COMMUNICATIONS INTERFACE ERROR. LOCAL DATA SET FOR THE
DS LINE WENT NOT READY. (DSERR 251)

COMMUNICATIONS INTERFACE ERROR. HARDWARE FAILURE.
(DSERR 252)

COMMUNICATIONS INTERFACE ERROR. NEGATIVE RESPONSE TO THE
DIAL REQUEST BY THE OPERATOR. (DSERR 253)

COMMUNICATIONS INTERFACE ERROR. INVALID I/O CONFIGURATION.
(DSERR 254)

COMMUNICATIONS INTERFACE ERROR. UNANTICIPATED CONDITION.
(DSERR 255)

Cause:

Action:

Either an error reported by NetIPC could not be mapped into
a PTOP error, or the slave program could not be created.
Internal software error.

Terminate the program and check the log file for an
expanded error description.

REQUEST QUEUED BEHIND PREVIOUS REQUEST. (DSERR 253)
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PROGRAM-TO-PROGRAM COMMUNICATION ERRORS (DSERRS)

203 REMOTE ABORT/RESUME NOT VALID WHEN DOING PROGRAM-TO-
PROGRAM COMMUNICATION. USE LOCAL ABORT/RESUME. (DSWARN 203)

204 UNABLE TO ALLOCATE AN EXTRA DATA SEGMENT FOR DS/3000.
(DSERR 204)
Cause: Lack of memory or lack of Data Segment Table (DST)
entries.
Action: Wait until memory or DST entries become available,
or ask the system manager to increase the system’s memory
or number of DST entries.

206 SLAVE PTOP FUNCTION ISSUED FROM A MASTER PROGRAM. (DSERR 206)

207 SLAVE PTOP FUNCTION OUT OF SEQUENCE. (DSERR 207)
Cause: GET command was attempted before an ACCEPT or
REJECT had been issued for the previous GET.
Or perhaps ACCEPT or REJECT was attempted before
any GET had been issued.
Action: Correct program and rerun.

208 MASTER PTOP FUNCTION ISSUED BY A SLAVE PROGRAM. (DSERR 208)
Cause: Slave PTOP program tried to execute a PTOP master function,
such as PREAD, PWRITE, or PCONTROL. Or perhaps a master
PTOP program tried to execute the above commands without first
issuing a POPEN command.
Action: Correct program and rerun.

209 SLAVE PROGRAM DOES NOT EXIST OR IS NOT PROGRAM FILE. (DSERR 209)
Cause: Slave program’s CREATE command failed.
Action: Check the parameters passed in the POPEN call.

210 WARNING -- INVALID MAXDATA OR DLSIZE FOR A SLAVE PROGRAM,
SYSTEM DEFAULTS ARE IN EFFECT. (DSWARN 210)

211 SLAVE ISSUED A REJECT TO A MASTER PTOP OPERATION. (DSWARN 211)

212 FILE NUMBER FROM IOWAIT NOT A DS LINE NUMBER. (DSWARN 212)
Cause: Because GET calls IOWAIT(0), a non PTOP completion
can also prematurely finish the GET.
For example, the slave accesses the file system
via NOWAIT 1/0.
Action: Reissue the GET within the progam.

214 THE REQUESTED DS LINE HAS NOT BEEN OPENED WITH A USER

:DSLINE COMMAND OR A REQUIRED :REMOTE HELLO HAS NOT BEEN DONE.
(DSERR 214)

2-21



NS3000/V Network Services Error Messages

Action:

Ensure that the :DSLINE and :REMOTE HELLO commands executed
successfully.

216 MESSAGE REJECTED BY THE REMOTE COMPUTER. (DSERR 216)

217

218

219

220
222

223

2-22

Cause:

Action:

Slave terminated prematurely or PTOP failed internally.
The DSSERVER process rejects a PTOP request mesage for
the following reasons:
-slave was not active when the message was received.
-null virtual terminal could not be opened during POPEN.
-slave was not in proper internal state for receiving
messages.
~-PTOP message was corrupted.
Ensure that the slave has not terminated.
Contact your SE if the error reoccurs often.

INSUFFICIENT AMOUNT OF USER STACK AVAILABLE. (DSERR 217)

Cause:

Action:

INVALID

PTOP program could not expand its stack to accomodate
requirements of PTOP.

Increase stack size and/or maxdata of the program.
Rerun the program.

PTOP FUNCTION REQUESTED. (DSERR 218)

MULTIPLE POPEN. ONLY ONE MASTER PTOP OPERATION CAN BE
ACTIVE ON A DS LINE. (DSERR 219)

Cause:

Action:

PROGRAM

An RPM or PTOP created process already exists in the

remote session specified by the "dsdevice" parameter.

Only one RPM or PTOP process can exist in a single remote
session,

Terminate the first RPM or PTOP process, or change the "dsdevice'
parameter to a different remote session.

EXECUTING GET WAS NOT CREATED BY POPEN. (DSERR 220)

MASTER PTOP FUNCTION ISSUED PRIOR TO A POPEN. (DSERR 222)

REQUEST
Cause:

Action:

TO SEND MORE DATA THAN SPECIFIED IN POPEN. (DSERR 223)
-Illegal value specified in "bufsize" parameter of POPEN,
or
-"tcount" parameter in PWRITE or PREAD was larger than
the value specified in "bufsize" parameter of POPEN,
or
-a request arrived to send or receive more data
than the amount specified in the POPEN "bufsize" parameter.
-Assign "bufsize" parameter in POPEN to a value between
1 and 16383,
or
-reduce "tcount" parameter of PWRITE or PREAD to less than
the “bufsize" parameter value of POPEN.



221

224

225

226

227

240

243

246

255
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INVALID DS MESSAGE FORMAT. INTERNAL DS ERROR. (DSERR 221)

Cause: Master program received invalid PTOP message format.
Possible internal error.

Action: Generate trace of PTOP message via the :DSLINE command.
Contact your SE.

FILE EQUATIONS FOR A REMOTE FILE CONSTITUTE A LOOP.
(DSERR 224)

CANNOT ISSUE POPEN TO A SLAVE SESSION IN BREAK MODE. (DSERR 225)
SLAVE PROGRAM HAS TERMINATED BEFORE EXECUTING GET. (DSERR 226)

REMOTE HELLO MUST BE DONE TO INITIATE REMOTE SESSION.

(DSERR 227)

Cause: HELLO command not issued.

Action: Ensure that REMOTE session is established during PTOP.

LINE WAS NOT OPENED BY OPERATOR. (DSERR 240)
Cause: Local PTOP service (PTOPL) not started, or was
started and aborted. Error only occurs during POPEN call.
Action: Ask system manager to start local PTOP service via
:NSCONTROL START=PTOPL or :NSCONTROL START commands.

REMOTE OR PDN IS NOT RESPONDING. (DSERR 243)

Cause: Remote computer or session went down. Consequently, the local
PTOP master program no longer waits for a response.

Action: Ensure that the remote compute and remote session are
operating. Restart the master program. Check the
log file for expanded error descriptions.

COMMUNICATIONS INTERFACE ERROR. REMOTE DISCONNECTED.

(DSERR 246)

Cause: Error detected at NetIPC level. Communication
with the remote slave program is aborted.

Action: Terminate program and check the log file for
an expanded error description.

COMMUNICATIONS INTERFACE ERROR. UNANTICIPATED CONDITION.

(DSERR 255)

Cause: Either an error reported by NetIPC could not be mapped into
a PTOP error, or the slave program could not be created.
Internal software error.

Action: Terminate the program and check the log file for an
expanded error description.

2-23
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NETWORK SERVICES ENVIRONMENT ERROR MESSAGES (DSERRS)

Environment error messages are produced when an error is detected in the definition of an environment
by a :DSLINE or a :REMOTE command. They are displayed on $STDLIST during the execution of the
command, usually preceding a CI error or ENVIRONMENT message. These error messages are found in
CATALOG. PUB.SYS, message set 16 (DS errors). When an environment error is detected, the DSERR job
control word is set to the error number. The environment error message is not displayed if the command

is executed through the COMMAND instrinsic.

NETWORK SERVICES ENVIRONMENT ERROR MESSAGES (DSERRS)

Message

Meaning/Cause

Action

NO ENVIRONMENT FOR
envid (DSERR 620)

A :DSLINE envid; RESET was
executed, and there is no
generic environment for
envid.

Correct envid and reissue.

ENVIRONMENT TABLE IS
FULL. (DSERR 622)

The session environment table
is full; there is no room for
additional information on
new environments or tracing.

Delete any unused
environments, turn off any
unused service tracing, and
reissue the command.

NO DEFAULT ENVIRONMENT
SET BY A :DSLINE OR
:REMOTE. (DSERR 623)

A command using a default
environment was executed,
but no default environment
was set by a previous :DSLINE
or :REMOTE command.

Insert an environment id into
the command and reissue.

NO ENVIRONMENT FOR
#envnum. (DSERR 624)

An environment number was
used in a :DSLINE or
:REMOTE and the envhum
does not correspond to any
existing environments.

Correct the environment
number and reissue the
command. The :DSLINE
@.@.@ command can be used
to get a list of environments
and their numbers.

ACTIVE SERVICES FOR
envid; CLOSE IGNORED.
(DSERR 625)

A :DSLINE CLOSE was
executed for an environment,
identified by envid, that has
one or more active services
(RFA, RDBA, PTOP, or RPM).
The environment is not closed,
and the services continue to
be active.

Terminate the service or
services, and reissue the
command. The :DSLINE
SHOW command will display
which services are active for
an environment.

CANNOT OPEN TRACE FILE
filename. (DSERR 627)

A :DSLINE TRACE=ON was
issued, but the indicated trace
file cannot be opened.

Check the parameters for the
TRACE option, correct if in
error, and reissue the
command.

2-24
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NETWORK SERVICES ENVIRONMENT ERROR MESSAGES (DSERRS) (cont’d)

Message

Meaning/Cause

Action

CANNOT CLOSE TRACE FILE
filename. (DSERR 628)

A :DSLINE TRACE=OFF was
issued, but the indicated trace
file cannot be closed.

Check the parameters for the
TRACE option, correct if in
error, and reissue the
command.

CANNOT OBTAIN DATA
SEGMENT FOR ENVIRONMENT
TABLE. (DSERR 629)

An extra data segment was
not available for the session
environment table, because of
a lack of memory or DST
entries. No environments can
be defined. -~

Wait and reissue the
command later, when memory
or DST entries may become
available. If this error occurs
frequently, there may be
msufficient DST entries or
memory. The system
manager may have to increase
the DSTs or memory.

CANNOT CHANGE NODE NAME
FROM nodename WHILE
ACTIVE SERVICES.

(DSERR 630)

A :DSLINE envid=nodename
was executed for an
environment for which one or
more services have been
established on a remote node
other than nodename. The
environment’s node cannot be
changed until the services are
finished.

Wait for the services to
terminate, or terminate the
services. The :DSLINE SHOW
command can be used to
determine the active services
for the environment.

INVALID ENVIRONMENT ID
OR NODE NAME LENGTH.
(DSERR 631)

A fully qualified environment
or node name in a command
was longer than the allowed
maximum of 50 characters.

Shorten the name and reissue
the command.

ID OR NODE IN name DOES
NOT BEGIN WITH AN
ALPHA. (DSERR 632)

The first part of a (fully
qualified) environment id or
node name does not begin
with an alphabetic character.

Correct the name and reissue
the command.

ID OR NODE IN name IS
GREATER THAN 16
CHARACTERS. (DSERR 633)

The first part of a (fully
qualified) environment id or
node name is longer than the
allowed 16 characters.

Shorten the name and reissue
the command.

ID OR NODE IN name

CONTAINS A
NONALPHANUMERIC
CHARACTER. (DSERR 634)

The first part of a (fully
qualified) environment id or
node name contains a
character that is not
alphabetic or numeric.

Correct the name and reissue
the command.
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NETWORK SERVICES ENVIRONMENT ERROR MESSAGES (DSERRS) (cont’d)

Message

Meaning/Cause

Action

EXPECTED A DOMAIN AFTER
THE NODE OR ID IN name.
(DSERR 635)

Something other than a
domain followed the node or
id part of name.

Correct the name and reissue
the command.

DOMAIN IN name DOES NOT
BEGIN WITH AN ALPHA.
(DSERR 636)

The second (domain) part of a
(fully qualified) environment
id or node name does not
begin with an alphabetic
character.

Correct the name and reissue
the command.

DOMAIN IN name 1S
GREATER THAN 16
CHARACTERS. (DSERR 637)

The second (domain) part of a
{fully qualified) environment
id or node name is longer than
the allowed 16 characters.

Correct the name and reissue
the command.

DOMAIN IN name CONTAINS
A NONALPHANUMERIC
CHARACTER. (DSERR 638)

The second {domain) part of a
(fully qualified) environment
id or node name contains a
character that is not
alphabetic or numeric.

Correct the name and reissue
the command.

EXPECTED ORGANIZATION
AFTER DOMAIN IN name.
(DSERR 639)

Something other than an
organization followed the
domain part of a (fully
qualified) environment id or
node name.

Correct the name and reissue
the command.

ORGANIZATION IN name .
DOES NOT BEGIN WITH AN
ALPHA. (DSERR 640)

The third (organization) part
of a (fully qualified)
environment id or node name
does not begin with an
alphabetic character.

Correct the name and reissue
the command.

ORGANIZATION IN name IS
GREATER THAN 16
CHARACTERS. (DSERR 641)

The third (organization) part
of a (fully qualified)
environment id or node name
is longer than the allowed 16
characters.

Correct the name and reissue
the command.

ORGANIZATION IN name

CONTAINS A
NONALPHANUMERIC
CHARACTER. (DSERR 642)

The third (organization) part
of a (fully qualified)
environment id or node name
contains a character that is
not alphabetic or numeric.

Correct the name and reissue
the command.




NS3000/V Network Services Error Messages

NETWORK SERVICES ENVIRONMENT ERROR MESSAGES (DSERRS) (cont’d)

Message

Meaning/Cause

Action

TOO MANY HIERARCHY
LEVELS IN name;
EXPECTED

NAME .DOMAIN.ORG (DSERR
643)

The fully qualified
environment id or node name
has more than three parts.

Correct the name and reissue
the command.

TRANSPORT NOT
INITIALIZED.
644)

(DSERR

A :DSLINE or .REMOTE
command has been issued and
the Network Transport has
not been started by a
+NETCONTROL command.

Wait until the transport is
started, or issue a
:NETCONTROL to start the
transport. (Only users with
NM capability can use the
:NETCONTROL command.)

UNKNOWN NODE nodename.
(DSERR 645)

A :DSLINE or :REMOTE
command was issued for a
non-existent node. Also, this
error may be displayed when
a valid NS node name is used,
but the NS transport has not
been started.

If the node name is invalid,
correct the name and reissue
the command. If the node
name is valid, wait for the
transport to be started or start
the transport with the
:NETCONTROL command.

ldev IS NOT A NODE NAME
OR DS LOGICAL DEVICE.
(DSERR 646)

A logical device number (idev)
was included in a :DSLINE
command, but the Idev is not
for a DS logical device.

Correct the ldev and reissue
the command.

ALREADY LOGGED ON AS
user.acet (DSERR 647)

A :DSLINE with a LOGON
option has been issued for an
environment that has its
remote session logged on.

Wait for the remote session to
be logged off, or log off the
remote session (e.g. by
terminating any services using
the environment).
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NETWORK FILE TRANSFER ERRORS

Network File Transfer errors are organized into three separate error sets:

e DS-Compatible errors: DS NFT service over a DS point-to-point or DS X. 25 link;
e NFT/3000 errors: NS NFT service over a Local Area Network link (HP 3000-specific);

e Standard NFT errors: NS NFT service over a Local Area Network link.

DS-Compatible errors returned after a DSCOPY intrinsic call are returned as negative values. NFT/3000
errors and generic NFT errors may be distinguished in the following way: bit 2 of the DSCOPY result
parameter or of the NFTERR JCW indicates the appropriate error set (on=NFT/3000; off=generic). The
DSCOPYMSG intrinsic is able to determine the correct error set.

DS-Compatible NFT Errors (NFTERRSs)

This list of DS NFT errors includes general DSCOPY errors (NFTERRs 4-42), DSCOPY intrinsic errors
(NFTERRs 80-86), and DSCOPY internal errors (NFTERRs 101-110).

SUCCEEDED.
SUCCESSFULLY INITIATED.
UNABLE TO OPEN TRANSACTION FILE. (NFTERR 4)
UNABLE TO OPEN LIST FILE (DSCOPYL). (NFTERR 5)
1/0 ERROR ON TRANSACTION FILE. (NFTERR 6)
TRANSACTION RECORD > 200 CHARS LONG. (NFTERR 7)
TEMPORARY TRANSACTION FILE FULL. (NFTERR 9)
PARAMETERS IMPLY CONFLICTING MODES. (NFTERR 10)
CAN’T "RUN" COPY PROCESS IN THIS MODE. (NFTERR 11)
UNRECOGNIZED PARAMETER. (NFTERR 13)
CONFLICTING OPTIONS HAVE BEEN SPECIFIED. (NFTERR 14)
UNIMPLEMENTED FEATURE. (NFTERR 16)
CANNOT CONTACT REMOTE NODE. (NFTERR 1T7)
FILE SYSTEM ERROR ON SOURCE FILE. (NFTERR 18)
FILE SYSTEM ERROR ON TARGET FILE. (NFTERR 19)
ILLEGAL DSLINE NAME. (NFTERR 21)
UNSUPPORTED STANDARD DEVICE TYPE. (NFTERR 24)
CAN’T FIND OR OPEN THE SOURCE FILE. (NFTERR 25)
CAN’T CREATE OR OPEN THE TARGET FILE. (NFTERR 26)
CANNOT CONTACT REMOTE SYSTEM. (NFTERR 27)
SOURCE AND TARGET FILES CANNOT BE ACCESSED THROUGH REMOTE FILE ACCESS.
(NFTERR 28)
COMMUNICATION I/0 ERROR. (NFTERR 29)
INSUFFICIENT CAPABILITIES. (NFTERR 30)
NO SOURCE FILE WAS SPECIFIED. (NFTERR 33)
DS/3000 HAS NOT BEEN INSTALLED ON THIS SYSTEM. (NFTERR 36)
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37
38

39

40
a1
42
80
81
82
83
84
85
86
101
102
103
104
105
106
107
108
109
110

NS3000/V Network Services Error Messages

REMOTE SYSTEM UNABLE TO USE TRANSPARENT MODE. (NFTERR 37)
CAN’T FIND THE EXTRA DATA SEGMENT, USE THE DSCOPY INTRINSIC
TO INVOKE NFT. (NFTERR 38)

INVALID EXTRA DATA SEGMENT CONTENTS, USE THE DSCOPY INTRINSIC
TO INVOKE NFT. (NFTERR 39)

NEGOTIATIONS FAILED, NO COPY CAN BE PERFORMED. (NFTERR 40)
FILE TRANSFER ABORTED. (NFTERR 41)

COPY CANCELLED BY USER. (NFTERR 42)

BOUNDS VIOLATION. (NFTERR 80)

SPLIT STACK MODE CALLS NOT ALLOWED. (NFTERR 81)

FIRST PARAMETER VALUE IS OUT OF RANGE (-1:6). (NFTERR 82)
SECOND PARAMETER TOO SHORT TO CONTAIN VERSION STRING. (NFTERR 83)
NFT PROCESS IS BUSY, CAN’T START NEW TRANSACTION. (NFTERR 84)
NFT PROCESS IS NOT RUNNING. (NFTERR 85)

ILLEGAL BASIC CALLING SEQUENCE. (NFTERR 86)

INTERNAL ERROR ON REMOTE SYSTEM. (NFTERR 101)

REMOTE SYSTEM NFT VERSION IS INCOMPATIBLE. (NFTERR 102)
INTERNAL - STRING STORAGE OVERFLOW. (NFTERR 103)

UNABLE TO CREATE TEMPORARY TRANSACTION FILE. (NFTERR 104)

AN UNEXPECTED MESSAGE WAS RECEIVED. (NFTERR 105)

AN ILLEGAL VALUE WAS RECEIVED IN A MESSAGE. (NFTERR 106)

A MESSAGE RECEIVED IN INVALID FORMAT. (NFTERR 107)

A REQUIRED ELEMENT WAS MISSING FROM A RECEIVED MESSAGE. (NFTERR 108)
NFT PROCESS CREATE FAILED. (NFTERR 109)

ATTEMPT TO GET EXTRA DATA SEGMENT FAILED. (NFTERR 110)

2-29



NS3000/V Network Services Error Messages

NS/NFT Errors

In the descriptions of the following error messages and warnings, many references are made to qualifying
error-message strings. These strings are returned with the NFT errors described below to further qualify

errors that occur.

NS/NFTERR MESSAGES

Message

Meaning/Cause

Action

NO ERRORS WERE
DETECTED.
(NS/NFTERR 0)

Transfer succeeded.

None.

INTERNAL NFT ERROR.
(NS/NFTERR 1)

An internal NFT error has
occurred.

See "Submitting an SR" at the
beginning of this manual.

UNABLE TO LOGON TO
SOURCE NODE.
(NS/NFTERR 2)

Error in logging on to the
source computer, or no logon
string supplied where
required.

Check the logon string or
provide a logon string and try
again,

UNABLE TO LOGON TO
TARGET NODE.
(NS/NFTERR 3)

Error in logging on to the
target computer, or no logon
string where required.

Check the logon string or
provide a logon string and try
again.

UNABLE TO ACCESS SOURCE
FILE/DEVICE.
(NS/NFTERR 4)

An unexpected file system
error occurred in opening or
accessing the source file.

Verify that the source file is
accessible. Also, refer to the
qualifying file system error
string.

UNABLE TO CONNECT TO
SOURCE NODE.
(NS/NFTERR 5)

A connection could not be
established to the computer
where the source file resides.
Either the source-computer
name is incorrect, the source
computer is not connected to
the network, or there are
insufficient resources.

Verify that the
source-computer name is
correct, that the source
computer is connected to the
network, and that there are
sufficient resourcesto
establish a connection. Also,
refer to the qualifying error
string. Check the log file for
PM errors.
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NS/NFTERR MESSAGES (cont’d)

Message

Meaning/Cause

Action

UNABLE TO CONNECT TO
TARGET NODE.
(NS/NFTERR 6)

A connection could not be
established to the computer
where the target file resides.
Either the target-computer
name is incorrect, or the
target computer is not
connected to the network, or
there are insufficient
resources.

Verify that the
target-computer name is
correct, that the target
computer is connected to the
network, and that there are
sufficient resources to
establish a connection. Also,
refer to the qualifying error
string. Check the log file for
PM errors.

INSUFFICIENT RESOURCES
ARE AVAILABLE ON SOURCE
NODE.

(NS/NFTERR T7)

Insufficient resources at the
source computer to carry out
the file transfer.

Verify that there are
sufficient resources on the
source computer and try
again. Verify that DST tables
are available. Check that
the configured maximum
number of DST table entries
is large enough.

INSUFFICIENT RESOURCES
ARE AVAILABLE ON TARGET
NODE.

(NS/NFTERR 8)

Insufficient resources at the
target computer to carry out
the file transfer.

Verify that there are
sufficient resources on the
target computer and try
again. Verify that DST tables
are available. Check that the
configured maximum number
of DST table entries is large
enough.

SOURCE FILE WAS NOT
FOUND.
(NS/NFTERR 9)

Source file specified does not
exist.

Verify that the source file
name is correct.

TARGET FILE NOT FOUND.
(NS/NFTERR 10)

The target file does not exist
and APPend was specified.

Verify that the target file
name is correct.

TRANSFER STOPPED PER
USER REQUEST.
(NS/NFTERR 11)

Acknowledges the user’s
Abort or Cancel request.

None . Thisis an
informational message only.

REQUESTED DATA TYPE WAS
REFUSED. (NS/NFTERR 14)

Consumer mainframe refused
the data type offered by the
producer mainframe.

Consult NS3000/V
User/Programmer Reference
Manual for the use of the
ASC (ASCII) and BIN (binary)
option.
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NS/NFTERR MESSAGES (cont’d)

Message

Meaning/Cause

Action

REQUESTED RECORD TYPE
WAS REFUSED.
(NS/NFTERR 15)

Consumer mainframe refused
the record type offered by the
producer mainframe.

Consult the NS3000/V
User/Programmer Reference
Manual for the use of the FIX
(fixed) and VAR (variable)
options.

REQUESTED FILE TYPE WAS
REFUSED.
(NS/NFTERR 16)

Consumer mainframe refused
the file type offered by the
producer mainframe.

Consult the NS3000/V
User/Programmer Reference
Manual for the use of the DIR
(direct) and SEQ (sequential)
options.

REQUESTED RECORD SIZE
WAS REFUSED.
(NS/NFTERR 17)

Consumer mainframe refused
the record size offered by the
producer mainframe.

Consult the NS3000/V
User/Programmer Reference
Manual for the RSIZE option.

REQUESTED FILE SIZE WAS
REFUSED.
(NS/NFTERR 18)

Consumer mainframe refused
the file size offered by the
producer mainframe.

Consult the NS3000/V
User/Programmer Reference
Manual for the FSIZE option.

CONFLICTING ATTRIBUTES
OR OPTIONS.
(NS/NFTERR 19)

If an overwrite operation is
attempted and the files
involved do not have
compatible attributes, this
error will result. Also, if a
file equation has been issued
to change the characteristics
of the target file to be
incompatible with those of
the source file, this error is
returned.

Try the REP (replace option)
or remove the offending file
equation.

TARGET RECORD SIZE IS
INVALID.
(NS/NFTERR 20)

Requested RSIZE is too large.

Specify a smaller record size.

TARGET FILE SIZE IS
INVALID.
(NS/NFTERR 21)

Requested FSIZE is too large.

Specify a smaller file size.
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NS/NFTERR MESSAGES (cont’d)

Message

Meaning/Cause

Action

DUPLICATE TARGET FILE.
(NS/NFTERR 22)

The target file exists and
neither REPLACE nor
OVERWRITE was specified.

Verify that the target file
name is correct, and specify
OVERWRITE or REPLACE.

NEED PASSWORD TO ACCESS
SOURCE FILE.
(NS/NFTERR 23)

Source file could not be
accessed without proper
password.

Specify the password and the
source~-file name and try
again,

NEED PASSWORD TO ACCESS
TARGET FILE.
(NS/NFTERR 24)

Target file could not be
accessed without proper
password.

Specify the password and the
target-file name and try
again.

CONNECTION TO SOURCE
NODE HAS GONE DOWN.
(NS/NFTERR 26)

An error was detected on the
connection to the computer
where the source files reside.
If the file-producer program
is still active on the source
computer, it will attempt to
carry out the remainder of
the user-file copy command
(perhaps causing several file
transfers to occur if wildcards
were given). If the file
producer is no longer active,
the remaining files were not
transferred.

Determine which, if any, of
the files were not transferred.
Transfer these files by
specifying the proper
command and trying again.

CONNECTION TO TARGET
NODE HAS GONE DOWN.
(NS/NFTERR 27)

An error was detected on the
connection to the computer
where the target files are to
be created. 1If this error
occurs while the file producer
is in the middle of copying
several files, the current file
may not have been copied
successfully and an attempt
will not be made to copy the
remainder of the files.

Specify a command to copy
the remainder of the files, and
try again.

UNABLE TO PURGE TARGET
FILE.
(NS/NFTERR 28)

The existing target file could
not be purged.

Refer to the qualifying file
system error string to
determine what to do.

INVALID TARGET FILE ID.
(NS/NFTERR 29)

The target file name is not
valid for the target computer.

Check the target file name
syntax and try again.
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NS/NFTERR MESSAGES (cont’d)

Message

Meaning/Cause

Action

UNABLE TO PURGE SOURCE
FILE.
(NS/NFTWARN 30)

The source file could not be
purged after successfully
copying the file (the MOVE
option was given).

Refer to the qualifying file
system error string to
determine what to do.

READ FROM SOURCE FILE
FAILED.
(NS/NFTERR 31)

An unexpected file system
error occurred while reading
from the source file.

Refer to the qualifying file
system error string to
determine what to do.

WRITE TO TARGET FILE
FAILED.
(NS/NFTERR 32)

An unexpected file system
error occurred while writing
data to the target file.

Refer to the qualifying file
system error string to
determine what to do.

UNABLE TO CREATE OR
OPEN TARGET FILE.
(NS/NFTERR 33)

An unexpected file system
error occurred in creating or
opening the target file.

Refer to the qualifying file
system error string to
determine what to do.

INVALID OR UNSUPPORTED
SOURCE DEVICE.
(NS/NFTERR 34)

A request was made to send a
file to a non-disc device.
Such transfers are not
supported.

Copy the non-disc device file
to a disc file using a system
utility program, and then use
DSCOPY to copy that file to
the target computer.

INVALID OR UNSUPPORTED
TARGET DEVICE.
(NS/NFTERR 35)

A request was made to send a
file to a non-~disc device.
Such transfers are not
supported.

Copy the file to disc on the
target computer using
DSCOPY and then to the
non-disc device using a
system utility program.

UNABLE TO CLOSE TARGET
FILE.
(NS/NFTERR 36)

An unexpected file system
error occurred in closing the
target file.

Refer to the qualifying file
system error string to
determine what to do.

INCORRECT SOURCE FILE
PASSWORD.
(NS/NFTERR 38)

The given source file password
was incorrect.

Specify the correct source file
password and try again.
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NS/NFTERR MESSAGES (cont’d)

Message

Meaning/Cause

Action

INCORRECT TARGET FILE
PASSWORD.
(NS/NFTERR 39)

The given target file password
was incorrect.

Specify the correct target file
password and try again.

INVALID CHARACTERS 1IN Some non-MPE systems allow None.
TARGET FILE NAME WERE characters in their file names
REMOVED. that are not legal in MPE.
(NFTWARN 41) These characters are removed.
TARGET FILE NAME HAS Some non-MPE systems allow None.
BEEN TRUNCATED. file names to be longer than 8
(NFTWARN 42) characters. These file names

are truncated.
SOURCE AND TARGET FILE If interchange mode is used, None.
ATTRIBUTES DIFER. source file attributes may
(NFTWARN 43) differ from target file

attributes.
RECORD (S) WERE When the target record size is None.
TRUNCATED TO FIT smaller than the source record
MAXIMUM TARGET FILE size the source record will be
RECORD SIZE. truncated to fit the target file
(NFTWARN 44) record size.
COMPRESSION WILL NOT BE The source and/or the target None.

DONE FOR THE CURRENT
TRANSFER.
(NFTWARN 45)

computer does not support
data compression (the
COMPRESS option); or the
transfer is local. File transfer
will continue without data
compression.

UNABLE TO TURN ON
TRACING.
(NFTWARN 46)

Indicates that an internal
error has occurred. File
transfer will continue without
tracing.

See "Submitting an SR" at the
beginning of this manual.

INVALID USE OF STRIP
OPTION.
(NFTWARN 47)

The STRIP option may not be
used with files that have a
variable length record
structure.

Do not use the STRIP option
with variable length records.
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NS/NFTERR MESSAGES (cont’d)

Message

Meaning/Cause

Action

UNABLE TO ACCESS TARGET
FILE/DEVICE.
(NS/NFTERR 48)

An unexpected file system
error occurred in accessing
the target file. This may
mean that a file equation
specified access options which
conflict with those desired by
NFT.

Verify that the target file is
accessible, reset previously
given file equations, and
specify attributes which do
not conflict with those desired
by NFT. Also, refer to the
qualifying file system error
string.

INVALID SOURCE FILE ID.
(NS/NFTERR 49)

The source file name is
invalid on the source

Check the source file name

syntax and try again.

computer.
APPEND NOT SUPPORTED. Target mainframe does not None.
(NS/NFTERR 51) support the APP (append)

option.
OVERWRITE NOT Target mainframe does not None.

SUPPORTED.
(NS/NFTERR 52)

support the OVER(overwrite)
option.

ERROR IN GENERATING
LIST OF FILES MATCHING
REQUEST.

(NS/NFTERR 54)

An error occurred while a
generic source file
specification was being
processed.

Verify that the generic source
file specification does match
up with existing files.

INCOMING CONNECTION HAS
GONE DOWN.
(NS/NFTERR 57)

An incoming connection to an
NFT server program has gone
down for an unknown reason.

This error will appear only in
a log file. See "Submitting an
SR" at the beginning of this
manual.

MOVE NOT SUPPORTED
(NFTWARN 58)

Source mainframe does not
support the MOVE option.
The transfer will take place,
but the source file will not be
purged.

None.
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NS/NFTERR MESSAGES (cont'd)

Message

Meaning/Cause

Action

UNABLE TO OPEN
CHECKPOINT/RESTART
FILE.

(NS/NFTERR 59)

NFT is unable to open the file
containing the information
needed to restart a
checkpointed transfer. This
may be caused by a number of
factors, including:

If CHECKPT is specified:

99 restart files already exist
in the group and account of
one of the roles (initiator,
producer, or consumer).

If RESTART is specified:

1. The file does not exist.

2. The file is being accessed
exclusively.

3. The user is logged on to a
different group and
account when attempting
to restart than when
checkpointing.

If checkpointing, be sure there
are not 99 restart files in the
any of the necessary groups
and accounts.

If restarting, be sure you are
logged on as the same user,
group, and account as when
checkpointing.

UNABLE TO RETRIEVE
RESTART INFORMATION.
(NS/NFTERR 60)

NFT fails to obtain valid
information from the
checkpointing/restart file and
cannot restart the transfer.
Causes for this include:

1. An FREAD error from the
restart file.

2. The restart file is in an
inconsistent state and
contains incomplete or
invalid data.

The file transfer must be
restarted from scratch.

UNABLE TO STORE

CHECKPOINT INFORMATION.

(NS/NFTERR 61)

NFT fails to store valid
information to the
checkpoint/restart file. This
error is returned only if the
data transfer portion of the
NFT transaction has begun
and an FWRITE error to the
checkpoint/restart file has
occurred.

You may attempt a restart of
the transfer. If this fails
consistently, there may be a
problem with the file system.
See "Submitting an SR" at the
beginning of this manual.
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NS/NFTERR MESSAGES (cont’d)

Message Meaning/Cause Action
UNABLE TO RESTART This error is returned when Make sure the generic listf
TRANSFER. NFT is attempting to restart a | file (GENSETn) exists in the
(NSNFTERR 62) generic transfer and is unable producer’s group and account
to open the generic listf file, and is not accessed
i.e. the file which contains exclusively.

the list of files to be
transferred. This would occur
if the file is opened
exclusively or has been

purged.
SOURCE AND TARGET This error is returned when a Restart the transfer from
CHECKPOINTS DO NOT restart is attempted and the scratch. If the problem occurs
MATCH. producer and consumer again, see "Submitting an SR"
(NS/NFTERR 63) checkpoints do not match, i.e. at the beginning of this

they are "out of step”. This manual.

will occur only if the
checkpoint restart file(s) have
been corrupted, or if a serious
internal NFT error has

occurred.
UNABLE TO INITIATE This warning is returned for a After the warning is issued,
CHECKPOINTING. variety of reasons, including: the file transfer will continue
(NFTWARN 64) with no checkpointing taking
1. A checkpoint/restart file place. You have the option of
cannot be opened or aborting the transfer using
created. control-y.

2. The restart id file cannot
be opened or created.

3. Information cannot be
written to the
checkpoint/restart file, the
generic listf file, or the
restart id file.

4, Checkpointing is being
attempted on a circular
file, a2 message file or a
variable length record file
in interchange mode.

5. Checkpointing is being
attempted to a node which
does not supported
checkpointing.

2-38



NS3000/V Network Services Error Messages

NS/NFTERR MESSAGES (cont’d)

Message Meaning/Cause Action
CHECKPOINTING WILL NOT This warning is returned if After the warning is issued,
BE DONE FOR LOCAL checkpointing is specified for the file transfer will continue
TRANSFERS. a transfer for which the with no checkpointing taking
(NFTWARN 65) producer and consumer place. You have the option of

environments are equivalent, aborting the transfer using
i.e. the producer’s user, control-y.

group, account, and node

name are the same as the

consumer’s.
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NFT/3000 Errors

DETECTED.
(NFT/3000 ERR 0)

NFT/3000 ERRORS
Message Meaning/Cause Action
NO ERRORS WERE No errors. None.

UNABLE TO OPEN NFT
MESSAGE CATALOG.
(NFT/3000 ERR 1)

If NFT is unable to open its
message catalog it will print
an error message to the system
console, log the error to the
NM logging facility and
terminate. This error code
will not actually be returned
to the user.

Make sure that
NFTCAT2.NET.SYS is
present and not being accessed
exclusively by some other
user. If so, then try running
MAKECAT to ensure that the
file is in message catalog
format. If the console
message says that the version
number in the message
catalog is not current then
obtain the proper version.
Examine the NM log file to
see which file system error
occurred when the FOPEN
was attempted.

ATTEMPTED READ FROM
INPUT FILE FAILED.

Read from the command
input file (formal designator

Look for a file equation for
DSCOPYI. Make sure it is

(NFT/3000 ERR 2) DSCOPY]) failed. what was intended.
UNABLE TO OPEN FOPEN of the secondary Look for a file equation for
SECONDARY OUTPUT FILE. output file (formal designator DSCOPYL. Make sure it is
(NFT/3000 WARN 3) DSCOPYL) failed. correct. If primary output is
not enabled, check the NM
log file for the file system
error which occurred.
UNABLE TO OPEN INPUT FOPEN of the command Look for a file equation for
FILE. input file (formal designator DSCOPYIL. Ensure that it
(NFT/3000 ERR 4) DSCOPY]I) failed. refers to a valid file (or

$STDIN).

COMMAND LINE IS TOO
LONG.
(NFT/3000 ERR 5)

Input command length
exceeded the allowed
maximum (~200 bytes).

Ensure that the command
input file is correct. If the
command is truly too long,
global specifications may be
used to shorten it.
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NFT/3000 ERRORS (cont’d)

Message Meaning/Cause Action
CALL TO GENMESSAGE DSCOPYMSG intrinsic could See action for error #1.
FAILED. not retrieve the specified
(NFT/3000 ERR 6) error string from the NFT
message catalog.
KEYWORD DICTIONARY IS Probable internal error. See "Submitting an SR" at the
TOO LONG. beginning of this manual.
(NFT/3000 ERR 8)
COMMAND LINE CONTAINS Too many delimiters were in If the command line was
TOO MANY PARAMETERS. the command line (each entered properly, try using
(NFT/3000 ERR 9) delimiter corresponds to one global specifications to reduce
parameter). the number of parameters.
NO SOURCE FILE WAS Usually a typographical error. Retype command and retry.
SPECIFIED.
(NFT/3000 ERR 10)
NO CLOSING QUOTE WAS A matching pair of quotes Quotes surrounding a
SPECIFIED. was not found. parameter must be of the
(NFT/3000 ERR 11) same type ("' or ).
! IS AN INVALID Usually a typographical error. Retype command and retry.

DELIMITER BETWEEN
SOURCE AND TARGET
(NFT/3000 ERR 12)

! IS INVALID DELIMITER Usually a typographical error. Retype command and retry.
BETWEEN TARGET AND
KEYWORDS.

(NFT 3000 ERR 13)

UNKNOWN KEYWORD: ! Usually a typographical error. Retype command and retry.
(NFT/3000 ERR 14)
REMOTE ENVIRONMENT The session associated with Ask your system manager if
SPECIFIED BY USER DOES the specified node or your session was aborted. If
NOT EXIST. environment cannot be found. not, check the NM log file for
(NFT/3000 ERR 15) Either the session was aborted additional error information.
externally or an internal error
occurred.
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NFT/3000 ERRORS (cont’d)

Message

Meaning/Cause

Action

RESTART ID FILE NAME IS
TOO LONG.
(NFT/3000 ERR 16)

Restart ID file name exceeds
the length of a legal MPE file
name.

Correct the file name and
respecify the command.

INVALID FSIZE.
(NFT/3000 ERR 19)

FSIZE specified contains
non-numeric characters or is
too large.

Retype the command with the
correct FSIZE.

INVALID CHECKPOINT
INTERVAL.
(NFT/3000 ERR 20)

Checkpoint interval specified
contains non-numeric
characters or is too large.

Retype the command with the
correct checkpoint interval.

! IS AN INVALID
DELIMITER AS USED IN
CHECKPOINT SPEC.
(NFT/3000 ERR 21)

Typographical error.

See the NS3000/V
User/Programmer Reference
Manual for correct delimiters.

FILE ID IS TOO LONG.
(NFT/3000 ERR 22)

Usually a typographical error.

Retype command and retry.

MISSING RIGHT BRACKET
IN LOG-ON
SPECIFICATION.
(NFT/3000 ERR 23)

Typographical error.

Retype command and retry.

INVALID RECORD NUMBER
FOR RESTART ID FILE.
(NFT/3000 ERR 24)

Record number specified for
restart id file contains
non-numeric characters or is
too large.

Retype the command with the
correct record number for the
restart id.

SCHAR AND ICHAR NOT
ALLOWED AS GLOBAL
SPECS.

(NFT/3000 ERR 25)

SCHAR and ICHAR may not
follow "+" on command line.

Specify these options for
every transfer.

INVALID RESTART SPEC.
(NFT/3000 ERR 26)

RESTART option syntax is
incorrect.

See the NS3000/V
User/Programmer Reference
Manual for correct syntax.

FILE ID NOT ALLOWED AS
GLOBAL SPECIFICATION.
(NFT/3000 ERR 27)

File ID cannot follow "+" on
command line. All other
specifications may be made
global.

Retype commmand and retry.
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NFT/3000 ERRORS (cont’d)

Message Meaning/Cause Action
REP(LACE) OVERRIDES Reminds user of REP option’s None.
APP(END) AND consequences. Note that APP
OVER(WRITE). is currently unsupported.
(NFT/3000 WARN 28)
APP(END) OVERRIDES APP (append) was specified None.
REP{LACE AND after REP (replace) or OVER
OVER(WRITE). (overwrite), therefore it takes
(NFT/3000 WARN 29) effect during the transfer.
OVER(WRITE) OVERRIDES Reminds user of OVER None.

APP(END) AND REP(LACE).
(NFT/3000 WARN 31)

option’s consequences. Note
that APP is currently
unsupported.

INVALID RSIZE.
(NFT/3000 ERR 34)

RSIZE specified contains
non-numeric characters or is
too large.

Retype the command with the
correct RSIZE.

EQUALS SIGN MUST FOLLOW
t (NFT/3000 ERR 35)

Equals sign not following
SDEV, TDEV, or FCODE
option.

Retype command and retry.

! OVERRIDES PREVIOUS Either FIX or VAR was None.
RECORD TYPE. specified when the other was
(NFT/3000 WARN 36) already specified in the

command line or globally.
! OVERRIDES PREVIOUS Either SEQ or DIR was None.
FILE TYPE. specified when the other was
(NFT/3000 WARN 37) already specified in the

command line or globally.
! OVERRIDES PREVIOUS Either BIN or ASC was None.

DATA TYPE.
(NFT/3000 WARN 38)

specified when the other was
already specified in the
command line or globally.

INVALID FILE ID: ¢
(NFT/3000 ERR 40)

Usually caused by blank
characters in the file ID, or by
omitting a delimiter or
parameter.

Retype the command and
retry.

INVALID NODE SPEC: !
(NFT/3000 ERR 41)

Usually caused‘ by blank
characters in the node (or
environment) specification.

Retype the command and
retry.
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NFT/3000 ERRORS (cont’d)

Message

Meaning/Cause

Action

INVALID DEVICE SPEC: !
(NFT/3000 ERR 42)

Usually caused by blank
characters in the device
specification.

Retype the command and
retry.

CREATION OF IPC SOCKET
FAILED.
(NFT/3000 ERR 43)

Probable internal error.

See “Submitting an SR" at the
beginning of this manual.

NO LOGON FOR REMOTE
ENVIRONMENT.
(NFT/3000 ERR 44)

A node or environment was
specified without a logon

specification and without a
pre-existing remote session.

Specify a logon string in the
DSCOPY command line or
perform a
:DSLINE/:.REMOTE HELLO
before issuing the DSCOPY
command.

ATTEMPT TO GET SOCKET
ENDPOINT FAILED.
(NFT/3000 ERR 45)

Probable internal error.

See "Submitting an SR" at the
beginning of this manual.

VARIABLE LENGTH RECORDS
CANNOT BE DIRECTLY
ACCESSED.

(NFT/3000 ERR 46)

The DIR option can not be
used on variable record files
or with the VAR option.

Retry.

BUFFER MANAGER ERROR.
(NFT/3000 ERR 47)

Probable internal error.

See "Submitting an SR" at the
beginning of this manual.

ATTEMPT TO PLACE NFT
SERVER BACK IN SYSTEM
ENVIRONMENT FAILED.
(NFT/3000 ERR 48)

Probable internal error.

See "Submitting an SR" at the
beginning of this manual.

ATTEMPT TO PLACE NFT
SERVER IN USER’S
ENVIRONMENT FAILED.
(NFT/3000 ERR 49)

When an NFT process is
initiated it attempts to place
itself into the appropriate
user session (or job). The
error results when this
attempt fails.

Make sure that the sessions
involving file transfer haven’t
been aborted. If the sessions
are present, see "Submitting
an SR" at the beginning of
this manual.

INTERNAL ERROR - SEND
QUEUE OVERFLOW.
(NFT/3000 ERR 50)

Probable internal error.

See "Submitting an SR" at the
beginning of this manual.
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NFT /3000 ERRORS (cont’d)

Message Meaning/Cause Action

SOURCE AND TARGET FILE For certain operations (such as | If overwrite was attempted

ATTRIBUTES MUST MATCH. overwrite) the attributes (data but the source and target files
(NFT/3000 ERR 51) type, file type, etc) of both aren’t compatible, try using
files involved must match. the replace option (REP), or
When they don't this error use : FCOPY to copy the files.
results.
FSIZE SPEC IS IGNORED The FSIZE option cannot be None.
IF TARGET EXISTS. used with the OVER
(NFT/3000 WARN 52) (overwrite) or APP (append)
option.
INTERNAL ERROR -~ Internal error. See "Submitting an SR" at the
COMPLETION QUEUE beginning of this manual.
OVERFLOW.
(NFT/3000 ERR 53)
UNABLE TO OBTAIN DATA Probable system resource See "Submitting an SR" at the
SEGMENT FOR INTERNAL problem. beginning of this manual.
IPC.
(NFT/3000 ERR 54)
UNABLE TO FIND AFT Probable internal error. See "Submitting an SR" at the
ENTRY FOR INTERNAL IPC. beginning of this manual.
(NFT/3000 ERR 55)
CREATION OF INTERNAL Probable internal error. See "Submitting an SR" at the
IPC PORT FAILED. beginning of this manual.
(NFT/3000 ERR 56)
ATTEMPT TO RECEIVE NFT Probable internal error. See "Submitting an SR" at the
SERVICE REQUEST FAILED. beginning of this manual.
(NFT/3000 ERR 57)
UNKNOWN INTERNAL Probable internal error. See "Submitting an SR" at the
MESSAGE WAS RECEIVED. beginning of this manual.

(NFT/3000 ERR 58)

NFT SERVER WAS ABORTED. An internal error or external Check NM log file. See
(NFT/3000 ERR 60) request (ABORTJOB) may “Submitting an SR" at the
have aborted the NFT server. beginning of this manual if an
internal error is indicated.

INTERNAL ERROR - Probable internal error. See "Submitting an SR" at the
WARNING QUEUE OVERFLOW. beginning of this manual.
(NFT/3000 ERR 61)
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NFT/3000 ERRORS (cont’d)

Message Meaning/Cause Action

NEW SIZE SPECIFICATION The size specified in the None.

OVERRIDES PREVIOUS transfer overrides the global

SETTING. specification.

(NFT/3000 WARN 62)

UNSUPPORTED KEYWORD: ! Keyword specified is not Retry.

(NFT/3000 ERR 63) currently supported by
NFT/3000.

UNABLE TO CREATE NFT needs a temporary file to | Check file space available,

GENERIC TEMP FILE. hold file names in a generic increase it if necessary (and

(NFT/3000 ERR 65) set. This error results when possible). Check for
NFT is unable to create this temporary files named
file. The cause may be a lack GENSET@. Purge these and
of disc space, duplicate file try the transfer again.
name, etc.

SOURCE DEVICE SPEC An existing global None.

OVERRIDES GLOBAL SPEC. specification conflicts with a

(NFT/3000 WARN 66) specification in the current

transfer. The specification in
the current transfer will
override the global
specification for the current
transfer only.

N

TARGET NODE SPEC See "cause" for warning #66. None.
OVERRIDES GLOBAL SPEC.
(NFT/3000 WARN 67)

SOURCE NODE SPEC See "cause" for warning #66. None.
OVERRIDES GLOBAL SPEC.
(NFT/3000 WARN 68)

TARGET NODE SPEC See cause for warning #66. None.
OVERRIDES GLOBAL SPEC.
(NFT/3000 WARN 69)

SOURCE LOGON SPEC See “"cause" for warning #66. None.
OVERRIDES GLOBAL SPEC.
(NFT/3000 WARN 70)
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NFT /3000 ERRORS (cont’d)

Message

Meaning/Cause

Action

TARGET LOGON SPEC
OVERRIDES GLOBAL SPEC.
(NFT/3000 WARN 71)

See "cause" for warning #66.

None.

UNABLE TO CONTACT NFT
SERVER.
(NFT/3000 ERR 72)

Probable internal error.

See “Submitting an SR" at the
beginning of this manual.

UNABLE TO STORE NFT
PORT ID IN PORT
DICTIONARY.
(NFT/3000 ERR 73)

Probable internal error.

See “Submitting an SR" at the
beginning of this manual.

ERROR OCCURRED WHEN
SETTING UP NFT SERVER.
(NFT/3000 ERR 74)

Probable internal error.

See "Submitting an SR" at the
beginning of this manual.

NO NFT SERVERS ARE
CURRENTLY AVAILABLE.
(NFT/3000 ERR 75)

The number of active NFT
servers (set via NSCONTROL)
has reached its limit.

Adjust the maximum number
of NFT servers allowed via
NSCONTROL. If this isn’t
possible, try to invoke NFT
again, a server may have
terminated.

MESSAGE FILE MAY NOT BE
TRANSFERRED IN
INTERCHANGE MODE.
(NFT/3000 ERR 76)

MPE message file cannot be
transferred using any of the
options which invoke
interchange mode.

Retry.

UNABLE TO OBTAIN
PSEUDO-TERMINAL FOR
LOGON.

(NFT/3000 ERR 77)

All available
pseudo-terminals are in use.

If this happens often, ask the
system manager to configure
more pseudo-terminals.

NFT TERMINATION FAILED.
(NFT/3000 ERR 78)

Probable internal error.

See "Submitting an SR" at the
beginning of this manual.

LOGON ID IS TOO LONG.
(NFT/3000 ERR 79)

Usually a typographical error.

Retype command and retry.

NODE NAME IS TOO LONG.
(NFT/3000 ERR 80)

Usually a typographical error.

Retype command and retry.
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NFT/3000 ERRORS (cont’d)

Message

Meaning/Cause

Action

FILE PASSWORD IS TOO
LONG.
(NFT/3000 ERR 81)

Usually a typographical error.

Correct command and retry.

DEVICE NAME IS TOO
LONG.
(NFT/3000 ERR 82)

Usually a typographical error.

Retype command and retry.

INSUFFICIENT BUFFER
SPACE FOR USER REQUEST.
(NFT/3000 ERR 84)

Probable system resource
problem.

See "Submitting an SR" at the
beginning of this manual.

PM CAPABILITY IS
REQUIRED FOR DEBUG.
(NFT/3000 ERR 85)

To enter debug in NFT,
privileged mode (PM)
capability is required.

Contact your system operator.

CI COMMAND EXECUTION
FAILED.
(NFT/3000 ERR 86)

Usually accompanied by an
MPE error.

Fix the MPE error.

NEW SOURCE FILE CODE
OVERRIDES PREVIOUS
SETTING.

(NFT/3000 WARN 87)

Reminder to user.

None.

INVALID FCODE.
(NFT/3000 ERR 88)

~ File code contains

non-numeric characters or is
too large.

The file code must be
specified as 2 number.

SM or PM CAPABILITY
REQUIRED TO COPY
PRIVILEGED FILES.
(NFT/3000 ERR 89)

The user specified a negative
file code but didn’t have
system manager or privileged
mode capability.

Make sure that the source file
is accessed from a session (or
job) whose user has system
manager or privileged mode
capability.

INVALID DATA MESSAGE
WAS RECEIVED.
(NFT/3000 ERR 90)

Probable internal error.

See "Submitting an SR" at the
beginning of this manual.

UNABLE TO OBTAIN INFO
ON NEWLY CREATED
SESSION.

(NFT/3000 ERR 91)

Probable internal error.

See "Submitting an SR" at the
beginning of this manual.
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NFT/3000 ERRORS (cont’d)

Message

Meaning/Cause

Action

INVALID STRING
FOLLOWING RIGHT
BRACKET.
(NFT/3000 ERR 92)

An invalid character(s)
follows the right bracket in
the logon part of the
:DSCOPY command.

Respecify the :DSCOPY
command, using correct
delimiters. Refer to the
NS3000/V
User/Programmer Reference
Manual for correct syntax.

INVALID STRING
FOLLOWING CLOSING
QUOTE.

(NFT/3000 ERR 93)

An invalid character(s)
follows a closing quote. Only
the appropriate delimiter is
allowed following a file name,
node name, or logon enclosed
in quotes.

Respecify the :DSCOPY
command, using correct
characters as delimiters. Refer
to the NS3000/V
User/Programmer Reference
Manual for correct syntax.

AUTOLOGON DISABLED; USE
+REMOTE HELLO FOR
REMOTE SESSION.
(NFT/3000 ERR 103)

The programmatic logon
facility has been turned off
by the network manager.

Logon to the remote
environment using the
REMOTE HELLO command.
Specify this remote
environment in the NFT
command.

RESTART KEYWORD NOT
ALLOWED IN DSCOPYI

FILE.

(NFT/3000 ERR 104)

User is attempting a restart
from the DSCOPYI command
file. This is not allowed.

Only use the RESTART
keyword when DSCOPYI has
not been redirected to a file.

ERROR IN RETRIEVING
RESTART ID NUMBER FROM
RESTART ID FILE.
(NFT/3000 ERR 105)

An error occurred while
attempting to obtain the
restart id from the specified
file.

Verify that the restart id file
name and record number are
correct.

! IS AN INVALID
DELIMITER AS USED IN
RESTART SPEC.
(NFT/3000 ERR 106)

Typographical error.

See the NS3000/V
User/Programmer Reference
Manual for correct delimiters.
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NETWORK INTERPROCESS COMMUNICATION ERRORS (SOCKERRS)

NetIPC errors are (32-bit) integers that are returned in the result parameter of NetIPC intrinsics when
the intrinsic execution fails. (A result of O indicates that the intrinsic succeeded.) In addition, NetIPC
errors and Transport Protocol (Transmission Control Protocol, and X.235 protocol) errors are returned in
the IPCCHECK intrinsic: NetIPC errors in the ipcerr parameter and Transport Protocol errors in the
pmerr parameter.

NetIPC ERRORS (SOCKERRS)

Message Cause Action
SUCCESSFUL No error was detected. None.
COMPLETION.

(SOCKERR 0)

INSUFFICIENT STACK
SPACE.
(SOCKERR 1)

Area between Sand Z
registers is not sufficient for
execution of the intrinsic.

: PREP your program file with
a greater MAXDATA value.

PARAMETER BOUNDS
VIOLATION.
(SOCKERR 3)

A specified parameter is out
of bounds.

Check all parameters to make
certain they are between the
user’s DL and S registers. If
an array is specified, make
certain all of it is within
bounds.

TRANSPORT HAS NOT
BEEN INITIALIZED.
(SOCKERR 4)

A :NETCONTROL was not
issued to bring up the
transport.

Notify your operator.

INVALID SOCKET
TYPE.
(SOCKERR 5)

Specified socket type
parameter is of an unknown
value.

Check and modify your socket
type parameter.

INVALID PROTOCOL.
(SOCKERR 6)

Specified protocol parameter
is of an unknown value.

Check and modify protocol
parameter.

ERROR DETECTED IN
flags PARAMETER.
(SOCKERR 7)

An unsupported bit in the
flags parameter was set, or a
nonprivileged user set a
privileged bit.

Make certain the bit is off
before calling the intrinsic.
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DESCRIPTORS OR
PATH DESCRIPTOR
EXTENSIONS
UNAVAILABLE.
(SOCKERR 16)

path descriptor table is full.

2. Network Interface (NI) was
not started.

3. IP address is incorrect
either in the network
directory, or the routing
information in the
configuration file.

Message Cause Action

8 INVALID OPTION IN An unsupported option was Check your opt record and
THE opt RECORD. specified in the opt record, or remove or modify the option.
(SOCKERR 8) a nonprivileged user

attempted to specify a
privileged option.

@ PROTOCOL IS NOT A :NETCONTROL has not been Notify your operator.
ACTIVE. issued to activate the

(SOCKERR 9) requested protocol module.

10 PROTOCOL DOES NOT The type of socket you are Use a different socket type or
SUPPORT THE trying to create is not protocol.

SPECIFIED SOCKET supported by the protocol to
TYPE. be used.
(SOCKERR 10)

13 UNABLE TO ALLOCATE No addresses were available Wait a while and try again.
AN ADDRESS. for dynamic allocation. See "Submitting an SR".
(SOCKERR 13)

14 ADDRESS OPTION The address option in the opt Check the values being placed
ERROR. record has an error in it (e.g., in the opt record.

(SOCKERR 14) invalid length or is in the
privileged range).

1S ATTEMPT TO EXCEED User has already reached the Shut down any sockets which
LIMIT OF SOCKETS limit of 64 sockets per are not being used or have
PER PROCESS. process. been aborted.

(SOCKERR 15)
16 PATH 1. Transport’s path cache or 1. Contact your operator to

see if the table can be
expanded.

2. Start the NI

3. Use NMMGR to correct
the network directory or
configuration file. (After
correcting the configuration
file you must issue a
:NSCONTROL UPDATE.)
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NetIPC ERRORS (SOCKERRS) (cont’d)

MAXIMUM MESSAGE
SIZE OPTION.
(SOCKERR 19)

in the opt record had an error
associated with it (e.g., too
many bytes specified, invalid
message size value).

Message Cause Action
18 FORMAT OF THE opt NetIPC was unable to parse Check your INITOPT and
RECORD IS the specified opf record. ADDOPT calls.
INCORRECT.
(SOCKERR 18)
19 ERROR DETECTED WITH Maximum message size option Check the values being placed

in the opt record.

RECORD OPTION
SPECIFIED.
(SOCKERR 21)

was specified twice.

20 ERROR WITH DATA Data offset option in the opt Check the values being placed
OFFSET OPTION. record had an error associated in the opt record.
(SOCKERR 20) with it (e.g., too many bytes
specified).
21 DUPLICATE opt The same opt record option Remove the redundant call.

24

ERROR DETECTED IN
MAXIMUM CONNECTION
REQUESTS QUEUED
OPTION.

(SOCKERR 24)

Maximum connection requests
queued option in the opt
record had an error associated
with it (e.g., too many bytes
specified, bad value).

Check the values being placed
in the opf record.

25

SOCKETS NOT
INITIALIZED; NO
GLOBAL DATA
SEGMENT.
(SOCKERR 25)

Error occurred attempting to
initialize NetIPC, or network
management is still
initializing.

Try again. If it still fails, see
"Submitting an SR".

26

UNABLE TO ALLOCATE
A DATA SEGMENT.
(SOCKERR 26)

The attempt to create a data
segment failed because the
DST table was full or there
was not enough virtual
memory.

Contact your operator to see
if these tables can be
expanded.
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Message Cause Action
27 REQUIRED PARAMETER A required parameter was not Check your calling sequence.
NOT SPECIFIED. supplied in an option variable
(SOCKERR 27) intrinsic call.
28 INVALID NAME Specified name length was too | Check your name length
LENGTH. large or negative. parameter. Shorten the name
(SOCKERR 28) if necessary.
29 INVALID DESCRIPTOR. Specified descriptor is not a Check the value being
(SOCKERR 29) valid socket, connection, or specified.
destination descriptor.
30 UNABLE TO NAME The socket descriptor given in Check if the correct

CONNECTION SOCKETS.

(SOCKERR 30)

the IPCNAME call was for a
VC socket; VC sockets may
not be named.

descriptor was specified.

31 DUPLICATE NAME. Specified name was previously Use a different name.
(SOCKERR 31) given.
32 NOT CALLABLE IN The particular NetIPC Recode to call the intrinsic

SPLIT STACK.
(SOCKERR 32)

intrinsic cannot be called
from split stack.

from the stack. Vectored
data may be required.

33 INVALID NAME. Name is too long or has a Check the name’s length.
(SOCKERR 33) negative length. Shorten the name if
necessary.
34 CRITICAL ERROR NetIPC previously detected The socket can no longer be

PREVIOUSLY
REPORTED; MUST
SHUTDOWN SOCKET.
(SOCKERR 34)

and reported an irrecoverable
error; most likely it was
initiated by the protocol
module.

used. Call IPCSHUTDOWN to
clean up.
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NetIPC ERRORS (SOCKERRS) (cont’d)

Message

Cause

Action

35

ATTEMPT TO EXCEED
LIMIT OF NAMES PER
SOCKET.

(SOCKERR 35)

A socket can have only four
names; the caller attempted to
give it a fifth.

Use no more than four names.

36

TABLE OF NAMES IS
FULL.
(SOCKERR 36)

Socket registry or give table is
full.

Shut down unused sockets,
call IPCNAMERASE on any
sockets that no longer need to
be looked up, or get given
sockets. See if the operator
can configure more PCBs. See
“Submitting an SR".

37

NAME NOT FOUND.
(SOCKERR 37)

Name was not previously
specified in an IPCNAME or
IPCGIVE call; IPCNAMERASE
or IPCGET was previously
issued with the name; or
socket no longer exists.

Check names specified, make
sure names were properly
agreed on, determine if a
timing problem exists.

38

USER DOES NOT OWN
THE SOCKET.
(SOCKERR 38)

Attempted to erase a name of
a socket you do not own.

Have the owner of the socket
call IPCNAMERASE.

39

INVALID NODE NAME
SYNTAX.
(SOCKERR 39)

Syntax of the node name is
invalid.

Check the node name being
supplied.

40

UNKNOWN NODE.
(SOCKERR 40)

Unable to resolve the
specified node name as an NS
node name.

Check the node name to see if
it is correct. The node name
may be valid but the specified
node’s transport may not be
active.

41

ATTEMPT TO EXCEED
PROCESS LIMIT OF
DESTINATION
DESCRIPTORS.
(SOCKERR 41)

User has already reached the
limit of 261 destination
descriptors per process.

Call IPCSHUTDOWN on any
unneeded destination
descriptors.
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Message

Cause

Action

43

UNABLE TO CONTACT
THE REMOTE REGISTRY
SERVER.

(SOCKERR 43)

Send to remote socket registry
process failed. This is often
caused by the fact that the
PXP protocol module is not
active on the local node.

Contact your operator. If
unable to resolve the problem,
see “Submitting an SR".

44

NO RESPONSE FROM
REMOTE REGISTRY
SERVER.

(SOCKERR 44)

No reply was received from
the remote registry process.
This is often due to the
remote node not having
initialized its tranport.

Contact your operator. If
unable to resolve the problem,
see "Submitting an SR".

46

UNABLE TO INTERPRET
RECEIVED PATH
REPORT.

(SOCKERR 46)

Unable to interpret the
information returned by the
remote socket registry process
regarding the looked-up
socket.

See "Submitting an SR".

47

INVALID MESSAGE
RECEIVED FROM
REMOTE SERVER.
(SOCKERR 47)

The message received from
the remote registry process
does not appear to be a valid
socket registry message.

See "Submitting an SR".

50

INVALID DATA
LENGTH.
(SOCKERR 50)

Specified data length
parameter is too long or
negative.

Check and modify the value.

51

INVALID DESTINATION
DESCRIPTOR.
(SOCKERR 51)

Supplied destination
descriptor value is not that of
a valid destination descriptor.

Verify that you are passing an
active destination descriptor.

52

SOURCE AND
DESTINATION SOCKET
PROTOCOL MISMATCH.
(SOCKERR 52)

The source socket is not of the
same protocol as the socket
described by the destination
descriptor.

Validate that you are using
the correct destination
descriptor. Make certain both
processes have agreed on the
same protocol. Determine the
correct socket was looked up.
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NetIPC ERRORS (SOCKERRS) (cont’d)

Message Cause Action

53 SOURCE AND The source socket cannot be Validate that you are using
DESTINATION SOCKET used for communication with the correct destination
TYPE MISMATCH. the socket described by the descriptor. Make certain both
{SOCKERR 53) destination descriptor. processes have agreed on the

same method of
communication. Determine
the correct socket was looked
up.

54 INVALID CALL SOCKET Specified descriptor is not for Validate the value being
DESCRIPTOR. a call socket. passed.

(SOCKERR 54)

55 EXCEEDED PROTOCOL Protocol module being used Contact your operator; the
MODULE’S SOCKET cannot create any more limit may be configurable.
LIMIT. sockets.

(SOCKERR 55)

ST ATTEMPT TO EXCEED User tried to send data too Call IOWAIT to complete a
LIMIT OF NOWAIT many times in nowait mode send. The limit is 7.

SENDS OUTSTANDING. without calling IOWAIT.
(SOCKERR 57)

58 ATTEMPT TO EXCEED User tried to issue too many Call IOWAIT to complete a
LIMIT OF NOWAIT consecutive nowait receives receive. The limit is 1.
RECEIVES without calling IOWAIT.

OUTSTANDING.
(SOCKERR 58)

59 SOCKET TIMEOUT. The socket timer popped If this is not desired, call
(SOCKERR 59) before data was received. IPCCONTROL to increase or

disable the timeout.

60 UNABLE TO ALLOCATE User has no space for Close unnecessary files or
AN AFT. allocating an active file table sockets. Run the :PREP

(SOCKERR 60) entry (socket descriptor). program with a greater
MAXDATA segment size.
Run the program with the
NOCB option.
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Message Cause Action

62 CONNECTION REQUEST User called IPCCONNECT Call IPCRECV.
PENDING; CALL without a subsequent
IPCRECV TO IPCRECV before issuing the
COMPLETE. current request.

(SOCKERR 62)

63 WAITING IPCRECYV called with deferred The call IPCCONTROL with
CONFIRMATION; CALL connection option. accept/reject option.
IPCCONTROL TO IPCCONTROL has not been
ACCEPT/REJECT. called to accept/reject.

(SOCKERR 63)

64 REMOTE ABORTED THE Remote protocol module Call IPCSHUTDOWN to clean
CONNECTION. aborted the connection. This up your end of the
(SOCKERR 64) will occur when a peer has connection.

called IPCSHUTDOWN on the
connection.

65 CONNECTION ABORTED Local protocol module Call IPCSHUTDOWN to clean
BY LOCAL PROTOCOL encountered some error which | up your end of the
MODULE. caused it to abort the connection. See "Submitting

(SOCKERR 65) connection. an SR."

66 INVALID CONNECTION Supplied value is not that of a | Check the value being given.
DESCRIPTOR. valid VC socket (connection)

(SOCKERR 66) descriptor.

67 CONNECTION FAILURE An event occurred which Call IPCSHUTDOWN to clean
DETECTED. caused the local protocol up your end of the

(SOCKERR 67) module to determine that the connection.
connection is no longer up
(e.g., retransmitted data was
never acknowledged).
68 RECEIVED A GRACEFUL Informational message. Do not attempt to receive any

RELEASE OF THE
CONNECTION.
(SOCKERR 68)

more data.
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NetIPC ERRORS (SOCKERRS) (cont’d)

Message

Cause

Action

69

MUTUALLY EXCLUSIVE
flags OPTIONS
SPECIFIED.
(SOCKERR 69)

Bits in the flags parameter
were set which indicate
requests for mutually
exclusive options.

Check and clear the
appropriate bits.

70

CAN’T GIVE SHARED
CONNECTIONS.
(SOCKERR T0)

Transferring connections and
shared connections are
mutually exclusive actions.

Only attempt to transfer or
share connections.

71 1/0 OUTSTANDING. Attempted an operation with Call TOWAIT to complete the
(SOCKERR T71) nowait I/0 outstanding. 1/0 or IPCCONTROL to abort

any receives.

T4 INVALID IPCCONTROL Request code is unknown or a Validate the value being
REQUEST CODE. nonprivileged user requested a passed.

(SOCKERR 74) privileged option.

75 UNABLE TO CREATE A Unable to create an entity Contact your operator to see
PORT FOR LOW LEVEL used for communication if the number of PCBs could
1/0. between NetIPC and the be increased. (Number of

(SOCKERR 75) protocol module. This error connections divided by two is
might occur if you are trying a good estimate). See
to open a large number of “Submitting an SR".
connections and do not have
enough PCBs configured.
76 INVALID TIMEOUT Value specified for the Modify the value.
VALUE. timeout is negative.
(SOCKERR T76)
77 INVALID WAIT/NOWAIT Mode of socket cannot be Use IPCCONTROL to specify

MODE.
(SOCKERR T77)

used.

correct mode.
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Message

Cause

Action

78

TRACING NOT
ENABLED.
(SOCKERR 78)

Attempted to turn off trace
when tracing was not on.

Remove the call.

79

INVALID TRACE FILE
NAME .
(SOCKERR 79)

Requested trace file name is
not valid.

Validate and modify the trace
file name.

80

ERROR IN TRACE DATA
LENGTH OPTION.
(SOCKERR 80)

An error was detected in the
option specifying the
maximum amount of data to
be traced (e.g., negative value,
too large, too many bytes used
to specify the value).

Modify the values being used.

81

ERROR IN NUMBER OF
TRACE FILE RECORDS
OPTION.

(SOCKERR 81)

An error was detected in the
option specifying the
maximum amount of records
to be in the trace file (e.g.,
negative or too large a value,
too many bytes used to specify
the value).

Modify the values being used.

82

TRACING ALREADY
ENABLED.
(SOCKERR 82)

Attempted to turn on tracing
when tracing already enabled.

Remove the call or turn off
trace before the call.

83

ATTEMPT TO TURN ON
TRACE FAILED.
(SOCKERR 83)

Network Management was
unable to enable tracing.

Call IPCCHECK; the protocol
module error returned will be
the Network Management
error number. Consult your
Network Management
manual for the appropriate
action to take.

84

PROCESS HAS NO
LOCAL SOCKET DATA
STRUCTURES.
(SOCKERR 84)

IPCCHECK was called, but the
user had no sockets or
destination descriptors, and
therefore no data structure
for retaining error codes.

None, but no NetIPC or
protocol module errors are
available.
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Message

Cause

Action

85

INVALID SOCKET
ERROR NUMBER.
(SOCKERR 85)

IPCERRMSG was called with
an invalid NetIPC error code.

Check the value being passed.

86

UNABLE TO OPEN
ERROR CATALOG
SOCKCAT .NET.SYS.
(SOCKERR 86)

The error message catalog
does not exist, it is opened
exclusively, or the caller does
not have access rights to the
file.

Notify your operator.

87

GENMESSAGE FAILURE;
NOT A MESSAGE
CATALOG.

(SOCKERR 87)

MAKECAT was not successfully
run on the message catalog
SOCKCAT.NET.SYS.

Notify your operator.

88

INVALID REQUEST
SOCKET DESCRIPTOR.
(SOCKERR 88)

Internal error.

See "Submitting an SR",

89

INVALID REPLY
SOCKET DESCRIPTOR
(SOCKERR 88)

Internal error.

See "Submitting an SR".

91

WOULD EXCEED LIMIT
OF REPLIES
EXPECTED.

(SOCKERR 91)

Internal error.

See "Submitting an SR".

92

MUST REPLY TO
BEFORE RECEIVING

ANOTHER REQUEST.
(SOCKERR 92)

Internal error.

See "Submitting an SR".
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Message Cause Action
93 INVALID SEQUENCE Internal error. See "Submitting an SR".
NUMBER.
(SOCKERR 93)
94 NO OUTSTANDING Internal error. See "Submitting an SR".
REQESTS.
(SOCKERR 94)
95 RECEIVED AN Internal error. See “Submitting an SR".
UNSOLICITED REPLY.
(SOCKERR 95)
97 WOULD EXCEED LIMIT Internal error. See “Submitting an SR".
OF SHARED
CONNECTIONS.
(SOCKERR 97)
86 INTERNAL BUFFER Attempted use of the buffer See "Submitting an SR".
MANAGER ERROR. manager by NetIPC or the
(SOCKERR 96) protocol module resulted in an
error.
898 INVALID DATA Data segment index value in Check the value being
SEGMENT INDEX IN the vectored data array is not supplied.
VECTORED DATA. valid.
(SOCKERR 98)
99 INVALID BYTE COUNT The count of data in the Check the values being given.

IN VECTORED DATA.
(SOCKERR 99)

vectored data array is invalid.

100 TOCO MANY VECTORED

DATA DESCRIPTORS.
(SOCKERR 100)

More than two data locations
were specified in the vectored
data array.

Limit the number to two per
operation. Use multiple sends
or receives if necessary.
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NetIPC ERRORS (SOCKERRS) (cont’d)

Message Cause Action

101 INVALID VECTORED Type of vectored data is Check the value being used.
DATA TYPE. unknown (must be a 0, 1, or 2)

(SOCKERR 101) or the data type is for a data
segment (1 or 2) and the user
is not privileged.

102 UNABLE TO 1. Protocol module does not Check command sequence.
GRACEFULLY RELEASE support graceful release.

THE CONNECTION.

(SOCKERR 102) 2. Process tried to release
connection that was not in
correct state.

3. Output pending.

103 USER DATA NOT User data option is not Do not use user data option.
SUPPORTED DURING supported for IPCRECV or
CONNECTION IPCCONNECT.

ESTABLISHMENT.

(SOCKERR 103)

104 CAN’'T NAME A Internal error. See “"Submitting an SR".
REQUEST SOCKET.

(SOCKERR 104)

105 NO REPLY RECEIVED. Internal error. See "Submitting an SR".
(SOCKERR 105)

106 ADDRESS CURRENTLY Address being specified for If you are a privileged user
IN USE BY ANOTHER use is already being used. trying to specify a well
SOCKET. known address, or try again
(SOCKERR 106) later. If you are

nonprivileged, then see
"Submitting an SR".

107 TRANSPORT IS GOING The transport is being shut Call IPCSHUTDOWN on all
DOWN. down. ! sockets and destination
(SOCKERR 107) descriptors.

108 USER HAS RELEASED Process tried to send after Check command sequence.

CONNECTION; UNABLE
TO SEND DATA.
(SOCKERR 108)

initiating a graceful release.
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Message Cause Action

109 PEER HAD RELEASED Process tried to receive after Check command sequence.
THE CONNECTION; remote initiated graceful
UNABLE TO RECEIVE release.

DATA.
(SOCKERR 109)

110 UNANTICIPATED NetIPC received a protocol Call IPCCHECK to get the
ERROR. module error which it was protocol module error. Call
(SOCKERR 110) unable to map. IPCSHUTDOWN to clean up.

See "Submitting an SR".

111 INTERNAL SOFTWARE Internal error. See "Submitting an SR".
ERROR DETECTED.

(SOCKERR 111)

112 NOT PERMITTED WITH Internal error. See “Submitting an SR".
SOF TWARE
INTERRUPTS
ENABLED.

(SOCKERR 112)

113 INVALID SOFTWARE Internal error. See "Submitting an SR".
INTERRUPT
PROCEDURE LABEL.

(SOCKERR 113)
114 CREATION OF SOCKET Possible causes include:

REGISTRY PROCESS
FAILED.
(SOCKERR 114)

1. Resource limitations or

2. Socket registry program
missing.

1. Retry later.

2. Contact your HP
representative for
assistance.

2-63




NS3000/V Network Services Error Messages

NetIPC ERRORS (SOCKERRS) (cont’d)

Message Cause Action
116 DESTINATION The transport was unable to
UNREACHABLE. route the packet to the
(SOCKERR 116) destination.
This may be caused by:
1. Network Interface (NI) 1. Start the NI

was not started or

2. IP address is incorrect
either in the network
directory, or the routing
information in the
configuration file.

2. Use NMMGR to correct
the network directory or
configuration file. (After
correcting the
configuration file you must
issue a :NETCONTROL

UPDATE.)

117 ATTEMPT TO Protocol module was unable Notify your operator.
ESTABLISH to set up the requested
CONNECTION FAILED. connection. This may be
(SOCKERR 117) caused by the remote protocol

module not being active.

118 INCOMPATIBLE NetIPC software was Notify your operator.
VERSIONS. incompatible with the
(SOCKERR 118) software being executed by

the remote registry process.

119 ERROR IN BURST An unsupported option was Check your opt record and
SIZE OPTION. specified in the opt record, or remove or modify the option.
(SOCKERR 119) a nonprivileged user

attempted to specify a
privileged option.

120 ERROR IN WINDOW An unsupported option was Check your opt record and
UPDATE THRESHOLD specified in the opf record, or remove or modify the option.
OPTION. (SOCKERR a nonprivileged user
120) attempted to specify a

privileged option.
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Message Meaning/Cause Action

124 ENTRY NUMBER NOT User error. Entry number of Correct and reissue command.
VALID FOR option is either negative or
SPECIFIED OPT higher than specified in the
RECORD. INITOPT opt value.

(SOCKERR 124)

125 INVALID OPTION User error. Data length for Correct and reissue command.
DATA LENGTH. option either negative or too
(SOCKERR 125) high.

126 INVALID NUMBER OF Number of option entries is Correct the entry by making
EVENTUAL OPT either too high or negative. the number positive or
RECORD ENTRIES. Either an internal restriction smaller in value.

(SOCKERR 126) or a user mistake.

127 UNABLE TO READ The option record indicates Check entry number, make
ENTRY FROM OPT that the entry is not valid or sure the option record has not
RECORD. the buffer supplied by the been written over and check
(SOCKERR 127) user was too small to hold all output buffer length.

of the data.

131 PROTOCOL MODULE Protocol module is Retry later when the system
DOES NOT HAVE temporarily out of buffers or load is lighter.

SUFFICIENT internal data descriptors.
RESOURCES.
(SOCKERR 131)

141 X.25 NETWORK NAME Using direct access to X. 25, The network name (option
INCORRECTLY network name not specified or | code 140) must be specified in
SPECIFIED. incorrect. the IPCCREATE call for X. 25
(SOCKERR 141) access. Network name must

be 1 to 8 characters in length.

142 INVALID CALL USER The length of the call user Check length of call user data
DATA OPT RECORD data is invalid for the opt in the opt array. It must
ENTRY. transport protocol type. be greater than 1 for
(SOCKERR 142) IPCCONNECT and 4 for

IPCRECVCN. The maximum
length is protocol specific.

143 INVALID FACILITIES The facility set passed as a Use SVC or PVC facility sets

SET OPT RECORD
ENTRY.
(SOCKERR 143)

parameter has not been found
in the internal facility table
for a switched virtual circuit
(SVC) or permanent virtual
circuit (PVC).

defined in configuration.
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NetIPC ERRORS (SOCKERRS) (cont’d)

Message Meaning/Cause Action

144 INVALID CALLING The user may request the The length of the option
NODE OPT ENTRY. address of the calling node. entry must be exactly 8 bytes.
(SOCKERR 144) Address of 8 bytes will be

returned.

145 INVALID REASON A reason code (option 143) Omit the invalid reason code
CODE. (SOCKERR was specified for an from the IPCSHUTDOWN call.
145) IPCSHUTDOWN on a

connection that is not using
direct access to X. 28.

146 RESET EVENT 1. A reset packet was sent 1. Re-issue the call if
OCCURRED ON X.25 internally because of an necessary. Check buffer
CONNECTION. internal error or because of usage and adjust buffer
(SOCKERR 146) resource shortage (mainly configuration to usage.

buffers). 2. Use IPCCONTROL request
2. An unsolicitated reset 12 to retrieve
packet was received. cause/diagnosic field.

151 COULD NOT OBTAIN A The attempt to obtain a See "Submitting an SR".
SEMAPHORE. semaphore before sending a
(SOCKERR 151) message to the protocol

module failed.

153 SOCKET IS ALREADY A single socket per network Wait for catch-all socket to
IN USE. (SOCKERR interface can be created with be released.

153) the catch-all capability.

155 INVALID X.25 FLAG For direct access to X. 25 Check the call containing the
OPT RECORD ENTRY. (level 3) the opt record flags opt record flags parameter
(SOCKERR 155) {code 144) parameter in and correct the entry.

IPCCREATE, IPCCONNECT,
IPCRECVCN or IPCSEND is
improperly set, or the length
is incorrect.

156 INTERRUPT EVENT An interrupt packet was Use IPCCONTROL request 12
OCCURRED ON X.25 received. to retrieve interrupt data.
CONNECTION.

(SOCKERR 156)
157 ALL OUTGOING No more free LCN one-way Wait for LCN to be free and

SWITCHED VIRTUAL
CIRCUITS ARE BUSY.
(SOCKERR 157)

outgoing or two-ways SVC.

re-issue call.
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158 CONNECTION REQUEST The remote node received the The call may be retried later.
REJECTED BY connection request and Use IPCCONTROL request 12
REMOTE. rejected it. (An outgoing call to retrieve cause/diagnostic
(SOCKERR 158) packet was answered by a field.

clear packet.)

159 INVALID X.25 D BIT User requested an X. 25 Use a facility set allowing
SETTING. (SOCKERR packet to be sent with the D-bit usage.

159) D-bit set while the facility
set in use does not allow it.

160 INCOMPATIBLE WITH The user requested an Verify the sequence of
PROTOCOL STATE. operation which is not intrinsic calls.

(SOCKERR 160) supported by the protocol
module.

162 X.25 PERMANENT The permanent virtual circuit Check if the PVC is
VIRTUAL CIRCUIT (PVC) was not found. configured.

DOES NOT EXIST.
(SOCKERR 162)

163 PERMANENT VIRTUAL A connection request was Select a different PVC or
CIRCUIT ALREADY issued on a PVC which is in retry later.

ESTABLISHED. use by another process.
(SOCKERR 163)

164 ADDRESS VALUE IS Address specified in opt Specify an address in the
OUT OF RANGE. parameter is out of range. range 30767 to 32767.
(SOCKERR 164)

165 INVALID ADDRESS An invalid address length was The address length is 2 bytes.
LENGTH. (SOCKERR specified in the opt (For non-privileged users)
165) parameter.

166 CONNECTION NOT 1IN Attempt was made to accept Use flags parameter in
VIRTUAL CIRCUIT or reject a connection that is IPCRECVCN to defer
WAIT CONFIRM open or in the process of acceptence or rejection of the
STATE. closing. connection request.
(SOCKERR 166)

167 TIMEOUT NOT Attempt to set a send time Use IPCCONTROL to disallow
ALLOWED ON SHARED out on a shared connection. sharing of the connection or
CONNECTION. do not attempt to set send
(SOCKERR 167) time out on this connection.

168 RESTART EVENT Connection has been aborted Issue an IPCSHUTDOWN on the

OCCURRED ON X.25
CONNECTION.
(SOCKERR 168)

because a restart packet was
received or was sent.

virtual circuit. Wait for the
Restart procedure to
complete.

2-67




NS3000/V Network Services Error Messages

VIRTUAL TERMINAL ERRORS (VT ERRORS)

VT ERRORS

Message

Meaning/Cause

Action

RESOURCE NOT RELEASED
ON TERMINATION
(VT WARNING 1)

During the termination
process a resource was not
released with a good
disposition.

None; this is not a severe
problem since MPE forces
cleanup upon process
termination.

INVALID STATUS FOUND
(VT ERROR 2)

Conflicting states existed in
the VT status mask. The
transition to a new state could
not be made.

See "Submitting an SR" at the
beginning of this manual.

ILLEGAL STATUS STATE
(VT ERROR 3)

A VT routine requested an
illegal option for altering the
current state.

See "Submitting an SR" at the
beginning of this manual.

VTS MESSAGE DOES NOT
INCLUDE PARAMETERS
(VT WARNING 4)

The VTS protocol message has
no request parameters. This
may be an error in the data
transmission or a mismatch in
versions of the VT software.

Verify the VT versions on the
different nodes, retry the VT
session, and/or see
"Submitting an SR".

VTS MESSAGE CONTAINS AN
INVALID PARAMETER
(VT ERROR 5)

The VTS protocol message
contains an invalid request.
This may be a transmission
error or a result of
incompatible versions of VT.

Check the VT version
numbers using NMMAINT,
retry the VT session, and/or
see "Submitting an SR".

VTS MESSAGE HAS INVALID
FORMAT
(VT ERROR 6)

The VTS protocol message
could not be decoded; the
format was not recognized.
This results from
incompatible versions of the
software or an uncorrected
transmission error.

Verify the VT software
version numbers, retry the VT
session, and/or see
"Submitting an SR" at the
beginning of this manual.

UNEXPECTED/BAD RESPONSE
FROM VT
(VT WARNING 7)

The VT "partner" on the
remote machine could not
handle a request and has
generated an unexpected
protocol error. This is the
result of Virtual Terminal
error 4, § or 6 above.

One of your commands was
probably not executed
correctly: terminate the
session and re-issue the
commands. If problem
persists, verify VT versions
and/or submit SR.
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VT ERRORS (cont’d)

Message

Meaning/Cause

Action

VT SERVER NOT ADOPTED
(VT WARNING 8)

The VT process could not
initialize the environment
properly, probably because of
poor timing or a resource
shortage.

Terminate the session and log
on again.

SAVED READ DATA NOT
VALID
(VT ERROR 9)

Sequencing problem: VT did
not have read request from
the remote system to satisfy
your :REMOTE command.

Reissue your command.

BREAK NOT INVOKED
(VT WARNING 10)

The request for a break was
not recognized since it was
not enabled at the time of the
request.

None.

VT TRACE STATE NOT
ALTERED
(VT WARNING 11)

The trace facility could not be
enabled or disabled. When
you are starting the trace, this
indicates that the trace file
could not be opened. For
trace termination, the file did
not close successfully. In
either case there may not be
sufficient storage for the file
or the user’s limit may have
been exceeded.

Readjust the disc space
parameters and reissue the
command.

VT DATA AREA NOT
UPDATED
(VT ERROR 12)

Information could not be
added toa VT
environment-related table,
usually because of ill timing
or a resource shortage.

The VT can continue to
function; however, it would be
best to terminate the remote
session and begin again.

RETRIEVE OF DSLINE DATA
FAILED
(VT ERROR 13)

The DSLINE table was not
accessible to the VT service,
probably because of a timing
problem in the subsystems.

Terminate the remote session.

BUFFER/STORAGE NOT
RELEASED
(VT WARNING 14)

An internal buffer could not
be returned to the buffer
pool.

If the problem reoccurs, dump
the system and see
"Submitting an SR" at the
beginning of this manual.
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Message

Meaning/Cause

Action

FILE SYSTEM REQUEST
FAILED
(VT WARNING 15)

The terminal did not respond
while VT was attempting
terminal identification.

Verify that the terminal is
configured correctly and
reissue the remote request.

CR/LF SWITCH FAILED
(VT WARNING 16)

The file system did not honor
the request to alter the issuing
of line feed on receipt of a
carriage return.

This may affect the actions of
the remote application
program: if problems occur,
reestablish the remote session.

(VT WARNING 17)

SET READ TIMEOUT FAILED

Setting of a timed read failed.

This may affect the actions of
the remote application
program: if problems occur,
reestablish the remote session!

SET ECHO FAILED
(VT WARNING 18)

The echo setting was not
altered as requested by the
application program.

This will affect the remote
program: terminate the
program and rerun it.

SET PRE/POST SPACE
FAILED
(VT WARNING 19)

Space control was not altered.

Line feeds will not be issued
as requested: rerun the
remote program.

GENMESSAGE FAILED
(VT WARNING 20)

A preemptive write could not
be issued.

None.

FWRITE TO TERMINAL
FAILED
(VT WARNING 21)

Data could not be written to
the terminal.

Reconfigure the terminal to
respond to the attached CPU.

GET TERM-TYPE FAILED
(VT WARNING 22)

Could not retrieve the
terminal type from the file
system.

Reattempt to establish the
remote session. If it fails
again, insure that the
terminal is properly
configured for MPE.
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Message

Meaning/Cause

Action

SET EOR FAILED
(VT WARNING 23)

End-of -Record setting failed.

Terminate the remote
program, reset the terminal,
and run the program again.

SET EDIT MODE FAILED
(VT WARNING 24)

The mode required by the
remote program was not set
by MPE.

Terminate the remote
program and attempt to rerun
it.

SET DRIVER MODE FAILED
(VT WARNING 25)

The file system did not alter
the setting of the
driver/terminal handshake
mode.

Terminate the remote
program.

TERMINAL NOT ALLOCATED
(VT WARNING 26)

The terminal could not be
allocated for access.

Check the MPE configuration;
retry the remote session.

SET TERMINAL TYPE
FAILED
(VT WARNING 27)

The terminal type was not
reset as requested.

Terminate the remote
program and rerun it.

TERMINAL PARITY NOT
ALTERED
(VT WARNING 28)

The parity setting for
reads/writes to the terminal
was not altered.

Terminate the remote
program, check the terminal’s
configuration, and rerun the
program.

TERMINAL OPEN FAILED
(VT ERROR 29)

The terminal could not be
opened for VT access.

Verify that your terminal is
correctly configured in
SYSDUMP as a valid MPE
terminal.

END OF FILE ENCOUNTERED
(VT ERROR 30)

A hardware EOF was set on
the terminal.

Reestablish your local session.
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VT ERRORS (cont’d)

Message

Meaning/Cause

Action

FATAL INTERNAL ERROR
OCCURRED
(VT ERROR 31)

The VT could not continue
because of a VTS protocol
error or a corrupt data
structure.

Verify the NS version
numbers, and if they are
compatible, see "Submitting
an SR" at the beginning of
this manual.

REMOTE SESSION LOGON
FAILED
(VT ERROR 32)

The remote logon was started;
however, it did not succeed
for one of several reasons:

1) logon timed out;

2) break during logon;

3) remote CI aborted;

4) loss of communication to
the remote system.

Reattempt the remote logon.

REMOTE SESSION ABORTED
(VT ERROR 33)

Some action on the remote
system, probably an operator
command, forced the session
to be aborted.

Reestablish remote session.

CANNOT ACCESS SESSION
DEVICE
(VT ERROR 34)

The session device is:
1) incorrectly configured,
2) not a terminal,

3) not accessible through the
file system.

Check the above and
reattempt logon.

VT INITIALIZATION
FAILED
(VT ERROR 35)

VT could not initialize itself
because of an internal error
or a resource shortage.

Reattempt the logon; if it
fails, see "Submitting an SR"
at the beginning of this
manual.

VT NEGOTIATIONS FAILED
(VT ERROR 36)

The remote system could not
support a VT option or the
two systems have
incompatible software
versions.

Verify the VT version
numbers and submit an SR.
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VT ERRORS (cont’d)

Message

Meaning/Cause

Action

VTS MESSAGE PROTOCOL
ERROR
(VT ERROR 37)

The local and remote VT code
are different versions, or a
data transmission error
occurred.

Reattempt session

establishment. If the error
reoccurs, verify the version
numbers using NMMAINT
and see "Submitting an SR".

INVALID REMOTE NODE
REQUESTED
(VT ERROR 38)

The node name specified is
not valid.

Check the validity of the
node name and insure that it
is installed in the Node
Management Tables. If valid
and installed, see "Submitting
an SR".

REMOTE NOT ACCEPTING
SERVICE REQUESTS
(VT ERROR 39)

The remote machine has no
VT servers available,

Enable/increase the number
of VT servers on the remote
machine.

REMOTE NOT RESPONDING,
DATA SEND FAILED
(VT ERROR 40)

The connection to the remote
machine has failed; the session
is terminated.

Attempt to re-logon to the
remote machine.

REMOTE NOT RESPONDING,
RECEIVE FAILED
(VT ERROR 41)

The connection to the remote
machine has failed; the session
is terminated.

Attempt to re-logon to the
remote machine.

REMOTE NOT RESPONDING,
CONNECTION CLOSED
(VT WARNING 42)

The remote VT closed the
connection; the session has
been terminated.

Attempt a re-logon to the
remote machine.

VT COULD NOT SECURE
BUFFER SPACE
(VT ERROR 43)

There is insufficient buffer
space because of a shortage of
stack space or extra data
segments. The VT could not
be started.

Check the number of users on
the system and available data
segments; adjust as required.
Reattempt the command. If
problem persists, see
“"Submitting an SR".

VT-Cl ERROR, MISSING
DATA STRUCTURE
(VT ERROR 44)

There is an error in the
interaction between the Cl
and VT.

Verify the version numbers of
the NS subsystem for the CI
and VT. See "Submitting an
SR."
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VT ERRORS (cont’d)

Message

Meaning/Cause

Action

DUPLICATE VT DATA
STRUCTURE
(VT ERROR 45)

Internal data structure
allocation error.

When possible, dump the
system and forward it to your
SE.

REMOTE VT REQUESTED
STOP
(VT ERROR 46)

A condition on the remote
system forced the VT to
terminate.

None; this is a valid action.

VT RESTART ATTEMPT
FAILED
(VT ERROR 47)

An error occurred while
trying to restart the VT
because of old data or a
non-responding remote node.

Close the DSLINE, reopen it,
and initiate a new remote
session.

VT TERMINATED NORMALLY
(VT INFORMATIONAL
MESSAGE 48)

No error.

None.

CANNOT ACCESS TERMINAL
FOR REVERSE-VT
(VT ERROR 49)

The device specified for access
is not available.

Verify that the node name
and device are valid.

VT TERMINATED, PSEUDO
TERMINAL UNAVAILABLE
(VT ERROR 50)

All available pseudo terminals
are currently active.

Try the remote request later.

VT TERMINATED, COULD
NOT FOPEN TERMINAL
(VT ERROR 51)

A file system error has
occurred; the terminal was
not accessible by the VT
program.

Save the Node Management
logfile, and if the problem
reoccurs, see "Submitting an
SR" at the beginning of this
manual.
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VT ERRORS (cont’d)

Message

Meaning/Cause

Action

VT TERMINATED, INVALID
DEVICE FOR SESSION
(VT ERROR 52)

Your session device is not an
acceptable MPE session
device.

Verify the configuration in
SYSDUMP.

NO DEVICE STRING
SPECIFIED FOR
REVERSE-VT

(VT ERROR 53)

The device string was omitted
in the FOPEN or file
equation.

Insert a device string.

INVALID TERMINAL SPEED
FOR REVERSE-VT
(VT ERROR 54)

" The terminal did not respond

since the speed configured in
SYSDUMP and the
hardware-configured speed do
not match.

Set the hardware to the speed
configured in SYSDUMP.

VT TERMINATED BECAUSE
CONNECTION FAILED.
(VT ERROR 55)

The connection to the remote
machine failed either because
the remote’s NS was taken
down (i.e., NETCONTROL
STOP) or the transmission
encountered a problem.

If the remote NS has not gone
down, check the transport
retransmission timers.

SET QUIESE I0Q FAILED
(VT WARN 58)

The ATTACHIO failed with
an abnormal completion code.

See "Submitting an SR" at the
beginning of this manual.

SET $BACK ENVIRONMENT
INFO FAILED
(VT ERROR 59)

Could not set the $BACK info
to the environment table.

Close the DSLINE, re-open
the line, and then initiate a
new remote session.

FAILED TO CLEAR LOCAL
TERMINAL’S FLUSH STATE
(VT ERROR 60)

The local VT failed to clear
the terminal out of the flush
state when the system issued
an I0Q (25). The CI prompt
may be lost if the VT is
operating more than one hop
away and BREAK is pressed.

The flush state will be cleared
if BREAK was pressed. Press
ENTER to get the prompt
back.

MAY 89
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NETWORK SERVICES INFORMATION MESSAGES

These messages, displayed on $STDLIST during the execution of a :DSLINE command, give the user
information about the environment(s) affected by the command. They are held in CATALOG.PUB.SYS,

message set 16 (DS set).

NETWORK SERVICES INFORMATION MESSAGES

Message

Meaning/Cause

envid

500 ENVIRONMENT envum:

The defined or affected environment has been assigned an
environment number envum and environment ID envid.
Envid will be fully qualified with domain and organization
names. The node name for the environment is the same as
the environment ID. If the :DSLINE specified a generic
environment ID, there will be one ENVIRONMENT message
displayed for each affected environment.

envid=nodename

501 ENVIRONMENT envum:

The defined or affected environment has been assigned an
environment number envum and environment ID envid.
Envid will be fully qualified with domain and or-
ganization names. The environment is on nodename, which
is different from envid. If the node is an NS node,
nodename is fully qualified. If the node is a DS/3000 node,
nodename will not be qualified. If the :DSLINE specified a
generic environment ID, there will be one ENVIRONMENT
message displayed for each affected environment.

502 NO ENVIRONMENTS

A :DSLINE with a generic environment ID was executed,
and there were no environments with IDs that matched the
generic ID. The :DSLINE then has no effect.

503 ABORT REMOTE
SESSION ON envid ?

A :DSLINE CLOSE has been issued for an environment that
has a Virtual Terminal remote session. Envid is the
environment ID for the environment. This message expects a
YES (or Y), or NO (or N) response from the user. If the user
replies YES, the remote session will be aborted and the
environment will be closed. If NO, the remote session will
remain and the environment will not be closed. If a
:DSLINE CLOSE with a generic environment is executed,
there will be one ABORT REMOTE SESSION message for
each matching environment with a remote session.

504 PLEASE ANSWER YES
OR NO:

A question (such as ABORT REMOTE SESSION) has been
asked, and the user has replied with something other than
YES or NO. This prompt will be displayed until the user
replies YES, Y, No, or N.
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NETWORK SERVICES INFORMATION MESSAGES (cont’d)

Message

Meaning/Cause

505 KILL RPM PROCESS ON
envid ?

A :DSLINE CLOSE has been issued for an environment that
includes an RPM-created process. Envid is the environment
ID for the environment. This message expects a YES (or Y),
or NO (or N) response from the user. If the user replies YES,
an RPMKILL will be issued for the process, and the close of
the environment will continue. If NO, the RPM process will
remain and the environment will not be closed. If a
:DSLINE CLOSE with a generic environment is executed,
there will be one KILL RPM PROCESS for each matching
environment with an RPM process.

506 GENERIC ENVIRONMENT
envid

A generic environment has been established by a :DSLINE
for the specified envid pattern, which includes wild card
characters @, #, and/or 7. All existing environments with
IDs that match the generic envid will acquire the
characteristics specified in the :DSLINE command. (The
affected environments will be listed.) In addition, all future
environments with IDs that match the generic pattern will
assume the :DSLINE options as defaults. (These default
options can be explicitly overridden, though.) The generic
environment will be in effect until it is reset by a :DSLINE
RESET command.

507 NO GENERIC
ENVIRONMENTS

For a :.DSLINE or :DSLINE SHOW, there are no currently
defined generic environments with IDs that match the
specified pattern.

508 REMOTE SESSION
ABORTED.

During a :DSLINE CLOSE, the ABORT REMOTE SESSION
ON envid? question has been asked, and the reply was yes.
The remote session on the specified environment has been
aborted.

510 TRACE FILE FOR ALL
SERVICES TO envid 1S
filename

See Meaning/Cause for Message #516

511 TRACE FILE FOR VT
TO envid IS filename

See Meaning/Cause for Message #516

512 TRACE FILE FOR NFT
TO envid IS filename

See Meaning/Cause for Message #516

513 TRACE FILE FOR RFA
TO envid IS filename

See Meaning/Cause for Message #516
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NETWORK SERVICES INFORMATION MESSAGES (cont’d)

Message

Meaning/Cause

514 TRACE FILE FOR RDBA
TO envid IS filename

See Meaning/Cause for Message #516

515 TRACE FILE FOR RPM
TO envid IS filename

See Meaning/Cause for Message #516

516 TRACE FILE FOR PTOP

-TO envid IS filename

A :DSLINE with a TRACE=ON or TRACE=OFF option has
been executed. These messages indicate which service to
what environment is being (or has been) traced, and the fully
qualified name of the trace file. There will be one TRACE
message for each TRACE option in the command. If a
:DSLINE with a generic environment ID turns tracing on or
off for a set of environments, there will be one TRACE
message for each environment.
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REMOTE FILE ACCESS ERRORS

The following error codes refer to Network Service Remote File Access over Local Area Network
(NS-Compatible) links. These error codes are also used, with different meanings, for miscellaneous
DS-Compatible errors over point-to-point or X.2$ links. (See "Miscellaneous DS-Compatible Errors"
earlier in this section.)

REMOTE FILE ACCESS ERRORS

Message Meaning/Cause Action

201 ERROR IN ACCESSING Internal inconsistency in table Release the environment and
DSLINE/ENVIRONMENT or in RFA services data set it up again.

TABLE. structures.

204 UNABLE TO System does not have enough See your system manager.
CREATE/EXPAND virtual memory or maximum
EXTRA DATA SEGMENT DST size is too small for this
BUFFERS FOR RFA. RFA application.

205 UNABLE TO Internal inconsistency in See "Submitting an SR" at the
ALLOCATE /MANAGE ASBUFFER'MANAGER beginning of this manual.
BUFFERS FOR RFA. while being used by RFA.

214 ILLEGAL USE OF Node doesn’t exist or node Correct node name.

NODE NAME. name is invalid.

217 NOT ENOUGH STACK the MPE :PREP command Run the program again with

SPACE FOR RFA. allocated the default 2000 additional words
ysMAXDATA or STACK values to allocated in the
the program, which are too s STACK=stacksize
small. parameter of :PREP.

224 FILE EQUATIONS FOR File equations on the remote Correct file equations.
REMOTE FILE machine loop back to the
CONSTITUTE AN local side causing reverse
INFINITE LOOP. RFA.

239 Network Service Tracing malfunction See "Submitting an SR" at the
TRACING beginning of this manual.
MALFUNCTION.

242 INTERNAL ERROR. Myriad possibilities. See "Submitting an SR" at the

beginning of this manual.

246 REMOTE NODE Remote node is no longer Contact the system operator
DISCONNECTED running on the nework. of the remote node.
CONNECTION.
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REMOTE FILE ACCESS ERRORS (cont’d)

Message

Meaning/Cause

Action

249

REMOTE SESSION
ENVIRONMENT COULD
NOT ADOPT RFA
SERVER.

RFA initiation failed.

Ensure that the remote system
is running. If so, then see
“Submitting an SR" at the
beginning of this manual.

255

TRANSPORT ERROR ON
CONNECTION.

Connection aborted by
IPC/transport.

Ensure that the remote system
is running; if so, then see
“Submitting an SR" at the
beginning of this manual.
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REMOTE PROCESS MANAGEMENT ERRORS

RPM errors are (32-bit) integers that are returned in the result parameter of the intrinsics RPMCREATE,
RPMKILL, and RPMGETSTRING when the intrinsic execution fails. (A result of O indicates that the
intrinsic succeeded.) There are two ranges of RPM errors returned by the HP 3000 implementation of
RPM. The first range (0-99) includes generic RPM errors. The second range (100-199) includes errors
specific to the HP 3000 implementation.

REMOTE PROCESS MANAGEMENT ERRORS

Message Meaning/Cause Action
0 NO ERROR Successful execution None
1 NETWORK DOWN The transport is not available Wait until the transport is
for use by RPM. available.
2 ILLEGAL PROGRAM NAME The program namelen Shorten the program name.
LENGTH parameter in an RPMCREATE

call is greater than the
allowed maximum of 256

(characters).
3 ILLEGAL FLAG An RPMCREATE call includes a | Correct the flags parameter.
flags parameter with one or | The defined flags are:
more undefined flag bits set. bit 0 - No dsline
{3000-specific)
bit 1 - Wait until son dies
(3000-specific)
bit 31 - Dependent
4 ILLEGAL OPTION An RPMCREATE call includes Correct the opt parameter.
an opt parameter with one or | The valid options are:
more invalid options. 20000 RPM string
22001-22012,
22100 MPE options
S ILLEGAL OPTION The opt parameter in an Correct the opt format; use
FORMAT RPMCREATE call is not the INITOPT and ADDOPT
formatted correctly. intrinsics to format the opt

array.
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REMOTE PROCESS MANAGEMENT ERRORS (cont’d)

Message

Meaning/Cause

Action

6 INVALID LOGIN

This may be caused by several
conditions relating to the
login (Env) and password
parameters of RPMCREATE:

1. The login parameter is
syntactically incorrect for the
remote machine. For the
3000, the logon syntax is:
user{/userpass]. group
[/grouppass].acct
[/acctpass]]]

2. The password parameter
is syntactically incorrect for
the remote machine. For the
3000, the password syntax is:

[yacctpass)

3. The login and password
are syntactically correct, but
the login (on the 3000, user,
group, or account) is not
defined on the remote
machine.

4. The login and password
parameters do not supply
required passwords for the
login.

S. The login and password
parameters were correct, but
the logon failed for some
reason (on the 3000: jobfence
too high, session limit
exceeded).

Correct the Login and
password parameters, if
necessary. If login and
password are correct,
determine the reason for the
remote logon failure: possibly
wait until the remote logon
resources are available.

7 INVALID PROGRAM
NAME

The program indicated by the
progname (and namelen)
parameters of an RPMCREATE
was not found on the remote
computer.

Correct the progname (and
namelen) parameters, if
necessary. Make sure the
program file exists on the
remote node. Note that, if
the program name is not fully
qualified, the logon group and
account (determined by
login) will be used.
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REMOTE PROCESS MANAGEMENT ERRORS (cont'd)

Message

Meaning/Cause

Action

8 INVALID PROGRAM
DESCRIPTOR

The program descriptor (pd)
parameter of an RPMKILL
contained a program
descriptor that was not
defined on the remote node.
There are two cases in which
this can happen:

1. The pd value was not
generated by RPM on the
remote node. This would
happen if the program
descriptor were incorrect or
corrupted, or the RPMCREATE
that was to return the
descriptor failed.

2. The pd value was
generated for a program on
the remote node, but the
program terminated itself, or
was terminated by an abort or
an RPMKILL. In this case the
program’s descriptor is deleted
when the program terminates,
and a later RPMKILL receives
the Invalid Program
Descriptor error.

Depending on the cause:

1. Correct the program
descriptor. Don’t issue an
RPMKILL when the
RPMCREATE failed.

2. Don'’t issue an RPMKILL if
the created process is supposed
to terminate itself. Don’t
issue more than one RPMKILL
for the same process.
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REMOTE PROCESS MANAGEMENT ERRORS (cont’d)

Message

Meaning/Cause

Action

9 REMOTE PROCESS LIMIT

A resource needed to create
the process is not available.
On a remote HP 3000 (or the
local HP 3000 if the created
process is local), this can
include:

1. Process Control Block entry
for created process

2. stack space for created
process

3. RPM Table entry for
created process

4. pseudo terminal for created
session

On the local HP 3000, some
resources needed for a
process creating a dependent
process may not be available:

5. RPM Table entry for
creator process

6. AFT entry in creator
process’ stack

Wait for the resource(s) to
become available.  If the
Remote Process Limit error
occurs often, resources like
the number of PCB and DST
entries or number of
configured pseudo terminals
may have to be increased.
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REMOTE PROCESS MANAGEMENT ERRORS (cont’d)

Message

Meaning/Cause

Action

10 REMOTE MEMORY
LIMIT

Memory was not available for
storage of data. The possible
reasons for this include:

1. RPM String could not be
stored

2. buffers in the RPM server
could not be allocated

Wait until the resource(s)
become available.

11 PROGRAM ACCESS
ERROR

The program to be created by
an RPMCREATE could not be
accessed. This may be due to
one of the following reasons:

1. The program file is secured
against access from the login
user and account.

2. The program file hasa
lockword that was not
specified in progname.

3. The program name in
progname is not syntactically
correct.

Depending on the cause:

1. Change the program file’s
security or the Login user
and account to allow Execute
access to the program.

2. Insert the program file’s
lockword into the progname
parameter. The syntax is:
progname/lockword
[.group[.acct]]

3. Correct the syntax of the
progname.

12 UNKNOWN ERROR

Internal software error. For
example, the RPM Table
(which is always supposed to
be there) was not found.

See "Submitting an SR" at the
beginning of this manual.

13 PROTOCOL ERROR

An RPM message is incorrect
or has been corrupted.

Turn on tracing for RPM and
submit an SR.

14 NETWORK ERROR

An error occurred in using a
transport connection to send
or receive an RPM message.
The transport error will be
logged by Network
Management logging, log class
6, subclass S.

Examine the log file and
submit an SR.
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REMOTE PROCESS MANAGEMENT ERRORS (cont’d)

Message

Meaning/Cause

Action

15 INCOMPATIBLE
VERSIONS

The versions of the RPM
software on the local and
remote computers are
incompatible.

Check the versions of the
RPM software on the local
and remote computers. On a
3000, the RPM version can be
obtained by running
NMMAINT.PUB.SYS, or by
:NSCONTROL VERSION=MOD.
The RPM version is listed as
ASRPMVERS. Update the
software on the local or
remote nodes to compatible
versions.

16 UNSUPPORTED OPTION

A legal option specified in the
opt parameter of the
RPMCREATE is not supported
by the remote RPM software.

Modify the option, or update
the remote RPM software to a
version that supports the
option.

17 RPMCREATE LENGTH
ERROR

An RPMCREATE resulted in a
message that could not be
handled by the remote node
RPM software.

Decrease the size of the
RPMCREATE message by
shortening the program name
or the lengths of options.

18 ILLEGAL OPTION
PARAMETER

The value of an option in the
opt parameter of an
RPMCREATE was invalid.

Check the options for
validity. In some cases (like
the Initial Stack Size option),
the option value might exceed
maximum configured limits
for the remote system.

19 INVALID NODE NAME

The node name specified by
the location and loclen
parameters of an RPMCREATE
call is not a valid node. It
may be syntactically
incorrect, or it may not be
defined in the network.

Correct the Location and
loclen parameters.
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REMOTE PROCESS MANAGEMENT ERRORS (cont’d)

Message

Meaning/Cause

Action

20 NO RPM STRING

A program called the
RPMGETSTRING intrinsic, but
there was no RPM string to be
passed to the program. This
could be caused by:

1. The program was not
created by an RPMCREATE
(but by a :RUN, CREATE, or
CREATEPROCESS).

2. The creating process did
not pass an RPM string in the
opt parameter in its
RPMCREATE call.

3. The created process has
called RPMGETSTRING more
times than the number of
RPM strings passed by the
creating process.

Either add the RPM string to
the creating process’
RPMCREATE call, or remove
the RPMGETSTRING from the
created program.

22 REMOTE SON ABORTED

The remote process
terminated abnormally.

Check the remote program to
ascertain what caused the
premature termination.

100 INSUFFICIENT STACK
SPACE

The program calling
RPMCREATE, RPMKILL, or
RPMGETSTRING could not
expand its stack to
accommodate the
requirements of the RPM
software.

Increase the stack size and/or
maxdata of the program and
rerun.

101 NOT AT THE STACK

RPMCREATE, RPMKILL, or
RPMGETSTRING was called
when the DB register was not
at the process’ stack ("split-
stack mode").

Switch the DB register to the
process stack before calling
any RPM intrinsic.
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REMOTE PROCESS MANAGEMENT ERRORS (cont’d)

Message

Meaning/Cause

Action

102 PARAMETER OUT OF
BOUNDS

A parameter for an
RPMCREATE, RPMKILL, or
RPMGETSTRING call was not
fully within the stack of the
calling process.

Check each parameter of the
call to make sure it is between
the DL and S registers. For
arrays, also check that the end
of the array (beginning +
length) is also between DL
and S.

103 PROGRAM DOES NOT
HAVE PH
CAPABILITY

A program without PH
(Process Handling) capability
called RPMCREATE or
RPMKILL.

: PREP the program with
CAP=PH... and rerun. (Only
users with PH capability can
: PREP a program with
CAP=PH.)

104 REQUIRED
PARAMETER
OMITTED

A required parameter for
RPMCREATE or RPMKILL has
been omitted. The required
parameters are:

RPMCREATE

- progname

- namelen

RPMKILL

- pd

Add the required parameter
to the call.

106 RPM OR PTOP
PROCESS AT location

An RPM- or PTOP-created
process already exists in the
remote session specified by the
Location parameter.

Because of the design of the
RPM and PTOP services, only
one RPM or PTOP process can
exist in a remote session.

Terminate the first RPM or
PTOP process, or change the
location to a different
remote session. By means of
the environment facility of
Network Services, it is possible
to have more than one remote
session on the same remote
node. Use :DSLINE commands
to set up the environments;
for example:

+DSLINE S1=NODE

:DSLINE S2=NODE

Then use the different
environment ids (S1 and S2)
in the location parameter
of the RPMCREATE(s) (and of a
POPEN).
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REMOTE PROCESS MANAGEMENT ERRORS (cont’d)

Message

Meaning/Cause

Action

107 LOGON TIME oOuT

The logon of the remote
session for an RPMCREATE did
not complete in a set amount
of time. This time can be set
by the Logon TimeOut option
in an RPMCREATE; if the
Logon TimeOut is not set, a
default of 1 hour (3600.0
seconds) is used.

Increase the timeout with the
Logon TimeOut option; the
timeout depends on factors
like the load on the remote
system and set-up and
execution time of UDCs for
the remote session. But be
forewarned that it is possible
to have a logon UDC that
never completes (for example,
one that runs a program that
does not terminate), so in this
case no logon timeout is
sufficient.

108 LOCAL RPM SERVICE
NOT STARTED

The local RPM service
(RPML) has not been started,
or has been stopped and
aborted.

Start the local RPM service
with :NSCONTROL
START=RPML or :NSCONTROL
START. (Only users with NM
capability can use the
:NSCONTROL command.)

111 RPMDAD CREATE ERROR

The remote node was unable
to create the RPMDAD process.

Check to verify that
RPMDAD. PUB. SYS exists on
the remote node. Also check
that the process limit has not
been exceeded on the remote
node.

113 BAD RPMCONTROL
STATE

RPMCONTROL was unable to
suspend the remote process.
Possible reasons include;:

1. System process had
impeded the remote process.

2. Process is waiting for a
system resource.

Cal]l RPMCONTROL again with
the suspend option, or attempt
to use another method of
synchronization such as
NetIPC.
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NETWORK TRANSPORT PROTOCOL ERRORS

The following errors are returned by Transmission Control Protocol (TCP) and Packet Exchange Protocol
(PXP) as the 32-bit integer "PMERR" parameter in calls to IPCCHECK. They are also found in the

“parm" field of the TCP/PXP Statistics, PM Deactivated and PM Deactivated with Error logging entries.

NOTE

The Network Transport is technically not part of network services; it is a

subsystem of the NS links.

available to you the user.

However it is included here because it is

NETWORK TRANSPORT PROTOCOL ERRORS

Message

Meaning/Cause

Action

0 NO ERROR

IPCCHECK has been called
when no PMERR has
occurred. Also returned
when a connection or socket is
closed at the local user’s
request. This code is also
returned when a connection is
shut down gracefully at either
end.

None.

1 INTERNAL ERROR

An internal error, e. g.
corrupted data structures, has
been detected.

See "Submitting an SR" at the
beginning of this manual.

2 MAX SOCKETS OPEN

Maximum number of call
sockets allowed by TCP are
currently open.

Configure a greater number
of connections in the TCP
configuration screen.

3 SHUT PENDING

Protocol module (PM) had
previously returned an error
stating that a socket should be
closed, however the user still
attempted to access that
socket.

Close the socket.
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NETWORK TRANSPORT PROTOCOL ERRORS (cont’d)

Message Meaning/Cause Action

4 NODE SHUT PENDING User attempted to open or use Close the socket.
a socket after a
NETCONTROL STOP had
been issued.

S PORT CREATE FAILED Protocol module (PM) failed Ensure that enough Data
in an attempt to create a Segment Tables Entries
port. (DST’s) are configured . If so,

then see "Submitting an SR"
at the beginning of this

manual.

6 LOCAL FAILURE PM detected a protocol error See "Submitting an SR" at the
and aborted the connection. beginning of this manual.

7 MAXIMUM CONNECTIONS Maximum number of Configure a greater number

OPEN connections allowed by TCP of connections in the TCP
are currently open. configuration screen.

8 REMOTE ABORT The remote side of the TCP TCP returns this error code
connection has closed the normally, whenever the
connection. However, this remote session is aborted (as
does not imply that the opposed to gracefully closed.)
shutdown was caused by an The local side of the
error condition. connection receives no clues

to the reason for the remote
session’s closure. If you
suspect a remote error then
examine the remote node’s
Node Managment (NMLGxaxxx)

logfile.
9 PACKET SECURITY Security/Precedence fields of See "Submitting an SR" at the
MISMATCH the received packet do not beginning of this manual.
agree with fields of the local
TCP.
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NETWORK TRANSPORT PROTOCOL ERRORS (cont’d)

Message

Meaning/Cause

Action

10 RETRANSMISSION

TIMEOUT

A packet was transmitted the
maximum number of times,
yet the PM has not received
acknowledgement. Timeouts
are caused by several
conditions:

Unacknowledged packets
outstanding to a remote node
which closed or whose
transport has not been

started. Excessive system loads
during the connection set-up
stages. Packets lost due to
congestion or lack of buffers
on the remote node.

Ensure that the remote node
is up and that its transport
has started. If so, then take
one of the following actions:
TCP connection set-up may
fail when the remote node is
heavily loaded. If this
problem persists, configure a
larger "Initial Retransmission
Interval” in the TCP
configuration screen. PXP
may also Time Out when the
remote node is heavily loaded.
If this problem persists,
configure a larger
"Retransmission Interval” in
the PXP configuration screen.
Execute SHOWCOM command
on remote node and examine
BUFF OVERFLOWS field.
Occasional buffer overflows
do not signify a problem.
However, if buffers have
overflowed often, or if a series
of SHOWCOMs executed over
several minutes show that
field is increasing, see
“Submitting an SR." Examine
remote node’s console and log
file. If Internet Protocol (IP) is
logging "Unable to Deliver
Packet" messages then
configure more inbound
buffers in remote node’s link
configuration data screen. If
none of the above conditions
apply, increase TCP
retransmission interval
upperbound or maximum
retransmissions parameter.
Increase these values in TCP
configuration screen. If all
else fails see "Submitting an
SR."
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NETWORK TRANSPORT PROTOCOL ERRORS (cont’d)

Message

Meaning/Cause

Action

11 CONNECTION
ASSURANCE TIMEOUT

TCP has not received
acknowledgment of its
connection assurance (CA)
packets. CA packets are sent
at intervals over any idle
connection to ensure that the
remote node is operating.
Causes for this error message
are the same as those for error
10.

Essentially the same as error
10. If reconfiguration is
required, the user should
increase the CA maximum
number and CA
retransmission interval.

13 DESTINATION NOT
FOUND IN IP "DIRECTLY
CONNECTED NETWORK"
TABLE

Network Interface not started
on local node or the address is
incorrect in the network
directory or configuration
file.

Ensure that both local and
remote networks are started
with the :NETCONTROL
command. If so, check that
the home addresses of local
and remote configuration files
both specify the same IP
network number. Also check
local network directory.

14 NO AVAILABLE PATH
DESCRIPTORS

User has exceeded the
configured number of path
descriptor elements.

Configure more outbound
destinations in the Global
configuration screen of the
NETXPORT branch.

15 LOOPBACK NETWORK NOT
STARTED

User attempted to use the
loopback network when it had
not been started.

Use the :NETCONTROL
command to start the
loopback network interface.

16 PXP REQUEST FAILURE

A PXP protocol failure has
been detected.

See "Submitting an SR" at the
beginning of this manual.
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NETWORK TRANSPORT PROTOCOL ERRORS (cont’d)

Message

Meaning/Cause

Action

17 PROBE OR DIAL ID
FAILURE.

The Probe or DIAL ID failure
occurred. If the connection
was attempted over a LAN an
error will be logged to the
console (See Probe logging
location codes). If connection
was attempted over a
point-to-point link then the
Dial ID protocol will have
logged an error to the console.
(See Dial ID logging location
codes).

Refer to the appropriate
logging location code section
(Probe or Dial ID) and follow
that action.

18 DIAL REQUEST WAS
REJECTED BY THE
OPERATOR.

Connection was attempted
over a point-to~point link
that request manual dialing
by the console operator. The
operator then replied 'no’ to
the dial request message on
the console. (The protocols
map path result error 21 into
this PMERR).

None.

19 DUPLICATE CONNECTION
REQUESTED.

User attempted to open a

connection that already exists.

Ensure the user code does not
have multiple IPC connect
calls with the same socket
address.

20 ERROR DETECTED ON
LINK DEVICE.

An error was detected on the
link device (LANIC, INP,
etc.). (The protocols map
path result error 22 into this
PMERR).

Refer to the section on
investigating link problems in
the Introduction Section of
this manual.

21 BUSY/NO ANSWER/WRONG
NUMBER.

The link device detected one
of these conditions when ‘
attempting to dial a remote
system. (The protocols map
path result error 23 into this
PMERR).

Determine why the remote
system could not be dialed.
The remote system could be
down or the remote link could
already be in use by another
system.
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NETWORK TRANSPORT PROTOCOL ERRORS (cont’d)

Message

Meaning/Cause

Action

22 DEVICE CLOSED.

The device was closed by the
operator via :NETCONTROL
DELLINK. (The protocols
map path result error 24 into
this PMERR).

Re-enable the link via
:NETCONTROL ADDLINK.

23 DIAL REQUEST
PENDING, PLEASE WAIT
AND TRY AGAIN.

Another user has caused the
outbound link to establish
connection via dial-up. This
message will occur in the time
window starting when actual
connection to the remote
system is initiated to when
DIAL ID protocol has finished
its handshake. (The protocol
maps path result error 25 into
this PMERR).

Re-attempt connection after
dial-up has completed for the
other user.

24 PATH VERIFY ERROR.

The connection was aborted
because a link error occurred
on the dial link. This error
can occur only on connections
that are over dial-up links.
(The protocol maps path result
error 26 into this PMERR)

Re-establish the connection
via REMOTE HELLO,
DSCOPY, etc.

25 FASTPATH LAN DOWN.

The LAN link was down
when TCP attempted to send
an outbound packet.

Refer to the section on
investigating the link in the
Introduction section of this
manual.
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FPARSE ERROR MESSAGES

An FPARSE error code is a 32-bit negative integer returned in the result parameter of the FPARSE
intrinsic. The FPARSE intrinsic parses a file designator to determine if it is syntactically correct. If so,
then the result parameter returns a positive value. For more FPARSE information, see the "Remote File
Access" section of the NS3000/V User/Programmer Reference Manual.

FPARSE ERROR MESSAGES
FPARSE error codes Meaning/Cause
-1 Bad item values
-2 Parameter bounds violation
-3 Illegal delimiter--misuse of ".", /" or "
-4 User specified only one of items array or vector array.
-5 Illegal item value in items array
-6 Item list not terminated by the O terminator
-7 Undefined system file
-8 "*FDesig" has lockword specified
-9 NS not present, but user specified envid
-101 First character of filename not alpha
-102 Filename expected in the string
-103 Filename identifier too long
-104 First character of lockword not alpha
-105 Lockword expected in the string
-106 Lockword identifier too long
-107 First character of groupname not alpha
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FPARSE ERROR MESSAGES (cont’d)

FPARSE error codes Meaning/Cause
-108 Groupname expected in the string
-109 Groupname identifier too long
-110 First character of accountname not alpha
~-111 Accountname expected in the string
-112 Accountname identifier too long

-113

First character of envidname not alpha

-114

Envidname expected in the string

-115

Envidname identifier too long
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NODE MANAGEMENT SECTION

seeran
ERROR MESSAGES | 3 |

The Network Manager uses Node Management Services (NMS) to configure, initialize, and maintain
NS3000/V on the HP 3000. The Node Management Services messages are arranged as follows:

e NETXPORTERR messages are returned to $STDLIST when executing the :NETCONTROL
command. The :NETCONTROL command initiates, terminates, and controls the operation of
the Network Transport subsystem of the links.

¢ NMCNERR messages are written to the console by NMMON and NMLOGMON. NMMON
and NMLOGMON are internal processes of the Node Management Services subsystem..

e NMDUMP messages are returned to $STDLIST when initiating NMDUMP, the NMS
Trace/Log File Analyzer. NMDUMP formats logging and tracing records stored on disc files.
See the "Log and Trace Files" section in Volume II of the NS3000/V Network Manager
-Reference Manual for information on NMDUMP.

o NMERR Messages, NMFSERR Messagess and NMGRERR Messages. @NMGRERRs are
returned in the message field of the NMMGR Open Configuration Screen. NMERRs and
NMFSERRSs are lower-level messages displayed in the Error Information Screen of NMMGR
utility. See “The Error Information Screen" later in this section for details. For a description
of NMMGR see the "NMS Configurator (NMMGR)" section in Volume I of the NS3000/V
Network Manager Reference Manual. NMERRs are also returned by other subsystems when
the subsystems encounter errors using Node Management Services.

e NDIERR messages are returned in the message field of the Network Directory Main, Network
Directory Select Node Name, and Network Directory Data Configuration screens. These
errors can occur as a result of issuing commands from the maintenance mode interface. See
the "Network Directory" section in Volume I of the NS3000/V Network Manager Reference
Manual for more information.

e NMGRVER messages are returned to $STDLIST when running the NMMGRVER conversion
utility of NMS. NMMGRVER converts a configuration file created with earlier versions of
NMMGR to the format required by NMMGR version A.01.00. See Appendix C in Volume I
of the NS3000/V Network Manager Reference Manual for more information on the
NMMGRVER conversion utility.

o NCMS messages are returned by the Network Control Management Server (NCMS). These
messages can be displayed on the console if you have the OpenView NS Monitor applications,
OpenView Core software, and the Network Control Server (NCS) software (provided with
FOS), installed and active on your network. See the OpenView NS Monitor Applications
Manager's Guide (part number 32051-90002) for more information.
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Node Management Error Messages

e NCSCONTROL messages can be returned to the console after you have issued an NCSCONTROL
; command. NCSCONTROL controls whether or not a node is monitored using the OpenView NS
W\\ Diagnostic Monitor and/or OpenView NS Performance Monitor Applications. See the
OpenView NS Monitor Applications Manager's Guide (part number 32051-90002) for more

information.

e NSCONTROL messages are DSERR messages returned to $STDLIST by the :NSCONTROL
Command. :NSCONTROL initiates, terminates, and controls the operation of the Network
Services subsystem of NS3000/V.

e VALERR messages are returned to $STDLIST as a result of using the configuration validation
screen of NMMGR. See the NS3000/V Network Manager Reference Manual for information
on using this screen.
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NETCONTROL ERRORS (NETXPORTERRS)

NETCONTROL ERRORS (NETXPORTERRS)

Message

Meaning/Cause

Action

TRANSPORT NOT ACTIVE.
(NETXPORTWARN 0001)

Issued :NETCONTROL
STATUS command on inactive
transport.

Issue :NETCONTROL START.

TRACE FILE IS !. Informative message. None.
(NETXPORT 2000)
TOO MANY PARMS IN Certain NETCONTROL Check NS3000/V Network

COMMAND LINE.
(NETXPORTERR 4000)

functions and entities are
mutually exclusive and cannot
be combined on the same
command line. Multiples of
the same function are not
allowed.

Manager Reference Manual
for proper syntax. Correct
and retry.

EXPECTED START KEYWORD
(NETXPORTERR 4001)

Transport has not been
started, start command needs
to be issued.

Issue NETCONTROL START
command.

EXPECTED STATUS KEYWORD
ALL
(NETXPORTERR 4002)

Typographical error.

Type the word ALL after
STATUS=. Correct and retry.

EXPECTED SEMICOLON
(NETXPORTERR 4003)

Typographical error. There
must be a blank between
NETCONTROL and the first
entity or function on the
command line. All following
entities or functions must be
separated by semicolons.

Check NS3000/V Network
Manager Reference Manual
for proper syntax. Correct
and retry.

INVALID NETCONTROL
KEYWORD:

EXPECTED START, STOP,
TRACEON, TRACEOFF,
MONON, MONOFF, STATUS,
VERSION, NET, OR NI.
(NETXPORTERR 4004)

Only the keywords listed are
allowed.

Check the NS3000/V
Network Manager Reference
Manual for proper syntax.
Correct and retry.

EXPECTED COMMA.
(NETXPORTERR 4005)

Trace options are positional.
They must be separated by
commas.

Check the NS3000/V
Network Manager Reference
Manual for proper syntax.
Correct and retry.
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NETCONTROL ERRORS (NETXPORTERRS) (cont’d)

Message

Meaning/Cause

Action

EXPECTED EQUAL.
(NETXPORTERR 4006)

For TRACEON=Type, the type
is a required parameter, one
of HD,M,BNS.

Check the NS3000/V
Network Manager Reference
Manual for proper syntax.
Correct and retry.

EXPECTED LINK NAME.
(NETXPORTERR 4007)

A :NETCONTROL LINK
command was entered
without a corresponding
configured link name.

Re-enter the command with
an appropriate link name
from the configuration file.

KEYWORD SPECIFIED
REDUNDANTLY .
(NETXPORTERR 4008)

Certain NETCONTROL
functions and entities are
mutually exclusive and cannot
be combined on the same
command line. Multiples of
the same function are not
allowed.

Check the NS3000/V
Network Manager Reference
Manual for proper syntax.
Correct and retry.

BOTH START AND STOP
ISSUED.
(NETXPORTERR 4009)

Both parameters not allowed
in a single :NETCONTROL
command.

Pick appropriate command.
Correct and retry.

TRACE ENTITY SPECIFIED
REDUNDANTLY.
(NETXPORTERR 4010)

Certain NETCONTROL
functions and entities are
mutually exclusive and cannot
be combined on the same
command line. Multiples of
the same function are not
allowed.

Check the NS3000/V
Network Manager Reference
Manual for proper syntax.
Correct and retry.

INVALID TRACE TYPE.
EXPECTED COMBINATION
OF D,H,M,B,N,S.
(NETXPORTERR 4011)

Usually a typographical error.
Recommended combination
for trace type is HMD.

Check the NS3000/V
Network Manager Reference
Manual for proper syntax.
Correct and retry.

INVALID TRACE
DESTINATION.

EXPECTED DISC OR TAPE.
(NETXPORTERR 4012)

Usually a typographical error.
DEFAULT: Disc.

Check the NS3000/V
Network Manager Reference
Manual for proper syntax.
Correct and retry.

INVALID FILE NAME.
(NETXPORTERR 4013)

Usually a typographical error.

Check the NS3000/V
Network Manager Reference
Manual for proper syntax.
Ensure file exists. Correct
and retry.
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NETCONTROL ERRORS (NETXPORTERRS) (cont’d)

Message

Meaning/Cause

Action

INVALID RECORD SIZE,
MUST BE > 5 AND < 1024.
(NETXPORTERR 4014)

Trace file record size specified
in command line parameter is
too large or too small.

Correct with valid value;
retry.

INVALID FILE SIZE,
MUST BE > THAN 32
AND < 32000,

(NETXPORTERR 4015)

Trace file size specified in
command line parameter is
too large or too small.

Correct with valid value;
retry.

CONTROL PROCESS NOT
STARTED (NMERR= ! )
(NETXPORTERR 4016)

User issued a command when
the transport was not active.

Issue :NETCONTROL START.
Then retry command.

DATA DICTIONARY FULL,
TRY AGAIN.
(NETXPORTERR 4017)

Data dictionary full.

Wait, then reissue command.
If the problem persists, then
see "Submitting an SR" at the
beginning of this manual.

EXPECTED STOP KEYWORD.
(NETXPORTERR 4018)

User typed an illegal
command. NET=niName
must be combined with
START or STOP.

Check NS3000/V Network
Manager Reference Manual
for proper syntax. Correct
and retry.

BAD NAME. NAME

MUST BE ALPHANUMERIC
WITH FIRST CHARACTER
ALPHA.

(NETXPORTERR 4019)

Usually a typographical error.
Only valid MPE filenames
allowed.

Correct name using an
alphanumeric character for
the first character, and retry
command.

CONTROL PROCESS
TIMEOUT,

TRY AGAIN.
(NETXPORTERR 4020)

Usually a temporary timeout
on a loaded system.

Wait and try again; if

problem persists, then see
“Submitting an SR" at the
beginning of this manual.

TRACE OPEN ERROR.
(NETXPORTERR 4021)

Usually, you're trying to open
a trace on an already opened
trace file.

Ensure that the trace file
exists and is open. If it exists
and is not open, then see
“"Submitting an SR" at the
beginning of this manual.

TRANSPORT IS ACTIVE,
CONFIGURATION FILE
IS NOT ALLOWED.
(NETXPORTERR 4022)

The configuration file may
only be specified on the
initiation command that
creates the control process.

Shut down the transport;
then issue the command
NETCONTROL START; with
CONF=filename.
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NETCONTROL ERRORS (NETXPORTERRS) (cont’d)

Message

Meaning/Cause

Action

BAD DEBUG VALUE,
EXPECTED

SET(0-31) OR RST(0-31).

(NETXPORTERR 4023)

Invalid DEBUG value

The DEBUG keyword
command is not for customer
use. Contact your HP
representative.

BOTH MONON AND MONOFF
ISSUED.
(NETXPORTERR 4024)

The MONON and MONOFF
parameters cannot appear on
the same command line.

Pick the appropriate MON
parameter; reissue the
¢:NETCONTROL command.

NET NOT ALLOWED WITH
PROT.
(NETXPORTERR 4025)

The two entities (NET and
PROT) cannot be used
together.

Pick appropriate entity and
reissue command.

EXPECTED VERSION
KEYWORD MOD.
(NETXPORTERR 4026)

User typed an illegal
command.

Type word MOD after
VERSION=.

PARAMETER NOT
ALLOWED WITH STOP.
(NETXPORTERR 4027)

Only NET=niName is allowed
with STOP.

Check NS3000/V Network
Manager Reference Manual
for proper syntax. Correct
and retry.

FOPEN FAILED ON
NETMSG.NET.SYS.
(NETXPORTERR 4028)

Usually appears with an MPE
command.

Fix the MPE error. Ensure
that the NETMSG file exists; if
it does, then see “Submitting
an SR" at the beginning of
this manual.

MESSAGE CATALCG ERROR
ON NETMSG.NET.SYS
(NETXPORTERR 4029)

Usually appears with an MPE
command.

Fix the MPE error. Ensure
that the NETMSG file exists; if
it does, then see "Submitting
an SR" at the beginning of
this manual.

GATE + NET FUNCTIONS
ENTERED, ONLY ONE
ALLOWED. (NETXPORTERR
4030)

You entered both the Gate
and Net options in the
:NETCONTROL command.
This is not permitted.

Determine which function
should be used and re-enter
the command with either the
Gate or Net option set, but
not both.

TRACEON + TRACEOFF NOT
ALLOWED ON SAME LINE.
(NETXPORTERR 4031)

Both the traceon and traceoff
options were entered in the
:NETCONTROL command.
This is not permitted.

Determine which function
should be used and re-enter
the command with either the
traceon or traceoff option set,
but not both.
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NETCONTROL ERRORS (NETXPORTERRS) (cont’d)

Message

Meaning/Cause

Action

OBJECT REQUIRED FOR
ONE OR MORE
FUNCTION KEYWORDS.
(NETXPORTERR 4032)

Certain NETCONTROL
functions and entities are

mutually exclusive and cannot

be combined on the same
command line. Multiples of
the same function are not
allowed.

Check NS3000/V Network
Manager Reference Manual
for proper syntax. Correct
and retry.

NO FUNCTION
KEYWORD ENTERED.
(NETXPORTERR 4033)

User typed an illegal
command. Specifying an
entity requires a function to
act on it.

Check NS3000/V Network
Manager Reference Manual
for proper syntax. Correct
and retry.

TRACE PREVIOUSLY
ENABLED.
(NETXPORTERR 4034)

Informative message.

None.

ENTITY WAS NOT TRACING.
(NETXPORTERR 4035)

Informative message.

None.

MONITOR PREVIOUSLY
ENABLED.
(NETXPORTERR 4036)

Informative message.

None.

ENTITY WAS NOT
MONITORING.
(NETXPORTERR 4037)

Informative message.

None.

VERSION ERROR : VERSION
PARAMETER ALLOWED ONLY.
(NETXPORTERR 4038)

Either there is no version
stamp, or the software
installation is bad.

See "Submitting an SR" at the
beginning of this manual.

INTERNAL FIX NUMBERS
DIFFER. (NETXPORTERR
4039).

The version numbers of the
Network Transport software
modules do not match.
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