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I
INTRODUCTION

1.1 SCOPE AND PURPOSE OF THE DOCUMENT

This product manual describes the hardware and firmware of
the Type DCM9106 High-Level Data Link Control (HDLC) Adapter.

The theory of operation for the HDLC, presented in Section II,
provides a description of the functional hardware elements and
their application and analyz~- the operation of these elements at
the detailed level presented in the logic block diagrams. These
are found in the Type DCM9106 HDLC Adapter Reference Manual,

Order No. FN13. Programming and medium information is presented
to aid in understanding the HDLC adapter hardware description. To
obtain programming details, refer to the Level 6 Minicomputer
Handbook, Order No. AS22 or the Peripherals Handbook, Order No.
ATO4. :

A description of the HDLC adapter firmware is presented in
Section III; a description of and flow charts for the HDLC adapter
are also included in Section III of this manual. '

1.2 ADAPTER GENERAL DESCRIPTION

The Type DCM9106 High-~Level Data Link Control (HDLC) Adapter,
one of a series of Communications-Pacs, is a solid-state module
used with a Multiline Communications Controller (MLC) to control a
single communication line in the Model 6/34, 6/36, or 6/43 config-

- uration of the Series 60 Level 6 computer system. The HDLC sub-

system, whose attachment configuration is illustrated in Figure
1-1, can transmit to or receive data from a remote piece of Data
Terminal Equipment (DTE). :

HONEYWELL PROPRIETARY AND CONFIDENTIAL
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The HDLC adapter consists of Dual In-Line Packages (DIPs)
mounted on a single-size Series 60 Level 6 board (BD2DLC) utilizing

printed wiring assembly (PWA) techniques.
mounted on the MLC package using its two 25-pin in-line connectors.

The HDLC adapter is

SERIES 60 LEVEL 6 MEGABUS

CPU MLC MEMORY
)
‘ -
COMM. COMM. COMM.
ADAPTER ADAPTER | ADAPTER HOLC
: !
A4
THESE ADAPTERS CAN BE HDLC OR
ANY OTHER TYPE COMMUNICATION
ADAPTER
Y
DCE DCE
(LoCAL) f=—F5—] (ReMOTE)
T
DTE
(REMOTE)

Figure 1-1 HDLC System Block Diagram
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1.3 FUNCTIONAL DESCRIPTION

The HDLC adapter contains the communication-line-specific
hardware and firmware for control of a single synchronous clocked
data communication line. The HDLC provides for independent
transmit and receive of data, with individual transmit and receive
character sizes and either half-duplex or full-duplex operation.
Data characters of five bits through eight bits can be transmitted
or received, and this byte size is dynamically controlled by the
Channel Control Programs (CCPs) stored in the MLC random access
memory (refer to subsection 2.1). The format of the data for
transmit and receive operations is in frames and is discussed in
subsection 2.4.1 of this manual.

The HDLC adapter hardware is configured to handle a four-bit
data structure rather than the nominal eight-bit data structure.
The only area in which the HDLC is required to deal with eight-
bit data structures is at the HDLC/MLC data line interface (see
Figure 1-2). During discussions of the HDLC adapter hardware,
any four-bit data structure is referred to as a "byte," and any
eight-bit data structure (at the interface level) is called a
"word".

1.3.1 Multiline Communications Controller (MLC)

The MLC is a microprogrammed communication line control unit
which supports via the HDLC adapter a synchronous clocked data
communication line. The majority of the firmware portion of the
MLC is generalized to facilitate its application as a control
element for various types of communication line adapters. The
MLC performs the following general purpose control functions:

® Execution of Series 60 Level 6 Megabus* network sequences
Command decoding

)

e Status and control register storage

e Data information multiplexing to adapters
°

Execution of CCPs to accomplish transmit or receive
operations '

® Generation of data verification information
® Checking of data verification information.

1.3.2 HDLC Adapter

The HDLC adapter supports a single synchronous clocked data
communication line through the application of the firmware and
hardware located on the adapter. The HDLC adapter performs the
following communication-line-specific functions:

® Controls communication line interface dialogues

® Generates various types of control sequences for
transmission

*Trademark of Honeywell Information Systems Inc.

HONEYWELL PROPRIETARY AND CONFIDENTIAL
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® Recognizes various types of control sequences on réceive

® Supplies and deletes zeros as necessary to pfcv1de data
field transparency (refer to subsection 2.4.1)

'® Supplies data and status information to thé MLC

® Provides for data to be wrapped from the MLC to the
communication line interface and back to thée MLC for test

purposes.

1.3.3 - Attachable Communication Equipment

The type of communication equipment which can be attached to

the HDLC must be able to receive and transmit data across an
interface (see Figure 1-2) in a bit serial manner in the format

illustrated in Figure 2-7. The communication equlpmeﬁt must also

supply the timing required for both transmit and receive opera-
tlons and the necessary control signals for HDLC operation.

CONTROL LINES (11)

CONTROL LINES (7)

MLC

ADAP. DATA IN (8)

M

MLC DATA OUT (8)

M

HDLC
ADAPTER

~ CONTROL LINES (4)

CONTROL LINES (6)

SERIAL RECEIVE DATA (I)V

SERIAL TRANSMIT DATA (1)

Figure 1-2 MLC/HDLC Adapter/DCE Interfaces
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1.4 OPERATIONAL SUMMARY

Each communication line attached to the MLC by way of the
HDLC adapter (or other communication. adapters) is addressable by
software via channel numbers. A line has two channel numbers
assigned, differing only in the low-order bit position (called
the direction bit). When an I/0O Load instruction for a line is
accepted, the direction bit of the channel number specifies if
this is an input (receive) or output (transmit) data transfer.
The following indicates the composition of a channel number, where
bits 0 through 5 are assigned at system installation.

CHANNEPANUMBER

COMMUNICATION
LINE NUMBER |

0| 1] 2]3|14|56]7]|81]9

~ 7

SWITCH-SELECTABLE . LDIRECTION BIT
MLC IDENTIFIER 0 - RECEIVE
(INPUT)

1 - TRANSMIT

(OUTPUT)

Software usability of the communication lines attached to the
MLC is such that the channels are, in general, independent of one
another. For example, a transmit o¢peration of the HDLC communi-
cation line is not dependen. c. the activity of the other HDLC
channel (receive channel) except that the MLC can possibly stall
the initiation of a command sequence to one channel while the
MLC is busy servicing another channel. :

The MLC contains a set of software-loadable random access
memory locations in which the Channel Control Programs (CCPs),
for controlling the transmit or receive operation on each line,
are stored. Commands addressed to a nonbusy HDLC channel are
always accepted by the MLC and the CCP stored in the random
access memory for that channel is executed under control of the
MLC firmware. The CCP is responsible for setting HDLC control
information, transferring data to or from the HDLC, and examining
adapter status prior to each data transfer. Upon completion of
the operation, adapter status is used to update the MLC status for
the channel, and the software is informed of the results of the
operation. .

HONEYWELL PROPRIETARY AND CONFIDENTIAL
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1.5 REFERENCE DOCUMENTS

The information contalned in the following documents will
facilitate an understanding of the HDLC adapter and the system of
which it is a part.

TITLE PART NQ. Qaaggwgo.
Model 34/36 System Manual 71010200-200  FL35
Type MLC9101 MLC Manual 71010230-100 PL48
Type DCM9106 HDLC Adapter 71010405-100 FN87
Reference Manual

Circuits Description 71010206-200 FL47
Reference Manual ‘

Power System Manual ~71010290-200 FL34
Series 60 Level 6 N/A ATO04
Peripherals Manual :

Series 60 level 6 N/A AS22
Minicomputer Handbook

Level 6 Checkout and N/A AW94
T&V Manual ’

" 1-6
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Il
THEORY OF
OPERATION

The High Level Data Link Control Adapter (HDLC), in conjunc-
tion with the MLC, is a software- and firmware-controlled communi-
cation line peripheral device adapter. The HDLC, when attached to
the MLC, controls input and output (transmit and receive) opera-
tions. :

The HDLC adapter containe all the communication-line-specific
hardware as well as storage :ior the firmware which is necessary
for the functional implementation of data transfer or control
sequences of which the Data Communication Equipment (DCE) is
capable. The HDLC adapter hardware is divided into five major
logic components: MLC control logic, transmit data and control
path, microprogram control memory, microprocessor, and receive
data and control path (see Figure 2-1), which provides the path
for data transfer and allows the control of efficient communica-
tion line operations.

2.1 SOFTWARE

Two levels of software are associated with HDLC performance:
central processor software operations and Channel Control Program
(CCP) software executions.

The central processor software, through the application of the
function codes listed in subsection 2.2.1 of the MLC Product
Manual, loads the channel control program into the MLC scratch pad
memory (refer to Section IV in the MLC product manual listed in
Section I). Also utilizing function code capabilities, it is the

HONEYW‘ELL PROPRIETARY AND CONFIDENTIAL
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initiating factor for communication line operations. Actual per-
formance of the communications line operation starts once the
central processor software completes loading the necessary control
parameters into the MLC Scratch Pad Memory (SPM). Control of the
operation will then result from the execution of the CCP software
located in the MLC SPM.

The CCPs are the MLC resident software which allows flexi-
bility in the execution of communication line operations. Infor-
mation pertaining to CCP instruction type and CCP location is
found .in Section IV of the MLC Product Manual. Examples of
typical CCPs for a transmit and a receive operation are presented
in Appendix B and Appendix C, respectively.

‘ MLC
- | CONTROL
LOGIC
TRANSMIT DATA - R B
f— AND : -
‘ g CONTROL PATH ;
3
M . D
L
c 7 |  microproGrAM | : E
CONTROL '
MEMORY

| 3

MICROPROCESSOR

RECEIVE DATA/

F‘_—'T CONTROL PATH -

Ficure 2-1 HDLC Major Block Diagram
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2.2 FIRMWARE

As in the case of the software, there are two levels of firm-
ware associated with HDLC functionality: the generalized firmware
and the HDLC-specific firmware. The generalized firmware is an
integral part of the MLC microprogram control store and maintains
control of the HDLC/MLC interface and also performs execution of
CCP instructions. Intermediate flow charts of this firmware and
a description of the data control information and firmware
utilization are found in Section IV, Theory of Operations-Cycle
Flow, of the MLC Product Manual listed in Section I. The HDLC-
specific firmware is located in a microprogram control memory on
the adapter. It interprets internal events or conditions per-
taining to the HDLC and reacts in a prescribed manner (i.e.,
setting or resetting of hardware functions). Efficient data
transfer is also the result of firmware control of hardware
elements in the data path. Section III, Theory of Operation-
Cycle Flow, of this manual supplies intermediate flow charts of
the HDLC-specific firmware routines and descriptions of the

-control data, routine application, and firmware word structure.

2.3 HARDWARE

As shown in Figure 2-1, the HDLC hardware is organized into
five fundamental logic areas. Figure 2-2, an intermediate block
diagram of the HDLC adapter, depicts the logical components
comprising each of these areas and shows the interconnections with
the MLC and the DCE. Although the primary function of the HDLC
is to establish efficient data flow between the MLC and the com-
munication line, the adapter performs the following secondary
functions of:

® Assisting the MLC in formatting data transmitted to the
communication line

® Developing timing and control signals for the communication
line

® Generating operational error indicators for MLC
interrogation

® Generating transmit and receive channel request interrupts
and sending them to the MLC

® Generating status information for sending to the MLC
(refer to Table 2-1) '

® Reporting DCE status information to the MLC (refer to
Table 2-1)

e Serializing data from the MLC for transfer to the
communication line

e Deserializing data from the communication line for transfer
to the MILC.

HONEYWELL PROPRIETARY AND CONFIDENTIAL
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The HDLC hardware is configured to handle a four-bit data

structure rather than the nominal eight-bit data structure. The

only area that the adapter is required to deal with eight-bit
data structures is at the HDLC/MLC data line interface. During
discussions of the adapter hardware, any four-bit data structure
is referred to as a "byte,” and any eight-pbit data structure (at
interface level) is called a "word".

The descriptions in the following subsections are of an over-
view nature and all pertain to the interfaces and logic blocks
depicted in Figure 2-2.

2.3.1 HDLC/MLC Interface

The interface signal lines between the HDLC adapter and the
MLC are shown in Figure 2~3. A description of the application of
these lines is provided in the MLC Product Manual (see list in
Section I). Signal line mnemonics are shown as they are desig-
nated by the adapter (certain lines may be assigned different
mnemonics within the MLC).

2.3.2 HDLC/DCE Interface

A diagram of the HDLC/DCE interface interconnections is shown
in Figure 2-4. This figure identifies the interface lines, their
direction, mnemonics, and applications. It represents the lines
as seen by the HDLC and not the DCE, where many of the lines have
different mnemonics. For a more detailed description concerning
the implementation of each signal line, refer to Table 2-2.

This interface provides a link with the DCE and allows the
HDLC hardware and firmware the capability of performing the
central processor software designated operations. It provides
the path necessary to supply the DCE with data, control, and
timing pulses; it also supplies the HDLC with timing, data, and
status from the DCE.

Table 2-1 HDLC/DCE Status Reporting Format

MLC INTERFACE

SOURCE MNEMONIC DATA BIT DESCRIPTION
DCE | DSRZZZ+ LADATO+ Data Set Ready
DCE CTSZ72Z+ LADATI1+ Clear to Send
DCE CDZZ27Z+ LADAT2+ Carrier Detected
DCE RIZZ7Z+ LADAT3+ Ring Indicator
HDLC Firmware | RCF LADAT4+ Receive End of Frame
HDLC Firmware | RCAS LADATS+ Receive Abort/Idle

Link State g

HDLC Firmware | RO LADATG+ Receive Overrun
HDLC Firmware | TU LADAT7+ Transmit Underrun

HONEYWELL PROPRIETARY AND CONFIDENTIAL
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__CONTROL LINES
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RECEIVE CHANNEL REQUEST INTERRUPT

... CNTRLI-TO 4- o

ADDRS!|-T0 3- o

- . RCCRIZ -
TRANSMIT CHANNEL REQUEST INTERRUPT TRCRIZ -
TEST CLOCK _TSTCLK -

__ ADAPTER PRESENT _ ZGND..
SYSTEM CLOCK _ SYSCLK + .
MASTER CLEAR MSTCLR + o
STROBE STROBE —

o IDENTIFICATION CODE

_MLC DATA LINES

4 ADAPTER DATA LINES

Figure 2-3 HDLC/MLC Interface
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_CPDATO+ TO 7+

HOLC

PIN PIN
NO. NO.

1 DATA TERMINAL READY DCEDTR+ ol 20

10 REQUEST TO SEND DCERTS+ |

13 NEW SYNC _DCENSz+ 4

12 TRANSMIT DATA BIT DCETDZ- ol 02

1a SPEED SELECTION pcessz+ ) .

HDLC 06 |@_TRANSMIT CLOCK DCETCK+ | .o
02 he- RECEIVE CLOCK DCERCK+ .

03 bg—RECEIVE DATA BIT DCERDZ- p

o4 le DATA SET READY DCEDSR+ o6

05 kg—CLEAR TO SEND DCECTS+ 05

07 |—CARRIER DETECTED DCECDZ+ o

08 be RING INDICATOR DCERIZ+ ”

DCE

kinure 2-4 HDLC/DCE Interface
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Table 2-2 HDLC/DCE In*erface (Sheet 1 of 2)

TERM/MNEMONIC

DESCRIPTION

OUTPUT LINES

Data Terminal Ready

(DCEDTR+)

This signal occurs when bit 0 of the
line control buffer (see Figure 2-13) is
set or reset. This signal indicates to
the DCE that the HDLC is ready to
transmit or receive.

Request to Send

This signal occurs when bit 1 of the

(DCERTS+) line control buffer (see Figure 2-13) is
set or reset. This signal indicates to
the DCE that the HDLC is ready to
transmit.

New Sync This signal occurs when bit 2 of the

(DCENSZ+) line control buffer (see Figure 2-13) is

set or reset and indicates a request
from the HDLC to the DCE for a new sync
signal during normal operation. In the
direct connect mode, this signal is the
result of bit 4 of the line control
buffer and the test clock. It is then
used as a clock signal.

Transmit Data

This line is the serial data line from

(DCETDZ-) the HDLC to the DCE.
Speed Select During normal operation, this signal
(DCESSZ+) occurs when bit 3 of the line control

buffer (see Figure 2-13) is set or reset
and indicatc. to the DCE for it to
select a specified rate of transfer
during normal operation. In the direct
connect mode, this signal is the result
of bit 4 of the line control buffer and
the test clnck. It is then used as a
clock for the transmitter.

INPUT LINES

Transmit Clock
(DCETCK+)

This signal! (provided from the DCE)
supplies the HDLC with the timing
element necessary to perform transmit
operations.

Receive Clock
(DCERCK+)

This signal (provided from the DCE)
supplies the HDLC with the timing
element necessary to perform receive
operations. :

Receive Data
(DCERDE-)

This line is the serial data line from
the DCE to the HDILC.
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Table 2-2 HDLC/DCE Interface (Sheet 2 of 2)

TERM/MNEMONIC

DESCRIPTION

INPUT LINES

Data Set Ready
(DCEDSR+)

This signal (from the DCE to the HDLC)
indicates that the DCE is connected and
available for operation.

Clear to Send
(DCECTS+)

This signal is a response by the DCE
resulting from the HDLC's request to
send, if the DCE can accommodate the
requested transmit operation.

Carrier Detected
(DCECDZ+)

This signal (from the DCE to the HDLC)
indicates that the basic carrier
frequency of the communications line is
present.

Ring Indicator
(DCERIZ+)

This signal (from the DCE) indicates to
the HDLC that a ringing condition is
being received on the communications
line which is directed to the HDLC.

2.3.3 MLC Control Logic

All data, control, configuration, and status information is
transferred between the HDLC and the MLC via the interface data

in and data out lines.

This process is accomplished under

control of the MLC, by the MLC Command Decoder which generates
control signals as the result of the MLC strobe, address, and

control lines (refer to Table 2-3).

decoder, within the MCL control logic, are distributed to the
Data Buffer Status logic and to the Channel Request Interrupt

logic. External to the MLC control logic, the outputs allow the

reading, writing, and resetting of various hardware elements.

The Data Buffer Status logic portion of the MLC control logic

is enabled as the result of the HDLC firmware command decodlng
and supplies signals to the firmware for 1nterrogatlon. These
signals indicate whether the transmit and receive data buffers
‘are full or empty and are reset by the appropriate decode from
the MLC command decode logic.

From a functional standpoint, the Channel Request Interrupt

logic is also considered part of the MLC control logic. The
requests are enabled as the result of HDLC firmware command
decoding and when the HDLC requires servicing, and are sent to

the MLC. When the MLC responds with the appropriate command, the

requests are res>t by outputs of the MLC command decode logic.

2-8
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Table 2-3 MLC Address and Control Line Decode

2.3.4 Transmit Data/Control Path

ADDRESS CONTROL
LINES LINES _ .
1- | 2-| 3-[ 1- [ 2-] 3- ] 4- | sTroBE | MNEMONIC COMMAND DESCRIPTION
L H L L L X X Y WRTRCB- Write Transmit Control Byte
L H L H L X X Y WRLCBT- Write Transmit Line Control Buffer
H H L|H L X X Y WRLCBR- | Write Receive Line Control Buffer
H H L L L X X Y WRRCCB~ Write Receive Control Byte
L H L H H X X Y WRTRDB- Write Transmit Data Buffer — Reset
Data Buffer Empty (TRDBEZ-)
L H L L H X H X RDTRST- Read Transmit Status
H H L L H X H X RDRCST- Read Receive status
L H L L H X L X RDTRST- Read Transmit Status — Reset
| Transmit Service Request (TRSRQZ+)
H H L L H X L X RDRCST- Read Receive Status — Reset
Receive Service Request (RRCSRQ-)
H H L|H H X X N RDRCDB- | Read Receive Data Buffer
H H L H H X X Y RDRCDB- Read Receive Data Buffer — Reset
Data Buffer Full (RCDBFZ-)
L = Low
H = High
X = No effect
Y = Yes
N = No

The transmit data/control path 15 a composite of six basic
fundamental logic areas; the Transmit Buffer, the Line Control
Buffer, the External Random Access Memory (RAM), the Direct
Connect Logic, a portion of the DCE Bit Interface Loglc, and a
portion of the Test Mode Multiplexer.

The transmit buffer (see Figure 2-5) has four word-size (8-
bit) locations which provide storage for the transmit control
byte, the receive control byte, and the transmit data word. Only
two locations are employed for storage of this information, leav-
ing two other locations unused at this time. Information is
written into the transmit buffer from the MLC data lines by the
decode of the appropriate MLC command.
is enabled when the firmware executes the proper microinstruc-

tions.

The four-bit wide output

The Line Control Buffer (LCB) is eight bits wide and is
loaded from the MLC data lines when a write line control buffer

command is decoded from the MILC.

Four outputs of the LCB are sent

directly to the DCE interface as control signals, two outputs
indicate the mode of operation (direct connect or test mode), and
the remaining two specify transmit and receive on or off.
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The sixteen byte size location external RAM serves as an
extension to the 1nterna1 RAM located in the microprocessor (refer
to subsection 2.3.7 and 2.5.1). The external RAM (see Figure 3-2 o
for topology) is controlled by the HDLC flrmware, and information (&
read from it or written into it from the microprocessor is the
result of a firmware command decode.
The direct connect logic uses the direct connect output of the
line control buffer in conjunction with the test clock supplied by
the MLC to develop a direct connect mode clock. This direct con-
nect mode clock is sent to the DCE on the new sync and speed
select interface lines. _
The DCE bit interface logic portion of the transmit data/
control path consists of the logic required to transfer the least
significant bit of the microprocessor data output to the test mode
multiplexer, an action controlled by the HDLC firmware and the
transmit clock logic. The DCE bit interface logic also includes
a transmit data ready indicator, for firmware testing, which is
set at the same clock time that new data is being supplied to the
test mode multiplexer.

The transmit portion of the test mode multiplexer supplies
data to the DCE interface and transmit clock timing to the DCE
bit interface logic. The multiplexer selects one of two inputs
for the transmit data, the data from the DCE bit interface logic
or a ground level if the HDLC is in test mode. To supply the
transmit clock for the DCE bit interface logic, the test mode
multiplexer selects the transmit clock supplied by the DCE under
normal operations or the test clock from the MLC during test mode

operations. MOST LEAST -
SIGNIFICANT SIGNIFICANT )
BYTE BYTE “«_~
A ~ - A
LOCATION O | 2 3 a4 5 6 7 } BITS
— .
o XNU
TRANSMIT RECEIVE
| CONTROL BYTE CONTROL BYTE
2 TRANSMIT DATA WORD
3 XNU
0 o2 3 }ans . a 5 6 7 }aws
TRANSMIT - RECEIVE ( » '
CONTROL { TBS2|TBS! | TEOF| TIFM coNTROL { |RBS2|RBSI| — | —
BYTE At .
— o —— N - m— —— — o ——
TRansmiT gyt BISO—1). BITS 67 ynuy
SIZE
BIT2 ' BITS 45 '
TRANSMIT END OF - RECEIVE
FRAME BYTE SIZE
TRANS. INTERFRAME Birs
FILL MODE , :
FlgurevZ-S. Iransmit Buffer Topology and Byte Definition £
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2.3.5 Receive Data/Control Path

Four basic hardware logic elements are implemented to create
the receive data/control path: a portion of the Test Mode Multi-
plexer, a portion of the DCE Interface logic, the DCE Status
logic, and the Receive Buffer.

The receive portion of the test mode multiplexer supplies the
DCE bit interface logic with receive clock timing and data. The
receive timing supplied by the test mode multiplexer is either
the result of the receive clock from the DCE during normal opera-
tion or the test clock sent by the MLC while in test mode. To
provide data for the DCE bit interface logic, the test mode
multiplexer selects one of two inputs: the data from the DCE or
the transmit data from the transmit portion of the test mode
multiplexer if the HDLC is in test mode.

The receive portion of the DCE bit interface logic within the
receive data/control path consists of the logic necessary to
- transfer the receive data bit from the test mode multiplexer to
the serial input of the microprocessor (refer to subsections
2.3.7 and 2.5.1). This action is accomplished under control of
the HDLC firmware and the receive clock supplied by the test mode
multiplexer. The DCE bit interface also consists of a receive
data bit ready indicator, which is set at the same time the new
receive data is being supplied to the microprocessor input, and
is used for firmware examination.

The DCE status logic passes four bits of DCE status for
transfer to the MLC. When a read status command is decoded in the
MLC control logic, the four status signals (refer to Table 2-1)
from the DCE are provided on bits 0 to 3 of the MLC/HDLC interface
data lines.

The receive data/control path r~-=2ives buffer (see Figure 2-6)
is four word size (8 bit) 1c ations which provide storage for the
receive data word and the firmware generated frame status byte
(refer to Table 2-1). Only one and one-half locations are
utilized for storage of this information, leaving two and one-
half locations unused at this time. Bytes of information are
written into the receive buffer from the four-bit wide data
output of the microprocessor when the appropriate HDLC firmware
command is executed. The output of the receive buffer is enabled
onto the HDLC/MLC interface lines when the correct MLC command is
decoded by the MLC control logic (refer to Table 2-3). When a
read receive data buffer command is received, the complete data
word is reflected on the interface lines, whereas, in the case of
a read status command, interface data lines 4 to 7 will reflect
the receive buffer status byte, and lines 0 to 3 will contain the
status from the DCE status logic (refer to Table 2-1).
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MOST : LEAST
SIGNIFICANT SIGNIFICANT
BYTE BYTE
- e ~. - A -
LOCATION 0 | 2 3 4 5 6 7 }BITS
(o} i XNU
| XNU FRAME STATUS BYTE
2 ) ‘RECEIVE DATA WORD
3 XNU
4 5 6 7 }ens
FRAME y
STATUS { REOF| RA/I| RO TU
BYTE

i Vel e

I———ﬂl— TRANSMIT UNDERRUN

BITS RECEIVE OVERRUN
BITS RECEIVE ABORT/IDLE
LINK STATE

_BIT3_ 2rceIVE END OF FRAME

Figure 2-6 ~Receive Buffer Topology and Byte Definition

2.3.6 Microprogram Control Memory Logic

The Microprogram Control Memory Address Counter, the Micro-
program Control Memory (UPCM), the Microinstruction Command
- Decode logic, and the Test Multiplexer are the four functional
areas involved in making up the Microprogram Control Memory logic.

The ten-bit UPCM address counter specifies the location within
the UPCM that contains the firmware command (refer to Section III
of this manual for specific command information) presently being
executed. The address counter increments at the start of each
MLC clock cycle or is parallel loaded with ten of the outputs of
tpe UPCM firmware command for a branch operation decode from the
microinstruction command decode logic.

2-12
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The firmware, sequences of microinstructions, for the HDLC is
stored in the UPCM, which is arranged into 1024 twenty-eight bit
" locations. The address of the UPCM is provided by the UPCM

( address counter and the outputs of the addressed location are
always read with the exception of bits 04 to 07. These four
outputs are the firmware data inputs to the microprocessor and
must be inhibited for certain types of firmware commands (Write
External RAM, Read Transmit Buffer, and Read External RAM).

The microinstruction command decode logic is comprised of two
major areas, the UPCM command decoder and the UPCM subcommand
decoder. The UPCM command decoder evaluates bits 0 to 2 of the
UPCM outputs to determine which of the eight possible instruction
types the firmware is performing (see Section IV). When the com-
mand decoder detects an op code of either 0 (Subcommand instruc-
tion) or 7 (Branch and Subcommand instruction), the subcommand
decoder is enabled (when bit 7 is Zero). The subcommand decoder
then generates one of the eight available strobes (refer to

- Table 2-4), depending upon the decode of bits 4, 5, and 6 of the
firmware command.

The test multiplexer portion of the UPCM logic provides the
firmware with the capability of testing various hardware or
operational conditions throughout the HDLC. When an op code of 3
(Test and Modify Next Instruction) is detected by the command
decoder, the test multiplexer is enabled. Bits 4, 5, and 6 of the
firmware command are then analyzed to select the test condition
(refer to Table 2-5) and if the condition is true, the next firm-
ware command is bypassed.

Table 2-4 UPCM Subcommand Decode

UPCM BITS
4+ | 5+ ) 6+ | 7+ | MNEMONIC SUBCOMMAND DESCRIPTION
L L L L | STRDBE- Set Transmit Data Buffer Empty
L L H L | SRCDBF- Set Receive Data Buffer Full
L H L I, | STRSRQ- Set Transmit Service Request
L H H L | SRCSRQ- Set Receive Service Request
. H L L L | RSTRRY- Reset Transmitter Ready
H L H L | RSRCRY- Reset Receiver Ready
- H H L L | WRTRBB- Write Transmit Bit Buffer
H H H L | TSTSYN- Test SYNC
H = High '
L = Low

2-13
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Table 2-5 UPCM Test Conditions

UPCM BITS
4+ | 5+ | 6+ | MNEMONIC TEST DESCRIPTION
L L L | TRDBEZ- Transmit Data Buffer Empty
L L H | RCDBFZ- Receive Data Buffer Full
L H L | TRSRQZ+ Transmit Service Request
L H H | RCSRQZ+ Receive Service Request
H L L |TRRDYZ+ | Transmitter Ready
H L H | RCRDYZ+ Receiver Ready
H H L | ALUEZZ- ALU Result Equal Zero
H H H |CTSVTH+ | An "OR" of Clear to Send and Test Mode |
H = High
L = Low

2.3.7 Microprocessor

All activity within the HDLC centers around the processing
capabilities of the firmware-controlled microprocessor. The
microprocessor supplies the HDLC with a sixteen location byte wide
internal RAM, a byte wide shift register, and a byte wide ALU.

The addressing within the microprocessor of its various components
and the internal data paths supplied (see Figure 2-10) for data
transfer allows the HDLC to serialize and deserialize data, store
operational information, and perform logical operations on data
and information bytes. '

; Data provided to the microprocessor can come from the UPCM
(bits 4 to 7), from either byte of the transmit buffer (see
Figure 2-5), or from the external RAM,

The firmware control of the microprocessor is a result of bits
8 to 23 of the firmware command. These bits determine the inter-
nal RAM read or write address, the function the ALU is to perform,
the source of the ALU operands, and the destination of the ALU
result.

2-14
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2.4 FRAME STRUCTURE/OPERATIONAL CHARACTERISTICS/OPERATIONS

2.4.1 Frame Structure

The High-Level Data Link Control Adapter (HDLC) format is a
bit-oriented data communications line control procedure. In this
type format all serial-by-bit data transfers between the HDLC and
the DCE are in frames. The overall format of the frame type
utilized by the HDLC is shown in Figure 2-7 and a description of
each field is supplied in the following paragraphs.

Flag Sequence

All valid frames begin and end with the flag sequence which
is used for frame synchronization. This sequence consists of an
eight-bit field which is formatted with a leading Zero bit fol-
lowed by six One bits and a closing Zero bit (01111110). Contin-
uous flag sequences can be transmitted between frames, or the
closing flag sequence for one frame can be the opening flag
sequence for the subsequent frame in the event that contiguous
frames are being transmitted.

The HDLC transmitter automatically generates and sends com-
plete flag sequences under three circumstances:

e To initiate a frame once the MLC has provided the first
byte of data (D;)

® To terminate the frame once the MLC has issued the end of
frame

e To create fill when interframe fill mode specifies flag
sequences and data for the next frame in not available.

The HDLC receiver continuously examines the input data stream
on a bit-by-bit basis searching for a flag sequence to achieve
synchronization. After detection of . flag sequence, it and any
additional flag sequences are d_.scarded with the first non-flag,
non-abort (refer to subsection 2.4.2) sequence recognized as the
first data byte of the text field for transfer to the MLC. When
another flag sequence is detected, it is recognized as the closing
flag sequence and indicates to the EDLC firmware that the preced-
ing sixteen bits received were the FCS words. At this point the
last data word and the two FCS words which are stored in the
internal RAM are transferred to the MLC. The subsequent frame is
processed in an equivalent manner; *hat is, all interframe flag
sequences are discarded while waiting for the first non-flag,
non-abort sequence.

Text Field

The text field includes all the bits between the opening flag
sequence and the FCS field. Basically, this field can include any
number or sequence of bits., However, since data is transferred in
parallel-word (eight bits) format between the HDLC and the MILC,
the text field is represented as being composed of data bytes (D;,
Dz,...Dn).
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Frame Check Sequence (FCS) Field

A sixteen-bit double word FCS field is included as part of
each frame to ensure the integrity of the text. Generation of the
FCS field on transmit and verification using it on receive are
functions of the MLC firmware and hardware.

The FCS field is unrecognizable from the text field on trans-
mit operations with the exception that the MLC sets the end of
frame bit (see Figure 2-5) in the transmit control byte prior to
the MLC transferring the second FCS word (FCS:) to the HDLC. This
results in the appending of the closing flag to the frame after
the sending of FCS; by the HDLC transmitter.

The HDLC receiver cannot distinguish the FCS field from the
text until the closing flag is received. Once the closing flag is
recognized, processing of the frame is completed in the following
manner :

e The last data byte is right justified, if required, and it
and FCS; and FCS, are moved from the microprocessor's
internal RAM to the HDLC external RAM for temporary
storage. This releases the microprocessor for processing
of the next frame.

e The receiver closing flag bit (refer to Table 2-1) is set
in the HDLC status word and the last data byte is trans-
ferred to the MLC.

® The FCS; word is transferred to the MLC.
® The FCS,; word is transferred to the MLC.

DIRECTION OF TRANSMISSION

S
B TEXT FIELD - -

L &
27

F FCS2 FCS On Dn-y D2 D) F
-5 C

rJ7 “

CLOSING FLAG OPENING FLAG

F =FLAG SEQUENCE
DX=DATA BYTES

FCS) =FIRST 8 BITS OF THE FRAME CHECK SEQUENCE
FCS,=SECOND 8 BITS OF THE FRAME CHECK SEQUENCE

Figure 2-7 Frame Format
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2.4.2 Operational Characteristics

During and between operations performed by the HDLC, it is
necessary to execute certain procedures or recognize specific
sequences. This is necessary in order to maintain a meaningful
dialogue with the DCE and is accomplished through the application
of the procedures discussed in the following paragraphs.

Transparency

. To prevent unwanted flag and abort sequences from occurring
between the opening and closing flag sequences, a Zero bit inser-
tion procedure is used, thereby providing complete text field and
FCS field transparency. The Zero bit insertion process adds a
Zero bit after every five contiguous One bits during a transmit
and deletes the Zero bit after five contiguous One bits while
receiving. This procedure applies to all the data between the
opening and closing flag sequences, including the last five bits
of the FCS field.

During transmit operations, the HDLC firmware continually
examines the outgoing bit stream between the opening and closing
flags, and whenever a series of five consecutive One bits is
detected, a Zero bit is inserted prior to continuing with the next
actual data bit (Zero or One).

When receiving, the HDLC firmware continually examines the
incoming bit stream, commencing with the first actual data bit
received after the opening flag. Five consecutive One bits fol-
lowed by a Zero (111110XX) in the text or FCS field are recognized
as being the result of Zero insertion during the transmit; the
Zero bit is deleted (11111XX) by the adapter. A stream of five One
bits followed by a One bit (six Ones) is recognized as the closing
flag if the seventh bit is a Zero (1111110), or as an abort se-
quence if the next bit is a 2re (11111.1).

Abort Sequence

The abort sequence is the procedure by which a station in the
process of transmitting a frame, terminates the transfer in an
abnormal manner, causing the receive station to ignore the mes-
sage. The abort sequence is generated by transmitting a minimum
of seven and a maximum of fourteen contiguous One bits with no
Zero insertion. The reception of fifteen or more One bits by a
receiver is interpreted as an abort sequence and the idle link
state. o

The HDLC transmit automatically generates and sends an eight-
bit (11111111) abort sequence upon detection of an underrun condi-
tion during the transmission of a frame.

The HDLC receive firmware continually examines the receive
data stream after the opening flag in search of an abort sequence
(seven consecutive one bits). The HDLC can react in two ways to

~the abort sequence, depending upon the current position within
the data stream: '
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® Provided no data transfers to the MLC have occurred for
this frame, due to fewer than 25 bits of data between the
opening flag sequence and the abort or because this frame
overran the previous frame, the firmware reinitiates the
examination of the data stream for a flag sequence or an
idle link state.

e If data transfers to the MLC have occurred for this frame,
the firmware sets abort in the status word (refer to
‘Table 2-1), initiates a service request, and returns to
examining the data stream for a flag sequence or an idle
link state.

Interframe Time Fill

Between frames the HDLC transmitter automatically generates
and sends complete eight-bit flag sequences (11111101) or abort
sequences (11111111) as determined by the interframe fill mode
indicator located in the control word of the transmit buffer (see
Figure 2-5). Interframe fill continues until the MLC provides
data for the subsequent frame.

Flag or abort sequences received from the DCE are always
discarded; therefore, no data transfer to the MLC will occur
during interframe time fill sequences. When flags are received
as interframe time fill, synchronization is maintained, and the
HDLC receiver continually searches for the first non-flag, non-
abort sequence (first data character). Where the line is in the
marking state (all-One continuous abort sequence), synchroniza-
tion is lost and the HDLC receiver scans for a flag sequence.
Should the marking state continue for 15 or more consecutive One
bits, the HDLC interprets this as the idle link state.

Idle Link State

The communication line is in the idle link state when a
continuous One bit state (marking) presides for a minimum of 15
bit times. The communication line is in the active state when a
frame, an abort sequence, or a flag interframe time fill sequence
is occurring. :

The MLC causes the idle link state to be entered by setting
the interframe fill mode bit in the transmit control word (see
Figure 2-5).to specify an abort sequence and then not providing
data before 15 bit times have elapsed. Since interrupts are
generated at word boundaries between frames, the MLC determines
how many aborts have been transmitted, and hence whether the idle
link state has been entered, by counting the service requests.

The HDLC receive firmware continuously examines the input data
stream searching for 15 consecutive one bits. Upon detection of
the idle link state, the HDLC sets abort/idle in the status word
(refer to Table 2-1) and generates an interrupt to the MLC. After
an idle link state service request is made, the HDLC receiver does
not initiate any further idle link state interrupts until another
frame is being processed and at least one transfer to the MLC has
occurred.
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Invalid Frame

In general, an invalid frame is one which is not bounded on
each extremity by a flag sequence (i.e., terminated by an abort
sequence) or one which contains fewer than 32 bits of data and

-FCS, not counting the Zero bits inserted for transparency, between

flag sequences. The HDLC discards any frames which fit the
description of an invalid frame. :

The HDLC can transmit either fype of invalid frame: an abort
sequence due to an underrun condition or a short frame for any of
the following reasons:

® The MLC sets end of frame in the transmit control byte (see
Figure 2-5) prior to transferring four words to the HDLC.

e The MLC provides at least four words of data but the byte
size is too small.

e The MLC generates a Master Clear signal to the HDLC.

An invalid frame can also occur on a transmit if the DCE con-
trol lines (from the line control buffer, described in subsection
2.3.4) are changed incorrectly.

Invalid frames can occur on a receive operation as the result
of detecting an abort sequence. A description of the abort
sequence is found in subsection 2.4.2. Invalid frames while
receiving also result from short frames with 24 bits or fewer
frames. These frames are discarded by the HDLC with no notifica-
tion from the MLC. Those frames with from 25 to 31 bits must be
discarded by the MLC, since the HDLC does not provide enough
storage for this number of bits, and should cause an FCS error to
be detected by the MIC.

2.4.3 Operations

Transmit Operation (Figure 2-u)

After subsystem power-up when master clear is received from
the MLC, an abort sequence of eight Ones is generated and loaded
into the shift register (locations within the external RAM). If
Clear to Send from the DCE is set, Test Mode is reset, and
Transmit On is set, a channel request interrupt is generated to
notify the MLC that the data buffer is available for the first
word of the frame.

During the time prior to the first frame or between frames,
flag or abort sequences as determined by the interframe fill mode
of the control byte (see Figure 2-5) are generated, loaded into
the shift register at each byte boundary, and right shifted into
the bit buffer with each transmit clock received from the DCE.

At the completion of each eight-bit sequence, the data buffer is
examined to see if the first character of the frame is available.

If no data is present, another fill character is loaded into

~the shift register and processed in the same way as previously

described., After this fill character is processed, if the pre-
vious channel request interrupt has been reset by the MLC, another
channel request interrupt is generated to request the data.
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If data was supplied for the first channel request interrupt,
the character is transferred from the data buffer to the shift
register and is right shifted with each transmit clock from the
DCE. If an abort fill was in effect, a flag is loaded into the
" shift register and transmitted prior to the processing of the
data.

The data in the shift register and DCE bit buffer is shifted

at each transmit clock cycle, and Zeros are inserted for transpar-

ency as required. Each shift is counted (except inserted Zeros)

by decrementing the byte size counter in the internal RAM (refer

to Section III). When the counter equals Zero, the entire charac-
ter has been shifted out, and the shift register is ready for the
next word of data.

At each word boundary, the data buffer is examined to deter-
mine whether new data has been provided. If new data is avail-
able, it is transferred into the shift register, the byte size
counter is restored, and another channel request interrupt is
generated to request data from the MLC. All byte size changes are
made by the MLC after the channel request interrupt is generated
by the HDILC and prior to transferring data to the HDLC. This
ensures correct detection of an underrun condition if one were to
occur.

When the shift register is empty and if no data is provided by
the MLC, an underrun condition has occurred, and an eight-bit
abort sequence is generated and loaded into the shift register.
After the late data has been provided and/or the channel request
interrupt has been processed, underrun is set in the status byte
of the receive buffer (see Figure 2-6), and a channel request
interrupt is generated to notify the MLC of the underrun condi-
tion. After the eight clock cycles required to transmit the abort

sequence, a normal interframe fill is initiated (refer to subsec-

tion 2.4.2).

After each character is transmitted, the end-of-frame bit in
the transmit control byte (see Figure 2-5), which is set by the
MLC prior to supplying the final data character, is examined by
the HDLC to determine whether it was the last character of the
frame. Once the last character is transmitted, the closing flag
is generated, loaded into the shift register, and transmitted a
bit at a time for each transmit clock cycle. At this point, the
interframe time fill is generated (refer to subsection 2.4.2) or,
in the event that new data has been supplied by the MLC, the
closing flag of this frame is the opening flag for the new frame.

Receive Operation (see Figure 2-9)

After subsystém power-up, when a Master Clear signal is
received from the MLC, the receive firmware starts the serial
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shifting of data into the receive shift register at a rate
determined by the DCE-provided receive clock. This is one in
search of the idle link state (15 contiguous One bits) or a flag
sequence. If the idle link state is detected, the abort/idle link
.state is set in the status word and, assuming Receive On is set, a
channel request interrupt is generated to inform the MLC of the
receive status. No further data processing is attempted until an
opening flag sequence is detected by the receiver.

Once a flag sequence is received, frame synchronization is
achieved, and the input data is examined every eight bits in
search of a non-flag or non-abort sequence. The first such
sequence is the initial character of the frame. If an abort
sequence is received, frame synchronization is lost, and the input
data is again examined on a bit-by-bit basis for a flag sequence
or an idle link state. When continuous flag sequences are
received, synchronization is maintained and the flags are
discarded.

Each receive clock pulse causes the receive data to be shifted
one bit position down the receive shift register. The inserted
Zero deletion process removes Zeros which were inserted for
transparency during the transmit operation. During this input
operation before the Zeros are deleted, testing is performed for
flag or abort sequences. When either sequence is detected prior
to 24 shifts of the receive shift register, the frame is consid-
ered invalid and the scan for a new frame is initiated. After 24
shifts the first character is assembled in the data register, and
the contents are transferred to the receive buffer. Once the data
is in the receive buffer, a channel request interrupt is generated,
causing the MLC to examine the status word and input the first
data character.

With each transition of the recei--e clock, the entire 24-bit
shift register is shifted onc¢ bi+ position unless an inserted Zero
is being deleted. To delete an inserted Zero, only the flag
register is shifted, causing the Zero in the right-most bit posi-
tion to be discarded. The number of data bits shifted into the
receive shift register, since the last character was transferred
to the MLC, is compared with the byte size specified in the
receive control byte between each shift. When the two values are
equal, a complete character is in the data register. The data
character is right justified if necessary, and if the receive
buffer is empty, the data is loaded into it, and a channel request
interrupt is made to send the data to the MLC. The MLC has one
byte size time to input the data and prevent overrun. - If the MLC
has not removed previously the data word from the receive buffer,
an overrun has occurred, and no additional channel request inter-
rupts to transfer data are made for this frame.
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As the data shifting, assembling, and transfer process con-
tinues, the input data stream is monitored for a flag or abort
sequence. The detection of either sequence indicates the end of
frame and can occur at any time, regardless of character bounda-
ries.

When a frame is terminated by an abort sequence, end of frame,
closing abort/idle link state, and overrun, if applicable, are set
in the status word, and a channel request interrupt is generated.
If a previous channel request interrupt has not been reset by the
MLC, -this final transfer is deferred until the MLC completes pro-
cessing of the original channel request interrupt. This same
procedure is performed in the event that an overrun frame is
terminated by a flag sequence.

To complete the processing of a normal frame (no overrun or
abort sequence), the following sequence of events occurs:

® The final 24 bits of the frame (last data chdracter and two
- FCS words) are transferred to the history registers for
temporary storage to free the receive register for the
subsequent frame.

e The data character is moved from the history register into
the receive buffer, end of frame is set in the status word,
and a channel request interrupt is generated.

® Once the MLC has processed the previous channel request
interrupt, the first word of the FCS sequence is transfer-
red from the history reglster to the receive buffer, and a
channel request interrupt is generated.

e Finally, after the previous channel request interrupt is
processed by the MLC, the second word of the FCS is moved
from the history registers to the receive buffers and the
last channel request interrupt for this frame is generated.

After the channel request interrupt for the last FCS word is reset
by the MLC, the HDLC resets the status word, and processing of
this frame is complete.

While the information in the history registers is belng trans-
ferred to the MLC at a rate determined by the MLC, it is possible
that the next frame is being shifted into the receive shift
register. Should the first data byte be assembled before the
transfers from the history registers are complete, an overrun
occurs for the second frame, and no data transfers to the MLC for
that frame are performed. The MLC is informed of the status of
the second frame once the last transfer from the history reglsters
is complete and the second frame completed.
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2.5 INTERMEDIATE HARDWARE DESCRIPTION

Figure 2-2 is an intermediate icvel block diagram of the HDLC
adapter logic. This illustration is designed to guide the user
through the detailed logic block diagrams (LBDs) contained in the
HDLC Adapter Reference Manual, and is the overview diagram on
which the remainder of the text contained in this section is
based.

The transmit and receive operations "commonly shared logic
areas", MLC Control logic, Microprogram Control Memory logic, and
the Microprocessor logic, are each discussed from a functional
point of view. The Transmit Data/Control Path and the Receive
Data/Control Path are discussed separately and each from an
application standpoint (transmit/receive operation). As each path
is described, references are made to the appropriate "commonly
shared logic area", as required, to complete the HDLC functional
description.

2.5.1 Microprocessor Logic (see Figure 2-10)

The firmware-controlled microprocessor contains the elements
necessary for all parallel to serial and serial to parallel data
conversions. It also contains the storage necessary for data, FCS
words, the flag word, counters for shifts and zero deletion, and
receive and storage register status (refer to subsection 3.2 for
storage application).

The microprocessor has two data inputs: a byte-wide (four-
bit) input (UPIDBO+ to 3+) for parallel data and a single bit
input (S1 on the "Q" register selector) for serial data (RCDATZ+).
Access to the byte wide data input is from the left half of the
transmit buffer (INBFRO+ to 3+), the right half of the transmit
buffer (INBFR4+ to 7+), the external RAM (SPMEMO- to 3-), and a
constant field (UPCM04+ to 7+) from *he output of the microprogram
control memory. The serial "aprt (S1) is supplied by the receive
data logic from the output of the data driver (see Figure 2-14).

The microprocessor data output (UPODBO+ to 3+) is a byte-wide
path which receives its information through the output data
selector.

Control of all the elements in the microprocessor is provided
by firmware through the use of sixteen bits supplied within the
firmware command. The firmware control field (UPCM08+ to 23+) is
divided into five individual elements: internal RAM "A" address,
internal RAM "B" address, ALU function control field, ALU source
operand field, and the ALU result destination.

Data in any of the 16 byte locations of the internal RAM can
be read as controlled by the "A" address (UPCM08+ to 11l+) input to
the microprocessor. Simultaneously, data in any of the 16 byte
locations of the internal RAM as defined by the "B" address
(UPCM12+ to 15+) can be read. The data from each of the addressed
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locations is latched into its respective "A" or "B" latch. The
same address can be provided to both the "A" and "B" address

fields in which case the identical data is latched into both the
"A" and the "B" latches.

When writing into the internal RAM, the new data is always
written into the byte location specified by the "B" address field.
The new data to be written is selected by the RAM data select
three-input multiplexer. This configuration allows the ALU data
output (FO to F3) to be shifted left or right one bit position
using an external shift bit input (S3, S4) or to be written
directly into the RAM with no shift. The selection of the appro-
priate data input is determined by the configuration of the firm-
ware ALU destination field (UPCM22+ and 23+) (refer to Table 2-6).

The ALU can perform three arithmetic and five logic operations
on the two byte inputs (RO to R3 and SO to S3). The "R" input is
selected by a two-input multiplexer, while the "S" input is
selected by a three-input multiplexer, with the proper inputs
selected by the ALU source operand field (UPCM19+ to 21+) (refer
to Table 2-7). Both multiplexers also have an inhibit capability
which prevents any data selection, effectively supplying a "zero"
operand to the ALU. The three arithmetic and five logic functions
of which the ALU is capable are a result of the coding in the ALU
function control field (UPCM1l6+ to 18+) listed in Table 2-8. The
ALU data output (FO to F3) is routed to various elements through-
out the microprocessor. It can be used as the parallel data
output of the microprocessor, it can be stored in the RAM as pre-
viously described, and it can be stored in the "Q" register as

determined by the ALU destination control field decode shown in
Table 2-6.

The "Q" register (Q0 to Q3) is a single byte storage element
whose input is provided by a three-input "Q" register selector
(DO to D3). 1In the no-shift mode, the selector enters the ALU
data (FO0 to F3) directly into the "Q" register (refer to Table
2-6). 1In either the right shift or the left shift mode, the
selector provides the data output from the "Q" register appro-
priately aligned, using S1 or S2 as the external shift input.

The final logic area of the microprocessor is a two-input
output-data selector which is one byte wide (Y0 and Y1) and sup-
plies parallel data to the HDLC (UPODBO+ to 3+). This selector
provides either the "A" latch data (A0 to A3) or the ALU output
(FO to F3) to the microprocessor output bus. The selection is a
function of the ALU destination field decode (refer to Table 2-6).

Appendix A contains a logic block diagram of the Type 2901
microprocessor chip used in the HDLC. The pin numbers, input/
output mnemonics, and the chip specification identifiers are
illustrated to aid understanding of the internal chip versus the
external HDLC logic relationship.
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Table 2-6 Microprocessor ALU
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Destination Control Field Decode

"Q" REGISTER FUNCTION
UPCM BITS OCTAL RAM FUNCTION DATA MICROPROCESSOR
22 | 23 CODE SHIFT | WR. RAM | INPUT | SHIFT | WR. "Q" DATA OUTPUT
0 0 0 - No ALU None Yes ALU
0 1 1 None Yes - - No RAM Latch
1 0 2 Right Yes "Q" Right Yes ALU
1 1 3 Left Yes "Q" Left Yes ALU
Table 2-7 Microprocessor ALU
Source Operand Field Decode

UPCM BITS OCTAL ALU SOURCE OPERANDS

19| 20 { 21| CODE "R" MUX "S" MUX

0| 0 0 0 "A" Latch "Q" Register

0 0 1 1 "A" Latch "B" Latch

0 1 0 2 Zero "Q" Register

0 1 1 3 Zero "B" Latch

1 0 0 4 Zero "A" Latch

1 0 1 5 Parallel Data Input | "A" Latch

1 1 0 6 Parallel Data Input | "Q" Register

1 1 1 7 Parallel Data Input | Zero
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Table 2-8 Microprocessor ALU:
Function Control Field'Decode:

?Uch'BI$S° ‘OCTAL |

16] 17| 18 |.CODE | ALU FUNCTION |
L|u|L]| o | Rpluss |
‘v L8| 1 S minus R
‘vlH|L| 2 | Rninuss |
‘n|®|H]| 3 | RORS §
‘H|u|n| 4 | rRaDS :
"H| L | w R AND S ‘
wlu |z R XOR §

O = S O T R XNOR §

2.5.2 MLC Command Decode and Control Logic
(see Figure 2-11) ’

The MLC command decode and control logic allows for the .
transfer between the HDLC and the MLC of all data, configuration,
control, and status information. This is accomplished via the
decode of the MLC address lines (ADDRS1- to 3-) and control lines
(CNTRL1- to 4-) in conjunction with the strobe (STROBE-) (refer to
Table 2-3). '
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Three outputs of the MLC command decoder are sent to the
transmit buffer to enable the writing of the correct location.
When a Write Transmit Control Byte command is decoded (WRTRCB-),
the left half of the control word location (see Figure 2-5) is
enabled, and the information on the four MSBs of the MLC data
lines (CPDT00+ to 03+) is written into the buffer at STROBE- time.
When a Write Receive Control Byte command is decoded (WRRCCB-),
the right half of the control word location is enabled, and the
information on the four LSBs of the MLC data lines (CPDT04+ to
07+) is written into the buffer at STROBE- time. The last decode
which writes into the transmit buffer is a Write Transmit Data
Buffer (WRTRDB-) command. This command enables both left and
right bytes of the data location word, and the data on the MLC
data lines (CPDTO00+ to 07+) is written into the buffer at STROBE-
time. WRTRDB-, in addition to writing into the transmit buffer,

resets the Transmit Buffer Empty (TRDBEZ-) flip-flop. TRDBEZ- is
tested by the firmware to determine if another word of data is
available for transmission to the DCE.

Two more of the MLC command decodes are used to enable the
writing of the line control buffer. These two commands, Write
Line Control Buffer for Transmit (WRLCBT-) and Write Line Control
Buffer for Receive (WRLCBR-), are gated together to produce the
Write Line Control Buffer (WRLCBZ-) command if either command is
decoded. WRLCBZ- is then ANDed with STROBE- to generate Write
Line Control Buffer Strobe (WRLCBS+), which causes the data on
MLC data lines 0 to 5 (CPDT00+ to 05+) to be loaded into the line
control buffer and bits 6 and 7 to be loaded into the transmit on
(TRONZZ+) and the receive on (RCONZZ-) flip-flops (both are part
of the line control buffer).

Each of the remaining three commands causes an input of data
to the MLC and can result in settines or resetting of certain
control functions. The kec”? Receive Data Buffer (RDRCDB-) com-
mand enables both bytes (leirt and right) of the data word loca-
tion onto the MLC input data lines (LADATO+ to 7+). This command
(RDRCDB-) also resets the Receive Data Buffer Full (RCDBFZ-)
flip-flop. RCDBFZ- is tested by the HDLC firmware to determine if
another word of data has been transferred to the MLC.

The Read Transmit Status (RDTRST-) and the Read Receive Status
(RDRCST-) commands are gated together to develop the status allow
(Read Status, RDSTAT-) if either cnmmand is decoded. This results
in enabling the status location (see Figure 2-6) in the right byte
position (RDOBRH-) of the receive buffer and the enabling of the
four DCE status drivers (see Figure 2-14) to be sent to the MLC
via the input data lines (LADATO00+ to 07+). The two status read
commands (RDTRST-, RDRCST-), in conjunction with control line 4
(CNTRL4-), also develop resets (RSTRSR+, RSRCSR+) for their
respective service request flip-flops (TRSRQZ+, RCSRQZ+).
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2.5.3 Microprogram Control Memory Logic (see Figure 2-12)

The Microprogram Control Memory (UPCM) logic contains the
storage and logic necessary for firmware to perform efficient
control of data transfers.

The UPCM address counter (UPAC00+ to 09+) is a 10-bit up
counter which is reset to zero when a Master Clear (MSTCLR-)
signal is received from the MLC (power up or software initialize).
The counter then increments once for each clock cycle (SYSCLK-)
pulse from the MILC. This process continues until a firmware
Branch command (UPINS7-) is encountered during the firmware execu-
tion. At this time the address counter is parallel loaded with 10
bits (UPCM10+ to 19+) of the firmware branch command.

The UPCM address counter outputs (UPAC00+ to 09+) select one
of the 1024 locations of the UPCM storage and the 28 outputs
(UPCMO00O+ to 27+) of the UPCM become valid. The outputs of the
UPCM are always enabled as a result of the ground (ZGND) on the
enable input of the UPCM chips. The exception to this is outputs
4 to 7 (UPCM04+ to 07+) of the UPCM, which are inhibited (UPCMI4+)
for a firmware Read Transmit Buffer command (UPINS5-) or a firm-
ware Read/Write External RAM (RAM enable UPCM25+ low).

UPCM outputs 0 to 2 (UPCMOO+ to 02+) are the select bits on
the UPCM command decoder which determine which of the eight firm-
ware instruction types (UPINSO- to 7-) are to be performed (refer
to Section III of this manual for instruction definitions). The
UPCM output bits 3 and 8 to 23 (UPCM03+ and UPCM08+ to 23+) are
used by the microprocessor as described in subsection 2.5.1, or
if a firmware branch is being performed, bits 10 through 19
(UPCM10+ to 19+4) are the branch address. Bits 4 through 7 of the
UPCM output, after "ORing" (UPIDBO+ to 3+), generate subcommands
(refer to Table 2-4) which are strobes that set or reset various
hardware elements throuyghovt the HLLC during firmware Subcommand
(UPINSO-) or Branch and Surcommand (UPINS7-) instructions. These
bits (UPIDBO+ to 3+) are also the constant input to the micropro-
cessor (see Figure 2-10). UPCM output bit 24 (UPCM24+) enables
the receive data (see Figure 2-14) with bit 24 (UPCM25+) supplying
the enable for the external RAM. The final two outputs (UPCM26+

and 27+) are the output enables for the two halves of the transmit
buffer.

The last element of the UPCM logic is the test multiplexer,
which selects one of the eight available test conditions (refer to
Table 2-5) by using the UPCM outputs 4 to 6 (UPIDBO+ to 2+) during
a firmware test and modify instruction (UPINS3-). When the condi-
tion selected is true, the test multiplexer (SMODUI+) sets the
test flip-flop (MODUIN+) at system clock (SYSCLK-) time from the
MLC. Once the test flip-flop sets (MODUIP+), it inhibits the UPCM
command decoder (enable high), effectively bypassing the subse-
quent firmware instruction.
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2.5.4 Transmit Logic (see Figure 2-13)

This subsection describes the ¥DLC adapter hardware imple-
mented when a transmit operation is perfcrmed on the attached
communication line. The data transfer path, as well as the con-
trol logic and timing required to execute a transmit operation,
are discussed. The discussion of firmware is minimal, as its
control is explained in subsection 2.4.3. The transmit hardware
is reset by a Master Clear (MSTCLR-) signal or by firmware clear-
ing all registers to zero when the system is powered up, a soft-
ware initialize function code is received by the MLC for this
channel, or when the CLEAR pushbutton is depressed on the control
panel. The central processor software now can initiate a transmit
operation.

When the transmit operation is received by the MLC, the MLC
initiates processing of the transmit CCP for the appropriate
channel. The CCP using WRLCBS+ from the MLC command decode logic
(see Figure 2-11) loads the line control buffer from MLC data
lines CPDTO00+ to 05+ in order to set data terminal ready (DCEDTR-)
and request to send (DCERST-), and to set, as appropriate, new
sync (DCENSZ-) and speed select (DCESSZ-). These signals are sent
to the DCE through the DCE interface drivers to establish data set
control., Test mode (TSTMOD-) is reset with the negation of the
MLC data bit 5 (CPDT05-), which selects the lower inputs on the
Test Mode Multiplexer, establishing the normal data path for a
transmit. Also when WRLCBS+ from the MLC command decode logic
(see Figure 2-11) is set by the CCP, Transmit On (TRONZZ+) is set
with CPDTO07+ from the MLC data bus. This allows transmit channel
request interrupts (TRCRIZ-) to be generated when the HDLC firm-
ware sets the Set Transmit Service Request (STRSRQ+) subcommand
(see Figure 2-11) to request data from the MLC.

. The CCP now loads the transmit control byte into the Transmit
Buffer by generating WRTRCB- in the MLC command decode logic (see
Figure 2-11). This allows ithe single byte on the MLC data lines
0 to 3 (CPDT00+ to 03+) to be written into the Transmit Buffer at
STROBE~ time. This sets up the byte size, interframe fill mode
(flag or abort), and end of frame control information in the
control byte for firmware testing.

If clear to send (DCECTS-) from the DCE (see Figure 2-14) is
set, the HDLC firmware generates the set Transmit Service Request
(STRSRQ+) subcommand (see Figure 2-12), which sends a channel
request interrupt (TRCRIZ-) to the MLC for data. The transmit
data buffer empty (TRDBEZ-) indicator (see Figure 2~11) is scanned
by HDLC firmware, using the capabilities of the test multiplexer
(refer to subsection 2.5.3 and Figure 2-12) to determine when data
has been supplied by the MLC.
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To send data to the HDLC, the CCP sends a Write Transmit Data
Buffer (WRTRDB-) command (see Figure 2-11) to the HDLC. This
causes the MILC data lines (CPDT00+ to 07+) to be loaded into the
data word location of the transmit buffer at STROBE- time and
resets the transmit data buffer empty (see Figure 2-11) indicator.
When the firmware determines that the data is available (TRDBEZ-),
it transfers the data word to the transmit shift register in the
external RAM a byte at a time. This is accomplished by addressing
the transmit buffer with microprogram control memory bits 8 and 9
(UPCM08+ and 09+) to select the proper location and enabling first
the right byte (UPCM27+) and then the left byte (UPCM26+). The
bytes (INBFRO+ to 3+ and INBFR4+ to 7+) are then written into the
external RAM by a Write External RAM command (UPINS1l-) at SYSCLK-
time to the location specified by the firmware command (UPCM08+
to 11+). (This path is through the microprocessor, as explained
in subsection 2.5.1.) The firmware then sets the data buffer
empty indicator and generates a channel request interrupt to the
MLC for the second word of data.

The first word of data is then shifted a byte at a time, using
the shifted bit as the serial transmit data. For the first trans-
mit bit, the data word is read from the external RAM (SPMEMO- to
3-) a byte at a time and stored in the internal RAM of the micro-
processor (see Figure 2-10) with no shift. The output data of
microprocessor bit 3 (UPODB3+), which reflects the LSB of the data
word,is then latched into the Bit Buffer (TRBITB+) when a Write
Transmit Bit Buffer (WRTRBB-) subcommand is generated by firmware.
The data is then written back into the internal RAM. When the
next transmit clock (TRCLKZ+) from the DCE is received, the first
data bit in the Bit Buffer (TRBITB+) is latched into the Transmit
Data flip-flop (TRDATA-) and passed through the Test Mode Multi-
plexer (DCETDZ+) to the DCE interface drivers (DCETDZ-). TRCLKZ+
also sets the Transmitter Ready (TRRDYZ+) indicator, which is
used for firmware testing (refer to Figure 2-12) to indicate that
the bit buffer (TRBITB+) is ready for the next data bit.

The internal RAM data word is again read and passed through
the microprocessor components only this time with a single bit
shift to the right. This puts the second data bit on the micro-
processor output data lines bit three (UPODB3+) which is written
into the Bit Buffer when a Write Transmit Bit Buffer (WRTRBB-)
subcommand is performed. The data in the bit buffer is then
transferred to the DCE on the subsequent transmit clock (TRCLKZ+).
This process of shifting bits to the DCE and inputting data from
the MLC continues until the CCP sets the transmit end of frame
and interframe fill mode in the transmit control byte, as pre-
viously described, and sends the final FCS word to the IDLC.
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Figure 2-13 Transmit Data and Control Paths
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2.5.5 Receive Logic (see Figure 2-14)

This subsection describes the HDLC adapter hardware imple-
mented when a receive operation is performed on the attached oo
communication line. The data transfer path, as well as the N
control logic and timing required to execute a receive operation,
are discussed. The discussion of firmware is minimal as its
function during the receive is explained in subsection 2.4.3.

The receive hardware is reset by a Master Clear (MSTCLR-)
signal and by firmware clearing all registers to zero when the
system is powered-up, a software initialize function is received
by the MLC for this channel, or when the CLEAR pushbutton is
depressed on the control panel. The central processor software )
now can set up the MLC for a receive operation.

The MLC initiates processing of a receive operation by execu-
tion of the CCP for the appropriate channel. The CCP, using
WRLCBS+ from the command decode logic (see Figure 2-11), loads the
line control buffer (see Figure 2-13) from MLC data lines CPDTO00+
to 05+ in order to set data terminal ready (DCEDTR-), reset
request to send (DCERST-), and to set or reset appropriately new
sync (DCENSZ-) and speed select (DCESSZ-). These signals are sent
to the DCE through the DCE interface drivers (see Figure 2-13) to
establish data set control. Test mode (TSTMOD-) is reset with the
negation of the MLC data bit 5 (CPDTO05+), which selects the lower
inputs on the Test Mode Multiplexer (see Figure 2-13). These
establish the normal data path for a receive operation. Also,
when WRLCBS+ from the MLC command decode logic is set by the CCP,

Receive On (RCONZZ-) is set with CPDT06+ from the MLC data lines. PN
This allows receive channel request interrupts (RCCRIZ-) to be L
generated when the HDLC firmware issues a Set Receive Service e

Request (SRCSRQ-) subcommand (see Figure 2-11) to send a data word
to the MLC.

The CCP now loads the receive control byte into the Transmit
Buffer (see Figure 2-13) by generating WRRCCB- in the MLC command
decode logic (see Figure 2-11). This allows the single byte on
MIC data lines 4 to 7 (CPDT04+ to 07+) to be written into the
Transmit Buffer at STROBE- time. The purpose of loading this
byte is to set up the byte size for firmware testing (see
Figure 2-5).,

When the receive clock (RCCLKZ+) is detected from the DCE
(DCERCK+) through the Test Mode Multiplexer, it is inverted
(RCCLKZ-). RCCLKZ- causes the data bit from the DCE (DCERDZ+),
through the Test Mode Multiplexer (RCDATX+), to be latched into
- the Receive Data Latch (RCDATY-) and also sets Receive Data Ready
(RCRDYZ-) for firmware testing. When the firmware enables the
Data Driver (RCDATZ+), using bit 24 (UPCM24+) of the firmware
command, the data bit is shifted into the microprocessor (refer to
subsection 2,5.1 and Figure 2-10). This shifting into the micro-
processor continues until three words of data are accumulated in
Y2 microprncessor storage element. The firmware then transfers
one word a byte at a time from the microprocessor into the Receive
Data Buffer. ulis is accomplished by enabling the writing of the

AN
1\w

2-38

HONEYWELL PROPRIETARY AND CONFIDENTIAL




HONEYWELL PROPRIETARY AND CONFIDENTIAL

buffer (WROBZZ-) with a Write Receive Buffer (UPINS2-) firmware
command at SYSCLK- time and selecting the proper location with
command bits 8 and 10 and 11 (UPCM08+, UPCM10+ and 11+4). This
addressing scheme causes the data (UPODBO+ to 3+) to be written
into two byte locations simultaneously, but the extra location is
not utilized, and no harm is done (refer to Figure 2-6).

The firmware now generates a channel request interrupt
(RCCRIZ-) with the Set Receive Service Request (SRCSRQ-) subcom-
mand (see Figure 2-12). When the CCP services the request, it
reads the status from the HDLC by sending a Read Receive Status
(RDRCST-) to the adapter (see Figure 2-11). When the CCP reads
the status, it enables the right byte side of the receive buffer
(RDOBRH-) and selects the firmware-generated status location with
RDSTAT- (see Figure 2-11). RDSTAT- also enables the four outputs
of the status drivers. The right byte of the Receive Buffer and
four outputs of the status drivers are sent to the MLC as a

- complete status word on the input data lines (LADATO+ to 7+).

The CCP then reads the data word from the Receive Buffer by
sending a Read Receive Data Buffer (RDRCDB-), which enables the
buffer and selects the data word location. The output of this
full word location is then transferred to the MLC via the input
data lines (LADATO+ to 7+).

This receive and transfer process continues until a flag is
recognized by the HDLC firmware. The firmware then transfers the
three words of information (data and FCS) to the MLC with closing
flag set in the status word which accompanies the final transfer
for the FCS word. ‘ ‘

2-39
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Figure 2-14 Receive Data, Status, and Control Paths
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I
THEORY OF

OPERATION - CYCLE FLOW

3.1 ADAPTER FIRMWARE

The HDLC firmware is comprised of routines which are formed from
sequences of various types of firmware commands (see subsection 3.4)
resident within the HDLC read-only microprogram control memory.

This control memory contains up to 1024 locations, with each loca-
tion containing a 28-bit firmware w..d called a firmware command.

A decoded firmware command . 2s.its in the specific action of various
hardware elements.

HDLC firmware includes two basic types of routines: those which
handle the transfer of information to the attached communications
device (transmit routines) and those which handle reception of data
from the attached communications device (receive routines). Firm-
ware described herein is based on file revision level 1.0.

3.2 INTERNAL RAM

HDLC firmware has access to a 1l6-word by 4-bit register file
called the internal RAM (i.e., the RAM is internal to the micro-
processor). The internal RAM contains eight 4-bit receive shift
registers for reception of data from the communications device, two
work registers, plus registers for storage of receive flags and
counter and firmware routine state control information. Internal
RAM locations are identified in Figure 3-1 and described in Table
3-1.

3-1
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N 4

REGISTER BIT POSITION
HEX 0 [ 1 2 3
F RFROO RFR.LH
E RFR.RH RFROS8
D RFCSR.LQ
C RFCSR.LCQ
B RFRSR.RCQ
A RFCSR.RQ
9 RBR.LH
8 RBR.RH
7 RCDBFFLG RILS ABRTRCVD FLGRCVD
6 R5C
5 RBSC
4 0 RSRCSTATE
3 0 RFCSTATE
2 ROSD (RFU) RDHBT RILSFLG
1 Fl
0 FO
RH = Right Hand 4 bits
LH = Left Hand 4 bits
L0 = Left Hand Quarter
LCQ = Left Hand Center Quarter
RCQ = Right Hand Center Quarter
RQ = Right Hand Quarter.

"FLAG
REGISTER

FCS
¢  REGISTER )

BYTE
REGISTER . |

WORK
REGISTERS

.Figure 3-1 1Internal RAM Register Assignment

RECEIVE
SHIFT
REGISTERS
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Internal RAM Register File Assignments (Sheet 1 of 2)

Register
Location
(Hex)

Mnemonic

Description

0

0 -3 FO

Work Register 0

0 -3 ‘ Fl

Work Register 1

0 ROSD

Receive Overrun Status Delayed.
Stores closing flag condition
when second frame ends before
status transfer for first frame
is completed.

RFU

Reserved for future use.

2 RDHBT

Receive Data has Been Transferred.
Indicates that data (for frame
currently being received) has
been transferred to MLC.

3 RILSFLG

Receive Idle Link State Flag.
Indicates receipt of fifteen con-
tiguous One bits.

0 -
RFCSTATE

Must Be Zero

Receive Flush Control State.
Indicates the state of the receive
flush control routine as follows:

000 - OFF state

001 - RESET STATUS state
010 - SECOND FCS state
vel - FIRST FCS state
100 - LAST DATA state
101 - ABRT&OVRN state
110 - ABRT state

111 - FLG&OVRN state.

0 -
RSRCSTATE

Must be Zero

Receive Shift Register Control
State. Indicates state of re-
ccive shift register control
routine as follows:

000 - TEXT state
001 - WAIT-2 state
010 - WAIT-1 state
011l - OVRN state

100 - ABRT state

101 - INSYNC state
110 - OUTASYNS state
111 - FIRST state

HONEYWELL PROPRIETARY Ai.D CONFIDENTIAL
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Table 3-1 1Internal RAM Register File Assignments (Sheet(Z of 2)

Register
Location
(Hex)

Bit (s)

Mnemonic

Description

5

0

3

RBSC

Receive Byte Size Counter. Keeps

track of shifting in receive shift

register.

R5C

Receive 5 Counter. (Zero Deletion
Counter) Counts contiguous One

bits for zero deletion control

(actually counts from B(hex) to
0 (hex)) .

RCDBFFLG

RILS

ABRTRCVD

FLGRCVD

Receive Data Buffer Full Flag.
Indicates that the receive data
buffer is full.

Receive Idle Link State. Indi-
cates that the idle link state
status has been reported to the
MLC.

Abort Received. Indicates pre-
sence of an abort sequence in
receive flag register.

Flag Received. Indicates pre-
sence of a flag sequence in re-
ceive register.

RBR (RH)

Receive Byte Register (Right
half). Part of receive shift
register. Characters of less
than 8 bits are right-justified
here.

RBR (LH)

Receive Byte Register (Left Half).
Part of receive shift register.

RFCSR (RQ)
RFCSR (RCQ)
RFCSR (LCQ)
RFCSR (LQ)

Receive Frame Check Sequence
Register. Four, 4-bit bytes
that comprise the frame check
sequence register.

Hio Q w >

o |Jo O O o

Wiw w w w

RFR (RH)

Receive Flag Regiéter (Right
Half). Data stream is examined
here for flag and abort sequen-
ces.

RFR (LH)

Receive Flag Register (Left
Half). See above.
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3.3 EXTERNAL RAM

HDLC firmware also has access to an external RAM. The external
RAM is a 1l6-word by 4-bit read/write memory that is an extension of
the internal RAM. The external RAM contains the status register,
receive history registers, transmit shift register, and also con-
tains storage for transmit flags. External RAM locations can be
written into from the microprocessor via the Write External RAM
(WER) firmware command, and can transfer information to the micro-
processor via the Read External RAM (RER) firmware command. Ex-
ternal RAM register locations are identified in Figure 3-2 and de-
scribed in Table 3-2.

BIT POSITION

LOCATION 0 , 1, 2 | 3
F TSRO1 TSR.LH TRANSMIT
E TSR.RH TSRO8 SHIFT
5 TBSC REGISTER
o T5C
B TSRCSTATE
A TRDBEFLG | RFU TEOFS TIFMS } TRANSMIT FLAGS
9 TURCSTATE
8
7 RFCSRH. LQ
6 RFCSRH.. JQ RECEIVE
5 RFCSRH. RCQ | HISTORY
s RFCSRIL. RO [ REGISTERS
3 RBRH. LH
2 RBRH. RH
) )
0 REOFS RAS ROS - TUS } STATUS REGISTER

Figure 3-2 External RAM Register Assignment
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Table 3-2 External RAM Register Assignments (Sheet 1 of 2)

Register
Location
(Hex)

Bits

Mnemonic

Description

0

0

REOF'S

ROS

TUS

Receive End of Frame Status.
Indicates that a frame was ended

| by a flag sequence.

Receive Closing Abort Status.
Indicates that a frame was ended
by an abort sequence or an idle
state link.

Receive Overrun Status.
that data was lost during frame.

Transmit Underrun Status.
Indicates that underrun has
occurred.

Indicates

Not Used

RBRH (RH)

Receive Byte Register History
(Right Half). Part of receive
history register. Provides temp-
orary storage for last data byte
at end of frame until transferred
by MLC.

RBRH (LH)

Receive Byte Register History
(Left Half). See above.

RFCSRH (RQ)

RFCSRH (RCQ)
RFCSRH (LCQ)
RFCSRH (LQ)

Receive Frame Check Sequence
Register History. Sixteen bits
that provide temporary storage
of the frame check sequence
(FCS) .

Not Used

WO d O U

Not Used

NIOJlO|O O O©

1
WiFHFIWlWw W w

TURCSTATE

Transmit Underrun Report Control
State. Indicates the state of
the Transmit Underrun Report Con-
trol routine as follows:

00 OFF State

0l RESET UNDERRUN State
10 REPORT UNDERRUN State
11 RFU .

TRDBEFLG

Transmit Data Buffer Empty Flag.
Indicates that the transmit data
buffer is empty.

HONEYWELL PROPRIETARY AND CONFIDENTIAL
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Table 3-2 External RAM Register Assignments (Sheet 2 of 2)

Register
Location
(Hex)

Bits

Mnemonic

Description

A
(Cont.)

1

TUSTR

TEOFS

TIFMS

Transmit Underrun Status Transfer
Request. 1Indicates that an under-
run status transfer request has
been made.

Transmit End of Frame Synchronized.
An internal copy of TEOM.

Transmit Interframe Fill Mode
Synchronized. An internal copy of
TIFM, which specifies whether to
send Flag or Abort sequences be-
tween frames:

0 = Abort; 1 = Flag

TSRCSTATE

Must be Zero.

Transmit Shift Register Control
State. Indicates state of
transmit shift register control
routine as follows:

0 = TEXT state; 1 = IDLE state

T5C

TBSC

Transmit 4 (Zero Insertion)
Counter. Counts contiguous One
bits for zero insertion control.
Actually counts from B(hex) to
0(he..) .

Transmit Byte Size Counter. Keeps
track of shifting in transmit
shift register.

TSR (RH)

Transmit Shift Register (Right
Half). Register in which trans-
mit byte shifting is done. Right-
most bit is TSR08, which is loaded
into the transmit bit buffer.

TSR (LH)

Transmit Shift Register (Left Half)

See above.

3-7

HONEYWELL PROPRIETARY AND CONFIDENTIAL




HONEYWELL PROPRIETARY AND CONFIDENTIAL

3.4 FIRMWARE COMMANDS AND MICROINSTRUCTIONS

A microinstruction is defined as any bit of a 28-bit word in the
microprogram control memory. A micro-operation (micro-op) is de-
fined as a combination of two or more microinstructions. A micro-
instruction bit can be decoded by itself or in conjunction with
other microinstruction bits (i.e., as a micro-op) to cause a speci-
fied hardware action. Taken together, the 28 microinstruction bits
comprise a firmware command. A combination of a number of firmware
commands utilized to perform a particular function is known as a
microprogram, or firmware routine.

HDLC firmware has nine types of firmware commands, each of which
is subdivided into various fields (micro-ops) to perform specific
operations, such as internal or external RAM addressing, transmit
or receive buffer addressing, ALU function control, etc. Each firm-
ware command is identified by an op-code in bits 0, 1 and 2 of the
firmware command. Table 3-3 contains the formats of the HDLC firm-
ware commands; Tables 3-4 through 3-12 provide definitions of the
firmware command fields.

3.4.1 Subcommand Command (SC)

Subcommand commands are used to set and reset hardware control
registers, to load the transmit bit buffer, and to generate a test
sync pulse. Specific subcommands are a decode of the subcommand
field as shown in Table 3-4.

3.4.2 Write External RAM Command (WER)

This command causes the output of the microprocessor to be written
into the external RAM location specified by the RAM address (RA)
field. Also, the logic or arithmetic function specified by the FC
field is performed using the operands specified by the SOC field.

3.4.3 Write Output Buffer Command (WOB)

This command causes the output of the microprocessor to be written
in the output (receive) buffer locations specified by the Output
Buffer (OB) field. This command is used to transfer information
(data) received from the communications equipment, receive status, or
transmit status to the output (receive) buffer via the internal RAM.

3.4.4 Test and Modify Next Command (TAMN)

This command enables the microprogram to examine miscellaneous
hardware status conditions within the adapter, with the result being
saved for the next command (normally a Branch command). Micropro-
~gram control memory bits 4, 5, and 6 determine the function to be
tested as shown in Table 3-5. If the test result is true and the
next command is a Branch command, the branch will not be made.

HONEYWELL PROPRIETARY AND CONFIDENTIAL
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Table 3-3 Microinstruction Formats

MICROPROGRAM CONTROL MEMORY BIT
UPCMnn )
MNEMONIC NAME 012 4 56 7|8 9 10 11j12 13 14 15|16 17 18]19 20 21|22 23 24|25 26 27
sc Subcommand 000 SUB |0 FAA FBA FC soc DC 1 1 1
WER Write External 001 XX XX RA FBA FC soc DC 0 1 1
RAM : .

WOB Write Output 010 K OB FBA FC socC DC 1 1 1
Buffer ’ .

TAMN Test and Modify 011 TST FAA FBA FC socC DC 1 11
Next

MMP Modify 100 K FAA FBA FC SOC DC 1 1 1
Microprocessor

RIB Read Input 101 X X X X|{IB l 0 0 FBA FC SoC DC 1 IB
Buffer '

RER Read External 110 X (XX RA FBA FC SocC DC 0 1 1
RAM

BR Branch 111f{0oj0o 0 0|lf0o 0O Branch Address 0 0 0 1/ 1 1 1

BRSC Branch and 111 SUB |0 00 Branch Address 0o 0 0 0 1] 1 1 1
Subcommand

0 = Low; 1= High; X = Don't Care

C = Carry In FBA = File Write Address FC = ALU Function

K = Constant/Mask RA = (Scratch Pad) RAM Address Control

SUB = Subcommand Select IB = Input Buffer SOC = ALU Source Op-

FAA = File Read Address OB = Output Buffer erand Control

DC = ALU Destination

Control
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. Table 3-4 Subcommand Selection
(SUB Field)
UPCMnn+00
04105 {06 STROBE FUNCTION
0 0 O STRDBE-00 Sets Transmit Data Buffer Empty F/F
0 0 1 SRCDBF—OO» Sets Receive Data Buffer Full F/F
0 1 O0° STRSRQ-00 Sets Transmit Service Request F/F
0 1 1 SRCSRQ-00 Sets Receive Service Request F/F
1 0 O RSTRRY-00 Resets Transmit Ready F/F
1 0 1 RSRCRY-00 Resets Receive Ready F/F
1 1 0 WRTRBB-00 Writes Transmit Bit Buffer F/F
1 1 1 TSTSYN-00 Generates Test Sync Pulse
Table 3-5 Test and Modify Next Selection
(TST Field)
UPCMnn+00 FUNCTION - MODIFY NEXT EXECUTE NEXT
04 |05 |06 TESTED INSTRUCTION IF: INSTRUCTION IF:
010} o0 TRDBEZ-00 Transmit Data Buffer Transmit Data Buffer
, Full Empty
0j0]|1 RCDBFZ-00 Receive Data Buffer Receive Data Buffer
Empty Full ' ~
o110 TRSRQZ+00 Transmit Service No Transmit Service
_ Request Pending Request Pending
011 RCSRQZ+00 Receive Service No Receive Service
~ Request Pending , Request Pending
1100 TRRDYZ+00 Time to Generate New Not Time to Generate
Transmit Data Bit New Transmit Data Bit
1j{j0]1 RCRDYZ+00 Time to Process New Not Time to Procesg
Receive Data Bit New Receive Data Bit
111}0 ALUEZZ-00 | ALU Output Does Not ALU Output Equals
Equal Zero Zero
1411]1 CTSVTM+00 Clear to Send or Test Clear to Send and
Mode True Test Mode Both False

3-10
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3.4.5 Modify Microprocessor Command (MMP)

This command causes the arithmetic or logic function specified
by the Function Control (FC) field to be performed using the op-
erands specifijed by the Source Operand Control (SOC) field, with
the result shifted (if applicable) and stored in the Q-register
and/or file register as determined by the DC field. A detailed
list of arithmetic and logic operations is provided in the firm-
ware file.

Arithmetic and logic functions are performed by the micropro-
cessor Arithmetic Logic Unit (ALU) on registers in the internal RAM,
and the constant field (K). The K-field is frequently used as a
mask for the testing, setting or resetting of individual bits in the
internal RAM.

The resultant ALU output and the Q-register can be shifted left
or right, if desired, under control of the Destination Control (DC)
field. When a right shift is performed, the Q-register and the FBA

‘register are aligned as follows:

——= Q-register FBA register [—

The right-most bit (low order bit) of the Q-register is shifted into
the left-most bit position of the internal RAM register specified

by the FBA address, and the received data bit is shifted into the
left-most bit of the Q-register. The right-most bit of the FBA
register is lost.

When a left shift is performed, the Q-register and the FBA reg-
ister are aligned as follows:

] Q—register FBA register F————

The left shift is performed in a manner similar to the right-shift
operation, with the left-most bit of the Q-register being lost and
with an unknown value being shifted into the right-most position of
the FBA register. '

3.4.6 Read Input Buffer Command (RIB)

This command causes the content of the input (transmit) buffer
location specified by the Input Bufier address (IB) field to be
applied to the microprocessor input data bus. The input (transmit)
buffer is a register file used to store the transmit data byte and
transmit and receive control words, and is written directly by the
MLC. As shown in Table 3-11, the IB field consists of bits 8, 9,
26, and 27 of the microprogram control memory. These four bits ad-
dress the input (transmit) buffer.

3-11
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3.4.7 Read External RAM Command (RER)

This command causes the content of the external RAM location N
specified by the RAM Address (RA) field to be applied to the micro- 4/‘
processor input data bus. The loglc or arlthmetlc functlon speci- &u/
fied by the FC field is performed using the operands specified by
the soc field, with the result shifted, if applicable, and stored in
the Q-register and/or flle register as determined by the DC field.

3.4.8 Branch Command (BR)

This command causes an uncondltlonal branch to the mlcroprogram
control memory location spec1f1ed by the branch address field. If

a branch command is preceded by a Test and Modlfy Next command whose
test result is true, the branch command is skipped.

3.4.9 Branch and Subcommand Command (BRSC)

. This command causes the hardware function specified by the
Subcommand field to be executed, followed by an unconditional branch
to the microprocessor control memory location specified by the
branch address field. This command is skipped if preceded by a
Test and Modify Next command whose test result is true.

Table 3-6 Scratch Pad
Register Selection
(RA Field)

UPCMnn+00 SCRATCH PAD
08{09110]11 REGISTER

RO
R1l
R2
R3
R4
R5
R6
R7
R8
R9
RA
RB
RC
RD
RE
RF

FHEHHRPHEREOOOOOOOO
HHMHFROOOOKRKFHHOOOO
HHOOHHOOKHKFHOOHKKFOO
HFOHOHOMROHOHOHORO
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Table 3-7 Microprocessor
Register File Selection
(FAA and FBA Fields)

UPCMnn+00 MICROPROCESSOR
08|09110]11 REGISTER

HFHHRFRFHEMHRBSFRFOODOODOODOOO
HHEHFRFOOOOHRKHKFHMFOOOO
HHOOHMHOOHMHOOKHMOO
HOHOHHOHHOHOHHOROMO
HEHODQmPOONOVIdWNHO

-Table 3-8 .U Source Operand
" Control (SOC Field)

ALU SOURCE

UPCMnn+00 OCTAL OPERANDS
19]20]21 CODE : R} S

0y 01 O 0 Al|lQ

of 0] 1 1 A|B

of 1] O 2 0| Q

0} 1| 1 3 0|8

1f o o 4 0| A

11 0] 1 5 D|A

1} 11 0 6 D|Q

11 1] 1 7 DloO

HONEYWELL PROPRIETARY AND CONFIDENTIAL
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Table 3-9 ALU Function Control
(FC Field)
UPCMnn+00 OCTAL
1641718 CODE ALU FUNCTION
0} of O 0 R plus S
0 0| 1 1 S minus R
0] 1| 0 2 R minus S
o] 1} 1 3 R or s
1 o} o 4 R and S
1} 0] 1 5 R and S
1] 1 0 6 R Xor S
1 1) 1 7 R Xnor S

Table 3-10

Receive Buffer Register Selection
(OB Field)
UPCMnn+00
08(09(10 |11 | HEX | OUTPUT (RECEIVE) BUFFER REGISTER NAME
0l 0f 0} 1 Write Output Status

1l of o]l 1] o

11010

Write Receive Data (Left Half)
Write Receive Data (Right Half)
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Table 3-11 fTransmit Buffer Register Selection

(IB Field)
UPCMnn+00
08(09]26 |27 HEX INPUT (TRANSMIT) BUFFER REGISTER NAME
ol 1{ 0|1 5 Read Transmit Control Word
o 1} 1|0 6 Read Receive Control Word
1{ o} O 9 Read Transmit Data (Left Half)
11 0] 1} 0 A Read Transmit Data (Right Half)

[
I Read Enable for Input Buffer

0 =
1 =

Read Enabled
Read Not Enabled

Input Buffer Address

Tabie 3-12 ALU Destination Control (DC Field)

Register Q-Register

UPCMnn+00 Octal Shifter Y
22(18) 23(17) Code Shift|Load Input Shift | Load | Output

0 0 0 - No ALU None Yes ALU

0 1 1 None Yes - - No A

1 0 2 Right Yes Q Right Yes ALU

1 1 3 Left Yes Q Left Yes ALU
3-15
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Table 3-13 Generation of Fill Characters in

TRSRC IDLE State Subr

outine

TURCSTATE

TRSRQ |TRDBEFLG| TRDBE | TIFMS Comments

Not OFF

OFF

OFF

OFF

Set

Set . - : -

Reset{ Reset | Set -

Reset Reset Reset Set Ready to start next

Reset Reset Reset | Reset | Ready to start next

Send Flag or Abort
' Send Flag or Abort
Send Flag or Abort

Set TRDBEFLG to cause

TRDRC routine to gen-

erate data service re-
quest

| Send Flag or Abort

frame.

Flag was just sent, soO
send first data byte.

frame.

Abort was just sent, so
send starting flag

3.5 FIRMWARE CYCLE FLOW

As shown in Figure 3-3, HDLC firmware consists of an initialize
routine (INITZ),
and three receive routines (RCSRC, RCDRC
clear from the MLC causes initialization of the HDLC. Once initial-
ized, HDLC firmware sequentially executes transmit and receive
routines in a continuous loop as shown in Figure 3-3. The only
interaction with MLC firmware is the issuance of receive data ser-
vice requests (to send data or report status to the MLC) and trans-
mit data service requests (to request more data from the MLC and to
report status).
~continues with the next routine. The on
transmit and receive routine is the sharing of a common status
register in the external RAM.

three transmit routines

(TRSCR, TRDRC, and TRURC),
, and RCFCO). A master

Once a service request is set, firmware execution

ly common point between the

The three transmit routines (and associated subroutines) handle

the transfer of
to the attached
ferred from tho

3-16

data received from the MLC from the transmit buffer
communications device. |
transmit buffer into the Transmit Shift Register

This data is first trans-
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(TSR) in the external RAM, together with firmware-generated flag or
abort sequences. The content of the TSR is then serialized for
transfer to the communications device. The major functions performed
by the three transmit routines are:

1. Generate flag and abort sequences for interframe time fill
2. Serialize data for transfer to the communications device
3. Insert zeros where required for frame transparency

4. Detect and report underrun conditions

5. Recognize and report byte boundaries between frames.

The three receive routines and associated subroutines handle
the transfer of data from the attached communications device to
the output (receive) buffer, from which it is transferred to the
MLC under MLC firmware control. The major functions performed by
these three routines are:

1. Assemble serial receive data in the receive shift registers
in the internal RAM

2. Monitor the assembled data for the presence of flag, abort,
or idle link state sequences

3. Differentiate between opening flags, closing flags, and
interframe flags

4. Delete flag, abort, and idle link state sequences
5. Delete inserted zeros '

6. Delete invalid frames of fewer than 25 bits without inter-
rupting the MLC

7. Transfer data bytes from the receive shift registers to the
receive buffer

8. Detect and report overrun corditions and inhibit data trans-
fer following overrur

9. Generate service requests for data transfer, status transfer,
end-of-frame, and idle link states

10. Synchronize service requests

11. Assemble frame check sequences (FCS) as two 8-bit bytes

12. Accommodates 5-, 6-, 7-, or 8-bit bytes (right justifies
5-, 6~, and 7-bit bytes).

For further details of firmware operations, refer to Figures
3-6 through 3-21, which are intermediate flow charts of each routine
and subroutine. Refer to the firmware listing if the precise
microinstruction used to execute an operation must be known. For a
complete description of symbology and nomenclature used in the flow
chart, see the Multiline Communications Processor or Controller
Manual listed in Section I.

3-17
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INITIALIZE
ROUT INE
INITZ
IDLE STATE
SUBROUT INE
TRTXT
TRANSMIT SHIFT REGISTER
CONTROL ROUTINE
R IDLE STATE
TRSRC |~ SUBROUTINE
TRIDL
R
d TEXT
UNDERRUN
CONTROL ROUTINE
TRDRC
N R REPORT UNDRN
’ STATE
: { SUBROUTINE
1
TRANSMIT UNDERRUN
REQUEST CONTROL o F state | | PESTRYNORN
ROUT INE
SUBROUTINE
MLC HAS NOT TRURC
READ F/W REV.
’L FIRST STA TEXT STATE
O SURooTie SUBROUTINE
1 RCFsT RCTXT
WAIT STATES
OUTASYNC STATE| RECEIVE SHIFT SUBROUTINE
|=—{ SUBROUTINE REGISTER CONTROL RCWTS
RCOTS ROUTINE
RCDRC OVERRUN STATE
INSYNC STATE 5”22%‘%‘"5
le— SUBROUTINE
RCINS
ABORT STATE
SUBROUT INE
RCABT
OVERRUN D
RECEIVE DATA REQUEST CONDITION
CONTROL ROUTINE
RCDRC
SERVICE REQUEST SET
~ o serwice -—
REQUEST
IST 8 2ND FCS OFF STATE
SUBROUTINE
SUBROUTINES
REFCS
RECEIVE FLUSH
ABORT-OVRN CONTE%FE%,”NE RESET STATUS
SUBROU TINE SUBROUTINE
RFCAO RFCRS
FLAG_8_OVRN LAST OaTa STATE
SUBROUTINE SUBROUTINE
RFCFO RFLD
ABORT STATE
SUBROUT INE
RFCAO

ROUTINE MNEMONICS-RCSRC
SUBROUTINE MNEMONICS-RCABT

NAMES-NAME OF
ROUTINE OR
SUBRe

Figure 3-3 HDLC Firmware Overview

3.5.1 IJTnitialize Routine

The Initialize (INITZ) routine sets HDLC hardware elements to
the conditionc necessary to begin firmware execution. This routine
loads the firmwa.re revision level into the left and right-half bytes
of the output (receive) data buffer as shown in Figure 3-4. The
right-most five bits (3-7) constitute the whole- number portlon of

)
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the firmware revision level, while the left-most three bits (0-2)
constitute the decimal portion. Tuus, a typical firmware revision
level is expressed as:

00000100

L.

J

Following initialization, the MLC must read this firmware revision
level information before firmware can enter the receive routines.

As shown in Figure 3-6, the Initialize routine:
1. 1Initializes all counters
2. Resets all flags

3. Resets status in both the status register and output status
buffer

4. Sets all firmware routines to their initial state

5. Loads an initial abort sequence in the transmit shift
register.

Once initialization is complete, the HDLC firmware loops continuously
through the six transmit and receive routines as shown in Figure 3-3.

MS8 LS8
.\ LEFT HALF RIGHT HALF /_

o b 2 3 l 4 5 6 7

T RECEIVE
(o) o (o] e o 1 (o] (o] DATA
: ' BUFFER
\ A J

NUMERIC e DECIMAL
4 0

Figure 3-4 Firmware Revision Level in Output
(Receive) Buffer
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3.5.2 Transmit Shift Register Control Routine

The Transmit Shift Register Control (TRSRC) routine consists of
an enter sequence plus two subroutines (called state subroutines)
for the transfer-of information from the input (transmit) buffer to
the attached communications equipment. TRSRC is the first routine
entered following initialization, in order to transmit the initial
abort sequence that was placed in the transmit shift register during
the initialize routine. The TRSRC routine can also be entered from
the RCSRC routine. This entry forces firmware to loop only through
the transmit routines immediately following initialization until the
MLC has read the firmware revision information placed in the output
(receive) buffer during the initialize routine. This loop prevents
data from being read from the attached communications equipment un-
til after the MLC has read this information.

The TRSRC routine is also entered from the RCDRC routine when a
service request is set, and from the RCFCO routine when no service
request is set, or when an overrun condition is being reported.

3.5.2.1 TRSRC Enter Sequence (Figure 3-7)

At each pass of the firmware, the Transmit Ready flip-flop is
tested to see if the transmit bit buffer is ready to accept the next
bit from the transmit shift register for transmission to the attached
communications equipment. If the transmit buffer is not ready, an
exit is made to the TRDRC routine. If it is ready, a branch is
made to the TRSRC state subroutine indicated by the setting of the
TSRCSTATE bit in the external RAM.

The TRSRC routine is always in the IDLE state immediately fol-
lowing initialization and in either the IDLE or the TEXT state at
other times.

3.5.2.2 TRSRC IDLE State Subroutine
(Figure 3-8)

The TRSRC IDLE state handles the transfer of flag and abort
sequences to the attached communications equipment. Zero insertion,
used in the TRSRC TEXT state subroutine to prevent erroneous flag
or abort sequences, is not performed during the IDLE state sub-
routine.

During the initialize routine the IDLE state is set and an abort
sequence is loaded into the transmit shift register. IDLE state is
therefore the first subroutine entered following initialization,
and is used to send the abort sequence to the attached communica-
tions equipment. During other firmware passes, the IDLE state is
~entered from the TRSRC TEXT state subroutine under the following
conditions:

1. The last byte of a frame has been transmitted, a closing
flag has been placed in the transmit shift register, "and
the transmit byte size counter has been set to 8;

2. A text underrun condition has been detected, an abort se-
quenc~ has been placed in the transmit shift register, and
the tra.smit byte size counter has been set to 8.

3-20

HONEYWELL PROPRIETARY AND CONFIDENTIAL

™



HONEYWELL PROPRIETARY AND CONFIDENTIAL

During each of eight firmware passes, one bit of the flag or
abort sequence is sent to the attached communications equipment
via the transmit bit buffer and the transmit byte size counter is
decremented. After the eighth bit has been transmitted (i.e., after
TBSC = 0), the transmit byte size counter is reset to 8 (for the
next fill character or the first byte of the next frame, which is
always 8 bits), and firmware checks the state of the TRURC routine.
The subsequent action taken by firmware depends on whether or not
the TRURC routine is in the OFF state, on whether or not a service
request is pending, and on the relative states of TRDBEFLG, TRDBE,
and TIFMS as summarized in Table 3-13. Firmware determines whether
to send a flag or abort sequence where interframe fill characters are
required, and loads the appropriate character in the transmit shift
register.

3.5.2.3 TRSRC TEXT State Subroutine
(Figure 3-9)

The TEXT state subroutine handles serialization and transmission
of data bytes to the attached communications equipment. Related
functions of this subroutine are:

1. Insertion of zeros where required for frame transparency
2. Recognition of byte boundaries

3. Recognition of end-of-frame

4. Generation of (closing) flags for frame terminations

5. Detection of underrun condition

6. Generation of abort sequence for underrun condition.

TEXT state subroutine processing begins by checking to see if
a zero is to be inserted during this firmware pass (zeros are in-
serted after every fifth contiguous One bit for frame transparency).
If five contiguous One bits have just been transmitted to the
attached communicaticns eg*ment, a zero is inserted into the
transmit bit buffer. The next legitimate data bit is left in posi-
tion 8 (TSR08) of the transmit shift register (to be transmitted
during the next firmware pass through this subroutine). Firmware
then goes on to see if a byte boundary has been reached.

If zero insertion is not required, the transmit byte size counter
is decremented and the next data bit is placed in the transmit bit
buffer. At this time the determination is made as to whether or
not a zero is to be inserted durina the next firmware pass through
the TEXT state subroutine. If the data bit just placed in the trans-
mit bit buffer is a zero (i.e., if TSE08 = 0), zero insertion will
not be required on the next firmware pass. The zeroc insertion
counter is initialized (to begin again the counting of contiguous
One bits) and the subroutine goes on to see if a byte boundary has
been reached.

If TSR0O8 = 1, the zero insertion counter is incremented and then
checked to see if it is equal to zero (reflecting that five contig-
uous One bits have been transmitted). If the counter equals zero,
the bit just transmitted was the fifth contiguous One bit, and zero
insertion must be performed during the next firmware pass through
this subroutine. Processing is now complete for this firmware pass,
and an exit is made to the TRDRC routine.
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Next, a check is made to see if the last legitimate data bit
transmitted was the last bit of a byte. If it was not, the transmit
shift register is shifted right to bring the next data bit into
position TSR08. -An exit is then made to the TRDRC routine with the
next data bit in TSRO08.

If the last legitimate data bit transmitted was the last bit of
a byte, the end-of-frame flag is checked to see if the byte just
transmitted was the last byte of a frame. If it was, the TRSRC
routine is set to the IDLE state, a closing flag sequence is placed
in the transmit shift register, the transmit byte size counter is
set to 8, and an exit is made to the TRDRC routine. This flag se-
quence will be transmitted to the communications equipment during
subsequent firmware passes through the TRSRC IDLE state subroutine.

If the byte just transmitted was not the last byte of a frame,
firmware checks the input (transmit) buffer to see if it contains the
next transmit byte. If it does not, an underrun condition has
occurred because the MLC has failed to maintain the correct transfer
rate. In this case the appropriate flags and the status register
are updated, an abort sequence is loaded into the transmit shift
register, and the TRURC routine is set to the REPORT UNDRN state.

An exit is then made to the TRURC routine to report the underrun
condition to the MLC. The TRSRC routine is set to the IDLE state,
which is employed during subsequent firmware passes to transmit
the abort sequence to the attached communications equipment.

If the next byte is ready, as indicated by both TRDBE and

TRDBE FLG being reset, it is moved from the input (transmit) buffer
to the transmit shift register. The Transmit Data Buffer Empty Flag
(TRDBE) is set for use by the TRDRC routine to request more data
from the MLC. After copying TEOF in TEOFS, and TBS in TBSC, the
TRSRC routine is left in the TEXT state, and an exit is made to

the TRDRC routine. This byte is transmitted, one bit at a time,
during subsequent firmware passes through the TRSRC TEXT state sub-
routine.

3.5.3 Transmit Data Request Control
Routine (Figure 3-10)

The Transmit Data Request Controcl (TRDRC) routine generates a
transmit service request for more data from the MLC if the TRDBE
flag is set, no service request is pending, and clear to send is
true. If TRDBE is not set, if a transmit service request is pending,
or if clear to send is not true, the request is not made, and an
exit is made to the TRURC routine.

3.5.4 Transmit Underrun Report Control
Routine (Figure 3-11)

The Transmit Underrun Report Control (TRURC) routine reports
underrun status to the MLC or resets already reported underrun status.
On entry, firmware checks to see if a transmit service request is
pending. If true, an exit is made to the RCSRC routine. If no
transmit service request is pending, firmware examines the TURCSTATE
bits to determi..» the state of the TRURC routine and branches to
execute the approp.iate subroutine. If no underrun condition exists,
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the routine is in the OFF state ard an exit is made to the RCSRC
routine to allow firmware to continue.

The TRURC routine is in the REPORT UNDRN state if an underrun
detected during the TRSAC TEXT state subroutine must be reported to
the MLC.  1In this case the Transmit Underrun Status (TUS) bit is
set, the status register is copied to the output (receive) buffer,
and a trancmit service request is set as an indication to the MLC
that it must read status. The TRURC routine is set to the RESET
UNDRN state to allow this underrun status to be reset during the
next firmware pass after the transmit service request has been re-
set (i.e., after the MLC has read the underrun status). An exit
is then made to the RCSRC routine.

The TRURC routine is set to the RESET UNDRN state during the
REPORT OVRN state subroutine. When TRURC is entered the firmware
checks to see if the MLC has read the previously reported underrun

~status. If the MLC has read status, the transmit service request

will be reset, and the RESET UNDRN state subroutine is entered.

The TUS bit is reset, and the TRURC routine is set to the OFF state,
indicating that the status of a detected underrun condition has
been read by the MLC. Next, the current status is copied to the
output (receive) buffer, the transmit data buffer empty flip~-flop is
set, and an exit is made to the RCSRC routine.

3.5.5 Receive Shift Register Control Routine

The Receive Shift Register Control (RCSRC) routine consists of
an enter sequence plus eight subroutines (called state subroutines)
for recognition and handling of a variety of receive operation
conditions. This routine handles the transfer of received data and
frame check sequences from the bit buffer to the output (receive)
buffer for subsequent transfer to the MLC. Other related functions
include deletion of inserted Zeros, “~tection and deletion of flag,
abort and idle link siate s¢i1ences, overrun detection, and end-of-
frame detection.

The RCSRC routine is entered from the Transmit Data Request
routine when that routine has just issued a transmit data service
request, or from the Transmit Underrzun Request Control routine when
the MLC has failed to deliver more data to the input (transmit)
buffer in time.

The RCSRC routine normally exits to the Receive Data Request
Control (RCDRC) routine to determine whether or not data is ready
for transfer to the MLC. When the RCSRC routine detects an over-
run condition, the data is not to be transferred, and the exit
is to the Received Flush Control (RCFCO) routine for further
analysis and for reporting of the overrun condition.

Figure 3-5 illustrates the relationships among the eight RCSRC
state subroutines. Once the RCSRC routine is entered the enter
sequence branches to the state subroutine identified by the bit con-
figuration of the RSRCSTATE register in the internal RAM (set during
the previous pass through the firmware loop). Each RCSRC state
subroutine performs particular functions as described in the fol-
lowing subparagraphs, and is capable of setting the RCSRC and RCFCO
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routines to other states as necessary. The state of the RCSRC rou-
tine when exited is the state subroutine that will be executed during

the next pass through the firmware loop. (ﬁ\
ENTER
“SEQUENCE
‘TO STATE L
w

Figure 3-5 RCSRC State Subroutine Relationships
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3.5.5.1 RCSRC Routine Enter Sequence
(Figure 3-12)

At each pass of the firmware, the receiver ready flip-flop
RCRDYZ+ is tested to see if the next data bit has been shifted into
the bit buffer. If reset, the next data bit is not ready, and no
further processing is required. Therefore, an exit is made to the
RCDRC routine to determine whether or not a previously received
data byte is ready for transfer to the MLC. If the flip-flop is
set, it and the Flag Received (FLGRCVD) and Abort Received (ABRTRCVD)
flag bits are reset at the start of processing for the next bit.

Next, the zero deletion counter (R5C) is checked to see if an
inserted zero is to be deleted. (The zero deletion counter is used
and maintained during the WAIT-1, WAIT-2, and TEXT state subroutines.
The zero deletion counter is updated during each firmware pass, and
the decision on whether or not to delete a zero is also made during
each firmware pass. Thus, when a zero is to be deleted, the indica-
tion is set in the counter during one firmware pass, and the actual
deletion occurs during the next firmware pass.) If zero deletion is
required, it is accomplished by shifting only the Flag Register (RFR)
in the internal RAM. The right-most bit, the inserted zero, is
thereby dropped while the next bit is being loaded into the left-most
bit of the flag register. If zero deletion is not required, all
eight receive shift registers are shifted.

Once the new bit has been loaded into the flag register, the
flag register is examined to determine whether it contains data,
or a flag or abort sequence. The Flag Received flag (FLGRCVD) or
Abort Received flag (ABRTRCVD) is set if appropriate. These flags
are tested at the beginning of each RCSRC state subroutine.

Finally, the current state of the Receive Shift Register Control
routine is tested by examination of *“e RSRCSTATE register in the
internal RAM, and a branch i wr=3e to the appropriate state sub-
routine. *

3.5.5.2 RCSRC FIRST State Subroutine
(Figure 3-13)

The FIRST state subroutine is entered only after initialization,
and is used to determine whether or not the MLC has read the firm-
ware revision information that was loaded into the output (receive)
data buffer during the initializaticn routine. This is accomplished
by checking to see if the output (receive) data buffer is full. If
it is full, the MLC has not yet read the firmware revision informa-
tion and an exit is made to the TRSRC routine (effectively bypassing
the receive routines until all firmware revision information has
been read by the MLC).

Once the MLC has read the firmware revision information, the
receive routines are included in the firmware loop. During each
pass of firmware, one data bit is loaded into the flag register in
the internal RAM, and the Receive Byte Size Counter (RBSC) is in-
cremented by one. After the eighth bit has been loaded (i.e.,
RBSC = 8), the counter is reset to zero, and the flag register is
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checked to see if it contains an abort sequence. If it does, the

RCSRC routine is set to the ABORT state and an exit is made to the

RCDRC routine. If the flag register does not contain an abort se- @Z\
quence, the RCSRC routine is set to the OUTASYNC state, and an exit L
is made to the RCDRC routine.

3.5.5.3 RCSRC OUTASYNC State Subroutine
(Figure 3-14)

The OUTASYNC state can be set during either the FIRST state or
the ABRT state subroutine. After resetting the Receive Byte Size
Counter (RBSC) to zero, the flag (FLGRCVD) and Abort (ABRTRCVD)
received flags are checked. If FLGRCVD is set, firmware sets the
RCSRC routine to the INSYNC state and then exits to the RCDRC routine.
If ABRTRCVD is set, firmware sets the RCSRC routine to the ABRT state
and then exits to the RCDRC routine. RCSRC remains in the OUTASYNC -
state if neither flag is set. '

3.5.5.4 RCSRC ABRT State Subroutine
(Figure 3-15)

The ABRT state is set during any other RSCRC state subroutine
whenever that subroutine finds the Abort Received (ABRTRCVD) flag
set (indicating receipt of an abort sequence in the flag register).
The initial function of the ABRT state subroutine is to monitor the
Receive Byte Size Counter (RBSC) until it indicates receipt of eight
new bits in the flag register (i.e., when the counter reaches eight).
On each firmware pass, the RBSC counter is incremented and then
tested. If it is not equal to a count of eight, an exit is made
to the RCDRC routine, and firmware continues its loop, loads the oo
next receive bit in the flag register, and returns to the RCSRC ABRT w
state subroutine.

After eight firmware passes the abort sequence (seven ones) has
been shifted out of the flag register and eight new bits have been
loaded. Next, the ABRTRCVD flag is checked to see if another abort
sequence has been received. If set, the low order bit of the flag
register (RFR08) is checked. If RFR08 is a one, then the flag
register contains eight ones. These eight ones and the seven ones
of the previous abort sequence constitute fifteen ones, or an idle
link state sequence. The Receive Idle Link State (RILSFLG) flag
is, therefore, set to alert the Receive Flush Control (RCFCO)
routine of the idle link state condition, and an exit is made to the
RCDRC routine.

If the new bits form a flag sequence, the RCSRC routine is set
to the INSYNC state, and an exit is made to the RCDRC routine. If
the new bits form neither a flag nor an abort sequence, the RCSRC »
routine is set to the OUTASYNC state, and an exit is made to the
RCDRC routine.
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3.5.5.5 RCSRC INSYNC State Subroutitine
(Figure 3-16)

The INSYNC state is set during any other RCSRC subroutine (except
FIRST) whenever that subroutine finds the Flag Received (FLGRCVD)
flag set (indicating receipt of a flag sequence in the flag register).
If FLGRCVD is set when this subroutine is first entered, the Receive
Byte Size Counter (RBSC) is reset to zero (to allow it to count
another eight bits as they are received and loaded into the flag
register), the RCSRC routine is left in the INSYNC state, and an
exit is made to the RCDRC routine. The firmware continues in its
loop, the FLGRCVD flag is reset, and eight more bits are received.
After each bit is received, firmware returns in its loop to the INSYNC
state, increments the receive byte size counter, and then tests it
to see if eight more bits have been loaded into the flag register.
If eight bits have not been loaded, an exit is made to the RCDRC
"routine to allow firmware to continue.

Although the INSYNC state subroutine checks the FLGRCVD and
ABRTRCVD flags during each firmware pass, these flags cannot be
found set until after the eighth bit has been loaded into the flag
register. If a flag or abort sequence is received, the appropriate
flag will be set by the RCSRC routine enter sequence. If either
flag is found set at this time, the RCSRC routine is set to the
appropriate state (i.e., either set to ABRT state or left in INSYNC
state), and an exit is made to the RCDRC routine. If neither flag
is found set, it is an indication that the first byte of a new frame
is now in the flag register. The receive byte size counter and
zero deletion counter are both set to zero, the RCSRC routine is set
to the WAIT-1 state, and an exit is made to the RCDRC routine to
allow firmware to continue in its loop.

3.5.5.6 RCSRC WAIT-1 State Subroutiune
(Figure 3-17)

The WAIT-1 state is set during the RCSRC INSYNC state subroutine
and is entered during the subsequent firmware pass with the first
byte of the frame in the flag register. At each firmware pass, pro-
cessing begins by testing the Flag Received (FLGRCVD) and Abort
Received (ABRTRCVD) flags. Normally, neither flag is set, but in
the case of a false start or aborted frame, one of the flags can
be set. If either flag is set, the Receive Byte Size Counter
(RBSC) is set to zero, and the RCSRC routine is set to either the
INSYNC or ABRT state.

Next, a test is made to determine whether or not a zero was just
deleted. If not, the zero deletion control counter is updated (as
a function of the new bit just shifted into RFCSR), and the byte
size counter RBSC is incremented.
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If a zero was just deleted or if a zero is not going to be de-
leted in the next cycle, the byte size counter is tested to see if
16 shifts have been made (RBSC=16). If not, processing is complete
for the cycle, and the firmware exits to the RCDRC routine. If true,
the first byte has been completely shifted into the FCS register,
and firmware sets the RCSRC routine to the WAIT-2 state and then
exits to the RCDRC routine. ‘

3.5.5.7 RCSRC WAIT-2 State Subroutine
(Figure 3-17)

The WAIT-2 state is set during the WAIT-1 state subroutine after
the first byte has been loaded into the right half of the FCS reg-
ister (RFCSR). At each firmware pass, processing begins by testing
the Flag Received (FLGRCVD) and Abort Received (ABRTRCVD) flags.
Normally, neither flag is set, but in the case of a false start or
aborted frame, one of the flags can be set. If either flag is set,
the Receive Byte Size Counter (RBSC) is set to zero, and the RCSRC
routine is set to either the INSYNC or ABRT state.

Next, a test is made to determine whether or not a zero was just
deleted. If not, the zero deletion control counter is updated
(as a function of the new bit just shifted into RFCSR), and the byte
size counter (RBSC) is incremented.

If a zero was just deleted or if a zero is not going to be de-
leted in the next cycle, the byte size counter is tested to see if
eight shifts have been made (RBSC=8). If not, processing is com-
plete for this cycle, and an exit is made to the RCDRC routine. If
true, the first byte has been completely shlfted into the Receive
Byte Register (RBR) in the internal RAM.

The first byte of the frame is now ready to be sent to the MLC.
However, a test is made first to be sure that the previous frame
has been completely processed, as indicated by the Receive Flush
Control (RCFCO) routine being in the OFF state. If the RCFCO
routine is not in the OFF state, an overrun condition has occurred.
When this happens the RCSRC routine is set to the OVRN state, and
an exit is made to the RCDRC routine.

If the RCFCO routine is in the OFF state, the first byte is
transferred to the output (receive) data buffer. Before exiting
to the RCDRC routine, the following flags are set:

1. RCDBFFLG - Receive Data Buffer Full Flag is set for use
in the RCDRC routine.

2. RILS - Receive Idle Link State flag is reset, since the
next interrupt will not be for the idle link state.

Finally, the RCSRC routine is set to the TEXT state, and the exit
is made to the RCDRC routine.
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3.5.5.8 RCSRC TEXT State Subroutine
(Figure 3-18)

The TEXT state is set during the RCSRC WAIT-2 state subroutine,
with the second byte of the frame in the right half of the receive
history register (RFCSRH) and the byte register empty. As in other
RCSRC state subroutines, FLGRCVD and ABRTRCVD are checked at the
beginning of each cycle. However, here these conditions indicate
the end of a valid frame, whereas in other states they do not. 1In
the case of a flag (FLGRCVD), the start of the next frame could be
indicated. When the TEXT state subroutine is entered, the informa-
tion just received can be data (i.e., not an end of frame), a
closing flag, or a closing abort sequence. Each of these conditions
is described in the following subsections.

3.5.5.8.1 Not End of Frame in Text State

This sequence occurs each cycle when neither a flag nor an abort
is detected. 1Initial zero deletion processing is as described in
subsection 3.5.5.7. If this cycle is not completed by the zero de-
letion control, the byte size counter is incremented, and a test is
made to see if a zero is to be deleted in the next cycle. If not,
the byte size counter is compared with the byte size specified in
the input (transmit) buffer read receive control word. If unequal,
processing for this cycle is complete except for a comparison with
the maximum byte size (which is eight). If RBSC equals eight, it
indicates an overrun condition (i.e., that the MLC has reduced the
byte size after the HDLC has already passed the new value). The
RCSRC routine is set to the OVRN state, and an exit is made to the
Receive Flush Control routine.

If the byte size counter equals the byte size specified in the
control word, the new byte which is in the byte register (RBR) can
be sent to the MLC. First a check i« made to see if the previous
byte has been taken by the ™ C. as indicated by the Receive Data
Buffer Full flip-flop (RCDBFZ-) and Receive Data Buffer Full flag
(RCDBFFLG) both being reset. If either one is set, the RCSRC routine
is set to the OVRN state.

If the previous byte has been taken by the MLC, the following
functions are performed.

1. The byte in the byte register (RBR in internal RAM) is
right-justified if it is less than 8 bits (the left bits
are set to zero). '

2. The byte is moved to the output (receive) data buffer
(RDB) .

3. The buffer full flag is set for use in the Receive Data
Request routine.

4. The byte size counter is reset to zero.
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Processing of the not-end-of-frame condition is now complete, and
an exit is made to the RCDRC routine.

3.5.5.8.2 Closing Flag Received in TEXT State

This sequence occurs when, upon entry, the TEXT state subroutine
finds that a flag sequence has just been received from the communica-
tions device as an indication of the end of a frame. First, the
zero deletion counter is checked. 1If a zero was not just deleted,
the byte size counter is incremented since a new bit was just shifted
into the FCS and byte registers. If a zero was just deleted, the
byte size counter is not decremented (since the FCS and byte reg-
isters were just shifted).

Next, the byte size counter is incremented by eight, in antici-
pation of a possible right-justification procedure. If the byte
size count now equals sixteen (zero) right-justification is not
necessary. If the byte size is less than sixteen (zero), the byte
register is right-justified. Finally, the last data byte and both
halves of the frame check sequence (FCS) are saved in the receive
history registers in the external RAM. After setting the RCFCO
routine to the LAST DATA state and the RCSRC routine to the INSYNC
state, an exit is made to the RCDRC routine.

3.5.5.8.3 Ciosing Abort Received in TEXT State

This sequence occurs when, upon entry, the TEXT state subroutine
finds that an abort sequence has just been received from the communi-
cations equipment as an indication of the end of a frame. In this
case it is not necessary to save the last data byte and the two FCS
bytes, as these are discarded when a closing abort terminates a
frame. In this sequence, the Receive Data Buffer Full flag (RCDBFFLG)
is reset, the byte size counter is set to zero, and both the Flush
Control (RCFCO) and Receive Shift Register Control (RCSRC) routines
are set to the ABRT state. An exit is then made to the flush control
routine to load status into the output (receive) buffer for subse-
quent reporting to the MILC.

3.5.5.9 RCSRC OVRN State Subroutine
(Figure 3-19)

The OVRN state can be set during the WAIT-2 or TEXT state sub-
routines, where an overrun condition is detected during a receive
operation. Processing begins by checking FLGRCVD and ABRTRCVD. If
the present data is neither a flag nor an abort sequence, no further
processing is necessary and an exit is made to the RCDRC routine.

If ABRTRCVD is set and data has not been sent to the MLC, no
~ status report is required, and an exit is made to the RDCRC routine.

If ABRTRCVD is set and data has been sent to the MLC, the idle
link state flag (RILS) is reset, the RCFCO routine is set to-the
ABRT&OVRN state, and an exit is made to the RCDRC routine.
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If FLGRCVD is set, the idle link state flag (RILS) is reset.
The state of the Flush Control routine is then checked to see if
it is in the OFF state. RCFCO is OFF if OVRN was entered from the
TEXT state. If OVRN was entered from the WAIT-2 state, RCFCO may
or may not be in the OFF state. If the RCFCO routine is in the OFF
state, it is now set to the FLAG&OVRN state, and an exit is made to
the RCDRC routine. If RCFCO is not in the OFF state, RILSFIG is
reset, and ROSD is set to notify RCFCO routine that an entire frame
has been missed.

For all of the above conditions the appropriate status register
bits are set later, during the Flush Control routine.

3.5.6 Receive Data Request Control Routine
(Figure 3-20)

This routine is employed to determine whether or not data is
ready for transfer to the MLC and, if it is, to generate a service
request to initiate the transfer. At each pass of the firmware the
Receive Data Buffer Full flag (RCDBFFLG) is checked to see if the
RCSRC routine has loaded a byte into the output (receive) data buffer.
If data is ready, the receive service request is checked to determine
whether or not the previous transfer has been completed. If it has,
the Receive Data Buffer Full flip-flop (SRCDBF) is set, the buffer
full flag is reset, and a receive service request is made.

3.5.7 Receive Flush Control Routine
(Figure 3-21)

The Receive Flush Control Routine (RCFCO) consists of an enter
sequence plus eight subroutines (called state subroutines) for the
reporting of status and the transfer of the last data byte and the
Frame Check Sequence (FCS) to the Mr~. 1Information to be sent to
the MLC is placed in the out— it (receive) buffer for subsequent
transfer to the MLC. When reporting status, this routine waits until
after the MLC has read status from the output (receive) buffer and
then resets status in both the status register (in the external RAM)
and the output (receive) buffer.

3.5.7.1 RCFCO Enter Sequence

At each pass of the firmware, the receive service request flip-
flop (RCSRQZ+) is first checked. £ set, there is no reason to
proceed further in this routine because the MLC has not yet read the
previous status or data. If no service request is pending, the
RFCSTATE bits are examined to determine the state of the Receive
Flush Control routine, and a branch is made to the appropriate sub-
routine.

3.5.7.2 RCFCO OFF State Sequence

This subroutine is entered during the first firmware pass fol-
lowing initialization and from the RCFCO Reset Status state sub-
routine. The purpose of this subroutine is to see if the Receive
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Shift Register Control routine has made an idle link state interrupt
request, and if it has, and if the last service (interrupt) request
was not an idle link state interrupt, to make one.

First, the Receive Idle Link State flag (RILSFLG) is checked.
If set, Idle Link State (RILS) is checked to see if the last inter-
rupt was an idle link state interrupt. If it was not, RILS is set,
Abort Status (RAS) is set to indicate the Idle Link state, and RAS
is set in the status register. The status register, which also con-
tains other transmit status information, is then copied into the
output (receive) status buffer. A Receive Service Request (RCSRQZ+)
is then made and the RCFCO routine is set to the Reset Status State
to await completion of the status transfer.

3.5.7.3 RCFCO Last Data State Subroutine

The RCSRC routine changes the RCFCO state from the OFF to Last *
Data when receipt of a closing flag terminates a non-overrun frame.
The Last Data, First FCS, and Second FCS state subroutines then trans-
fer the last data byte, the two FCS bytes, and closing status (Flag,
no overrun, no abort) to the MLC. When this subroutine is entered,
the last data byte has been placed in the Receive History Register
(RBRH) and the FCS in the Receive History Register (RFCSRH) in the
external RAM.

Normally, whenever the Last Data state is entered (i.e., when
the Receive Service Request (RSCRQZ+ is reset), all data up to the
last data byte will have been completely transferred to the MLC.
However, there is a period between the time that the third-from-last
byte is transferred (SRCDBF and RCSRQZ reset) and the time that the T
receive data request control routine is entered to set RCSRQZ again
for the second-from-last transfer, when the previous transfer may
not have been finished. Thus, the receive data buffer full flag
(RCDBFFLG) is also checked for completeness.

When ready, the last data byte is moved from the history reg-
ister in the external RAM to the Receive Data Buffer (RDB) in the
internal RAM, and REOFS is set in the status register. Status is
copied to the output (receive) buffer, and a service request is made.
The RCFCO routine is then set to the First FCS state and the flush
control routine is exited. The First FCS state subroutine will not
be entered until the Receive Service Request (RCSRQZ) is reset, in-
dicating completion of this transfer.

3.5.7.4 RCFCO First FCS State Subroutine -

Processing in this subsection begins after the last data byte
has been transferred by the MLC, as indicated by the RCFCO routine
being set to the First FCS state and the service request being reset.
The first (right) half of the Frame Check Sequence (FCS) is moved
from the receive history register to the output (receive) data
buffer. (The first time that the MLC finds the closing flag set, it
knows {hat it must input the first half of the FCS and switch back
to 8-bit mode for FCS processing. Also, the specified byte size for
the HDLC adanter is switched to eight bits in preparation for the
next frame.) i'inally, a service request is set, RCFCO routine is
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set to the Second FCS state, and an exit is made to the TRSRC rou-
tine. Processing of the RCFCO Second FCS state subroutine will not
begin until the receive service request has been reset by the MLC
(indicating that the MLC has transferred the first half of the FCS).

3.5.7.5 RCFCO Second FCS State Subroutine

Processing in this subroutine begins after the first half of
the FCS has been transferred to the MLC, as indicated by the RCFCO
routine being in the Second FCS state and the service request being
reset.

The second (left) half of the FCS is moved from the receive
history register to the output (receive) data buffer.

The service request is set, and the RCFCO routine is set to
the Reset Status state. An exit is then made to the TRSRC routine.
Processing of the RCFCO Reset Status state subroutine will not begin
‘until the service request has been reset by the MLC as an indication
that it has transferred the second half of the FCS.

3.5.7.6 RCFCO Reset Status State Subroutine

The Reset Status subroutine is the last RCFCO subroutine for the
processing of any frame. Its function is to reset the status reg-
ister, thereby eliminating the need for the RCDRC routine to examine
these status bits, and then to see if a following frame has already
ended (an overrun condition) and to process it if it has. This
RCFCO state can be set in one of the following manners:

1. During the RCFCO OFF state subroutine, when an idle link
state interrupt is taking place.

2. During the RCFCO Second FCS state subroutine, when the last
transfer of a normal frame i~ taking place.

3. During the RCFCO ABR.:&OvRN, ABRT, or FLAG&OVRN status sub-
routine, when an abort and/or overrun status transfer is
taking place.

Processing depends on whether or not the Receive Overrun Status
Delayed (ROSD) has been set by the RCSRC routine. If not, then
overrun of the next frame has not occurred. The RCFCO routine is
set to the OFF state, status is copied to the output (receive)
buffer, and the RCFCO OFF state subroutine is entered to check for
an idle link state request.

If ROSD is set, another status transfer must be made. The
overrun status bit (ROS) is set, and the status register is copied
to the output (receive) buffer. ROSD is reset, and a service re-
quest is made to send status to the MLC. An exit is then made to
the TRSRC routine. The Flush Control routine remains in the Reset
Status state. The Reset Status state subroutine is executed again
during the firmware pass following the transfer of status to the
MLC.
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3.5.7.7 RCFCO ABRT&OVRN State Subroutine

The ABRT&OVRN state is set during the RCSRC routine when an .
overrun frame is ended with an abort sequence. Processing begins A
by setting REOFS, RAS, and ROS in the status register, after which NS
the status register is copied to the output (receive) buffer for
subsequent transfer to the MLC. The RCFCO routine is set to the
Reset Status state, and a service request is made to send status to
the MLC. Processing of the Reset Status state subroutine takes
place on the first firmware pass after the MLC has transferred the
status

3.5.7.8 RCFCO FLG&OVRN State Subroutine

The FLG&OVRN state is set during the RCSRC routine when an over-
run frame is ended with a flag sequence. Processing is the same as
for the ABRT&OVRN subroutine, except that different status bits »
(REOFS, ROS) are set.

3.5.7.9 RCFCO Abort State Subroutine

The RCFCO Abort state is set during the RCSRC TEXT state sub-
routine when a frame that has not overrun is terminated by an abort
sequence. Processing is the same as for the ABRT&OVRN state sub-
routine, except that different status bits (REOFS, RAS, ROS) are set.
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Appendix A

Type 2901 Microprocessor Chip Structure
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SPEC. A SPEC.
CHIP , INPUT OUTPUT CHip
IDENTIFIER MNEMONICS MNEMONICS IDENTIFIER
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OE ZGND 40 T ENAB 2901
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D1 2+ 24 | 37 24 Y1
—2 DATA DATA 2 p——
D2 1+ 23 o IN ouT 4 38 1+ Y2
MSB D3 o+ 22 39 Y3  MmsB
—— 8 8 e o+
A0 UPCM11+00 4 32 G
—_1 CARRY GEN. e XNU -
A1 10+ 3 e « 35 P
, —2 A CARRY PROP. O XNU
A2 9+ 2 RAM 31 XNU F3
- o —a ADDRESS SIGN JO— F-0
L ALU = 0 b—"- ALUEZZ+00 C 4

33
CARRY OUT f—m— XNU

BO UPCM15+00 17 34 X OVR
— 1 OVERFLOW D= XNU
B1 14+ 18 ) g
B 13+ 1 RAM
2 21, ADDRESS
B3 12+ 20
— 8
10 UPCM21400 19
— O
1" 20+ 13
. —— ]
12 19+ 14
—] 2
13 UPCM18+00  26. ) ,
—3 INSTRUCTION
14 17+ 28 a BITS
15 16+ 27 .
16 ZGND g '6
7 uPCM23+00 7}
18 22+ 6
' ' SPe— 8
Qo
LO/RI RIQROZ+00 21 16 o
RAMO Zds s1 j—— RCDATZ+00 RO/
LO/RI XNU 9 SHIFT " RAM3
4 INPUT/OUTPUT s3 j—2. RIQROZ+00 RO/LI
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Appendix B

Installation

Installation information for the DCM9106 High-Level Data Link
Control Adapter is contained in the Level 6 Model 34/36 System
manual Order No. FL35. Specific information on cabling and cabling

‘hookups is contained in this Appendix.

The adapter is cabled in accordance with the system configura-
tion, which may specify one of three possible hookups.

In most system configurations, the adapter is connected to the
Data Communications Equipment (DCE) or to a remote Communications-
Pac via modems and a telephone line. Figure B-1 illustrates a
typical communications configuration and identifies the type of
cable used and the connector type, i.e., male (M).

DCE
o —
4 Y
COMMUNI-
COMMUNI- CATIONS COMMUNI-
CATIONS— | ,, Y_DATASET /' | moDEM _: %93_%“) w ) CATASET /| caTioNs-
PAC CABLE (DATASET) | CABLE PAC OR DTE
LINK
60128626001 (30 FT.) 601286266001 (30 FT.)
or . R
60128629001 (50 FT.) 60128629—001 (50 FT.)

Figure B-1 Typical Modern Configuration
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The system can also be configured for a direct connect applica-
tion. If the two pieces of equipment are close to each other (less
than 61 feet apart for RS232C applications), a short jumper cable
(direct connect female to female) replaces the modem/telephone line
combination. Figure B-2 shows the cabling requirements for this
configuration, (i.e., two dataset cables with male (M) connectors
and one direct connect with two female (F) connectors).

A " DIRECT -
COMMUNI  DATASET _\ CONNECT (F/F) [/ DATASET 4 COMMUNI
CATIONS— |m ml e Flwm m lcaTions—
PAC CABLE / CABLE \ CABLE PAC OR DTE

60128626001 (30 FT.) 60128766—001 (1 FT.)* 60128626001 (30 FT.)

*CONNECTORS ASSEMBLED TO BOTH ENDS

Figure B-2 Direct Connect Female/Female

For direct connect applications, where the adapter is connected
- directly to another Communications-Pac or to Data Terminal Equipment

without the use of other data communications equipment, the use of a
direct connect cable (male to female) and a dataset cable is re-
quired. One cable cannot be used for this application due to signal
inconsistencies at the connector pinouts. Figure B-3 shows the
cable requirements for this configuration, (i.e., one dataset cable
with male connectors (M) and one direct connect cable with a male
connector (M) and a female (F) connector). The total combined
length of the two cables must not exceed 61 feet.

COMMUNI-— \ DATASET / \ DIRECT CONNECT /
_ M MIF M DTE
CATIONS / 4 \

PAC CABLE \ / (M/F) CABLE
601286266%‘" RO FT.) ?g 138 Z)GFZ _E)‘S)X\);ARIABLE
60128629001 (50 FT.) (L)ENz%ﬁ TO MAXIMUM

*C — CONNECTORS ASSEMBLED TO BOTH ENDS
D — DISASSEMBLED WITH TWO CONNECTORS SHIPPED UNATTACHED
E — ONE CONNECTOR ASSEMBLED TO CABLE (PADDLE BOARD SIDE)
THE OTHER CONNECTOR SHIPPED BUT NOT ATTACHED.

Figure B-3 Direct Connect Male/Female
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Appendix C

T&V Wraparound Tests

Two wraparound tests can be performed on the HDLC adapter
through the use of a Test and Verification program.

The first test, DCMS2-Mode A, performs an internal wraparound

- of the adapter, checking the integrity to transmit and receive data

properly. Serial data is sent out of the transmitter and returned
directly back to the receiver. The received data must match the
transmitted data to verify integrity.

The second test, DCMS2-Mode C, performs an external wraparound
of the DCE interface and cable. To perform this external wraparound
test, the DCE connector is terminated by an EIA jumper at the DCE
end of the cable. This connector is wired as indicated in the fol-
lowing table.

For information pertaining to the sequence of steps required
to run these programs, refer to the Level 6 System Checkout and
T&V Manual, Order No. AW94. For cabling information, refer to
Appendix B of this manual and to the Model 34/36 System Manual
Order No. FL35.

Table C-1 EIA Connector Jumpefs For DCMS2-Mode C Loop Test

EIA CONNECTOR PIN NUMBER : v
TO BE JUMPERED INTERFACE SIGNAL NAMES
02 to 03 Transmit Data (02) to Receive Data
(03)
06 to 20 Data Set Ready (06) to Terminal Data
(20)
04 to 05 to 08 Request to Send (04) to Clear to Send
(05) to Carrier Detect (08)
14 to 15 New Sync (14) to Transmit Clock (15)
17 to 22 to 23 to 25 ) Receive Clock (17) to Ring Indicator
(22) to Speed Select (23) and
optionally to Reverse Channel Re-
ceiver (25)

C-1/c-2
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